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(57) ABSTRACT 

Embodiments described herein provide for a message object 
that simultaneously exposes an XML view and Type view 
for a message infoset. In this embodiment, interaction with 
a message can occur using either an XML or Type applica 
tion program interface (API), which are synced. More 
specifically, embodiments herein provide or expose a com 
mon set of headers (e.g., SOAP headers) as “typed prop 
erties (e.g., CLR properties), which allow for getting and/or 
setting a value thereof In other words, the Type API reads/ 
writes values for typed properties without regard to how the 
message is encoded with XML. Moreover, the two APIs are 
synced Such that a value can be set using one API and 
retrieved using the other. For example, an XML API may be 
used as a writing mechanism for interacting with a value, 
while the Type API can read that same value, and Vise-versa. 

Server 

155 

Response 150 
Message 

145 

140 Dispatcher 

Message 
EnCOder 135 
Factory 

Transport Wire 

  

  

    

  

  

  



| 61-I 

US 2007/0198989 A1 

36esseW0|| 
  

    

  

  



US 2007/0198989 A1 Aug. 23, 2007 Sheet 2 of 10 Patent Application Publication 

VZ '61-I 

GZZ 

  

  



US 2007/0198989 A1 Aug. 23, 2007 Sheet 3 of 10 Patent Application Publication 

uO?ejedO 

08? 

  

  



Patent Application Publication Aug. 23, 2007 Sheet 4 of 10 US 2007/0198989 A1 

Receiving A Request To Create An Message Object That is 305 
Specific To A First Message Format 

ACCessing A Message Object That includes An Envelope, 
The Envelope including A First Set Of Fields Configured To 

Include Data For Elements That Correspond To A First 310 
Message Format And A Second Set Of Fields Configured 
To include Data For Elements That Correspond To A 

Second Message Format 

Populating The First Set Of Fields With Data For Making 
The Message Object Specific To The First Format, 315 

Wherein One Or More Fields From The Second Set Of 
Fields Are Not Populated 

Fig. 3 
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400 

Receive AMessage Infoset Written Using An Xml Writer 405 

Retrieve The One Or More Values Using ATyped Api, 
Which Can Read One Or More Of The Type Properties 410 
Without Regard To How The Message is Encoded Using 

XML 

Fig. 4A 

Receive A Message InfoSet That includes A Common Set 
Of Headers That Exposes One Or More Values AS Both 455 
XMLAnd Typed Properties, Wherein The Type Properties 

Are Set Using ATyped AP 

Retrieve The One Or More Values Using An Xml Reader, 460 
Which Reads The Type Properties AS Encoded XML 

Fig. 4B 
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Receive A Request To ACCess Content Of A Header From A 505 
SOAP Message During Processing Thereof 

Access An Identifier For The Header Within An Index Array, 
Which includes A Set Of Header Identifiers Used To Map 510 

Content Of Headers For The SOAP MessageTo A 
Particular Location Within An Original Buffer 

Determining A Location For The Content Within The 515 
Original Buffer 

Access The Original Buffer For Processing At Least A 
Portion Of The Content Of The Header Without Having To 520 
Store Entire Content For The Set Of Header identifiers AS 

A Data Structure in An Intermediate Memory Buffer 

Fig. 5 
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600 

Receive ASOAP Message That includes A Plurality Of 605 
Headers With Content Used To PrOCeSS The SOAP 

MeSSage 

Process At Least A Portion Of Content For A First Header 610 
From The Plurality Of Headers 

Annotate The SOAP Message With A Property 
Representing The Processing State For The Content Of 

The First Header 
615 

Fig. 6A 

650 

Receive ASOAP Message 655 

Process. At Least A Portion Of The SOAP Message 660 

Annotate The SOAP Message With A Property 
Representing The Processing State Such That Other 665 

Operations Can Use The Property For Further Processing 
Of The SOAP Message 

Fig. 6B 
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700 

Receive A Request To Create A Message Object in 705 
ACCordance With A Message Contract 

Parse The Message Contract Forldentifying The 
Attribute(s) That Define What Elements Of The Message 710 

Class Map To Portion(s) Of The Message Object 

Populate The Portion(s) Of The Message Object With The 715 
Element(s) in Accordance With The Attribute(s) Defined 

Within The Message Contract 

Fig. 7 
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800 

Receiving A Request To Create An Instance Of A Message 805 
Object in ACCordance With A Message Contract 

Parse The Message Contract For Identifying Attribute(s) 810 
That Define What Elements Of A Message Class Map To 

Portion(s) Of The Message Object 

Receive Value(s) Corresponding To The One Or More 815 
Elements 

Create An Instance Of The Message Object By Populating 820 
The Portion(s) With The Value(s) in ACCordance With The 

Attribute(s) Defined Within The Message Contract 

Fig. 8 
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00 

Receive A Request To Create ANPDL Contract 905 

Receive A Message Contract 910 

Automatically Create Portions Of ANPDL Contract By 
Specifying Where And What Elements Should Be Included 915 

In A Message Object Or instance Thereof When 
Communicating With The Service 

Fig. 9 

950 

Receive ASOAP Message Typically Bound To A Text 
based Transport Encoding For Communicating Between 955 

Two Endpoints 

Select An Encoding Type From A Plurality Of Encodings 960 
Based On AProgram And/Or Configuration Setting 

Encode The SOAP Message With The Selected Encoding 965 
For Transferring Over A Communication Channel 

Fig. 10 
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SIMULTANEOUS API EXPOSURE FOR 
MESSAGES 

CROSS-REFERENCE TO RELATED 
APPLICATIONS 

0001. This application claims priority to U.S. Provisional 
Application Nos. filed 60/764,127 and 60/764,306 filed Jan. 
31, 2006 and Feb. 1, 2006, respectively, both entitled 
“MESSAGE OBJECT MODELING, FORMATTING, AND 
ENCODING”, the contents of each are incorporated herein 
by reference in their entirety. This application also relates to 
the following U.S. patent application Ser. Nos. 11/469,430, 
1 1/469,437, 11/469,439, 11/469,446, and 11/469,442, filed 
on the same day herewith and entitled “MESSAGE 
OBJECT MODEL (Docket No. 13768.630.1.1.)”, “PAR 
TIAL MESSAGE STREAMING” (Docket No. 13768.630. 
1.3), “ANNOTATING PORTIONS OF AMESSAGE WITH 
STATE PROPERTIES” (Docket No. 13768.630.14), 
MESSAGE CONTRACT PROGRAMMING MODEL 

(Docket No. 13768.630.1.5), and “VARYING OF MES 
SAGE ENCODING” (Docket No. 13768.630.1.6), respec 
tively, the contents of each are also incorporated herein by 
reference in their entirety. 

BACKGROUND 

0002 Computer networks have enhanced our ability to 
communicate and access information by allowing one com 
puter or device to communicate over a network with another 
computing system using electronic messages. When trans 
ferring an electronic message between computing systems, 
the electronic message will often pass through a protocol 
stack that performs operations on the data within the elec 
tronic message (e.g., parsing, routing, flow control, etc.). 
The Open System Interconnect (OSI) model is an example 
of a network framework for implementing a protocol stack. 
0003. The OSI model breaks down the operations for 
transferring an electronic message into seven distinct layers, 
each designated to perform certain operations in the data 
transfer process. While protocol stacks can potentially 
implement each of the layers, many protocol stacks imple 
ment only selective layers for use in transferring data across 
a network. When data is transmitted from a computing 
system, it originates at the application layer and is passed 
down to intermediate lower layers and then onto a network. 
When data is received from a network it enters the physical 
layer and is passed up to the higher intermediate layers and 
then is eventually received at that application layer. The 
application layer—the upper most layer is responsible for 
Supporting application and end-user processing. Further, 
within the application layer there may reside several other 
layers (e.g., the Simple Open Access Protocol (SOAP) 
layer). Another layer incorporated by most protocol stacks is 
the transport layer. An example of a transport layer is the 
Transmission Control Protocol (TCP). 
0004. A system that relies heavily on such communica 
tion or stack protocol is known as Web services. Web 
services have been a driving force in advancing communi 
cations between computing systems and are turning the way 
we build and use software inside-out. More specifically, web 
services let applications share data and more powerfully— 
invoke capabilities from other applications without regard to 
how these applications where built; what operating systems 
or platform they run on; and what devices are used to access 
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them. Web services are invoked over the Internet by means 
of industry-standard protocols including SOAP, XML (eX 
tensible Markup Language), UDDI (Universal Description, 
Discovery and Integration), WSDL (Web Service Descrip 
tion Language), etc. Although web services remain indepen 
dent of each other, they can loosely link themselves into a 
collaborating group that performs a particular task. 
0005. Current web service technologies offer direct 
SOAP-message communication between an initiator (e.g., a 
client) and an acceptor (e.g., a service). SOAP is a light 
weight protocol intended for exchanging structured infor 
mation in a decentralized, distributed environment. It uses 
XML technologies to define an extensible messaging frame 
work providing a message contract that can be exchanged 
over a variety of underlying protocols. SOAP provides away 
to communicate between applications running on different 
operating systems, with different technologies and program 
ming languages. Accordingly, SOAP is platform and lan 
guage agnostic, yet simple and extensible. 
0006. The current SOAP specification defines a message 
construct in an open-ended manner. More specifically, 
SOAP defines a message to be an XML infoset with a set of 
optional message headers followed by a message body. The 
current specification, however, does not place any require 
ments on how to map objects (in the sense of object-oriented 
programming) to SOAP messages or back again. Further, it 
does not place any requirements on how to map the SOAP 
infoset to raw octets (for message transmission). In addition, 
it does not place any maximum size on a SOAP message. 
Accordingly, in order to implement SOAP and integrate it 
into an object-oriented programming model, these are all 
problems one must solve. 

BRIEF SUMMARY 

0007. The above-identified deficiencies and drawback of 
current message modeling systems are overcome through 
example embodiments of the present invention. For 
example, embodiments described herein provide for simul 
taneously expose a message infoset as both XML and Type 
views. Note that this Summary is provided to introduce a 
selection of concepts in a simplified form that are further 
described below in the Detailed Description. This Summary 
is not intended to identify key features or essential features 
of the claimed subject matter, nor is it intended to be used 
as an aid in determining the scope of the claimed subject 
matter. 

0008. In accordance with a first example embodiment, 
provided is a simultaneous exposure of a message infoset as 
both an XML view and a Type view such that a portion of 
the message infoset can be written using an XML API and 
read using a Type API in order to efficiently process values 
of the message infoset. In Such embodiment, a message 
infoset written using an XML writer is received, the message 
infoset including a common set of headers that exposes 
value(s) as both XML and typed properties. Next, the values 
are retrieved using a Typed API, which can read the type 
property(s) without regard to how the message is encoded 
using XML. 
0009. Another example embodiment provides for simul 
taneously exposing a message infoset as both an XML view 
and a Type view Such that at least a portion of the message 
infoset can be written using a Type API and read using an 
XML API in order to efficiently process values of the 
message infoset. In this embodiment, a message infoset is 
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received that includes a common set of headers that exposes 
value(s) as both XML and typed properties, wherein the type 
properties are set using a Typed API. Thereafter, the value(s) 
are retrieved using an XML reader, which reads the type 
properties as encoded XML. 
0010 Additional features and advantages of the inven 
tion will be set forth in the description which follows, and 
in part will be obvious from the description, or may be 
learned by the practice of the invention. The features and 
advantages of the invention may be realized and obtained by 
means of the instruments and combinations particularly 
pointed out in the appended claims. These and other features 
of the present invention will become more fully apparent 
from the following description and appended claims, or may 
be learned by the practice of the invention as set forth 
hereinafter. 

BRIEF DESCRIPTION OF THE DRAWINGS 

0011. In order to describe the manner in which the 
above-recited and other advantages and features of the 
invention can be obtained, a more particular description of 
the invention briefly described above will be rendered by 
reference to specific embodiments thereof which are illus 
trated in the appended drawings. Understanding that these 
drawings depict only typical embodiments of the invention 
and are not therefore to be considered to be limiting of its 
scope, the invention will be described and explained with 
additional specificity and detail through the use of the 
accompanying drawings in which: 
0012 FIG. 1 illustrates a distributed system configured to 

utilize an open-ended object model in accordance with 
example embodiments; 
0013 FIG. 2A illustrates the use of a message contract to 
create a general message object in accordance with example 
embodiments; 
0014 FIG. 2B illustrates using a message formatter for 
communication with a service operation in accordance with 
example embodiments; 
0015 FIG. 3 illustrates a flow diagram for a method of 
using a single message object to create message instances of 
multiple messaging formats in accordance with example 
embodiments; 
0016 FIGS. 4A and 4B illustrate flow diagrams for 
methods of simultaneously exposing a message infoset as 
both an XML view and a Type view in accordance with 
example embodiments; 
0017 FIG. 5 illustrates a flow diagram for a method of 
indexing headers for a SOAP message as an array in 
accordance with example embodiments; 
0018 FIGS. 6A and 6B illustrate flow diagrams for 
methods of efficiently processing a SOAP message by 
attaching thereto properties representing processing State for 
portions of the message in accordance with example 
embodiments; 
0019 FIG. 7 illustrates a flow diagram for a method of 
formatting a layout of a message object using a message 
contract in accordance with example embodiments; 
0020 FIG. 8 illustrates a flow diagram for a method of 
creating an instance of a message object by using a message 
contract in accordance with example embodiments; 
0021 FIG. 9 illustrates a flow diagram for a method of 
automatically creating a NPDL contract in accordance with 
example embodiments; and 
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0022 FIG. 10 illustrates a flow diagram for a method of 
determining a type of encoding to use for a SOAP message 
in accordance with example embodiments. 

DETAILED DESCRIPTION 

0023 The present invention extends to methods, systems, 
and computer program products for modeling, formatting, 
and encoding messages, e.g., SOAP in a distributed system. 
The embodiments of the present invention may comprise a 
special purpose or general-purpose computer including vari 
ous computer hardware or modules, as discussed in greater 
detail below. 

0024. Embodiments described herein generally relate to a 
messaging in a distributed system. A message provides the 
fundamental unit of communication between endpoints in a 
distributed service system, e.g., web services. That is, it is 
the container within which data exchanged between services 
is encapsulated. The structure of a message as described 
herein loosely corresponds to that of the SOAP envelope. A 
message may contain both a set of message headers and a 
body, which can correspond to the SOAP Header blocks and 
the SOAP Body, respectively. Note that although some 
embodiments may be described in terms of SOAP protocol, 
embodiments herein are not necessarily limited to SOAP 
messaging unless otherwise explicitly claimed. 
0025 Regardless of the type of message, one embodi 
ment as described in greater detail below provides for an 
overall object model that allows for a single message object 
to represent multiple messaging formats. In this example, 
the general message object is populated with fields for 
multiple available messaging formats, which can be appro 
priately filled with information depending on the desired 
format. For example, a SOAP object may be provided with 
fields for both versions 1.1 and 1.2. Depending on which 
version is being used or desired, the appropriate fields can be 
populated when creating an instance of the message object. 
0026. In another embodiment, a message object is pro 
vided that simultaneously exposes an XML view and Type 
view for a message infoset. In this embodiment, interaction 
with a message can occur using either an XML or Type 
application program interface (API), which are synced. 
More specifically, embodiments herein provide or expose a 
common set of headers (e.g., SOAP headers) as “typed 
properties (e.g., CLR properties), which allow for getting 
and/or setting a value thereof In other words, the Type API 
reads/writes values for typed properties without regard to 
how the message is encoded with XML. Moreover, the two 
APIs are synced such that a value can be set using one API 
and retrieved using the other. For example, an XML API 
may be used as a writing mechanism for interacting with a 
value, while the Type API can read that same value, and 
Vise-Versa. 
0027 Embodiments provided herein also support large 
messages by formatting at least a portion of the message in 
the form of a transport stream. That is, embodiments provide 
a SOAP model that can stream an object for a message 
without loading the entire message into an intermediate 
buffer. Accordingly, one embodiment Supports loading 
SOAP headers into memory, yet streaming the body. This 
would allow, for example, large attachments (e.g., a video 
file) to accompany the SOAP message in the body, while still 
Supporting random access to message headers. Accordingly, 
embodiments provide a SOAP data model that allows a 
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developer to create an object and specify whether or not 
portions of the message should be buffered or streamed. 
0028. In yet another embodiment, the headers of a SOAP 
or other message may be referenced using an in memory 
index. Accordingly, memory needed for buffering a message 
may be further reduced, yet still providing for random access 
to the headers. In this embodiment, rather than using a 
document object model (DOM) to store the content (e.g., 
attributes, elements, values, etc.) of each header, a set of 
references or an index of headers (such as a header number) 
may be stored as a byte array. 
0029. Still other example embodiments provide that as a 
SOAP message is processed, various states known as prop 
erties can be attached to the message for various purposes. 
In other words, embodiments provide for a properties object 
that represents a set of processing-level annotations to a 
message. These properties (representing the processing State 
of the headers or other portions of the message) can then be 
used by other component or modules for further processing 
purposes. Typically, these properties can then be removed 
(or sustained if desired) prior to transporting the SOAP 
message on the wire. 
0030. In another example embodiment, a message con 

tract programming model is provided, which is a mechanism 
for service developers to control the processing, layout, and 
creation of messages (e.g., SOAP) without losing the ben 
efits of a strongly-typed data contract model. Such program 
ming model is based on attributes, which can be used to 
define the action or operations, headers, and body parts 
components of a message. These attributes may be used on 
a type annotated with message contract or on a service 
operation to control the manner in which the message (e.g., 
SOAP) is constructed from a service process, process 
parameters, and/or return values. The use of the message 
contract in conjunction with a message formatter as defined 
herein provides for many advantageous features and 
embodiments described in greater detail below. 
0031. Another embodiment as described herein allows a 
user to vary the encoding of a message object rather than 
being bound to a specific one, e.g., the text encoding for 
SOAP messaging. Accordingly, a message encoding factory 
is provided that is responsible for mapping a message object 
(e.g., SOAP Infoset) into raw octets suitable for wire trans 
mission. By encapsulating the notion of a message encoder 
factory abstractly, embodiments allow users to vary the 
encoding of an Infoset without varying the programming 
model (or any other aspect of the system that uses message). 
In other words, embodiments herein separate the transport 
(e.g., TCP, HTTP, etc.) from the encoding, which allows 
users to use any number of encoding mechanisms—even 
their own proprietary ones. 
0032. Although more specific reference to advantageous 
features are described in greater detail below with regards to 
the Figures, embodiments within the scope of the present 
invention also include computer-readable media for carrying 
or having computer-executable instructions or data struc 
tures stored thereon. Such computer-readable media can be 
any available media that can be accessed by a general 
purpose or special purpose computer. By way of example, 
and not limitation, such computer-readable media can com 
prise RAM, ROM, EEPROM, CD-ROM or other optical 
disk storage, magnetic disk storage or other magnetic Stor 
age devices, or any other medium which can be used to carry 
or store desired program code means in the form of com 
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puter-executable instructions or data structures and which 
can be accessed by a general purpose or special purpose 
computer. When information is transferred or provided over 
a network or another communications connection (either 
hardwired, wireless, or a combination of hardwired or 
wireless) to a computer, the computer properly views the 
connection as a computer-readable medium. Thus, any Such 
connection is properly termed a computer-readable medium. 
Combinations of the above should also be included within 
the scope of computer-readable media. 
0033 Computer-executable instructions comprise, for 
example, instructions and data which cause a general pur 
pose computer, special purpose computer, or special purpose 
processing device to perform a certain function or group of 
functions. Although the subject matter has been described in 
language specific to structural features and/or methodologi 
cal acts, it is to be understood that the subject matter defined 
in the appended claims is not necessarily limited to the 
specific features or acts described above. Rather, the specific 
features and acts described above are disclosed as example 
forms of implementing the claims. 
0034. As used herein, the term “module' or “component' 
can refer to software objects or routines that execute on the 
computing system. The different components, modules, 
engines, and services described herein may be implemented 
as objects or processes that execute on the computing system 
(e.g., as separate threads). While the system and methods 
described herein are preferably implemented in software, 
implementations in hardware or a combination of software 
and hardware are also possible and contemplated. In this 
description, a "computing entity” may be any computing 
system as previously defined herein, or any module or 
combination of modulates running on a computing system. 
0035 FIG. 1 illustrates a distributed system 100, wherein 
a client 105 sends requests messages 10 to a service 155, 
which replies with response messages 150. Note that 
although embodiments are described in terms of a request 
response protocol, other message exchange patterns are also 
contemplated herein. Regardless of the type of exchange 
pattern, embodiments described herein provides for an over 
all message object model that allows for efficiently repre 
Senting, processing, formatting, and encoding messages. 
Note that the following description of embodiments pro 
vided herein will occasionally refer to components and 
modules from FIG. 1. Note, however, that other configura 
tions and designs choices are also available to embodiments 
described herein, and as such the modules and layout of the 
distributed system in FIG. 1 is for illustrative purposes only. 
0036. A message e.g., request message 110, or response 
message 150, provides the fundamental unit of communi 
cation between endpoints 105, 155 in a distributed service 
system 100, e.g., web services. That is, it is the container 
within which all data exchange between services is encap 
Sulated. The structure of a message loosely corresponds to 
that of the SOAP envelope. A message contains both a set of 
message headers and a body, which can correspond to the 
SOAP header blocks and the SOAP body, respectively. 
0037. One problem associated with current messaging 
models is that in order to communicate with messages that 
Support multiple format protocols, one needs to create code 
paths for the various formats provided. For example, when 
creating a SOAP message envelope, one needs to specify 
and Support a particular version of the SOAP message (e.g., 
v. 1.1 or 1.2). As multiple formats are extended, however, the 
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code breaks and must be modified for Supporting Such 
updates. Accordingly, embodiments provide for an object 
model that defines a single message class or object for 
representing multiple message format protocols. 
0038. Such object model includes multiple fields that 
support each of the multiple formats. For example, if one 
version or format of a message requires or Supports fields A, 
B, and D, while another one requires or Supports C, D, and 
E, the single message class should include fields for A, B, C, 
D, and E. Those fields that do not apply to a format desired 
for a message can be ignored. Accordingly, the single object 
can be used to create a message for a specific format as 
needed. In other words, as a user creates a message, or as a 
stream of data is received for compilation into a message, 
the single message object can be used to create a format 
specific message based on the Supported formats therein. 
0039. Another problem with current message object 
models is that the message infoset is exposed as an XML 
data object. Accordingly, XML APIs (i.e., XML readers/ 
writers) are used for processing a message, e.g., SOAP. 
which must create XML data objects for each port of the 
XML content. By reducing the overall allocation per mes 
sage, however, embodiments herein allow for improved 
performance considerations. 
0040. For example, a common way to represent a SOAP 
Infoset as an instance or implementation of a common 
language infrastructure (CLI) object (e.g., a common lan 
guage runtime (CLR) object) would be in terms of the basic 
XML APIs (e.g., XmlFeader/XmlWriter). For instance, one 
can retrieve the value of a web service addressing “ReplyTo” 
header as follows: 

fi Option 1: 
int index = message.Headers.Findheader(ReplyTo', 

"http://schemas.xmlsoap.org/ws/2004/08/addressing?); 
XmlDictionaryReader reader = 
message.Headers.GetReaderAtheader(index): 
EndpointAddress ReplyTo = EndpointAddress. ReadFrom(reader): 

In this example, first an index to the header is found via the 
XML qualified name or QName (name, namespace). Next, 
an XmlDictionary Reader (a specialization of XmlFeader) is 
retrieved for that particular header, which is then passed into 
the EndpointAddress. ReadFrom(. . . ) method to create a 
typed representation of that header. 
0041 Embodiments herein not only support the above 
mechanism for interacting with a value within a message, 
but also provide a “Type API for an infoset that reads/writes 
values for typed properties without regard to how the 
message is encoded with XML. In other words, embodi 
ments herein provide or expose a common set of headers 
(e.g., SOAP headers) as “typed properties (e.g., CLR 
properties), which allow for getting and/or setting a value 
thereof For example, the above equivalent of retrieving the 
value of a web service addressing “ReplyTo' header can 
now be accomplished using something similar to the fol 
lowing: 

fi Option 2: 
EndpointAddress ReplyTo = message.Headers. ReplyTo: 
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0042. Note that embodiments simultaneously expose 
both the XML and Type APIs, and the two can be synced and 
used Such that they can mismatch the reading/writing of a 
message. More specifically, a value can be set using one API 
and retrieved using the other. For example, from the above, 
the ReplyTo header may be created using the XML APIs, 
and the value thereof can then be retrieved using type 
property message.Headers. Reply To, and Vice-versa. 
Accordingly, one can interact with these common headers 
within an infoset with either API, depending on their pref 
erence. Note that although the typed property is shown as a 
uniform resource identifier (URI) string, other types are also 
available to this and other embodiments described herein. 

0043. Another problem with current messaging models is 
that a complete message must be buffered before it can be 
sent across the wire. As such, messages of large size require 
large memory, which may put some size limitations on a 
SOAP message and consume large amounts of valuable 
system resources. In other words, a large message may not 
be fully represented in memory at one moment in time, 
which is to say that the size of the message is larger than the 
memory available to the service processing the message. 
This memory limitation may be due to the physical limita 
tions of an endpoint Such as the node hosting the service or 
Some configured maximum buffer size specified by the 
service or endpoint. 
0044 Accordingly, embodiments provided herein sup 
port large messages by formatting at least a portion of the 
message in the form of a transport stream. That is, embodi 
ments provide a SOAP model that can stream an object for 
a message without loading the entire message into an 
intermediate buffer. Accordingly, one embodiment Supports 
loading SOAP headers into memory, yet streaming the body. 
This would allow, for example, large attachments (e.g., a 
video file) to accompany the SOAP message in the body, 
while still Supporting random access to message headers. 
Accordingly, embodiments provide a SOAP data model that 
allows a developer to create an object and specify whether 
or not portions of the message should be buffered or 
streamed. 

0045. Note that this embodiment of SOAP message 
streaming involves the use of a transport connection (TCP 
socket, named pipe, HTTP connection) that is typically 
dedicated to stream the message. Accordingly, in order to 
make of use transport streaming, the transports utilized by a 
client and server should be configured to Support streaming. 
This may be done, e.g., via a transfer mode property of a 
channel factory and/or channel listener (e.g., TCP, named 
pipe, HTTP, or other transport channel/factory setting). Of 
course other mechanisms for setting this feature are also 
contemplated herein. For example, this feature may also be 
enabled via the transport binding elements (e.g., TcpTrans 
portBindingElement, NamedPipeTransportBindingElement, 
HttpTransportBindingElement, etc.). In addition, transport 
streaming may be enabled via the service binding or by some 
other mechanism. Accordingly, the above mechanisms used 
for enabling the embodiment of streaming a message are 
used herein for illustrative purposes and are not meant to 
limit or otherwise narrow the scope of these embodiments. 
0046. In one embodiment, a transport connection is 
closed at the conclusion of a message transmission in order 
to notify the receiver that the transmission is complete. Note 
that in Such case, streaming may be limited to use with 
certain channel types. Nevertheless, embodiments herein 
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Support multiple transports and exchange patterns. For 
example, when utilizing TCP or named pipes, request/reply 
channel, output/input channel (which can be built on top of 
request/reply channel) or full duplex channel (which uses a 
pair of output/input channels) may be supported. Further, 
when utilizing HTTP request/reply channels or request/reply 
session channels may be Supported. Of course, other trans 
ports and exchange patterns are also supported herein. Note, 
however, that when streaming is configured for a given 
contract/binding, embodiments automatically ensure that the 
proper channel type can be requested and created. 
0047. Note that there may be some limitations that devel 
opers should consider when using this above streaming 
model for SOAP messages. For example, some security, 
reliability, and/or other protocols may not be supported 
when streaming a message. For example, Some web service 
security protocols require the whole message to be buffered 
and some reliability protocols require the message be com 
pletely read before sending acknowledgements. Neverthe 
less, embodiments provide that the transport security and/or 
reliability may need to be used with streaming in order to 
overcome some of these limitations. 
0048. The following provides some pseudo-code for a 
SOAP message transport streaming API and some streaming 
examples. Note that the following are examples only and are 
not meant to limit or otherwise narrow the scope of embodi 
ments unless otherwise explicitly claimed. 
Transport Streaming API Example 
0049 

namespace System. ServiceModel 
{ 

if Existing class 
public class Message 
{ 

f/Pulls the data from the provided XmlFeader to populate the body 
static public Message CreateMessage(string action, XmlFeader 
body); 
f/Allows the developer to write directly to the body (push) 
static public Message CreateMessage(string action, IBody Writer 
writer); 
f same as above, but takes a message version 
static public Message CreateMessage(MessageVersion version, string 

action, XmlFeader body); 
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-continued 

static public Message CreateMessage(MessageVersion version, string 
action, IBodyWriter writer); 

?implemented by the developer enable the push scenario 
f/Message will call the WriteBody implementation when the Message 

is written out 
interface IBodyWriter 

void WriteBody(XmlWriter writer); 

f/Existing class 
public class TcpTransportBindingElement: TransportBindingElement 
{ 

f/Allows the developer to state if the transport supports streaming 
f/Buffered may be the default 
public TransferMode Mode { get; set; } 

f/Existing class 
public class Named PipeTransportBindingElement: 
TransportBindingElement 
{ 

f/Allows the developer to state if the transport supports streaming 
f/Buffered may be the default 
public TransferMode Mode { get; set; } 

public class HttpTransportBindingElement: TransportBindingElement 

f/Allows the developer to state if the transport supports streaming 
f/Buffered may be the default 
public TransferMode Mode { get; set; } 

} 

namespace System. ServiceModel.Channels 

f/TransferMode is typed to this enum 
public enum TransferMode 
{ 

Buffered, 
Streamed, 
Streamed Request, 
Streamed Response, 

Transport Streaming Examples 
0050 

ServiceContract 
public interface IPurchase0rderContract 

f fuse a message directly 
OperationContract(IsOneWay = true) 
void ProcessLargeOrder(Message msg); 

class Purchase0rderProxy : ClientBase< IPurchase0rderContract>, 
IPurchase0rderContract 

public Purchase0rderProxy( ) 
: base( ) 

public Purchase0rderProxy (string configurationName) 
: base(configurationName) 

public Purchase0rderProxy (Binding binding, EndpointAddress address) 
: base(binding, address) 
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-continued 

public void ProcessLargeCorder(Message message) 
{ 

base.InnerProxy. ProcessLargeOrder(message); 

class Purchase0rderService : IPurchase0rderContract 

public static void Main() 
{ 

ServiceHost service = new ServiceHost(typeof Purchase0rderService), 
“net. tcp://localhost); 

if configure the transport to use streaming 
Binding streamedBinding = new NetTcpBinding(); 
streamedBinding. TransferMode = TransferMode. Streamed: 
service. AddServiceEndpoint(typeofIPurchase0rderContract), streamedBinding, 

“/IPurchaseorderService'); 
service.Open(); 
Purchase0rderProxy server = new 

Purchase0rderProxy(streamedBinding, new 
EndpointAddress(“net. tcp://localhost/IPurchase0rderService?”)); 

i? open a stream to a large business document on disk 
using (XmlTextReader reader = new XmlTextReader(a)"d:\po.xml)) 
{ 

ffset message body 
Message msg. = 

Message.CreateMessage(http://processlargeorder, reader): 
f stream the data to the server 
server.ProcessLargeCorder(msg); 

public void ProcessLargeCorder(Message msg) 
{ 

XmlFeader reader = msg.GetBodyReader(); 
while (reader. Read()) 

Console.WriteLine(reader. Value); 

ServiceContract 
public interface IMovieContract 

OperationContract 
Message GetMovie(string movie): 

class MovieProxy : ClientBase< IMovieContract>, IMovieContract 

public MovieProxy( ) 
: base( ) 

public MovieProxy(string configurationName) 
: base(configurationName) 

public MovieProxy(Binding binding, EndpointAddress address) 
: base(binding, address) 

public Message GetMovie(string movie) 

Return base.InnerProxy. GetMovie(movie): 

class MovieService: IMovieContract 

public static void Main() 
{ 

ServiceHost service = new ServiceHost(typeof.MovieService), 
“net.pipe://localhost?”); 

Binding streamedBinding = new NetNamed PipeBinding(); 
streamedBinding. TransferMode = TransferMode. Streamed: 
service. AddServiceEndpoint(typeofIMovieContract), streamedBinding, 

“/IMovieService'); 
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service.Open(); 
MovieProxy server = 
new MovieProxy(streamedBinding, new 

EndpointAddress(“net-pipe://localhost IMovieService?”)); 
fask for the movie and get the message 
Message msg. = server. GetMovie(pulp fiction.mpeg); 
f/get a reference to the reader 
XmlDictionary Reader reader = msg.GetBody Reader(); 
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f/pulls the data from the stream and unencodes the bytes (method omitted 
- see StreamBodyWriter to send side) 

ShowMovie(reader): 

public Message GetMovie(string movie) 

i? open a stream to the movie 
File:Stream stream = File.OpenRead(movie): 
//create IBodyWriter implementation that copies from the Stream to the 

XmWriter 
f send the message 
return Message. CreateMessage(http://GetMovieResponse', new 

StreamBodyWriter(stream)); 

f/Copies the data from a stream to an XmlWriter 
public class StreamBodyWriter : IBodyWriter 

Stream stream; 
public StreamBodyWriter(Stream stream) { stream = stream; } 
public void Write(XmlWriter writer) 

int blockSize = 4096; 
int bytesRead = 0; 
byte block = new byte blockSize): 
do 

bytesRead = stream. Read(block, 0, blockSize): 
writer. WriteBase64(block, 0, bytesRead); 
while (bytesRead > 0): 

0051. In yet another embodiment, the headers of a SOAP 
or other message may be referenced using an in memory 
index. As such, memory needed for buffering a message may 
be further reduced, yet still providing for random access to 
the headers. In this embodiment, rather than using a docu 
ment object model (DOM) to store the content (e.g., 
attributes, elements, values, etc.) of each header, a set of 
references or an index of headers identifiers (e.g., name 
and/or namespace) may be stored and the contents of the 
message stored as a byte array. In other words, rather than 
taking the original buffer and transforming it into Some other 
completely separate data structure, embodiments reference 
the original buffer as an array by maintaining the header 
information in an index. For example, the Qname of the 
header and a reference for what order the header appears in 
may be used as the reference number for accessing the 
header. Accordingly, when the XML reader (or writer as the 
case may be) needs to access the header, the reference 
number can be retrieved and the contents for the header 
accessed based thereon. As can be seen, because embodi 
ments are able to randomly access and read headers on the 
fly, without building up an intermediate data structure for the 
contents of the headers, this feature provides for some 
important performance enhancements. 
0052 Still other example embodiments provide that as a 
SOAP message is processed, various states known as prop 
erties can be attached to the message for internal and 

external purposes. In other words, embodiments provide for 
a properties object that represents a set of processing-level 
annotations to a message. These properties (representing the 
processing State of the headers or other portions of a 
message) can then be used by other component or modules 
for further processing purposes. For example, such things as 
whether a message is secure, the message identifier, or other 
information may be attached as a property to the message. 
Typically, these properties can then be removed (or Sus 
tained if desired) prior to transporting the SOAP message on 
the wire. Accordingly, these properties provide for process 
ing efficiencies, yet also allow for applying these efficiencies 
in a confidential and secure manner. 

0053 For example, as a message makes it way through 
the Channel infrastructure, it passes through a number of 
logically separate processing entities. For instance, a mes 
sage that is part of a messaging stream may potentially pass 
through a message formatter 120, 145, a transport-level 
channel, any channel extensions that are installed, a reliable 
messaging channel, any channel extensions that are installed 
there, the streaming channel, a dispatcher 140, etc. Embodi 
ments herein allow a piece of code that processes a message 
to annotate it with the results of that processing. Accord 
ingly, message properties can appear as an annotation to the 
message and are typically stored as a set of name->object 
mappings in a properties object on message. 
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0054 As noted above, properties typically represent the 
processing state of headers of a message; however, they can 
also represent processing state of other portions of a mes 
sage. For example, the properties may relate to the body or 
relate to environmental information about how a message 
was received off the wire (e.g., local IP address, TCP vs. 
UDP, HTTP headers, etc. In addition, note that a message 
property may be marked to indicate that either it should or 
should not persist in the message upon serialization. This 
may be done either by the user or automatically by the 
system. Note that a default may also be set, such that a 
property or state information that is not specifically marked 
is removed or lost upon or before serialization. This may be 
an appropriate decision if the message property contains 
sensitive key information, for instance. 
0.055 Also note that one distinction between headers and 
properties (other than the one that headers are remain upon 
serialization) is that headers are typically version specific, 
where properties are version neutral. For example, by 
inspecting an addressing header directly, it may preclude 
talking to endpoints of a specific web service addressing 
version. Properties, on the other hand, are not version 
dependent, thus minimizing code needed to understand 
different versions or formats. 
0056. The following gives an example of a class used to 
set and/or get message properties in accordance with 
example embodiments. As with other pseudo-code provided 
herein, the following is one of many example design patterns 
to make setting/getting properties; however, Such implemen 
tation is not meant to limit the scope of the property 
embodiment described herein. 

class FooProperty 

public static string PropertyName get { return “Foo'; 
public static FooProperty Get(Message message) 

return (FooProperty) 
message. Properties. PropertyName: 

public static void Set(Message message, FooProperty property) 

return message. Properties PropertyName = property; 

0057. In another example embodiment, a message con 
tract programming model is provided, which is a mechanism 
for service developers to control the processing, layout, and 
creation of messages (e.g., SOAP) without losing the ben 
efits of a strongly-typed data contract model. Such program 
ming model is based on attributes (e.g., CLR attributes), 
which can be used to define the action or operations, 
headers, and body part components of a message. These 
attributes may be used on a type annotated with message 
contract or on a service operation to control the manner in 
which the message (e.g., SOAP) is constructed from a 
service process, process parameters, and/or return values. 
The use of the message contract in conjunction with a 
message formatter 120, 145 as defined herein provides for 
many advantageous features and embodiments. 
0058 For example, the message contract may be used to 
generate a general message object. For instance, as show in 
FIG. 2A, a message contract 205 defined by a contract 
attribute provides a class with various elements 210, 225 
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(e.g., types or structs with fields, properties, and/or events). 
A developer is allowed to decorate such elements with a 
header attribute 215 or body attribute 220. Message format 
ter 230 can then parse the message contract 205 to generate 
a general message object 240. More specifically, message 
formatter 230 serializes (or deserializes as the case may be) 
the envelope of the general message object 240 with headers 
and body element types (e.g., fields, properties, events, etc.) 
as defined by the contract attributes. 
0059 For instance, a developer may define a contract 205 
for a general class of person, which includes elements of first 
name, last name, age, etc. By attaching the header attribute 
to these elements and processing the message contract 205 
using message formatter 230, a message object of a person 
can be created or serialized that includes header tags with 
element fields and properties for each of a first name, last 
name, age, etc. 
0060. It should be noted that although embodiments 
herein discuss separate modules for message layout and wire 
transformation (i.e., formatters 120, 145 and message 
encoder factories 125, 135), these and other modules may be 
combined into a single component, and thus interchange 
able. Nevertheless, the term “formatter will typically be 
used to describe the layout of a message or message object 
(i.e., the serialization/deserialization of how the message 
looks), whereas the “encoding of a message will typically 
describe how the message looks on the wire or communi 
cation channel. Encoding is also used herein to refer to 
transforming messages to various types, e.g., SOAP. SMTP. 
MSMQ, etc. 
0061. In another embodiment, the message contract 205 
may be used in conjunction with message values to create an 
instance output message. In other words, by providing 
values to the mappings of the attributes for the message 
contract 205, an instance of the message object 240 can be 
created. For example, as shown in FIG. 2B, message values 
245 and message contract 205 may be received as inputs to 
message formatter 230. Type message converter or message 
formatter 230 can then populate a message object (e.g., 
message object 240) with the values provide to create an 
instance output message 250. 
0062 For example, using again the above person infoset 
class with elements of first name, last name, and age, 
message values 245 may define one set of these elements as 
Jim, Jones, and 25, respectively. As such, by decorating the 
message contract 205 with the appropriate header attributes 
215 for the corresponding elements, and providing the 
formatter with a message 245 that defines the values for 
these elements, an output message 250 can be automatically 
generated as XML (or type properties as noted above) 
headers similar to the following: 

<envelopes 
<headers> 

<first name>Jim</first name> 
<last name>Jones</last name> 
<age-25</age-> 

</headers> 
<body>...</body> 

</envelopes 

Such message may then be used by an endpoint (e.g., service 
operation 260) for desired processing purposes. 
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0063) Note that although the above/subsequent format 
ting examples where/are described generally in terms of 
serialization (i.e., creation of a message), embodiments used 
herein also apply to deseralization, just in reverse ordering 
of processing. For example, in the above creation of the 
output message 250, the output message 250 in conjunction 
with the message contract 205 may be used to extract 
message values 245. Of course as one would recognize, and 
as described in greater detail below, other uses of the 
message formatter 230 and the object models used herein 
may also be applied to a deserialization process. Accord 
ingly, any specific reference to the type of formatting 
(serialization/deserialization) is used herein for illustrative 
purposes only and is not meant to limit the claims herein. 
0064. Note that the message contract programming 
model described herein also allows a developer to control 
the manner in which an operation’s parameters (service 
inputs) and return values (service output) are serialized/ 
deserialized to/from headers and body parts of a message. 
Accordingly, similar to above, a data contract parameter(s) 
or return value(s) may be annotated with a header or body 
attribute for specifying or controlling various aspects of the 
message. In one embodiment, parameters and return values 
without message contract 205 attributes 215, 220 are subject 
to a default serialization/deserialization rule(s)—e.g., 
wrapped and placed as a list within the body (e.g., child of 
a SOAP body); however, other defaults (e.g., placing them 
in a special header) are also contemplated herein. 
0065. In another embodiment, message contract 205 may 
be used to automatically create a network protocol descrip 
tion language (NPDL) document for a service 155 (e.g., 
WSDL document, XSD (XML Schema Definition), or other 
contracts). A client 105 can use such document to determine 
how to appropriately format a message for requesting 110 
offered service operations 260. Accordingly, the message 
contract 205 provides a single attribute for both the serial 
ization/deserialization and also for describing the NPDL 
contract 275. Further, the message contract 205 may include 
additional metadata that can also be used to generate the 
appropriate NPDL contract 275 operations/messages/mes 
sage parts, which can then be retrieved from contract store 
280 and used by client 270 for communicating with service 
operation 260. 
0066. The following describes in greater detail the gen 
eral formatting (e.g., creation and use of message contract) 
embodiments described above. Note that although reference 
to a specific implementation (e.g., naming convention) may 
be used, such use is meant for illustrative purposes only. 
0067. As previously mentioned, a message contract 205 

is an abstract contract describing the message format or 
layout (e.g., SOAP message headers and body parts). One or 
more of the following conditions may be needed for a type 
(e.g., CLR type) to implement a message contract: (1) the 
type should be annotated with the message contract 
attribute; (2) fields and/or properties to be included in the 
message contract should have either message header or 
message body attributes; (3) Zero or more fields/properties 
can have message body attribute; (4) Zero or more fields/ 
properties can have message body attribute; (5) one or more 
fields or properties can be of type list type for an XML 
element and have a message headers attribute; and in 
addition, such fields and/or properties should be typed to one 
of the primitive types Supported by a data contract or a type 
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that implements the data contract. The following gives some 
examples of Some of the above conditions. 
0068 AS previously mentioned, defining a message con 
tract 205 is a matter of decorating a class (e.g., with message 
contract attribute and decorating one or more of the class’s 
elements (e.g., fields or properties) with message body 
and/or header attributes. For example the following defines 
a generalized message contract 205: 

MessageContract(ActionUri="http://createpersonrequest) 
Name="CreatePersonRequest) 
public sealed class CreatePerson Request { 

MessageBody (NamespaceUri = “http://namespace', 
Name = “MyData, Position = 2) 

public string OptionalData; 
MessageBody (NamespaceUri = “http://namespace', 
Name = “TheList) 

public List<int> Ids; 

that when formatted and populated with values can map to 
the following SOAP message: 

<Soap:Envelope 
Xmlins:soap="http:/ischemas.xmlsoap.org.soap envelope? 
Xmlins:wsa=http:/ischemas.xmlsoap.org/ws 2004/03/addressing> 

<soap:Headers 
<!-- ... other headers omitted for brevity --> 
<wsa:Action>http://createperson request</wSa:Action> 

</soap:Headers 
<soap:Body Xmlins:X="http://namespace.> 

<x:TheList 
<x:Items5&fx:Items 
<x:Item-10</x:Items 

<ix:TheList 
<X:MyData>some data here</x:MyDatas 

</soap:Body> 
</soap:Envelopes 

0069. In order to use a message contract type in an 
operation or process, the operation should have at least one 
(and possibly only one) parameter. Further, both the return 
type and the parameter type, if present, should be message 
contract types. For example, Suppose that BankingTransac 
tion and BankingTransactionResponse are both types that 
have message contracts. Then, the following operations are 
typically considered valid: 

OperationContract 
BankingTransactionResponse Process(BankingTransaction bt); 
OperationContract 
void Store(BankingTransaction bt); 
OperationContract 
BankingTransactionResponse GetResponse(); 

0070. Note that another embodiment also provides that if 
a type has both a message contract and a data contract, then 
the message contract is considered when the type is used in 
an operation. Note, however, that the opposite result may 
also apply, i.e., the data contract may be considered when the 
type is used in the operation. 
0071. As previously mentioned, embodiments define a 
message contract 205 for a type (i.e. define the mapping 
between the type and a message (e.g., SOAP) envelope), by 
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allowing a developer to apply the message contract attribute 
to the type. Further, embodiments allow a developer to apply 
the message header attribute to those members or elements 
of the type for which message (e.g., SOAP) headers are 
desired, and also allow a developer to apply the message 
body attribute to those members or elements that are targeted 
for parts of the message body. For example, consider the 
following type that has been made into a message contract 
205: 

MessageContract 
public class BankingTransaction 

MessageHeader public Operation operation; 
MessageBody private Account Source Account; 
MessageBody private Account targetAccount; 
MessageBody public int amount; 

0072. When using this class or type as an operation 
parameter, a SOAP envelope can be generated with an extra 
header called “operation”, “process', or the like, which will 
typically include the contents of the “operation field. On the 
other hand, a message or SOAP body should include the 
contents of the “source Account', “targetAccount', and 
'amount” fields. For example, the above message contract 
may result in the following XML message: 

<headers 
<operation>Some action</operation> 

</headers 
<body> 

<source Accounts some data</source Accounts 
<targetAccounts some data</targetAccounts 
<amounts some data.<famounts 

0073. Notice that the default name for entries in this 
example is the name of the member or element to which the 
message header or body attribute is applied. As will be 
described in greater detail below, however, other embodi 
ments allow for the name to be specified using a naming 
property on a portion of the message class. Also note that the 
message header and body attributes can be applied to all 
fields, properties, and events, regardless of whether they are 
public, private, protected or internal. 
0074. Other embodiments provide that the order of the 
header or body elements may have a default setting, e.g., 
alphabetical, but may be controlled by an order property on 
message header or body attribute. For instance, in the 
example above, “amount” would come first since it is first 
alphabetically. To have the body order “source Account', 
then “targetAccount’, and then 'amount’, the message 
contract may be change to something similar to the follow 
1ng: 

MessageContract 
public class BankingTransaction 
{ 

MessageHeader public Operation operation; 
MessageBody(Order=1) public Account source Account; 
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-continued 

MessageBody (Order=2) public Account targetAccount; 
MessageBody (Order=3) public int amount; 

Note, however, that there are other mechanisms and syntac 
tics for ordering or otherwise positioning how elements will 
map to the message. Accordingly, the above is used for 
illustrative purposes only and is not meant to limit or 
otherwise narrow the scope of this embodiment. 
0075 Other embodiments also allow for the message 
header and body attributes to apply to arrays of repeating 
elements in message contracts. For example, one way to use 
a message header and/or body attribute is to annotate it 
directly on the array. In Such case, the entire array can be 
serialized as one element (i.e. one header or one body part) 
with multiple child elements. For example, consider the 
following class: 

MessageContract 
public class BankingDeopsitLog 

MessageHeader public int numRecords 
MessageHeader public DepositRecord records: 
Messageheader public int branchID; 

This class when given specific values can result in an XML 
message body similar to the following: 

<numRecords-3&fnumRecords 
<records 

<DepositRecords Record 1</DepositRecords 
<DepositRecords Record2</DepositRecords 
<DepositRecords Record3</DepositRecords 

</records 
<branchID 20643</branchIDs 

0076. As an alternative to the above, other embodiments 
provide for a message header or body array attribute. In this 
case, each array element can be serialized independently, 
and thus there will be one header or one body part per array 
element. For example, consider the following class: 

MessageContract 
public class BankingDeopsitLog 

MessageHeader public int numRecords 
MessageHeaderArray public DepositRecord records: 
MessageHeader public int branchID; 

This may result in a SOAP or body similar to the following: 

<numRecords-3</numRecords 
<records-Record 1</records 
<records-Record2</records 
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<records. Record3</records 
<branchID 20643</branchIDs 

Notice that the default name for array entries is the name of 
the member to which the message header and/or body array 
attribute is applied. Similar to above, however, such default 
may be overridden by applying a naming property on a 
portion of the message contract, e.g., message header and/or 
body array attribute. 
0077 Embodiments also provide that the message header 
and/or body array attributes inherit from the message header 
and/or body attributes, respectively. Thus, they have a 
similar set of features as the non-array attributes. For 
example, it is possible to set the order, name, and/or 
namespace for an array of headers/body parts in similar 
manner as noted above for a single header/body part. Note, 
however, that when the order property is used on an array, 
it typically applies to the entire array as a whole—although 
other embodiments also allow for a mechanism for ordering 
each element within the array. 
0078. Other embodiments provide that byte arrays, when 
used with the non-array attributes (message header and/or 
body attributes), may not be treated as arrays but as a special 
primitive type represented as base64-encoded data in the 
resulting XML. On the other hand, when byte arrays are 
used with the array attributes (message header and/or body 
array attributes), the results may vary. For example, one 
embodiment allows for the array to be represented as an 
individual entry for each byte. Another embodiment, how 
ever, provides that byte arrays can be treated as base64 data 
regardless of whether the array or non-array attributes are 
used. For example, consider the following class: 

MessageContract 
public class ProductData 
{ 

MessageBody byte Image: 
MessageBody Array byte productCode: 

Assuming that the array is to be represented as an individual 
entry for each byte, the message body may look similar to 
the following: 

<Image-p4m2rrULt3f==</Images 
<productCode>32</productCode> 
<productCode>255</productCode> 
<productCode>17</productCode> 

0079 Still other embodiments allow a message contract 
to indicate whether the headers and/or the body of the 
message should be digitally signed and encrypted. For 
example, provided herein is a setting of a protection level 
property on the message header and/or body attributes. Note 
that one embodiment provides that the property can be set to 
none (no encryption or signature), sign (digital signature 
only), or encrypt and sign (both encryption and a digital 
signature). The default may be none. For these security 
features to work, the binding and behaviors may have to be 
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properly configured. Embodiments provide that an excep 
tion may be thrown if use fo these security features is 
attempted without a proper configuration (for example, 
attempting to sign a message without Supplying your cre 
dentials). 
0080. The protection level may be determined for each 
header individually. The body, however, typically has one 
protection level regardless of the number of body parts— 
although embodiments consider setting different levels for 
different body parts. Further, one embodiment provides that 
the protection level of the body can be determined by the 
highest protection level property setting of all the body parts. 
For example, consider the following class: 

MessageContract 
public class PatientRecord 

MessageHeader(Protection Level=None) public int recordID; 
MessageHeader(Protection Level=Sign) public string 

patientName: 
MessageHeader(Protection Level=EncryptAndSign) public string 

SSN: 
MessageBody (Protection Level=None) public string comments; 
MessageBody (ProtectionLevel=Sign) public string diagnosis; 
MessageBody (Protection Level=EncryptAndSign) public string 

medicalHistory; 

In this example, the recordID header will not be protected, 
patientName will be signed, and SSN will be encrypted and 
signed. There is at least one body part, medicalHistory, with 
encrypt and sign, and thus the above embodiment provides 
that entire message body should be encrypted and signed, 
even though the comments and diagnosis body parts specify 
lower protection levels. As noted above, however, embodi 
ments do allow for the individual portions of the body to be 
secured by the various protection levels. 
I0081. As previously noted in the message (e.g., SOAP) 
representation of a message contract, each header and body 
part maps to an XML element which typically has a qualified 
name (e.g., Qname including name and a namespace). One 
embodiment provides that by default, the namespace can be 
the same as the namespace of the service contract that the 
message is participating in, and the name can be determined 
by the member or element name to which the message 
header and/or body attributes are applied. Of course, other 
embodiments allow the defaults to be changed by manipu 
lating name and/or namespace properties of the either the 
message header/body attributes or the message contract 
element attribute, which is the parent class of the message 
header/body attributes. For example, consider the following 
class: 

MessageContract 
public class BankingTransaction 
{ 

MessageHeader public Operation operation; 
MessageHeader(Namespace=http:/ischemas.contOSobank.com 

auditing 2005) public bool ISAudited; 
MessageBody public Account source Account; 
MessageBody public Account targetAccount; 
MessageBody (Name='transactionAmount”) public int amount; 
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In this example, the Is Audited header will be in the 
namespace specified in the code, and the body part repre 
senting the “amount’ member will be represented by an 
XML element with the name “transactionAmount'. 

0082. Note that SOAP and related web services standards 
define a property called “action” that can be present for 
every SOAP message sent. Accordingly, embodiments 
herein provide that the value of this property is controllable. 
For example, the action property may either be controlled 
through an operation contract attribute, or by setting the 
action property on the message contract attribute that is 
applied to the message contract type used in the operation. 
If both are set, the embodiments provide that a default one 
may be used, for example, the message contract attribute 
action setting can be used. 
I0083. The SOAP standard defines the following attributes 
that may exist on a header: Actor/Role (Actor in SOAP 1.1, 
Role in SOAP 1.2); MustUnderstand; and Relay. The Actor 
or Role attribute specifies the URI of the node for which a 
given header is intended. The MustUnderstand attribute 
specifies whether or not the node processing the header must 
understand it. The Relay attribute specifies whether the 
header is to be relayed to downstream nodes. 
0084 Embodiments herein provide for not performing 
processing on one or more of these attributes on incoming 
messages. One exception, however, may be the MustUnder 
stand attribute as specified below in the section that dis 
cusses message contract versioning. Nevertheless, embodi 
ments allow a developer to read and write these attributes as 
they wish, as described below. 
0085. One embodiment states that when sending a mes 
sage, these attributes should not be emitted by default. Other 
embodiments, however, provide mechanisms to change this. 
For example, one embodiment allows for statically setting 
the attributes to any desired values by changing the Actor, 
MustUnderstand, and/or Relay properties on the message 
header attribute. For example: 

MessageContract 
public class BankingTransaction 
{ 

MessageHeader(Actor=http:/auditingservice.contOSobank.com, 
MustUnderstand=true) public bool ISAudited; 

MessageHeader public Operation operation; 
MessageBody public Account source Account; 
MessageBody public Account targetAccount; 
MessageBody public int amount; 

I0086. Another embodiment allows for controlling these 
attributes dynamically, e.g., through code. This may be 
achieved by wrapping the desired header type in the generic 
message header type (not to be confused with the non 
generic version) and using the type together with the mes 
sage header attribute. Then, properties on the message 
header can be used to set the SOAP attributes. For example: 

MessageContract 
public class BankingTransaction 
{ 

MessageHeader public MessageHeader.<bools ISAudited; 
MessageHeader public Operation operation; 
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MessageBody public Account source Account; 
MessageBody public Account targetAccount; 
MessageBody public int amount; 

. ... application code: 
BankingTransaction bt = new BankingTransaction(); 
bt.ISAudited = new MessageHeader.<bools(); 
bt.ISAudited.Content = false: ; Set ISAudited header value to “false 
bt.ISAudited.Actor=http://auditingservice.contOSobank.com: 
bt.ISAudited.MustUnderstand=true: 

If both the dynamic and the static control mechanisms are 
used, embodiments allow for a default setting (e.g., static 
settings are used as a default), which can be overridden 
using the opposite (e.g., dynamic) mechanism. For example: 

MessageHeader(MustUnderstand=true) public MessageHeader.<Person> 
documentApprover; 
. ... later on in the code: 
BankingTransaction bt = new BankingTransaction(); 
bt.document Approver= new MessageHeader.<Person>(); 
bt.document Approver.MustUnderstand-false; override the static default 
of true 

I0087. Other embodiments also allow for creating 
repeated headers with dynamic attribute control, for 
example: 

MessageHeaderArray public MessageHeader.<Person> 
documentApprovers; 

I0088 Occasionally, message contracts may need to 
change. For example, a future version of an application may 
add an extra header to a message. Then, when sending from 
the new version to the old, an extra header will have to be 
dealt with, and going in the other direction there will be a 
missing header. Embodiments provide for a set of rules for 
versioning headers as follows. The serialization/deserializa 
tion or message formatter 230 may not cause an error for 
missing headers, but rather the corresponding members may 
be simply left at their default values. Further, embodiments 
may ignore extra headers that are not expected. As men 
tioned above, the one exception to this rule may be if the 
extra header has a MustUnderstand attribute set to true in the 
incoming SOAP message. In this case, an exception may be 
thrown since a header that must be understood cannot be 
processed. 
0089. As described below, other embodiments allow for 
the modification the message contract through various con 
figuration mechanisms. More specifically, well known 
mechanisms such as configuration files may be available to 
allow administrators and other users to modify the message 
contract as needed (for example, to accommodate more or 
less headers described above). In other words, the above 
embodiments may be programmatically implemented, but 
also supported herein are configuration settings that allow 
these features to be implemented and modified at deploy 
ment time. Such embodiments, therefore, allow for the 
decoupling of the developed code from the environment that 
the code is executed in. 
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0090. Other embodiments allow a message contract type 
to inherit from another type, provided the base type also has 
a message contract. When creating or consuming a message 
using a message contract type that inherits from other 
message contract types, the following rules may apply. First, 
message headers in the inheritance hierarchy can be col 
lected together to form the full set of headers for the 
message. Also, message body parts in the inheritance hier 
archy can be collected together to form the full message 
body. The body parts are ordered according to the usual 
ordering rules (by Order and then alphabetical), with no 
regards to their place in the inheritance hierarchy. Next, if a 
base class and a derived class define a header or a body part 
with the same name, the member or element from the 
base-most class will be used to store the value of that header 
or body part. 
0091 For example, consider the following classes: 

MessageContract 
public class PersonRecord 

MessageHeader(Name='ID) public int personID; 
MessageBody public string patientName: 

MessageContract 
public class PatientRecord : PersonRecord 

MessageHeader(Name='ID) public int patientID; 
MessageBody public string diagnosis; 

The PatientRecord class describes a message with one 
header called “ID. The header corresponds to the personID 
and not the patientID member, since the base-most member 
is chosen. Thus, the patientID field is useless in this case. 
The body of the message should contain the “diagnosis” 
element followed by the “patientName' element, since that 
is the alphabetical order. 
0092. As previously mentioned, the message contract and 
metadata associated therewith can be used to create a NPDL 
contract, e.g., a WSDL document, XSD document, etc. 
When generating a WSDL contract from a service that uses 
message contracts, note that not all message contract fea 
tures may be reflected in the resulting WSDL. Accordingly, 
the following are some points to keep in mind. First, WSDL 
cannot express the notion of an array of headers. When 
creating messages with an array of headers using the Mes 
sageHeaderArray Attribute, the resulting WSDL will prob 
ably only reflect one header instead of the array. Next, some 
protection level information may not be reflected in the 
resulting WSDL document. In addition, the message type 
generated in the WSDL may have the same name as the class 
name of the message contract type. Something else to 
consider is when using the same message contract in mul 
tiple operations, multiple message types will be generated in 
the WSDL document. The names may be made unique by 
adding the numbers “2”, “3, and so on for subsequent uses. 
When importing back the WSDL, multiple message contract 
types can be created, almost identical except for their names. 
0093. Note that each message header and message body 
part is serialized independently of the others. Therefore, the 
same namespaces may be re-declared for each header and 
body part. To improve performance, especially in terms of 
the size of the message on the wire, embodiments provide 
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for consolidating multiple headers and body parts into a 
single header or body part. For example, instead of this: 

MessageContract 
public class BankingTransaction 

MessageHeader public Operation operation; 
MessageBody public Account Source Account; 
MessageBody public Account targetAccount; 
MessageBody public int amount; 

Embodiments can modify the class to this: 

MessageContract 
public class BankingTransaction 

MessageHeader public Operation operation; 
MessageBody public OperationDetails details; 

DataContract 
public class OperationDetails 

DataMember public Account source Account; 
DataMember public Account targetAccount; 
DataMember public int amount; 

0094. Another embodiment as described herein allows a 
user to vary the encoding of a message object rather than 
being bound to a specific one, e.g., the text encoding for 
SOAP messaging. As shown in FIG. 1, a message encoding 
factory 125, 135 is provided that is responsible for mapping 
a message object (e.g., SOAP Infoset) into raw octets 
suitable for wire 130 transmission. By encapsulating the 
notion of a message encoder 125, 135 abstractly, embodi 
ments allow users to vary the encoding of an infoset without 
varying the programming model (or any other aspect of the 
system that uses message). In other words, embodiments 
herein separate the transport (e.g., TCP, HTTP, etc.) from the 
encoding, which allows users to use any number of encoding 
mechanisms. 
0.095 For example, a user may wish to use a text-based 
encoding for interoperability purposes or a binary-based 
encoding for performance or other reasons. Alternatively, a 
user may want to use a MTOM (Message Transmission 
Optimization Mechanism) encoding mechanism, which is a 
combination of XML text and binary, or the user may want 
to use their own proprietary encoding. Accordingly, embodi 
ments Support any number of encoding mechanisms and 
allow the extensibility thereof. 
0096. In addition, embodiments also contemplate setting 
a particular encoding as a default setting when one is not 
specified by the user. Note that the default may be based on 
the particular transport used. For example, when using 
HTTP transport XML text-encoding may be set as the 
default; however, when using TCP, the default may be 
binary-based encoding. In still another embodiment, the 
transport may be automatically chosen based on a priority 
level of the transport relative to the encoding selected. For 
example, if binary-based encoding is selected, TCP or 
named pipes transports might have a higher preference 
ranking. If these are not available, however, other transports 
that are lower ranked may be used. 
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0097. The following provides some pseudo-code, tables, 
and examples for various encoding embodiments as 
described herein. As with other embodiments, the examples 
are used for illustrative purposes only and are not meant to 
limit or otherwise narrow embodiments herein unless explic 
itly claimed. 
0098. If a text/XML message encoder is desired for 
transferring a message (e.g., a service contract) across the 
wire 130, then no action may be necessary if either HTTP or 
UDP are used, since these are the default transports for such 
encoding. If on the other hand TCP, named pipes, or some 
other proprietary transport is used, then the message should 
expose the encoding by include a text message encoding 
attribute (note that other mechanisms for setting the type of 
encoding are also contemplated herein). The following table 
illustrates example priorities that may be set for transports of 
text/XML-based encoding (note again that these example 
priorities are for illustrative purposes only). 

Transport Priority 

HTTP 
UDP 
TCP 
Named Pipes 
Custom Transport 

0099. If a binary-based encoder is desired for transferring 
a message (e.g., a service contract) across the wire 130, then 
no action may be necessary if either TCP or named pipes are 
used. If on the other hand HTTP or some other proprietary 
transport is used, then the message should expose the 
encoding by include a binary-based encoding attribute. Note 
that UDP (or some other transport as the case may be) may 
not be a Supported transport for this type of encoding. 
Nevertheless, as the industry evolves and changes occur 
(e.g., binary is supported in UDP), embodiments herein 
allow for the modification to update such priority basis. The 
following table illustrates example priorities that may be set 
for transports of binary-based encoding (note again that 
these example priorities and unsupported transports are for 
illustrative purposes only). 

Transport Priority 

TCP 1 
Named Pipes 1 
HTTP 3 
UDP Not Supported 
Custom Transport 2 

0100 Note that although not specifically called out, other 
transports may be prioritized for other encoding types (e.g., 
MTOM). Further note that the prioritizations may be modi 
fied by a user based on their own personal preferences. 
Accordingly, the above tables that show examples of pri 
oritized transports based on the type of encoding are used 
herein for illustrative purposes and are not meant to limit or 
otherwise narrow such embodiments. 

0101 Message encoder is a base class for implementa 
tions that may support a MIME content type and message 
version, and serialize? deserialize messages according to that 
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content type. Note that the pseudo-code for the general 
message encoder API below uses properties listed in the 
following table: 

Property Description Type 

CharSet Character Set supported String 
(or “” if not applicable). 
Example: utf3 

ContentType Full MIME Content String 
Type supported. Example: 
application soap-Xml; 
charset=utf3' 

MediaType Media Type supported. Example: String 
application soap-xml 

MessageVersion Message Version Supported MessageVersion 
(1.1 or 1.2). 

0102 The following shows various example message 
encoder API and bindings in accordance with example 
embodiments. Note that, as with other pseudo-code 
described herein, any specific use of a particular naming or 
attribute of an element is for illustrative purposes only and 
that other similar programs may be developed for imple 
menting embodiments described herein. Accordingly, the 
following example pseudo-code should not be construed to 
in any way limit embodiments claimed herein. 
(0103 First Example Message Encoder APIError! Not a 
valid filename. 

0104 Second Example Message Encoder API 

using System; 
using System.IO; 
using System.Net. Mime; 
using System.Runtime.Serialization; 
using System. ServiceModel.Diagnostics; 
public abstract class MessageEncoder 
{ 

public abstract string ContentType { get; } 
public abstract string MediaType get; } 
public abstract MessageVersion MessageVersion get; } 
public abstract Message ReadMessage(Stream stream, int 

maxSizeOfHeaders); 
public abstract Message ReadMessage(ArraySegment<bytes buffer, 

BufferManager bufferManager); 
public override string ToString() 

public abstract void WriteMessage(Message message, Stream 
stream): 
public Array Segment<bytes WriteMessage(Message message, int 

maxMessageSize, BufferManager bufferManager) 

public abstract ArraySegment<bytes WriteMessage(Message 
message, int maxMessageSize, 

BufferManager bufferManager, int messageOffset); 
public virtual bool IsContentTypesupported(string contentType) 

hrow new NotimplementedException(); 

hrow new NotimplementedException(); 

hrow new NotimplementedException(); 
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0105 Example Message Encoding Binding Element 

namespace System. ServiceModel.Channels 
{ 

using System.Collections.Generic; 
using System. ServiceModel. Description; 
using System.Runtime.Serialization; 
using System. ServiceModel; 
using System. ServiceModel.Diagnostics; 
using System.Xml; 
public abstract class MessageEncodingBindingElement: 
BindingElement 
{ 

protected MessageEncodingBindingElement() 
{ 

protected 
MessageEncodingBindingElement(MessageEncodingBindingElement 
elementToBeCloned) 

: base(elementToBeCloned) 

public abstract Addressing Version AddressingVersion get; set; } 
public abstract MessageEncoderFactory 

CreateMessageEncoderFactory(); 
internal protected virtual void OnimportPolicy(XmlElement assertion, 

MessageVersion messageVersion, MetadataImporter importer, 
PolicyConversionContext context) { } 

0106 Example Message Encoder Factory 

namespace System. ServiceModel.Channels 

using System; 

Quota 

MaxWritePoolSize 

MaxReadPoolSize 

MaxXmlFeader Allocation The maximum amount of int 
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-continued 

public abstract class MessageEncoderFactory 

protected MessageEncoderFactory( ) 

public abstract MessageEncoder Encoder 

get; 

public abstract MessageVersion MessageVersion 

public virtual MessageEncoder CreateSessionEncoder() 

return Encoder; 

0107 From the above APIs, the MessageEncodingBind 
ingElement class may be implemented by each binding 
element class that represents a requirement to use a particu 
lar MessageEncoder in the runtime stack. Further, the inter 
face may be used to serve as a factory of MessageEncoders. 
Moreover, note that the properties on MessageEncoding 
BindingElement may correspond directly to the properties 
on MessageEncoder. 
0.108 Text message encoder may be used to support a 
message (e.g., SOAP) over Text XML. This may includes 
Support for various versions of the message, e.g., SOAP 1.1 
(text/xml) as well as SOAP 1.2 (application/soap+xml). The 
following table provides some quota considerations give for 
the text message API to follow. As with other specific 
implementations, these are for illustrative purposes only. 

Description Type Valid values Default 

How many int 
MessageWriters to pool 
(each for Streamed, 
Buffered) 
How many int 
MessageReaders to pool 
(each for Streamed, 
Buffered) 

(1, MaxValue) 16 

(1, MaxValue) 64 

(1, MaxValue) 16384 
memory to allocate in our 
XML Readers 

0109 Example Text Message Encoding Binding Element 

namespace System. ServiceModel.Channels 

using System.Collections.Generic; 
using System. ServiceModel. Description; 
using System.Text: 
using System.Runtime. Serialization; 
using System. ServiceModel.Channels; 
using System. ServiceModel; 
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using System.Xml; 
public Sealed class TextMessageEncodingBindingElement: 

MessageEncodingBindingElement, IWsdlExportExtension, 
IPolicyExportExtension 

public TextMessageEncodingBindingElement() 
: this(MessageVersion. Default, TextEncoderDefaults. Encoding) 

{ 

public TextMessageEncodingBindingElement(MessageVersion 
messageVersion, Encoding writeEncoding) 

TextMessageEncodingBindingElement(TextMessageEncodingBindingElement 
elementToBeCloned) 

: base(elementToBeCloned) 
{ 

public override AddressingVersion Addressing Version 

get 

Set 

public int MaxReadPoolSize 

get 

Set 

public int MaxWritePoolSize 

get 

Set 

{ 
throw new NotImplementedException(); 

public XmlDictionary ReaderQuotas ReaderQuotas 

get 
{ 

throw new NotImplementedException(); 

public MessageVersion MessageVersion 

get 

throw new NotImplementedException(); 

Set 

throw new NotImplementedException(); 

public Encoding WriteEncoding 

get 

throw new NotImplementedException(); 

hrow new NotimplementedException(); 

hrow new NotimplementedException(); 

throw new NotImplementedException(); 

throw new NotImplementedException(); 

throw new NotImplementedException(); 

throw new NotImplementedException(); 

throw new NotImplementedException(); 
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-continued 

Set 

throw new NotImplementedException(); 

public override IChannellFactory.<TChannels 
ChannellFactory.<TChannels (BindingContext context) 

public override IChannelListeneraTChannels 
ChannelListeneraTChannels (BindingContext context) 

Buil 

hrow new NotimplementedException(); 

Buil 

hrow new NotimplementedException(); 

ic override bool CanBuil 

hrow new NotimplementedException(); 

ic override BindingElement Clone() 

hrow new NotimplementedException(); 

ic override MessageEnco 

hrow new No ementedException(); 

public override T Property<T>(BindingContext context) 

hrow new No ementedException(); 

public void ExportPolicy (MetadataExporter exporter, 
PolicyConversionContext context) 

internal protected override void OnimportPolicy(XmlElement assertion, 
MessageVersion messageVersion, MetadataImporter importer, 
PolicyConversionContext context) 

throw new No 

hrow new NotimplementedException(); 

ImplementedException(); 
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erFactory CreateMessageEncoderFactory( ) 
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ChannelListeneraTChannels (BindingContextcontext) 

0110. Note that similar to the general message encoder 
API, the TextMessageEncodingBiningElement class repre 
sents an implementation of MessageEncodingBindingEle 
ment that represents a requirement to use a TextMessageEn 
coder in the runtime stack. Accordingly, the class may serve 
as a factory of TextMessageEncoder instances. Further, the 
properties on TextMessageEncodingBiningElement may 
correspond directly to the properties on TextMessageEn 
coder. 

0111. The following binary message encoder may be used 
to support messages (e.g., SOAP) over binary XML. Note 
that this embodiment may not support certain message 
formats (e.g., SOAP version 1.1) and/or properties (e.g., 
charset) as those in the text-based encoder. Further, the 
content type is typically application/soap--msbin1. The fol 
lowing table provides some quota considerations give for the 
text message API to follow. As with other specific imple 
mentations, these are for illustrative purposes only. 

Quota Description Type Valid values Default 

MaxWritePoolSize How many int (1, MaxValue) 16 
MessageWriters to pool 
(each for Streamed, 
Buffered) 

MaxReadPoolSize How many int (1, MaxValue) 64 
MessageReaders to pool 
(each for Streamed, 
Buffered) 
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Quota Description Type Valid values Default 

MaxXmlFeaderAllocation The maximum amount of int (1, MaxValue) 16384 
memory to allocate in our 
XML Readers 

0112 Example Binary Message Encoding Binding Ele 
-continued 

ment 
get 
{ 

throw new NotImplementedException(); 

namespace System. ServiceModel.Channels le 
{ { 

using System. Reflection; throw new NotImplementedException(); using System. ServiceModelDescription; 
using System.Runtime. Serialization; 
using System. ServiceModel; public override IChannellFactory.<TChannels using System.Xml; BuildChannellFactory.<TChannels (BindingContext context) using System.Collections.Generic; { 
ublic sealed class Binary MessageEncodingBindingElement: 

p s p airy 9. 9. 9. hrow new NotImplementedException( ) 
MessageEncodingBindingElement, IWsdlExportExtension, 
IPolicyExportExtension public override IChannelListeneraTChannels 

{ BuildChannelListeneraTChannels (BindingContext context) 
public BinaryMessageEncodingBindingElement() { 
{ hrow new NotImplementedException(); 

throw new NotImplementedException(); 
public override T GetProperty<T>(BindingContext context) 

public override Addressing Version AddressingVersion { 
{ hrow new NotimplementedException(); 

get 
ublic override bool { p 

throw new NotImplementedException(); cally dChannelListeneraTChannels (BindingContext context) 
l hrow new NotImplementedException(); 

{ throw new NotImplementedException(); public override BindingElement Clone() 
s { 

hrow new NotImplementedException(); 

public int MaxReadPoolSize public override MessageEncoderFactory 
{ CreateMessageEncoderFactory.() 

get { 
{ hrow new NotImplementedException(); 
throw new NotImplementedException(); 

public void ExportPolicy (MetadataExporter exporter, 
Set PolicyConversionContext policyContext) 
{ { 
throw new NotImplementedException(); hrow new NotImplementedException(); 

internal protected override void OnimportPolicy(XmlElement 
public int MaxWritePoolSize assertion, MessageVersion messageVersion, MetadataImporter 
{ importer, PolicyConversionContext policyContext) 

{ 
throw new NotImplementedException(); 

throw new NotImplementedException(); 

Set 

{ 
throw new NotImplementedException(); 0113. Similar to the text-based encoder API above, the 

BinarvMessageEncodingBindingElement class represents ry get 9. 9. class rep 
public XmlDictionaryReaderQuotas ReaderQuotas an implementation of MessageEncodingBindingElement 
{ that represents a requirement to use a BinaryMessageEn 

et coder in the runtime stack. Accordingly, the class may serve 9. gly, u y 
{ as a factory of Binary MessageEncoder instances. Further, 
throw new NotImplementedException(); the properties on Binary MessageEncodingBindingElement 

may correspond directly to the properties on BinaryMessa 
- eEncoder. public int MaxSessionSize 9. 

{ 0114. As mentioned above, other transports mechanisms 
are also supported herein. For example, the following 
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MTOM message encoding binding may be used to Support 
messages (e.g., SOAP) using Such transport. 
0115 Example MTOM Message Encoding Binding Ele 
ment 

namespace System. ServiceModel.Channels 
{ 

using System.Collections.Generic; 
using System. ServiceModel. Description; 
using System.Runtime.Serialization; 
using System. ServiceModel.Channels; 
using System. ServiceModel; 
using System.Text: 
using System.Xml; 
public Sealed class Mtom MessageEncodingBindingElement: 

MessageEncodingBindingElement, IWsdlExportExtension, 
IPolicyExportExtension 

{ 
public MtomMessageEncodingBindingElement() 

: this(MessageVersion. Default, TextEncoderDefaults. Encoding) 

public Mtom MessageEncodingBindingElement(MessageVersion 
messageVersion, Encoding writeEncoding) 

throw new NotimplementedException(); 

public override AddressingVersion Addressing Version 

{ 

} 
Set 

public int MaxReadPoolSize 

Set 

public int MaxWritePoolSize 

get 

Set 

{ 
throw new NotImplementedException(); 

public XmlDictionary ReaderQuotas ReaderQuotas 

get 

throw new NotImplementedException(); 

public Encoding WriteEncoding 

get 

throw new NotImplementedException(); 

Set 

throw new NotImplementedException(); 

hrow new NotImplementedException(); 

hrow new NotImplementedException(); 

hrow new NotImplementedException(); 

hrow new NotImplementedException(); 

throw new NotImplementedException(); 
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-continued 

public MessageVersion MessageVersion 
{ 

get 
{ 
throw new NotimplementedException(); 

Set 

{ 
throw new NotimplementedException(); 

public override IChannellFactory.<TChannels 
BuildChannellFactory.<TChannels (BindingContext context) 

public override bool 
CanBuildChannel Factory<TChannels (BindingContext context) 

public override IChannelListeneraTChannels 
BuildChannelListeneraTChannels (BindingContext context) 

public override bool 
CanBuildChannelListeneraTChannels (BindingContext context) 

{ 

} 
public override BindingElement Clone() 

public override MessageEncoderFactory 
CreateMessageEncoderFactory.() 

public override T GetProperty.<T>(BindingContext context) 

public void ExportPolicy (MetadataExporter exporter, 
PolicyConversionContext policyContext) 

internal protected override void OnimportPolicy(XmlElement 
assertion, MessageVersion messageVersion, MetadataImporter 
importer, PolicyConversionContext context) 

hrow new NotimplementedException(); 

hrow new NotimplementedException(); 

hrow new NotimplementedException(); 

hrow new NotimplementedException(); 

hrow new NotimplementedException(); 

hrow new NotimplementedException(); 

hrow new NotimplementedException(); 

hrow new NotimplementedException(); 

{ 
throw new NotimplementedException(); 

0116. Of course, other encoding mechanisms are also 
contemplated herein. Further, as previously noted, the above 
APIs use proprietary naming and other features. Neverthe 
less, any specific encoding mechanism and/or APIs shown 
are used herein for illustrative purposes only and is not 
meant to limit or otherwise narrow embodiments described 
herein. 
0117. Further note that although the above embodiments 
(e.g., formatting and encoding) were descried in terms of 
developer code used to implement these features, other 
embodiments also allow for configuration or other settings 
that would allow an administrator or other user to implement 
these embodiments. For example, the above bindings, 
encodings, formatters, etc., of services and proxies for 
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messages are modifiable through configuration mechanisms. 
In other words, the above embodiments may be program 
matically implemented, but also supported herein are con 
figuration settings that allow these features to be imple 
mented and modified at deployment time. Such 
embodiments, therefore, allow for the decoupling of the 
developed code from the environment that the code is 
executed in. 
0118. The present invention may also be described in 
terms of methods comprising functional steps and/or non 
functional acts. The following is a description of steps 
and/or acts that may be performed in practicing the present 
invention. Usually, functional steps describe the invention in 
terms of results that are accomplished, whereas non-func 
tional acts describe more specific actions for achieving a 
particular result. Although the functional steps and/or non 
functional acts may be described or claimed in a particular 
order, the present invention is not necessarily limited to any 
particular ordering or combination of steps and/or acts. 
Further, the use of steps and/or acts is the recitation of the 
claims—and in the following description of the flow dia 
grams for FIGS. 3-10 typically is used to indicate the 
desired specific use of Such terms. 
0119) As previously mentioned, FIGS. 3-10 illustrate 
flow diagrams for various exemplary embodiments of the 
present invention. The following description of FIGS. 3-10 
will occasionally refer to corresponding elements from 
FIGS. 1, 2A, and 2B. Although reference may be made to a 
specific element from these Figures, such references are 
used for illustrative purposes only and are not meant to limit 
or otherwise narrow the scope of the described embodiments 
unless explicitly claimed. 
0120 FIG. 3 illustrates a flow diagram for a method 300 
of using a single message object to create message instances 
of multiple messaging formats. Method 300 includes an act 
of receiving 305 a request to create a message object specific 
to A first message format. For example, message formatters 
120, 145 may receive a request to create a message object 
specific to a versioning of a message (e.g., SOAP 1.1, 1.2). 
Method 300 also includes an act of accessing 310 a message 
object that includes an envelope. For example, message 
formatter 120, 145 may access a message object with an 
envelope including a first set of fields configured to include 
data for elements that correspond to a first message format 
and a second set of fields configured to include data for 
elements that correspond to a second message format. 
0121 Method 300 also includes a step for populating 315 
the first set of fields with data for creating an instance of the 
message object specific to the first format. For instance, 
message formatters 120, 145 may create an instance of a 
message object specific to a versioning of a message by 
populating the fields corresponding to the format desired. 
Note that in such that some of the fields from other formats 
or versions may not be populated. 
0122. Also note that the first set of fields may have 
overlapping properties with the second set of fields such that 
at least one of the fields populated with data corresponds to 
a field from the second set of fields. In fact, in some cases 
all of the first set of fields may be included within the second 
set of fields. 
0123 FIG. 4A illustrates a flow diagram for a method 400 
of simultaneously exposing a message infoset as both an 
XML view and a Type view, which are synced. Method 400 
includes an act of receiving 405 a message infoset written 
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using an XML writer. For example, message formatter 120 
may use an XML writer to create a message infoset, which 
can be received by message formatter 145 at the server 155 
(or vice-versa). Note that the message infoset will include a 
common set of headers that exposes value(s) as both XML 
and typed properties. Method 400 also includes an act of 
retrieving 410 the value(s) using a Typed API. For example, 
using the illustration above, message formatter 145 on the 
server may use a Typed API, which can read the type 
properties without regard to how the message is encoded 
using XML. Note that the typed properties may be such 
things as URI string values. Also note that the infoset may 
be a SOAP object. 
0.124 FIG. 4B illustrates a flow diagram for another 
method 450 of simultaneously exposing a message infoset as 
both an XML view and a Type view. In this embodiment, 
method 450 includes an act of receiving 455 a message 
infoset that includes a common set of headers that exposes 
value(s) as both XML and typed properties, wherein the type 
properties are set using a Typed API. For example, message 
formatter 145 may use a Typed API to set the type properties 
on a message infoset, which can be received by message 
formatter 120 at the client 105 (or vice-versa). Method 450 
also includes an act of retrieving 410 the value(s) using an 
XML reader, which reads the type properties as encoded 
XML. For example, using the illustration above, message 
formatter 120 on the client 105 may use a XML reader to 
read the type properties set by the Typed API. Note that the 
typed properties may be such things as URI string values. 
Also note that the infoset may be a SOAP object. 
0.125 Note that the retrieval using the XML reader typi 
cally include first identifying an index to a header using a 
XML name encapsulating the one or more values; then 
retrieving an XML dictionary reader specific to the header 
that includes a read operation; and finally passing the header 
to the read operation for creating a typed representation of 
the header. Also note that the XML name may be a qualified 
name including a name and namespace. 
(0.126 FIG. 5 illustrates a flow diagram for a method 500 
that reduces buffer requirements for processing a SOAP 
message by indexing headers as an array, while still provid 
ing random access thereto. Method 500 includes an act of 
receiving 505 a request to access content of a header from 
a SOAP message during processing thereof For example, 
client 105 or server 155 may receive a request to access 
content of a header from a SOAP message 110, 150. Method 
500 further includes an act of accessing 510 an identifier for 
the header within an index array. For example, client 105 or 
server 105 may access an identifier for the header within an 
index array, which includes a set of header identifiers used 
to map content of headers for the SOAP message to a 
particular location within an original buffer. Note that the 
identifier may be a qualified name or some other unique 
identifier. 
I0127 Based on a reference pointer corresponding to the 
identifier for the header, method 500 further includes a step 
for determining 515 a location for the content within the 
original buffer. Note that the location may be based on the 
order in which the header appears relative to other headers 
within the SOAP message such that the reference pointer is 
a number of a particular ordering for the header. Further, 
based on the determined location, method 500 includes an 
act of accessing 520 the original buffer for processing at 
least a portion of the content of the header without having to 
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store entire content for the set of header identifiers as a data 
structure in an intermediate memory buffer. Note that not all 
the headers for the SOAP message may be indexed and the 
content may include attributes, elements, or values. 
0128 FIG. 6A illustrates a flow diagram for a method 600 
of efficiently processing a SOAP message by attaching 
properties to a message object representing processing State 
of headers for the message. Method 600 includes an act of 
receiving 605 a SOAP message that includes a plurality of 
headers with content used to process the SOAP message. For 
example, either client 105 or server 155 may receive (e.g., 
by creating the message, or by receiving it from another 
endpoint) a SOAP message that includes a plurality of 
headers used in processing the SOAP message. 
0129 Method 600 further includes an act of processing 
610 at least a portion of content for a first header from the 
plurality of headers. For example, client 105 or server 155 
may process portion(s) of headers for the message in accor 
dance with any well known manner. Based on the process 
ing, method 600 also includes a step for annotating 615 a 
message object with a property representing the processing 
state for the content of the first header. For example, upon 
processing portion(s) of the headers, client 105 or server 155 
may attach or annotate properties on a message representing 
processing state for the content Such that other operations 
can use the property for further processing of the SOAP 
message. 
0130 Note that in some embodiments, the property may 
be marked to indicate that either it should or should not 
persist upon serialization of the SOAP message. This may be 
done either by the user or automatically by the system. Note 
that a default may also be set, e.g., Such that a property or 
state information that is not specifically marked is removed 
or lost upon or before serialization. This may be an appro 
priate decision if the message property contains sensitive 
key information, for instance. 
0131 Similar to above, FIG. 6B illustrates a flow dia 
gram for a method 650 of efficiently processing a SOAP 
message by attaching properties to a message object repre 
senting processing state for the SOAP message. Method 650 
includes an act of receiving 655 a SOAP message. For 
example, either client 105 or server 155 may receive (e.g., 
by creating the message, or by receiving it from another 
endpoint) a SOAP message (e.g., request message 110. 
response message 150). Method 650 further includes an act 
of processing 660 at least a portion of the SOAP message. 
For example, client 105 or server 155 may process portion(s) 
of headers for the message in accordance with any well 
known manner. Based on the processing, method 600 also 
includes a step for annotating 665 a message object with a 
property representing the processing state such that other 
operations can use the property for further processing of the 
SOAP message. 
0132) Note that the SOAP message may includes header 
(s) with content, wherein the property represents processing 
state of the content for the header(s). Alternatively, or in 
conjunction, the SOAP message may include a body portion 
(s) with content, wherein the property represents processing 
state of the content for the body portion(s). In addition, the 
property may represents processing state related to environ 
mental information about how a message was received off a 
communication connection. 

0133. Further note that similar to above, some embodi 
ments, the property may be marked to indicate that either it 
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should or should not persist upon serialization of the SOAP 
message. This may be done either by the user or automati 
cally by the system. Note that a default may also be set, e.g., 
Such that a property or state information that is not specifi 
cally marked is removed or lost upon or before serialization. 
This may be an appropriate decision if the message property 
contains sensitive key information, for instance. 
I0134 FIG. 7 illustrates a flow diagram of a method 700 
of formatting a layout of a message object using a message 
contract that maps elements to various portions thereof. 
Method 700 includes an act of receiving 705 a request to 
create a message object in accordance with a message 
contract. For example, message formatter 230 may receive 
a request to create a message object 240 in accordance with 
message contract 205, which includes attribute(s) (e.g., 
header attribute 215, body attribute 220, etc.) corresponding 
to element(s) 210, 225 of a message class. 
I0135 Method 700 further includes an act of parsing 710 
the message contract for identifying the attribute(s) that 
define what elements of the message class map to portion(s) 
of the message object. Thereafter, method 700 includes an 
act of populating the portion(s) of the message object with 
the element(s) in accordance with the attribute(s) defined 
within the message contract. More specifically, message 
formatter 230 can parse message contract 205 for identifying 
the attribute(s) (e.g., header attribute 215, body attribute 
220, etc.) that define what elements 210, 225 of the message 
class map to portions(s) of the message object 240. Once the 
attribute(s) are identified, the appropriate portions(s) of the 
message object 240 can be populated with the corresponding 
element(s) 210, 225. 
0.136 For example, elements 210 corresponding to a 
header attribute 215 should be populated in the header 
portion of the message object 240. Similarly, those elements 
225 corresponding to a body attribute 220 should be popu 
lated in the body portion of the message object. Note that the 
element(s) may include the following forms type, struct, 
field, property, or operation. 
I0137 FIG. 8 illustrates a flow diagram for a method 800 
of creating an instance of a message object by using a 
message contract that maps elements to various portions 
thereof. Method 800 includes an act of receiving 805 a 
request to create an instance of a message object in accor 
dance with a message contract. For example, similar to 
above, message formatter 230 may receive a request to 
create a message object 240 in accordance with message 
contract 205, which includes attribute(s) (e.g., header 
attribute 215, body attribute 220, etc.) corresponding to 
element(s) 210, 225 of a message class. 
I0138 Method 800 further includes an act of parsing 810 
the message contract for identifying the attribute(s) that 
define what elements of the message class map to portion(s) 
of the message object. Further, method 800 includes an act 
of receiving 815 value(s) corresponding to the element(s). 
Thereafter, method 800 includes an step for crating 820 an 
instance of the message object by populating the portion(s) 
of the message object with the value(s) in accordance with 
the attribute(s) defined within the message contract. More 
specifically, message formatter 230 can parse message con 
tract 205 for identifying the attribute(s) (e.g., header 
attribute 215, body attribute 220, etc.) that define what 
elements 210, 225 of the message class map to portions(s) 
of the message object 240. Further, message formatter 230 
may receive message values 245 such that once the attribute 
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(s) are identified, the appropriate portions(s) of the message 
object 240 can be populated with the corresponding values 
(s) 210, 225 for creating an instance 250 of an output 
message. 
0139 FIG. 9 illustrates a flow diagram for a method 900 
of automatically creating one or more portions of an NPDL 
contract used by clients in communicating with a service. 
Method 900 includes an act of receiving 905 a request to 
create a NPDL contract. For example, a NPDL module 
within server 155 may receive a request to create a NPDL 
contract (e.g., a WSDL document), which defines how a 
client 105 is to communicate with a service 155. Further, 
method 900 includes an act of receiving 910 a message 
contract. For example, the NPDL module may receive 
message contract 205, which includes attribute(s) (e.g., 
header attributes 215, body attributes 220) corresponding to 
element(s) 215, 225 of a message class. 
0140 Based on the received message contract, method 
900 also includes a step for creating 915 at least a portion of 
the NPDL contract by specifying where and what elements 
should be included in a message object or instance thereof 
when communicating with the service. More specifically, 
upon receiving the message contract 205, the NPDL contract 
module may automatically create a NPDL contract 275, 
which at least a portion thereof is based on the message 
contract 205 and stored in contract store 280. Note that 
similar embodiments as those described above with regard 
to message contract 205 may also apply to this embodiment. 
0141 FIG. 10 illustrates a flow diagram for a method 950 
of determining a type of encoding to use for a SOAP 
message, without requiring only a text-based encoding. 
Method 950 includes an act of receiving 955 a SOAP 
message typically bound to a text-based transport encoding 
for communicating between two endpoints. For example, 
message encoder factories 125, 135 may receive a SOAP 
message typically bound to a text-based transport encoding. 
Method 950 further includes an act of selecting 960 an 
encoding type from a plurality of encodings based on a 
program and/or configuration setting. For example, message 
encoder factories 125, 135 may select a binding or encoding 
mechanism from a plurality of encodings including text 
based, binary based, MTOM, or some proprietary encoding. 
0142. Thereafter, method 950 includes a step for encod 
ing 965 the SOAP message with the selected encoding for 
transferring over a communication channel. For example, 
after selecting the type of encoding, encoders 125, 135 can 
encode a SOAP message in accordance therewith for com 
munication and other purposes. Note, that the selection of a 
transport may also be based on the selected encoding. For 
instance, the transports may include TCP/IP, HTTP, UDP, or 
a proprietary transport. Further note that the selection of the 
transport may also be based on a priority ranking set for each 
of the plurality of transport settings or by a default setting. 
0143 Also note that when a proprietary encoding is used, 
Such encoder can encode the SOAP message into an alter 
native message format other than SOAP. For example, the 
SOAP message may be formatted into an alternative mes 
sage format such as SMTP. MSMO, etc. 
0144. The present invention may be embodied in other 
specific forms without departing from its spirit or essential 
characteristics. The described embodiments are to be con 
sidered in all respects only as illustrative and not restrictive. 
The scope of the invention is, therefore, indicated by the 
appended claims rather than by the foregoing description. 
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All changes which come within the meaning and range of 
equivalency of the claims are to be embraced within their 
Scope. 

We claim: 
1. In a distributed messaging system, a method of simul 

taneously exposing a message infoset as both an XML view 
and a Type view Such that at least a portion of the message 
infoset can be written using an XML API and read using a 
Type API in order to efficiently process values of the 
message infoset, the method comprising: 

receiving a message infoset written using an XML writer, 
the message infoset including a common set of headers 
that exposes one or more values as both XML and 
typed properties; and 

retrieving the one or more values using a Typed API. 
which can read one or more of the type properties 
without regard to how the message is encoded using 
XML 

2. The method of claim 1, wherein the typed properties are 
URI string values. 

3. The method of claim 1, wherein the infoset is a SOAP 
object. 

4. In a distributed messaging system, a method of simul 
taneously exposing a message infoset as both an XML view 
and a Type view Such that at least a portion of the message 
infoset can be written using a Type API and read using an 
XML API in order to efficiently process values of the 
message infoset, the method comprising: 

receiving a message infoset that includes a common set of 
headers that exposes one or more values as both XML 
and typed properties, wherein the type properties are 
set using a Typed API; and 

retrieving the one or more values using an XML reader, 
which reads the type properties as encoded XML. 

5. The method of claim 4, wherein the typed properties are 
URI string values. 

6. The method of claim 4, wherein the infoset is a SOAP 
object. 

7. The method of claim 4, wherein the retrieving of the 
one or more values further comprises: 

identifying an index to a header using a XML name 
encapsulating the one or more values; 

retrieving an XML dictionary reader specific to the header 
that includes a read operation; and 

passing the header to the read operation for creating a 
typed representation of the header. 

8. The method of claim 7, wherein the XML name is a 
qualified name including a name and namespace. 

9. In a distributed messaging system, a computer program 
product for implementing a method of simultaneously 
exposing a message infoset as both an XML view and a Type 
view Such that at least a portion of the message infoset can 
be written using a Type API and read using an XML API in 
order to efficiently process values of the message infoset, the 
computer program product comprising one or more com 
puter readable media having stored thereon computer 
executable instructions that, when executed by a processor, 
can cause the distributed messaging system to perform the 
following: 

receive a message infoset that includes a common set of 
headers that exposes one or more values as both XML 
and typed properties, wherein the type properties are 
set using a Typed API; and 
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retrieve the one or more values using an XML reader, 
which reads the type properties as encoded XML. 

10. The computer program product of claim 9, wherein 
the typed properties are URI string values. 

11. The computer program product of claim 9, wherein the 
infoset is a SOAP object. 

12. The computer program product of claim 9, wherein 
the computer program product further comprising execut 
able instructions that cause the distributed messaging system 
to perform the following when retrieving the one or more 
values: 
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identify an index to a header using a XML name encap 
Sulating the one or more values; 

retrieve an XML dictionary reader specific to the header 
that includes a read operation; and 

pass the header to the read operation for creating a typed 
representation of the header. 

13. The computer program product of claim 9, wherein 
the XML name is a qualified name including a name and 
namespace. 


