PERIPHERAL DEVICE DETECTION WITH SHORT-RANGE COMMUNICATION

In general, embodiments of the present disclosure are directed to techniques for configuring a mobile device according to detection of one or more peripheral devices in an environment using short-range wireless communication. In one example, a method includes, receiving, by a computing device that communicates with a peripheral device using short-range wireless communication, a unique identifier of the peripheral device. If the computing device recognizes the unique identifier of the peripheral device, the computing device may determine a configuration operation based on the unique identifier that changes a current operating state of at least one application executing on the computing device to a different operating state. If the computing device does not recognize the unique identifier of the peripheral device, the computing device may send a lookup request to a network resource external to the computing device that requests data specifying the configuration operation for the computing device.
RECEIVING A UNIQUE IDENTIFIER OF THE PERIPHERAL DEVICE

IF THE COMPUTING DEVICE RECOGNIZES THE UNIQUE IDENTIFIER OF THE PERIPHERAL DEVICE, DETERMINING A CONFIGURATION OPERATION THAT CHANGES A CURRENT OPERATING STATE OF AT LEAST ONE APPLICATION EXECUTING ON THE COMPUTING DEVICE TO A DIFFERENT OPERATING STATE

IF THE COMPUTING DEVICE DOES NOT RECOGNIZE THE UNIQUE IDENTIFIER OF THE PERIPHERAL DEVICE, SENDING A LOOKUP REQUEST TO A NETWORK RESOURCE FOR DATA SPECIFYING THE CONFIGURATION OPERATION
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RELATED APPLICATIONS

[0001] This application is a continuation of U.S. Application No. 13/118,212, filed May 27, 2011 which claims the benefit of U.S. Provisional Application No. 61/428,483, filed Dec. 30, 2010, the entire content of each of which is incorporated by reference.

TECHNICAL FIELD

[0002] This disclosure relates to communication implemented via radio frequency signal transmission over a short distance between a communication device and a receiver.

BACKGROUND

[0003] A user may interact with applications executing on a computing device (e.g., mobile phone, tablet computer, smart phone, or the like). For instance, a user may install, view, or delete an application on a computing device.

[0004] In some instances, a user may use a mobile device (e.g., mobile phone, tablet computer, smart phone, or the like) in proximity to other devices. For instance, a user may place a mobile device on a docking station.

SUMMARY

[0005] In one example, a method includes receiving, by a computing device that communicates with a peripheral device using short-range wireless communication, a unique identifier of the peripheral device. If the computing device recognizes the unique identifier of the peripheral device, the computing device may determine a configuration operation for the computing device based on the unique identifier, wherein the configuration operation changes a current operating state of at least one application executing on the computing device to a different operating state. If the computing device does not recognize the unique identifier of the peripheral device, the computing device may send a lookup request to a network resource external to the computing device, wherein the lookup request includes a request to the network resource for data specifying the configuration operation for the computing device based on the unique identifier of the peripheral device.

[0006] In one example, a computer-readable storage medium is encoded with instructions that cause one or more processors of a computing device to receive, by the computing device that communicates with a peripheral device using short-range wireless communication, a unique identifier of the peripheral device. If the computing device recognizes the unique identifier of the peripheral device, the computing device may determine a configuration operation for the computing device based on the unique identifier, wherein the configuration operation changes a current operating state of at least one application executing on the computing device to a different operating state. If the computing device does not recognize the unique identifier of the peripheral device, the computing device may send a lookup request to a network resource external to the computing device, wherein the lookup request includes a request to the network resource for data specifying the configuration operation for the computing device based on the unique identifier of the peripheral device.

[0007] In one example, a computing device includes one or more processors. The computing device also includes a short-range communication device to receive a unique identifier of a peripheral device. The computing device further includes an application installed on the computing device and operable by the one or more processors to, if the computing device recognizes the unique identifier of the peripheral device, determine a configuration operation based on the unique identifier, wherein the configuration operation changes a current operating state of at least one application executing on the computing device to a different operating state. The computing device also includes means for sending a lookup request to a network resource if the computing device does not recognize the unique identifier of the peripheral device, wherein the lookup request includes a request to the network resource for data specifying the configuration operation for the computing device based on the unique identifier of the peripheral device.

BRIEF DESCRIPTION OF DRAWINGS

[0008] FIG. 1 is a block diagram illustrating an example of a computing device that is configured to execute one or more applications and an identification application, in accordance with one or more aspects of the present disclosure.

[0009] FIG. 2 is a block diagram illustrating further details of one example of the computing device shown in FIG. 1, in accordance with one or more aspects of the present disclosure.

[0010] FIG. 3 is a flow diagram illustrating an example method that may be performed by a computing device to receive an unique identifier from a peripheral device and perform one or more configuration operations, in accordance with one or more aspects of the present disclosure.

[0011] FIG. 4 is a flow diagram illustrating an example use case of a mobile device, in accordance with one or more aspects of the present disclosure.

[0012] FIG. 5 is a block diagram illustrating an example of an identification application that may be configured to execute configuration operations based on content types, in accordance with one or more aspects of the present disclosure.

[0013] FIG. 6 is a block diagram illustrating an example of a computing device configured to communicate with other devices if a tag is detected by the computing device using short-range communication, in accordance with one or more aspects of the present disclosure.

DETAILED DESCRIPTION

[0014] In general, embodiments of the present disclosure are directed to techniques for configuring a mobile device according to its present environment using short-range wireless communication. In a single day, a mobile device may be used in many different environments. For example, a mobile device may be charged and stored at a user’s bedside throughout the night. During a morning vehicle commute, the user may place the mobile device in a vehicle dock of his or her vehicle. When the user arrives at work, the user may put the mobile device in an office docking station. Finally, at the end of the day, a user may interact with the mobile device in the user’s living room, e.g., as a television remote control, where the mobile device may be in proximity to yet another dock. In each different environment, the user may wish for the mobile device to exhibit a different set of behaviors. For example, a user may prefer lower ringer and external volume settings while at work. In other examples, a user may prefer a navigation application to automatically execute when the mobile...
device is in a vehicle. In each case, manual intervention may be required by the user to configure the mobile device to its present environment.

[0015] The requirement of manual intervention for each environment may be eliminated by a mobile device that employs a short-range wireless communication technology. For example, a mobile device may use a short-range wireless communication technology to detect tags that are attached to other peripheral devices such as a car dock, desk dock, or other peripherals (e.g., wireless charger). Each tag may contain unique information corresponding to the environment in which it is placed and/or the type of peripheral device onto which it is placed. When the mobile device detects a particular tag, the mobile device may receive, for example, a serial number and data payload from the tag. In some examples, the mobile device may provide the data payload to applications executing on the mobile device. In some examples, settings of applications executing on the mobile device may be automatically modified based on the particular tag detected by the mobile device.

[0016] In one example, a mobile device may be equipped with a short-range communication device that is capable of communicating using a short-range wireless communication technology, such as Near Field Communication (NFC). The mobile device may also execute a short-range wireless application that receives data from the short-range communication device. In some examples, a user may identify various environments for which different mobile device behavior is desired. The user may initially place a short-range wireless communication tag on peripheral devices in each of the various environments. Each tag may contain, for example, a data payload. In one example, the data payload includes a unique identifier. When the mobile device is in physical proximity to the tag and thus in the environment associated with the tag, the short-range communication device may detect the tag. The mobile device may receive information that includes, for example, the data payload, which may be processed by the short-range wireless application executing on the mobile device. The short-range wireless application may make the data payload including the unique identifier available to other applications on the mobile device. Each application executing on the mobile device may, in some examples, be configured to the present environment according to the data payload and configuration operations associated with the unique identifier.

[0017] FIG. 1 is a block diagram illustrating an example of a computing device 2 that is configured to execute one or more applications 14A, 14B, 14C, and identification application 6 in accordance with one or more aspects of the present disclosure. Applications 14A, 14B, 14C may further include modules 16A, 16B, 16C respectively that perform various operations of the respective applications. Computing device 2, in some examples, includes or is a part of a portable computing device (e.g., mobile phone/netbook/laptop/tablet device) or a desktop computer. Computing device 2 may also connect to a network including a wired or wireless network using a network device 10.

[0018] In some examples, computing device 2 includes a short-range communication device 4. In one example, short-range communication device 4 is capable of short-range wireless communication 20 using a protocol such as Bluetooth® or Near-Field Communication. Short-range wireless communication 20, in some examples, includes wireless communications between computing device 2 and peripheral device 22 of approximately 100 meters or less.

[0019] Short-range wireless communication 20, in some examples, includes two different modes of operation. For example, short-range wireless communication 20 may include an active mode and a passive mode of operation. In an active mode of operation, computing device 2 may generate a first radio field that is received by peripheral device 22 in physical proximiy to computing device 2. In response, peripheral device 22 may generate a second radio field that is received by short-range communication device 4. In this way, data may be communicated between computing device 2 and peripheral device 22.

[0020] In a passive mode of operation, load modulation techniques may be employed to facilitate data communication between computing device 2 and peripheral device 22. In a passive mode, peripheral device 22 does not generate a radio field in response to the radio field of short-range communication device 3. Instead, peripheral device 22 may include electrical hardware that generates a change in impedance in response to a radio field. For example, short-range communication device 4 may generate a radio field that is received by peripheral device 22. Electrical hardware in peripheral device 22 may generate a change in impedance in response to the radio field. The change in impedance may be detected by short-range communication device 4. In this way, loading modulation techniques may be used by computing device 2 to receive information from peripheral device 22. Other well-known modulation techniques including phase modulation and/or amplitude modulation may also be employed to facilitate data communication between computing device 2 and peripheral device 22.

[0021] In some examples, peripheral device 22 is another computing device similar to computing device 2. For example, peripheral device 22, in some examples, includes or is a part of a portable computing device (e.g., mobile phone/netbook/laptop/tablet device) or a desktop computer. In other examples, peripheral device 22 includes electrical hardware that generates a change in impedance in response to a radio field. In some examples, peripheral device 22 is a tag that includes electrical hardware, which generates a change in impedance in response to a radio field. In some examples, peripheral device 22 includes a tag that is attached to another device. For example, a tag may be attached to a peripheral device 22, e.g., a docking station, which is capable of holding computing device 2. In some examples, a docking station may provide power recharging to computing device 2 and/or network connectivity to computing device 2.

[0022] In one example, computing device 2 receives information 24 from peripheral device 22 in response to receiving a radio field generated by short-range communication device 4. In some examples, information 24 includes data that is stored and/or generated by peripheral device 22. In some examples, information 24 includes a unique identifier 26. In one example, unique identifier 26 includes data such as a serial number or other data that uniquely identifies peripheral device 22. For example, where two or more peripheral devices are present, each peripheral device is uniquely identified by a unique identifier. In some examples, information 24 includes a data payload 28. In one example, data payload 28 includes any data associated with peripheral device 22. In some examples, data payload 28 may include encrypted data. In other examples, data payload 28 may include a unique identifier. In some examples, data payload 28 contains infor-
In some examples, a definition of a configuration operation includes data and/or instructions that are executed by computing device 2. In some examples, a configuration operation changes the state of an application executing on computing device 2, e.g., by sending data to the application.

[0028] In the current example of a docking station in an automobile, a configuration operation is defined by a user and associated with unique identifier 26 of peripheral device 22 and application 14A. For example, application 14A may be executing on computing device 2 and registered with identification application 6. Using identification application 6, a user may define a configuration operation, e.g., increase ringer volume, associated with application 14A. The user may also associate unique identifier 26 with the configuration operation using identification application 6. Thus, the configuration operation, application 14A, and unique identifier 26A may be associated together. The definition of the association between the configuration operation, application 14A, and unique identifier 26A may be stored in and retrieved in profile database 12.

[0029] At a later point in time, in response to receiving information 24, identification application 6, in one example, retrieves the definition of the configuration operation from profile database 12 using unique identifier 26. For example, the user places computing device 2 in the docking station of the automobile. When the user places computing device 2 in the docking station of the automobile, in one example, computing device 2 is in physical proximity to peripheral device 22. Computing device 2 may receive information 24 that includes unique identifier 26 and data payload 28 using short-range communication, e.g., Near Field Communication.

[0030] Upon receiving information 24, identification application 6, in one example, selects unique identifier 26. In some examples, identification application 6 uses unique identifier 26 to identify the association between unique identifier 26 and the configuration operation. Using the identified association, identification application 6, in one example, retrieves the definition of the configuration operation based on unique identifier 26. Identification application 6 may then execute the configuration operation, which may increase the ringer volume. For example, prior to executing the configuration operation, the ringer volume may be set to a new defined level that is higher than the level defined prior to the configuration operation. In this way, the execution of the configuration operation may increase the ringer volume. Thus, the higher ringer volume may enable the user to hear the ringer even in the presence of background noise.

[0031] In the current example, executing the configuration operation, e.g., increasing the ringer volume, changes the state of application 14A. For example, application 14A may be an operating system that controls the ringer volume of the computing device 2. In one example, the current state of application 14A includes a current ringer volume setting. Identification application 6, in the example, executes the configuration operation that in turn increases the current ringer volume setting, e.g., changes the state of application 14A. For example, identification application 6 may execute a configuration operation that sends data, e.g., a ringer volume setting, to application 14A. Application 14A may receive this data from identification application 6, and in response to the data, increase the ringer volume setting.
In some examples, computing device 2 receives information 24 but may not recognize information 24. For example, a user may not, in some examples, initially register an application with identification application 6. In other examples, a user does not define a configuration operation that is associated with unique identifier 26. In such examples, although the user has not associated information 24 with an application and/or a configuration operation, identification application 6 receives data that changes the state of an application in response to information 24 via a network connection.

For example, in FIG. 1, computing device 2 includes a network device 10. Network device 10 may be a network interface as described in FIG. 2. In some examples, network device 10 may be a network interface card, such as an Ethernet card, an optical transceiver, a radio frequency transceiver, or any other type of device that can send and receive information.

In some examples, network device 10 sends data to a network resource external to computing device 2, e.g., remote server 32. In FIG. 1, a remote server 32 may include one or more desktop computers, mainframes, minicomputers, or other computing devices capable of executing computer instructions and storing data. Technical details of remote server 32 are further discussed in the example of FIG. 2. Remote server 32 may connect to a network, e.g., the Internet, a wireless network, a wired network, or a fiber optic network.

In some examples, computing device 2 may be in proximity to peripheral device 22. Using the techniques described herein, computing device 2, in one example, receives information 24 using short-range communication device 4. In one example, identification application 6 selects unique identifier 26 to identify one or more configuration operations associated with unique identifier 26. In some examples, identification application 6 queries profile database 12, which may include one or more associations between unique identifiers and configuration operations.

In some examples, identification application 6 may determine that no associations exist in profile database 12 between unique identifier 16 and one or more configuration operations. In such examples, identification application 6 generates a lookup request. Identification application 6 may include in a lookup request a request for data and/or instructions that are used to change the state of an application executing on computing device 2. For example, identification application 6 may, in one example, include in request message 30 a lookup request, unique identifier 26, and/or data payload 28.

Request message 30, in some examples, may include other additional information such as user credentials, information about applications executing on computing device 2, hardware and software specifications relating to computing device 2, and/or an identifier that may include a phone number, Media Access Controller address, or other unique identifier of computing device 2.

In some examples, identification application 6 sends request message 30 to remote server 32 using network device 10. For example, application 6 may establish a network connection with remote server 32 via a socket using a network address stored on computing device 2 that identifies remote server 32. Computing device 2 may further execute a network send function called by application 6 that receives request message 30 as an input value. A send network function may generate multiple network packets that include the contents of request message 30. Network device 10 may send each network packet to remote server 32. In one example, remote server 32 receives the network packets that include the contents of request message 30 via a network from computing device 2. Remote server 32 may reassemble the network packets to generate request message 30.

In some examples, remote server 32 includes one or more remote databases 36. For example, remote database 36 may include Relational Database Management System (RDBMS) software. In one example, remote database 36 may be a relational database and accessed using a Structured Query Language (SQL) interface that is well known in the art. Remote database 36 may alternatively be stored on a separate networked computing device and accessed by remote server 32 through a network interface or system bus. Remote database 36 may include data that is associated with unique identifiers and configuration operations. In some examples, remote database 36 may include data and/or instructions that define a configuration operation. In one example, a unique identifier may be associated with a configuration operation that mutes the ringer volume of computing device 2.

In one example, remote server 32 receives request message 30 containing unique identifier 26 and/or lookup request because computing device 2 does not recognize unique identifier 26. In one example, remote server 32 selects unique identifier 26 from request message 30. In some examples, remote server 32 queries remote database 36 to identify data and/or instructions that define one or more configuration operations associated with unique identifier 26 and/or a lookup request. For example, remote server 32 may retrieve a definition of a configuration operation to mute the ringer volume of computing device 2 from remote database 36. Remote server 32 may generate a response message 24 that contains the definition of the configuration operation. In some examples, response message 24 may include additional data that may be associated with the configuration operation. Remote server 32 may send response message 30 to computing device 2 via a network such as the Internet.

In one example, computing device 2 receives response message 30 from remote server 34 via network device 10. In some examples, identification application 6 selects data and/or instructions that define one or more configuration operations from response message 34. Identification application 6, in one example, executes the one or more configuration operations, which may in turn change the state of one or more applications executing on computing device 2. In one example, the data and/or instructions of response message 34 that define the configuration operation mute the ringer volume of computing device 2.

In some examples, identification application 6 may receive information 24 from peripheral device 22 but may not recognize unique identifier 26. Information 24 may include data that indicates computing device 2 may use a particular application associated with peripheral device 22; however, the application may not presently be installed on computing device 2. For example, peripheral device 22 may be attached to or in proximity to a television and may be associated with the television. Peripheral device 22 may include data that
indicates application 6 may execute a remote control application on computing device 2. The remote control application may enable a user to use computing device 2 to change various settings of the television such as the current channel, volume, etc. Computing device 2 may not, however, presently include the remote control application.

In such examples remote server 32 may use unique identifier 26 to identify the remote control application. For example, application 6 may generate a lookup request that may be included in request message 30. The lookup request may indicate that application 6 does not recognize unique identifier 26 and may include unique identifier 26. Computing device 2 may send request message 30 to remote server 32. Remote server 32 may receive the lookup request and identify a remote control application based on the contents of request message 30, e.g., unique identifier 26. Remote server 32 may generate remote message 34, which may include data usable by peripheral device 22 to retrieve the remote control application. For example, the data may include an identifier of the remote control application such as a Uniform Resource Identifier (URI). Upon receiving response message 34 from remote server 32, identification application 6 may notify the user that the remote control application is available for download and installation. In some examples, identification application 6 may further receive a user input from the user to install the remote control application. In other examples, application 6 may automatically select and/or download and install the remote control application automatically based on a user preference. In this way, applications associated with peripheral devices may be downloaded and installed by a computing device 2 if such applications are not initially installed when information 24 is received from peripheral device 22.

In one example use case, a user may place individual tags on a bedside dock, a vehicle dock, and a dock at work. The user may configure the mobile device to set the ringer volume to silent when the bedside dock is detected. When the vehicle dock is detected, the user may configure the mobile device to automatically execute a navigation application, set the mobile device ringer volume to high, and play a particular music playlist. The user may also configure the mobile device to set the ringer volume to low when the dock at work is detected. As the mobile device is carried with the user to different environments throughout the day, e.g., home, vehicle, and work, the mobile device automatically configures itself according to the user’s preferences as different tags are detected using the short-range wireless communication technology. In this way, the user may not be required to manually configure the mobile phone by the user in each particular location.

Various aspects of the disclosure may provide, in certain instances, one or more benefits and advantages. For example, identification application 6 may automate the configuration of computing device 2 when in proximity to peripheral device 22. Automating the configuration of computing device 2 may eliminate the need for the user to manually configure computing device 2 in each different environment. Eliminating the requirement of manual intervention may increase user productivity by allowing the user to focus on other tasks rather than manual configuration of computing device 2. In addition, aspects of the disclosure enable computing device 2 to configure applications even when a user has not provided initial configuration of applications 14A-14C.

Eliminating the need for initial configuration of applications may dramatically increase the flexibility of computing device 2 because the user need not necessarily, in some examples, provide advance configuration of applications for peripheral devices. As peripheral devices become more prevalent, the ability of computing device 2 to automatically configure applications in response to unrecognized unique identifiers becomes more valuable because manual user intervention is significantly reduced thereby increasing productivity. The aforementioned benefits and advantages are exemplary and other such benefits and advantages may be apparent in the previously-described non-limiting examples. While some aspects of the present disclosure may provide all of the aforementioned exemplary benefits and advantages, no aspect of the present disclosure should be construed to necessarily require any or all of the aforementioned exemplary benefits and advantages.

Various aspects of the disclosure may be operable only when the user has explicitly enabled such functionality. In addition, various aspects of the disclosure may be disabled by the user. Thus, a user may elect to prevent computing device 2 from sending request message 30 to remote server 32. In addition, a user may prevent computing device 2 from receiving response message 34 from remote server 32. Short-range wireless communication 20 may be disabled by the user and a user may therefore prevent receipt of information 24. Moreover, privacy controls may be applied to all aspects of the disclosure based on a user’s privacy preferences to honor the user’s privacy preferences for opting in or opting out of the functionality described in this disclosure.

FIG. 2 is a block diagram illustrating further details of one example of computing device 2 shown in FIG. 1, in accordance with one or more aspects of the present disclosure. FIG. 2 illustrates only one particular example of computing device 2, and many other example embodiments of computing device 2 may be used in other instances.

As shown in the specific example of FIG. 2, computing device 2 includes one or more processors 40, memory 42, a network interface 44, one or more storage devices 46, input device 48, output device 50, battery 52 and short-range communication device 54. Computing device 2 also includes an operating system 56, which may include modules that are executable by computing device 2. Computing device 2, in one example, further includes one or more applications 58 and an identification application 60. One or more applications 58 and identification application 60 are also executable by computing device 2. Each of components 40, 42, 44, 46, 48, 50, 52, 54, 56, 58, 60, and 64 may be interconnected (physically, communicatively, and/or operatively) for inter-component communications.

Processors 40, in one example, are configured to implement functionality and/or process instructions for execution within computing device 2. For example, processors 40 may be capable of processing instructions stored in memory 42 or instructions stored on storage devices 46.

Memory 42, in one example, is configured to store information within computing device 2 during operation. Memory 42, in some examples, is described as a computer-readable storage medium. In some examples, memory 42 is a temporary memory, meaning that a primary purpose of memory 42 is not long-term storage. Memory 42, in some examples, is described as a volatile memory, meaning that memory 42 does not maintain stored contents when the computer is turned off. Examples of volatile memories include
random access memories (RAM), dynamic random access memories (DRAM), static random access memories (SRAM), and other forms of volatile memories known in the art. In some examples, memory 42 is used to store program instructions for execution by processors 40. Memory 42, in one example, is used by software or applications running on computing device 2 (e.g., one or more of applications 58) to temporarily store information during program execution.

[0052] Storage devices 46, in some examples, also include one or more computer-readable storage media. Storage devices 46 may be configured to store larger amounts of information than memory 42. Storage devices 46 may further be configured for long-term storage of information. In some examples, storage devices 46 include non-volatile storage elements. Examples of such non-volatile storage elements include magnetic hard discs, optical discs, floppy discs, flash memories, or forms of electrically programmable memories (EPROM) or electrically erasable and programmable (EEPROM) memories.

[0053] Computing device 2, in some examples, also includes a network interface 44. For example, network device 10 as shown in FIG. 1 may be a network interface 44. Computing device 2, in one example, utilizes network interface 44 to communicate with external devices via one or more networks, such as one or more wireless networks. Network interface 44 may be a network interface card, such as an Ethernet card, an optical transceiver, a radio frequency transceiver, or any other type of device that can send and receive information. Other examples of such network interfaces may include Bluetooth®, 3G and WiFi® radios in mobile computing devices as well as USB. In some examples, computing device 2 utilizes network interface 44 to wirelessly communicate with an external device (not shown) such as a server, mobile phone, or other networked computing device.

[0054] Computing device 2, in one example, also includes one or more input devices 48. Input device 48, in some examples, is configured to receive input from a user through tactile, audio, or video feedback. Examples of input device 48 include a touch-sensitive and/or a presence-sensitive screen, mouse, a keyboard, a voice responsive system, or any other type of device for detecting a command from a user. In some examples, input device 48 includes a touch-sensitive screen, mouse, keyboard, microphone, or video camera.

[0055] One or more output devices 50 may also be included in computing device 2. Output device 50, in some examples, is configured to provide output to a user using tactile, audio, or video stimuli. Output device 50, in one example, includes a touch-sensitive screen, sound card, a video graphics adapter card, or any other type of device for converting a signal into an appropriate form understandable to humans or machines. Additional examples of output device 50 include a speaker, a cathode ray tube (CRT) monitor, a liquid crystal display (LCD), or any other type of device that can generate intelligible output to a user.

[0056] Computing device 2, in some examples, includes one or more batteries 52, which may be rechargeable and provide power to computing device 2. Battery 52, in some examples, is made from nickel-cadmium, lithium-ion, or other suitable material.

[0057] Computing device 2, in some examples, includes one or more short-range communication devices 54. In some examples, short-range communication device 54 communicates wirelessly with other devices in physical proximity to short-range communication device 54, e.g., approximately 0-100 meters. In other examples, short-range communication device 54 reads a tag, e.g., an RFID tag, via a radio frequency signal. Some examples of short-range communication device 54 include a Bluetooth®, Near-Field Communication, or Ultra-Wideband radio.

[0058] Computing device 2 may include operating system 56. Operating system 56, in some examples, controls the operation of components of computing device 2. For example, operating system 56, in one example, facilitates the interaction of application 58 or identification application 60 with processors 40, memory 42, network interface 44, storage device 46, input device 48, output device 50, battery 52, and short-range communication device 54.

[0059] Computing device 2, in some examples, further includes identification application 60. Identification application 60, in one example, includes identification application 6 as shown in FIG. 1. Identification application 60, in one example, further includes an identification module 62. Identification module 62, in some examples, includes instructions that cause identification application 60 executing on computing device 2 to perform the operations and actions described in FIG. 1. For example, in FIG. 1, when information 24 is received by computing device 2, identification module 62 of FIG. 2 may retrieve associated profiles from profile database 64. In other examples, identification module 62 may determine a configuration operation associated with information 24 as shown in FIG. 1. In still other examples, identification module 62 may communicate with remote server 32 of FIG. 1 to send request message 30 and receive response message 34.

[0060] Computing device 2, in some examples, further includes profile database 64. For example, remote database 64 may include Relational Database Management System (RDBMS) software. In one example, remote database 64 may be a relational database and accessed using a Structured Query Language (SQL) interface that is well known in the art. Remote database 64 may alternatively be stored on a separate networked computing device and accessed by remote server 64 through a network interface or system bus. Remote database 64 may in other examples be an Object Database Management System (ODBMS), Online Analytical Processing (OLAP) database or other suitable data management system.

[0061] Any applications, e.g., applications 58 or identification application 60, implemented within or executed by computing device 2 may be implemented or contained within, operable by, executed by, and/or be operatively/communicatively coupled to components of computing device 2, e.g., processors 40, memory 42, network interface 44, and/or storage devices 46.

[0062] FIG. 3 is a flow diagram illustrating an example method that may be performed by a computing device to receive a unique identifier from a peripheral device and perform one or more configuration operations, in accordance with one or more aspects of the present disclosure. For example, the method illustrated in FIG. 3 may be performed by computing device 2 shown in FIGS. 1 and/or 2.

[0063] The method of FIG. 3 includes, receiving, by a computing device that communicates with a peripheral device using short-range wireless communication, a unique identifier of the peripheral device (70). The method further includes, if the computing device recognizes the unique identifier of the peripheral device, determining, by the computing device, a configuration operation for the computing device based on the unique identifier, wherein the configuration
operation changes a current operating state of at least one application executing on the computing device to a different operating state (72). The method further includes, if the computing device does not recognize the unique identifier of the peripheral device, sending, by the computing device, a lookup request to a network resource external to the computing device, wherein the lookup request includes a request to the network resource for data specifying the configuration operation for the computing device based on the unique identifier of the peripheral device (74).

In some examples, the method further includes generating, by the computing device, a message including data that defines a second configuration operation, wherein the second configuration operation changes a second current state of at least one application executing on a second computing device to a second, different operating state; and sending, by the computing device, the message to the second computing device. In some examples, the message includes receiving, by the computing device that communicates with a peripheral device using short-range wireless communication a data payload, the data payload including information that changes the current operating state of the at least one application executing on the computing device to the different operating state. In some examples, the lookup request including the request to the network resource for data specifying the configuration operation includes the data payload, wherein the configuration operation is based on the information of the data payload. In some examples, the method further includes receiving a content type, and wherein the configuration operation changes the current operating state of the at least one application executing on the computing device to the different operating state when the at least one application is associated with the content type, and wherein the content type further includes an attribute that associates the configuration operation with a group of one or more applications executing on the computing device. In some examples, registering, by the computing device, the at least one application of the computing device with the content type, wherein registering the at least one application further includes generating a first association between the at least one application and the content type; and registering, by the computing device, the content type with the configuration operation, wherein registering the content type further includes generating a second association between the content type and the configuration operation.

In some examples, the method further includes storing, by the computing device in a database, a profile associated with the unique identifier, wherein the profile includes a definition of the configuration operation. In some examples, the method further includes sending, by the computing device, a short-range wireless communication broadcast to request the unique identifier from the peripheral device. In some examples, the unique identifier further includes a cryptographic key. In some examples, the short-range wireless communication includes a Near Field Communication. In some examples, the method further includes receiving a data payload that includes data associated with the peripheral device. In some examples, the at least one application executing on the computing device includes an operating system executing on the computing device.

In some examples, the method further includes providing the data payload for use by the configuration operation. In some examples, the method includes changing the current operating state of at least one application executing on the computing device to a different operating state further includes changing a unique configuration of the at least one application, wherein the unique configuration includes data of the at least one application and a group of instructions of the at least one application operating on the data at a point in time. In one example, the method includes generating, by the computing device, an association between the configuration operation and the at least one application, wherein the computing device uses the association to identify the configuration operation associated with the at least one application.

In some examples, the method includes further registering, by the computing device, the at least one application of the computing device with the unique identifier, wherein registering the at least one application further includes generating an association between the at least one application of the computing device and the unique identifier, wherein the computing device uses the association to identify the at least one application associated with unique identifier. In some examples, the peripheral device further includes a docking station, short-range communication tag, laptop, backup device, printer, scanner, or mobile phone.

In some examples, if the computing device does not recognize the unique identifier of the peripheral device, sending, by the computing device, the lookup request to the network resource external to the computing device further includes: generating, by the computing device, the lookup request, wherein the lookup request includes the unique identifier; sending, by the computing device, the lookup request to the network resource; and receiving, by the computing device, data usable by the computing device to retrieve an application associated with the unique identifier. In some examples, the method includes: receiving, by the computing device, a user input to install the application; selecting, by the computing device, the application based on the unique identifier; and installing the selected application on the computing device.

FIG. 4 is a flow diagram illustrating an example use case of a mobile device, in accordance with one or more aspects of the present disclosure. In an example use case, a user may attend a football game and bring the computing device with the user to the football game. The user’s computing device, e.g., an Android™ smartphone, may include an identification application as shown in FIG. 1 and a ticket application. The ticket application may include an admission credential that indicates the user has paid to be admitted to the football game. In some examples, the ticket application may also be configured to communicate the admission credential to a peripheral device using short-range communication. For example, the identification application executing on the smartphone may recognize a peripheral device that receives the admission credential. In response to recognizing the peripheral device, the identification application may execute a configuration operation that causes the ticket application to communicate the admission credential to the peripheral device.

When the user arrives at the entrance to the football venue, the user may be required to pass through a ticketing gate. The ticketing gate may include a peripheral device capable receiving the admission credential. For example, the user may position the smartphone in proximity to the peripheral device (82). The smartphone may use short-range communication to receive a unique identifier from the peripheral device (84). Using the unique identifier, the identification application executing on the smartphone may query a profile database to identify configuration operations associated with
the unique identifier (86). In the current example, the user has previously configured the ticket application and identification application, therefore, the identification application may recognize the unique identifier (88). The identification application may retrieve definitions of configuration operations associated with the unique identifier (96). In some examples, the identification application may execute the configuration operation that causes the ticket application to send the admission credential to the peripheral device (98).

[0071] The user may sit in a seat in the football venue specified by the ticket credential to watch the football game. A short-range communication tag may be attached to or in physical proximity to the seat. When the user sits in the seat, the smartphone may be in proximity to the short-range communication tag (82). The smartphone, may therefore, receive a unique identifier from the short-range communication tag (84). The identification application executing on the smartphone may query the profile database to identify configuration operations associated with the unique identifier (86). Because no configuration operations are associated with the unique identifier in the profile database in this particular use case, the unique identifier is not recognized by the identification application (88).

[0072] The identification application executing on the smartphone may send a request message to a remote server that includes unique identifier (90). In some examples, the request message may cause the remote server to retrieve configuration operations associated with unique identifier (92). In the current example, configuration operations associated with the unique identifier may include switching the smartphone ringer setting to vibrate, installing and launching a football statistics application, and/or displaying information including food prices and restroom locations within the football venue. The smartphone may in turn receive definitions of the configuration operations (94). Upon receiving the definitions of the configuration operations, the identification operation may execute the configuration operations (98).

[0073] FIG. 8 is a block diagram illustrating an example of an identification application 122 that may be configured to execute configuration operations based on content types, in accordance with one or more aspects of the present disclosure. In some examples, applications executing on computing device 134 may register with identification application 122 according to a particular content type. In one example, a content type may be an attribute that is associated with a unique identifier. In another example, a content type may be an attribute associated with a peripheral device and received as information by computing device 134. In one example, identification application 122 receives information from a peripheral device that includes a content type. A content type may enable identification application 122 to perform configuration operations on one or more applications according to the content type. In other examples, a content type may enable identification application 122 to send data payload to one or more applications according to the content type. One example of a content type may include AUDIO_APPLICATION. The content type AUDIO_APPLICATION may be used to identify any of applications 110, 112, 114 that cause computing device 134 to output an audio signal. Another content type may be NETWORK_APPLICATION. The content type NETWORK_APPLICATION may be used to identify any of applications 110, 112, 114 that cause computing device 134 to perform network communication. The aforementioned content types, while illustrated in examples as character strings, may be implemented in any number of ways that uniquely represent each content type.

[0074] In some examples, one or more applications 110, 112, 114 executing on computing device 134 may be registered with identification application 122 based on various content types. In one example of registering an application based on a content type, a user may configure identification application 122 to associate an application and a content type. For example, a user may associate application 112 with content type X using identification application 122. Identification application 122 may store association 126 between application 110 and content type X in profile database 124. In another example, a user may associate application 112 with content type AUDIO_APPLICATION (not shown). Identification application 122 may store the association (not shown) between application 110 and content type AUDIO_APPLICATION in profile database 124.

[0075] In some examples, a user that registers an application with a content type may further define configuration operations associated with a content type. In one example, a configuration operation may include shutting down an application. In another example, a configuration operation may include sending a data payload to one or more applications.

[0076] In some examples, identification application 122 performs configuration operations based on the content type of the information received by computing device 134. For example, a user may initially register applications 110, 112 with identification application 122 based on content type X. The user may further define a configuration operation that sends the data payload of any information of content type X to applications registered with content type X. In one example, identification application 122 may receive information 116 from peripheral device 136. Information 116 may be of content type X. Upon receiving information 116, identification application 122 may query profile database 124 to identify applications registered with content type X. For example, profile database 124 may include associations 138, 126 that associate applications 110, 112 to content type X.

[0077] Identification application 122 may retrieve the definition of a configuration operation associated with content type X from profile database 124. The configuration operation associated with content type X may be executed or otherwise performed by identification application 122. Executing the configuration operation may cause identification application 122 to send the data payload of information 116 to applications 110, 112 because applications 110, 112 are registered with identification application 122 based on content type X. For example, data payloads 130A, 130B may correspond to the data payload of information 116. Identification application 122 may send data payloads 130A, 130B to applications 110, 112 because each these applications are registered with identification application 122 based on content type X. One example of content type X may include NETWORK_APPLICATION. The corresponding data payloads 130A, 130B may include data indicating the latency and bandwidth of the network connection. Network usage and operation of applications 110, 112 may, for example, change in response to the bandwidth and latency of network connection to provide optimal performance.

[0078] In another example, identification application 122 may receive information 118 from peripheral device 137, which may be of content type Y. Profile database 124 may include a definition of a configuration operation that terminates execution of any application registered with content
type Y. In response to receiving information 118, identification application 122 may query profile database 124 to determine that application 110 is associated with content type Y. Identification application 122 may send data 128 to application 110 that causes execution of application 110 to terminate because application 110 is registered with identification application 122 based on content type Y.

In another example, identification application 122 may receive information 120 from peripheral device 139, which may be of content type Z. Profile database 124 may include a definition of a configuration operation that causes an application registered with content type Z to initiate a connection with another device in proximity to computing device 134. In response to receiving information 120, identification application 122 may query profile database 124 to determine that application 114 is associated with content type Z. Identification application 122 may notify all applications executing on computing device 134 that data associated with content type Z may be retrieved from identification application 122. Application 114 may retrieve data 132, which may in turn initiate a connection with another device in proximity to computing device 134 from identification application 122.

One example of content type Z may be AUDIO_APPLICATION. The corresponding data payload 132 may include data that indicates the operating environment of computing device 134 has substantial background noise. Audio volume of application 114 may, for example, increase from a present setting to a higher new setting to ensure the user can hear the audio output generated by application 114.

FIG. 6 is a block diagram illustrating an example of a computing device 140 configured to communicate with other devices when a tag 146 is detected by computing device 140 using short-range communication, in accordance with one or more aspects of the present disclosure. Tag 146 may in some examples be a short-range communication tag. In some examples, tag 146 may be attached or in physical proximity to docking station 144.

In some examples, computing device 140, employing techniques of the present disclosure, may be placed on or near a peripheral device, e.g., docking station 144. Docking station 144 may provide, for example, power and/or network connectivity to computing device 140. Other devices may be in physical proximity to docking station 144 such as mobile device 142, laptop 148, backup device 150, printer 152, and/or scanner 154.

In some examples, computing device 140 may be configured to initiate communication with one or more devices in physical proximity to computing device 140 when tag 146 is detected. For example, a user may initially register a communication application executing on computing device 140 with a unique identifier of tag 146. In some examples, the communication application may be capable of enabling computing device 140 to communicate with other devices. The user may also define a configuration operation associated with the unique identifier of tag 146. The configuration operation may initiate and/or configure the communication application to communicate with other devices.

When computing device 140 is placed in docking station 144, computing device 140 may detect tag 146 using short-range communication. Computing device 140 may use the unique identifier of tag 146 to execute the configuration operation, which initiates and/or configures the communication application executing on computing device 140. The communication application may then communicate with other devices, for example, mobile device 142, laptop 148, backup device 150, printer 152, and/or scanner 154.

The techniques described in this disclosure may be implemented, at least in part, in hardware, software, firmware, or any combination thereof. For example, various aspects of the described techniques may be implemented within one or more processors, including one or more microprocessors, digital signal processors (DSPs), application-specific integrated circuits (ASICs), field-programmable gate arrays (FPGAs), or any other equivalent integrated or discrete logic circuitry, as well as any combinations of such components. The term “processor” or “processing circuitry” may generally refer to any of the foregoing logic circuitry, alone or in combination with other logic circuitry, or any other equivalent circuitry. A control unit including hardware may also perform one or more of the techniques of this disclosure.

Such hardware, software, and firmware may be implemented within the same device or within separate devices to support the various techniques described in this disclosure. In addition, any of the described units, modules or components may be implemented together or separately as discrete but interoperable logic devices. Depiction of different features as modules or units is intended to highlight different functional aspects and does not necessarily imply that such modules or units must be realized by separate hardware, firmware, or software components. Rather, functionality associated with one or more modules or units may be performed by separate hardware, firmware, or software components, or integrated within common or separate hardware, firmware, or software components.

The techniques described in this disclosure may also be embodied or encoded in an article of manufacture including a computer-readable storage medium encoded with instructions. Instructions embedded or encoded in an article of manufacture including a computer-readable storage medium encoded, may cause one or more programmable processors, or other processors, to implement one or more of the techniques described herein, such as when instructions included or encoded in the computer-readable storage medium are executed by the one or more processors. Computer-readable storage media may include random access memory (RAM), read only memory (ROM), programmable read only memory (PROM), erasable programmable read only memory (EPROM), electronically erasable programmable read only memory (EEPROM), flash memory, a hard disk, a compact disc ROM (CD-ROM), a floppy disk, a cassette, magnetic media, optical media, or other computer-readable media.

In some examples, a computer-readable storage medium may comprise non-transitory medium. The term “non-transitory” may indicate that the storage medium is not embodied in a carrier wave or a propagated signal. In certain examples, a non-transitory storage medium may store data that can, over time, change (e.g., in RAM or cache).

Various aspects of the disclosure have been described. These and other embodiments are within the scope of the following claims.

1. A method comprising:
   receiving, by a computing device that communicates via Near-Field Communication with a tag associated with a peripheral device, a unique identifier of the peripheral device and a data payload usable to change a current operating state of at least one application executing at the computing device to a different operating state;
querying, by the computing device, a profile associated with the unique identifier, wherein the profile comprises a definition of a configuration operation; if the computing device recognizes the unique identifier of the peripheral device, determining, by the computing device, the configuration operation for the computing device based on the unique identifier; and if the computing device does not recognize the unique identifier of the peripheral device, sending, by the computing device, a request to a network resource external to the computing device for data specifying the configuration operation for the computing device based on the unique identifier of the peripheral device, wherein the configuration operation changes the current operating state of the at least one application executing at the computing device to the different operating state based at least in part on the data payload.

2. The method of claim 1, wherein determining the configuration operation for the computing device further comprises:

- generating, by the computing device, a message comprising data that defines a second configuration operation, wherein the second configuration operation changes a second current state of at least one application executing on a second computing device to a second, different operating state; and
- sending, by the computing device to the second computing device, the message.

3. (canceled)

4. The method of claim 1, wherein the lookup request comprising the request to the network resource for data specifying the configuration operation includes the data payload, wherein the configuration operation is based on information of the data payload.

5. The method of claim 1, further comprising:

- receiving a content type, and wherein the configuration operation changes the current operating state of the at least one application executing on the computing device to the different operating state when the at least one application is associated with the content type, and wherein the content type comprises an attribute that associates the configuration operation with a group of one or more applications executing on the computing device.

6. The method of claim 5, further comprising:

- registering, by the computing device, the at least one application of the computing device with the content type, wherein registering the at least one application further comprises generating a first association between the at least one application and the content type, wherein the computing device uses the first association to identify the at least one application associated with the content type; and
- registering, by the computing device, the content type with the configuration operation, wherein registering the content type further comprises generating a second association between the content type and the configuration operation, wherein the computing device uses the second association to identify the configuration operation associated with the content type.

7. The method of claim 1, further comprising:

- storing, by the computing device in a database, the profile associated with the unique identifier, wherein the profile comprises a definition of the configuration operation.

8. The method of claim 1, further comprising:

- sending, by the computing device, a Near-Field Communication broadcast to request the unique identifier from the peripheral device.

9. The method of claim 1, wherein the unique identifier further comprises a cryptographic key.

10. (canceled)

11. The method of claim 1, wherein the data payload includes information associated with the peripheral device.

12. The method of claim 1, further comprising:

- providing the data payload for use by the configuration operation.

13. The method of claim 1, wherein the at least one application executing at the computing device comprises an operating system executing at the computing device.

14. The method of claim 1, wherein changing the current operating state of the at least one application at the computing device to a different operating state further comprises changing a unique configuration of the at least one application, wherein the unique configuration comprises data of the at least one application and a group of instructions of the at least one application operating on the data at a point in time.

15. The method of claim 1, further comprising:

- generating, by the computing device, an association between the configuration operation and the at least one application, wherein the computing device uses the association to identify the configuration operation associated with the at least one application.

16. The method of claim 1, further comprising:

- registering, by the computing device, the at least one application of the computing device with the unique identifier, wherein registering the at least one application comprises generating an association between the at least one application of the computing device and the unique identifier, wherein the computing device uses the association to identify the at least one application associated with unique identifier.

17. The method of claim 1, wherein the peripheral device comprises a docking station, short-range communication tag, laptop, backup device, printer, scanner, or mobile phone.

18. The method of claim 1, wherein if the computing device does not recognize the unique identifier of the peripheral device, sending, by the computing device, the lookup request to the network resource external to the computing device further comprises:

- generating, by the computing device, the lookup request, wherein the lookup request includes the unique identifier;
- sending, by the computing device to the network resource, the lookup request; and
- receiving, by the computing device, data usable by the computing device to retrieve an application associated with the unique identifier.

19. The method of claim 18, further comprising:

- receiving, by the computing device, a user input to install the application;
- selecting, by the computing device, the application based on the unique identifier; and
- installing the selected application at the computing device.

20. A computer-readable storage medium encoded with instructions that cause one or more processors of a computing device to:
receive, by the computing device that communicates via Near-Field Communication with a tag associated with a peripheral device, a unique identifier of the peripheral device and a data payload usable to change a current operating state of at least one application executing at the computing device to a different operating state; querying, by the computing device, a profile associated with the unique identifier, wherein the profile comprises a definition of a configuration operation;

if the computing device recognizes the unique identifier of the peripheral device, determine, by the computing device, the configuration operation for the computing device based on the unique identifier; and

if the computing device does not recognize the unique identifier of the peripheral device, send, by the computing device, a lookup request to a network resource external to the computing device for data specifying the configuration operation for the computing device based on the unique identifier of the peripheral device, wherein the configuration operation changes the current operating state of the at least one application executing at the computing device to the different operating state based at least in part on the data payload.

21. A computing device, comprising:
one or more processors;
a Near-Field Communication device to receive, from a tag associated with a peripheral device, a unique identifier of a peripheral device and a data payload usable to change a current operating state of at least one application executing at the computing device to a different operating state;
an application installed at the computing device and operable by the one or more processors to query a profile associated with the unique identifier, wherein the profile comprises a definition of a configuration operation;
if the computing device recognizes the unique identifier of the peripheral device, determine the configuration operation based on the unique identifier; and
if the computing device does not recognize the unique identifier of the peripheral device, send a lookup request to a network resource for data specifying the configuration operation for the computing device based on the unique identifier of the peripheral device, wherein the configuration operation changes the current operating state of the at least one application executing at the computing device to the different operating state based at least in part on the data payload.