METHODS AND SYSTEMS FOR PROCESSING OVERHEAD REDUCTION FOR CONTROL CHANNEL PACKETS

Inventors: Alexei Gorokhov, San Diego, CA (US); Aamod Khandekar, San Diego, CA (US); Mohammad J. Borran, San Diego, CA (US); Rajat Prakash, San Diego, CA (US)

Assignee: QUALCOMM INCORPORATED, San Diego, CA (US)

Appl. No.: 11/768,135
Filed: Jun. 25, 2007

Prior Publication Data

Related U.S. Application Data
Continuation-in-part of application No. 11/766,353, filed on Jun. 21, 2007, and which is a continuation-in-

part of application No. 11/766,325, filed on Jun. 21, 2007.

Provisional application No. 60/816,281, filed on Jun. 23, 2006. Provisional application No. 60/815,733, filed on Jun. 21, 2006. Provisional application No. 60/815,664, filed on Jun. 21, 2006.

Publication Classification
Int. Cl. H04Q 7/24 (2006.01)
U.S. Cl. ......................................................... 370/338

ABSTRACT

Various methods and systems receiving information from an access point over a wireless link in order to reduce processing and/or transmission overhead are disclosed. Such methods and systems may include the processing of a received packet using a descrambling operation on at least a portion of the packet’s information based on a MAC-ID associated with an access terminal to produce at least a first processed packet, and determining whether the received packet is targeted to the access terminal based on the first processed packet.
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CLAIM OF PRIORITY UNDER 35 U.S.C. §119

[0001] The present application for patent claims priority to Provisional Application No. 60/816,281 entitled, ULTRA-HIGH DATA RATE (UHDR) FOR MOBILE BROADBAND WIRELESS ASSSESS, filed Jun. 23, 2006, and assigned to the assignee hereof and hereby expressly incorporated by reference herein.

BACKGROUND

[0002] I. Field

[0003] The following description relates generally to wireless networks, and more particularly to the reduction of processing overhead in a wireless network environment.

[0004] II. Background

[0005] Wireless communication networks are commonly used to communicate information regardless of where a user is located and whether a user is stationary or moving. Generally, wireless communication networks are established through a mobile device, or an access terminal) communicating with a series of base stations (or “access points”). When multiple access terminals are being serviced by a single access point, the access point may be used to allocate and de-allocate resources, e.g., specific frequency components in an Orthogonal Frequency Division Multiplexed (OFDM) system, as well as control the power output and other aspects of each access terminal.

[0006] Typically, the allocation of resources and control of individual access terminals can be handled through a common “control channel” broadcasted by an access point to the access terminals. That is, as an access point broadcasts individual packets of control information, each access terminal responsive to the access point can receive the packets, extract the control information from the packets, and act upon the control information should the control information require some reconfiguration of the respective access terminal’s operation.

[0007] Unfortunately, this approach to controlling individual access terminals can come at the price of wasted computing overhead.

[0008] Accordingly, methods and systems for reducing the computational overhead associated with wireless control channels may be useful.

SUMMARY

[0009] Various aspects and embodiments of the invention are described in further detail below.

[0010] In an embodiment, a method for receiving information from an access point over a wireless link includes wirelessly receiving a packet containing information, processing the received packet using at least a scrambling operation on at least a portion of the information based on a first identifier associated with an access terminal to produce at least a first processed packet, and determining whether the received packet is targeted to the access terminal based on the first processed packet.

[0011] In another embodiment, a computer-readable memory is disclosed. The computer-readable memory contains a plurality of instructions that, when accessed by a computer, enables the computer to perform the steps of processing a received packet using at least a scrambling operation on at least a portion of the information based on a first identifier associated with an access terminal to produce at least a first processed packet, and determining whether the received packet is targeted to the user based on the first processed packet.

[0012] In yet another embodiment, a system for receiving information from an access point over a wireless link includes a media access controller (MAC) with a processing circuit and a memory in communication with the processing circuit. The MAC is configured to process a wirelessly received packet to determine whether the wirelessly received packet is directed for use by the system by performing a descrambling operation on at least a portion of the received packet using a MAC identification (MAC-ID) associated with the MAC as a descrambling key.

[0013] In still another embodiment, a system for receiving information from an access point over a wireless link includes a computer-readable memory, and a determining means in communication with the memory for determining whether a packet residing in the memory is intended for use with the system based on a descrambling operation on at least a portion of the packet using a specific Media Access Controller Identifier (MAC-ID).

[0014] In a further embodiment, a method for transmitting information to an access terminal over a wireless link includes processing a first packet containing information by applying at least a scrambling operation on at least a portion of the information using a logical address associated with an intended access terminal to produce at least a first processed packet, and wirelessly transmitting the processed packet to a plurality of access terminals.

[0015] In yet another embodiment, a system for transmitting information to an access terminal over a wireless link includes a media access control (MAC) circuit configured to scramble at least a portion of information in a packet using a specific Media Access Controller Identifier (MAC-ID), and transmission circuitry for wirelessly transmitting the scrambled packet.

BRIEF DESCRIPTION OF THE DRAWINGS

[0016] The features and nature of the present disclosure will become more apparent from the detailed description set forth below when taken in conjunction with the accompanying drawings in which reference characters identify corresponding items.

[0017] FIG. 1 depicts an exemplary wireless communication system having an access point and a number of access terminals.

[0018] FIG. 2 depicts functional details of portions of an exemplary access point interacting with an exemplary access terminal.

[0019] FIG. 3 shows details of a portion of an exemplary media access controller for the access point of FIG. 2.

[0020] FIG. 4 shows details of a portion of an exemplary media access controller for the access terminal of FIG. 2.
FIG. 5 depicts a number of exemplary transformations of a communication packet according to the disclosed methods and systems.

FIG. 6 is a flowchart outlining a first exemplary operation of the disclosed methods and systems.

FIG. 7 is a flowchart outlining a second exemplary operation of the disclosed methods and systems.

DETAILED DESCRIPTION

The disclosed methods and systems below may be described generally, as well as in terms of specific examples and/or specific embodiments. For instances where references are made to detailed examples and/or embodiments, it should be appreciated that any of the underlying principals described are not to be limited to a single embodiment, but may be expanded for use with any of the other methods and systems described herein as will be understood by one of ordinary skill in the art unless otherwise stated specifically.

It is to be appreciated that the methods and systems disclosed below may relate to both mobile and non-mobile systems including mobile phones, PDAs and lap-top PCs, as well as any number of specially equipped/modified music players (e.g., a modified Apple iPOD®), video players, multimedia players, televisions (both stationary, portable and/ or installed in a vehicle), electronic game systems, digital cameras and video camcorders that might implement wireless communication technology.

It is also to be appreciated that, for the present disclosure, the term “data scrambler” may be expanded beyond its various traditional forms of use. That is, while some or all of the various disclosed embodiments of data scramblers may act such that they convert digital signals into pseudo-random sequences that avoid long strings of simple patterns, or effectively encrypt information, the term “data scrambler” may in various embodiments include any number of devices capable of encrypting, mapping or transforming a first string of digital signals into a second string of digital signals in a manner that allows some or all of the first string of digital signals to be reliably reconstructed. For example, a device that inverts every other data bit in a packet’s payload or the data bits of a checksum may be considered a data scrambler in the general sense. Similarly, a device that inverts data bits of a 16-bit checksum based on a unique identifier of 16 bits or less (e.g., performs an XOR operation) may be considered a data scrambler having the unique identifier as a cipher key.

Note that in the various embodiments described below, the term “Media Access Controller Identifier” (or “MAC-ID”) may be construed as an Identifier associated with a specific terminal, an identifier associated with a specific MAC belonging to a terminal or group of terminals, or both.

FIG. 1 depicts an exemplary wireless communication system having an access point and a number of access terminals and 130.

In operation, access terminal 120 may be in communication with access point 110 using a number of related forward link channels 124 and a number of related reverse link channels 122. Similarly, access terminal 130 may be in communication with access point 110 using a number of related forward link channels 134 and a number of related reverse link channels 132.

Generally, the access point 110 may provide at least two types of information to each of the access terminals 120 and 130 including: (1) traffic information and (2) control information. As is well known to those skilled in the relevant arts, traffic information generally consists of voice data, text message data, some form of multimedia or the like. In contrast, control information generally consists of commands and data provided by an access point for the purpose of distributing/allocating the available communication resources among access terminals, controlling the transmit power output of each access terminal, and so on. By way of example, control information might include a command from access point 110 to access terminal 120 requesting that access point 120 transmit traffic information using a first range of OFDM sub-carriers, a particular TDMA time slot, and using a specific output power level.

In various embodiments, some or all of the control information may be conveyed from the access point 110 to the access terminals 120 and 130 in special “control packets” transmitted via one or more predetermined wireless “control channels.”

In certain embodiments, a control packet may include a header section and a payload section with the header section containing header data and the payload section containing payload data and some form of error detection data, such as a checksum. See, FIG. 5 (top-left) for an example of a control packet.

In order to identify specific control packets as being directed to a specific access terminal(s), a control packet may have a MAC-ID value of the targeted access terminal(s) or some other identifier associated with the targeted access terminal(s) embedded in the control packets payload or header section. For example, the access point 110 of FIG. 1 may issue a command requesting that access terminal 120 employ a specific set of sub-carriers of an available OFDM frequency range for reverse-link communications. As the appropriate control packet is formed, the MAC-ID of access terminal 120 can be embedded therein, and the control packet can be then transmitted from the access point 110 to both access terminals 120 and 130. While both access terminals 120 and 130 may receive and perform some preliminary processing on the control packet to determine whether the control command is directed to them, only access terminal 120 may be required to perform some form of reconfiguration based on the embedded MAC-ID.

Unfortunately, this approach may be wasteful of the processing power of each access terminal 120 and 130, as well as the available transmission bandwidth of the communication system 100 as a whole.

Accordingly, in a series of embodiments much of the processing overhead and “transmission overhead”, e.g., the number of bits in each control packet, may be eliminated by removing a MAC-ID from the body of a packet and then encoding the MAC-ID into the remainder of the packet by use of some form of scrambling. That is, the “weeding out” of unrelated control packets may be accomplished by scrambling portions of control packets based on a MAC-ID (or some other identifier) such that the scrambled control packets will appear as containing corrupted data by (after a de-scrambling operation) making the checksum appear wrong to these MACs not associated with the MAC-ID.

As some measure of error detection is done for each received packet at the MAC layer, control packets directed to
another access terminal may be marked as corrupt and discarded by access terminals with little, if any, added overhead at the MAC layer.

[0037] Thus, not only can processing above the MAC layer be reduced, but there can be a substantial reduction in transmission overhead.

[0038] Note that in various embodiments, a particular access point may scramble control packets using a variety of cipher keys, including a MAC-ID associated with a respective access terminal, an IP address associated with an access terminal, a special key code made for the purpose of scrambling, a broadcast ID code used for broadcasting control messages to all access terminals in contact with the access point, or some hybrid ID used for allowing subsets of access terminals to be targeted. Thus, while the following discussion focuses on the use of MAC-IDs as cipher/scrambling keys, it should be appreciated that MAC-IDs are used for illustration purposes and are not intended to limit the scope of applicable substitutes.

[0039] FIG. 2 depicts functional details of portions of an exemplary (very simplified) access point 110 interacting with an exemplary (very simplified) access terminal 120.

[0040] As shown in FIG. 2, the exemplary access point 110 includes an antenna 220, a physical layer (PHY) device 218, a MAC device 216, a control processor 214 and a data source/sink 212. As further shown in FIG. 2, the exemplary access terminal 120 also includes an antenna 260, a physical layer (PHY) device 258, a MAC device 256, a control processor 254 and a data source/sink 252.

[0041] In operation, the physical networking infrastructure between access point 110 and access terminal 120 may be established via the respective PHY devices 218 and 258 and antennas 220 and 270. Accordingly, those functions typically associated with the PHY layer, such as carrier sensing, modulation, demodulation, frequency shifting, carrier transmission and reception, and so on, can be performed.

[0042] The MACs 216 and 256, in turn, can perform a number of traditional MAC functions, such as providing a MAC-ID, forming packets, extracting data from packets, providing outer-coding and decoding, providing checksums (or other error detecting information), and so on.

[0043] The respective data sources/sinks 212 and 252 may provide traffic information, e.g., voice data, to their respective devices 110 and 120 as well as provide a useful outlet, e.g., a speaker, for wirelessly received data. Note that for the present example of FIG. 2, various communication layers/devices, such as a transport or applications layer/device, that might typically be associated with the MACs 216 and 256 are omitted for simplicity of explanation.

[0044] Continuing, the access point’s control processor 214 may be used to coordinate system resources, e.g., allocate OFDM sub-carriers for a plurality of access terminals, regulate the transmit power levels of individual access terminals, and so on. For the present example, control processor 214 can provide control information directly to MAC 216, which in turn may package the control information, then forward the packaged control information to PHY 216 such that the packaged control information may be sent to access terminal 120.

[0045] The control processor 254 for access terminal 120 may receive the packaged control information via PHY 258 and MAC 256, then process the control information as may be required so as to cause access terminal 120 to operate according to the constraints dictated by the control processor 214 for access point 110.

[0046] FIG. 3 shows details of a portion of an exemplary media access controller 216 for the access point 110 of FIG. 2. As shown in FIG. 3, the exemplary media access controller 216 includes a controller 310, a memory 320, a packet forming device 330 with an error detection data device 332 (e.g., a checksum generator), a scrambling device 340, a coding device 350, an output device 380 and an input device 390. The above components 310-390 are coupled together by control/data bus 302.

[0047] Although the media access controller 216 of FIG. 3 uses a bussed architecture, it should be appreciated that any other architecture may be used as is well known to those of ordinary skill in the art. For example, in various embodiments, the various components 310-390 can take the form of separate electronic components coupled together via a series of separate busses.

[0048] Still further, in various embodiments some of the above-listed components 330-350 can take the form of software/firmware routines residing in memory 320 to be operated upon by the controller 310, or even software/firmware routines residing in separate memories while being operated upon by different controllers.

[0049] In operation, various forms of traffic information and control information may be received by the input device 390 and stored in memory 320. For instances where control information is received, the controller 310 may cause the packet forming device 330 to embed the control information into a packet. For example, the controller 310 may cause the packet forming device 330 to embed a first set of control information into a payload section of a packet, then add the appropriate packet header and provide a checksum for the payload data.

[0050] Note that while a checksum is used for error detection in the exemplary MAC embodiment of FIG. 3, in various embodiments it should be appreciated that a wide variety of alternate forms of error detection data may be used, such as Reed-Solomon codes, as may be found necessary or otherwise desirable. Thus, while the following discussion focuses on the use of checksums as cipher/scrambling keys, it should be appreciated that checksums are used for illustration purposes and are not intended to limit the scope of applicable substitutes.

[0051] Once a packet of control information is formed, the scrambling device 340 may apply any number of scrambling operations upon the packet. For example, in various embodiments, the scrambling device 340 may employ a scrambling operation based on a specially-configured shift register to convert the payload data into pseudo-random sequences that avoid long strings of simple patterns and/or encrypt the payload data. In such instances, scrambling may be based on a cipher key, e.g., a MAC-ID, related to a targeted access terminal.

[0052] For instance, assuming that a single access terminal (out of one-hundred of such devices in communication with the MAC 216) needs to be targeted, the scrambling device 340 may employ the appropriate MAC-ID of the targeted access terminal to produce a scrambled payload section that is effec-
tively customized for the targeted access terminal. Once the scrambled control packet is received by each access terminal, each access terminal can perform a descrambling operation based upon its own MAC-ID at the MAC layer. As only the targeted access point will correctly descramble/reconstruct the payload section, the remaining (untargeted) access points can discard the control packet as it is likely that a checksum operation performed on the wrongly reconstructed payload section will indicate a corrupted packet.

Jumping forward to FIG. 5, the process of scrambling and descrambling a control packet is illustrated. At the top-left of FIG. 5 is an exemplary control packet containing a header section and a payload section with checksum. Continuing to the middle-right, a processed control packet is illustrated containing a header section and a scrambled payload section with scrambled checksum. Continuing further to the bottom-left, a reconstructed control packet is illustrated containing a header section and a reconstructed payload section with reconstructed checksum. Note again that the reconstructed payload section and checksum should be the same as original payload section and checksum only if the same MAC-ID is used for both scrambling and descrambling.

Returning to FIG. 3, as the resultant bit-stream of scrambled payload data can be different for each unique MAC-ID employed, it should be appreciated that the scrambling device 340 can provide a unique scrambled pattern for each targeted access terminal. Also note that when control information may need to be broadcast to all access terminals in communication with the MAC 216, the scrambling device 340 may employ a broadcast ID or perhaps forego scrambling altogether.

It should also be appreciated that various embodiments of the MAC 316 of FIG. 3 may employ scrambling techniques that require less than the entirety of a packet’s payload section may be scrambled. For example, in a first series of embodiments, the majority or entirety of a payload may be scrambled while in a second series of embodiments, the minority of a payload or even a single word may be scrambled. Still further, it may be useful to only scramble the checksum, which is typically a single 8 or 16-bit word.

It should further be appreciated that scrambling may take other forms beyond the application of shift-register devices with feedback, for example, the application of a simple linear or logical operation on one or more words within a packet. For example, by allowing the scrambling device 340 to simply add (or subtract) a MAC-ID (or broadcast ID) to a packet’s checksum, an intended access terminal may determine whether the resultant packet is intended for it by simply performing a checksum operation, then comparing the resultant checksum to its MAC-ID, the broadcast ID, zero (indicating that no scrambling was performed) or perhaps some value indicating a subset of available access terminals. Similarly, an exclusive-or (XOR) operation of a checksum with a MAC-ID might be employed.

Assuming a checksum of 16 bits and a MAC-ID of 9 or 11 bits, it should be appreciated that the checksum may not only be uniquely changed for each MAC-ID, but that there may be ample state space to define dozens of different subgroups of access points as well.

Still further, the scrambling device 340 may employ any number of operations useful for scrambling, including mapping operations, combinations of shifting, linear and logical operations, and so on.

After the scrambling device 340 has performed the appropriate data scrambling operations, the coding device 350 can perform the appropriate error correction coding operations.

Note that in various embodiments, the steps of coding and scrambling may be reversed in order.

However, it should be appreciated that if a packet is first encoded and then scrambled, the MAC 216 may need to perform a separate descrambling operation and a separate decoding operation for each MAC-ID (e.g., a broadcast MAC-ID and a unicast MAC-ID) that might be considered.

On the other hand, if a packet is first scrambled and then encoded, the MAC 216 can perform for a common decoding operation for any number of separate descrambling operations, which can substantially reduce processing overhead when multiple MAC-IDs must be considered.

Next, the scrambled and coded packet may be exported to the PHY level via output device 380, where the exported packet may then be wirelessly transmitted to any number of access terminals using any combination of transmission circuitry.

FIG. 4 shows details of a portion of an exemplary media access controller 256 for the access terminal 120 of FIG. 2. As shown in FIG. 4, the exemplary media access controller 256 includes a controller 410, a memory 420, a decoding device 430, a descrambling device 440, an error detection device 450, a data extraction device 460, an output device 480, and an input device 490. The above components 410-490 are coupled together by control/data bus 402.

As with the MAC 316 of FIG. 3, the present media access controller 256 of FIG. 4 uses a bussed architecture. However, it should be appreciated that any other architecture may be used as is well known to those of ordinary skill in the art. For example, in various embodiments, the various components 410-490 can take the form of separate electronic components coupled together via a series of separate busses. Still further, in various embodiments some of the above-listed components 430-460 can take the form of software/firmware routines residing in memory 420 to be operated upon by the controller 410, or even software/firmware routines residing in separate memories in separate servers/computers being operated upon by different controllers.

In operation, various forms of traffic information and packets of control information may be received by the input device 490 and stored in memory 420. For instances where a packet of control information is received from a remote access point, the controller 410 may cause the decoding device 430 to perform the appropriate error-correcting operations on the received packet. Subsequently, the decoded packet may be sent to the descrambling device 440.

The descrambling device 440 may then employ any number of descrambling operations upon the packet consistent with the form(s) of scrambling operations performed upon the packet by an access point. Assuming that the received packets of control data were scrambled based on a cipher key, the descrambling may be based on the assumption
that the cipher key is some form of information, such as a MAC-ID, related to the MAC 256 and/or a broadcast ID.

[0068] Again, it should be appreciated that various embodiments may employ scrambling and descrambling of less than an entirety of a packet’s payload, and that scrambling may range from the entirety of a packet’s payload to a single word of the payload. It should further be appreciated that, as with scrambling, descrambling operations may take the form of simple linear operations, e.g., adding/subtracting a MAC-ID or broadcast ID to a packet’s checksum, logical operations, using of using shift-registers with feedback, mapping operations and so on.

[0069] After the descrambling device 440 has performed the appropriate data scrambling operations, the error detection device 450 may perform the appropriate check on the payload data to see whether the error detection data is commensurate with the rest of the payload section. Should the error detection device 450 determine that a packet is corrupted and/or isn’t directed to the MAC 256, the controller 410 may cause the packet to be discarded and optionally send an appropriate flag to an external device signaling that the packet was discarded.

[0070] However, should the error detection device 450 determine that the packet is not corrupted and directed to the MAC 256, the controller 410 may cause the control information within the packet to be extracted using the data extraction device 460, and the extracted data to be exported for further processing via the output device 480 while optionally sending an appropriate flag to an external device signaling that a packet was accepted and ready for further processing.

[0071] FIG. 6 is a flowchart outlining a first exemplary operation of the disclosed methods and systems. The process starts in step 602 where a set of new control parameters/information may be determined by an access point or device associated with the access point. Next, in step 604, a control packet containing the control parameters/information is formed for one or more intended/targeted access terminal(s). Then, in step 606, a scrambling operation is performed on portions of the control packet (e.g., an entire payload section or a checksum) based on identification information (e.g., a MAC-ID) associated with the targeted access terminal, by a broadcast ID, or by some other identifier associated with one or more access terminals. Control continues to step 608.

[0072] In step 608, the scrambled control packet is then error-coded. Note that, as stated above, the steps of scrambling and coding may be interchanged in many embodiments. Next, in step 610, the coded and scrambled packet is then transmitted to one or more access terminals via a wireless control channel, and control then jumps back to step 602 where the process may be repeated as needed.

[0073] FIG. 7 is a flowchart outlining a second exemplary operation of the disclosed methods and systems. The process starts in step 702 where a packet containing control information is received via a wireless control channel. Next, in step 704, the received packet is then error-decoded. Then, in step 706, the decoded packet is descrambled, again noting that the steps of scrambling and decoding may be interchanged in many embodiments. Additionally, as mentioned above, descrambling, like scrambling, may be based on MAC-IDs, broadcast IDs or other identifies. Further, descrambling operations, like scrambling operations, may take a variety of forms including shifting operations, mapping operations, linear operations, logical operations, and so on. Control continues to step 708.

[0074] In step 708, an error detection operation, such as a checksum verification, is performed. Then, in step 710, a determination is made as to whether a data error was found in step 708. If an error was detected, control jumps to step 730; otherwise, control continues to step 712.

[0075] In step 712, the information of the descrambled and decoded control packet may be processed, e.g., the operational parameters of an access terminal may be modified based on the control information, and control then jumps back to step 702 where the process may be repeated as needed.

[0076] In step 730, the decoded packet is again descrambled, this time based on a broadcast ID and/or an ID associated with at least one of a group/subgroup of access terminals. Next, in step 732, an error detection operation, such as a checksum verification, is performed. Then, in step 740, a determination is made as to whether a data error was found in step 732. If an error was detected, the received control packet may be effectively discarded and control jumps back to step 702; otherwise, control continues to step 742.

[0077] In step 742, the information of the descrambled and decoded control packet may be processed, and control then jumps back to step 702 where the process may be repeated as needed.

[0078] In various embodiments of the above-described systems and/or methods, it is possible to implement using a programmable device, such as a computer-based system or programmable logic, it should be appreciated that the above-described systems and methods can be implemented using any of various known or later developed programming languages, such as “C”, “C++”, “FORTRAN”, “Pascal”, “VHDL” and the like.

[0079] Accordingly, various storage media, such as magnetic computer disks, optical disks, electronic memories and the like, can be prepared that can contain information that can direct a device, such as a computer, to implement the above-described systems and/or methods. Once an appropriate device has access to the information and programs contained on the storage media, the storage media can provide the information and programs to the device, thus enabling the device to perform the above-described systems and/or methods.

[0080] For example, if a computer disk containing appropriate materials, such as a source file, an object file, an executable file or the like, were provided to a computer, the computer could receive the information, appropriately configure itself and perform the functions of the various systems and methods outlined in the diagrams and flowcharts above to implement the various functions. That is, the computer could receive various portions of information from the disk relating to different elements of the above-described systems and/or methods, implement the individual systems and/or methods and coordinate the functions of the individual systems and/or methods related to communications.

[0081] What has been described above includes examples of one or more embodiments. It is, of course, not possible to describe every conceivable combination of components or methodologies for purposes of describing the aforementioned embodiments, but one of ordinary skill in the art may recog-
nize that many further combinations and permutations of various embodiments are possible. Accordingly, the described embodiments are intended to embrace all such alterations, modifications and variations that fall within the spirit and scope of the appended claims. Furthermore, to the extent that the term “includes” is used in either the detailed description or the claims, such term is intended to be inclusive in a manner similar to the term “comprising” as “comprising” is interpreted when employed as a transitional word in a claim.

What is claimed is:

1. A method for receiving information from an access point over a wireless link, comprising:
   - wirelessly receiving a packet containing information;
   - processing the received packet using at least a descrambling operation on at least a portion of the information based on a first identifier associated with an access terminal to produce at least a first processed packet; and
   - determining whether the received packet is targeted to the access terminal based on the first processed packet.

2. The method of claim 1, wherein the step of processing further includes a decoding operation on the received packet.

3. The method of claim 2, wherein the step of processing includes first decoding the received packet to produce a decoded packet, then descrambling the decoded packet.

4. The method of claim 3, wherein the packet information includes payload data and error detection data.

5. The method of claim 4, wherein the error detection data includes a checksum derived from the payload data.

6. The method of claim 5, wherein the first identifier is a media access controller (MAC) identifier (MAC-ID) of the access terminal.

7. The method of claim 6, wherein the first identifier at least one of a broadcast MAC-ID and a MAC-ID assigned specifically to the access terminal.

8. The method of claim 7, wherein the first identifier is a MAC-ID assigned to the access terminal.

9. The method of claim 3, wherein the step of processing causes at least a majority of the packet information to be descrambled.

10. The method of claim 9, wherein packet information is descrambled by performing a shift-register based operation on the MAC-ID.

11. The method of claim 10, wherein the step of processing causes the entire packet information to be descrambled.

12. The method of claim 11, wherein packet information is descrambled by performing a shift-register based operation on the MAC-ID.

13. The method of claim 3, wherein the step of processing causes only the checksum to be descrambled.

14. The method of claim 13, wherein the checksum is descrambled by performing a linear operation.

15. The method of claim 14, wherein the checksum is descrambled by adding or subtracting the MAC-ID to or from the payload data.

16. The method of claim 15, wherein the checksum is descrambled by performing a logical operation on a checksum of the payload data based on the MAC-ID.

17. The method of claim 13, wherein the checksum is descrambled by performing a shift-register based operation on the MAC-ID.

18. The method of claim 1, wherein the step of processing includes:
   - performing a first descrambling operation based on a MAC-ID specifically associated with the access terminal to produce the first processed packet; and
   - performing a second descrambling operation based on a broadcast MAC-ID to produce a second processed packet.

19. The method of claim 18, wherein the step of determining includes determining whether the received packet is targeted to the access terminal based on both a MAC-ID specific to the access terminal and a broadcast MAC-ID.

20. The method of claim 1, wherein the received packet contains channel control information.


22. A Media Access Controller (MAC) that performs the method of claim 1.

23. A computer-readable memory containing a plurality of instructions that, when accessed by a computer, enables the computer to perform the steps of:
   - processing a received packet using at least a descrambling operation on at least a portion of the information based on a first identifier associated with an access terminal to produce at least a first processed packet; and
   - determining whether the received packet is targeted to the user based on the first processed packet.

24. The computer-readable memory of claim 23, wherein the processing instructions further includes a decoding operation on the received packet.

25. The computer-readable memory of claim 24, wherein the processing instructions include a first decoding operation on the received packet to produce a decoded packet, then a descrambling operation on the decoded packet.

26. The computer-readable memory of claim 25, wherein the information includes payload data for at least one wireless control channel and a checksum derived from the payload data.

27. The computer-readable memory of claim 26, wherein the first identifier is a media access controller (MAC) identifier (MAC-ID) assigned specifically to the access terminal.

28. The computer-readable memory of claim 25, wherein at least the checksum is descrambled by performing at least one of a linear operation, a shift-register based operation and a mapping operation.

29. The computer-readable memory of claim 28, wherein at least a portion of the payload data and the checksum are descrambled by performing a shift-register based operation.

30. A system for receiving information from an access point over a wireless link, comprising:
   - a media access controller (MAC) with a processing circuit and a memory in communication with the processing circuit, wherein the MAC is configured to process a wirelessly received packet to determine whether the wirelessly received packet is directed for use by the system by performing a descrambling operation on at least a portion of the received packet using a MAC identification (MAC-ID) associated with the MAC as a descrambling key.

31. The system of claim 30, wherein the MAC is further configured to perform a decoding operation on the received packet...
packet to produce a decoded packet, then a descrambling operation on the decoded packet.

32. The system of claim 30, wherein the step of processing uses at least one of a linear operation, a shift-register based operation and a mapping operation.

33. The method of claim 30, wherein the received packet information includes payload data and a data checksum derived from the payload data.

34. The system of claim 30, wherein the step of processing uses at a shift-register based operation.

35. A system for receiving information from an access point over a wireless link, comprising:

   a computer-readable memory; and

   a determining means in communication with the memory for determining whether a packet residing in the memory is intended for use with the system based on a descrambling operation on at least a portion of the packet using a specific Media Access Controller Identifier (MAC-ID).

36. The system of claim 35, wherein the determining means includes a decoding means for performing a decoding operation on the received packet to produce a decoded packet, and a descrambling means for performing the descrambling operation on the decoded packet.

37. The system of claim 36, wherein the packet includes payload data with embedded wireless channel control information and a checksum derived from the payload data, and wherein at least a portion of the packet is scrambled using a key based on a MAC identification (MAC-ID).

38. The system of claim 35, wherein the determining means includes a decoding means for performing one or more decoding operations on at least a portion of received packets.

39. The system of claim 38, wherein the system is designed to process control information imbedded in each descramble packet that has a checksum that complies with the descramble packet's respective payload data.

40. A method for transmitting information to an access terminal over a wireless link, comprising:

   processing a first packet containing information by applying at least a scrambling operation on at least a portion of the information using a logical address associated with an intended access terminal to produce at least a first processed packet; and

   wirelessly transmitting the processed packet to a plurality of access terminals.

41. The method of claim 40, wherein the step of processing further includes a coding operation after the scrambling operation.

42. The method of claim 41, wherein the first packet's information includes payload data and a data checksum derived from the payload data.

43. The method of claim 42, wherein the logical address is a media access controller identifier (MAC-ID) of the intended access terminal.

44. The method of claim 43, wherein the step of processing causes at least a majority of the packet information to be scrambled.

45. The method of claim 43, wherein the step of processing causes a minority of the packet information to be scrambled.

46. The method of claim 43, wherein the step of processing uses at least one of a linear operation, a shift-register based operation and a mapping operation.

47. The method of claim 46, wherein the step of processing uses at least a shift-register based operation.

48. A system for transmitting information to an access terminal over a wireless link, comprising:

   a media access control (MAC) circuit configured to scramble at least a portion of information in a packet using a specific Media Access Controller Identifier (MAC-ID); and

   transmission circuitry for wirelessly transmitting the scrambled packet.

49. The system of claim 48, wherein the media access control (MAC) circuit is configured to scramble at least a portion of information in a packet using a specific Media Access Controller Identifier (MAC-ID), then perform a coding operation on the packet;

50. The system of claim 49, wherein the packet includes payload data and error detection data derived from the payload data.

51. The system of claim 50, wherein the error detection data is a checksum derived from the payload data.

52. The system of claim 50, wherein the MAC scrambles the entire payload and checksum.

53. The system of claim 50, wherein the MAC scrambles less than the entire packet information.

54. The system of claim 50, wherein media access control (MAC) circuit is configured to scramble using a shift-register based operation.