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DATA PROCESSING SYSTEMAND METHOD 
USING RELATIONAL SIGNATURES 

CROSS-REFERENCE TO RELATED 
APPLICATIONS 

This patent application is a non-provisional patent appli 
cation of, and claims priority to, each of the following provi 
sional patent applications: 1) U.S. Provisional Patent Appli 
cation Ser. No. 61/367,386, that is entitled “DATA 
PROCESSING SYSTEM & METHOD USING RELA 
TIONAL SIGNATURES, and that was filed on Jul. 24, 2010; 
2) U.S. Provisional Patent Application Ser. No. 61/367,387, 
that is entitled “RELATIONAL DATA SIGNATURES, and 
that was filed on Jul. 24, 2010; 3) U.S. Provisional Patent 
Application Ser. No. 61/367,389, that is entitled “SIGNA 
TURE PLOT-BASED DATAPRESENTATION SYSTEM & 

METHOD,” and that was filed on Jul. 24, 2010; 4) U.S. 
Provisional Patent Application Ser. No. 61/367,393, that is 
entitled NON-IMAGERY DATA PRESENTATION SYS 
TEM & METHOD,” and that was filed on Jul. 24, 2010; 5) 
U.S. Provisional Patent Application Ser. No. 61/367,392, that 
is entitled “SIGNATURE-BASED DATA PRESENTATION 
SYSTEM & METHOD, and that was filed on Jul. 24, 2010; 
and 6) U.S. Provisional Patent Application Ser. No. 61/367, 
391, that is entitled “SIGNATURE VALUE-BASED DATA 
PRESENTATION SYSTEM & METHOD, and that was 
filed on Jul. 24, 2010. The entire disclosure of each of the six 
above-noted provisional patent applications is hereby incor 
porated by reference in their entirety herein. 

FIELD OF THE INVENTION 

Various aspects of the present invention generally relate to 
what may be broadly characterized as data handling opera 
tions (e.g., assessment of data; presentation of data) and, 
more particularly, using relational signatures to facilitate one 
or more aspects of data handling operations. 

BACKGROUND 

The Volume of data that is being generated has experienced 
rather significant growth in recent times. Analyzing large 
quantities of data may require a significant amount of time 
(whether done manually or by one or more computers), which 
may be undesirable and/or unacceptable in at least some 
circumstances. Adding to the complexity of data analysis is 
that data may be of any number of data types. “Automated 
data analyzers (e.g., pattern recognition algorithms; feature 
extractors) may be expensive to develop, and furthermore 
may be specific to only a single data type or a particular data 
application. 

SUMMARY 

A first aspect of the present invention is embodied by a data 
processing system. Components of this data processing sys 
tem include a user interface, a data extractor, a signature 
processing engine, and a knowledge base data store. The data 
extractor includes both a data extraction layer and an iterator, 
where the iterator is operatively connected with the data 
extraction layer (e.g., in communication with the data extrac 
tion layer). The signature processing engine is operatively 
connected with the data extractor, while the knowledge base 
data store is operatively connected with the signature process 
ing engine. 
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2 
A second aspect of the present invention is embodied by a 

data processing system. Components of this data processing 
system include a user interface, a data extractor, a signature 
processing engine, an algorithm store, a signature profile, and 
a knowledge base data store. The signature processing engine 
is operatively connected with the data extractor. Both the 
algorithm store and knowledge base data store are operatively 
connected with the signature processing engine, and where 
the algorithm store includes a plurality of algorithms. The 
signature profile is used by the signature processing engine 
and is configurable by communication between the user inter 
face and the algorithm store. 
A third aspect of the present invention is embodied by a 

data processing system. Components of this data processing 
system include a user interface, a data extractor, a signature 
processing engine, a signature profile, and a knowledge base 
data store. The signature processing engine is operatively 
connected with both the data extractor and the knowledge 
base data store. The signature profile is used by the signature 
processing engine and is independent of the data type that is 
input to the data extractor (e.g. the data processing system 
may be characterized as being data agnostic). 
A number of feature refinements and additional features 

are separately applicable to each of above-noted first, second, 
and third aspects of the present invention. These feature 
refinements and additional features may be used individually 
or in any combination in relation to each of the first, second, 
and third aspects. A data set may be provided to the data 
extractor, which may open the data set in any appropriate 
manner. This data set may be of any appropriate data type, of 
any appropriate dimension (e.g., n-dimensional data; three 
dimensional data; two-dimensional data: one-dimensional 
data; Zero-dimensional data), or both (e.g., in the case of 
imagery as the data type, representative dimensions include 
without limitation two, three, and n-dimensions). A data set of 
a given data type may also be of any appropriate modality 
(e.g., in the case of imaging as the data type, representative 
modalities include without limitation photographic, hyper 
spectral, InSAR, X-ray, CT, PET, etc). 
One option is for the data set to include raw data. The data 

set may actually be in the form of multiple data sets (e.g., 
multiple data streams). Consider the case where the data set 
includes first and second data sets. The first and second data 
sets may include data of a common data type. Alternatively, 
the first and second data sets may include data of a different 
data type. 

Another option is for the data set to include what may be 
characterized as processed data. For instance, the data set may 
include one or more signatures that will be discussed in more 
detail below (e.g., generated from the signature processing 
engine of the data processing system; generated by at least 
one other signature processing engine). One type of signature 
may be characterized as defining a particular data element in 
relation to one or more other data elements (e.g., generated 
directly from raw data; a single or one-dimensional signa 
ture). Multiple signatures in a data set may include a first 
Subset of signatures that are generated from a first raw data 
set, along with a second Subset of signatures that are gener 
ated from a second raw data set. Higher order and/or deriva 
tive signatures may be in a data set as well (e.g., n-dimen 
sional signatures). In any case, one or more signatures may be 
provided to the data extractor from the signature processing 
engine, from at least one other signature processing engine of 
the same data processing system, from at least one other 
signature processing engine from another data processing 
system, from at least one knowledge base data store, from at 
least one signature store, or any combination thereof. 
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The data extractor may be characterized as providing an 
interface between a data set and the signature processing 
engine. One representative configuration for the data extrac 
tor is a data extraction layer and a separate iterator that may be 
operatively connected with the data extraction layer (e.g., 
Such that there is at least one-way communication between 
the data extraction layer and the iterator). In one embodiment, 
the data extraction layer is implemented by appropriately 
programmed software. One or more processors can also be 
utilized by the data extraction layer. The data extraction layer 
may also utilize both software and at least one processor. 
One function that may be provided by the data extractor/ 

data extraction layer is to extract data from the data set (e.g., 
the data extractor may be configured to extract data from the 
data set for use by the signature processing engine). The data 
extractor/data extraction layer may be configured to extract 
both actual or raw data and metadata from the data set. The 
data extractor/data extraction layer may be configured to 
organize and/or format data from a data set for the iterator. A 
data set may be opened by the data extractor/data extraction 
layer, and data extracted from the data set by the data extrac 
tor/data extraction layer may be transmitted to or otherwise 
may be made available to the iterator. 
The data extraction layer may be configured to create the 

iterator. In one embodiment, the iterator is created from input 
provided to the data extraction layer by the signature process 
ing engine. A communication link of any appropriate type 
may be provided between the signature processing engine 
and the data extractor. Such a communication link may allow 
the signature processing engine to communicate one or more 
requirements to the data extractor/data extraction layer (e.g., 
prior to generating any signatures from the data set). 
A signature profile communication may be transmitted 

from the signature processing engine to the data extractor/ 
data extraction layer. Such a signature profile communication 
may convey information on each algorithm that is to be used 
by the signature processing engine to generate one or more 
signatures from the data set. An algorithm set in the form of 
one or more algorithms, arranged in a certain order, may 
define a signature profile and as will be discussed in more 
detail below. 
The signature processing engine may be configured to 

output data configuration information to the data extractor/ 
data extraction layer. For instance, the signature processing 
information engine may communicate the format in which 
the data from the data set should be presented to the signature 
processing engine to generate signatures therefrom. The man 
ner in which data that is provided to the signature processing 
engine to generate signatures therefrom may be characterized 
as being controlled or otherwise established by the signature 
processing engine (e.g., by a communication or output from 
the signature processing engine to the data extractor/data 
extraction layer). 
The iterator may be configured to sequence through the 

data (e.g., formatted by the data extraction layer) and provide 
the same to the signature processing engine. The data extrac 
tion layer may format the data in a manner that simplifies the 
iteration logic. In any case, the iterator may be driven by the 
data extraction layer and/or the signature processing engine. 
That is, the iterator may retrieve the actual data and associated 
metadata from each position. 
The entire data set may be processed by the iterator for use 

by the signature processing engine. Data of a predetermined 
format may be passed or otherwise transmitted by the iterator 
to the signature processing engine. This predetermined for 
mat may be established by the signature processing engine 
(e.g., based upon the signature profile or algorithm set to be 
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4 
utilized to generate signatures from the data set, and which 
may be based at least in part upon user input provided through 
the user interface). Actual or raw data, metadata, or both may 
be provided to the signature processing engine by the iterator. 
The signature processing engine may generate a plurality 

of signatures from a given data set. Signatures that are gen 
erated by the signature processing engine from a data set may 
be referred to herein as “processed signatures” when these 
signatures are to be compared with other signatures (e.g., data 
store signatures discussed below). For instance, each of the 
processed signatures may be compared with the knowledge 
base data store. In this regard, the knowledge base data store 
may include a plurality of signatures, and these particular 
signatures may be characterized as "data store signatures.” 

Each of the signatures generated by the signature process 
ing engine from a given data set may be defined by a common 
signature profile. This same common signature profile may 
have been previously used to generate a plurality of signatures 
that are stored in the knowledge base data store in the form of 
data store signatures (e.g., to utilize a common format for 
signatures that are generated by the signature processing 
engine for purposes of comparing the same with signatures 
within the knowledge base data store). In this regard, the 
signature profile may be used to make a selection of a par 
ticular knowledge base data store (having signatures defined 
by the same signature profile) from a plurality of knowledge 
base data stores (e.g., knowledge base data stores may utilize 
different signature profiles). The data processing system may 
include any appropriate comparator for purposes of assessing 
signatures being generated by the signature processing 
engine from a given data set in relation to the knowledge base 
data store (e.g., to determine if a particular signature gener 
ated from a data set is a “match” with any signature within the 
knowledge base data store). 
The noted signature profile may be characterized as an 

algorithm set. Whether characterized as a signature profile or 
algorithm set, the same may include and/or may be defined by 
at least one algorithm. If the signature profile/algorithm set 
includes multiple algorithms, they may be arranged in a cer 
tain order. Various different signature profiles/algorithm sets 
may utilize the same set of algorithms, but with the algorithms 
being arranged in different orders. Although reordering the 
same algorithms may in fact generate different signatures, 
this may not Substantially impact the Subsequent effective 
ness of the signatures (e.g., for feature extraction; for visual 
ization). 
The signature processing engine may be configured to 

process data from a data set on a data element-by-data ele 
ment basis. A signature may be specific to a particular data 
element, and may define this data element in relation to one or 
more other data elements (e.g., from the same data set). The 
data element for which a signature is being generated may be 
referred to as a focal data element. The data element for which 
a signature has all been generated may be referred to as a focal 
data element as well. Each data element that is used to define 
a focal data element may be referred to as a related data 
element, a Surrounding data element, or the like. Any number 
of data elements may be utilized to relationally define a par 
ticular focal data element by its signature. Multiple data ele 
ments that are used to relationally define a particular focal 
data element by its signature may be disposed in any appro 
priate pattern or arrangement. The pattern or arrangement of 
data elements that are used to relationally define a focal data 
element may be characterized as being part of the signature 
profile. 
The data processing system may include an algorithm 

store. This algorithm store may be characterized as being 
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operatively connected with the signature processing engine 
(e.g., to allow at least one way communication between the 
algorithm store and signature processing engine). The algo 
rithm store may include a plurality of algorithms. A signature 
profile that is to be used by the signature processing engine to 
generate signatures from a given data set may be configured 
by communication between the user interface and the algo 
rithm store. For instance, user input could be provided to 
display a listing of algorithms within the algorithm store (e.g., 
via a drop-down menu). Search functionality could also be 
utilized to select one or more algorithms from the algorithm 
store for a particular signature profile. One or more algo 
rithms for a particular signature profile could also be input 
through the user interface. Generally, a signature profile may 
include one or more algorithms retrieved in any appropriate 
manner from the algorithm store, one or more algorithms 
input to the data processing system through the user interface, 
or a combination thereof. 
The knowledge base data store again may incorporate a 

plurality of previously generated signatures. The knowledge 
base data store may have one or more signature collections. A 
given collection of signatures within the data store may be 
derived from a number of different sources, such as raw data 
or other than from raw data. Higher order signatures may also 
define a signature collection for the data store. A data store 
may have a single collection of signatures. The data process 
ing system could also utilize one or more data stores, each 
having at least one signature collection. 

Each signature collection may include multiple signatures 
that are generated from a common signature profile or algo 
rithm set. This common signature profile again may be 
defined by one or more algorithms. Each algorithm may 
provide one or more values for a signature that is generated 
using the corresponding signature profile. If a given signature 
profile uses multiple algorithms, a signature generated there 
from should have multiple values. A signature may then be 
characterized as a collection of one or more values. 

Further characterizations may be made in relation to the 
knowledge base data store and its signatures. Each signature 
and the knowledge base data store may be associated with at 
least one label. As will be discussed in more detail below, the 
knowledge base data store may include at least one binary 
tree. Each node of Such a binary tree, or more generally each 
node in the knowledge base data store, may include a label. 
This label may be associated with one or more signatures. If 
a processed signature “matches a particular node in the 
knowledge base data store, the label may be used to retrieve/ 
identify all related signatures, associated metadata, and asso 
ciated features. How a particular signature from a label hav 
ing multiple signatures may be selected in relation to a 
processed signature will be discussed in more detail below. 
A feature may be associated with each signature that is part 

of the knowledge base data store. Features may be associated 
with signatures within the knowledge base data store in any 
appropriate manner. Identifying a “match' between a signa 
ture generated by the signature processing engine from a 
particular data set, and a signature within the knowledge base 
data store, may be used by the data processing system for any 
appropriate purpose, for instance to identify the existence of 
a feature in the particular data set, to render a new layer of 
data, to output a presentation of the data set (e.g., on a display, 
on a printout), or the like. 

Metadata may be associated with each signature that is part 
of the knowledge base data store. Any appropriate type of 
metadata may be associated with each signature. Represen 
tative metadata includes without limitation an identification 
of the signature profile, the algorithm(s) used to generate the 
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6 
signature, information on the device that generated the data 
set from which the signature was generated, information on 
the sensor(s) that was used to acquire the data set, the "loca 
tion' of the data element within the data set for which the 
signature was generated (e.g., pixel location), machine data, 
sensor data, last maintenance data point location, capture 
date, capture time, and the like. 

Each signature again may be representative of a single data 
element and its relationship with one or more other data 
elements (e.g., from the same data set). The data element 
defined by a corresponding signature may include a single 
data point, or may include multiple data points. In any case, 
each signature in the knowledge base data store may have an 
associated tunnel. A tunnel may encompass a single signa 
ture, or a tunnel could be defined so as to encompass multiple 
signatures. 

If a signature is characterized as having a value, its associ 
ated tunnel may be characterized as having a range of values 
that includes this signature value. Stated another way, a sig 
nature tunnel may be characterized as a buffer of sorts for its 
corresponding signature. A signature tunnel may be defined 
in any appropriate manner, for instance by user input (e.g., via 
the user interface), by one or more algorithms, or both. A 
signature tunnel may be defined by a +/- value for the asso 
ciated signature (e.g., if a signature has a value of “5”, its 
tunnel may have a value of +/-2, or a tunnel of (3, 7) (e.g., 
a range from “3’ to “7”)). A signature tunnel may also be 
expressed as a percentage of its corresponding signature (e.g., 
+/-'x'96). Although a signature tunnel could be “constant” 
proceeding along its corresponding signature, a tunnel could 
have different tunnel values at one or more locations along the 
corresponding signature (e.g., manually defined through the 
user interface). 
One configuration of the knowledge base data store 

includes utilizing a training store and a separate processing 
store. Other configurations may be appropriate. Populating 
the training Store may in turn populate the processing Store. 
Consider the case where each of the training and processing 
stores utilize a separate binary tree. Adding a node to the 
training store binary tree may result in one or more associated 
nodes being added to the processing store binary tree. All 
associated nodes may be added to the processing Store binary 
tree before another node is added to the training store binary 
tree. 
An order of the training store binary tree may be signature 

based. An order of the processing store binary tree may be 
signature tunnel-based. A node may be added to the training 
store binary tree and may be representative of the value(s) of 
a signature. One or more nodes may be added to the process 
ing store binary tree and may be representative of the range of 
values for the associated signature tunnel. Each Such node 
may be added to the processing store binary tree before 
another node (associated with another signature) is added to 
the training store binary tree. Other ways of populating the 
training Store and processing store binary trees may be uti 
lized. 

Each of the training store and processing store binary trees 
may be utilized for comparison against signatures being gen 
erated by the signature processing engine from a data set. The 
training store binary tree may provide a higher degree of 
specificity than the processing store binary tree. However, the 
processing store binary tree still should provide a high degree 
of specificity but with a likely increased processing speed. 

Signatures generated by the signature processing engine 
may be used by the data processing system to provide a 
plurality of functions. Representative functions available 
through the data processing system, and which may use these 
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signatures, include without limitation feature extraction (e.g., 
identifying one or more features in a data set), rendering a 
new layer (e.g., outputting a presentation of identified fea 
tures on a display, printer, or the like; each feature in the new 
layer may be represented by a unique color/shading), pattern 5 
recognition, data visualization, and data re-visualization 
(e.g., determining one or more alternative values for data 
elements in a data set, and using these alternative values to 
present a visualization of the data set). Each function pro 
vided by the data processing system may be accessible 
through the user interface. 

The data processing system may include one or more dis 
plays of any appropriate type. One of the functions available 
through the data processing system is to present at least some 
type of visualization or rendering based upon the data set 
(e.g., output a data presentation, for instance to one or more 
displays). Multiple data presentation options may be pre 
sented on a display and in any appropriate manner (e.g., via a 
data presentations options protocol). User input (e.g., through 20 
the user interface) may be used to enter and/or select a desired 
data presentation option. Representative data presentation 
options include without limitation relationship-based data 
presentation, non-imagery data presentation, and signature 
based data presentation. 25 

Relationship-based data presentation may be characterized 
as rendering a new layer for a data set. In this regard, a 
signature profile may be used to generate signatures on a data 
set. Each signature from the data set may be compared with 
the knowledge base data store to identify the corresponding 30 
feature. All instances of an identified feature in the data set 
may be rendered in a common color (or in a common shade of 
gray in a grayscale rendering). Different identified features 
may be rendered in different colors (or in different shades of 
gray in a grayscale rendering). 35 
The data processing system may also be used to present 

non-imagery data (e.g., linear data). In this regard, a signature 
profile may be used to generate signatures on a data set. The 
signature value(s) for each signature may be used to generate 
a rendering or otherwise present the corresponding data ele- 40 
ment (again each signature is associated with a particular data 
element). 

Signature-based data presentation may also be utilized by 
the data processing system and may be used to determine a 
color for a data element from a signature for this same data 45 
element. One type of signature-based presentation entails 
generating a plot for each signature. This plot may be divided 
into a plurality of bands. A threshold may be associated with 
each of the bands. Although the same threshold could be used 
for each band, typically the threshold will be different in one 50 
or more of the bands (and including in each of the bands). In 
any case and in one embodiment, the plot is divided into three 
bands, one for the color red (Rvalue), one for the color green 
(G value), and another for the color blue (B value). The R, G, 
and B values are determined for the three bands, respectively, 55 
and are utilized to determinea color in which the data element 
may be displayed. 

Another type of signature-based data presentation entails 
acquiring at least one signature for each of a plurality of data 
elements to be presented. At least one signature value from 60 
each acquired signature may be assigned to one or more of a 
plurality of color bands. A band color value for each of the 
plurality of color bands may be determined using the corre 
sponding signature values. A color value for the data element 
may then be determined from its corresponding band color 65 
values. The various data elements may then be presented 
utilizing their corresponding color value. 
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A fourth aspect of the present invention relates to signa 

tures. In the case of a data set having a plurality of data 
elements, a signature may be specific to a particular data 
element, and may define this data element in relation to one or 
more other data elements (e.g., from the same data set). 
A number of feature refinements and additional features 

are applicable to the fourth aspect of the present invention. 
These feature refinements and additional features may be 
used individually or in any combination in relation to the 
fourth aspect. The following discussion, up to the discussion 
of a fifth aspect of the present invention, pertains to the fourth 
aspect. Initially, the signature of this fourth aspect may be 
utilized by each of the above-noted first, second, and third 
aspects. Moreover, although the fourth aspect encompasses a 
signature for a single data element, it should be appreciated 
that the fourth aspect is applicable to generating a signature 
for each of a plurality of data elements (e.g., from a common 
data set). 
The data element defined by its corresponding signature 

may include a single data point, or may include multiple data 
points. The data element for which a signature is generated 
may be referred to as a current or focal data element. Each 
data element that is used to define a focal data element may be 
referred to as a Surrounding data element, a related data 
element, or the like. Any number of data elements may be 
utilized to relationally define a particular focal data element 
by its signature, including a single data element. Multiple 
data elements that are used to relationally define a particular 
focal data element by its signature may be disposed in any 
appropriate pattern or arrangement. The pattern or arrange 
ment of any data element that is used to relationally define a 
focal data element may be characterized as being part of a 
signature profile. 
The signature may be defined by a signature profile or an 

algorithm set. This signature profile or algorithm set includes 
at least one algorithm. Any appropriate number of algorithms 
may define a given signature profile. Each algorithm may 
provide one or more values for a signature that is generated 
using the corresponding signature profile. If a given signature 
profile uses multiple algorithms, a signature generated there 
from should have multiple values. A signature may then be 
characterized as a collection of one or more values. Multiple 
algorithms that define a given signature profile/algorithm set 
may be arranged in any appropriate order. 
The signature may be characterized as an n-dimensional 

structure. In one embodiment, the signature may be properly 
viewed as actually being a Zero-dimensional structure. 
Although the signature may appear to be a linear structure 
(e.g., defined by a collection of signature values), the signa 
ture again pertains to a particular data element, and each 
signature value associated with the signature may character 
ize this data element in relation to one or more other data 
elements. Each related data element may have any relation 
ship to the focal data element (e.g., each related data element 
could be from any position in a linear data stream relative to 
a focal data element; each related data element could be any 
data element in a given two-dimensional data set; a focal data 
element from one data set could have one or more related data 
elements from one or more different data sets). Consider the 
case where a signature is defined by four algorithms, and 
where each algorithm provides a single signature value. Each 
signature value may be viewed as a band of the signature—it 
defines a single data element in relation to one or more other 
data elements. 
The fourth aspect may be implemented in a number of 

manners. Initially, the signature may be stored on a computer 
readable storage medium of any appropriate type. Another 
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implementation is a system (for instance any of the data 
processing systems discussed above in relation to the first, 
second, and/or third aspects) that is configured to generate 
these signatures. Yet another implementation is a method of 
operating a data processing system, and that includes gener 
ating these signatures. 

In the implementation of the fourth aspect that is in the 
form of a method of operating a data processing system, Such 
a data processing system may include a computer-readable 
storage medium of any appropriate type (including a combi 
nation of different types) and that may be distributed in any 
appropriate manner. An algorithm set is created and resides in 
the computer-readable storage medium. This algorithm set 
includes at least one algorithm, and is used to define a signa 
ture for what may be characterized as a current data element 
or a focal data element. The signature for this focal data 
element will define the focal data element in relation to at 
least one other data element, and which may be referred to as 
a Surrounding or related data element. At least one value is 
retrieved from the computer-readable storage medium for 
each of the focal data element and at least one related data 
element (including retrieving a value for each related data 
element). These values are input to the algorithm set to define 
a signature for the focal data element. The following discus 
sion pertains to this implementation of the fourth aspect, up to 
the start of a discussion of a fifth aspect of the present inven 
tion. 

The algorithm set may be created in any appropriate man 
ner. At least one algorithm: 1) may be retrieved from the 
computer-readable storage medium in any appropriate man 
ner (e.g., in response to user input, for instance through a user 
interface); 2) may be retrieved from one or more algorithm 
stores that are stored on or otherwise retained by the com 
puter-readable storage medium (e.g., in response to user 
input, for instance through a user interface); 3) may be input 
to the data processing system, for instance through a user 
interface, an automated system, or the like; and 4) any and all 
combinations thereof. A single algorithm could define the 
algorithm set. Multiple algorithms may be utilized for the 
algorithm set and may be arranged in any appropriate order. 
Each algorithm in the algorithm set may provide at least one 
value for the signature. 
The data set(s) that includes the focal data element and 

each of its related data element may be of any appropriate data 
type, of any appropriate dimension (e.g., n-dimensional data; 
three-dimensional data; two-dimensional data; one-dimen 
sional data; Zero-dimensional data), or both (e.g., in the case 
of imagery as the data type, representative dimensions 
include without limitation two, three, and n-dimensions). A 
data set of a given data type may also be of any appropriate 
modality (e.g., in the case of imaging as the data type, repre 
sentative modalities include without limitation photographic, 
hyperspectral, InSAR, X-ray, CT, PET, etc). 

The focal data element and each of its related data elements 
that is used to define a signature for the focal data element 
may be of a common data type or of different data types. The 
focal data element and at least one of its related data elements 
may be of a common data type, a different data type, or any 
combination thereof. The focal data element may be from one 
data set, and at least one of its related data elements may be 
from another data set. The focal data element and at least one 
of its related data elements may be from a common data set, 
including having the focal data element and each of its related 
data elements being from a common data set. 
What may be characterized as a signature set may include 

a plurality of first signatures. Each Such first signature may be 
specific to a particular first data element and may define this 
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10 
first data element in relation to at least one other data element. 
The focal data element and each of its related data elements 
may be part of this signature set. For instance, the focal data 
element may be in the form of one of the first signatures, and 
each of its related data elements may be in the form of another 
of these first signatures (e.g., each related data element may 
be a different one of the first signatures). Another option is for 
the focal data element to be defined by part of a plurality of the 
first signatures, and for each of its related data elements to be 
defined by a different part of the same plurality of first signa 
tures (e.g., each related data element may be defined by 
different parts of the same plurality of first signatures). 
The identification of each related data element to be uti 

lized for purposes of relationally defining a focal data element 
may be undertaken in any appropriate manner, and further 
more may be communicated to the data processing system in 
any appropriate manner (e.g., through providing user input to 
the data processing system, for instance through a user inter 
face of any appropriate type, such as a graphical user inter 
face). The selection of one or more related data elements to be 
used to relationally define a focal data element may be char 
acterized as a Surrounding or related data element pattern. 
Such a related data element pattern may be encompassed by 
a signature profile from which the signature is generated. This 
signature profile may also include the algorithm set. 
A data extractor may be utilized by the data processing 

system to open at least one data set that includes the focal data 
element and each of its related data elements. In one embodi 
ment, this data extractor includes at least a data extraction 
layer, although the data extractor could be in the form of a data 
extraction layer and a separate iterator. In any case, informa 
tion pertaining to the signature to be generated for the focal 
data element (e.g., the particular algorithm set) may be com 
municated to the data extractor before the values for the focal 
data element and each of its related data elements are 
retrieved from at least one data set by the data extractor. 
The data processing system may utilize a signature pro 

cessing engine to generate signatures from values that have 
been retrieved from at least one data set by the data extractor, 
and that are thereafter provided to the signature processing 
engine by the data extractor. The signature processing engine 
may communicate with the data extractor so that the signature 
processing engine receives data from the data extractor in a 
certain manner. For instance, the signature processing engine 
may communicate the format in which it wishes to receive 
data from the data extractor, the algorithm(s) that are going to 
be used to define a signature, or both. This communication 
may be of any appropriate format, and may be sent from the 
signature processing engine to the data extractor in any appro 
priate manner and over any appropriate communication link. 
In one embodiment, this communication is sent before the 
data extractor starts processing at least one data set from 
which a signature is to be generated for one or more of its data 
elements. 
The computer-readable storage medium of the data pro 

cessing system may include at least one knowledge base data 
store. Any appropriate number of knowledge base data stores 
may be utilized by the data processing system. One or more 
signatures that may be generated in accordance with the 
fourth aspect may be stored in a knowledge base data store. 
Signatures from one or more data sets may be incorporated 
into the same data store. However, it may be desirable for 
signatures to be grouped or linked by signature profile (e.g., a 
first data store may incorporate signatures of a first signature 
profile, and a second data store may incorporate signatures of 
a second signature profile that is different from the first sig 
nature profile). Signatures that are incorporated by a data 
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store may be referred to as “data store signatures.” Subse 
quently generated signatures (e.g., from a different data set) 
may be compared with the knowledge base data store in 
conjunction with the provision of various types of functions 
(e.g., feature extraction, rendering a new data layer for a new 
data set(s) being processed). 
A tunnel may be created for a signature that is generated in 

accordance with the fourth aspect. The discussion presented 
above on tunnels in relation to the first, second, and third 
aspects is equally applicable to this fourth aspect. Summarily, 
a signature tunnel may be created in any appropriate manner. 
User input may be provided to the data processing system 
(e.g., through an appropriate user interface) to create a signa 
ture tunnel. A signature tunnel could be automatically defined 
for its associated signature (e.g., via one or more algorithms). 
Such an automatically defined signature tunnel, as well as any 
existing signature tunnel, may be manually manipulated by a 
user (e.g., through a user interface). User input may be pro 
vided to manually adjust one or more aspects of a given 
signature tunnel. 
A fifth aspect of the present invention is directed toward 

presenting data (e.g., on a display, on a printout). A plot that 
is representative of a current data element is generated and 
divided into a plurality of bands. A band color value is deter 
mined for each of these bands. Each of these band color 
values is combined into a current data element color value. 
The current data element is presented using its corresponding 
current data element color value. 
A sixth aspect of the present invention is directed toward 

presenting data (e.g., on a display, on a printout). A color is 
determined for each of a plurality of data elements. The data 
element for which a color is to be determined may be referred 
to as a “current data element.” A signature is derived for each 
current data element. This signature defines its corresponding 
current data element in relation to at least one Surrounding or 
related data element. The signature for each current data 
element is plotted and divided into a plurality of bands. A 
band color value is determined for each of these bands and on 
a plot-by-plot basis. Each of the band color values for each 
plot is combined into a data element color value for the 
corresponding current data element. The plurality of data 
elements may be presented (e.g., simultaneously) using their 
corresponding data element color value. 
A number of feature refinements and additional features 

are separately applicable to each of above-noted fifth and 
sixth aspects of the present invention. These feature refine 
ments and additional features may be used individually or in 
any combination in relation to each of the fifth and sixth 
aspects. The following discussion pertains to the fifth and 
sixth aspects, up to the start of a discussion of a seventh aspect 
of the present invention. Initially, the data processing system 
discussed above in relation to each of the first, second, and 
third aspects may be used in the implementation of the fifth 
and sixth aspects (e.g., a computerized data processing sys 
tem). 

In one embodiment, the plot that is generated for each 
current data element is presented or output onto an appropri 
ate display. The plot that is generated and representative of the 
current data element may define the current data element in 
relation to at least one other data element, and including in 
relation to a plurality of other data elements (e.g., one or more 
Surrounding or related data elements). This may be a plot of a 
signature for the current data element in accordance with the 
foregoing. As such, the foregoing discussion of signatures 
(e.g., the fourth aspect) is applicable to each of the fifth and 
sixth aspects. 
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12 
The generation of a plot that is representative of a current 

data element may include plotting values from execution of 
an algorithm set or signature profile. This algorithm set may 
include at least one algorithm. Each algorithm of the algo 
rithm set may provide at least one value for the corresponding 
plot. At least one value that is associated with the current data 
element may be an input for at least one of the algorithms of 
the algorithm set, and including for each algorithm of the 
algorithm set. The same value from the corresponding current 
data element could be input to each algorithm, a different 
value from the corresponding current data element could be 
input to each algorithm, or a particular value from the corre 
sponding current data element could be input to one or more 
of the algorithms and a different value from the correspond 
ing current data element could be input to one or more of the 
algorithms. Similarly, at least one value that is associated with 
each of the other data elements that are used to define the 
current data element may be an input for at least one of the 
algorithms of the algorithm set, and including for each algo 
rithm of the algorithm set. The same value from the corre 
sponding related data element could be input to each algo 
rithm, a different value from the corresponding related data 
element could be input to each algorithm, or a particular value 
from the corresponding related data element could be input to 
one or more of the algorithms and a different value from the 
corresponding related data element could be input to one or 
more of the algorithms. 
A different color may be associated with each of the dif 

ferent bands for each corresponding plot. The plot may be 
divided into first, second, and third bands. A first color value 
may be determined for the first band, a second color value 
may be determined for the second band, and a third color 
value may be determined for the third band. In one embodi 
ment, the first color value is a red color value (i.e., an "R 
value'), the second color value is a green color value (i.e., a 
“G value'), and the third color value is a blue color value (i.e., 
a “B value'). As such, the color for the current data element 
may be defined by RGB values. 
A certain color may be associated with each band. The 

band color value (e.g., for an assigned color) for each of the 
bands of each given plot may be determined in any appropri 
ate manner. In one embodiment, the band color value for each 
of the plurality of bands is arithmetically determined. In one 
embodiment, each band is divided into a plurality of bits (e.g., 
eight bits), a band color value is determined for each of these 
bits, and the band color value for the plurality of bits are 
averaged to determine the band color value for the corre 
sponding band. 
A threshold may be established for each of the plurality of 

bands. This threshold may be utilized to determine the band 
color value for each of the bands. For instance, the threshold 
in one band may be used to determine the R value of each bit 
in the corresponding band, the threshold in another band may 
be used to determine the G value of each bit in the correspond 
ing band, and the threshold in another band may be used to 
determine the B value of each bit in the corresponding band. 
A different threshold may be used for each of the bands. The 
threshold may be the same for at least two of the bands. The 
same threshold could also be used for each of the bands. User 
input may be utilized to define the threshold for each of the 
bands. In one embodiment, bit values that are below the 
corresponding threshold are assigned a value of Zero. 
As noted, the fifth and sixth aspects may be implemented 

by the data processing system discussed above in relation to 
each of the first, second, and third aspects. User input (e.g., 
via a user interface) may be used to select a data presentation 
option. For instance, one or more presentation options may be 
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presented on a display of the data processing system (e.g., via 
one or more tabs: via a drop-down menu). The data process 
ing system could be configured to provide default bands into 
which each plot is divided for purposes of the fifth and sixth 
aspects. User input (e.g., via a user interface) could be used to 
modify these default bands, or user input could be used to 
initially establish the bands into which each plot is to be 
divided. The data processing system could be configured to 
provide default thresholds for each band of each plot for 
purposes of the fifth and sixth aspects. User input (e.g., via a 
user interface) could be used to modify these default thresh 
olds, or user input could be used to initially establish the 
thresholds for each of the bands for each given plot. In the 
case where a data set is visualized inaccordance with either of 
the fifth and sixth aspects, the same band and threshold 
parameters would typically be used for the entire data set. 
A seventh aspect of the present invention is directed toward 

presenting data. At least one data set is opened. Presentation 
values are generated for each of a plurality of data elements 
from the opened data set(s). The data element for which a 
presentation value is being generated may be referred to as a 
current data element. At least one signature is acquired for the 
current data element. Each signature defines the current data 
element in relation to at least one other data element, and each 
signature for the current data element includes at least one 
signature value. At least one signature value from one or more 
of the acquired signatures for the current data element is 
assigned to one or more of a plurality of color bands. A band 
color value may be determined for each of the plurality of 
color bands after the assignment of signature values has been 
completed. The band color values from the various color 
bands may be combined into and/or used to derive a color 
value for the current data element, and which may be charac 
terized as the presentation value for the current data element. 
In any case, the plurality of data elements may be presented 
using their corresponding color value. 
A number of feature refinements and additional features 

are applicable to the seventh aspect of the present invention. 
These feature refinements and additional features may be 
used individually or in any combination in relation to the 
seventh aspect. The following discussion pertains to the sev 
enth aspect, up to the start of a discussion of an eighth aspect 
of the present invention. The data processing system dis 
cussed above in relation to each of the first, second, and third 
aspects may be used in the implementation of the seventh 
aspect (e.g., a computerized data processing system). More 
over, the presentation of the various data elements according 
to their presentation value may be undertaken in any appro 
priate manner, such as by being output to one or more dis 
plays, to a printer, or the like. 
As this seventh aspect of the present invention utilizes 

signatures, the foregoing discussion of signatures (e.g., the 
fourth aspect) is also applicable to this seventh aspect. Sig 
natures for the current data element may be acquired in any 
appropriate manner, such as from a signature processing 
engine, from a knowledge base data store, from a signature 
store, or the like. One or more signatures may be acquired for 
the same current data element (e.g., one signature may have 
been generated from one data type and/or from one sensor, 
and another signature may have been generated from another 
data type and/or from another sensor). All or a portion of a 
single signature or of multiple signatures may be used to 
determine a color value for a given current data element. 

Generally, one or more of the acquired signature values 
may each be assigned to only one of the color bands (e.g., it 
may be such that a first signature value is only assigned to a 
single color band), one or more of the acquired signature 
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values may each be assigned to multiple color bands (e.g., it 
may be such that a first signature value is assigned to both a 
first color band and a second color band), or both. Any appro 
priate number of color bands may be utilized. In one embodi 
ment, an RGB color model is used. Therefore, there would be 
a red color band, a green color band, and a blue color band to 
which signature values (relating to the current data element) 
may be assigned. 
A single signature (again, representative of the current data 

element) may be used to define a color value in which a 
current data element may be presented. One or more of the 
signature values of this single signature may be assigned to 
one or more of the color bands. Although each of the signature 
values of this single signature could be assigned to one or 
more of the color bands, such may not be the case in each 
instance. Less than all of the signature values of the single 
signature may be assigned to one or more of the color bands 
in a given embodiment. 
At least two signatures may be acquired for a given current 

data element. One or more of the signature values from two 
signatures may be assigned to one or more of the color bands. 
Although each of the signature values from two signatures 
could be assigned to one or more of the color bands. Such may 
not be the case in each instance. Less than all of the signature 
values from two signatures may be assigned to one or more of 
the color bands in a given embodiment. 

Consider the case where first and second signatures are 
acquired for the current data element. At least one signature 
value from the first signature may be assigned to one or more 
of the color bands. Similarly, at least one signature value from 
the second signature may be assigned to one of more of the 
color bands. Although each of the signature values from the 
first signature, the second signature, or both, could be 
assigned to one or more of the color bands, such may not be 
the case in each instance. Less than all of the signature values 
from the first signature, the second signature, or both, may be 
assigned to one or more of the color bands in a given embodi 
ment. 

A first signature may be acquired for the current data ele 
ment. Each signature value from the first signature may be 
assigned to one or more of the color bands. Each of the 
signature values from the first signature could be assigned to 
a different one of the multiple color bands. At least one 
signature value from the first signature could be assigned to 
two or more of the color bands. One or more of the signature 
values from the first signature could each be assigned to a 
different color band, one or more of the signature values from 
the first signature could each be assigned to a common color 
band, or both. Although each of the color values for the first 
signature may be assigned to one or more of the color bands, 
Such may not be the case in each Substance. For instance, a 
first signature value of the first signature could be assigned to 
one or more of the color bands, and a second signature value 
of the first signature may not be assigned to any of the color 
bands. 

Each color band may have one or more assigned signature 
values. Each color band may have a plurality of assigned 
signature values. One or more color bands may have a single 
assigned signature value, one or more of the color bands may 
have multiple assigned signature values, or both. Any appro 
priate number of signature values may be assigned to each 
color band. Although the same number of signature values 
could be assigned to each color band. Such may not be the case 
in a given embodiment. Each color band may have any appro 
priate number of assigned color values. 
The signature values within one or more of the color bands 

may be ordered. This ordering of signature values within a 
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color band may be undertaken on any appropriate basis, 
including without limitation on an automated basis, in 
response to user input, or both. The ordering of the signature 
values within each of the color bands may establish or deter 
mine the color for the associated color band. 

Each signature value that is assigned to one or more of the 
color bands may define a bit for a color band to which it is 
assigned. A first signature value that is assigned to a first color 
band may define one of its bits. This same first signature value 
could be assigned to a second color band and could define one 
of its bits as well. In any case, an ordering of the bits within 
each color band may be used to establish or determine a color 
for the corresponding color band. The first bit of a given color 
band may have more influence on the resulting color of this 
color band than the second bit, the second bit of this same 
color band may have more influence on the resulting color of 
this color band than the third bit, and so forth (e.g., the 
ordering of bits may define a progressively reduced weight 
ing, with lower-ordered bits have less weight than higher 
ordered bits in relation to the resulting color). In one embodi 
ment, each color band includes eight bits. Any appropriate 
number of bits may be included in each color band. 
A threshold may be established/provided for each signa 

ture value that is assigned to at least one color band. Although 
each signature value from a common signature could utilize 
the same threshold, one or more of the signature values from 
a common signature could have their own threshold. Each 
such threshold may be established/provided in any appropri 
ate manner, Such as on an automated basis, in response to user 
input, or both. These thresholds may be used to establish an 
on/off status for each of the above-noted bits in each of the 
color bands. Different combinations of on/off bits in a given 
color band will change the resulting color of the color band. 
An eighth aspect of the present invention is directed toward 

presenting data. At least one data set is opened. Presentation 
values are generated for each of a plurality of data elements 
from the opened data set(s). The data element for which a 
presentation value is being generated may be referred to as a 
current data element. At least one signature is acquired for the 
current data element. Each signature defines the current data 
element in relation to at least one other data element, and each 
signature for the current data element includes at least one 
signature value. A presentation value for the current data 
element is determined, and is based at least upon one of the 
signature values from at least one of the acquired signatures 
for the current data element. The plurality of data elements is 
presented using their corresponding presentation value. 
A number of feature refinements and additional features 

are applicable to the eighth aspect of the present invention. 
These feature refinements and additional features may be 
used individually or in any combination in relation to the 
eighth aspect. The following discussion pertains to the eighth 
aspect, up to the start of a discussion of a ninth aspect of the 
present invention. The data processing system discussed 
above in relation to each of the first, second, and third aspects 
may be used in the implementation of this eighth aspect (e.g., 
a computerized data processing system). Each of the fifth, 
sixth, and seventh aspects may be used to determine the 
presentation value for each of the plurality of data elements in 
accordance with this eighth aspect. 
As this eighth aspect of the present invention utilizes sig 

natures, the foregoing discussion of signatures (e.g., the 
fourth aspect) is also applicable to this eighth aspect. Signa 
tures for the current data element may be acquired in any 
appropriate manner, such as from a signature processing 
engine, from a knowledge-based data store, from a signature 
store, or the like. One or more signatures may be acquired for 
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the same current data element (e.g., one signature may have 
been generated from one data type and/or from one sensor, 
and another signature may have been generated from another 
data type and/or from another sensor). All or a portion of a 
single signature or of multiple signatures may be used to 
determine a presentation value for a given current data ele 
ment. 

A signature profile or algorithm set may be used to define 
each signature. One or more of the signatures that are 
acquired for a current data element may be generated from the 
same signature profile, one or more of the signatures that are 
acquired for a current data element may be generated from 
different signature profiles, or both. A signature profile may 
be defined by one or more algorithms. Execution of each 
algorithm of a signature profile may define a signature for the 
current data element (e.g., providing a collection of one or 
more signature values). 
An entirety of one or more signatures for the current data 

element may be used to determine its presentation value. Part 
of one or more signatures for the current data element may be 
used to determine its presentation value. An entirety of one or 
more signatures for the current data element, as well as part of 
one or more signatures for the current data element, may be 
used to determine its presentation value. The presentation 
value for each of said plurality of data elements to be pre 
sented may be in the form of a color value. The presentation 
of the various data elements according to their presentation 
value may be undertaken in any appropriate manner. Such as 
by being output to one or more displays, to a printer, or the 
like. 
A ninth aspect of the present invention is directed toward 

presenting data or outputting a data presentation. A first data 
set having a plurality of data elements is opened. This first 
data set is non-imagery data that may be one-dimensional, 
two-dimensional, three-dimensional, and/or n-dimensional. 
In any case, a value re-characterization is undertaken in rela 
tion to the first data set using programmed Software, at least 
one processor, or a combination thereof. The data element 
which is being re-characterized may be referred to as a current 
data element. This value-re-characterization includes retriev 
ing a first value that is associated with the current data ele 
ment, deriving a second value based at least in part upon the 
retrieved first value, and associating this second value with 
the current data element. Those data elements having a re 
characterized second value may be presented utilizing their 
corresponding second value. 
A number of feature refinements and additional features 

are applicable to the ninth aspect of the present invention. 
These feature refinements and additional features may be 
used individually or in any combination in relation to the 
ninth aspect. The following discussion pertains to at least the 
ninth aspect of the present invention. Initially, the data pro 
cessing system discussed above in relation to each of the first, 
second, and third aspects may be used in the implementation 
of this ninth aspect (e.g., a computerized data processing 
system). 
The second value for each current data element may be 

derived in any appropriate manner. Any appropriate algo 
rithm that uses at least a first value for a current data element 
as an input may be used to derive a second value for the 
current data element. A signature profile could also be used to 
determine a second value for a current data element based 
upon its corresponding first value. Execution of the one or 
more algorithms that define this signature profile may there 
fore define a signature for a current data element, where this 
signature has one or more signature values and defines the 
current data element in relation to at least one other data 
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element. The second value for a current data element may be 
a corresponding signature value. As such, the foregoing dis 
cussion of signatures (e.g., the fourth aspect) is applicable to 
this ninth aspect. 

The presentation of the various data elements according to 
their re-characterized second values may be undertaken in 
any appropriate manner, Such as by being output to one or 
more displays, to a printer, or the like. The ninth aspect may 
be characterized as creating a new data set or layer (a collec 
tion of re-characterized second values for the associated data 
elements). This new data set or layer may be output as a data 
presentation using the various re-characterized second values 
in accordance with the ninth aspect. 

Each of the various aspects of the invention may be used 
individually or in any appropriate combination. Any feature 
of any other various aspects of the present invention that is 
intended to be limited to a “singular context or the like will 
be clearly set forth herein by terms such as “only.” “single.” 
“limited to,” or the like. Merely introducing a feature in 
accordance with commonly accepted antecedent basis prac 
tice does not limit the corresponding feature to the singular 
(e.g., indicating that a data processing system includes “a 
knowledge base data store' alone does not mean that the data 
processing system includes only a single knowledge base data 
store). Moreover, any failure to use phrases such as “at least 
one also does not limit the corresponding feature to the 
singular (e.g., indicating that a data processing System 
includes "a knowledge base data store' alone does not mean 
that the data processing system includes only a single knowl 
edge base data store). Use of the phrase “at least generally” or 
the like in relation to a particular feature encompasses the 
corresponding characteristic and insubstantial variations 
thereof (e.g., indicating that a structure is at least generally 
cylindrical encompasses the structure being cylindrical). 
Finally, a reference of a feature in conjunction with the phrase 
“in one embodiment” does not limit the use of the feature to 
a single embodiment. 

BRIEF DESCRIPTION OF THE FIGURES 

FIG. 1 is a block diagram of one embodiment of a data 
processing System. 

FIG. 2A is a block diagram of one embodiment of a data set 
that may be opened by the data processing system of FIG. 1. 

FIG. 2B is one schematic representation of one embodi 
ment of a signature that may be generated by the data pro 
cessing system of FIG. 1. 

FIG. 2C is another schematic representation of one 
embodiment of a signature that may be generated by the data 
processing system of FIG. 1. 

FIG. 2D is a schematic of one embodiment of the algorithm 
store used by the data processing system of FIG. 1. 

FIG. 2E is a schematic of one embodiment of the signature 
profile store used by the data processing system of FIG. 1. 

FIG. 2F is one schematic representation of one embodi 
ment of a signature and an associated tunnel that may be 
defined/utilized by the data processing system of FIG. 1. 

FIG. 2G is another schematic representation of one 
embodiment of a signature and an associated tunnel that may 
be defined/utilized by the data processing system of FIG. 1. 

FIG. 3 is a flowchart of one embodiment of a data process 
ing protocol that may be used by the data processing system 
of FIG. 1. 

FIG. 4 is a flowchart of one embodiment of a signature 
profile protocol that may be used by the data processing 
system of FIG. 1. 
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FIG. 5 is a flowchart of one embodiment of a signature 

generation protocol that may be used by the data processing 
system of FIG. 1. 

FIG. 6 is a schematic of one embodiment of a two-dimen 
sional data set that may be opened by the data processing 
system of FIG. 1. 

FIGS. 6A-6E are schematics of various embodiments of 
Surrounding data element patterns that may be used by the 
data processing system of FIG. 1 to generate a signature from 
a two-dimensional data set. 

FIG. 7 is a schematic of one embodiment of a one-dimen 
sional data set that may be opened by the data processing 
system of FIG. 1. 

FIGS. 7A-7B are schematics of various embodiments of 
Surrounding data element patterns that may be used by the 
data processing system of FIG. 1 to generate a signature from 
a one-dimensional data set. 

FIG. 8 is a schematic of a pair of one-dimensional data sets 
that may be opened by the data processing system of FIG. 1. 

FIGS. 8A-8B are schematics of various embodiments of 
Surrounding data element patterns that may be used by the 
data processing system of FIG. 1 to generate a signature from 
a pair of one-dimensional data sets. 

FIG. 9A is a schematic illustrating one embodiment of a 
Surrounding data element pattern that may be used by the data 
processing system of FIG. 1 to generate a signature from a 
data set in the form of multiple signatures. 
FIG.9B is a schematic illustrating another embodiment of 

a Surrounding data element pattern that may be used by the 
data processing system of FIG. 1 to generate a signature from 
a data set in the form of multiple signatures. 

FIG. 10 is a schematic of one embodiment of a data store 
that may be used by the data processing system of FIG. 1. 

FIG.11 is a schematic of one embodiment of a label for one 
of the nodes in the processing store binary tree of the data 
store used by the data processing system of FIG. 1. 

FIG. 12 is a flowchart of one embodiment of a data store 
protocol that may be used by the data processing system of 
FIG 1. 

FIGS. 13A/B, 14A/B, 15A/B, and 16A/B present sequen 
tial views for building one embodiment of a binary tree for the 
training and processing stores of the data store used by the 
data processing system of FIG. 1. 

FIG. 17 is a flowchart of one embodiment of the training 
protocol that may be used by the data processing system of 
FIG 1. 

FIG. 18 is a flowchart of one embodiment of a feature 
extraction protocol that may be used by the data processing 
system of FIG. 1. 

FIG. 19 is a flowchart of one embodiment of a data presen 
tation options protocol that may be used by the data process 
ing system of FIG. 1. 

FIG.20 is a flowchart of one embodiment of a relationship 
based data presentation protocol that may be used by the data 
processing system of FIG. 1. 

FIG.21 is a flowchart of one embodiment of a non-imagery 
data presentation protocol that may be used by the data pro 
cessing system of FIG. 1. 

FIG. 22 is a flowchart of one embodiment of a signature 
plot-based data presentation protocol that may be used by the 
data processing system of FIG. 1. 

FIG.23 is a schematic representation of various steps of the 
signature plot-based data presentation protocol of FIG. 22. 

FIG. 24 is a flowchart of one embodiment of a signature 
value-based data presentation protocol that may be used by 
the data processing system of FIG. 1. 
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FIG. 25 is a flowchart of one embodiment of a signature 
based data presentation protocol that may be used by the data 
processing system of FIG. 1. 

DETAILED DESCRIPTION 

FIG. 1 illustrates one embodiment of a data processing 
system 10. Generally, signatures 190 (e.g., FIGS. 2B and 2C) 
are generated from a data set 100 (e.g., FIG. 2A) that is 
opened by the data processing system 10. These signatures 
190 may be utilized to provide a variety of functions that will 
be addressed herein. Some introductory background informa 
tion on the data set 100 and signatures 190 will be provided 
before addressing the components and functionality of the 
data processing system 10. 
A block diagram of the data set 100 is shown in FIG. 2A. 

The data set 100 includes a plurality of individual data ele 
ments 101. Each data element 101 may be of an "atomic' or 
"atomic-like' structure or nature—something that cannot be 
subdivided. However, each data element 101 may be com 
posed of a number of bands of data. In any case, any appro 
priate number of data elements 101 may define the data set 
100. The data embodied by each of the individual data ele 
ments 101 may be of any appropriate type. The data set 100 
may also be configured in any appropriate data format. Rep 
resentative data formats for the data set 100 include without 
limitation Zero, one, two, three, and n-dimensional data. Any 
appropriate metadata 109 may also be associated with the 
data set 100 in any appropriate manner. Representative meta 
data 109 includes without limitation machine data, sensor 
data, last maintenance data point location, capture date, and 
capture time. 

Signatures 190 are generated from the data set 100 by the 
data processing system 10 of FIG. 1. Two representative 
depictions of such a signature 190 are shown in FIGS. 2B and 
2C. Generally, each signature 190 defines a data element 101 
of the data set 100 in relation to one or more other data 
elements 101 of the data set 100 or metadata elements. These 
“other data elements 101, while not necessarily in a uniform 
surrounding format, may be referred to as “surrounds” or 
“surrounding data elements' or “related data elements' 
throughout this description. As such, a signature 190 is spe 
cific to a particular data element 101, but includes informa 
tion about other data elements 101. In any case, each signa 
ture 190 is defined by a plurality of algorithm or signature 
values 192. A plot of one embodiment's representative sig 
nature values 192 is depicted by the signature 190 of FIG. 2C. 
Any appropriate number of signature values 192 may define 
a given signature 190. 
A signature 190 may be characterized as an n-dimensional 

structure. In one embodiment, a signature may be properly 
viewed as actually a Zero-dimensional structure. Although a 
signature 190 may appear to be a linear structure (e.g., defined 
by a collection of signature values 192), the signature 190 
again pertains to a particular data element 101, and each 
signature value 192 associated with the signature 190 may 
characterize this data element 101 in relation to one or more 
other data elements 101. Consider the case where a signature 
190 is defined by four algorithms 42, and where each algo 
rithm 42 provides a single algorithm or signature value 192. 
Each signature value 192 may be viewed as a band of the 
signature 190 it defines a single data element 101 in relation 
to one or more other data elements 101. 

Values for one or more of the data elements 101 of the data 
set 100 are used as inputs to one or more algorithms that are 
executed by the data processing system 10 of FIG. 1 to gen 
erate the signature values 192 for a given signature 190. FIG. 
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2D shows one embodiment of an algorithm store 40 that may 
be used by the data processing system 10 of FIG. 1, and that 
may include a plurality of algorithms 42 from which signa 
tures 190 may be defined. Any appropriate number of algo 
rithms 42 may be retained within the algorithm store 40, and 
an appropriate identifier may be provided for each Such algo 
rithm 42. Each algorithm 42 may be of any appropriate type 
(e.g., for calculating a mean, for calculating a spread Such as 
a standard deviation, K-nearest neighbor, and logical attribute 
compliance). Each algorithm 42 may provide one or more 
signature values 192 for a given signature 190. The output of 
multiple algorithms 42 may provide the signature values 192 
for a given signature 190. It should be appreciated that re 
ordering the output of the same set of algorithms 42 may 
provide a different signature 190 based upon the same inputs 
from the data set 100, although simply re-ordering the algo 
rithms 42 may not have a Substantial impact on Subsequent 
utilizations of the signature 190. 
The collection or set of algorithms 42 that may be used to 

generate a given signature 190 may be referred to as a “sig 
nature profile.” FIG.2E shows one embodiment of a signature 
profile store 50 that may be used by the data processing 
system 10 of FIG. 1, and that may include one or more 
signature profiles 52. Any appropriate number of signature 
profiles 52 may be retained within the signature profile store 
50. Signature profile 52a is defined by the output of a single 
algorithm 42a. Signature profile 52b is defined by the output 
of algorithms 42b and 42c. Signature profile 52c is defined by 
the output of algorithms 42d and 42c. Finally, signature pro 
file 52d is defined by the output of algorithms 42c, 42a, and 
42d. These are merely representative examples of signature 
profiles 52. 
A tunnel may be provided for one or more signatures 190 

generated by the data processing system 10. A representative 
tunnel for a signature 190 is shown in each of FIGS. 2F and 
2G, and is identified by reference numeral 194. Generally, a 
signature tunnel 194 may be characterized as a “buffer for its 
corresponding signature 190. In FIG. 2F (a graphical example 
of a Zero-dimensional signature 190), the signature tunnel 
194 is defined by an upper signature total limit 196a (the 
uppermost dashed line) and a lower signature tunnel limit 
196b (the lowermost dashed line). In FIG. 2G where the 
signature 190 is defined by five enumerated signature values 
192, there is a specified value for the upper signature tunnel 
limit 196a and a specified value for the lower signature tunnel 
limit 196b for each such signature value 192. 
A signature tunnel 194 may be defined in any appropriate 

manner for its corresponding signature 190. The signature 
tunnel 194 could be expressed as a “+/- percentage of its 
corresponding signature 190 or signature values 192. The 
upper and lower tunnel limits 196a and 196b could be the 
same or different. One percentage of the signature 190/cor 
responding signature value 192 could define the upper signa 
ture tunnel limit 196a, while another percentage of the sig 
nature 190/corresponding signature value 192 could define 
the lower signature tunnel limit 196b. Another option is to 
define the signature tunnel 194 for a signature 190 via an 
algorithm (both its upper signature tunnel limit 196a and its 
lower signature tunnel limit 196b). Yet another option is to 
allow a user to manually define one or more values for the 
signature tunnel 194. Although the signature tunnel 194 could 
provide a “uniform buffer for the entirety of a signature 190, 
such need not be the case. The signature tunnel 194 could 
provide one variance at one location along the signature 190, 
and could provide a different variance at another location of 
the signature 190. 
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Although a signature 190 may be characterized as being a 
Subset of its corresponding signature tunnel 194 in at least 
Some instances, such may not always be the case. One or more 
parts of a signature 190 may be within its corresponding 
signature tunnel 194, one or more parts of a signature 190 
may outside of its corresponding signature tunnel 194, or 
both. For instance, a signature 190 may be defined in one band 
of data (e.g., data on a plurality of data elements 101 from one 
sensor), and its signature tunnel 194 may in effect be trans 
posed into a different band of data (e.g., different data on the 
same plurality of data elements 101, but from a different 
sensor). In Such a case it may be that the signature tunnel 194 
does not actually include its associated signature 190. 

At least one possible configuration for a data processing 
system 10 will now be described in relation to FIG.1. Various 
details regarding the functionality provided by the data pro 
cessing system 10 will be addressed in more detail below in 
relation to the remaining figures. However and as previously 
noted, the data processing system 10 may generate a number 
of signatures 190 from a data set 100 that has been uploaded 
by the data processing system 10. 

Components of the data processing system 10 of FIG. 1 
include a data processing module 20, a user interface 12, and 
a data output device 14. The user interface 12 may be one or 
more components of any appropriate type, for instance in the 
form of a graphical user interface, one or more data input 
devices (e.g., keyboard, mouse), and the like. Various user 
inputs may be provided through the user interface 12 for use 
by the data processing system 10. The data output device 14 
may be one or more components of any appropriate type as 
well, for instance in the form of a computer monitor or dis 
play, a printer, or the like. Processed results from the data 
processing system 10 may be provided or presented to a user 
through the data output device 14. 

The data processing module 20 from the data processing 
system 10 of FIG.1 may be implemented in any appropriate 
manner, including using one or more platforms, one or more 
computers, one or more processors, hardware, Software, firm 
ware, or any combination thereof. Multiple components of 
the data processing module 20 may be distributed in any 
appropriate manner. Generally, the data processing module 
20 may provide one or more functions in relation to a data set 
100 that has been uploaded by the data processing system 10 
in an appropriate manner. 
The data processing module 20 includes a data extractor 

22, a signature processing engine 30 (e.g., one or more pro 
cessors), a comparator 90 (e.g., one or more processors), an 
algorithm store 40 (e.g., any appropriate data storage device 
or combination of data storage devices, but in the form of a 
computer-readable storage medium), a signature profile store 
50 (e.g., any appropriate data storage device or combination 
of data storage devices, but in the form of a computer-read 
able storage medium), and a data store 60 (e.g., any appro 
priate data storage device or combination of data storage 
devices, but in the form of a computer-readable storage 
medium). The data extractor 22 may be in the form of a data 
extraction layer 24 and a separate iterator 26. Multiple func 
tions may be provided by the data extraction layer 24. For 
instance, the data extraction layer 24 may be utilized to 
extract actual data (e.g., a pixel value for the corresponding 
data element 101) and metadata 109 from the data set 100. 
The data extraction layer 24 may also organize the data set 
100 and create the iterator 26 in a manner required/specified 
by the signature processing engine 30 (e.g., via user input 
provided through the user interface 12). 
The signature processing engine 30 may be characterized 

as having a data extractor communication port 32, while the 
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data extractor 22 (e.g., the data extraction layer 24) may be 
characterized as having a signature processing engine com 
munication port 28. A signature profile communication link 
34 of any appropriate type may extend between the signature 
processing engine 30 (e.g., the data extractor communication 
port 32) and the data extractor 22 (e.g., the signature process 
ing engine communication port 28). Information required by 
the data extraction layer 24 in order to create the iterator 26 for 
the signature processing engine 30 may be communicated to 
the data extraction layer 24 by the signature processing 
engine 30 over this signature profile communication link34. 
Generally, this information may relate to how the signature 
processing engine 30 is going to process the data set 100 (e.g., 
which signature profile 52 is going to be used by the signature 
processing engine 30), along with data format requirements 
in order for the signature processing engine 30 to process the 
data set 100 in an intended/specified manner (e.g., the signa 
ture processing engine 30 may communicate with the data 
extraction layer 24 has to how it wants to receive data for 
processing). 
The iterator 26 may sequence through the data set 100 

provided by the data extraction layer 24. The data extraction 
layer 24 may format the data set 100 in a manner so as to 
simplify the iteration logic (and as specified by the signature 
processing engine 30). However, the iterator 26 may provide 
the function of formatting the data set 100 in a manner that is 
specified by the signature processing engine 30. For instance 
and in the case of two-dimensional data, the iterator 26 may 
put the raw data from the data set 100 into an x, y, x, y, X 
y, x, y, format. Moreover, the iterator 26 may sequence 
through the data set 100 in a manner specified by the signature 
processing engine 30, and in any case may provide data to the 
signature processing engine 30 in a manner specified by the 
signature processing engine 30. The iterator 26 provides both 
the actual data (e.g., the pixel value for each data element 101) 
and any associated metadata 109 associated with the data set 
100 (e.g., FIG. 2A) to the signature processing engine 30. 
Either the data extraction layer 24 or the signature processing 
engine 30 may drive the iterator 26 (e.g., “driving the iterator 
26 may be defined as retrieving the actual data and associated 
metadata from each position of the iterator 26). 
The signature processing engine 30 may generate one or 

more signatures 190 (e.g., FIGS. 2B and 2C) from the data set 
100 (e.g., FIG. 2A). Again and as will be discussed in more 
detail below, each such signature 190 may be in the form of a 
Zero-dimensional structure that defines a data element 101 
from the data set 100 in relation to one or more other data 
elements 101 of the data set 100 (e.g., “surrounding data 
elements 101). In this regard, the signature processing engine 
30 may be configured to communicate with the algorithm 
store 40. One or more algorithms 42 may be retrieved from 
the algorithm store 40 and may be ordered to define a signa 
ture profile 52 or an algorithm set. Signature profiles 52 that 
have been compiled may be stored in the signature profile 
store 50 for re-use at a later time. 

Signatures 190 (e.g., FIGS. 2B and 2C) that are generated 
from the data set 100 by the signature processing engine 30 
may be stored in the data store 60, in other memory, or both. 
The data store 60 may be configured to have both a training 
store 70 and a processing store 80. Signature values 192 from 
the signatures 190 may be stored in the training store 70. 
Signature tunnels 194 may be stored in the processing store 
80. Details of how both the training store 70 and processing 
store 80 may be configured and populated are provided below 
in relation to FIGS. 10-16B). 
The data store 60 may be characterized as providing a 

“knowledge base' for assessing data that is process by the 
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data processing system 10. As discussed, this data may be in 
the form of a data set 100 having a plurality of data elements 
101 (e.g., FIG. 2A). FIG. 1 also illustrates that signatures 190 
(e.g. FIGS. 2B and 2C) previously generated by the signature 
processing engine 30 may be utilized as "raw data” by the 
data extractor 22 (e.g., via a signature feedback communica 
tion link 36 of any appropriate type). In any case and as 
previously noted, the data processing system 10 includes a 
comparator 90 of any appropriate configuration/type (e.g., 
one or more processors). Generally, each signature 190 that is 
generated from data provided by the data extractor 22 to the 
signature processing engine 30 may be compared with the 
data store 60 to provide one or more functions. 
One embodiment of a data processing protocol is illus 

trated in FIG. 3, is identified by reference numeral 110, and 
may be integrated in any appropriate manner by the data 
processing system 10 of FIG.1. The data processing protocol 
110 includes opening a data set 100 that is to be processed 
(step 112). A signature profile or algorithm set 52 may be 
created or selected in association with step 114. A signature 
profile 52 again is defined by one or more algorithms 42 that 
may be arranged in a certain order, with each algorithm 42 
outputting at least one value (i.e., a signature value 192) that 
ultimately defines the corresponding signature 190. A user 
could manually input one or more algorithms 42 through the 
user interface 12, a user could select one or more algorithms 
42 from the algorithm store 40 through the user interface 12, 
or both, to define a desired signature profile 52 for purposes of 
step 114. 
The signature profile 52 is communicated to the data 

extraction layer 24 in association with step 116 of the data 
processing protocol 110 (e.g., via the signature profile com 
munication link 34 of the data processing system of FIG. 1). 
Data formatting requirements may also be communicated to 
the data extraction layer 24 in association with step 116 (e.g., 
via the signature profile communication link 34 in FIG. 1). 
These communications may be provided by the signature 
processing engine 30 (e.g., based upon user input provided 
through the user interface 12). An iterator 26 is created in 
association with step 118 (e.g., based upon the requirements 
of the signature processing engine 30). 
The data set 100 may be provided to the data extraction 

layer 24 (step 120). Both actual data (one or more values 
associated with each of the data elements 101 from the data 
set 100) and metadata 109 may be extracted from the data set 
100 (step 122). The data set 100 may be organized (step 124) 
and transferred to the iterator 26 (step 126). The data set 100 
may be formatted in association with step 128. The formatted 
data and metadata 109 may be provided to the signature 
processing engine 30 (step 136). Signatures 190 may be gen 
erated by the signature processing engine 30 in association 
with step 138. Generally, one or more of these signatures 190 
may be added to the data store 60 for analysis of subse 
quently-generated signatures 190, may be analyzed in rela 
tion to the data store 60 to provide one or more functions, or 
may be used to visualize data. 
The data processing protocol 110 of FIG.3 uses a signature 

profile 52 or an algorithm set defined by one or more algo 
rithms (e.g., in association with step 114). One embodiment 
of a signature profile protocol is illustrated in FIG. 4, is 
identified by reference numeral 140, and may be integrated in 
any appropriate manner by the data processing system 10 of 
FIG. 1. Generally, the signature profile protocol 140 may be 
used to define a signature profile 52 for the data processing 
system 10 of FIG. 1. 
The signature profile protocol 140 may include accessing 

the algorithm store 40 (step 142). The algorithm store 40 
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again may include one or more algorithms 42 (e.g., FIG. 2D) 
of any appropriate type. In any case, each algorithm 42 will 
generate at least one value when executed and based upon one 
or more values provided by the data set 100. 
One or more algorithms 42 may be selected from the algo 

rithm store 44 (e.g., through user interface 12) for at least 
partially defining the desired signature profile 52 (step 144 of 
the signature profile protocol 140). One or more algorithms 
42 for the desired signature profile 52 may be manually input 
through the user interface 12 (Step 146). As noted, a signature 
profile 52 may be defined by one or more algorithms 42 from 
the algorithm store 40, by one or more algorithms 42 that are 
input through the user interface 12, or both. Therefore and for 
purposes of the signature profile protocol 140 of FIG. 4, at 
least one of step 144 and step 146 will be executed (possibly 
each of steps 144 and 146) for purposes of defining a signa 
ture profile 52. 

Step 148 of the signature profile protocol 140 is directed to 
compiling the selected/entered algorithms 42 to define a sig 
nature profile 52. This signature profile 52 may be stored or 
retained in the signature profile store 50 (FIG. 1), for instance 
to alleviate the need for recreating the same on a Subsequent 
occasion. In any case, the signature profile 52 associated with 
step 148 is made available or input to the signature processing 
engine 30. The signature profile 52 is used by the signature 
processing engine 30 to generate a plurality of signatures 190 
from a data set 100 that is opened by the data processing 
module 20 (e.g., FIG. 1; step 138 of the data processing 
protocol 110 of FIG. 2). 
The data processing protocol 110 of FIG. 3 generates sig 

natures 190 (e.g., in association with step 138). Again, a 
signature 190 is associated with a particular data element 101 
of the data set 100. One embodiment of a signature generation 
protocol is illustrated in FIG. 5, is identified by reference 
numeral 160, and may be integrated in any appropriate man 
ner by the data processing system 10 of FIG.1. The signature 
generation protocol 160 includes selecting what may be char 
acterized as a “focal data element pattern 102” for processing 
the data set 100 that has been opened by the data processing 
system 10 (e.g., via user input through the user interface 12). 
A“focal data element 104 is that particular data element 101 
from the data set 100 whose signature 190 is currently being 
generated by the signature processing engine 30. The focal 
data element pattern 104 may be used to define which of the 
data elements 101 from the data set 100 are going to have a 
signature 190 generated by the signature processing engine 
30. Each data element 101 of the data Set 100 could be 
processed to define a corresponding signature 190. However, 
the data processing system 10 accommodates selecting less 
than the entirety of the data elements 101 from the data set 
100 for generating signatures 190. The data set 100 could be 
parsed into a plurality of data segments each having a certain 
number of data elements 101, and each Such data segment 
could include a single focal data element 104 (e.g., data set 
100 could be parsed into 3x3 sections or collections of data 
elements 101, with the center data element 101 being the 
focal data element 104). The focal data element pattern 104 
could be used to define how the data set 100 is to be parsed. 
The signature generation protocol 160 of FIG. 5 further 

includes selecting what may be characterized as a “surround 
ing data element pattern 106 for processing the data set 100 
(e.g., via user input through the user interface 12). A 'Sur 
rounding data element 108 in relation to a signature 190 
(which is again directed to a particular data element 101) are 
those data elements 101 of the data set 100 that are used to 
characterize a focal data element 104 by defining its signature 
190. Stated another way, the surrounding data elements 108 
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are those data elements 101 of the data set 100 that have been 
selected to relationally describe a particular focal data ele 
ment 104 via an associated signature profile 52. Values for a 
focal data element 104 and each Surrounding data element 
108 encompassed by the Surrounding data element pattern 
106 (step 164) are input to the algorithm(s) 42 that define the 
relevant signature profile 52. The execution of the signature 
profile 52 provides the signature value(s) 192 for the signa 
ture 190. 

Step 166 of the signature generation protocol 160 is 
directed to setting a new current focal data element 104 from 
the formatted data set 100 (e.g., selecting the data element 
101 from the data set 100 for which a signature 190 is to be 
generated). The values of this focal data element 104 and each 
surrounding data element 108 (specified by the surrounding 
data element pattern 106 of step 164) are retrieved for the 
signature profile 52 that is to be used to generate a signature 
190 for the current focal data element 104 (step 168). In this 
regard, step 170 of the signature generation protocol 160 is 
directed to executing each algorithm 42 of the signature pro 
file 52 to define a signature 190 for the current focal data 
element 104. 
A signature tunnel 194 for the signature 190 could also be 

defined pursuant to the signature generation protocol 160 
(step 172). Although signature tunnels 194 may be defined as 
signatures 190 are generated, they could also be defined at a 
later time. In any case, signature tunnels 194 again are dis 
cussed above in relation to FIGS. 2F and 2G. A signature 
tunnel 194 may be defined if the signature 190 is being added 
to the data store 60. A signature tunnel 194 need not be 
defined if the signature 190 being generated is being used to 
visualize data or if the signature 190 is being compared with 
the data store 60 (e.g., for feature identification or extraction 
purposes). 
The signature 190 and any signature tunnel 194 may be 

saved in the case of the signature generation protocol 160 
(step 174). The signature 190 and the associated tunnel 194 
could be saved in the data store 60 of the data processing 
system 10. The metadata 109 for the data set 100 may be 
associated with a signature 190 that is being saved in the data 
store 60 in any appropriate manner (step 176). The signature 
190 that is generated by step 170 could in fact be stored in any 
appropriate location (e.g., in cache) and for any appropriate 
purposes, such as for being compared with the data store 60 
by the comparator 90. 

Step 178 of the signature generation protocol is directed to 
determining if all data elements 101 of the data set 100 have 
been processed in accordance with the focal data element 
pattern 104 from step 162. If not, the signature generation 
protocol 160 proceeds back to step 166 for repetition in accor 
dance with the foregoing. If all data elements 101 have been 
processed in accordance with the focal data element pattern 
102 (step 162), the signature generation protocol 160 termi 
nates and as set forth by step 180. 

Signatures 190 may be generated from data of any appro 
priate format and type. Representative examples of data sets 
100 that may be processed in accordance with the data pro 
cessing protocol 110 (FIG. 3) and the signature generation 
protocol 160 (FIG. 5) will now be addressed. FIG. 6 is a 
schematic of a two-dimensional data set 200 (e.g., image 
data). The 2D data set 200 is defined by a plurality of data 
elements 202 (only some of the data elements 202 being 
specifically identified), which in the illustrated embodiment 
are arranged in a plurality of rows and columns. The 2D data 
set 200 may be defined by any number of rows and columns, 
or in any other appropriate manner. 
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FIGS. 6A-6E present at least representative surrounding 

data element patterns 106 for purposes of step 164 of the 
signature generation protocol 160 of FIG. 5. FIGS. 6A-6D 
each show a 3x3 segment or selection of data elements 202 
from the 2D data set 200 of FIG. 6. FIG. 6E shows a 5x5 
segment or selection of data elements 202 from the 2D data 
set 200 of FIG. 6. A focal data element 204 is shown in each 
of FIGS. 6A-6E and is at the “center of the illustrated seg 
ments. A plurality of surrounding data elements 208 is also 
shown in each of FIGS. 6A-6E and whose values are used as 
inputs to a signature profile 52 to define a signature 190 for the 
illustrated focal data element 204. However, it should be 
appreciated that a given focal data element 204 could be 
defined in relation to a single Surrounding data element 208. 
The surrounding data element pattern 206a of FIG. 6A 

shows the surrounding data elements 208 being in the form of 
each data element 202 of the 2D data set 200 that adjoins the 
focal data element 204 (e.g. the first “band' of data elements 
202 that are disposed about the illustrated focal data element 
204). The surrounding data element pattern 206b of FIG. 6B 
shows the surrounding data elements 208 being in the form of 
those data elements 202 of the 2D data set 200 that are at the 
four corners of the 3x3 segment shown in FIG. 6B. The 
surrounding data element pattern 206c of FIG. 6C shows the 
surrounding data elements 208 being in the form of those data 
elements 202 of the 2D data set 200 that are immediately 
above, below, and to the two sides of the focal data element 
204 shown in FIG. 6C. The surrounding data element pattern 
206d of FIG. 6D shows the surrounding data elements 208 
being in the form of those data elements 202 of the 2D data set 
200 that are in the rows immediately above and below the 
focal data element 204 in the 3x3 segment shown in FIG. 6D. 
Finally, the surrounding data element pattern 206e of FIG. 6E 
shows the surrounding data elements 208 being in the form of 
those data elements 202 of the 2D data set 200 that are in the 
“second band’ about the focal data element 204 for the 5x5 
segment shown in FIG. 6E (e.g., none of the data elements 
202 that adjoin the focal data element 204 is a “surrounding 
data element 208 for purposes of defining a signature 190 for 
the focal data element 204 in accordance with Surrounding 
data element pattern 206 shown in FIG. 6E; there is one data 
element 202 between each surrounding data element 208 and 
the focal data element 204). 

FIG. 7 is a schematic of a one-dimensional data set 210 
(e.g., non-imagery data). The 1D data set 210 is defined by a 
plurality of data elements 212 (only some of the data elements 
212 being specifically identified). Representative one-dimen 
sional data for the 1D data set 210 includes without limitation 
financial data, log data, EMG data, and sound data. 

FIGS. 7A-7B present representative surrounding data ele 
ment patterns 106 for purposes of step 164 of the signature 
generation protocol 160 of FIG. 5. A focal data element 214 is 
shown in each of FIGS. 7A-7B. A plurality of surrounding 
data elements 218 is also shown in each of FIGS. 7A-7AB and 
whose values are used as inputs to a signature profile 52 to 
define a signature 190 for the associated focal data element 
214. However, it should be appreciated that a given focal data 
element 214 could be defined in relation to a single surround 
ing data element 218. 
The surrounding data element pattern 216a of FIG. 7A 

shows the surrounding data elements 218being in the form of 
each data element 212 of the 1D data set 210 that adjoins the 
focal data element 214 (e.g., the immediately leading and 
trailing data elements 212; the data element 212 on each 
“side' of the focal data element 214). The surrounding data 
element pattern 216b of FIG. 7B shows the surrounding data 
elements 218 being in the form of a data element 212 that is 
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spaced one data element 212 from the focal data element 214 
(e.g., each of the two Surrounding data elements 218 shown in 
FIG. 7B is spaced one data element 218 from the focal data 
element 214 to define the Surrounding data element pattern 
216b). 

FIG. 8 is a block diagram of a pair of one-dimensional data 
sets 220a, 220.b (e.g., non-imagery). Each 1D data set 220a, 
220b is defined by a plurality of data elements 222 (only some 
of the data elements 222 being specifically identified). 
Although the same data types could be used by each 1D data 
set 220a, 220b, the 1D data set 220a could have data elements 
222 of one data type (e.g., temperature values), while the 1D 
data set 220b could have data elements 222 of a different data 
type (e.g., pressure values). The representative one-dimen 
sional data discussed above with regard to the 1D data set 210 
of FIG. 7 is equally applicable to each the 1D data sets 220a, 
220b of FIG. 8. 

FIGS. 8A-8B present representative surrounding data ele 
ment patterns 106 for purposes of step 164 of the signature 
generation protocol 160 of FIG. 5. A focal data element 224 is 
shown in each of FIGS. 8A-8B. A plurality of surrounding 
data elements 228 is also shown in each of FIGS. 8A-8B and 
whose values are used as inputs to a signature profile 52 to 
define a signature 190 for the associated focal data element 
214. However, it should be appreciated that a given focal data 
element 224 could be defined in relation to a single surround 
ing data element 228. 
The surrounding data element pattern 226a of FIG. 8A 

shows a single Surrounding data element 228 being in the 1D 
data set 220b, with the focal data element 224 being in the 
other 1D data set 220a. Although the surrounding data ele 
ment 228 and the focal data element 224 in FIG. 8A may 
appear to be “registered in at least Some respect (e.g. data 
readings associated with a common parameter, Such as time), 
Such need not be the case in all instances. 
The focal data element 224 in FIG. 8B is actually in the 

form of one data element 222 from the 1D data set 220a and 
one data element 222 from the 1D data set 220b. The Sur 
rounding data element pattern 226b of FIG. 8B is similarly 
defined. That is, a pair of data elements 222 from each of the 
1D data sets 220a, 220b defines one surrounding data element 
228, while another pair of data elements 222 from each of the 
1D data sets 220a, 220b defines another surrounding data 
element 228. Although the data element 222 in the 1D data set 
220a and the data element 222 in the 1D data set 220b that 
define each of the focal data element 224 and the two sur 
rounding data elements 228 may appear to be “registered in 
at least some respect for the focal data element pattern 226b of 
FIG. 8B (e.g. data readings associated with a common param 
eter, such as time). Such need not be the case in all instances. 

FIGS. 9A-9B present representative surrounding data ele 
ment patterns 106 for purposes of step 164 of the signature 
generation protocol 160 of FIG. 5, namely for when the data 
set 100 is in the form of a plurality of signatures 190 provided 
by the signature processing engine 30 (e.g., transmitted from 
the signature processing engine 30 to the data extractor 22 via 
the signature feedback communication link 36 in the data 
processing system 10 of FIG. 1). 

Each of FIGS. 9A and 9B present a data set 100 in the form 
offive signatures 190a-190e. Each of the signatures 190a-e is 
defined by five signature values 192a-192e. In FIG.9A, the 
focal data element 230a is in the form of the signature 190c. 
A pair of surrounding data elements 234a, 234b is also shown 
in FIG. 9A and whose values are used as inputs to a signature 
profile 52 to define a signature 190 for the associated focal 
data element 230a. One of the surrounding data elements 
234a for the surrounding data element pattern 232a of FIG. 
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9A is defined by signatures 190a and 190b. The other of the 
Surrounding data elements 234b for the Surrounding data 
element pattern 232a of FIG. 9A is defined by signatures 
190d and 190e. Although the five signature values 192a-e for 
the five signatures 190a-e may appear to be “registered in at 
least some respect for the focal data element pattern 232a of 
FIG.9A (e.g. data readings associated with a commonparam 
eter, such as time). Such need not be the case in all instances. 

In FIG.9B, the focal data element 230b is in the form of the 
signature values 192c from each of the five signatures 190a-e. 
A pair of surrounding data elements 234c. 234d is also shown 
in FIG.9B and whose values are used as inputs to a signature 
profile 52 to define a signature 190 for the associated focal 
data element 230b. One of the surrounding data elements 
234c for the surrounding data element pattern 234b of FIG. 
9B is defined by the signature values 192a and 192b from 
each of the five signatures 190a-e. The other of the surround 
ing data elements 234c for the Surrounding data element 
pattern 234b of FIG.9B is defined by the signature values 
192d and 192e from each of the five signatures 190a-e. 
Although the five signature values 192c that define the focal 
data element 230b, the five signature values 192a and the five 
signature values 192b that define the surrounding data ele 
ment 234c, and the five signature values 192d and the five 
signature values 192e that define the two surrounding data 
element 234d may appear to be “registered in at least some 
respect for the focal data element pattern 232b of FIG.9B 
(e.g. data readings associated with a common parameter. Such 
as time). Such need not be the case in all instances. 
The foregoing addresses how signatures 190 may be gen 

erated by the data processing system 10 of FIG. 1. Again, a 
signature 190 is a representation of a single data element 101 
in a data set 100 in relation to at least one other data element 
101 of the same data set 100. Signatures 190 may be used by 
the data processing system 10 for a variety of applications. 
One such application for signatures 190 is to use the same to 
identify one or more features in a data 100. Generally, signa 
tures 190 that are generated by from a data set 100 may be 
compared with the data store 60 of the data processing system 
10 of FIG. 1 to identify one or more features in the data set 
1OO. 
The data store 60 that may be used by data processing 

system 10 of FIG. 1 may be characterized as a knowledge 
base. Generally, one or more previously defined signatures 
190 may be input to the data store 60 in at least some fashion 
to provide a comparative data set of sorts for signatures 190 
that are Subsequently generated by the data processing system 
10 (e.g., from a different data set 100). Data regarding these 
signatures 190 may be stored in any appropriate manner with 
the data store 60 to facilitate comparison with subsequently 
generated signatures 190. 

Generally, the data store 60 may be viewed as one or more 
collections of signatures 190. The data processing system 10 
of FIG. 1 could include a single data store 60 with one or more 
collections of signatures 190. The data processing system 10 
of FIG. 1 could also include a separate data store 60 for each 
collection of signatures 190. In any case, each collection of 
signatures 190 may be defined by a common signature profile 
52 or algorithm set. Hereafter, the data store 60 will be 
described with regard to one of these collections of signatures 
190. 
One possible configuration for the data store 60 from the 

data processing system 10 of FIG. 1 is shown in FIG. 10. The 
data store 60 again may include a training store 70 and a 
separate processing store 80. The training store 70 may utilize 
a binary tree 72, while the processing store 80 may utilize a 
binary tree 82. The training store 70 may be viewed as a 
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collection of signatures 190 (e.g., the signature values 192 
representative of the signatures 190), while the processing 
store 80 may be viewed as a collection of intervals that cor 
respond with at least part of the signature tunnels 194 of the 
various signatures 190. More specifically, each node 74 of the 
training store binary tree 72 may be a value that is represen 
tative of aparticular signature 190. Moreover, each node 84 of 
the processing store binary tree 82 may be a range of values 
that is representative of at least part of signature tunnel 194 for 
one or more signatures 190, and/or may be representative of 
a range of overlapping values with regard to the signature 
tunnel 194 of multiple signatures 190. Newly generated sig 
natures 190 could be compared with either the training store 
70 or the processing store 80. Comparisons of signatures 190 
with the training store 70 may provide an enhanced degree of 
specificity, while comparisons of signatures 190 with the 
processing store may provide an enhanced degree of gener 
alization. 

Each node 74 of the training store 70 and each node 84 of 
the processing store 84 may include a label. One embodiment 
of such a label is illustrated in FIG. 11 and is identified by 
reference numeral 270. Generally, each label 270 includes all 
signatures 190 associated with the corresponding nodes 74, 
84 of the training and processing binary trees 72, 82, respec 
tively. Each such label 270 may also include the metadata 109 
associated with each signature 190, along with a feature ID 
272. The feature ID 272 identifies what the corresponding 
signature 190 is representative of (e.g., tree, water). Any 
number of signatures 190 may be associated with a given 
label 270 (e.g., one or more). 
The above-described training store binary tree 72 and the 

processing store binary tree 82 for the data store 60 may be 
developed or populated in tandem. One embodiment of pro 
tocol that may be used to develop or populate the training 
store binary tree 72 and the processing store binary tree 82 in 
this manner is shown in FIG. 12. The data store protocol 240 
of FIG. 12 may be integrated in any appropriate manner by the 
data processing system 10 of FIG. 1. 

Step 242 of the data store protocol 240 is directed to setting 
a new current signature 190 to be incorporated into the data 
store 60 (e.g., “current' being used in the sense that it iden 
tifies the signature 190 that is currently being incorporated by 
the data store 60 tunnel 194 associated with this signature 
thereby also being referred to as the “current tunnel 194” in 
the data store protocol 240). A representative node 74 is added 
to the training store binary tree 72 (step 244)—“representa 
tive' meaning that the node 74 has a value(s) associated with 
the value(s) of the current signature 190. 
Once a node 74 has been added to the training store binary 

tree 72, the current tunnel 194 for the current signature 190 is 
incorporated into the processing storebinary tree 82. The data 
store protocol 24 illustrates three possible scenarios as to how 
this may be done, and these scenarios may be addressed in any 
appropriate order by the protocol 240. The three scenarios 
are: the current tunnel 194 may be equivalent to an interval 
associated with one or more nodes 84 of the processing store 
binary tree 82; the current tunnel 194 may overlap with an 
interval associated with one or more nodes 84 of the process 
ing store binary tree 82; or the current tunnel 194 may be 
completely outside of the interval associated with each node 
84 currently defined for the processing store binary tree 82. 

Step 246 of the data store protocol 240 is directed to deter 
mining if the current tunnel 194 is equivalent to any interval 
associated with any node 84 of the processing store binary 
tree 82. If so, the data store protocol 240 proceeds to step 248 
where the label 270 of this particular node 84 (having an 
interval that encompasses the current tunnel 194) is updated 
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to include the current signature 190 (see FIG. 11 regarding 
content for the label 270). Thereafter, the data store protocol 
240 may proceed to step 262 and which is directed to making 
a determination as to whether the data store 60 update has 
been completed (e.g., whether all signatures 190 from a 
selected portion of a particular data set 100 have been incor 
porated by the data store 60). 

Step 250 of the data store protocol 240 is directed to deter 
mining if the current tunnel 194 overlaps with an interval 
associated with any node 84 of the processing store binary 
tree 82. If not, the data store protocol 240 proceeds to step 
252, where a new representative node 84 is added to the 
processing Store binary tree 82 (for the illustrated configura 
tion of the data store protocol 240, if the current tunnel 194 is 
not a Subset of any interval of the processing store binary tree 
82, and it also does not partially overlap with any interval of 
the processing store binary tree 82, it will then define a com 
pletely new interval for the processing store binary tree 82). 
The value for the interval for this new node 84 corresponds 
with value of the current tunnel 194. A label 270 for this new 
node 84 is also added through step 256, and that will include 
the current signature 190. Thereafter, the data store protocol 
240 may proceed to step 262 (again, directed to determining 
whether all signatures 190 from a selected portion of a par 
ticular data set 100 have been incorporated by the data store 
60). 

If a determination has been made by the data store protocol 
240 that the current tunnel 194 is not equivalent to an interval 
of any node 84 of the processing store binary tree 82 (step 
246) and that this current tunnel 194 does overlap with an 
interval of at least one node 84 of the processing store binary 
tree 82 (step 250), one node 84 may be added to the data store 
processing tree 82 and at least one existing node 84 may be 
updated. Step 254 of the protocol 240 is directed to adding a 
new node 84 to the processing store binary tree 82 for the 
non-overlapping portion of the current tunnel 194 (i.e. the 
portion of the current tunnel 194 that does not overlap with the 
interval of any node 84 currently in the processing store 
binary tree82). A label 270 (see FIG. 11) for this new node 84 
may be added through step 256, and that will include the 
current signature 190. Step 258 of the data store protocol 240 
address the overlapping portion of the current tunnel 194. 
Step 258 is more specifically directed to incorporating the 
overlapping portion(s) of the current tunnel 194 with the 
relevant nodes(s) 84 of the processing store binary tree 82. 
Moreover, the label 270 for each such node 84 may be 
updated to include the current signature 190 (step 260). 
At step 262 of the data store protocol 240, a determination 

is made as to whether the updating of the data store 60 has 
been completed—namely a determination as to whetherall of 
the desired signatures 190 been incorporated by the data store 
60. If not, the protocol 240 returns to step 242 for a repetition 
in accordance with the foregoing. If the update of the data 
store 60 is complete, the data store protocol 240 may be 
terminated through step 264. 
An example in accordance with the data store protocol 240 

of FIG. 12 is presented in FIGS. 13 A-16B. Four signatures 
190 (S. S. S., and S) are incorporated by the data store 60 
for the example presented by FIGS. 13 A-16B. Signature S. 
has a signature value (e.g., signature value 192) of '4' and 
tunnel value limits (e.g., upper signature tunnel limit 196a 
and lower signature tunnel limit 196b) or an interval of (2, 6) 
(e.g., a range that encompasses the value(s) of the signature 
S). Signature S has a signature value of “7” and tunnel value 
limits or an interval of (5, 9). Signature S has a signature 
value of “12 and tunnel value limits oran interval of (10,14). 
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Finally, signature S has a signature value of “6” and tunnel 
value limits or an interval of (4, 8). 

FIGS. 13 A-13B are directed to adding the signature S to 
the training store 70 (e.g., signature value(s) 192) and adding 
the tunnel for the signature S to the processing store 80 (e.g., 
its signature tunnel 194; its upper signature tunnel limit 196a 
and lower signature tunnel limit 196b), respectively. Node 
74a (value=4) is added to the training store 70 for the signa 
ture S and becomes the current root for the training store 
binary tree 72a. Node 84a (with values of (2, 6)) is added to 
the processing store 80 for the tunnel or interval of signature 
S (identified as interval #1 or I in FIG. 13B) and becomes 
the current root for the processing store binary tree 82a. A 
label 270 (FIG. 11) may be associated with the node 74a in the 
training store 70, and another label 270 may be associated 
with the node 84a in the processing store 80. 

FIGS. 14A-14B are directed to adding the signature S to 
the training store 70 and adding the tunnel or interval for the 
signature S to the processing store 80, respectively. Node 
74b (value=7) is added to the training store processing tree 
72a. Since the value of signature S, (7) is greater than the 
value of the signature S (4), node 74b is added to the right of 
node 74a in FIG. 14A for the training store binary tree 72a. A 
label 270 (FIG. 11) may be associated with the node 74b in the 
training store 70. 

Regarding updating the processing Store 80 in relation to 
the signature S, the interval for signature S again is (5,9), 
whereas the interval for signature S again is (2, 6). These 
intervals partially overlap. The result of adding the interval (5. 
9) for signature S to the processing store binary tree 82a is 
shown in FIG. 14B. Node 84a (FIG. 13B) has been replaced 
with nodes 84b, 84c, and 84d, with node 84b now becoming 
the root for the processing store binary tree 82a and as shown 
in FIG. 14B. Node 84b is the overlapping portion of the 
interval for signatures S and S (this overlap being the inter 
val I having the values (5, 6)). Node 84c is the non-overlap 
ping portion of the interval of signature S (this non-overlap 
ping portion being the interval I having the values (2, 4)) in 
relation to signature S. Since this interval (2, 4) is Smaller 
than the interval for node 84b (5, 6), node 84c is added to the 
left of node 84b and has an assigned value of (2, 4). Node 84d 
is the non-overlapping portion of the interval of signature S. 
(this non-overlapping portion being the interval I and having 
the values of (7,9)) in relation to signature S. Since this 
interval (7,9) is larger than the interval for node 84b (5, 6). 
node 84d is added to the right of node 84b. A separate label 
270 (FIG. 11) may be associated with each of the nodes 84b, 
84c, and 84d in the processing store 80. 

FIGS. 15A-15B are directed to adding the signature S to 
the training store 70 and the tunnel or interval for signature S. 
to the processing store 80, respectively. Node 74c (value=12) 
is added to the training store processing tree 72a in the man 
ner shown in FIG.15A. The training store binary tree 72a may 
be updated so that its root is now node 74b of signature S. 
Since the value of signature S (4) is less than the value of the 
signature S, (7), node 74a may be moved to the left of node 
74b for the training store binary tree 72a. Since the value of 
signature S (12) is greater than the value of the signature S. 
(7), node 74c may be added to the right of node 74b for the 
training store binary tree 72a. A label 270 (FIG. 11) may be 
associated with the node 74c in the training store 70. 

Regarding updating the processing Store 80 in relation to 
the signature S, the interval for the signature S again is (10. 
14). The interval I is (2, 4), the interval I is (5, 6), and the 
interval I is (7,9) for the processing store binary tree 82a 
from FIG. 14B. The interval for signature S is (10, 14), and 
therefore does not overlap with the interval of any of the 
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nodes 84b,84c, or 84d in the processing store binary tree 82a 
of FIG. 14B. An entirely new node may then be added to the 
processing Store binary tree 82a. In this regard and as shown 
in FIG. 15B, an interval Is is added to the processing store 
binary tree 82a in relation to the interval for signature S (10. 
14). Since the interval for signature S (10,14) is larger than 
the interval of node 84d (7,9), new node 84e is added to the 
right of node 84d and is representative of the tunnel for 
signature S (an interval Is having values of 10, 14)). A label 
270 (FIG. 11) may be associated with the node 84e in the 
processing store 80. 

FIGS. 16A-16B are directed to adding the signature S to 
the training store 70 and the tunnel or interval for the signa 
ture S to the processing store 80, respectively. The value of 
the signature S is “6” The value of the signature S. (6) is less 
than the value of the root signature S, (7) of the binary tree 
72a shown in FIG. 15A, so the analysis proceeds to the left of 
node 74b to node 74a. The value of the signature S. (6) is 
greater than the value of the signature S (4) at node 74a of the 
binary tree 72a in FIG. 15A, so the node 74d for signature S. 
is added to the right of node 74a for the training store binary 
tree 72a shown in FIG. 16A. A label 270 (FIG. 11) may be 
associated with the node 74d in the training store 70. 
The interval for signature S again is (4, 8). The interval I 

for the root of the processing store binary tree 82a (node 84b 
shown in FIG.15B) is (5, 6). As such, these intervals partially 
overlap. Part of the interval for signature S (namely, the part 
having a value of (4, 4)) is less than the interval for the node 
84b (5, 6), so the interval of node 84c (2, 4) (via proceeding 
down the left side of the processing store binary tree 82a in 
FIG. 15B from node 84b to node 84c) is compared to the 
smaller, non-overlapping portion of the interval for signature 
S (4.4). Part of the Smaller, non-overlapping portion of the 
signature S (4.4) also overlaps with the interval of node 84c 
(2, 4), so node 84c of the processing store binary tree 82a 
shown in FIG. 15B is replaced with node 84f having an 
interval I with values of (2, 3), and node 84g having an 
interval I, with values of (4.4). Since the interval I, is greater 
than the interval I, node 84g is added to the right of node 84f 
for the processing store binary tree 82a shown in FIG.16B. A 
label 270 (FIG. 11) may be associated with the node 84f and 
a label 270 (FIG. 11) may be associated with the node 82g in 
the processing store 80. 
The larger, non-overlapping portion for signature S (7,8) 

is greater than the interval for the node 84b (5.6) or the current 
root of the processing store binary tree 82a, so the analysis 
proceeds down the right side of the processing store binary 
tree 82a shown in FIG.15B. The interval I of node 84d (7,9) 
to the right of node 84b in the processing storebinary tree 82a 
of FIG. 15B is then compared to the larger, non-overlapping 
portion for signature S (7.8). The larger, non-overlapping 
portion for signature S (7,8) is totally encompassed by the 
interval I of node 84d, so node 84d is placed with node 84h 
having an interval Is with values of (7.8) for the processing 
store binary tree 82a shown in FIG.16B. The label 270 (FIG. 
11) previously associated with the node 84d may then be 
updated for the replacement node 84h in the processing store 
80. 
The remaining interval (9.9) from node 84d still needs to 

be added to the processing store binary tree 82a. Continuing 
to proceed down the right side of the processing Store binary 
tree 82a to node 84e, its interval Is (10,14) is larger than this 
remainder from node 84d (9.9), so a new node 84i is added to 
the left of node 84e for the process store binary tree 82a and 
as shown in FIG.16B, and with an interval I having values of 
(9,9). A label 270 (FIG. 11) may be associated with the node 
84e in the processing store 80. 
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Each of the various nodes 74 in the training store 70 and the 
various nodes 84 in the processing store 80 again have an 
associated label 270 (FIG. 11). Each label 270 identifies all of 
the associated signatures 190 (i.e., multiple signatures 190 
may be associated with a given node 74/84 in the processing 
store 60). Each signature 190 also has an associated feature 
ID 272. It should be appreciated that a given label 270 could 
store a single instance of a feature ID 272 in relation to one or 
more signatures 190 that are associated with the given label 
270. In any case, the feature ID 272 again conveys an identity 
of the feature associated with the signature 190. Associating 
a signature 190 with a particular feature may be characterized 
as “training.” 
One embodiment of a training protocol is illustrated in 

FIG. 17, is identified by reference numeral 280, and may be 
integrated in any appropriate manner by the data processing 
system 10 of FIG.1. A signature profile 52 (e.g., an algorithm 
set) is input or selected in accordance with step 281. The 
signature profile 52 may be used to select an appropriate data 
store 60 (e.g., a data store 60 having signatures 190 to find by 
the same signature profile 52). FIG. 4 that was discussed 
above again is directed to a signature profile protocol 140 that 
may be used to define Such a signature profile 52. In any case, 
a data set 100 is opened for processing by the data processing 
system 10 (step 282). At least a portion of the data within the 
data set 100 may be selected for training (step 283). That is, 
one or more discrete areas or regions of the data set 100 may 
be trained. It is not required that training be conducted in 
relation to the entirety of a data set 100, although this may be 
done if desired/required for a particular application. 
One or more signatures 190 are generated on the selected 

data (step 284 of the training protocol 280 of FIG. 17). FIG.5 
that was discussed above again is directed to a signature 
generation protocol 160 that may be used to generate signa 
tures 190. The generated signatures 190 may then be added to 
the data store 60 (step 285 of the training protocol 280 of FIG. 
17). FIG. 12 that was discussed above again is directed to a 
data store protocol 240 that may be used to populate the data 
store 60 (e.g., to define a training store binary tree 72 in 
tandem with a processing store binary tree 82). An example 
for populating the training store 70 and the processing store 
80 with four signatures 190 is also discussed above and pre 
sented in FIGS. 13 A-16B. 
The feature(s) to which the selected data is directed is 

identified (step 286 of the training protocol 280 of FIG. 17). 
This may entail the use of a subject matter expert. It may be 
such that a signature 190 from the data set 100 is associated 
with a single feature from the data set 100. In any case, the 
feature ID 272 for the identified feature is associated with the 
relevant signature 190 in the data store 60 (step 287 of the 
training protocol 280 of FIG. 17). This again may be done by 
making an association between a given signature 190 and a 
particular feature ID 272 in the label 270 of one or more nodes 
74 of the training store 70 and one or more nodes 84 of the 
processing store 80. 

At least Some of the discussion thus far presented may be 
characterized as "configuring or “initializing the data pro 
cessing system of FIG. 1 so as to thereafter be able to provide 
one or more functions. One function that may be provided by 
the data processing system 10 is feature recognition or extrac 
tion—opening a data set 100 and identifying one or more 
features that exist within the data set 100 based upon signa 
tures 190 within the knowledge base data store 60. 
One embodiment of a feature extraction or recognition 

protocol is presented in FIG. 18, is identified by reference 
numeral 290, and may be integrated in any appropriate man 
ner by the data processing system 10 of FIG.1. A data set 100 
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may be opened for analysis by the data processing system 10 
(step 292). At least one and more typically a plurality of 
signatures 190 may be generated from the new data set 100 
(step 294; signature generation profile 160 of FIG. 5). Each 
signature 190 generated from the new data set 100 by the 
feature extraction protocol 290 may be assessed by the feature 
extraction protocol 290. However, the protocol 290 will here 
after be addressed in relation to a particular new signature 
(e.g., steps 296-316 may be repeated for each newly gener 
ated signature 190). 
A signature 190 generated from the new data set 100 may 

be checked against the data store 60 by the feature extraction 
protocol 290 of FIG. 18 (step 296). If this new signature 190 
is not in the data store 60, the feature extraction protocol 290 
may be configured to allow this new signature 190 to be added 
to the data store 60 through execution of the data store pro 
tocol 240 of FIG. 12 (via steps 298 and 300 of the feature 
extraction protocol 290). A new signature 190 that is not in the 
data store 60 could also be disregarded (step 302) for pur 
poses of the feature extraction protocol 290 (e.g., such a 
signature may be associated with an “undefined feature' or 
the like). 

If step 296 of the feature extraction protocol 290 results in 
a determination that a particular new signature 190 from the 
new data set 100 is in fact within the data store 60, all relevant 
labels 270 may be retrieved from the processing store 60 (step 
304). In one embodiment, step 296 of the feature extraction 
protocol 290 utilizes the processing store 80 side of the data 
store 60 a new signature 190 may be compared with the 
processing storebinary tree82. Any new signature 190 should 
be within the interval of a single node 84 of the processing 
store binary tree 82 (and thereby associated with a single label 
270), although this single label 270 may be associated with 
multiple signatures 190 that have been previously stored in 
the processing store 80 side of the data store 60. Therefore, if 
the signature 190 is within the processing store 80 side of the 
data store 60, the feature extraction protocol 290 should 
retrieve one label 270 from the processing store 80. Although 
the feature extraction protocol 290 may use the processing 
store 80 for step 296, it could also use the training store 70 
(although it may be computationally slower than utilizing the 
processing store 80, but a comparison of a new signature 190 
with the training store 70 should offer a higher degree of 
specificity). 

Step 306 of the feature extraction protocol 290 is directed 
to determining if multiple feature IDs 272 are associated with 
a label 270 from step 304. If not, a single feature ID 272 may 
be output in any appropriate manner (step 308; via the data 
output device 14 from the data processing system 10 of FIG. 
1). If step 306 results in a determination that multiple feature 
IDs 272 are associated with a label 270 that includes the new 
signature 190 being assessed, the feature extraction protocol 
290 proceeds to step 310. The feature extraction protocol 290 
allows all feature IDs 272 to be output (step 312 via the data 
output device 14 from the data processing system 10 of FIG. 
1). The feature extraction protocol 290 also allows a single 
feature ID 272 to be selected for the case where there is a 
multiplicity of feature IDs 272. Step 314 is directed to making 
anassessment of the various feature IDs 272. This assessment 
may be undertaken in any appropriate manner. For instance, 
this assessment may utilize a contextual-based analysis. A 
“levels of confidence' analysis could also be utilized (e.g., the 
feature ID 272 having the highest level of confidence, from 
the multiple feature IDS 272 associated with step 306, could 
be selected pursuant to step 314). In any case, one of the 
feature IDs 272 is selected from this assessment and is output 
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in relation to step 316 (e.g., via the data output device 14 from 
the data processing system 10 of FIG. 1). 

Signatures 190 that are developed by the data processing 
system 10 of FIG.1 may also be utilized to provide or output 
various types of data presentations (e.g., via its data output 
device 14; visual presentations). One embodiment of a data 
presentation options protocol is illustrated in FIG. 19, is iden 
tified by reference numeral 390, and may be integrated in any 
appropriate manner by the data processing system 10 of FIG. 
1. Multiple presentation options may be presented by the data 
processing system 10 of FIG. 1 in any appropriate manner 
(step 392). For instance, a screen on the graphical user inter 
face 12 of the data processing system 10 could identify 
present a “tab' for each data presentation option that is avail 
able through the data processing system 10. Such a screen on 
the graphical user interface 10 could also provide a listing of 
the available data presentation options through a drop-down 
menu, window, list, or the like. In any case, a visualization 
option to be executed by the data processing system 10 may 
be selected (step 394), and the relevant data presentation 
protocol thereafter may be executed (step 396). 
A relationship-based data presentation protocol 400 is 

illustrated in FIG. 20, may be one of the multiple presentation 
options for purposes of step 392 of the data presentation 
options protocol 390 of FIG. 19, and may be integrated in any 
appropriate manner by the data processing system 10 of FIG. 
1. The relationship-based data presentation protocol 400 
includes inputting or selecting a signature profile 52 (step 
402; signature profile protocol 140 of FIG. 4), as well as 
opening a new data set 100 (step 404). Steps 402 and 404 may 
be executed in any order. Step 406 of the relationship-based 
data presentation protocol 400 is directed to selecting the data 
to present from the opened data set 100 (step 406). A data 
presentation is then output pursuant to step 408 (via the data 
output device 14 from the data processing system 10 of FIG. 
1). For instance, signatures 190 may be generated from each 
data element 101 of the data set 100. Each such signature 190 
may be compared to the data store 60 for purposes of retriev 
ing a feature ID 272 for the signature 190. This feature ID 272 
may be used to present an output corresponding with the 
feature associated with the feature ID 272. 

Another presentation option for step 392 of the data pre 
sentation options protocol 390 of FIG. 19 is shown in FIG.21 
in the form of a non-imagery data presentation protocol 320. 
This non-imagery data may be one, two, three, or n-dimen 
sional. In any case, this non-imagery data visualization pro 
tocol 320 may be integrated in any appropriate manner by the 
data processing system 10 of FIG. 1. The non-imagery data 
presentation protocol 320 includes inputting or selecting a 
signature profile 52 (step 322; signature profile protocol 140 
of FIG. 4), as well as opening a non-imagery data set (step 
324; e.g., of the type addressed above in relation to FIGS. 
7-7B). Steps 322 and 324 may be executed in any order. 
A signature 190 may be generated for each data element of 

the non-imagery data set (e.g., data elements 212 of the 1D 
data set 210 of FIGS. 7-7B) for purposes of the non-imagery 
data presentation protocol 320, although signatures 190 could 
be processed for less than the entirety of the data elements 
included in the non-imagery data set (e.g., data set 210). In 
any case, a new focal data element (e.g., focal data element 
214 from the 1D data set 210) for the non-imagery data set 
may be set through step 326 of the non-imagery data presen 
tation protocol 320. The value of the current focal data ele 
ment (and each surrounding or related data element; e.g., each 
related data element 218 for the surrounding data element 
pattern 216 discussed in relation to FIGS. 7-7B) may be input 
into the signature profile 52 through step 328 of the protocol 
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320. Each algorithm 42 of the signature profile 52 may be run 
or executed pursuant to step 330. The algorithmic value that is 
generated by the execution of the signature profile 52 is 
associated with the current focal data element pursuant to step 
332. A determination is made at step 334 as to if all data 
elements in the non-imagery data set have been processed 
(assuming that signatures 190 are to be generated for each 
data element of the non-imagery data set). If not, the non 
imagery data presentation protocol 320 returns to step 326 for 
repetition in accordance with the foregoing. Once all of the 
data elements of the non-imagery data set have been pro 
cessed by the non-imagery data presentation protocol 320, a 
data presentation may be output pursuant to step 336 (e.g., via 
the data output device 14 for the data processing system 10 of 
FIG. 1). 

Consider the case where each data element 212 of the 1D 
data set 210 of FIGS. 7-7B has an associated value. The 
non-imagery data presentation protocol 320 of FIG. 21 may 
be characterized as generating a signature 190 for each data 
element 212, and then Substituting the associated signature 
value 192 for its original value. The collection of signature 
values 192 may be characterized as the “data presentation 
that may be output pursuant to step 336 of the non-imagery 
data presentation protocol 320. 

Another presentation option for step 392 of the data pre 
sentation options protocol 390 of FIG. 19 is shown in FIG.22 
in the form of a signature plot-based data presentation proto 
col 340. This signature plot-based data presentation protocol 
340 may be integrated in any appropriate manner by the data 
processing system 10 of FIG.1. The signature plot-based data 
presentation protocol 340 includes inputting or selecting a 
signature profile 52 (step 342; signature profile protocol 140 
of FIG. 4), as well as opening at least one new data set 100 
(step 344). Steps 342 and 344 may be executed in any order. 

Signatures 190 on at least some of the data elements 101 of 
the data set 100 are acquired pursuant to step 346 of the 
signature plot-based data presentation protocol 340 (e.g., 
from a signature processing engine (e.g., signature process 
ing engine 30), from a data store accessible by the data pro 
cessing system 10 (e.g., data store 60), from a signature store, 
or the like). A signature 190 may be acquired for each data 
element 101 of the data set 100 for purposes of the signature 
plot-based data presentation protocol 340, although signa 
tures 190 could be processed for less than the entirety of the 
data elements 101 defining the data set 100 to be processed in 
accordance with the signature plot-based data presentation 
protocol 340. Again, a signature 190 pertains to a specific data 
element 101 (a focal data element 104), but this particular 
data element 101 is defined in relation to at least one other 
data element 101 (one or more surrounding or related data 
elements 108). 

Each of signatures 190 acquired in accordance with step 
346 may be processed for presentation in accordance with the 
signature plot-based data presentation protocol 340. In this 
regard, a new current signature 190 is set pursuant to step 348. 
A signature plot 370 of the current signature 190 is generated 
pursuant to step 350 (e.g., FIG. 23 discussed below). This 
signature plot 370 is divided into a first band 372, a second 
band 376, and a third band 380 (step 352). The three bands 
372, 376, and 380 are associated with the three bands of the 
RGB color model. The first band 372 may be associated with 
the color for red light (255, 0, 0) for an 8-bit channel, or 8 
bits/byte, the second band 376 may be associated with the 
color for green light (0, 255, 0) for an 8-bit channel, and the 
third band 380 may be associated with the color for blue light 
(0, 0,255) for an 8-bit channel. 
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A threshold 374,378, and 382 is defined for the three bands 
372, 376, and 380, respectively (step 354). The R, G, and B 
values are thereafter determined for the first, second, and third 
bands 372, 376, and 380, respectively. This may be done in 
any appropriate manner. For instance, each of the bands 372, 
376, and 380 may be divided up into 8bits. The average of the 
R values for the 8 bits in the first band 372 may be used as the 
R value for the first band 372. The average of the G values for 
the 8 bits in the second band 376 may be used as the G value 
for the second band 376. Finally, the average of the B values 
for the 8 bits in the third band 380 may be used as the B value 
for the third band 380. 
The three color values provided by step 356 of the signa 

ture plot-based data presentation protocol 340 are then asso 
ciated with the current data element 101 in accordance with 
step 358 (that which is the subject of the current signature 190 
from step 348). These three color values may of course be 
combined to define a single color for the associated current 
data element 101. If all signatures 190 have not yet been 
processed (step 360), the signature plot-based data presenta 
tion protocol 340 returns to step 348 for repetition in accor 
dance with the foregoing. Otherwise, a data presentation is 
output pursuant to step 362 using the color values for the 
associated data elements 101 (e.g., via the data output device 
14 from the data processing system 10 of FIG. 1). 

Consider the case where each data element 101 of the data 
set 100 has an associated original value. The signature plot 
based data presentation protocol 340 of FIG. 22 may be 
characterized as generating a signature 190 for each data 
element 101, deriving a color value from its signature 190, 
and then Substituting the associated color value for its original 
value. The collection of color values (for the various data 
elements 101) may be characterized as a “signature-derived 
color value data set that may be output pursuant to step 362 
of the signature plot-based data presentation protocol 340. 

FIG. 23 illustrates one embodiment of a plot 370 for a 
signature 190 pursuant to the signature plot-based data pre 
sentation protocol 340 of FIG.22. The plot 370 is divided into 
a red band 372, a green band 376, and a blue band 380. A 
threshold 374 is defined for each of the bands 372, 376, and 
380. Although this threshold 374 could be the same through 
out the plot 370 (i.e., for each of the bands 372,376,380), the 
threshold 374 may be tailored for each of the bands 372,376, 
and 380 (e.g., there may be a different threshold 374 in each 
band 372,376, 380; the same threshold 374 could be used in 
two of the bands 372,376, 380, and a different threshold 374 
could be used in the third of the bands 372, 376, 380). 
The R, G, and B values may be determined for the bands 

372,376, and 380, respectively, in any appropriate manner as 
noted in relation to the signature plot-based data presentation 
protocol 340. For instance, each band 372,376, and 380 may 
be divided up into 8bits. The R value for the redband 372 may 
be the average of the 8 R values. Portions of the plot 370 in 
each of the bands 372, 376, and 380 that are below the asso 
ciated threshold 374 may be assigned a “0” value. 

Yet another presentation option for step 392 of the data 
presentation options protocol 390 of FIG. 19 is shown in FIG. 
24 in the form of a signature value-based data presentation 
protocol 420. This signature value-based data presentation 
protocol 420 may be integrated in any appropriate manner by 
the data processing system 10 of FIG. 1. 

The signature value-based data presentation protocol 420 
includes opening at least one new data set 100 (step 422) and 
setting a new current data element 101 (step 424) that is, the 
protocol 420 accommodates processing one more data ele 
ments 101 from one or more data sets 100, including all data 
elements 101 from one or more data sets 100. At least one 

5 

10 

15 

25 

30 

35 

40 

45 

50 

55 

60 

65 

38 
signature 190 is acquired on the current data element 101 
(step 426). Each such signature 190 may be provided by a 
signature processing engine (e.g., signature processing 
engine 30), may be retrieved from a data store accessible by 
the data processing system 10 (e.g., data store 60), may be 
retrieved from a signature store, or the like. Any appropriate 
number of signatures 190 could be acquired on the same 
current data element 101 and used by the signature value 
based data presentation protocol 420. For instance, one sig 
nature 190 on the current data element 101 may have been 
generated from one data type, and another signature 190 on 
the very same current data element 101 may have been gen 
erated from another data type. The acquisition of one or more 
signatures 190 pursuant to step 426 may be undertaken in any 
appropriate manner. For instance, one or more signatures 190 
may be automatically acquired by the data processing system 
10, one or more signatures 190 may be acquired in response 
to user input (e.g., through a user interface 12), or both. 

Step 428 of the signature value-based data presentation 
protocol 420 is directed to assigning algorithms 42 (more 
specifically their corresponding signature value(s) 192) from 
one or more of the acquired signatures 190 (step 428) to one 
of a plurality of color bands. Any appropriate number of color 
bands may be utilized (e.g., 3 color bands for an RGB color 
model—a red band, a green band, and a blue band). This 
assignment of signature values 192 may be undertaken auto 
matically by the data processing system 10, in response to 
user input (e.g., through the user interface 12), or both. Not all 
signature values 192 from a given signature 190 need be 
utilized by the signature-derived color data presentation pro 
tocol 420. Although it may be such that a given signature 
value 192 is only be used in one of the color bands, a given 
signature value 192 could be used in two or more of the color 
bands. More generally, at least one signature value 192 may 
be assigned to each color band. Each color band may have one 
or more signature values 192, including where each color 
band has a plurality of color bands. 

In a 24-bit color system for the RGB color model, each of 
the red color band, the green color band, and the blue color 
band will have 8 bits. The impact of each bit on the color in a 
given color band is progressively reduced proceeding from 
the first bit to its eighth bit. Step 430 of the signature value 
based data presentation protocol 420 is directed to designat 
ing the order of the signature values 192 in each color band. 
This order designation of signature values 192 may be under 
taken automatically by the data processing system 10, in 
response to user input (e.g., through the user interface 12), or 
both. The band color value for each color band is determined 
pursuant to step 434, and the color value for the current data 
element is determined pursuant to step 436. 
A threshold may be established in any appropriate manner 

for each signature value 192 that is assigned to any of the 
color bands. This threshold may be used to establish an on/off 
condition or status for the above-noted bits. For instance, each 
signature value 192 in a color band may define a bit for the 
color band, and its associated threshold may establish 
whether this bit is “on” or “off” (e.g., a “Zero” or a “one'). The 
on/off status of the bits in each color band may be used to 
establish the color value for the band (step 434). 
At least some, and including all, of the data elements 101 of 

the data set 100 may be processed in accordance with the 
foregoing (see step 438). Once the desired data elements 101 
have been processed in accordance with the foregoing, a data 
presentation is output pursuant to step 440 and using the 
determined data element color values. 

Yet another presentation option for step 392 of the data 
presentation options protocol 390 of FIG. 19 is shown in FIG. 
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25 in the form of a signature-based data presentation protocol 
450. This signature-based data presentation protocol 450 may 
be integrated in any appropriate manner by the data process 
ing system 10 of FIG. 1. The signature plot-based data pre 
sentation protocol 340 of FIG. 22, as well as the signature 
value-based data presentation protocol 420 of FIG. 24, each 
may be utilized by the signature-based data presentation pro 
tocol 450 of FIG. 25. 

The signature-based data presentation protocol 450 
includes opening at least one data set 100 (step 452) and 
setting a new current data element 101 (step 454) that is, the 
protocol 450 accommodates processing one more data ele 
ments 101 from one or more data sets 100, including all data 
elements 101 from one or more data sets 100. At least one 
signature 190 is acquired on the current data element 101 
(step 456). Each such signature 190 may be provided by a 
signature processing engine (e.g., signature processing 
engine 30), may be retrieved from a data store accessible by 
the data processing system 10 (e.g., data store 60), may be 
retrieved from a signature store, or the like. Any appropriate 
number of signatures 190 could be acquired on the same 
current data element 101 for use by the signature-based data 
presentation protocol 450. For instance, one signature 190 on 
the current data element 101 may have been generated from 
one data type, and another signature 190 on the very same 
current data element 101 may have been generated from 
another data type. The acquisition of one or more signatures 
190 pursuant to step 45.6 may be undertaken in any appropri 
ate manner. For instance, one or more signatures 190 may be 
automatically acquired by the data processing system 10, one 
or more signatures 190 may be acquired in response to user 
input (e.g., through a user interface 12), or both. 

Step 458 of the signature-based data presentation protocol 
450 is directed to generating a presentation value for the 
current data element 101 utilizing the acquired signature(s) 
190 from step 456. Step 458 of the signature-based data 
presentation protocol 450 may utilize the signature plot 
based data presentation protocol 340 of FIG. 22, as well the 
signature value-based data presentation protocol 420 of FIG. 
24. Any appropriate way of generating a presentation value 
for the current data element 101 utilizing at least one corre 
sponding signature 190 may be utilized for purposes of step 
458. 
The presentation value from step 458 may be associated 

with the current data element 101 pursuant to step 460. For 
instance, this presentation value may be included in a new 
data set that is to be output. In any case, step 462 of the 
signature-based data presentation protocol 450 is directed to 
determining if the processing of data elements 101 has been 
completed. If not, the signature-based data presentation pro 
tocol 450 returns to step 454 for repetition in accordance with 
the foregoing. If presentation values have been acquired for a 
desired set of data elements 101, the signature-based data 
presentation protocol 450 proceeds from step 462 to step 464. 
Step 464 is directed to outputting a data presentation using the 
noted presentation values. Such a data presentation may be 
output in any appropriate manner (e.g., visually). 
The foregoing description of the present invention has been 

presented for purposes of illustration and description. Fur 
thermore, the description is not intended to limit the invention 
to the form disclosed herein. Consequently, variations and 
modifications commensurate with the above teachings, and 
skill and knowledge of the relevant art, are within the scope of 
the present invention. The embodiments described herein 
above are further intended to explain best modes known of 
practicing the invention and to enable others skilled in the art 
to utilize the invention in such, or other embodiments and 

5 

10 

15 

25 

30 

35 

40 

45 

50 

55 

60 

65 

40 
with various modifications required by the particular appli 
cation(s) or use(s) of the present invention. It is intended that 
the appended claims be construed to include alternative 
embodiments to the extent permitted by the prior art. 
What is claimed: 
1. A data processing system, comprising: 
a user interface; 
a data extractor comprising a data extraction layer and an 

iterator operatively connected with said data extraction 
layer, wherein said data extraction layer is configured to 
organize data from a data set for use by said iterator, and 
wherein said data extraction layer is implemented using 
at least one of programmed software and at least one 
processor, 

a signature processing engine operatively connected with 
said data extractor and comprising at least one processor, 
wherein data provided to said signature processing 
engine is controlled by an output from said signature 
processing engine to said data extractor, wherein said 
iterator is configured to map data provided by said data 
extractor for processing by said signature processing 
engine, and wherein said iterator is driven by one of said 
data extraction layer and said signature processing 
engine; and 

a knowledge base data store operatively connected with 
said signature processing engine. 

2. A data processing system, comprising: 
a user interface; 
a data extractor, wherein said data extractor comprises a 

data extraction layer and an iterator operatively con 
nected with said data extraction layer, wherein said data 
extraction layer is configured to organize data from a 
data set for use by said iterator, and wherein said data 
extraction layer is implemented using at least one of 
programmed software and at least one processor; 

a signature processing engine operatively connected with 
said data extractor and comprising at least one processor, 
wherein data provided to said signature processing 
engine is controlled by an output from said signature 
processing engine to said data extractor, wherein said 
iterator is configured to map data provided by said data 
extractor for processing by said signature processing 
engine, and wherein said iterator is driven by one of said 
data extraction layer and said signature processing 
engine; 

an algorithm store operatively connected with said signa 
ture processing engine and comprising a plurality of 
algorithms; 

a signature profile used by said signature processing engine 
and configurable by communication between said user 
interface and said algorithm store; and 

a knowledge base data store operatively connected with 
said signature processing engine. 

3. A data processing system, comprising: 
a user interface; 
a data extractor, wherein said data extractor comprises a 

data extraction layer and an iterator operatively con 
nected with said data extraction layer, wherein said data 
extraction layer is configured to organize data from a 
data set for use by said iterator, and wherein said data 
extraction layer is implemented using at least one of 
programmed software and at least one processor; 

a signature processing engine operatively connected with 
said data extractor and comprising at least one processor, 
wherein data provided to said signature processing 
engine is controlled by an output from said signature 
processing engine to said data extractor, wherein said 
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iterator is configured to map data provided by said data 
extractor for processing by said signature processing 
engine, and wherein said iterator is driven by one of said 
data extraction layer and said signature processing 
engine; 

a signature profile used by said signature processing engine 
and that is independent of a data type inputtable to said 
data extractor, and 

a knowledge base data store operatively connected with 
said signature processing engine. 

4. The data processing system of claim3, wherein said data 
set comprises raw data. 

5. The data processing system of claim3, wherein said data 
set comprises processed data. 

6. The data processing system of claim 5, wherein said 
processed data comprises at least one processed signature. 

7. The data processing system of claim3, wherein said data 
extractor provides an interface between said data set and said 
signature processing engine. 

8. The data processing system of claim3, wherein said data 
set comprises n-dimensional data. 

9. The data processing system of claim3, wherein said data 
set comprises three-dimensional data. 

10. The data processing system of claim 3, wherein said 
data set comprises two-dimensional data. 

11. The data processing system of claim 3, wherein said 
data set comprises one-dimensional data. 

12. The data processing system of claim 3, wherein said 
data set comprises Zero-dimensional data. 

13. The data processing system of claim 3, wherein said 
data set comprises a first data set and a second data set. 

14. The data processing system of claim 13, wherein said 
first and second data sets are of a common data type. 

15. The data processing system of claim 13, wherein said 
first and second data sets are of a different data type. 

16. The data processing system of claim 3, wherein said 
data set comprises a plurality of processed signatures com 
municated to said data extractor by at least one other signature 
processing engine. 

17. The data processing system of claim 16, wherein each 
of said plurality of processed signatures comprises an n-di 
mensional signature. 

18. The data processing system of claim 16, wherein each 
of said plurality of processed signatures is generated from raw 
data of a common data type. 

19. The data processing system of claim 16, wherein a first 
Subset of said plurality of processed signatures is from a first 
raw data set and a second Subset of said plurality of processed 
signatures is from a second raw data set. 

20. The data processing system of claim 3, wherein said 
data extractor is configured to extract data from said data set. 

21. The data processing system of claim 20, wherein said 
data extractor is configured to extract both actual data and 
metadata from said data set. 

22. The data processing system of any of claim3, wherein 
said data extraction layer is configured to transmit data to said 
iterator. 

23. The data processing system of claim 3, wherein said 
data extraction layer is configured to create said iterator. 

24. The data processing system of claim 23, wherein said 
iterator is created from input provided by said signature pro 
cessing engine to said data extraction layer. 

25. The data processing system of claim 3, further com 
prising: 

a signature profile communication link between said sig 
nature processing engine and said data extractor. 
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26. The data processing system of claim 3, further com 

prising: 
a signature profile communication transmittable from said 

signature processing engine to said data extractor. 
27. The data processing system of claim 26, wherein said 

signature profile communication embodies information on 
each algorithm to be used by said signature processing engine 
for a signature generation operation. 

28. The data processing system of claim 3, wherein said 
data extractor comprises a signature processing engine com 
munication port, wherein said signature processing engine 
comprises a data extractor communication port, and wherein 
signature processing engine requirements are transmitted 
from said data extractor communication port of said signature 
processing engine to said signature processing engine com 
munication port of said data extractor. 

29. The data processing system of claim 3, wherein said 
signature processing engine is configured to output data con 
figuration information to said data extractor. 

30. The data processing system of claim 3, wherein said 
iterator is configured to process an entirety of said data set 
provided by said data extraction layer. 

31. The data processing system of claim 3, wherein said 
iterator passes data to said signature processing engine in a 
predetermined format. 

32. The data processing system of claim 31, wherein said 
predetermined format is established by said signature pro 
cessing engine. 

33. The data processing system of claim 32, wherein said 
signature processing engine communicates said predeter 
mined format to said data extraction layer, which in turn 
causes said iterator to be configured to provide said data to 
said signature processing engine in said predetermined for 
mat. 

34. The data processing system of claim 3, wherein said 
iterator is configured to pass both actual data and metadata to 
said signature processing engine. 

35. The data processing system of claim 3, wherein said 
signature processing engine defines a plurality of processed 
signatures from said data set provided to said data extractor. 

36. The data processing system of claim 35, wherein each 
of said plurality of processed signatures is compared with 
said knowledge base data store. 

37. The data processing system of claim 35, wherein each 
of said plurality of processed signatures is defined by said 
signature profile. 

38. The data processing system of claim 37, wherein said 
signature profile comprises a predetermined algorithm set. 

39. The data processing system of claim 38, wherein said 
predetermined algorithm set comprises at least one algo 
rithm, wherein each said algorithm in said predetermined 
algorithm set is arranged in a predetermined order to define 
said signature profile. 

40. The data processing system of claim 37, wherein said 
knowledge base data store comprises a plurality of data store 
signatures that are also each defined by said signature profile. 

41. The data processing system of claim 3, wherein said 
signature processing engine is configured to process data on a 
focal data element-by-focal data element basis and in relation 
to a predetermined pattern of one or more other data elements. 

42. The data processing system of claim 41, wherein said 
signature processing engine is configured to define a signa 
ture on each of a plurality of focal data elements, wherein 
each said signature defines its corresponding said focal data 
element in relation to one or more other data elements. 

43. The data processing system of any of claim 3, further 
comprising: 
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an algorithm store operatively connected with said signa 
ture processing engine. 

44. The data processing system of claim 43, wherein said 
algorithm store comprises a plurality of algorithms. 

45. The data processing system of claim 43, wherein said 
signature profile used by said signature processing engine is 
configurable by communication between said user interface 
and said algorithm store. 

46. The data processing system of claim 43, wherein at 
least one algorithm from said algorithm store defines said 
signature profile used by said signature processing engine. 

47. The data processing system of claim 46, wherein said 
knowledge base data store comprises a plurality of data store 
signatures that are also defined by said signature profile, 
wherein said signature processing engine defines a plurality 
of processed signatures from said data set provided to said 
data extractor and using said signature profile. 

48. The data processing system of claim 47, further com 
prising: 

a comparator, wherein each of said plurality of processed 
signatures is compared with at least one said data store 
signature. 

49. The data processing system of claim 47, further com 
prising: 

a comparator, wherein said comparator assesses each of 
said plurality of processed signatures for a match with at 
least one said data store signature. 

50. The data processing system of claim 43, wherein a 
plurality of algorithms from said algorithm store, and 
arranged in a predetermined order, defines said signature 
profile used by said signature processing engine. 

51. The data processing system of claim 3, wherein said 
knowledge base data store comprises a plurality of data store 
signatures. 

52. The data processing system of claim 51, wherein said 
plurality of data store signatures is defined by said signature 
profile. 

53. The data processing system of claim 52, wherein said 
signature profile is defined by at least one algorithm. 

54. The data processing system of claim 52, wherein said 
signature profile is defined by a plurality of said algorithms 
that are arranged in a predetermined order. 

55. The data processing system of claim 51, wherein each 
of said plurality of data store signatures is defined by a single 
algorithm. 

56. The data processing system of claim 55, wherein said 
single algorithm provides at least one value for each of said 
plurality of data store signatures. 

57. The data processing system of claim 51, wherein each 
of said plurality of data store signatures is defined by a plu 
rality of algorithms. 

58. The data processing system of claim 57, wherein said 
plurality of algorithms is arranged in a predetermined order. 

59. The data processing system of claim 57, wherein said 
plurality of algorithms provide a plurality of values to define 
each of said plurality of data store signatures. 

60. The data processing system of claim 51, wherein each 
of said plurality of data store signatures comprises at least one 
algorithm value. 

61. The data processing system of claim 51, further com 
prising a label associated with each of said plurality of data 
store signatures. 

62. The data processing system of claim 51, further com 
prising a feature associated with each of said plurality of data 
store signatures. 
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63. The data processing system of claim 51, further com 

prising metadata associated with each of said plurality of data 
store signatures. 

64. The data processing system of claim 63, wherein said 
metadata is initially associated with raw data from which said 
plurality of data store signature signatures is generated. 

65. The data processing system of claim 51, wherein each 
of said plurality of data store signatures is one-dimensional. 

66. The data processing system of claim 51, wherein each 
of said plurality of data store signatures is representative of a 
single focal data element and its relationship with at least one 
other related data element. 

67. The data processing system of claim 66, wherein said 
single focal data element comprises a data point. 

68. The data processing system of claim 66, wherein said 
single focal data element comprises multiple data points. 

69. The data processing system of claim 66, wherein each 
of said plurality of data store signatures is representative of 
said single focal data element and its relationship with a 
plurality of related data elements. 

70. The data processing system of claim 51, wherein each 
of said plurality of data store signatures comprises an associ 
ated tunnel. 

71. The data processing system of claim 70, wherein at 
least one said tunnel is user-defined. 

72. The data processing system of claim 70, wherein at 
least one said tunnel is defined by at least one algorithm. 

73. The data processing system of claim 70, wherein each 
said tunnel provides an associated buffer for its associated 
said data store signature. 

74. The data processing system of claim 51, wherein each 
of said plurality of data store signatures further comprises 
metadata. 

75. The data processing system of claim 51, wherein each 
of said plurality of data store signatures is derived from raw 
data. 

76. The data processing system of claim 51, wherein each 
of said plurality of data store signatures is derived other than 
from raw data. 

77. The data processing system of claim 51, wherein each 
of said plurality of data store signatures is a higher order 
signature. 

78. The data processing system of claim 51, wherein each 
of said plurality of data store signatures is defined by a tunnel 
that encompasses a plurality of said data store signatures. 

79. The data processing system of claim 51, wherein each 
of said plurality of data store signatures is defined by running 
a signature over a signature. 

80. The data processing system of claim 3, wherein said 
knowledge base data store comprises a training store and a 
separate processing store. 

81. The data processing system of claim 80, wherein popu 
lating said training Store in turn populates said processing 
StOre. 

82. The data processing system of claim 80, wherein an 
order of said training store is signature-based, and wherein an 
order of said processing store is signature tunnel-based. 

83. The data processing system of claim 80, wherein said 
training store comprises a binary tree of data store signatures, 
and wherein said processing store comprises a binary tree of 
disjointed sets. 

84. The data processing system of claim 3, wherein said 
knowledge base data store comprises at least one binary tree. 

85. The data processing system of claim 3, further com 
prising: 

a plurality of functions. 
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86. The data processing system of claim 85, wherein said 
plurality of functions comprises at least two of feature extrac 
tion, painting, pattern recognition, data re-visualization, and 
data visualization. 

87. The data processing system of claim 85, wherein each 
of said plurality of functions is accessible through said user 
interface. 

88. The data processing system of claim 3, further com 
prising: 

a display. 
89. The data processing system of claim 88, further com 

prising: 
multiple data presentation options presented on said dis 

play and each being selectable through said user inter 
face. 

90. The data processing system of claim 89, wherein said 
multiple data presentation options comprise relationship 
based data presentation utilizing a signature profile, non 
imagery data presentation, and signature-based data presen 
tation in which a color for a data element is provided from a 
signature that defines said data element in relation to at least 
one other data element. 

91. The data processing system of claim 3, further com 
prising: 

a data presentation options protocol. 
92. The data processing system of claim 91, wherein said 

data presentation options protocol accommodates execution 
of multiple types of data presentations. 

93. The data processing system of claim 92, further com 
prising: 

to a relationship-based data presentation protocol execut 
able through said data presentation options protocol, 
wherein said relationship-based data presentation pro 
tocol utilizes a signature profile. 

94. The data processing system of claim 92, further com 
prising: 
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a non-imagery data presentation protocol executable 

through said data presentation options protocol. 
95. The data processing system of claim 92, further com 

prising: 
a signature-based data presentation protocol executable 

through said data presentation options protocol and con 
figured to generate a color for a data element from a 
signature that defines said data element in relation to at 
least one other data element. 

96. The data processing system of claim 91, further com 
prising: 

a relationship-based data presentation protocol executable 
through said data presentation options protocol, wherein 
said relationship-based data presentation protocol is 
configured to utilize a signature profile to define a sig 
nature, wherein said signature is specific to a data ele 
ment and defines said data element in relation to at least 
one other data element, and wherein said signature is 
used to represent said data element. 

97. The data processing system of claim 91, further com 
prising: 

a non-imagery data presentation protocol executable 
through said data presentation options protocol. 

98. The data processing system of claim 91, further com 
prising: 

a signature-based data presentation protocol executable 
through said data presentation options protocol and con 
figured to generate a color for a data element from a 
signature that defines said data element in relation to at 
least one other data element. 

99. The data processing system of claim 91, further com 
prising: 

a display, wherein a data presentation is output to said 
display. 


