(54) Title: AUTOMATIC KEY MANAGEMENT USING ENTERPRISE USER IDENTITY MANAGEMENT

(57) Abstract: A method forms a key pair for a user. The key pair has a public key and a private key that is unique to the user and that is encrypted using a passphrase formed from an enterprise password of the user and an identification that uniquely identifies in the enterprise a device by which the user gains access. The method stores the private key in the user device and stores the public key in an enterprise server that is accessed by the user. The method provides the private key from the user device to a client, such as an SSH client, in conjunction with the password and the identification, decrypts the private key to obtain the decrypted password and the identification, and allows the user to access the enterprise server only if the decrypted password and the identification match the password and the identification provided with the private key.
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AUTOMATIC KEY MANAGEMENT USING ENTERPRISE USER IDENTITY MANAGEMENT

TECHNICAL FIELD:

[0001] The embodiments of this invention relate generally to data processing systems, software and methods that enable a user to securely access a server through a communication network using an authentication key pair.

BACKGROUND:

[0002] Key-based authentication is generally considered to be more secure than password-based authentication. Certain tools such as the Secure Shell (SSH) provide support for both key based authentication and password-based authentication. A general reference to SSH can be made, for example, to RFC 4253, "The Secure Shell (SSH) Transport Layer Protocol", T. Ylonen and C. Lonvick, 2006.

[0003] To aid in validating identities SSH has key management capability and related agents. When configured with public key authentication, the key proves the user's identity to remote SSH hosts. An SSH-based identity consists of two parts: a public key and a private key. The private SSH key is the user's identity for outbound SSH connections and should be kept confidential. When a user initiates an SSH or SCP session to a remote host or server, he or she gains access to the remote host or server via a SSH client.

[0004] Private keys should never leave a client and should be encrypted using a "passphrase". When private keys are lost or stolen new key pairs should be regenerated, and an enterprise can disable all password-based SSH authentication.

[0005] The management of private and public keys (key pairs) used by tools such as SSH is important to ensure enterprise security and compliance. A large enterprise, such as
corporation, a for-profit or a not-for-profit organization, or a governmental agency, can typically need to track some millions of key pairs. Misappropriated private keys thus can represent is a large security risk for the enterprise. Further, when a user who owns a private key leaves the enterprise it is important to invalidate/eliminate any corresponding public key stored on a server or servers of the enterprise. As a general rule, private keys should not be shared and ideally should be prevented from being shared.

[0006] Currently available tools and techniques for key management do not adequately address these and other issues.

SUMMARY

[0007] In accordance with a non-limiting aspect of this invention there is provided a method that comprises forming a key pair for a user, the key pair comprising a public key and a private key that is unique to the user and that is encrypted using a passphrase comprised of an enterprise password of the user and an identification that uniquely identifies in the enterprise a device by which the user accesses the enterprise; and storing the private key in the user device and storing the public key in at least one enterprise server that is accessed by the user.

[0008] In one embodiment, the user accesses the enterprise server via a secure shell (SSH) client.

[0009] In one embodiment, the method further comprises providing the private key from the user device to the SSH client in conjunction with the password and the identification, decrypting the private key to obtain the decrypted password and the identification, and allowing the user to access the enterprise server only if the decrypted password and the identification match the password and the identification provided with the private key. It will however be appreciated that the invention is not limited to the use of an SSH client.

[0010] In accordance with another non-limiting aspect of this invention there is provided a system comprised of at least one data processor connected with at least one memory that stores software instructions. In the system the execution of the software instructions by the at least one
data processor causes the system to form a key pair for a user, the key pair comprising a public key and a private key that is unique to the user and that is encrypted using a passphrase comprised of an enterprise password of the user and an identification that uniquely identifies in the enterprise a device by which the user accesses the enterprise; and store the private key in the user device and storing the public key in at least one enterprise server that is accessed by the user.

[0011] In accordance with yet another non-limiting aspect of this invention there is provided a computer program product comprised of software instructions on a computer-readable medium. Execution of the software instructions using a computer results in performing operations that comprise forming a key pair for a user, the key pair comprising a public key and a private key that is unique to the user and that is encrypted using a passphrase comprised of an enterprise password of the user and an identification that uniquely identifies in the enterprise a device by which the user accesses the enterprise; and storing the private key in the user device and storing the public key in at least one enterprise server that is accessed by the user.

BRIEF DESCRIPTION OF THE SEVERAL VIEWS OF THE DRAWINGS:

[0012] A preferred embodiment of the present invention will now be described, by way of example only, and with reference to the following drawings:

FIG. 1 is a block diagram and a signal flow diagram of a key management system in accordance with an embodiment of the present invention.

FIG. 2 presents a non-limiting example of an embodiment of a data processing system 200 can be used to realize one or more of the components of the system shown in FIG. 1.

FIG. 3 illustrates a logic flow diagram (flow chart) in accordance with an example of an embodiment of a method of this invention, as well as a result of execution of computer software in accordance with embodiments of this invention.

DETAILED DESCRIPTION

[0013] By way of an introduction, key management should ideally be as seamless as enterprise user identification (id) and password management. As in the case of the typical
enterprise password expiration policy, ideally a user's security key or keys should expire whenever the user's enterprise password expires. Further, it would be preferable if an enterprise user would need to remember just one password and would need to own just one private key. Further, if a user would need more than one private key then ideally all private keys associated with that user should expire if, for example, the user was no longer associated with the enterprise. Further still, when an enterprise password expires it could be desirable that any corresponding private key(s) should also expire. Also, if a user obtains a new device or the user's device is misplaced or stolen the private key should also expire.

[0014] As considered herein a private key is unique to a user (at least within an enterprise or organization of interest), that is, a private key can be owned by no more than a single user (of the enterprise or organization). In addition, it is typically the case that the private key is valid on a small set of devices and these devices are also owned and/or controlled by the same user.

[0015] The accountability of keys is an important security consideration as the enterprise may need to track all keys due to audit and/or compliance requirements. The enterprise should also be able to track the ownership of keys (both private and public keys). Furthermore, if an enterprise needs to keep track of private keys then encrypted private keys should preferably be stored on client computers, that is, on those computing devices through which enterprise users access servers associated with the enterprise. These considerations can also be important when the enterprise provides third party services such as public cloud services. In general, enterprise user key management should be based on well-defined application program interfaces (APIs).

[0016] It can be instructive to compare various key-based and password-based authentication approaches. For example, for SSH key authentication the private key is never sent over the wire (i.e., is never exposed) and authentication is based on what the user has (the key). A single private key can be used to login to multiple servers. The private key can be misappropriated however and thus should be secured, such as by using a passphrase. In general, private keys are controlled by clients whereas public keys are controlled by servers. Private keys can also be used restrict the execution of certain commands and can also be used to accomplish a non-interactive login.
[0017] For the case of SSH password authentication the user's password is sent over the wire for server authentication (the server controls the passwords). In this case the authentication is based on what the user knows (the password). Multiple passwords can be required which are typically recorded in clear text and are thus susceptible to being misappropriated. SSH password authentication generally does not support the restriction of commands or non-interactive login.

[0018] Security concerns can include the danger of a man in the middle attack where a password can be intercepted even on a secure channel. A brute force attack is also more likely to succeed for password authentication.

[0019] The various embodiments of this invention beneficially address and attempt to solve the foregoing and other problems.

[0020] Reference is made to FIG. 1 for showing a block diagram of a system 100 that can embody the key management teachings in accordance with various embodiments of this invention. The system 100 can be instantiated at an enterprise such as, but not limited to, a public company, a private company, a for-profit or a not-for-profit organization, or a governmental agency. In some embodiments the system 100 can be instantiated as software that runs on a computer of the enterprise, while in other embodiments the system 100 can be implemented in whole or in part in a cloud computing environment on at least one virtual machine.

[0021] The system 100 includes, in accordance with embodiments of this invention, an identity and key management system or tool 102 that includes a key generation sub-system or tool 102A and a key management store 102B. The system 100 also includes one or more servers 104, an enterprise directory 106 where information related to employees of the enterprise is stored, a SSH client 108 and at least one client computer 110. The client computer 110 is one used by an employee and can take any suitable form, such as a desktop PC, a laptop PC, or a workstation, or a mobile device such as a tablet computer or a communication device such as a smartphone. The client computer 110 can be assumed to be connected with an enterprise intranet.
In operation, and referring to the signal flow line of FIG. 1 that is labeled as '1', a user can be prompted via an API at the client computer 110 to enter the following information and then activate a "Generate Key Pairs" control or button:

a) enterprise user ID and intranet password;

b) a list of servers 104 accessed by the user where the user's public keys will be stored; and

c) the medium access control (MAC) address of the client computer 110 that will be used to establish a SSH Session with the server(s) 104. In some embodiments the MAC address can be output from the client computer 110 without direct involvement of the user.

To ensure that a private key is not shared with multiple client computers, the private key can be encrypted using the MAC address. If an enterprise does allow sharing of private keys across multiple client computers, then in another embodiment the MAC address is not used and some other mechanism that the user has, such as a unique mobile ID of the client computer 110, is employed. In any case the encryption of the private key preferably uses in part an identification of the client computer 110 that uniquely identifies the client computer in the enterprise.

Referring to the signal flow line of FIG. 1 that is labeled as '2', the key generation tool 102A verifies the accuracy of the entered enterprise ID and intranet password using the enterprise directory 106.

Assuming that this user information is correct, and referring to the signal flow line of FIG. 1 that is labeled as '3', the key generation tool 102A generates a key pair and stores the public and private keys with other related information in the key management store 102B. The enterprise user ID (e.g., employee number) can be used as a primary key for storing the information. The stored information can include, as a non-limiting example, the public key, the private key that is encrypted using the valid intranet password and, for example, the MAC address of the client computer 110, the list of applicable servers 104 that the user desires access to and the MAC address of the client computer 110 (or some other information that uniquely identifies the client computer 110 in the enterprise).
The encryption algorithm used to create the private key of the key pair could be one of, as non-limiting examples, Digital Signature Algorithm (DSA) encryption, Rivest, Shamir and Adleman (RSA) encryption, or Diffie-Hellman (DH) encryption.

Referring to the signal flow line of FIG. 1 that is labeled as '4', the key generation tool 102A stores the public key 104A of the key pair on all of the listed servers 104.

Referring to the signal flow line of FIG. 1 that is labeled as '5', the key generation tool 102A then stores the encrypted private key 110A of the key pair on the client computer 110. As was explained above, the private key is encrypted using the enterprise password and the MAC address. The enterprise password and the MAC address can be considered as the 'passphrase' password for protecting the private key 110A. The private key 110A is never seen in clear text (except for the SSH client tool 108 as explained in the next step.

Note that the order of execution of the operations labeled as '4' and '5' could be reversed.

Referring to the signal flow line of FIG. 1 that is labeled as '6', at some later time when a new SSH session is needed by the user, the SSH client tool 108 (for example, one based on a modified version of a SSH client known as PuTTY) is activated and is informed of the identity of a user-selected server 104 (target server 104) to be connected to along with the encrypted private key 110A that is stored at the client computer 110. This can be accomplished by first entering the enterprise user ID and password to the SSH client 108. The SSH client 108 may verify the accuracy of the user ID and password with the enterprise directory 106.

Referring to the signal flow line of FIG. 1 that is labeled as '7', the SSH client tool 108 then decrypts the encrypted password 110A using entered MAC address of the client computer 110 and the password.

Referring to the signal flow line of FIG. 1 that is labeled as '8', and assuming that the enterprise user ID and password are verified, and that the received MAC address of the client
computer 110 matches with the decrypted 'passphrase' password, the SSH client 108 establishes the SSH session with the target server 104.

[0033] Referring to the signal flow line of FIG. 1 that is labeled as '9', for a case where the password is invalid, or if the entered MAC address does not match the decrypted MAC address, the SSH client 108 does not establish the SSH session with the target server 104, but instead informs the key generation tool 102A of the failure. The key generation tool 102A may then give the user an option to regenerate the key pair.

[0034] For a case where the enterprise password has expired or has to be changed by the enterprise user for some other reason the enterprise user can be informed and can be sent a link to the key generation tool 102A. This can also occur if the user comes into possession of a new user device (e.g., a new laptop). A list of servers can be obtained and presented to the enterprise user to select all of the servers 104 that the user wishes to connect to. The client computer MAC address can also be optionally obtained.

[0035] The key management tool 102A then invalidates all of the user's public keys 104A on the servers 104 associated with the user. One suitable tool to remove the public keys 104A from the servers 104 is one known as IBM® Endpoint Manager. The key management tool 102A then regenerates the user's key pair(s), as was explained with respect to FIG. 1, using the new device MAC address and/or the user's new password.

[0036] Upon a change in the status of the user, such as when an enterprise user leaves the enterprise and no longer has a valid user password within the enterprise, or possibly if the user's role within the enterprise changes such that at least one server accessed by the user is no longer relevant to the user's new role, the key generation tool 102A can identify the set of servers 104 associated with the user and invalidate all of the public keys 104A on all of the servers 104 associated with the user.

[0037] FIG. 2 shows a non-limiting example of an embodiment of a data processing system 200 that can be used to realize one or more of the components of the system 100 shown in FIG. 1. For example, the data processing system 200 includes at least one data processor 202
connected with at least one computer-readable medium such as a memory that stores computer readable program instructions (software (SW)) configured to perform all or some of the various operations described above. For example, the computer readable program instructions 202A can be configured to execute the functionality of the key generation tool 102A and be connected with the client computer 110 via a suitable interface (I/F) 206 that can include one or both of a wired interface and a wireless interface (e.g., an optical and/or a radio frequency (RF) interface). The interface 206 may be considered to form a part of an enterprise intranet (e.g., a LAN or WLAN) but can also include an ability to connect to a wide area network (WAN) such as the internet.

[0038] A memory 204 is configured to include the key management store 102B and can record for individual users, for example, an encrypted key pair of a user, a list of servers associated with the user and other user-related information including, as non-limiting examples, the user's (e.g., intranet) password(s), the MAC address (and/or other unique identifying information) of the user's access device (the client computer 110 however embodied) and an enterprise ID of the user. The data processor 202 is also interfaced with the servers 104 that could be local or remote relative to the location of the data processor 202. The data processor 202 is also interfaced with the enterprise directory 106 (that could in some embodiments be resident in the memory 204). In some embodiments the computer readable program instructions 202A could also be resident in the memory 204.

[0039] If the functionality of the key generation tool 102A is not included in the local SW 202A it could be resident in a separate processor or system or sub-system that is co-located with the data processor 202, or that is located remotely from data processor 202 and connected via one or more suitable secure interface(s).

[0040] In some non-limiting embodiments the functionality of the key generation tool 102A could be implemented as a service that is subscribed to by the enterprise. In this case the key generation tool 102A can be locally installed and operated or the key generation tool 102A can be remotely connected to and operated.
In some embodiments the data processing system 200 can be physically located and instantiated at an enterprise, while in some other embodiments some or all of the data processing system 200 and related modules and sub-systems and memories (e.g., memory 204) can be implemented as a virtual system or systems hosted in the cloud either by the enterprise itself or by a third party cloud provider.

It should thus be realized that, and in general, any computer program product that implements the embodiments of this invention including but not limited to the key generation tool 102A can be embodied on the same platform, or the computer program product and the key generation tool 102A can be embodied on different platforms, where the platform or platforms can comprise one or both of a hardware instantiation or a virtual, cloud-based instantiation.

In the various examples of the embodiments of this invention the user can access the target server either through a modified SSH client (such as a modified version of PuTTY, i.e., a version having a capability to connect to a directory server and/or use the user's intranet password and the computer MAC address to decode a private key). Alternatively the user can access the network through a jump server (or jump host), i.e., a special-purpose computer on a network typically used to manage devices in a separate security zone. This embodiment is particularly beneficial if there is no opportunity to modify the SSH client through which the user accesses the server.

It should be realized that the teachings of this invention are applicable not only to SSH connections but also to other connections that are authenticated with keys (e.g., HTTPS).

The embodiments of this invention provide a method and computer program and a system that is implemented by or with at least one data processor, where the method provides enterprise identity management having improved enterprise user and password capability that uniquely identifies an employee of the enterprise.

In accordance with the embodiments of this invention an enterprise user can own a set of key pairs and, whenever the user's enterprise password expires, all of the key pairs of the set of key pairs can be refreshed.
Referring to FIG. 3, in one aspect thereof the embodiments of this invention provide a method, implemented by at least one data processor, that comprises (Block 3A) forming a key pair for a user. The key pair comprises a public key and a private key that is unique to the user (in the enterprise) and that is encrypted using a passphrase comprised of an enterprise password of the user and an identification that uniquely identifies in the enterprise a device by which the user accesses the enterprise. The method further comprises (Block 3B) storing the private key in the user device and storing the public key in at least one enterprise server that is accessed by the user.

In the method the identification can comprise a medium access control (MAC) address of the device, and the user can access the enterprise server via a secure shell (SSH) client.

Referring to Block 3C the method can further comprise providing the private key from the user device to the SSH client in conjunction with the password and the identification, decrypting the private key to obtain the decrypted password and the identification, and allowing the user to access the enterprise server only if the decrypted password and the identification match the password and the identification provided with the private key.

Referring to Block 3D, the method can further comprise storing in a memory user information comprising at least the encrypted private key, the public key, the identification of the device, and a list of enterprise servers that are accessible by the user, the user information being associated with an enterprise user identification.

Referring to Block 3E, the method can further comprise, in response to a change in at least one of the enterprise password of the user and the identification that uniquely identifies the device, forming a new key pair for the user using the changed at least one of the enterprise password and the identification, and storing a resulting new private key in the user device and storing the resulting new public key in the enterprise server.

Referring to Block 3F, the method can further comprise, in response to a change in a status of the user in the enterprise, identifying from a list of servers those enterprise servers that
the user could access, and removing the public key of the user from all enterprise servers in the list.

[0053] The present invention can also encompass a system and a computer program product configured to execute the method. The computer program product may include a computer readable storage medium (or media) having computer readable program instructions thereon for causing a processor to carry out aspects of the present invention.

[0054] The computer readable storage medium can be a tangible device that can retain and store instructions for use by an instruction execution device. The computer readable storage medium may be, for example, but is not limited to, an electronic storage device, a magnetic storage device, an optical storage device, an electromagnetic storage device, a semiconductor storage device, or any suitable combination of the foregoing. A non-exhaustive list of more specific examples of the computer readable storage medium includes the following: a portable computer diskette, a hard disk, a random access memory (RAM), a read-only memory (ROM), an erasable programmable read-only memory (EPROM or Flash memory), a static random access memory (SRAM), a portable compact disc read-only memory (CD-ROM), a digital versatile disk (DVD), a memory stick, a floppy disk, a mechanically encoded device such as punch-cards or raised structures in a groove having instructions recorded thereon, and any suitable combination of the foregoing. A computer readable storage medium, as used herein, is not to be construed as being transitory signals per se, such as radio waves or other freely propagating electromagnetic waves, electromagnetic waves propagating through a waveguide or other transmission media (e.g., light pulses passing through a fiber-optic cable), or electrical signals transmitted through a wire.

[0055] Computer readable program instructions described herein can be downloaded to respective computing/processing devices from a computer readable storage medium or to an external computer or external storage device via a network, for example, the Internet, a local area network, a wide area network and/or a wireless network. The network may comprise copper transmission cables, optical transmission fibers, wireless transmission, routers, firewalls, switches, gateway computers and/or edge servers. A network adapter card or network interface in each computing/processing device receives computer readable program instructions from the
network and forwards the computer readable program instructions for storage in a computer readable storage medium within the respective computing/processing device.

[0056] Computer readable program instructions for carrying out operations of the present invention may be assembler instructions, instruction-set-architecture (ISA) instructions, machine instructions, machine dependent instructions, microcode, firmware instructions, state-setting data, or either source code or object code written in any combination of one or more programming languages, including an object oriented programming language such as Smalltalk, C++ or the like, and conventional procedural programming languages, such as the "C" programming language or similar programming languages. The computer readable program instructions may execute entirely on the user's computer, partly on the user's computer, as a stand-alone software package, partly on the user's computer and partly on a remote computer or entirely on the remote computer or server. In the latter scenario, the remote computer may be connected to the user's computer through any type of network, including a local area network (LAN) or a wide area network (WAN), or the connection may be made to an external computer (for example, through the Internet using an Internet Service Provider). In some embodiments, electronic circuitry including, for example, programmable logic circuitry, field-programmable gate arrays (FPGA), or programmable logic arrays (PLA) may execute the computer readable program instructions by utilizing state information of the computer readable program instructions to personalize the electronic circuitry, in order to perform aspects of the present invention.

[0057] Aspects of the present invention are described herein with reference to flowchart illustrations and/or block diagrams of methods, apparatus (systems), and computer program products according to embodiments of the invention. It will be understood that each block of the flowchart illustrations and/or block diagrams, and combinations of blocks in the flowchart illustrations and/or block diagrams, can be implemented by computer readable program instructions.

[0058] These computer readable program instructions may be provided to a processor of a general purpose computer, special purpose computer, or other programmable data processing apparatus to produce a machine, such that the instructions, which execute via the processor of
the computer or other programmable data processing apparatus, create means for implementing the functions/acts specified in the flowchart and/or block diagram block or blocks. These computer readable program instructions may also be stored in a computer readable storage medium that can direct a computer, a programmable data processing apparatus, and/or other devices to function in a particular manner, such that the computer readable storage medium having instructions stored therein comprises an article of manufacture including instructions which implement aspects of the function/act specified in the flowchart and/or block diagram block or blocks.

[0059] The computer readable program instructions may also be loaded onto a computer, other programmable data processing apparatus, or other device to cause a series of operational steps to be performed on the computer, other programmable apparatus or other device to produce a computer implemented process, such that the instructions which execute on the computer, other programmable apparatus, or other device implement the functions/acts specified in the flowchart and/or block diagram block or blocks.

[0060] The flowchart and block diagrams in the Figures illustrate the architecture, functionality, and operation of possible implementations of systems, methods, and computer program products according to various embodiments of the present invention. In this regard, each block in the flowchart or block diagrams may represent a module, segment, or portion of instructions, which comprises one or more executable instructions for implementing the specified logical function(s). In some alternative implementations, the functions noted in the block may occur out of the order noted in the figures. For example, two blocks shown in succession may, in fact, be executed substantially concurrently, or the blocks may sometimes be executed in the reverse order, depending upon the functionality involved. It will also be noted that each block of the block diagrams and/or flowchart illustration, and combinations of blocks in the block diagrams and/or flowchart illustration, can be implemented by special purpose hardware-based systems that perform the specified functions or acts or carry out combinations of special purpose hardware and computer instructions.

[0061] The terminology used herein is for the purpose of describing particular embodiments only and is not intended to be limiting of the invention. As used herein, the singular forms "a",
"an" and "the" are intended to include the plural forms as well, unless the context clearly indicates otherwise. It will be further understood that the terms "comprises" and/or "comprising," when used in this specification, specify the presence of stated features, integers, steps, operations, elements, and/or components, but do not preclude the presence or addition of one or more other features, integers, steps, operations, elements, components, and/or groups thereof.

[0062] The corresponding structures, materials, acts, and equivalents of all means or step plus function elements in the claims below are intended to include any structure, material, or act for performing the function in combination with other claimed elements as specifically claimed.

[0063] The descriptions of the various embodiments of the present invention have been presented for purposes of illustration, but are not intended to be exhaustive or limited to the embodiments disclosed. Many modifications and variations will be apparent to those of ordinary skill in the art without departing from the scope and spirit of the described embodiments. The terminology used herein was chosen to best explain the principles of the embodiments, the practical application or technical improvement over technologies found in the marketplace, or to enable others of ordinary skill in the art to understand the embodiments disclosed herein.

[0064] As such, various modifications and adaptations may become apparent to those skilled in the relevant arts in view of the foregoing description, when read in conjunction with the accompanying drawings and the appended claims. As but some examples, the use of other similar or equivalent secure connection systems, key pair generation algorithms and/or system architectures may be used by those skilled in the art. However, all such and similar modifications of the teachings of this invention will still fall within the scope of this invention.
CLAIMS

1. A method implemented by at least one data processor, comprising:
   forming a key pair for a user, the key pair comprising a public key and a private key that
   is unique to the user and that is encrypted using a passphrase comprised of an enterprise
   password of the user and an identification that uniquely identifies in the enterprise a device by
   which the user accesses the enterprise; and
   storing the private key in the user device and storing the public key in at least one
   enterprise server that is accessed by the user.

2. The method as in claim 1, wherein the identification comprises a medium access control
   (MAC) address of the device.

3. The method as in claim 1 or 2, wherein the user accesses the enterprise server via a
   secure shell (SSH) client.

4. The method as in any preceding claim, further comprising providing the private key
   from the user device to a client in conjunction with the password and the identification,
   decrypting the private key to obtain the decrypted password and the identification, and allowing
   the user to access the enterprise server only if the decrypted password and the identification
   match the password and the identification provided with the private key.

5. The method as in any preceding claim, further comprising, in response to a change in at
   least one of the enterprise password of the user and the identification that uniquely identifies the
   device, forming a new key pair for the user using the changed at least one of the enterprise
   password and the identification, and storing a resulting new private key in the user device and
   storing the resulting new public key in the enterprise server.

6. The method as in any preceding claim, further comprising, in response to a change in a
   status of the user in the enterprise, identifying from a list of servers those enterprise servers that
   the user could access, and removing the public key of the user from all enterprise servers in the
   list.
7. The method of any preceding claim, further comprising storing in a memory user information comprising at least the encrypted private key, the public key, the identification of the device, and a list of enterprise servers that are accessible by the user, the user information being associated with an enterprise user identification.

8. A system, comprised of at least one data processor connected with at least one memory that stores software instructions, where execution of the software instructions by the at least one data processor causes the system to:

   - form a key pair for a user, the key pair comprising a public key and a private key that is unique to the user and that is encrypted using a passphrase comprised of an enterprise password of the user and an identification that uniquely identifies in the enterprise a device by which the user accesses the enterprise; and
   - store the private key in the user device and storing the public key in at least one enterprise server that is accessed by the user.

9. The system as in claim 8, wherein the identification comprises a medium access control (MAC) address of the device.

10. The system as in claim 8 or 9, wherein the user accesses the enterprise server via a secure shell (SSH) client.

11. The system as in claim 8, 9 or 10, where execution of the software instructions by the at least one data processor further causes the system to provide the private key from the user device to a client in conjunction with the password and the identification, decrypt the private key to obtain the decrypted password and the identification, and allow the user to access the enterprise server only if the decrypted password and the identification match the password and the identification provided with the private key.

12. The system as in claim 8, 9, 10 or 11, where execution of the software instructions by the at least one data processor further causes the system to respond to a change in at least one of the enterprise password of the user and the identification that uniquely identifies the device by forming a new key pair for the user using the changed at least one of the enterprise password
and the identification, and storing a resulting new private key in the user device and storing the resulting new public key in the enterprise server.

13. The system as in claim 8, 9, 10, 11 or 12, where execution of the software instructions by the at least one data processor further causes the system to respond to a change in a status of the user in the enterprise by identifying from a list of servers those enterprise servers that the user could access, and removing the public key of the user from all enterprise servers in the list.

14. The system as in any of claims 8 to 13, where execution of the software instructions by the at least one data processor further causes the system to store user information comprising at least the encrypted private key, the public key, the identification of the device, and a list of enterprise servers that are accessible by the user, the user information being associated with an enterprise user identification.

15. A computer program product comprised of software instructions on a computer-readable medium, where execution of the software instructions using a computer results in performing operations comprising:

   forming a key pair for a user, the key pair comprising a public key and a private key that is unique to the user and that is encrypted using a passphrase comprised of an enterprise password of the user and an identification that uniquely identifies in the enterprise a device by which the user accesses the enterprise; and

   storing the private key in the user device and storing the public key in at least one enterprise server that is accessed by the user.

16. The computer program product as in claim 15, wherein the identification comprises a medium access control (MAC) address of the device.

17. The computer program product as in claim 15 or 16, wherein the user accesses the enterprise server via a secure shell (SSH) client.

18. The computer program product of claim 15, 16 or 17, where execution of the software instructions further results in performing operations comprising providing the private key from
the user device to a client in conjunction with the password and the identification, decrypting
the private key to obtain the decrypted password and the identification, and allowing the user to
access the enterprise server only if the decrypted password and the identification match the
password and the identification provided with the private key.

19. The computer program product of any of claims 15 to 18, where execution of the
software instructions further results in performing operations comprising, in response to a
change in at least one of the enterprise password of the user and the identification that uniquely
identifies the device, forming a new key pair for the user using the changed at least one of the
enterprise password and the identification, and storing a resulting new private key in the user
device and storing the resulting new public key in the enterprise server; and

in response to a change in a status of the user in the enterprise, identifying from a list of
servers those enterprise servers that the user could access, and removing the public key of the
user from all enterprise servers in the list.

20. The computer program product of any of claims 15 to 19, where execution of the
software instructions further results in performing an operation that comprises storing in a
memory user information comprising at least the encrypted private key, the public key, the
identification of the device, and a list of enterprise servers that are accessible by the user, the
user information being associated with an enterprise user identification.

21. A computer program comprising program code means adapted to perform the method of
any of claims 1 to 7 when said program is run on a computer.
null
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FIG. 2
3A: Forming a key pair for a user, the key pair comprising a public key and a private key that is unique to the user and that is encrypted using a passphrase comprised of an enterprise password of the user and an identification that uniquely identifies in the enterprise a device by which the user accesses the enterprise

3B: Storing the private key in the user device and storing the public key in at least one enterprise server that is accessed by the user

3C: Providing the private key from the user device to the SSH client in conjunction with the password and the identification, decrypting the private key to obtain the decrypted password and the identification, and allowing the user to access the enterprise server only if the decrypted password and the identification match the password and the identification provided with the private key

3D: Storing in a memory user information comprising at least the encrypted private key, the public key, the identification of the device, and a list of enterprise servers that are accessible by the user, the user information being associated with an enterprise user identification

3E: In response to a change in at least one of the enterprise password of the user and the identification that uniquely identifies the device, forming a new key pair for the user using the changed at least one of the enterprise password and the identification, and storing a resulting new private key in the user device and storing the resulting new public key in the enterprise server

3F: In response to a change in a status of the user in the enterprise, identifying from a list of servers those enterprise servers that the user could access, and removing the public key of the user from all enterprise servers in the list
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