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SYSTEM AND METHOD FOR COMMUNICATING ACROSS MULTIPLE
NETWORK TYPES

Field of Invention

The present invention relates to a system and method for communicating across
multiple network types. The system and method are particularly relevant, but not

limited to facilitate the multiple networks communication.
Background Art

The following discussion of the background to the invention is intended to facilitate an
understanding of the present invention only. It should be appreciated that the
discussion is not an acknowledgement or admission that any of the material referred
to was published, known or part of the common general knowledge of the person

skilled in the art in any jurisdiction as at the priority date of the invention.

The mobile technology has changed the world we live in as well as the communication
method for users. Recent advancements in the mobile technology mean that mobile
phones have moved well past just calling and messaging via circuit switched (CS)
network such as global system for mobile communications (GSM), code division
multiple access (CDMA), etc. — now users are able to call and message via internet
protocol (IP) networks. For various reasons, the communication service via the IP

network costs less than equivalent service via the CS network.

Accordingly, there are many calling and messaging applications using the IP network
in the market today. Most of those applications allow users, who include subscribers
and non-subscribers to the network, to call and message with each other, and many of
the available applications also allow the users to call and message other subscribers

in legacy CS communications networks such as GSM, CDMA, etc.

One of the existing applications provides its subscriber a virtual phone number that
exists within a telecommunication company’s numbering space. This allows the

subscriber of the application to call and message with other subscribers in the legacy

network using that virtual phone number.
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For example, the application allows its subscriber to own a virtual phone number of
the telecommunications company A (hereafter referred to as Telco A) so that the
subscriber’s family and friends using Telco A are able to call and message the
subscriber using the subscriber’s virtual phone number at local rates even though the
subscriber had an original phone number assigned from another telecommunications

company (e.g. Telco B).

These types of applications work well for off-net subscribers wishing to obtain service
in another telco network. There is another scenario, wherein a subscriber of Telco A,
wishes to use such an application in order to communicate with other subscribers of
Telco A, where those subscribers may or may not have the application. However, one
prevalent problem of those applications is their inability to use the subscriber’s original
phone number assigned from the original telecommunications company (e.g. Telco A)
as primary means to contact to other subscribers. In those applications, the new
virtual phone number is normally assigned to the subscriber after registering for the
applications. In this scenario, the subscriber would actually have two phone numbers,

the original phone number as well as a virtual phone number.

Specifically, from the point of view of an on-net subscriber, the virtual phone number
may be sub-optimal because the on-net subscriber already has the original phone
number assigned from the current/original telecommunications company (e.g. Telco A)
and may be strongly associated with the original phone number. As the on-net
subscriber is assigned the new virtual phone number, other subscribers such as
his/her friends or family would need to remember and recognize the on-net

subscriber’s new virtual phone number, in addition to the original phone number.

From the point of view of an off-net subscriber who already has the original phone
number assigned from the different/original telecommunications company, the off-net
subscriber may require the virtual phone number assigned from the
telecommunications company related to those applications (hereafter referred to as
current telecommunications company) in order to communicate with other subscribers

in the current communication network at a possibly lower rate. However, even in this
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case, other subscribers such as his/her friends or family would need to remember and

recognize the off-net subscriber’'s new virtual phone number.

Meanwhile, another prevalent problem of those applications is inability to select
dynamically the best transport network, i.e. whether the IP network or the CS network,

for each and every call/message.

For reference, one of the existing VolP servers allows the subscriber chooses whether
his/her call/message service would be delivered over the IP network or the CS
network, but not both. Once the choice is made, the service is only delivered in
chosen type of transport network even though the quality of the chosen type is not
good enough or non-existent. Therefore, the result provides poor user experience

such as lost or dropped calis, bad voice quality, and delayed messaging, etc.

Therefore, there exists a need for a solution that does not necessitate learning a new
phone number, but to further allow to select the best transport network, i.e. whether
the IP network or the CS network for each and every call/message when using
multiple network types.

Summary of the Invention

Throughout the specification, unless the context requires otherwise, the word
“comprise” or variations such as “comprises” or “comprising”, will be understood fo
imply the inclusion of a stated integer or group of integers but not the exclusion of any

other integer or group of integers.

Furthermore, throughout the specification, unless the context requires otherwise, the
word “include” or variations such as “includes” or “including”, will be understood to

imply the inclusion of a stated integer or group of integers but not the exclusion of any

other integer or group of integers.

The present invention seeks to provide a service in that when sender requests a
call/message, the recipient would only see a single phone number of the sender, even
though the sender may in reality represent different phone numbers regarding each of

circuit switched network and internet protocol network.
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The present invention further seeks to provide a technical solution to select a suitable

transport network for delivering calls/messages based on a set of rules.

In accordance with first aspect of the present invention there is a system for
communicating across multiple networks comprising: an application provider operable
to assign an identifier to a first device, wherein the first device is associated with a first
identifier and is assigned a second identifier from the application provider; the first
device operable to initiate a communication and select at least one first
communication network among a plurality of first communication networks for
establishing connection between the first device and a server so that the first device
sends the communication to the server via the selected first communication network
using the second identifier as a sender identifier; the server operable to replace the
second identifier with the first identifier after receiving the communication from the first
device, select at least one second communication network among a plurality of
second communication networks connected between a second device and the server,
and send the communication to the second device via the selected second
communication network using the first identifier as the sender identifier: and the
second device operable to receive the communication with the first identifier as the

sender identifier from the server.

Preferably, the first device checks first communication network state among the
plurality of first communication networks connected between the first device and the
server, and the server checks second communication network state among the
plurality of second communication networks connected between the second device

and the server.

Preferably, the plurality of first and second communication networks include circuit

switched (CS) network and internet protocol (IP) network.

Preferably, the first device checks IP network quality as the first communication
network state and selects at least one of the IP network and the CS network
depending on the checked IP network quality; and the server checks [P network
quality as the second communication network state and selects at least one of the IP

network and the CS network depending on the checked IP network quality.

4
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Preferably, the server determines whether using the second identifier as the sender

identifier depending on the selected first communication network.

Preferably, if the selected first communication network is the IP network, the first
device sends the communication to the server via the IP network, and if the selected
first communication network is the CS network, the first device sends the
communication to the server via the CS network using the second identifier as the

sender identifier.

Preferably, the first device requests to send a rich message, if the selected first
communication network is the IP network, the first device sends the rich message to
the server via the IP network, and if the selected first communication network is the
CS network, the first device sends a simplified message corresponding to the rich

message to the server via the CS network.

Preferably, if the selected second communication network is the IP network, the server
sends the rich message to the second device via the IP network, and if the selected
second communication network is the CS network, the server sends the simplified

message corresponding to the rich message to the second device via the CS network.

Preferably, the server rechecks the second communication network state, and if
reselected second communication network is the IP network, the server synchronizes

to the second device to replace the simplified message with the rich message in the
second device.

Preferably, the second device displays the first identifier as the sender identifier on a

display.

Preferably, when the second device requests another communication, the second
device selects the at least one second communication network among the plurality of
second communication networks connected between the second device and the
server, and the second device sends the another communication to the server via the
selected second communication network using the first identifier as a recipient

identifier.
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Preferably, the server selects the at least one first communication network among the
plurality of first communication networks connected between the first device and the
server, and sends the another communication to the first device via the selected first

communication network using the second identifier as the recipient identifier.

Preferably, the server determines whether using the second identifier as the recipient

identifier depending on the selected first communication network.

Preferably, if the selected first communication network is the IP network, the server
sends the another communication to the first device via the IP network, and if the
selected first communication network is the CS network, the server sends the another
communication to the first device via the CS network using the second identifier as the

recipient identfifier.

Preferably, the second device requests to send a rich message, if the selected second
communication network is the IP network, the second device sends the rich message
to the server via the IP network, and if the selected second communication network is
the CS network, the second device sends a simplified message corresponding to the

rich message to the server via the CS network.

Preferably, if the selected first communication network is the IP network, the server
sends the rich message to the first device via the IP network, and if the selected first
communication network is the CS network, the server sends the simplified message

corresponding to the rich message to the first device via the CS network.

Preferably, the server rechecks the first communication network state, and if
reselected first communication network is the IP network, the server synchronizes to
the first device to replace the simplified message with the rich message in the first

device.

Preferably, the first identifier is stored in connection with an international mobile
subscriber identity (IMSI) of the first device in a home location register (HLR), and
when the first device signs up to an application, the application provider assigns the
second identifier and update the HLR so that the second identifier is stored in

connection with the IMSI.
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Preferably, the first identifier is a public number of the first device and the second

identifier is a private number of the first device.
Preferably, the communication includes at least one of call and message.

In accordance with second aspect of the present invention there is a method for
communicating across multiple networks comprising: initiating, by a first device, a
communication, wherein the first device is associated with a first identifier and is
assigned a second identifier from an application provider; selecting, by the first device,
at least one first communication network among a plurality of first communication
networks connected between the first device and a server; sending the communication
from the first device to the server via the selected first communication network using
the second identifier as a sender identifier; replacing, by the server, the second
identifier with the first identifier; selecting, by the server, at least one second
communication network among a plurality of second communication networks
connected between a second device and the server; sending the communication from
the server to the second device via the selected second communication network using
the first identifier as the sender identifier; and receiving, by the second device, the

communication with the first identifier as the sender identifier from the server.

Preferably, the first device checks first communication network state among the
plurality of first communication networks connected between the first device and the
server, and the server checks second communication network state among the

plurality of second communication networks connected between the second device

and the server.

Preferably, the plurality of first and second communication networks include circuit

switched (CS) network and internet protocol (IP) network.

Preferably, the first device checks IP network quality as the first communication
network state, and selects at least one of the IP network and the CS network
depending on the checked IP network quality; and the server checks IP network
quality as the second communication network state and selects at least one of the IP

network and the CS network depending on the checked IP network quality.
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Preferably, the server determines whether using the second identifier as the sender

identifier depending on the selected first communication network.

Preferably, if the selected first communication network is the IP network, the first
device sends the communication to the server via the IP network, and if the selected
first communication network is the CS network, the first device sends the
communication to the server via the CS network using the second identifier as the

sender identifier.

Preferably, the first device requests to send a rich message, if the selected first
communication network is the IP network, the first device sends the rich message to
the server via the IP network, and if the selected first communication network is the
CS network, the first device sends a simplified message corresponding to the rich

message to the server via the CS network.

Preferably, if the selected second communication network is the IP network, the server
sends the rich message to the second device via the IP network, and if the selected
second communication network is the CS network, the server sends the simplified

message corresponding to the rich message to the second device via the CS network.

Preferably, the server rechecks the second communication network state, and if
reselected second communication network is the IP network, the server synchronizes
to the second device to replace the simplified message with the rich message in the

second device.

Preferably, the second device displays the first identifier as the sender identifier on a

display.

Preferably, when the second device requests another communication, the second
device selects the at least one second communication network among the plurality of
second communication networks connected between the second device and the
server, and the second device sends the another communication to the server via the
selected second communication network using the first identifier as a recipient

identifier.
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Preferably, the server selects the at least one first communication network among the
plurality of first communication networks connected between the first device and the
server, and sends the another communication to the first device via the selected first

communication network using the second identifier as the recipient identifier.

Preferably, the server determines whether using the second identifier as the recipient

identifier depending on the selected first communication network.

Preferably, if the selected first communication network is the IP network, the server
sends the another communication to the first device via the IP network, and if the
selected first communication network is the CS network, the server sends the another
communication to the first device via the CS network using the second identifier as the

recipient identifier.

Preferably, the second device requests to send a rich message, if the selected second
communication network is the IP network, the second device sends the rich message
to the server via the IP network, and if the selected second communication network is
the CS network, the second device sends a simplified message corresponding to the

rich message to the server via the CS network.

Preferably, if the selected first communication network is the IP network, the server
sends the rich message to the first device via the IP network, and if the selected first
communication network is the CS network, the server sends the simplified message

corresponding to the rich message to the first device via the CS network.

Preferably, the server rechecks the first communication network state, and if
reselected first communication network is the IP network, the server synchronizes to
the first device to replace the simplified message with the rich message in the first

device.

Preferably, the first identifier is stored in connection with an IMS] of the first device in a
HLR, and when the first device signs up to an application, the application provider
assigns the second identifier and update the HLR so that the second identifier is

stored in connection with the IMSI.
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Preferably, the first identifier is a public number of the first device and the second

identifier is a private number of the first device.
Preferably, the communication includes at least one of call and message.

In accordance with third aspect of the present invention there is a communication
facilitator for facilitating communication between parties across multiple networks,
comprising: receiving a communication from a first device associated with a first
identifier via a selected first communication network using a second identifier as a
sender identifier, wherein the first device is assigned the second identifier from an
application provider, and the selected first communication network is selected among
a plurality of first communication networks connected between the first device and the
communication facilitator by the first device; replacing the second identifier with the
first identifier; selecting at least one second communication network among a plurality
of second communication networks connected between a second device and the
communication facilitator; and sending the communication to the second device via
the selected second communication network using the first identifier as the sender

identifier.

Preferably, the first device checks first communication network state among the
plurality of first communication networks connected between the first device and the
communication facilitator, and the communication facilitator checks second
communication network state among the plurality of second communication networks

connected between the second device and the communication facilitator.

Preferably, the plurality of first and second communication networks include CS

network and [P network.

Preferably, the first device checks IP network quality as the first communication
network state and determines at least one of the IP network and the CS network
depending on the checked IP network quality; and the communication facilitator
checks IP network quality as the second communication network state and determines
at least one of the IP network and the CS network depending on the checked IP

network quality.

10
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Preferably, the communication facilitator determines whether using the second

identifier as the sender identifier depending on the selected first communication
network.

Preferably, if the selected first communication network is the IP network, the
communication facilitator receives the communication from the first device via the IP
network, and if the selected first communication network is the CS network, the
communication facilitator receives the communication from the first device via the CS

network using the second identifier as the sender identifier.

Preferably, the communication facilitator receives a request for sending a rich
message, if the selected first communication network is the [P network, the
communication facilitator receives the rich message from the first device via the IP
network, and if the selected first communication network is the CS network, the
communication facilitator receives a simplified message corresponding to the rich

message from the first device via the CS network.

Preferably, if the selected second communication network is the IP network, the
communication facilitator sends the rich message to the second device via the IP
network, and if the selected second communication network is the CS network, the
communication facilitator sends the simplified message corresponding to the rich

message to the second device via the CS network.

Preferably, the communication facilitator rechecks the second communication network
state, and if reselected second communication network is the IP network, the
communication facilitator synchronizes to the second device to replace the simplified

message with the rich message in the second device.

Preferably, when the communication facilitator receives a request for an another
communication from the second device, the second device selects the at least one
second communication network among the plurality of the second communication
networks connected between the second device and the communication facilitator,

and the communication facilitator receives the another communication from the

11



10

15

20

25

WO 2017/209693 PCT/SG2017/050276

second device via the selected second communication network using the first identifier

as a recipient identifier.

Preferably, the communication facilitator selects the at least one first communication
network among the plurality of the first communication networks connected between
the first device and the communication facilitator, and sends the another
communication to the first device via the selected first communication network using

the second identifier as the recipient identifier.

Preferably, the communication facilitator determines whether using the second
identifier as the recipient identifier depending on the selected first communication

network.

Preferably, if the selected first communication network is the IP network, the
communication facilitator sends the another communication to the first device via the
IP network, and if the selected first communication network is the CS network, the
communication facilitator sends the another communication to the first device via the

CS network using the second identifier as the recipient identifier.

Preferably, the communication facilitator receives a request for sending a rich
message from the second device, if the selected second communication network is
the IP network, the communication facilitator receives the rich message from the
second device via the IP network, and if the selected second communication network
is the CS network, the communication facilitator receives a simplified message

corresponding to the rich message from the second device via the CS network.

Preferably, if the selected first communication network is the IP network, the
communication facilitator sends the rich message to the first device via the IP network,
and if the selected first communication network is the CS network, the communication
facilitator sends the simplified message corresponding to the rich message to the first

device via the CS network.

Preferably, the communication facilitator rechecks the first communication network

state, and if reselected first communication network is the IP network, the

12



10

15

20

25

WO 2017/209693 PCT/SG2017/050276

communication facilitator synchronizes to the first device to replace the simplified

message with the rich message in the first device.

Preferably, the first identifier is stored in connection with an IMSH of the first device in a
HLR, and when the first device signs up to an application, the application provider
assigns the second identifier and update the HLR so that the second identifier is

stored in connection with the IMSI.

Preferably, the first identifier is a public number of the first device and the second

identifier is a private number of the first device.
Preferably, the communication includes at least one of call and message.

In accordance with fourth aspect of the present invention there is a non-transitory
computer readable medium containing executable software instructions thereon
wherein when installed and executed on a mobile device of a user for facilitating
communication between parties in multi-network, performs a method comprising the
steps of: initiating a communication, wherein the mobile device is associated with a
first identifier and is assigned a second identifier from an application provider;
selecting at least one first communication network among a plurality of first
communication networks connected between the mobile device and a server; sending
the communication from the mobile device to the server via the selected first
communication network using the second identifier as a sender identifier; sending an
instruction to the server to replace the second identifier with the first identifier; sending
an instruction to the server to select at least one second communication network
among a plurality of second communication networks connected between a second
device and the server; and sending an instruction to the server to send the
communication from the server to the second device via the selected second

communication network using the first identifier as the sender identifier.

Other aspects of the invention will become apparent to those of ordinary skill in the art
upon review of the following description of specific embodiments of the invention in

conjunction with the accompanying figures or by combining the various aspects of
invention as described above.

13
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Brief Description of the Drawings

The present invention will now be described, by way of example only, with reference

to the accompanying drawings, in which:

Fig. 1 illustrates a simplified flow diagram of communicating across multiple networks
when a sender is a subscriber of an application in accordance with an embodiment of

the invention.

Fig. 2 illustrates a detailed flow diagram of calling across multiple networks when a
sender is a subscriber of an application in accordance with an embodiment of the

invention.

Fig. 3 illustrates a detailed flow diagram of messaging across multiple networks when
a sender is a subscriber of an application in accordance with an embodiment of the

invention.

Fig. 4 illustrates a simplified flow diagram of communicating across multiple networks
when a recipient is a subscriber of an application in accordance with another

embodiment of the invention.

Fig. 5 illustrates a detailed flow diagram of calling across multiple networks when a
recipient is a subscriber of an application in accordance with another embodiment of

the invention.

Fig. 6 illustrates a detailed flow diagram of messaging across multiple networks when
a recipient is a subscriber of an application in accordance with another embodiment of

the invention.

Fig. 7 illustrates an example of updating a HLR record.

Fig. 8 illustrates an example of routing a call through specialized SIP server.
Fig. 9 illustrates a flow diagram of location update by the specialized SIP server.

Description of Embodiments of the Invention

Throughout the specification, unless the context requires otherwise, the word

“‘comprise” or variations such as “comprises” or “comprising, will be understood to

14
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imply the inclusion of a stated integer or group of integers but not the exclusion of any

other integer or group of integers.

Furthermore, throughout the specification, unless the context requires otherwise, the
word “include” or variations such as “includes” or “including” will be understood to
imply the inclusion of a stated integer or group of integers but not the exclusion of any

other integer or group of integers.

Fig. 1 illustrates a simplified flow diagram of communicating across muitiple networks
when a sender is a subscriber of an application in accordance with an embodiment of
the invention. More detailed flow diagrams regarding the fig. 1 are described in fig. 2
and fig. 3.

In accordance with an embodiment of the invention and as shown in the fig. 1, there is
a system 100 for communicating across multiple networks between two devices
(hereafter referred to as a first device 110 and a second device 120). The system 100
includes the first device 110, the second device 120, the server 130, and an
application provider (not shown). The application provider provides an application or a
service related to the present invention. The application is installable on at least one of
the first device 110 and the second device 120. The application provider may include
at least one application server and application database. The application provider may
be located remotely or independent from the server 130. However, in some

embodiments, the application provider may be the server 130.

The first device 110 and the second device 120 communicate with each other via the
server 130. It may be appreciated that the first device 110 and the second device 120
may refer to, but not limited to the following devices: mobile phone, tablet, laptop and

computer. The term ‘communicating’ includes at least one of calling and messaging.

The first device 110 and the server 130 are connected (either remotely or wired,
hereinafter referred to as ‘data communication’) via at least one communication
network (hereafter referred to as first communication network). Further, the second
device 120 and the server 130 are in data communication via at least one

communication network (hereafter referred to as second communication network). The

15
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first communication network and the second communication network include circuit

switched (CS) network, internet protocol (IP) network or both CS and IP networks.

Referring to the fig. 1, the first device 110 is already associated with a first identifier
via for example, a prior registration process. The first identifier may include at least
one of an identification (hereafter referred to as a public ID) and an original phone
number (hereafter referred to as a public number). The public ID and the public
number are known to the public such as friends and family. For example, the first
device 110 may be a subscriber of current telecommunications company A. In this
case, the public number is related to a telecommunications company A. On the other
hand, the first device 110 may be a subscriber of different telecommunications
company, e.g. a telecommunications company B. In this case, the public number is
related to thé different telecommunications company B. In other words, wherever the
first device 110 is located in, the public number is the original phone number assigned

from the original telecommunications company.

Although not shown in the fig. 1, a home location register (HLR) is a central database
maintained by a network operator, such as a telecommunications company, that
contains details of each mobile phone subscriber. The HLR stores an international
mobile subscriber identity (IMS]) of a SIM card that is installed on the subscriber’s
mobile phone and a mobile identification number (MIN) that is derived from a

subscriber’'s phone number, and they are associated with each other.

Therefore, the HLR has stored the public number of the first device 110 associated
with an IMSI of the first device 110, more specifically, the IMSI of a SIM card that is

instalied on the first device 110.

The user (hereafter referred to as a first user) is able to subscribe or sign up to the
application or the service of the present invention. The first device 110 signs up to the
application by the first user’s input (§110). When signing up to the application, the first

user may input the public number of the first device 110.

After that, the application provider, e.g. a server of the application or a database of the

application, assigns a second identifier to the first device 110 (S120).
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The second identifier may include at least one form of identification (hereafter referred
to as a private ID) and a virtual number (hereafter referred to as a private number).
The private ID and the private number are not revealed to public. The private number
may be related to the current telecommunications company. In this case, the private
number may follow number series or numbering rule of the current
telecommunications company. The current telecommunications company may be
related to the service/application provider company or an associate company.
Meanwhile, the first device 110 may be a subscriber of another telecommunications
company B and obtain the private number related to the current telecommunications
company A. The private number may be related to the current location of the first
device 110. In this case, the private number may follow number series or numbering

rule of the country/state including the current location.

For example, with regard to the telecommunications company A, most phone numbers
are 09xx xxx xxxx (11 digits), and the application provider allocates 08xx xxx xxxx (11

digits) number series as the private number.

Further, although not shown, the first user may select a country/state or a
telecommunications company and the first device 110 may get the private number

based on the first user’s selection.

After creating the private number, the HLR record is updated by the application
provider. In other words, the first device’'s old HLR record is updated such that it now
has the private number. Therefore, the HLR stores the private number associated with
the IMSI of the first device 110, more specifically, the IMSI of a SIM card that is
installed on the first device 110. Furthermore, a new HLR record is created for the
public number. The new HLR record includes the public number associated with a
new IMSI. The new IMSI is not necessarily associated with a real SIM card. Therefore,

the first device 110 has two HLR records.

The public number and the private number are related to each other (one-to-one), but
the relationship is not necessarily stored in the HLR. The relationship may be stored in

a separate database or across a plurality of databases.
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Thereafter, the first device 110 selects at least one the first communication network
connected between the first device 110 and the server 130 (S130). As described
above, the plurality of first communication networks may include the CS network and
the IP network. For example, the first device 110 checks the IP network quality. The
checking step may include checking whether the IP network quality is existent and/or

good enough for a predetermined time.

If the IP network is found to be in existence or is of a good enough quality to deliver
the communication via the IP network, the first device 110 selects the IP network. On
the other hand, if the IP network quality is found to be in non-existence or not good
enough to deliver the communication via the IP network, the first device 110 selects
the CS network.

Meanwhile, if the both of CS network quality and the IP network quality are good
enough, the first device 110 is able to initiate a quick test. The quick test may include
at least one of latency, bandwidth, jitter, price, and packet loss test. In the
performance of the quick test, the first device 110 is able to access/refer to a database
of prior communications that had a relative indicator for quality. For example, if there
are certain areas where data quality is known to be poor, that could be added to the

database and used to select the CS network or the IP network.

Although not shown in the fig. 1, the first device 110 may select both of the CS
network and the IP network to deliver the communication. In this case, the first device
110 would send the communication to the server 130 via both of the CS network and

the IP network.

In another embodiments, although not shown, the server 130 may select at least one
first communication network connected between the first device 110 and the server
130. Specifically, the first device 110 may request a communication to the server 130
to communicate with the second device 120. Thereafter, the server 130 may check
first communication network state among a plurality of first communication networks

and select the at least one first communication network.
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After the first communication network is selected, the first device 110 sends the
communication to the server 130 using the private number as a sender number (S140).
The first device 110 sends the communication to the server 130 via the CS network

using the private number, which is enabled.

Meanwhile, the server 130 may determine whether using the private number as the
sender number depending on the selected first communication network. More
specifically, if the first device 110 selects the IP network, the first device 110 sends the
communication to the server 130 via the IP network. In this case, the first device 110
may not use the private number, but use the public number as the sender number. On
the other hand, if the first device 110 selects the CS network, the first device 110
sends the communication to the server 130 via the CS network. In this case, the first

device 110 uses the private number as the sender number.

The server 130 receives the communication from the first device 110, and then,
replaces the private number with the public number (S150). Therefore, the private

number would be masked.

The server 130 selects at least one second communication network connected
between the second device 120 and the server 130 (S160). Specifically, the server
130 checks the second communication network state among a plurality of second
communication networks including the CS network and the IP network. Similarly, the
server 130 checks whether the IP network quality is existent/good enough to deliver
the communication via the IP network. The server 130 selects at least one of the CS

network and the IP network depending on the checked IP network quality.

Meanwhile, if both of the CS network quality and the IP network quality are good
enough, the server 130 is able to initiate a quick test to select at least one of the CS
network and the IP network. It is possible to select both of the CS network and the IP
network to deliver the communication. In this case, the server 130 would send the

communication to the second device 120 via both of the CS network and the IP

network.
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The server 130 sends the communication to the second device 120 using the public
number as the sender number (S170). The second device 120 receives the

communication with the public number as the sender number from the server 130.

Therefore, the second device 120 is able to recognize that the sender of the
communication is the first device 110 having the public number. The second device
120 displays the public number as the sender number on a display of the second
device 120 (S180).

More specifically, although not shown in the fig. 1, when the second device 120
receives a call from the first device 110 through the server 130, an incoming call
screen with the public number as the caller's number (caller ID) is displayed on the
call screen. Further, at least one of the first user's name, nickname, photo and any
other information stored associated with the public number is displayed with/on the
incoming call screen. The private number is not shown in the second device 120. The
user of the second device 120 (hereafter referred to as a second user) is unable to

see the private number of the first device 110.

As described above, the present invention’s sender is able to deliver histher
calls/messages using a suitable transport network. Further, the present invention is
able to deliver his/her calls/messages even when the CS signal is weak or non-
existent, or when outside of the original telecommunications company’s country
without incurring roaming costs. Therefore, the present invention is able to save time

and cost.

Moreover, the present invention’s recipient is able to only see a single number of the
sender whether the sender is IP-reachable or not, and whether the sender uses a
native dial/application of the mobile device or the application of the present invention.
Therefore, the present invention is able to make the user experience as seamless as

possible.

Fig. 2 illustrates a detailed flow diagram of calling across multiple networks when a
sender is a subscriber of an application in accordance with an embodiment of the

invention.
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Referring to the fig. 2, the specialized SIP server (SSS) is the server 130. The
selected first communication network connected between the first device 110 and the
server 130 is the CS network.

A mobile switching centre (MSC) 140 is the primary service delivery node for global
system for mobile communications (GSM) and code division multiple access (CDMA),
responsible for routing voice calls and messages. A session initial protocol gateway
(SIP gateway, SIP G/W) 150 is used to interface a SIP network to other networks.

When the first device 110 sends an outgoing call using the CS network (S210), the
private number is used as the sender number. The MSC 140 and/or signal transfer
points (STP) analyse the private number (S220), and route to specialized SIP server
130 via the SIP gateway 150 (S230). That is, the outgoing call is forced through the

SIP gateway 150 (SIP trunk) and sent to the specialized SIP server 130 using SIP
signalling.

When the outgoing call is received by the specialized SIP server 130, which may
comprise at least one database (not shown), internal database logic running in the
specialized SIP server 130 locates the public number of the first device 110 and
replaces the private number with the public number. After that, the special SIP server
130 sends the call fo the second device 120 via the IP network using the public
number. Otherwise, the special SIP server 130 sends the call back into the CS

network via the SIP trunk using the public number (S240).

In summary, before the specialized SIP server 130 receives the outgoing call, the
system 100 used the private number. After the specialized SIP server 130 receives
the outgoing call, the private number is replaced with the public number, and the

public number would be used from now on.

Meanwhile, rating and charging are able to be performed by the specialized SIP
server 130. Because the specialized SIP server 130 is a centre for all transactions,
and the specialized SIP server 130 knows how the transactions were originated, i.e.
via the CS network or the IP network. For example, it is possible to charge the first

device 110 if a call is originated via the CS network and terminated via the IP network,
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but not charge the first device 110 if a call is originated via the IP network and

terminated via the IP network.

Fig. 3 illustrates a detailed flow diagram of messaging across multiple networks when
a sender is a subscriber of an application in accordance with an embodiment of the

invention.

Referring to the fig. 3, the specialized SIP server (SSS) is the server 130. The
selected first communication network connected between the first device 110 and the

server 130 is the CS network.

A short message service centre (SMSC) 160 is a network element in the mobile
telephone network and its purpose is to store, forward, convert and deliver short

message service (SMS) messages.

When the first device 110 sends an outgoing SMS using the CS network (S310), the
private number is used as the sender number. The MSC 140 analyses the private
number (S320), and route to specialized SIP server 130 via the SMSC 160 (S330).
That is, the outgoing message is redirected into the SMSC 160 that is connected to

the specialized SIP server 130.

Using short message peer-to-peer (SMPP) or some similar protocol, the specialized
SIP server 130 retrieves the outgoing SMS, and performs the database lookup.
Moreover, the specialized SIP server 130 locates the public number of the first device
110, and replaces the private number that was used in the outgoing SMS with the
public number of the first device 110 before sending the SMS to the second device
120. After that, the specialized SIP server 130 sends the SMS to the second device
120 using the public number of the first device 110 (S340).

Accordingly, in both outgoing call and SMS, by performing the number masking, the
private number of the first device 110 is never revealed to the public and even other
telecommunications company. Any time the second device 120 receives a call or SMS

from the first device 110, only the public number of the first device 110 is visible.
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Fig. 4 illustrates a simplified flow diagram of communicating across multiple networks
when a recipient is a subscriber of an application in accordance with another
embodiment of the invention. More detailed flow diagrams regarding the fig. 4 are
described in fig. 5 and fig. 6.

Referring to the fig. 4, the first device 110 is already associated with an original phone
number (hereafter referred to as a public number) assigned from the original
telecommunications company. The public number is stored associated with

information, e.g. IMSI, of the first device 110 in the HLR.

The first user is able to sign up to the application or the service of the present
invention. The first device 110 signs up to the application (S410) and the application
provider assigns a private number to the first device 110 (S420). The private number
may be related to the current telecommunications company or current located country

as described above. Furthermore, the HLR record is updated as described above.

Thereafter, the second device 120 selects at least one second communication
network connected between the second device 120 and the server 130 (S430).
Specifically, the second device 120 checks second communication network state, e.g.

IP network quality, among a plurality of second communication networks, e.g. CS
network and IP network.

If the IP network is found to be in existence or the quality good enough to deliver the
communication via the IP network, the second device 120 selects the IP network. On
the other hand, if the IP network quality is found to be in non-existence or not good
enough to deliver the communication via the IP network, the second device 120
selects the CS network. Meanwhile, if both of the CS network quality and the [P
network quality are good enough, the second device 120 is able to initiate a quick test

as described above.

After that, the second device 120 sends the communication to the server 130 via the
selected second communication network using the public number as a recipient

number (S440). The server 130 receives the communication from the second device
120.
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The server 130 selects at least one first communication network connected between
the first device 110 and the server 130 (S450). Specifically, the server 130 checks first
communication network state among a plurality of first communication networks
including the CS network and the IP network. The server 130 selects at least one of
the CS network and the IP network depending on the checked IP network quality or

quick test result.

The server 130 sends the communication to the first device 110 via the selected first
communication network using the private number as the recipient number ($460). The

second device 120 receives the communication from the server 130.

Meanwhile, the server 130 may determine whether using the private number as the
recipient number depending on the selected first communication network. More
specifically, if the server 130 selects the IP network, the server 130 sends the
communication to the first device 110 via the IP network. In this case, the server 130
may not use the private number, but use the public number as the recipient number.
On the other hand, if the server 130 selects the CS network, the server 130 sends the
communication to the first device 110 via the CS network. In this case, the server 130

uses the private number as the recipient number.

Fig. 5 illustrates a detailed flow diagram of calling across multiple networks when a
recipient is a subscriber of an application in accordance with another embodiment of

the invention.

Specifically, the fig. 5 illustrates that the first device (not shown) 110 receives an
incoming call from the second device (not shown) 120. Referring to the fig. 5, the MSC
(or gateway MSC, GMSC) 140 is received an incoming call destined for the public
number of first device 110 (S8510). When the MSC 140 needs to route the incoming
call, the MSC 140 sends a request to HLR 170 (S520). After that, the HLR 170
responds immediately to the MSC 140 (S530).

After that, the incoming call is forced to go through the SS7/SIP gateway 150 (i.e. a
SIP trunk) (S540) and then sent to the specialized SIP server 130 via SIP network
(S550).
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When the incoming call is received by the specialized SIP server 130, any number of
things can be done to the call. First, the specialized SIP server 130 is able to attempt
to contact the client app, i.e. the application of the present invention, of the first device
110 via IP network. If the specialized SIP server 130 is able to reach the application
and the IP network is voice capable, the call is delivered via the IP network to the
application. On the other hand, if the specialized SIP server 130 is unable to reach the
application via the |IP network or the IP network is not voice capable, the specialized
SIP server 130 is able to choose to deliver the call via the CS network to the private
number of the first device 110. The specialized SIP server 130 routes the call via a

SIP trunk to the private number of the first device 110.

Meanwhile, the specialized SIP server 130 is also able to apply many personalization
rules to incoming calls: block a call, send the call to voicemail, etc. for handling the call.
Accordingly, the present invention is able to direct the call through the CS network to
the private number of the first devicé 110 or through the IP network to the application

of the first device 110, or any combination thereof.

Fig. 6 illustrates a detailed flow diagram of messaging across multiple networks when

a recipient is a subscriber of an application in accordance with another embodiment of

the invention.

Specifically, the fig. 6 illustrates that the first device (not shown) 110 receives an SMS
from the second device (not shown) 120. Referring to the fig. 6, the MSC (or an SMS
gateway MSC, SMS-GMSC) 140 is received an incoming SMS destined for the public
number of first device 110 (S610). When the MSC 140 needs to route the incoming
SMS, the MSC 140 sends a request to HLR 170 (S620). After that, the HLR 170
responds immediately to the MSC 140 (S630).

After that, the incoming SMS is forced to go to a specific SMSC 180 (S640) and will

then go to via any number of protocols, e.g. short message peer-to-peer (SMPP), to
the specialized SIP server 130 (S650).

When the SMS is received by the specialized SIP server 130, any number of things
can be done to the SMS. First, the specialized SIP server 130 is able to attempt to
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deliver the message to the application of the first device 110 via the IP network. If the
specialized SIP server 130 is unable to reach the application via the IP network, the
specialized SIP server 130 is able to choose to deliver the SMS via the CS network to
the private number of the first device 110. The specialized SIP server 130 routes the
SMS via any number of protocols, e.g. SMPP, to the private number of the first device
110.

The specialized SIP server 130 is also able to apply many personalization rules to
incoming SMS: block the SMS, send the SMS as email, etc. for handling the SMS.

Accordingly, the present invention is able to direct the SMS through the CS network to
the private number of the first device 110 or through the IP network to the application

of the first device 110, or any combination thereof.

Although not shown, furthermore, the system 100 of the present invention handles rich
communication between the first device 110 and the second device 120 that are
running the application of the present invention. The rich communication may be in the
form of a rich message which includes at least one of long text message, photo

message, video message, voice message and emoticon.

In this case, the first device 110 sends a rich message to the public number of the
second device 120, and the rich message is delivered to the server 130. If the first
device 110 is IP-reachable, the rich message is delivered to the server 130 via the IP
network. If the first device 110 is not IP-reachable, a simplified message of the rich
message is delivered to the server 130 via the CS network (SMS). If the second
device 120 is IP-reachable, the rich message is delivered to the second device 120
from the server 130 via the IP network. On the other hand, if the second device 120 is
not IP-reachable, the simplified message of the rich message is delivered to the
second device 120 from the server 130 via the CS network. If both of the first device
110 and the second device 120 are IP-reachable, the full message, i.e. the rich
message, is delivered from the first device 110 to the second device 120, and any
simplified message is replaced with the rich message. The application provider is able

to simplify the rich message.
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In other words, the server 130 operates to recheck whether the first or second
communication networks are IP-reachable or not. If the server 130 reselects the IP
network as the second communication network connected between the second device
120 and the server 130, i.e. the second device 120 is IP-reachable, the server 130
synchronizes to the application of the second device 120 and the simplified message
is replaced with or converted back to the rich message in the application. Then, the
simplified message is deleted and the rich message is displayed in the display of the

second device 120

Meanwhile, when the first device 110 is not IP-reachable and the second device 120 is
IP-reachable, the second device 120 would only receive the rich message as soon as
the first device 100 is also IP-reachable. Since the system 100 delivers only the
simplified message from the first device 110, the second device 120 only get the
simplified message. Further, if the first device 110 is IP-reachable, the rich message
and the simplified message corresponding to the rich message are delivered to the

server 130 and the server 130 stores those messages.

In addition to the synchronization described above, since synchronization of the
application happens when IP-reachability exists, all communications, e.g. messages,
sent and received by the native text messaging application will still appear in the
application of the present invention. This is possible because the all messages sent
and received by the native text messaging application end up at the server 130 of the
present invention, which is able to store those messages for when the first device 110
and the second device 120 are IP-reachable. The server 130 stores the rich message

and the simplified message corresponding to the rich message on the same database.

In the above description, most of situations are described as whether [P-reachable or
not. However, the present invention is able to apply to any other situations regarding
whether rich messaging capable or not. For example, the ‘other situation’ includes
where the first device 110 or the second device 120 are not smart phones. In this case,
if one of them is not a smart phone, the first user of the first device 110 and the
second user of the second device 120 only communicate with simplified messages.

However, the server 130 stores any and all rich messages so that if one of the users
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would upgrade to a smart phone, e.g. buy the smart phone, upgrade software, the

entire messages, i.e. including rich messages, will be synchronized to the one of them.
Fig. 7 illustrates an example of updating a HLR record.

As described above, the first device 110 is able to have two phone numbers, i.e. the
public number and the private number. The public number would be ‘one number’ of
the first device 110.

Before the first device 110 signs up to the application of the present invention, the first
device 110 has only one HLR record for a pair of the public number, e.g.
09209153085 and an IMSI of the SIM card in the first device 110, e.g.
515034200762993.

After the first device 110 signs up to the application, the application provider in the
system 100 allocates the private number and update the HLR record. Specifically, the
old HLR record will be updated such that it now includes a pair of the private number,
e.g. 08120000001 and the IMSI of the SIM card installed on the first device 110, e.g.
515034200762993. Further, a new HLR record is created for the public number. The
new HLR record includes a pair of the public number, e.g. 08120000001 and a new
IMSI. The new IMSI does not need to be real, and is a telecommunications company
resolvable IMSI that is not necessarily associated with a real SIM card. Therefore, the

first device 110 has two HLR records.

The public number and the private number are related to each other (one-to-one), but
the relationship is not necessarily stored on the HLR 170. The relationship may be

stored in a separate database or across a plurality of databases.

Meanwhile, although not shown, the present invention is able to apply multi-SIM

device, e.g. dual-SIM mobile phone.

Specifically, the first device 110 has a first SIM card assigned a first public number
and a second SIM card assigned a second public number. Then, the first public

number is stored in accordance with a first IMSI, i.e. the first IMSI is related to the first
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SIM card in a first HLR 171. Further, the second public number is stored with a second
IMS1 in a second HLR 172.

The first and the second HLRs 171, 172 may be different, because the first
telecommunications company for the first SIM card and the second
telecommunications company for the second SIM card are likely to be different.
However, in some embodiments, the first public number with the first IMSI and the

second public number with the second IMSI may be stored together in the same HLR
170.

If the first device 110 signs up to the application using the first SIM card, then the
application provider allocates a first private number. After that, the first device 110
signs up to the application using the second SIM card, the application provider may
allocate same private number, i.e. the first private number. Otherwise, the application

provider may allocate different private number, i.e. the second private number.
[In case of allocating the same private number]

In this case, if the first device 110 gets the first private number corresponding to the
first public number of the first SIM card, the same private number could be used for

the second public number of the second SIM card.

Specifically, one HLR entry for the first public number + first IMSI and other HLR entry
for the second public number + second IMSI are related to each other. For example,
an identifier or indicator to present relationship between two HLR entries may be
stored in the HLR 170, 171, 172 or any other server/database. Therefore, the same

private number is used for both of the first public number and the second public

number.

In addition, the first user of the first device 110 prioritizes the first and the second
public number. Further, the first user selects the priority numbers corresponding to
situations. For example, the first user selects the first public number as the priority

number for calling/messaging the second user.
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Meanwhile, the first device 110 prioritizes the first and the second public number. The
first device 110, i.e. a controller of the first device 110, select the priority numbers
based on the first user's usage patterns. For example, if the first user usually
calls/messages the second user using the first SIM card, the first device 110 may
select the first public number as the priority number. For another example, if the
second user is a subscriber of a specific telecommunications company, the first device
110 may select the first public number as the priority number, because the first SIM

card is related to the specific telecommunications company.

After that, the first device 110 sends call/message to the server 130 using the private
number as the sender number via suitable network. It does not matter the first device
110 uses whether the first SIM card or the second SIM card to send the call/message.
After that, the server 130 replaces the private number with the first public number. The
server 130 sends the call/message to the second device 120 using the first public
number as the sender number. Finally, the second device 120 receives the

call/message and recognizes the first public number as the sender number.
[In case of allocating different private numbers]

In this case, the first device 110 gets two private numbers including the first private
number and the second private number according to each of the first public number

and the second public number.

Specifically, one updated HLR entry for the first private number + first IMSI| and other
updated HLR entry for the second private number + second IMSI are related to each
other. For example, an identifier or indicator to present relationship between two
updated HLR entries may be stored in the HLR 170, 171, 172 or any other

server/database.

Further, the first user and/or the first device 110 prioritize the first and the second
public number as described above. After that, the first device 110 sends call/message
to the server 130 using the first or the second private number as the sender number
via suitable network. After that, the server 130 replaces the first or the second private

number with the first public number. The server 130 sends the call/message to the
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second device 120 using the first public number as the sender number. Finally, the

second device 120 receives the call/message and recognizes the first public number

as the sender number.

Therefore, the second device 120 is able to see only the one number, i.e. the first

public number, of the first user even though the first user calls/messages using the
second SIM card.

Fig. 8 illustrates an example of routing a call through specialized SIP server.

Referring to the fig. 8, there are three components including the specialized MSC 190,

the specialized SIP server 130, and the application, i.e. the client application of the

present invention.

The specialized MSC 190 is able to force any calls and messages sent to the public
number of the first device 110 to be sent to the specialized SIP server 130. The
specialized MSC 190 does this task by sending a location update to the HLR 170.
Further, the specialized MSC 190 is able to notify to the MSC 140 where the first
device 110 in the system 100.

Fig. 9 illustrates a flow diagram of location update by the specialized SIP server.

The specialized MSC 190 accepts messages and then sends an update location to
the HLR 170. When the MSC 140 needs fo route a call or SMS, the MSC 140 sends a
request to the HLR 170. There are two ways in which the mobile station roaming
number (MSRN) is provided back to the requesting MSC 140. In the first case, the
HLR 170 stores the MSRN and responds immediately to the requesting MSC 140 with
the MSRN. In another case, the HLR 170 does not store the MSRN and needs to

inquire from the specialized MSC 190. In this case, the specialized MSC 190 needs to
store the MSRN.

The specialized SIP server 130 provides a number masking capability for masking the
private number. The specialized SIP server 130 is activated when the first device 110

uses circuit-switched features of the mobile phone, i.e. the first device 110 uses the
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private number to make a voice call or send SMS via the CS network. The specialized

SIP server 130 is able to receive the outgoing call or SMS from the first device 110.

It should be appreciated by the person skilled in the art that variations and
combinations of features described above, not being alternatives or substitutes, may
be combined to form yet further embodiments falling within the intended scope of the

invention.
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CLAIMS
1. A system for communicating across multiple networks comprising:

an application provider operable to assign an identifier to a first device, wherein
the first device is associated with a first identifier and is assigned a second identifier

from the application provider;

the first device operable to initiate a communication and select at least one first
communication network among a plurality of first communication networks for
establishing connection between the first device and a server so that the first device
sends the communication to the server via the selected first communication network

using the second identifier as a sender identifier;
the server operable to

replace the second identifier with the first identifier after receiving the

communication from the first device;

select at least one second communication network among a plurality of
second communication networks for establishing connection between a second

device and the server; and

send the communication to the second device via the selected second

communication network using the first identifier as the sender identifier; wherein

the second device is operable to receive the communication with the first

identifier as the sender identifier from the server.

2. The system for communicating across multiple networks according to claim 1,
wherein the first device is operable to check the state of the first communication

network and the state of the second communication network.
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3. The system for communicating across multiple networks according to claim 2,
wherein the plurality of first and second communication networks include a circuit

switched (CS) network and an internet protocol (IP) network.

4, The system for communicating across multiple networks according to claim 3,
wherein the first device is operable to check the quality of the IP network as the state
of the first communication network and selects at least one of the IP network and the

CS network depending on the checked quality of the IP network: and

the server checks IP network quality as the second communication network
state and determines at least one of the IP network and the CS network depending on

the checked IP network quality.

5. The system for communicating across multiple networks according to claim 4,
wherein the server is operable to determine whether the second identifier should be

utilized as the sender identifier depending on the selected first communication network.

6. The system for communicating across multiple networks according to claim 5,
wherein if the selected first communication network is the IP network, the first device
sends the communication to the server via the IP network, and if the selected first
communication network is the CS network, the first device sends the communication

to the server via the CS network using the second identifier as the sender identifier.

7. The system for communicating across multiple networks according to claim 6,
wherein where the communication requested by the first device is the form of a rich

message,

if the selected first communication network is the IP network, the first device is

operable to send the rich message to the server via the IP network, and
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if the selected first communication network is the CS network, the first device is
operable to send a simplified message corresponding to the rich message to the

server via the CS network.

8. The system for communicating across multiple networks according to claim 7,
wherein if the selected second communication network is the [P network, the server is
operable to send the rich message to the second device via the IP network, and if the
selected second communication network is the CS network, the server is operable to
send the simplified message corresponding to the rich message to the second device
via the CS network.

9. The system for communicating across multiple networks according to claim 8,
wherein the server is operable to recheck the state of the second communication

network, and

if reselected second communication network is the IP network, the server
synchronizes to the second device to replace the simplified message with the rich

message in the second device.

10.  The system for communicating across multiple networks according to claim 1,
wherein the second device is operable to display the first identifier as the sender

identifier on a user interface.

11.  The system for communicating across multiple networks according to claim 4,
wherein when the second device requests another communication, the second device
is operable to select the at least one second communication network among the
plurality of second communication networks connected between the second device

and the server, and the second device is operable to send the another communication
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to the server via the selected second communication network using the first identifier

as a recipient identifier.

12. The system for communicating across multiple networks according to claim 11,
wherein the server is operable to select the at least one first communication network
among the plurality of first communication networks connected between the first
device and the server, and sends the another communication to the first device via the
selected first communication network using the second identifier as the recipient

identifier.

13. The system for communicating across multiple networks according to claim 12,
wherein the server is operable to determine whether to use the second identifier as

the recipient identifier depending on the selected first communication network.

14. The system for communicating across multiple networks according to claim 13,
wherein if the selected first communication network is the IP network, the server is
operable to send the another communication to the first device via the IP network, and
if the selected first communication network is the CS network, the server is operable to
send the another communication to the first device via the CS network using the

second identifier as the recipient identifier.

15.  The system for communicating across multiple networks according to claim 14,
wherein when the another communication is a rich message, if the selected second
communication network is the IP network, the second device is operable to send the
rich message to the server via the IP network, and if the selected second
communication network is the CS network, the second device is operable to send a
simplified message corresponding to the rich message to the server via the CS

network.
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16.  The system for communicating across multiple networks according to claim 15,
wherein if the selected first communication network is the IP network, the server is
operable to send the rich message to the first device via the IP network, and if the
selected first communication network is the CS network, the server is operable to send
the simplified message corresponding to the rich message to the first device via the
CS network.

17.  The system for communicating across multiple networks according to claim 16,

wherein the server is operable to recheck the first communication network state, and

if reselected first communication network is the IP network, the server
synchronizes to the first device to replace the simplified message with the rich

message in the first device.

18.  The system for communicating across multiple networks according to claim 1,
wherein the first identifier is stored in connection with an international mobile

subscriber identity (IMSI) of the first device in a home location register (HLR), and

when the first device signs up to an application, the application provider assigns
the second identifier and update the HLR so that the second identifier is stored in

connection with the IMSI.

19.  The system for communicating across multiple networks according to claim 18,
wherein the first identifier is a public number of the first device and the second

identifier is a private number of the first device.

20. The system for communicating across multiple networks according to claim 1,

wherein the communication includes at least one of either call or message.
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21. A method for communicating across multiple networks comprising:

initiating, by a first device, a communication, wherein the first device is
associated with a first identifier and is assigned a second identifier from an application

provider;

selecting, by a first device, at least one first communication network among a
plurality of first communication networks for establishing connection between the first

device and the server;

sending the communication from the first device to the server via the selected

first communication network using the second identifier as a sender identifier;
replacing, by the server, the second identifier with the first identifier;

selecting, by the server, at least one second communication network among a
plurality of second communication networks connected between a second device and

the server;

sending the communication from the server to the second device via the
selected second communication network using the first identifier as the sender

identifier; and

receiving, by the second device, the communication with the first identifier as

the sender identifier from the server.

22.  The method for communicating across multiple networks according to claim 21,
wherein the first device is operable to check the state of the first communication
network among the plurality of first communication networks connected between the
first device and the server, and the server is further operable to check the state of the
second communication network among the plurality of second communication

networks connected between the second device and the server.
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23.  The method for communicating across multiple networks according to claim 22,

wherein the plurality of first and second communication networks include CS network
and [P network.

24.  The method for communicating across multiple networks according to claim 23,
wherein the first device checks IP network quality as the first communication network
state and determines at least one of the IP network and the CS network depending on

the checked [P network quality; and

the server checks IP network quality as the second communication network
state and determines at least one of the IP network and the CS network depending on

the checked IP network quality.

25.  The method for communicating across multiple networks according to claim 24,
wherein the server determines whether using the second identifier as the sender

identifier depending on the selected first communication network.

26. The method for communicating across multiple networks according to claim 25,
wherein if the selected first communication network is the IP network, the first device

sends the communication to the server via the [P network, and

if the selected first communication network is the CS network, the first device
sends the communication to the server via the CS network using the second identifier

as the sender identifier.

27.  The method for communicating across multiple networks according to claim 26,

wherein the first device requests to send a rich message,

if the selected first communication network is the IP network, the first device

sends the rich message to the server via the IP network, and
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if the selected first communication network is the CS network, the first device
sends a simplified message corresponding to the rich message to the server via the
CS network.

28.  The method for communicating across multiple networks according to claim 27,
wherein if the selected second communication network is the IP network, the server

sends the rich message to the second device via the IP network, and

if the selected second communication network is the CS network, the server
sends the simplified message corresponding to the rich message to the second device

via the CS network.

29.  The method for communicating across multiple networks according to claim 28,

wherein the server rechecks the second communication network state, and

if reselected second communication network is the IP network, the server
synchronizes to the second device to replace the simplified message with the rich

message in the second device.

30. The method for communicating across multiple networks according to claim 21,
wherein the second device displays the first identifier as the sender identifier on a

display.

31.  The method for communicating across multiple networks according to claim 24,
wherein when the second device requests another communication, the second device
selects the at least one second communication network among the plurality of the
second communication networks connected between the second device and the

server, and
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the second device sends the another communication to the server via the
selected second communication network using the first identifier as a recipient

identifier.

32. The method for communicating across multiple networks according to claim 31,
wherein the server selects the at least one first communication network among the
plurality of the first communication networks connected between the first device and
the server, and sends the another communication to the first device via the selected

first communication network using the second identifier as the recipient identifier.

33.  The method for communicating across multiple networks according to claim 32,
wherein the server determines whether using the second identifier as the recipient

identifier depending on the selected first communication network.

34. The method for communicating across multiple networks according to claim 33,
wherein if the selected first communication network is the IP network, the server sends

the another communication to the first device via the IP network, and

if the selected first communication network is the CS network, the server sends
the another communication to the first device via the CS network using the second

identifier as the recipient identifier.

35.  The method for communicating across multiple networks according to claim 34,

wherein the second device requests to send a rich message,

if the selected second communication network is the P network, the second

device sends the rich message to the server via the IP network, and
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if the selected second communication network is the CS network, the second
device sends a simplified message corresponding to the rich message to the server

via the CS network.

36.  The method for communicating across multiple networks according to claim 35,
wherein if the selected first communication network is the IP network, the server sends

the rich message to the first device via the IP network, and

if the selected first communication network is the CS network, the server sends
the simplified message corresponding to the rich message to the first device via the
CS network.

37.  The method for communicating across multiple networks according to claim 36,

wherein the server rechecks the first communication network state, and

if reselected first communication network is the IP network, the server
synchronizes to the first device to replace the simplified message with the rich

message in the first device.

38.  The method for communicating across multiple networks according to claim 21,
wherein the first identifier is stored in connection with an IMSI of the first device in a
HLR, and

when the first device signs up to an application, the application provider assigns
the second identifier and update the HLR so that the second identifier is stored in

connection with the IMSI.

39.  The method for communicating across multiple networks according to claim 38,
wherein the first identifier is a public number of the first device and the second

identifier is a private number of the first device.
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40. The method for communicating across multiple networks according to claim 21,

wherein the communication includes at least one of call and message.

41. A communication facilitator for facilitating communication between parties

across multiple networks, comprising:

receiving a communication from a first device associated with a first identifier
via a selected first communication network using a second identifier as a sender
identifier, wherein the first device is assigned the second identifier from an application
provider, and the selected first communication network is selected among a plurality of
first communication networks connected between the first device and the

communication facilitator by the first device;
replacing the second identifier with the first identifier;

selecting at least one second communication network among a plurality of
second communication networks connected between a second device and the

communication facilitator; and

sending the communication to the second device via the selected second

communication network using the first identifier as the sender identifier.

42.  The communication facilitator for facilitating communication between parties
across multiple networks according to claim 41, wherein the first device checks first
communication network state among the plurality of first communication networks

connected between the first device and the communication facilitator, and

the communication facilitator checks second communication network state
among the plurality of second communication networks connected between the

second device and the communication facilitator.
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43. The communication facilitator for facilitating communication between parties
across multiple networks according to claim 42, wherein the plurality of first and

second communication networks include CS network and IP network.

44.  The communication facilitator for facilitating communication between parties
across multiple networks according to claim 43, wherein the first device checks IP
network quality as the first communication network state and determines at least one
of the IP network and the CS network depending on the checked IP network quality;

and

the communication facilitator checks [P network quality as the second
communication network state and determines at least one of the IP network and the

CS network depending on the checked IP network quality.

45. The communication facilitator for facilitating communication between parties
across multiple networks according to claim 44, wherein the communication facilitator
determines whether using the second identifier as the sender identifier depending on

the selected first communication network.

46. The communication facilitator for facilitating communication between parties
across multiple networks according to claim 45, wherein if the selected first
communication network is the IP network, the communication facilitator receives the

communication from the first device via the IP network, and

if the selected first communication network is the CS network, the
communication facilitator receives the communication from the first device via the CS

network using the second identifier as the sender identifier.
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47.  The communication facilitator for facilitating communication between parties
across multiple networks according to claim 46, wherein the communication facilitator

receives a request for sending a rich message,

if the selected first communication network is the IP network, the
communication facilitator receives the rich message from the first device via the IP

network, and

if the selected first communication network is the CS network, the
communication facilitator receives a simplified message corresponding to the rich

message from the first device via the CS network.

48. The communication facilitator for facilitating communication between parties
across multiple networks according to claim 47, wherein if the selected second
communication network is the IP network, the communication facilitator sends the rich

message to the second device via the IP network, and

if the selected second communication network is the CS network, the
communication facilitator sends the simplified message corresponding to the rich

message to the second device via the CS network.

49. The communication facilitator for facilitating communication between parties
across multiple networks according to claim 48, wherein the communication facilitator

rechecks the second communication network state, and

if reselected second communication network is the IP network, the
communication facilitator synchronizes to the second device to replace the simplified

message with the rich message in the second device.

50. The communication facilitator for facilitating communication between parties

across multiple networks according to claim 44, wherein when the communication
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facilitator receives a request for an another communication from the second device,
the second device selects the at least one second communication network among the
plurality of the second communication networks connected between the second

device and the communication facilitator, and

the communication facilitator receives the another communication from the
second device via the selected second communication network using the first identifier

as a recipient identifier.

51. The communication facilitator for facilitating communication between parties
across multiple networks according to claim 50, wherein the communication facilitator
selects the at least one first communication network among the plurality of the first
communication networks connected between the first device and the communication
facilitator, and sends the another communication fo the first device via the selected

first communication network using the second identifier as the recipient identifier.

52. The communication facilitator for facilitating communication between parties
across multiple networks according to claim 51, wherein the communication facilitator
determines whether using the second identifier as the recipient identifier depending on

the selected first communication network.

53. The communication facilitator for facilitating communication between parties
across multiple networks according to claim 52, wherein if the selected first
communication network is the IP network, the communication facilitator sends the

another communication to the first device via the IP network, and

if the selected first communication network is the CS network, the
communication facilitator sends the another communication to the first device via the

CS network using the second identifier as the recipient identifier.
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54. The communication facilitator for facilitating communication between parties
across multiple networks according to claim 53, wherein the communication facilitator

receives a request for sending a rich message from the second device,

if the selected second communication network is the I[P network, the
communication facilitator receives the rich message from the second device via the IP

network, and

if the selected second communication network is the CS network, the
communication facilitator receives a simplified message corresponding to the rich

message from the second device via the CS network.

55.  The communication facilitator for facilitating communication between parties
across multiple networks according to claim 54, wherein if the selected first
communication network is the IP network, the communication facilitator sends the rich

message 1o the first device via the IP network, and

if the selected first communication network is the CS network, the
communication facilitator sends the simplified message corresponding to the rich

message 1o the first device via the CS network.

56. The communication facilitator for facilitating communication between parties
across multiple networks according to claim 55, wherein the communication facilitator

rechecks the first communication network state, and

if reselected first communication network is the [P network, the communication
facilitator synchronizes to the first device to replace the simplified message with the

rich message in the first device.

47



10

15

20

25

WO 2017/209693 PCT/SG2017/050276

57.  The communication facilitator for facilitating communication between parties
across multiple networks according to claim 41, wherein the first identifier is stored in

connection with an IMSI of the first device in a HLR, and

when the first device signs up to an application, the application provider assigns
the second identifier and update the HLR so that the second identifier is stored in

connection with the IMSI.

58.  The communication facilitator for facilitating communication between parties
across multiple networks according to claim 57, wherein the first identifier is a public
number of the first device and the second identifier is a private number of the first

device.

59.  The communication facilitator for facilitating communication between parties
across multiple networks according to claim 41, wherein the communication includes

at least one of call and message.

60. A non-transitory computer readable medium containing executable software
instructions thereon wherein when installed and executed on a mobile device of a user
for facilitating communication between parties in multi-network, performs a method

comprising the steps of:

initiating a communication, wherein the mobile device is associated with a first

identifier and is assigned a second identifier from an application provider;

selecting at least one first communication network among a plurality of first

communication networks connected between the mobile device and a server;

sending the communication from the mobile device to the server via the

selected first communication network using the second identifier as a sender identifier;
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sending an instruction to the server to replace the second identifier with the first

identifier;

sending an instruction to the server to select at least one second
communication network among a plurality of second communication networks

connected between a second device and the server: and

sending an instruction to the server to send the communication from the server
to the second device via the selected second communication network using the first

identifier as the sender identifier.
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