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(57) Resumo: METODO E SISTEMA PARA GERENCIAR A
COMERCIALIZAGAO DE UMA OU MAIS AUTORIZAGOES DE
ACESSO EM UM OU MAIS EVENTOS. A presente invengéo esta
relacionada a um método e sistema onde autorizagdes de acesso para
eventos sdo previamente geradas, completamente desvinculadas de
qualquer evento existente ou que venha a existir. Uma vez geradas, as
autorizagdes sédo disponibilizadas em postos de distribui¢éo,
desagregando de seu prego de distribui¢do o custo de ingresso ao
evento. Os interessados em obter acesso a um evento adquirem as
autorizagdes de acesso e, de posse destas autorizagdes de acesso e
de seus cddigos de identificagdo associados, acessam canais de
comunicagao, tais como intemet, telefonia fixa ou mével e tv interativa,
que estejam conectados a um sistema de gestédo, para a escolha do
evento e de seus parametros (sessdo, setor, assento, forma de
pagamento, etc).
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“METODO E SISTEMA PARA GERENCIAR A COMERCIALIZACAO
DE UMA OU MAIS AUTORIZACOES DE ACESSO EM UM OU MAIS
EVENTOS ”

CAMPO TECNICO

A presente invencdo esta relacionada a compra e venda de
autorizagdes de acesso a eventos. Mais precisamente, a presente invengao
trata de método e sistema de gerenciamento da comercializagdo de

autorizagGes de acesso em eventos.

DESCRICAO DO ESTADO DA TECNICA

O processo de compra e venda de ingressos, ou de qualquer outra
“chave” que determine o direito de utilizar ou consumir servigos, tal como
permitir o acesso aos assentos de espetaculos, ainda utiliza as mesmas
técnicas nascidas com a criagdo dos proprios espetaculos privados, a saber, o
organizador produz bilhetes personalizados relacionados ao evento e
estabelece pontos de venda para que o publico possa adquirir lugares nas
datas respectivas de sua apresentagdo.

O desenvolvimento de novos meios de comunicagdo, como o
telefone e a conexdo de dados entre computadores (a internet, por exemplo),
permitiu desdobramentos que tornaram possivel que a compra do ingresso,
até entdo limitado as bilheterias, fosse realizada remotamente.

Porém, mesmo comprando ou reservando os ingressos por estes
canais de comunicagdo, o processo mantém o mesmo formato:

- producdo do ingresso pelo organizador;

- venda do ingresso pelo organizador ou através de intermediario

distribuidor;

- entrega ou resgate do ingresso para o espectador; e
- coleta e identificagdo do ingresso na bilheteria do espetaculo,
permitindo o acesso.

As vendas remotas (telefone e internet), uma vez realizadas,
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fazem a entrega do ingresso no domicilio do adquirente. Uma outra
possibilidade € o resgate do ingresso na bilheteria do evento. Dessa forma, o
que se percebe claramente € que a evolugdo ocorreu nos meios de pagamento
e ndo no processo de aquisi¢do do ingresso.

Esta evolugdo, restrita ao pagamento, veio acompanhada de
custos adicionais repassados para o adquirente. A denominada taxa de
conveniéncia, como o proprio nome diz, foi criada para oferecer o conforto da
compra a distdncia. Para o recebimento do ingresso no domicilio do
adquirente, a criacdo de um outro servi¢o pago, associado a uma taxa de
entrega, foi necessaria.

As tentativas de impressdo dos bilhetes no domicilio do
adquirente foram invariavelmente frustradas na medida que, ao permitir a
produgdo do ingresso fisico através de meios graficos, como impressoras
domésticas, ou até mesmo as imagens eletronicas codificadas e transmitidas
para telefones moveis, tais mecanismos permitiram, com excessiva facilidade,
a duplicagdo destes registros oferecendo assim janelas para a prolifera¢do de
ingressos falsos e duplicados. O insucesso destas tentativas restringiu as
operacgdes remotas a questdo de efetivacdo do pagamento.

Conseqiientemente, a necessidade da entrega fisica do ingresso
nas maos do adquirente se manteve: ao adquirente resta optar pelo servi¢o de
entrega em domicilio ou pelo resgate nas bilheterias do evento.

OBJETIVOS DA INVENCAO

Um dos objetivos da presente invengcdo € solucionar os
problemas relativos ao estado da técnica descritos acima.

Um outro objetivo da presente invengdo € eliminar o risco de
perda de ingressos previamente manufaturados, bem como os custos
resultantes do cancelamento ou modificagdo de data e horario de eventos.

Um outro objetivo da presente invengdo € flexibilizar a

distribuigdo de autorizag@o de acesso em eventos entre pontos de distribui¢3o.
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Um outro objetivo da presente invengdo € permitir a aquisi¢cdo
automatica da autorizagdo de acesso no momento da selegdo do evento
desejado.

Estes e outros objetivos se tornardo evidentes com a descri¢do da

invencdo e de suas modalidades preferenciais.

SUMARIO DA INVENCAO

A presente invengdo estd relacionada a um método e a um
sistema que modificam o processo de compra e venda de autorizagdes de
acesso em sua totalidade, ou seja, desde a criagdo de codigos identificadores
até a sua receptagdo no evento.

De acordo com a presente inven¢do, autoriza¢des de acesso sdo
previamente geradas, completamente desvinculadas de qualquer evento
existente ou que venha a existir. Uma vez geradas, as autorizagdes sdo
disponibilizadas em postos de distribui¢do, desagregando de seu prego de
distribui¢do o custo de ingresso ao evento.

Os interessados em obter acesso a um evento adquirem as
autorizagcdes de acesso nos pontos de distribuicdo. De posse destas
autorizagdes de acesso e de seus codigos de identificagdo associados, os
adquirentes poderdo entfio acessar canais de comunicagdo, tais como internet,
telefonia fixa ou movel e tv interativa, que estejam conectados a um sistema
de gestdo, para a escolha do evento e de seus parametros (sessdo, setor,
assento, forma de pagamento, etc).

Uma vez escolhidas as preferéncias, e simultaneamente ou apds
a confirma¢do do pagamento, se necessario, o sistema de gestdo podera
informar as unidades de acesso (comumente denominadas “catracas’ou
“roletas”) se aplicaveis, que estdo ou estardo instaladas na entrada do evento,
que aquela autorizagdo estd ativada para o ingresso especifico ao evento.

Como pode ser observado, com a presente invengdo, quando as

autorizagdes de acesso tomam a forma fisica de ingresso, o organizador do
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evento ndo precisa produzir previamente a carga de ingressos personalizados
para um evento. A defini¢do virtual da quantidade de lugares no sistema de
gestdo € suficiente. Assim, ndo ha perda de ingressos ndo vendidos uma vez
que somente os ingressos ativados serfio usados. Além disso, a mudanga de
data e horarios resume-se a alteragdo dos dados do evento no sistema de
gestdo.

Adicionalmente, o organizador do evento ndo precisa definir
pontos de venda, nem a quantidade e o tipo de autorizagdes de acesso que irdo
para cada um deles. Com a presente invengdo, a distribuigdo ja é realizada
previamente em inumeros pontos de venda. O adquirente pode ter em seu
poder diversas autorizagGes de acesso para futura ativagdo em eventos que
venham a despertar seu interesse. Os lugares disponiveis estardo acessiveis a
todos, sem qualquer restrigdo territorial, uma vez que a listagem dos lugares
estara centralizada no sistema de gestdo.

Por fim, entregas em domicilio ou resgate de autorizagdes de
acesso em bilheterias ndo serdo mais necessarios uma vez que a aquisi¢do de
entrada em um evento € feita automaticamente mediante a ativagio, no
sistema de gestdo, da autorizacdo de acesso previamente gerada.

DESCRICAO DAS FIGURAS

A figura 1 ilustra o sistema de gestdo conforme uma
concretizagdo preferencial da presente invengao.

A figura 2 ilustra a autorizagdo de acesso na forma de ingresso
hibrido conforme uma concretizagdo preferencial da presente inveng&o.

DESCRICAO DETALHADA DA INVENCAO

Conforme mencionado acima, o uso de qualquer tipo de
autorizagdo de acesso associada a um cddigo de identificagdo é suficiente
(quando desassociada de qualquer meio fisico, a autorizagdo de acesso,
quando ativada, passa a ser o proprio codigo de identificagdo). No entanto, em

uma concretizagdo preferencial da presente invengdo, tais autorizagdes
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assumem a forma de ingressos fisicos 4 pré-fabricados em seu estado original
(desativado), sobre os quais codigos de identificagdo podem ser impressos. A
vantagem do uso dos ingressos esta no fato de habilitarem o uso de unidades
de acesso para a leitura dos ingressos nas entradas do evento € no fato de
elementos de seguranca poderem ser utilizados para impedir a adulteragio e
reproducdo dos ingressos.

Dentro dessa configuragio preferencial, a presente invencdo sera
detalhadamente descrita em fungdo dos seguintes elementos que a constituem:

1. Ingresso hibrido.

2. Processo de ativagdo remoto.

3. Processo de ativagdo local.

4. Gerenciamento dos ingressos.

5. Identificador/leitor de ingressos (opcional).

1. Ingresso hibrido

O ingresso fisico utilizado pela presente invengdo pode ser
qualquer ingresso conhecido no estado da técnica. A caracteristica
fundamental do ingresso a ser utilizado € possuir um codigo de identificagdo
unico. Sua constituicdo fisica (material, elementos graficos, etc) pode ser
desassociada de qualquer evento especifico, ou seja, o ingresso pode ser
associado a vérios eventos, permanecendo fisicamente inalterado.

Conforme ilustrado na figura 2, em uma concretizagdo
preferencial da presente invengdo, o ingresso hibrido 4 é composto de uma
base em papel, plastico ou material composto por ambos, sobre o qual €
impresso uma imagem de identificagdo, logomarca do nome fantasia e uma
janela designada para a impressdo do codigo de identificagdo 1. O ingresso
pode ainda ter outra janela 2 para o preenchimento de um cédigo de consulta
gerado pelo sistema de ativagdo (elementos 2 e 3).

Ainda em uma concretizagdo preferencial da presente invengao,

também compde o ingresso a aplicagdo de uma figura e de um nimero
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variaveis 3 no momento de sua fabricagdo, os quais poderdo estar inseridos
em um holograma tridimensional ou aplicados através de marca d’4agua ou de
qualquer outro meio cuja aplicagdo contenha prote¢do anti-copia ou
reprodugdo capaz de inibir ou dificultar sua reprodugdo através de meios
convencionais de cdpia. Além destes elementos, pode haver um ou mais
elementos de seguranga aplicados com a competéncia de serem identificados
apenas por unidades de acesso (“catracas”ou “roletas”). Este elemento de
seguranca funciona como uma chave inicial para dar continuidade (ou
interromper) os ciclos de procedimentos de reconhecimento da autenticidade,
integridade e do contetido do ingresso hibrido.

Este elemento de seguranga possui, em seu principio, natureza
diversa podendo ser feito de componentes quimicos de identificagfo otica, de
marcas fisicas e, até mesmo, de marcas invisiveis -a olho nu e invisiveis a
maioria de lampadas com freqiiéncias alta (UV) ou muito baixas. Podem, da
mesma forma, serem utilizadas marcas de identificagédo eletronicas feitas por
chips e seus derivados. Porém, seja qual for o elemento de seguranca aplicado
a cada modelo, sua fungdo sera sempre a de servir como elemento inicial de
reconhecimento de ingresso hibrido auténtico.

O controle da fabricagdo do ingresso hibrido pode ser feito da
seguinte forma: a fabrica autorizada e responsavel pela fabricagdo do
ingresso hibrido, ao produzir um lote, devera acionar o sistema de gestdo de
ingressos e pedir a autorizagdo para registro de produgéo da série produzida.
Este pedido contém o numero de série inicial, final, o cddigo da figura e do
numero secreto do lote. Esta autorizagdo somente sera feita pelo sistema de
gestdo caso a rotina de verificagdo ndo identifique em seus registros a
existéncia de outro ingresso com a mesma numera¢do de série. Uma vez
detectado um unico numero de série coincidente, o pedido de registro sera
rejeitado (ndo autorizado) e desta forma o registro de todos os ingressos ndo

sera efetivado. Uma vez confirmada a unicidade do numero de série e a
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identifica¢do da autoridade outorgada para producdo dos ingressos, o registro
¢ efetuado. Ao final do processo de registro, o sistema de gestdo podera ainda
realizar um sorteio aleatério de uma amostra dos ingressos registrados e pedir
informagdes para confirmar se os dados informados nesta verificagdo sio
condizentes com aqueles declarados no registro.

2. Processo de ativacdo remoto

O processo de ativagdo do ingresso hibrido € feito através dos
seguintes passos (ndo necessariamente seqiienciais):

a) captura dos dados do evento ao qual se deseja vincular o
ingresso hibrido, tais como descri¢do do evento, o dia, horario, setor, assento
e preco;

b) captura do codigo de identifica¢do do ingresso hibrido;

c) captura da figura e do numero varidvel contido ingresso (na
modalidade preferencial da presente invengio);

d) captura do meio de pagamento e da confirmag¢&o e autorizagfo
do pagamento pelo agente responsavel, caso o evento néo seja gratuito. Pode-
se ainda capturar a data e a hora da efetivacdo do pagamento; e

e) captura ou identificagdo opcional do terminal de ativagio
(como por exemplo, o endere¢o IP do computador utilizado) ou do operador
de bilheteria (no caso de ativagdo local, elemento 2 abaixo).

Uma vez capturados todos os dados relacionados do item a) ao €)
(ou pelo menos os dados das etapas obrigatdrias a e b), o sistema ativa o
ingresso, vinculando o ingresso, e conseqlientemente seu codigo de
identificagdo, ao evento selecionado.

Em uma modalidade preferencial da presente inveng¢do, um
codigo de consulta pode ser gerado pelo sistema de gestdo que serve como
identificador uUnico para consulta e/ou alteracdo dos dados do evento
associado ao ingresso ativado (por exemplo, consulta de horério, alteracdo de

assentos, troca de eventos, etc). Assim, o codigo de consulta protege o
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ingresso ativado contra altera¢des indevidas. Além disso, o cddigo de consulta
evita a possibilidade que um ingresso adulterado venha ser usado para o
mesmo assento do mesmo evento.

Em outra modalidade preferencial da presente inven¢do, antes da
ativacdo ser efetivada, o sistema de gestdo ainda verifica a condi¢do essencial
da confirmacdo da existéncia do registro do cddigo de identificagdo do
ingresso hibrido e o vinculo desse cdédigo de identificagdo com a figura e o
numero varidvel, declarados na etapa c¢) e comparados com a figura e o
nimero variavel armazenados no sistema de gestdo no momento do registro
dos ingressos recém fabricados.

3. Processo de ativacdo local

Este elemento € similar ao elemento 2 com diferengas claras de
adequagdo ao ambiente onde a ativagdo é realizada. Enquanto o elemento 2
realiza a ativagio em terminais remotos 14 este elemento 3 realiza a ativagdo
nos terminais dedicados a bilheterias e pontos de distribuigdo avangados 15.

Dentro das bilheterias e/ou pontos de distribui¢do 15, o processo
de ativagdo € o mesmo utilizado para ativagdo remota. Os programas de
computador que equipam as unidades podem possuir programagio dirigida
para que o processo de ativagdo seja realizado através de uma tnica tecla,
garantindo assim maxima agilidade no ciclo de ativagao.

A diferenca essencial € que, nesta versdo, a ativagdo pode se
limitar & captura do cddigo de identificagdo uma vez que, dentro do ambiente
de venda dos ingressos, o organizador controla previamente a autenticidade
dos ingressos hibridos que serdo ativados (vendidos). Para se obter rapidez
neste processo, o ingresso hibrido pode conter um cédigo de barras linear
impresso que permite a rapida identificagdo por leitura de pistolas 6ticas
convencionais.

Outra possivel diferenca deste elemento para o segundo é a

emissdo de um cupom impresso ao invés do ingresso ativado, ou de um
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cupom eletronico enviado para um dispositivo determinado pelo adquirente
do ingresso, tal como e-mail e mensagem SMS, contendo as mesmas
informagdes de detalhamento do ingresso ativado que o cupom impresso
contém.

4. Gerenciamento dos ingressos

O gerenciamento dos ingressos hibridos € o elo de ligagdo entre
todos os elementos integrantes. Desde o momento do registro autorizado ao
momento de utilizagdo na entrada do evento, ou do prazo de validade de uso
dos ingressos ativados para um evento (podem ser configurados para expirar
automaticamente no momento do encerramento oficial do evento), o processo
€ coordenado e operado sob comandos do sistema de gestéo.

Para este fim, este sistema estd permanentemente ligado aos
canais de ativacdo 12 (sites da internet, telefone, TV digital, plataformas de
telefonia movel, etc) e a um ou mais servidores 10 (que inclui dados como
cadastros, informagdes sobre eventos, confirmac¢des de pagamento, softwares
para a operacdo do sistema, registro dos codigos de identificagdo dos
ingressos, registro das figuras e numeros variaveis associados, etc). O sistema
também pode estar ligado a unidades de acesso 11 (catracas), as unidades de
fabricagdo dos ingressos hibridos 13, a terminais de acompanhamento para
consulta dos organizadores do evento e a terminais de suporte (para
manuteng¢@o e demais operagdes) do proprio sistema de gestdo.

A participagdo deste sistema de gestdo em cada etapa do
processo pode ser bem compreendida nas citagdes recorrentes inclusas na
redagdo de cada elemento integrante da presente inveng3o.

5. Identificador/leitor de ingressos

Cabe a unidade de leitura do ingresso hibrido, instalada nas
unidades de controle de acesso 11 opcionais, reconhecer idealmente a
autenticidade de um ingresso ativado, assim como capturar as informacdes

lidas do ingresso inserido para que sejam entdo transmitidas para o sistema de
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gestdo que por sua vez devolvera para as unidades de acesso 11 o sinal que
autoriza ou ndo o0 acesso ao evento.

Preferencialmente, os dados de ativagdo do ingresso (codigo de
identificagdo do ingresso associado ao evento escolhido), que serdo
comparados as informag¢des lidas do ingresso inserido na unidade de acesso
11, sdo armazenados no um ou mais servidores do sistema 10. Entretanto, tais
informagbes podem ser armazenadas em servidores locais adicionais,
localizados no local do evento, onde as unidades de acesso estdo instaladas.
Nesse ultimo caso, os dados de ativagdo do ingresso sdo enviados
previamente pelo sistema de gestdo para os servidores locais.

Uma vez autorizado, informag¢des pertinentes ao acesso, como a
identificacdo da catraca, o codigo de identificagdo, a data e a hora do acesso,
podem ser registradas. Nessa concretizagdo, os registros de acesso autorizado
podem constituir os elementos necessarios ao bloqueio de tentativas de novos
acessos a este evento utilizando o mesmo ingresso ativado. Adicionalmente, o
organizador podera optar pelo servigo de destrui¢do do ingresso reconhecido,
autorizado e retido na urna, bem como optar pelo servigo de reutilizagdo do
ingresso, que podera ser feito através de nova ativagdo. Tal ativagdo &
necessariamente dependente de um novo ciclo de ativa¢do vinculado a um
pagamento ou a uma declaragdo de uma senha gerada e distribuida pelo
organizador, cada senha distribuida correspondendo a uma unidade de valor
de crédito de ativagdo nestes casos.

Em vista de todo o funcionamento do sistema descrito acima,
cada ingresso hibrido possui trés estados: desabilitado, ativado e utilizado.
Dois outros estados ndo obrigatérios podem ser disponibilizados (vinculados
aos procedimentos de seguranga que sdo acionados por rotinas de gestio do
sistema): suspenso por extravio e cancelado por devolucio.

As unidades de acesso 11 podem ainda compreender meios de

leitura dos elementos de seguranga descritos nas modalidades preferenciais do
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ingresso hibrido (elemento 1), bem como um meio de leitura ou de insercéo
do cédigo de consulta gerado na ativagéo do ingresso (elementos 2 e 3).

Nesses casos, uma vez identificado, confirmado o seu estado de
ativagdo valido e, através do codigo de consulta, que as informagdes
transmitidas estdo integras e consistentes a estrutura da informagdo de um
ingresso hibrido auténtico, ativado para aquele evento determinado, o sistema
de gestdo envia um sinal para a unidade de acesso, autorizando a entrada ao
evento.

No caso de detecgdo de qualquer divergéncia de autenticidade,
integridade, consisténcia e do estado de ativagdo diferente de “ativado”, o
sistema de gestdo envia um sinal ndo autorizando o acesso.

A abertura ou néo das travas das unidades de acesso, mediante o
sinal enviado pelo sistema de gestdo, pode ser feita por placas controladoras
comuns instaladas nas mesmas. Adicionalmente, para todos os sinais enviados
pelo sistema de gestdo, corresponde o acionamento, pela placa controladora,
de luzes e/ou sinais sonoros e/ou envio de textos sucintos para exibigdo em
mini telas (displays) de caracteres, de forma que sejam compreendidas as
respostas de consulta/pedido de autorizagdo de ingresso proferido no

momento de inser¢do ou exposi¢do do ingresso nas unidades de acesso.
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REIVINDICACOES

1. Método para gerenciar a comercializagdo de uma ou mais

autorizagdes de acesso em um ou mais eventos, caracterizado pelo fato de

compreender as etapas de:

disponibilizar um co6digo de identificagdo Unico para cada
autorizac¢do de acesso;

disponibilizar informag&es sobre 0 um ou mais eventos; e

associar uma autorizagdo de acesso a um evento
predeterminado, mediante solicitacdo de um usuadrio.

2. Método, de acordo com a reivindicagdo 1, caracterizado

pelo fato de compreender adicionalmente a etapa de gerar um cddigo de
consulta unico para a autorizagdo de acesso apos a associagdo da autorizagdo
de acesso ao evento predeterminado.

3. Meétodo, de acordo com a reivindicagio 1 ou 2,

caracterizado pelo fato de que a autorizagdo de acesso é um ingresso.

4. Método, de acordo com a reivindicagdo 3, caracterizado

pelo fato de que o codigo de identificagdo tnico € impresso sobre o ingresso.

5. Método, de acordo com a reivindicagdo 3 ou 4,

caracterizado pelo fato de que o cddigo de consulta Gnico € impresso sobre o
ingresso.
6. Método, de acordo com qualquer uma das reivindicagdes 3 a

5, caracterizado pelo fato de que o ingresso ainda compreende uma figura e

numero variaveis.

7. Método, de acordo com a reivindicagdo 6, caracterizado

pelo fato de que a figura e numero variaveis sio inseridos em um meio
selecionado dentre holograma tridimensional e marca d’agua.
8. Método, de acordo com qualquer uma das reivindicagdes 3 a

7, caracterizado pelo fato de que o ingresso compreende pelo menos um

elemento de seguranca identificavel por uma unidade de acesso.
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9. Método, de acordo com a reivindica¢do 8, caracterizado

pelo fato de que o pelo menos um elemento de seguranga consiste em um
meio selecionado dentre componentes quimicos de identificagdo Otica, marcas
fisicas, marcas fisicas invisiveis a olho nu e a lampadas com freqiiéncias altas
ou baixas, e chip.

10. Método, de acordo com qualquer uma das reivindicagdes 1

a 9, caracterizado pelo fato de compreender adicionalmente a etapa prévia de

registrar cada codigo de identificagdo Gnico disponibilizado.
11. Método, de acordo com qualquer uma das reivindicacdes 6

a 10, caracterizado pelo fato de compreender adicionalmente a etapa prévia de

registrar a figura e nimero variaveis de cada ingresso.
12. Meétodo, de acordo com a reivindicagdo 10 ou 11,

caracterizado pelo fato de que a disponibilizagdo de cada cddigo de

identificagdo unico € feita mediante a verifica¢do da inexisténcia do mesmo
codigo de identificagdo no registro.
13. Método, de acordo com qualquer uma das reivindicag¢des 1

a 12, caracterizado pelo fato de compreender adicionalmente a etapa de:

disponibilizar um meio de pagamento para a realiza¢do da
associa¢do de uma autorizagdo de acesso ao evento predeterminado.
14. Método, de acordo com qualquer uma das reivindicagdes 1

a 13, caracterizado pelo fato de compreender adicionalmente a etapa de:

registrar a identificacdo do terminal usado pelo usuéario em
sua solicitagdo.
15. Método, de acordo com qualquer uma das reivindicagdes 6

a 14, caracterizado pelo fato de que a realizagdo da associagdo de uma

autorizacdo de acesso ao evento predeterminado € feita mediante a
confirmac¢io do numero e figura varidveis do ingresso com o niimero e figura
variaveis do registro.

16. Método, de acordo com qualquer uma das reivindica¢des 1
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a 15, caracterizado pelo fato de compreender adicionalmente a etapa de:

reconhecer, em uma unidade de acesso, a associa¢do de cada
autorizacdo de acesso ao evento predeterminado;

em que a permissdo de acesso ao evento predeterminado é
condicionada ao reconhecimento da associagdo da autoriza¢do de acesso ao
evento predeterminado.

17. Método, de acordo com qualquer uma das reivindicagdes 3

a 16, caracterizado pelo fato de compreender adicionalmente a etapa de:

reconhecer, em uma unidade de acesso, a autenticidade de um
ingresso através do pelo menos um elemento de seguranga;

em que a permissdo de acesso ao evento predeterminado é
condicionada ao reconhecimento da autenticidade do ingresso.

18. Método, de acordo com a reivindicagdo 16 ou 17,

caracterizado pelo fato de compreender adicionalmente a etapa de:

registrar informagdes de acesso ao evento selecionadas dentre
identificag¢@o da unidade de acesso, cddigo de identificagdo da autorizagio de
acesso, data e hora de entrada.

19. Método, de acordo com a reivindicagdo 18, caracterizado

pelo fato de compreender adicionalmente a etapa de:

bloquear novas tentativas de acesso caso o codigo de
identificagdo da autorizacdo de acesso relacionada a nova tentativa estiver
presente no registro.

20. Método, de acordo com qualquer uma das reivindicagdes

16 a 19, caracterizado pelo fato de compreender adicionalmente a etapa de:

reconhecer, em uma unidade de acesso, a associa¢do de cada
codigo de consulta ao evento;

em que a permissdo de acesso ao evento € condicionada ao
reconhecimento da associag@o do codigo de consulta ao evento.

21. Sistema para gerenciar a comercializa¢do de uma ou mais
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autorizagdes de acesso em um ou mais eventos, caracterizado pelo fato de

compreender:

pelo menos um servidor;

pelo menos um terminal remoto para o fornecimento, por um
usuario, de um codigo de identificagdo unico associado a cada autorizagio de
acesso;

em que o pelo menos um servidor tem acesso a informagdes
sobre o um ou mais eventos e € configurado para associar a autorizagio de
acesso fornecida pelo usuario a um evento predeterminado.

22. Sistema, de acordo com a reivindica¢do 21, caracterizado

pelo fato de que a autorizag@o de acesso possui adicionalmente um cédigo de
consulta Unico gerado no pelo menos um servidor apds a associagdo da
autorizacdo de acesso ao evento predeterminado.

23. Sistema, de acordo com a reivindicagdo 21 ou 22,

caracterizado pelo fato de que a autorizag@o de acesso € um ingresso.

24. Sistema, de acordo com a reivindicagdo 23, caracterizado

pelo fato de que o cédigo de identificagdo Unico € impresso sobre o ingresso.
25. Sistema, de acordo com a reivindicagdo 23 ou 24,

caracterizado pelo fato de que o cddigo de consulta Ginico é impresso sobre o

ingresso.
26. Sistema, de acordo com qualquer uma das reivindicagdes

23 a 25, caracterizado pelo fato de que o ingresso ainda compreende uma

figura e nimero varidveis.

27. Sistema, de acordo com a reivindicagdo 26, caracterizado

pelo fato de que a figura e numero varidveis s@o inseridos em um meio
selecionado dentre holograma tridimensional e marca d’agua.
28. Sistema, de acordo com qualquer uma das reivindica¢des

23 a 27, caracterizado pelo fato de compreender adicionalmente pelo menos

uma unidade de acesso.
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29. Sistema, de acordo com a reivindicagdo 28, caracterizado

pelo fato de que o ingresso compreende pelo menos um elemento de

seguranca identificavel pela pelo menos uma unidade de acesso.

30. Sistema, de acordo com a reivindicagdo 29, caracterizado
pelo fato de que o pelo menos um elemento de seguranga consiste em um
meio selecionado dentre componentes quimicos de identificagdo dtica, marcas
fisicas, marcas fisicas invisiveis a olho nu e a 1ampadas com freqiiéncias altas
ou baixas, e chip.

31. Sistema, de acordo com qualquer uma das reivindica¢des

21 a 30, caracterizado pelo fato de que o pelo menos um servidor registra

cada codigo de identificagcdo tnico disponibilizado antes da gera¢do da
autorizagdo de acesso.
32. Sistema, de acordo com qualquer uma das reivindicac¢des

26 a 31, caracterizado pelo fato de que o pelo menos um servidor registra a

figura e nimero varidveis de cada ingresso antes de sua geragio.
33. Sistema, de acordo com a reivindicagdo 31 ou 32,

caracterizado pelo fato de que a disponibilizagdo de cada cédigo de

identificagdo unico € feita mediante a verificagdo da inexisténcia do mesmo
cddigo de identificagdo no pelo menos um servidor.
34. Sistema, de acordo com qualquer uma das reivindicagdes

21 a 33, caracterizado pelo fato de compreender adicionalmente um meio de

pagamento para a realizagdo da associagdo de uma autoriza¢do de acesso a um
evento predeterminado.
35. Sistema, de acordo com qualquer uma das reivindicacdes

21 a 34, caracterizado pelo fato de que o pelo menos um servidor registra a

identificagdo do terminal usado pelo usudrio no fornecimento do codigo de
identificagdo.
36. Sistema, de acordo com qualquer uma das reivindicagdes

26 a 35, caracterizado pelo fato de que a realizagdo da associagdo de uma
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autorizagdo de acesso a um evento predeterminado € feita mediante a
confirmag¢do do numero e figura varidveis do ingresso com o niimero e figura
variaveis no servidor.

37. Sistema, de acordo com qualquer uma das reivindicag¢des

28 a 36, caracterizado pelo fato de que a pelo menos uma unidade de acesso

reconhece a associagdo de cada autorizagdo de acesso ao evento;

em que a permissdo de acesso ao evento € condicionada ao
reconhecimento da associa¢do da autorizagdo de acesso ao evento.

38. Sistema, de acordo com qualquer uma das reivindicagdes

28 a 37, caracterizado pelo fato de que a pelo menos uma unidade de acesso

reconhece a autenticidade de cada ingresso através do um ou mais elementos
de seguranga.
39. Sistema, de acordo com a reivindicagdo 37 ou 38,

caracterizado pelo fato de que o pelo menos um servidor registra informagdes

de acesso ao evento selecionadas dentre identifica¢do da unidade de acesso,
cddigo de identificagdo da autorizagdo de acesso, data e hora de entrada.

40. Sistema, de acordo com a reivindica¢do 39, caracterizado

pelo fato de que a pelo menos uma unidade de acesso bloqueia novas
tentativas de acesso caso o cddigo de identificagdo da autorizagio de acesso
relacionada a nova tentativa estiver registrado no servidor.

41. Sistema, de acordo com a reivindica¢do 40, caracterizado

pelo fato de que a pelo menos uma unidade de acesso reconhece a associagio
de cada cédigo de consulta ao evento;
em que a permissdo de acesso ao evento € condicionada ao

reconhecimento da associagdo do cédigo de consulta ao evento.



14

12

15

172

14

12

11

10

15

11

13

11




>4
s

feis
A4
85
Poio
od
s/

85

2/2

FIGURA 2



10

15

Q SR A Y N
S ANRIE TP SR S
J.' B0 TR O A

RESUMO

“METODO E SISTEMA PARA GERENCIAR A COMERCIALIZAGCAO
DE UMA OU MAIS AUTORIZACOES DE ACESSO EM UM OU MAIS
EVENTOS ” |

A presente invengdo estd relacionada a um método e sistema
onde autorizagdes de acesso para eventos sdo previamente geradas,
completamente desvinculadas de qualquer evento existente ou que venha a
existir. Uma vez geradas, as autorizagGes sdo disponibilizadas em postos de
distribui¢do, desagregando de seu preco de distribuig@o o custo de ingresso ao
evento. Os interessados em obter acesso a um evento adquirem as
autorizagdes de acesso e, de posse destas autorizagdes de acesso e de seus
cddigos de identificagdo associados, acessam canais de comunicagdo, tais
como internet, telefonia fixa ou movel e tv interativa, que estejam conectados
a um sistema de gestdo, para a escolha do evento e de seus pardmetros

(sessdo, setor, assento, forma de pagamento, etc).
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