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(57)【要約】
【課題】挿入される携帯端末装置の構造に応じて、ＳＩ
Ｍカードの無線通信機能が受信信号有りと判定する受信
強度の閾値、及び信号を送信するときの送信出力が変わ
る。
【解決手段】リーダライタ装置１５０は近距離無線送受
信部１５１を構成する複数のアンテナのうち１つのアン
テナを用いて、近距離無線送受信部１４４へ認証レベル
設定信号（ＳＩＧ４０１）を送信した後、近距離無線送
受信部１５１を構成する複数のアンテナのうち別のアン
テナを介して、近距離無線送受信部１４４へ認証レベル
設定信号（ＳＩＧ４０３）を送信する。その後、制御部
１４３は、記憶部１４１に記憶した認証レベル設定信号
（ＳＩＧ４０１）の受信強度値と、認証レベル設定信号
（ＳＩＧ４０３）の受信強度値とを比較し、どちらか大
きい方の受信強度値（Ｘ）を記憶し、小さい方の受信強
度値を削除する。
【選択図】図４
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【特許請求の範囲】
【請求項１】
無線通信機能を有するＳＩＭカードを搭載する携帯端末装置と無線通信を行うリーダライ
タ装置であって、
無線通信により前記携帯端末装置と無線通信を行うアンテナ手段と、
前記アンテナ手段を介した無線通信を制御する無線通信制御手段とを備え、
前記アンテナ手段は異なる位置に備えられた２つのアンテナ部から構成され、
前記無線通信制御手段は、前記携帯端末装置との無線通信に関する設定を行う初期設定フ
ェーズにおいて一方のアンテナ部で前記携帯端末装置に認証レベル信号を送信した後に前
記携帯端末装置から前記認証レベル信号に対する応答信号を受信した場合、他方のアンテ
ナ部で前記携帯端末装置に前記認証レベル信号を送信するリーダライタ装置。
【請求項２】
請求項１記載のリーダライタ装置と無線通信を行うために無線通信機能を有するＳＩＭカ
ードを搭載した携帯端末装置であって、
初期設定フェーズにおいてそれぞれのアンテナ部から送信された認証レベル信号の受信強
度を記憶する記憶手段と、
前記リーダライタ装置と無線通信を行う通信フェーズにおいて前記リーダライタ装置から
送信される信号の受信強度が前記記憶手段に記憶された２つの受信強度よりも強い受信強
度であるときに受信動作を行う制御手段と、を備える携帯端末装置。
【発明の詳細な説明】
【技術分野】
【０００１】
　本発明は、無線通信機能を有するＳＩＭカードを搭載する携帯端末装置と、ＳＩＭカー
ドを介して無線通信を行うリーダライタ装置に関するものである。
【背景技術】
【０００２】
　近年、携帯電話に代表される携帯端末装置には、ＳＩＭ（Ｓｕｂｓｃｒｉｂｅｒ　Ｉｄ
ｅｎｔｉｔｙ　Ｍｏｄｕｌｅｃａｒｄ）カードを挿抜可能なものがある。携帯端末装置は
、ＳＩＭカードに備わるＳＩＭチップに物理的に接触しており、その接触箇所を介してＳ
ＩＭチップへのデータの書き込み処理、またはＳＩＭチップからのデータの読み取り処理
を実施する。
【０００３】
　さらに、特許文献１には、ＲＦ－ＩＤ（Ｒａｄｉｏ　Ｆｒｅｑｕｅｎｃｙ　Ｉｄｅｎｔ
ｉｆｉｃａｔｉｏｎ）タグをさらに備えたＳＩＭカードを挿抜可能な携帯端末装置につい
て開示されている。ＲＦ－ＩＤタグは、ＳＩＭチップへのデータの書き込み処理、または
ＳＩＭチップからのデータの読み取り処理を行って、リーダライタ装置との間で無線通信
を実施する。
【特許文献１】特表２００７－５０７７６６号公報
【発明の開示】
【発明が解決しようとする課題】
【０００４】
　しかしながら、ＳＩＭカードは様々な構造の携帯端末装置に挿抜されることが想定され
るが、携帯端末装置に挿入されたときのＳＩＭカード近辺の構造が携帯端末装置毎に異な
るため、ＳＩＭカードに備わるＲＦ－ＩＤタグの電波環境もまた異なる。例えば、ＳＩＭ
カードが携帯端末装置に備わるバッテリに面して位置に挿入されている場合と、そのバッ
テリから離れた位置に挿入されている場合と、を比較すると、ある距離だけ離れた位置に
あるリーダライタ装置からＲＦ－ＩＤタグが受信する電波の受信強度は、前者の方が小さ
くなる傾向にある。
【０００５】
　このように、ＳＩＭカードに備わるＲＦ－ＩＤタグは、電波環境、特にＲＦ－ＩＤタグ
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が受信する電波の受信強度が、そのＳＩＭカードが挿入される携帯端末装置の構造に応じ
て変化するため、無線通信を行うために当該ＲＦ－ＩＤタグが最低限必要とする受信強度
の閾値を、当該ＲＦ－ＩＤタグが受信する電波の受信強度が最も低い構造を有する携帯端
末装置に合わせて設定される必要がある。この結果、ＲＦ－ＩＤタグは、受信強度の小さ
な電波をも無線通信用の電波として受信することとなり、ノイズによる無線通信への影響
が大きくなってしまう。このため、ＳＩＭカードが挿入される携帯端末装置の構造に応じ
て、無線通信を行うために当該ＲＦ－ＩＤタグが最低限必要とする受信強度の閾値を設定
することが求められる。
【０００６】
　また同様に、ＳＩＭカードが携帯端末装置に備わるバッテリの裏側に面した位置に挿入
されている場合と、そのバッテリのおもて面に面した位置に挿入されている場合、あるい
はバッテリから離れた位置に挿入されている場合などを比較すると、ある距離だけ離れた
位置にあるリーダライタ装置での受信レベルを一定にするためのＲＦ－ＩＤタグから送信
される信号の送信出力は、それぞれ異なる。そのため、ＳＩＭカードが挿入される携帯端
末装置の構造に応じて、無線通信を行うための当該ＲＦ－ＩＤタグの送信出力レベルを設
定することが求められる。
【０００７】
　本発明は、上記事情に鑑みてなされたもので、携帯端末装置に挿抜可能であり、さらに
無線通信機能を備えるＳＩＭカードであって、挿入される携帯端末装置の構造に応じて、
ＳＩＭカードの無線通信機能が受信信号有りと判定する受信強度の閾値、及び信号を送信
するときの送信出力を好適に設定することができるＳＩＭカードを提供することを目的と
する。
【課題を解決するための手段】
【０００８】
　前記従来の課題を解決するために、本発明のリーダライタ装置は、無線通信により前記
携帯端末装置と無線通信を行うアンテナ手段と、アンテナ手段を介した無線通信を制御す
る無線通信制御手段とを備え、アンテナ手段は異なる位置に備えられた２つのアンテナ部
から構成され、無線通信制御手段は、携帯端末装置との無線通信に関する設定を行う初期
設定フェーズにおいて一方のアンテナ部で携帯端末装置に認証レベル信号を送信した後に
携帯端末装置から認証レベル信号に対する応答信号を受信した場合、他方のアンテナ部で
携帯端末装置に認証レベル信号を送信するよう制御するものである。
【０００９】
　これにより、使用者の携帯端末装置の持ち方や握りかた、リーダライタ装置と携帯端末
装置との角度、ＳＩＭカードの実装位置や携帯端末装置の構造に関わらず、正確に携帯端
末装置との距離を検知しリーダライタ装置と携帯端末装置が所定距離内でしか認証通信を
行わないため、セキュリティ、操作性の改善を図ることができる。
【００１０】
　また、前記従来の課題を解決するために、上記リーダライタ装置と無線通信を行う本発
明の携帯端末装置は、初期設定フェーズにおいてそれぞれのアンテナ部から送信された認
証レベル信号の受信強度を記憶する記憶手段と、リーダライタ装置と無線通信を行う通信
フェーズにおいてリーダライタ装置から送信される信号の受信強度が記憶手段に記憶され
た２つの受信強度よりも強い受信強度であるときに受信動作を行う制御手段とを備えるも
のである。
【００１１】
　これにより、使用者の携帯端末装置の持ち方や握りかた、リーダライタ装置と携帯端末
装置との角度、ＳＩＭカードの実装位置や携帯端末装置の構造に関わらず、正確にリーダ
ライタ装置との距離を検知しリーダライタ装置と携帯端末装置が所定距離内でしか認証通
信を行わないため、セキュリティ、操作性の改善を図ることができる。
【発明の効果】
【００１２】
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　本発明のリーダライタ装置は、２つのアンテナ部のうち一方のアンテナ部で携帯端末装
置に認証レベル信号を送信した後に携帯端末装置から認証レベル信号に対する応答信号を
受信した場合、他方のアンテナ部で携帯端末装置に認証レベル信号を送信するので、使用
者の携帯端末装置の持ち方や握りかた、リーダライタ装置と携帯端末装置との角度、ＳＩ
Ｍカードの実装位置や携帯端末装置の構造に関わらず、正確に携帯端末装置と認証通信を
行い、セキュリティ、操作性の改善を図ることができる。
【００１３】
　また、本発明の携帯端末装置は、リーダライタ装置から送信される信号の受信強度が、
異なるアンテナ部から送信された信号の受信強度よりも強い受信強度であるときに受信動
作を行うようにしたので、使用者の携帯端末装置の持ち方や握りかた、リーダライタ装置
と携帯端末装置との角度、ＳＩＭカードの実装位置や携帯端末装置の構造に関わらず、正
確に携帯端末装置と認証通信を行い、セキュリティ、操作性の改善を図ることができる。
【発明を実施するための最良の形態】
【００１４】
　第１の発明は、本無線通信により前記携帯端末装置と無線通信を行うアンテナ手段と、
アンテナ手段を介した無線通信を制御する無線通信制御手段とを備え、アンテナ手段は異
なる位置に備えられた２つのアンテナ部から構成され、無線通信制御手段は、携帯端末装
置との無線通信に関する設定を行う初期設定フェーズにおいて一方のアンテナ部で携帯端
末装置に認証レベル信号を送信した後に携帯端末装置から認証レベル信号に対する応答信
号を受信した場合、他方のアンテナ部で携帯端末装置に認証レベル信号を送信するよう制
御するリーダライタ装置である。
【００１５】
　これによって、使用者の携帯端末装置の持ち方や握りかた、リーダライタ装置と携帯端
末装置との角度、ＳＩＭカードの実装位置や携帯端末装置の構造に関わらず、正確に携帯
端末装置との距離を検知しリーダライタ装置と携帯端末装置が所定距離内でしか認証通信
を行わないため、セキュリティ、操作性の改善を図ることができる。
【００１６】
　第２の発明は、第１の発明におけるリーダライタ装置と無線通信を行うために無線通信
機能を有するＳＩＭカードを搭載した携帯端末装置であって、初期設定フェーズにおいて
それぞれのアンテナ部から送信された認証レベル信号の受信強度を記憶する記憶手段と、
リーダライタ装置と無線通信を行う通信フェーズにおいてリーダライタ装置から送信され
る信号の受信強度が記憶手段に記憶された２つの受信強度よりも強い受信強度であるとき
に受信動作を行う制御手段とを備えた携帯端末装置である。
【００１７】
　これによって、使用者の携帯端末装置の持ち方や握りかた、リーダライタ装置と携帯端
末装置との角度、ＳＩＭカードの実装位置や携帯端末装置の構造に関わらず、正確に携帯
端末装置と認証通信を行い、セキュリティ、操作性の改善を図ることができる。
【００１８】
　以下、本発明の実施の形態について、図面を参照しながら説明する。なお、この実施の
形態によって本発明が限定されるものではない。
【００１９】
　（実施の形態）
　図１は、本発明の実施の形態の携帯端末装置の斜視図を示すものである。図１に示す携
帯端末装置は、ディスプレイ、操作キーなどを筐体表面に、回路基板を筐体内部にそれぞ
れ備える携帯端末装置１１０と、携帯端末装置本体１１９の回路基板に電力を供給するバ
ッテリ１１１と、バッテリ１１１を保護するカバー１１２とから構成される。
【００２０】
　携帯端末装置１１０は、ＳＩＭカード１２０が筐体内部に挿入される構造である。ＳＩ
Ｍカード１２０は、バッテリ１１１、カバー１１２の順に覆いかぶさって携帯端末装置本
体１１１内に格納される。
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【００２１】
　また、ＳＩＭカード１２０は、ＳＩＭチップ１２１、無線回路１２２を含んで構成され
る。ＳＩＭカード１２０の表面には、露出するようにしてＳＩＭチップ１２１が設けられ
ている。携帯端末装置１１０には、ＳＩＭチップ１２１の導体板に接触する接続端子が設
けられており、携帯端末装置１１０とＳＩＭカード１２０とはその接続端子を介して信号
の送受信を行う。
【００２２】
　本発明の実施の形態の携帯端末装置は、図１に示す構造のものに限られるものではなく
、ＳＩＭカードを挿抜可能な様々な構造を有する携帯端末装置に適用可能である。ＳＩＭ
カードを挿抜可能な構造やＳＩＭカード近辺の構造、材質が異なる様々な携帯端末装置に
あるＳＩＭカードを挿入する場合、ＳＩＭカードに備わる無線回路の電波環境も異なるが
、本発明の実施の形態の携帯端末装置は、この電波環境に適した、無線通信を行うために
当該無線回路が最低限必要とする受信強度の閾値または信号を送信するときの送信出力を
設定することを実現する。
【００２３】
　次に、本発明の実施の形態の携帯端末装置及びＳＩＭカードの機能ブロックを図２に示
す。
【００２４】
　携帯端末装置１１０は、セルラー送受信部１３１、記憶部１３２、ＳＩＭカード接続部
１３３、制御部１３４を含んで構成される。
【００２５】
　セルラー送受信部１３１は、無線基地局（図２に図示せず）との間で取り決められた所
定の通信方式に則って、デジタルデータの送受信を行う。
【００２６】
　記憶部１３２は、制御部１３４が実行するプログラムや、そのプログラムを実行するこ
とによって生じる演算結果、ＳＩＭカード接続部１３３を介してＳＩＭカード１２０から
入力したデータなどの各種データを記憶する。
【００２７】
　ＳＩＭカード接続部１３３は、上述した、携帯端末装置１１０に設けられたＳＩＭカー
ド１２０との接続端子に相当し、ＳＩＭカード１２０との間で信号の入出力を行う。
【００２８】
　制御部１３４は、記憶部１３２に記憶されている各種プログラムを参照して、セルラー
送受信部１３１による無線通信制御、ＳＩＭカード１２０との間でのデータの入出力制御
、記憶部１２２へのデータの書き込み、読み取り制御、などの各種制御を実行する。
【００２９】
　一方、ＳＩＭカード１２０は、記憶部１４１、携帯端末接続部１４２、制御部１４３、
近距離無線送受信部１４４、補助記憶部１４５を含んで構成される。
【００３０】
　記憶部１４１は、制御部１４３が実行するプログラムや、そのプログラムを実行するこ
とによって生じる演算結果、携帯端末接続部１４２を介して携帯端末装置１１０から入力
したデータなどの各種データを記憶する。
【００３１】
　携帯端末接続部１４２は、上述した、ＳＩＭカード１２０の表面に露出するＳＩＭチッ
プ１２１の導体板に相当し、携帯端末装置１１０との間で信号の入出力を行う。
【００３２】
　制御部１４３は、記憶部１４１や補助記憶部１４５に記憶されている各種プログラムを
参照して、近距離無線送受信部１４４による無線通信制御、携帯端末装置１１０との間で
のデータの入出力制御、記憶部１４１へのデータの書き込み、読み取り制御、などの各種
制御を実行する。また、近距離無線送受信部１４４により受信される信号の受信強度値を
検出する。
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【００３３】
　近距離無線送受信部１４４は、無線回路１２２に相当する。近距離無線送受信部１４４
は、無線回路１２２に形成されるアンテナを介して、４００ＭＨｚ帯特定小電力無線、Ｒ
ＦＩＤ（Ｒａｄｉｏ　Ｆｒｅｑｕｅｎｃｙ　Ｉｄｅｎｔｉｆｉｃａｔｉｏｎ：無線周波数
識別）で使用される短距離通信用の電波やＵＷＢ（Ｕｌｔｒａ　Ｗｉｄｅ　Ｂａｎｄ：超
広帯域無線）等の電波を介して信号の送受信を行う。
【００３４】
　補助記憶部１４５は、携帯端末装置とリーダライタ装置との間で、例えば決済処理等を
行う場合に必要となる情報を記憶している。具体的には、銀行が運用する決済処理用ネッ
トワークに接続するためのパスワードや、決済に関する個人情報などが記憶されている。
このような決済処理を行うための情報は記憶部１４１に記憶することも可能であるが、記
憶部１４１とは別に記憶することで、重要な情報を安易に書き換えることがなく、また消
去することもない。
【００３５】
　次に、リーダライタ装置の機能ブロックを図３に示す。
【００３６】
　リーダライタ装置１５０は、近距離無線送受信部１５１、制御部１５２、記憶部１５３
、外部通信部１５４を含んで構成される。
【００３７】
　近距離無線送受信部１５１は無線回路（図示せず）に形成されるアンテナを介して、近
距離無線送受信部１４４と信号の送受信を行う。これらのアンテナは無線回路上に複数構
成されており、それぞれのアンテナは無線回路上の異なる位置に形成されている。
【００３８】
　制御部１５２は、近距離無線送受信部１５１から入力される信号に対し何らかの処理を
実行する。例えば、ＳＩＭカード１２０に書き込ませるデータを記憶部１５３から読み出
し、その読み出した信号を近距離無線送受信部１５１や外部通信部１５４に出力する。ま
た、近距離無線送受信部１５１により受信される信号の受信強度値を検出する。
【００３９】
　外部通信部１５４は、インターネットなどの外部通信網と接続することで外部サーバと
接続できる。例えば、決済処理を行う場合、ＳＩＭカード１２０からの要求信号に応じて
外部通信部１５４を介して銀行やカード会社が運営する決済処理用ネットワークに接続し
、銀行やカード会社が保有するサーバと通信を行う。
【００４０】
　次に、携帯端末装置１１０とリーダライタ装置１５０とが無線通信を行うための初期設
定方法を図４に示す。
【００４１】
　なお、図４に示す初期設定を行うためには、携帯端末装置１１０とリーダライタ装置１
５０との距離をある程度近づけて、携帯端末装置１１０とリーダライタ装置１５０を初期
設定フェーズに切り替える必要がある。初期設定フェーズとは、携帯端末装置１１０また
はリーダライタ装置１５０が初期設定を行うためのフェーズであり、リーダライタ装置１
５０から送信される信号を受信信号有りと判定する受信強度の閾値及び信号を送信すると
きの送信出力を好適に設定するためのフェーズである。
【００４２】
　携帯端末装置１１０とリーダライタ装置１５０がそれぞれ初期設定フェーズに切り替え
られると、リーダライタ装置１５０は近距離無線送受信部１５１を構成する複数のアンテ
ナのうち１つのアンテナを用いて、近距離無線送受信部１４４へ認証レベル設定信号（Ｓ
ＩＧ４０１）を送信する。
【００４３】
　制御部１４３は、近距離無線送受信部１４４で受信した認証レベル設定信号（ＳＩＧ４
０１）の受信強度値を検出し、その受信強度値が予め定めた値以上であればその受信強度
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値を記憶部１４１に記憶する。そして、近距離無線送受信部１４４を介して応答信号（Ｓ
ＩＧ４０２）を近距離無線送受信部１５１へ送信する。なお、制御部１４３は、何らかの
原因で認証レベル設定信号（ＳＩＧ４０１）が受信できない場合や、受信強度値が予め定
めた値以上でなければ、応答信号（ＳＩＧ４０２）を送信しない。あるいは、リーダライ
タ装置１５０に対して認証レベル設定信号の再送を要求する信号を送信する。
【００４４】
　次に、近距離無線送受信部１５１が応答信号（ＳＩＧ４０２）を受信すると、制御部１
５２は応答信号（ＳＩＧ４０２）の受信強度値を検出し、その受信強度値が予め定めた値
以上であるか否かを確認する。もし、応答信号（ＳＩＧ４０２）の受信強度値が予め定め
た値以上でなければ、携帯端末装置１１０に対して応答信号（ＳＩＧ４０２）の再送を要
求する信号を送信する。そして、数回要求信号を送信し続けても応答信号（ＳＩＧ４０２
）を受信できない場合は、改めて認証レベル設定信号（ＳＩＧ４０１）を送信する。
【００４５】
　応答信号（ＳＩＧ４０２）の受信強度値が予め定めた値以上であれば、リーダライタ装
置１５０は近距離無線送受信部１５１を構成する複数のアンテナのうちで、以前とは別の
アンテナ（認証レベル設定信号（ＳＩＧ４０１）を送信したアンテナとは別のアンテナ）
を介して、近距離無線送受信部１４４へ認証レベル設定信号（ＳＩＧ４０３）を送信する
。
【００４６】
　制御部１４３は、近距離無線送受信部１４４で受信した認証レベル設定信号（ＳＩＧ４
０３）の受信強度値を検出し、その受信強度値が予め定めた値以上であればその受信強度
値を記憶部１４１に記憶する。そして、近距離無線送受信部１４４を介して応答信号（Ｓ
ＩＧ４０４）を近距離無線送受信部１５１へ送信する。認証レベル設定信号（ＳＩＧ４０
３）の受信強度値が予め定めた値以上でなければ、制御部１４３は応答信号（ＳＩＧ４０
４）を送信しない。あるいは、認証レベル設定信号（ＳＩＧ４０３）の再送要求信号を送
信する。
【００４７】
　制御部１４３は、応答信号（ＳＩＧ４０４）を送信し終えると、記憶部１４１に記憶し
た認証レベル設定信号（ＳＩＧ４０１）の受信強度値と、認証レベル設定信号（ＳＩＧ４
０３）の受信強度値とを比較し、どちらか大きい方の受信強度値（Ｘ）を記憶し、小さい
方の受信強度値を削除する。また、応答信号（ＳＩＧ４０２）を送信したときの送信強度
値（Ｙ）を記憶部１４１に記憶する。
【００４８】
　このように、携帯端末装置１１０とリーダライタ装置１５０との間で、近距離無線送受
信部１５１を構成する異なるアンテナを介して認証レベル設定信号と応答信号の送受信が
終わると、携帯端末装置１１０とリーダライタ装置１５０は初期設定フェーズから通信フ
ェーズに切り替えられる。
【００４９】
　認証フェーズとは、初期設定フェーズが終了した後に移行するフェーズのことであり、
携帯端末装置１１０とリーダライタ装置１５０との間で種々のデータが送受信されるフェ
ーズである。なお、認証フェーズについてはプレ認証フェーズと本認証フェーズに分けら
れる。プレ認証フェーズは、ＳＩＭカード１２０がプレ認証確認信号をリーダライタ装置
１５０から受信するまでの期間とする。また、本認証フェーズは、本認証要求信号を受信
したＳＩＭカード１２０が決済処理を完了するまでの期間とする。
【００５０】
　次に、通信フェーズにおける携帯端末装置１１０とリーダライタ装置１５０とのシーケ
ンスを図５に示す。リーダライタ装置１５０は、一定周期で常にプレ認証要求信号（ＳＩ
Ｇ５０１）を発信し続ける。そして、リーダライタ装置１５０から発信されるプレ認証要
求信号（ＳＩＧ５０１）を近距離無線送受信部１４４が受信すると、制御部１４３は無線
送受信部１４４で受信したプレ認証要求信号の受信強度を検出する。
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【００５１】
　制御部１４３は、プレ認証要求信号（ＳＩＧ５０１）の受信強度を検出すると、初期設
定フェーズのときに記憶部１４１に記憶した認証レベル設定信号の受信強度値（Ｘ）を読
み込む。そして、制御部１４３は、受信強度値（Ｘ）とプレ認証要求信号（ＳＩＧ５０１
）の受信強度値を比較し、受信強度値（Ｘ）よりもプレ認証要求信号（ＳＩＧ５０１）の
受信強度値の方が大きい場合は、制御部１４３は近距離無線送受信部１４４を介してプレ
認証要求信号の受信確認としてプレ認証応答信号（ＳＩＧ５０２）をリーダライタ装置１
５０へ送信する。プレ認証応答信号（ＳＩＧ５０２）を送信するときの送信強度は、記憶
部１４１に記憶された送信強度値（Ｙ）である。なお、受信強度値（Ｘ）よりもプレ認証
要求信号（ＳＩＧ５０１）の受信強度値の方が小さい場合は、プレ認証応答信号（ＳＩＧ
５０２）を送信しない。あるいは、リーダライタ装置１５０に対してプレ認証要求信号（
ＳＩＧ５０１）の再送を要求する信号を送信する。
【００５２】
　プレ認証応答信号（ＳＩＧ５０２）を受信したリーダライタ装置１５０は、制御部１５
２によりプレ認証応答信号（ＳＩＧ５０２）の受信強度値を検出し、その受信強度値が予
め定めた値以上であれば、プレ認証確認（ＳＩＧ５０３）を送信し、続けて読み出し要求
信号（ＳＩＧ５０４）を送信する。
【００５３】
　近距離無線送受信部１４４でリーダライタ装置１５０からの読み出し要求信号（ＳＩＧ
５０４）を受信すると、制御部１４３はプレ認証確認（ＳＩＧ５０３）及び読み出し要求
信号（ＳＩＧ５０４）の受信強度値を検出し、それらの受信強度値が受信強度値（Ｘ）以
上であれば、制御部１４３は記憶部１４１や補助記憶部１４５から必要なデータを読み取
り、その読み取った種々のデータ（ＳＩＧ５０５）を近距離無線送受信部１４４によって
リーダライタ装置１５０へ送信する。
【００５４】
　データ（ＳＩＧ５０５）とは、例えば電子入出門管理システムであれば、個人を特定で
きる識別番号である。また、決済処理であれば、個人を特定できる識別番号の他に、銀行
が運営する決済処理用ネットワークに接続するためのパスワードなどである。
【００５５】
　リーダライタ装置１５０は、携帯端末装置１１０からのデータ（ＳＩＧ５０５）を受信
し終えると、必要に応じて外部通信部１５４を介して外部サーバと情報のやりとりを行う
。先ほど例示した決済処理であれば、外部通信部１５４を介して個人を特定できる識別番
号とパスワードにより、銀行やカード会社が運営する決済処理用サーバにログインする。
決済処理用サーバが決済に必要な処理を行った後、外部通信部１５４は決済処理終了の通
知信号を受信する。
【００５６】
　次に、リーダライタ装置１５０から携帯端末装置１１０へ書き込み要求信号（ＳＩＧ５
０６）を送信する。リーダライタ装置１５０から携帯端末装置１１０へ送信される書き込
み要求信号（ＳＩＧ５０６）とは、例えば決済処理であれば、決済処理が終了したことを
示す通知情報である。
【００５７】
　最後に、近距離無線送受信部１４４はリーダライタ装置１５０から送信される書き込み
要求信号（ＳＩＧ５０６）を受信し終えると、リーダライタ装置１５０へ書き込み完了通
知信号（ＳＩＧ５０７）を送信する。
【００５８】
　なお、図４において、制御部１４３は、応答信号（ＳＩＧ４０４）を送信し終えると、
記憶部１４１に記憶した認証レベル設定信号（ＳＩＧ４０１）の受信強度値と、認証レベ
ル設定信号（ＳＩＧ４０３）の受信強度値とを比較し、どちらか大きい方の受信強度値（
Ｘ）を記憶し、小さい方の受信強度値を削除するとしたが、小さい方の受信強度値を削除
しない形態でもよい。この場合、通信フェーズにおいて、プレ認証要求信号（ＳＩＧ５０
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み要求信号（ＳＩＧ５０６）を受信したとき、それぞれの受信強度値が受信強度値（Ｘ）
以上であるか否かを比較する。そして、それぞれの受信強度値が受信強度値（Ｘ）以上で
ない場合であっても、それぞれの受信強度値と小さい方の受信強度値と比較して小さい方
の受信強度値以上であれば、プレ認証応答信号（ＳＩＧ５０２）やデータ（ＳＩＧ５０５
）、書き込み完了通知信号（ＳＩＧ５０７）を送信するようにしてもよい。特に、それぞ
れの受信強度値が受信強度値（Ｘ）以上でない場合が数回続いたときに、小さい方の受信
強度値と比較するのがよい。
【００５９】
　このようにすれば、受信信号が受信強度値（Ｘ）以上でないために携帯端末装置とリー
ダライタ装置間で再送が繰り返される事態を回避できる。
【産業上の利用可能性】
【００６０】
　以上のように、本発明にかかる携帯端末装置及びリーダライタ装置は、使用者の携帯端
末装置の持ち方や握りかた、リーダライタ装置と携帯端末装置との角度、ＳＩＭカードの
実装位置や携帯端末装置の構造に関わらず正確に通信が行われるので、携帯端末装置に限
らず送受信部を機器内部に備える機器に対して適用できる。
【図面の簡単な説明】
【００６１】
【図１】本発明の実施の形態の携帯端末装置の斜視図
【図２】本発明の実施の形態の携帯端末装置及びＳＩＭカードの機能ブロック図
【図３】本発明の実施の形態のリーダライタ装置の機能ブロック図
【図４】本発明の実施の形態の携帯端末装置とリーダライタ装置での初期設定フェーズの
シーケンス図
【図５】本発明の実施の形態の携帯端末装置とリーダライタ装置での認証フェーズのシー
ケンス図
【符号の説明】
【００６２】
　１１０　携帯端末装置
　１１１　バッテリ
　１１２　カバー
　１２０　ＳＩＭカード
　１２１　ＳＩＭチップ
　１２２　無線回路
　１３１　セルラー送受信部
　１３２　記憶部
　１３３　ＳＩＭカード接続部
　１３４　制御部
　１４１　記憶部
　１４２　携帯端末接続部
　１４３　制御部
　１４４　近距離無線送受信部
　１４５　補助記憶部
　１５０　リーダライタ装置
　１５１　近距離無線送受信部
　１５２　制御部
　１５３　記憶部
　１５４　外部通信部
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