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METHOD TO VERIFY THE OUTCOME OF 
CALIBRATION WITH A NETWORKANALYZER 

1. FIELD OF THE INVENTION 

0001. The present invention relates to a method to verify 
the result of calibration with a network analyzer, and in 
particular, to a method to verify the result of full n-port 
calibration. In addition, the present invention pertains to a 
network analyzer comprising means for performing this 
Verification method and a program for performing this 
verification method. 

2. DISCUSSION OF THE BACKGROUND ART 

0002. A network analyzer is calibrated in order to elimi 
nate measurement errors. However, there are cases where 
this calibration is not completed correctly because of prob 
lems with the stability of the network analyzer, the malfunc 
tion of Standards, and other problems. Therefore, it is 
necessary to Verify the result of the calibration. 
0003 Testing devices with a known S parameter (Scat 
tering parameter) represent the recommended method for 
Verifying calibration in the prior art. Standard Sets for 
Verification referred to as Verification kits, Standards other 
than calibration Standards used for calibration, and other 
devices are used in actual calibration (for instance, refer to 
User's and Service Guide, Agilent Technologies, 85053B 
3.5 mm Verification Kit,” Agilent Technologies, January, 
2002, p. 4-1 through 4-18). Moreover, there are also cases 
where standards used in calibration are re-used (for instance, 
refer to U.S. Pat. No. 5,332,974). 
0004 Verification of calibration by the prior art poses the 
following problems. For instance, it is difficult to handle the 
verification kit of the verification method that employs a 
verification kit and therefore, there tend to be mistakes in the 
calibration verification. Furthermore, this verification 
method requires its own Specific verification kit. If the 
Verification method that uses Standards other than calibration 
Standards is employed, verification results are Sometimes 
obtained that indicate that the calibration was Successful 
even though there were actual mistakes in the verification 
when the other Standards have properties Similar to calibra 
tion standards. Furthermore, this verification method 
requires Standards other than calibration Standards. When 
the verification method whereby calibration standards are 
re-used is employed, there can be times when Verification 
results indicating that the calibration was Successful are 
obtained even though there were actually errors in the 
calibration. Moreover, the above-mentioned conventional 
Verification methods require additional measurements for 
verification independent of calibration. These problems 
become more Severe with an increase in the number of ports, 
making verification of calibration difficult. 
0005 Therefore, the object of the present invention is to 
solve these problems. That is, the object of the present 
invention is to provide a method for verifying full n-port 
calibration that is easier to use than the prior art and does not 
require additional Standards or additional measurement. 

SUMMARY OF THE INVENTION 

0006 The present invention introduces the concepts of 
“uniformity during the calibration steps” and “calibration 
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consistency” for verification of full n-port calibration in 
order to accomplish this goal. The verification method of the 
present invention Verifies the result of calibration by ana 
lyzing whether the calibration has been uniformly performed 
during the calibration StepS and whether there is consistency 
in Systematic error terms obtained by calibration. Systematic 
error terms are simply referred to hereafter as error terms. 
0007 That is, one embodiment according to the present 
invention is a method to verify a SOLT calibration of a 
network analyzer whereby full n-port calibration of a net 
work analyzer is verified, characterized by making use of the 
fact that error terms obtained by this calibration are redun 
dant; the uniformity of the calibration Steps during this 
calibration is calculated using these error terms, and the 
result of this calibration is verified by assessing this calcu 
lated uniformity. 

0008 Another embodiment is a method to verify a SOLT 
calibration of a network analyzer whereby full n-port cali 
bration of a network analyzer is verified, characterized by 
making use of the fact that error terms obtained by this 
calibration are redundant; the consistency of these error 
terms is calculated; and the result of this calibration is 
Verified by assessing this calculated consistency. 

0009 Still yet another embodiment is a method to verify 
a SOLT calibration of a network analyzer whereby full 
n-port calibration of a network analyzer is verified, charac 
terized in that each error term obtained by this calibration is 
calculated by the following equation, Substituting Ed. for 
forward directivity, Ed, for reverse directivity; Es, for for 
ward Source match, ES, for reverse source match, Er; for 
forward reflection tracking, Er; for reverse reflection track 
ing, Ett for forward transmission tracking, Ett for reverse 
transmission tracking, Exit for forward isolation, Exit for 
reverse isolation, El for forward load match, and El for 
reverse load match; and the result of this calibration can be 
Verified by assessing the calculated values. 

Etii - Exi 
Er, Ed, El - Es. 

Mathematical formula 4 

Eiji - Exit 
Eri + Ed : Eli - Esil 

0010 Furthermore, another embodiment of the present 
invention is a network analyzer comprising means for per 
forming a verification method, characterized by making use 
of the fact that error terms obtained by this calibration are 
redundant; it has means for calculating the uniformity of the 
calibration Steps during this calibration using these error 
terms once full n-port calibration has been performed; and 
the result of this calibration can be verified. 

0011 Additionally, another embodiment of the present 
invention is a network analyzer comprising means for per 
forming a verification method, characterized by making use 
of the fact that error terms obtained by this calibration are 
redundant; it has means for calculating the consistency of 
these error terms once full n-port calibration has been 
performed; and the result of this calibration can be verified. 

0012 Another embodiment is a network analyzer com 
prising means for performing a verification method, char 
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acterized in that it has means for calculating each error term 
obtained by this calibration once full n-port calibration is 
performed by the following equation, Substituting Ed. for 
forward directivity, Ed, for reverse directivity, Es, for for 
ward Source match, Es, for reverse source match, Er, for 
forward reflection tracking, Er; for reverse reflection track 
ing, Ett for forward transmission tracking, Ett for reverse 
transmission tracking, Exit for forward isolation, Exit for 
reverse isolation, Elt for forward load match, and Eli for 
reverse load match. 

Etii - Exi 
Er, Ed, El - Es. 

Mathematical formula 5 

Eiji - Exit 
Eri + Ed : Eli - Es) 

0013 This network analyzer further comprises a means 
for assessing the values obtained by the above-mentioned 
calculation. 

0.014. The present invention also includes a program, 
which enables a computer to act as a means for reading error 
terms obtained by calibration from a network analyzer and 
a means for calculating the uniformity during this calibration 
proceSS using theses error terms that have been read and 
making use of the fact that these error terms are redundant 
in order to verify full n-port calibration of the network 
analyzer. 

0.015 Still yet a further embodiment of the present inven 
tion is a program, which enables a computer to act as a 
means for reading error terms obtained by calibration from 
a network analyzer and a means for calculating the consis 
tency during this calibration process using these error terms 
that have been read and making use of the fact that these 
error terms are redundant in order to verify full n-port 
calibration of the network analyzer. 

0016 Yet another embodiment of the present invention is 
a program, which enables a computer to function as a means 
for reading the error terms obtained by calibration from a 
network analyzer and a means for calculating each of these 
error terms that have been read, Substituting Ed. for forward 
directivity, Ed, for reverse directivity, Es, for forward source 
match, Es, for reverse Source match, Er, for forward reflec 
tion tracking, Er, for reverse reflection tracking, Ett for 
forward transmission tracking, Ett for reverse transmission 
tracking, Exit for forward isolation, Exit for reverse isolation, 
El for forward load match, and Eli for reverse load match 
in order to verify full n-port calibration of a network 
analyzer. 

Eti - Exit 
Eri + Edi: Eli - Es) 

Mathematical formula 6 
: 

Eiji - Exit 
Eri + Ed : Eli - Es) 

0.017. The program may further act as a means for 
assessing the value obtained by this calculation. 
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BRIEF DESCRIPTION OF THE DRAWINGS 

0018 FIG. 1 is a block diagram showing the first 
embodiment of the present invention. 
0019 FIG. 2 is a signal flow chart showing the forward 
model of a 2-port, 12-terms error model. 
0020 FIG. 3 is a signal flow chart showing the reverse 
model of a 2-port, 12-terms error model. 
0021 FIG. 4 is a signal flow chart showing a 2-port, 
8-terms error model. 

0022 FIG. 5 is a signal flow chart showing a limited 
representation of a 2-port, 12-terms error model. 

0023 FIG. 6 is a signal flow chart showing a limited 
representation of a 2-port, 8-terms error model. 
0024 FIG. 7 is a signal flow chart showing a 2-port, 
8-terms error model that takes Switch match into consider 
ation. 

0025 FIG. 8 is a flow chart showing the procedure for 
Verifying the calibration in the present embodiment. 

0026 FIG. 9 is a block diagram showing a second 
embodiment of the present invention. 

0027 FIG. 10 is a graph showing the calibration consis 
tency as calculated by the verification method of the present 
invention. 

0028 FIG. 11 is a graph showing the calibration consis 
tency as calculated by the verification method of the present 
invention. 

0029 FIG. 12 is a graph showing the calibration consis 
tency as calculated by the verification method of the present 
invention. 

0030 FIG. 13 is a graph showing the calibration consis 
tency as calculated by the verification method of the present 
invention. 

DETAILED DESCRIPTION OF THE 
PREFERRED EMBODIMENT 

0031. By means of the present invention, calibration 
consistency is calculated using error terms that are quanti 
fied by calibration and these calculation results and the result 
of the calibration are verified. Therefore, additional stan 
dards and measurement thereof are not necessary for Veri 
fying the calibration. Moreover, because additional Stan 
dards and measurement thereof are not necessary, 
Verification of calibration can be easily performed when 
compared to the prior art. Furthermore, because additional 
Standards and measurement thereof are not necessary, it is 
possible to prevent the misconception that calibration is 
Successful even though there are actually errors in the 
calibration. 

0032. The present invention will now be described in 
detail based on the embodiments shown in the attached 
drawings. These embodiments are employed when the 
present invention is used for verification of calibration in the 
case of a two-port network analyzer. The first embodiment 
of the present invention is the case where the network 
analyzer itself verifies its own calibration. The second 
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embodiment of the present invention is the case where an 
external control device verifies the calibration of a network 
analyzer. 

0033. The first embodiment will be described first. FIG. 
1 is a block diagram showing a two-port network analyzer 
of the present embodiment. A network analyzer 100 in FIG. 
1 comprises a measurement means 110, a control means 120, 
a consistency calculation means 130, a memory means 140, 
and an input-output means 150. Measurement means 110 
comprises a measurement port 111 and a measurement port 
112, and analyzes the network properties of devices con 
nected to these measurement ports. Control means 120 
controls measurement means 110, and Similar means, and 
measures, calibrates, and verifies the calibration of network 
analyzer 100 by executing a program. Control means 120 is, 
for instance, a microprocessor (MPU) or a digital signal 
processor (DSP). Consistency calculation means 130 calcu 
lates the “calibration consistency, which is an indicator for 
verifying the result of a calibration. “Calibration consis 
tency' will be discussed later. Memory means 140 houses 
the measurement results of measurement means 110, the 
processing order of control means 120, and Similar data, and 
reads the Stored data. Memory means 140 is, for instance, a 
Semiconductor memory, a hard disk drive, or a removable 
disk. Input-output means 150 inputs and outputs to users of 
network analyzer 100 and to external devices. Input-output 
means 150 is a keyboard, a display, or a LAN interface. The 
network analyzer is usually connected to a device under test 
by a cable or fixture. A coaxial cable 200 is connected to 
measurement port 111 of network analyzer 100 in FIG. 1, 
while a coaxial cable 300 is connected to measurement port 
112. Although not illustrated, the device under test is con 
nected to at least one of either a connector 210 of coaxial 
cable 200 or a connector 310 of coaxial cable 300. 

0034) Next, a method to verify full two-port calibration 
by network analyzer 100 will be described. Full-port cali 
bration is conducted using four types of Standards, short, 
open, load, and through; therefore it is called SOLT cali 
bration. 

0035. The verification method of the present invention 
Verifies the result of calibration making use of the fact that 
error terms that are quantified when a network analyzer is 
calibrated are redundant. Therefore, the fact that error terms 
are redundant is described below. Refer to FIGS. 2, 3, and 
4. 

0036 FIG. 2 shows a forward model of a two-port 
12-terms error model that is quantified by SOLT calibration. 
FIG. 3 shows a reverse model of the same two-port, 
12-terms error model. Ed is forward directivity. Ed is 
reverse directivity. ES is forward Source match. ES is 
reverse Source match. Er is forward reflection tracking. Era 
is reverse reflection tracking. Et is forward transmission 
tracking. Et is reverse transmission tracking. EX is for 
ward isolation (forward crosstalk). EX is reverse isolation 
(reverse crosstalk). El is forward load match, El is 
reverse load match. The broken lines in FIGS. 2 and 3 show 
the device under test (DUT). 
0037 FIG. 4 shows a two-port, eight-terms error model 
quantified by TRL two-port calibration. e(01(1), e10(1), 
e00(1), and e11(1) are error terms. i is a natural number 
indicating the port number. It is 1 or 2 in this case. Moreover, 
the broken lines in FIG. 4 show the device under test (DUT). 
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0038. The error models shown in FIGS. 2 and 4 are 
representations limited to frequency response (reflection 
tracking and transmission tracking). The limited two-port, 
12-terms error model is shown in FIG. 5. The signal flow in 
the top panel of FIG. 5 shows the forward error model and 
the Signal flow in the bottom panel shows the reverse error 
model. The limited two-port eight-terms error model is 
shown in FIG. 6. The broken lines in FIGS. 5 and 6 show 
the device under test (DUT). When the error model in FIG. 
5 and the error model in FIG. 6 are compared, the following 
formula is derived. 

0039) Mathematical Formula 7 
1*Er=e10(1)*e01(1) 1*Et=eO1(2)*e01(1) 
1*Er=e10(2)*e01(2) 1*Et=e10(1): e10(2) (Formula 1) 

0040. Formula 2 is further derived from formula 1. 

Mathematical formula 8 (Formula 2) 

Er: Er = e 10(2): e() 1(2): e10(1): e() (1) 
= e 10(1): e10(2):c01(1) 
= Et2: Et2 

0041 When formula 2 is modified, formula 3 is obtained. 

Mathematical formula9 (Formula3) 

Et2: Et2 
Er: Er 

e10(1): e10(2): eC) 1(2): e() 1(1)] 
Te 10(2): eO1(2): e10(1): eO 1(1)] 

0042. Formulas 2 and 3 show that the error terms found 
during calibration are redundant. e01(x) and e10(y) are not 
found independently even if calibration is performed. They 
are found in the form of a Sum enclosed in brackets, Such as 
e01(2): e10(1)). 
0043. The verification method of the present invention 
makes use of the fact that the error terms are redundant and 
analyzes the uniformity during the calibration Steps to verify 
the result of the calibration. The calibration steps and the 
uniformity thereof will be described below. In order to 
quantify multiple error terms by calibration with a network 
analyzer, multiple independent calibrations are performed. 
The calibration StepS used here mean the Steps relating to 
individual measurements executed during calibration. Con 
Sequently, the calibration Steps include not only measure 
ment, but also procedures Such as connecting the connectors, 
and Similar procedures. An example of the calibration Steps 
are the Steps in full two-port calibration that involve con 
necting the open Standards to port 1 and measuring the 
reflection properties at port 1. Another example of calibra 
tion Steps with full two-port calibration are the Steps of 
connecting the short Standards to port 1 and measuring 
reflection properties at port 1. Er, Era, Et, Et2, and the 
Sum inside the brackets that are included in formula 2 are 
found by executing at least one calibration Step. The same 
calibration Step is not executed multiple times for one 
calibration. Consequently, unless all the calibration Steps are 
executed uniformly, formula 3 will not be established. On 
the other hand, formula 3 will be established if all calibration 
StepS are uniformly executed. In the Strict Sense, formula 3 
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is a required condition, not a Satisfactory condition, for 
uniformly executing all calibration StepS. However, it hardly 
appears that Several factors will coincidentally be negated as 
long as formula 3 is established once a certain frequency 
range has been Swept. Consequently, formula 3 can be 
regarded as a Satisfactory condition for uniformly executing 
all calibration steps. The verification method of the present 
invention verifies the result of calibration by analyzing the 
uniformity of the calibration Steps as represented by formula 
3, or a modified version of formula 3. By means of the 
verification method of the present invention, the left side of 
formula 3 is defined as the “calibration consistency” (for 
mula 4), and is used as a measure of the extent to which all 
calibration steps were executed uniformly (calibration Step 
uniformity). All calibration steps are executed with greater 
uniformity and there is no inconsistency in the error terms as 
the calibration consistency approaches 1. The uniformity of 
the calibration StepS and the consistency of the error terms 
are controlled by conditions relating to the individual mea 
Surements performed during the calibration, including net 
work analyzer Stability, reproducibility of the connectors, 
and definition and exchangeability of the Standards. Conse 
quently, when the network analyzer becomes unstable dur 
ing a certain calibration Step, for instance, the uniformity of 
the calibration Steps collapses and the calibration consis 
tency moves away from 1. Another measure with a modified 
version of formula 3 can also be used as a measure of the 
uniformity and consistency when Verifying calibration. 

Mathematical formula 10 (Formula 4) 

Calibration consistency = 

Et2: Et2 e 10(1): e10(2):eo (2): eto (1) 
Er, Er elO(2) edi(2): e10(1) edi(1) 

0044) Furthermore, formula 4 is modified taking into 
consideration Switch match. This procedure is described 
below. Switch match is the difference between load match 
and Source match at each port of a network analyzer. Equal 
load match and Source match is a prerequisite of 8-terms 
error models. However, load match and Source match gen 
erally are not equal and therefore, the difference between 
these matches is added to the eight-terms error model as 
Switch match. 

004.5 The two-port, eight-terms error model to which 
Switch match has been added is shown in FIG. 6. The 

broken line in FIG. 6 shows the device under test (DUT). 
The two-port error model to which switch match has been 
added is converted to a 12-terms error model. When FIGS. 
2 and 6 are compared, formula 5 is obtained. 

Mathematical formula 11 (Formula 5) 

e01(2): e10(2): eSW (2, 1) El = el (2 21 Fell(2) + 1002).swo. 1, 
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0046) When formula 5 is modified, formula 6 is obtained. 

Mathematical formula 12 (Formula 6) 

Eli-e l l (2) 
eSW (2, 1) = 

El21 is eOO(2) - 
e 1 1(2): eC0(2) + et) l (2): e10(2) 

0047. When FIGS. 3 and 4 are compared, the following 
formula is obtained. 

0048 Mathematical formula 13 
e11(2)=Es, 

e00(2)=Ed, 

e01(2): e10(2)=Er, 

0049. When the formula above is substituted in formula 
6, formula 7 is obtained. 

Mathematical formula 14 (Formula 7) 

El - e i (2) 
SW (2, 1) = . . . . . . . . eW(2:1) = E. E. E. E. E. 

0050. When FIGS. 2 and 6 are compared here, formula 
8 is obtained. 

Marhematical formula 15 (Formula 8) 

e01(2): e10(1) 
21 - 1000), SWD, 1) 

0051) When formula 8 is further modified, formula 9 is 
obtained. 

Mathematical formula 16 

e01(2): e10(1) = Et: 1 - e00(2): eSW(2, 1) (Formula 9) 

= Et: 1 - Ed2: eSW (2, 1) 

0052. When formula 7 is substituted in formula 9, for 
mula 10 is obtained. 

Mathematical formula 17 

Et2: Er 
Er2 - Ed : Eli - ES2 

F la 10 e01(2): e10(1) = (Formula 10) 

0053 When isolation is taken into consideration, formula 
10 is modified as shown in formula 11. When formula 11 is 
generalized, formula 12 is obtained. i and j are the port 
numbers. 
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Mathematical formula 18 

(Et2 - Ex21): Er 
Er2 + Ed : Eli - Es2 

F la 11 e01(2): e10(1) = (Formula 11) 

Mathematical formula 19 

(Etii - Exi): Eri 
Eri + Ed: Eli - Es) 

(Formula 12) 
e01 (i): e10(i) = 

0054) When formula 12 is substituted in the right side of 
formula 4, formula 13 is obtained. It should be noted that the 
formulas are simultaneously Substituted and modified using 
the fact that e01(1)*e10(1)=Er and eO1(2)*e10(2)=Er. 

Mathematical formula 20 

Et2 - Ex2 Calibration consistency = : 
Er2 - Ed : Eli - ES2 

Et2 - Ex12 
Eri + Ed : El2 - ES1 

(Formula 13) 

0.055 As previously described, by taking into consider 
ation Switch match, formula 4 is expanded as shown in 
formula 13 and the consistency relating to all error terms in 
a two-port 12-terms error model is found by this formula 13. 
The “calibration consistency” shown by formula 13 is used 
in the Verification method of the present embodiment as a 
measure of the uniformity of all calibration Steps. Of course, 
a measure from modified formula 13 can also be used. To 
repeat, all calibration Steps are executed with greater uni 
formity and there is no inconsistency in the error terms as the 
calibration consistency approaches 1. In short, it can be 
concluded that the calibration moves closer to perfection as 
the calibration consistency approaches 1. 

0056 Network analyzer 100 of the present embodiment 
calculates the consistency of the calibration shown in for 
mula 13 based on the above-mentioned verification method 
and verifies the result of the calibration. Actually, control 
means 120 executes the program housed in memory means 
140 and controls measurement means 110, and the like to 
verify the calibration. This verification procedure is in 
accordance with the flow chart shown in FIG. 8. 

0057 First, full two-port calibration is performed in step 
S10. Control means 120 quantifies 12 error terms from the 
measurement results of measurement means 110. Calibra 
tion is executed at multiple frequency points. The frequency 
points at which calibration is performed are called calibra 
tion frequency points hereafter. There are times when the 
calibration frequency points are the same as the frequency 
points at which measurements are actually performed, and 
there are times when they are different. When multiple 
frequency points are calibrated as described above, 12 error 
terms are quantified for each frequency point and 12 error 
terms are Stored in memory means 140 for each frequency 
point. For instance, if there are eight calibration frequency 
points, 96 error terms are stored in memory means 140. The 
calibration in this step can also be executed in advance 
outside of the flow chart shown in FIG. 8. 
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0058 Next, in step S20, consistency calculation means 
130 reads the values of the 12 error terms from memory 
means 140 and calculates the calibration consistency using 
these values. This consistency is calculated for each fre 
quency point for which 12 error terms are quantified. 

0059. Then, the calculated calibration consistency is out 
put in step S30. The result of calibration can be assessed by 
the operator of the network analyzer and by external devices 
based on the output in this step. In the present embodiment, 
a graph in which the ordinate represents the consistency and 
the abscissa represents the frequency is output to input 
output means 140. The form in which the results are output 
can be numerical, graphic, or another form. 

0060. In step S40, the result of calibration is assessed 
based on the consistency of the calibration that was previ 
ously calculated. For instance, if the calculated consistency 
is within t0.1 dB, the calibration is assessed as Successful. 
Processing is completed when the calibration is assessed as 
being Successful. When the calibration is assessed as having 
failed, the process returns to step S10 to repeat the calibra 
tion. ASSessment of the result of calibration can be per 
formed mechanically in accordance with certain conditions, 
or it can be performed in accordance with instructions from 
the network analyzer operator or external devices. More 
over, the calibration can be repeated at any time and there 
fore, this step can also be omitted from the flow chart. 

0061 The verification method of the present invention is 
not limited to a two-port network analyzer and can also be 
used with a multiport network analyzer having three or more 
measurement ports. Full n-port calibration where n is three 
or greater is an expansion of the full two-port calibration, 
which can be broken down into a combination of C full 
two-port calibrations. Consequently, when the "calibration 
consistency” is calculated for the full two-port calibration 
that is executed between port i and port j, the result of the 
calibration between the i and j ports can be verified. The 
calibration consistency between the i and j ports can be 
calculated based on the general formula modified from 
formula 13 (formula 14). 

Mathematical formula 21 

Eti - Exit 

Eiji - Exit 

(Formula 14) Calibration consistency = 

0062) The result of full n-port calibration wherein n is 3 
or greater is verified by finding and assessing the calibration 
consistency with full 2-port calibration of all C. Sets. In this 
case, if the consistency of full n-port calibration wherein n 
is 3 or greater is recognized as the worst calibration con 
Sistency between ports, the result of the entire calibration 
can be verified and the conditions for use are good. More 
over, if the calibration consistency is assessed for each port, 
the combination of ports that fail calibration can be deter 
mined and calibration between all ports is not necessary. 

0063. In the above-mentioned description the entire veri 
fication of calibration by the verification method of the 
present invention is processed with the network analyzer. 
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However, the use of the present invention is not restricted to 
this embodiment. In other words, there can be other embodi 
ments of the present invention as long as they make possible 
the calculation of the calibration consistency after calibra 
tion. For instance, another embodiment of the verification 
method of the present invention is verification performed by 
an external control device, Such as a computer, connected to 
the network analyzer. 
0064. This second embodiment of the present invention 
will be described below. FIG. 9 is a block diagram showing 
the embodiment with a network analyzer and a computer as 
an example of an external control device. A network ana 
lyzer 400 in FIG. 9 comprises a measurement means 410, a 
control means 420, a memory means 440, and an input 
output means 450. Measurement means 410 comprises a 
measurement port 411 and a measurement port 412. The 
network properties of devices connected to these measure 
ment ports are analyzed. Control means 420 controls mea 
Surement means 410, and Similar means and performs pro 
ceSSes that include the calibration and measurement of 
network analyzer 400 by execution of a program. Control 
means 420 is, for instance, an MPU or DSP Memory means 
440 houses the measurement results of measurement means 
410, the processing order of control means 420, and similar 
data, and reads the stored data. Memory means 440 is, for 
instance, a Semiconductor memory, a hard disk drive, or a 
removable disk. Input-output means 450 is a keyboard, a 
display, or a LAN interface. A computer 500 in FIG. 9 
comprises a processor 510, a memory 520, and an input 
output means 530. Processor 510 performs various pro 
ceSSes in accordance with programs pre-stored in memory 
520 or programs input from the outside via input-output 
means 530. Memory 520 stores programs that direct the 
processing by processor 510 and the data generated by this 
processing. For instance, memory 520 is a memory means 
Such as a Semiconductor memory or a hard disk drive housed 
inside computer 500. Input-output means 530 is a function 
means for unidirectional or bidirectonal communication 
between computer 500 and the outside. For instance, input 
output means 530 is a keyboard, a display, a LAN interface, 
or a removable disk. Input-output means 450 and input 
output means 530 are connected to one another by a radio 
communications medium or a wireleSS communications 
medium. 

0065) Next, the procedure by which computer 500 veri 
fies the calibration of network analyzer 400 will be 
described. First, network analyzer 400 performs full n-port 
calibration, itself or by external instructions. Moreover, 
processor 510 performs the following processing by instruc 
tions from the programs stored in memory 520. First, 
processor 510 controls input-output means 530 and reads the 
values of error terms quantified by the calibration of network 
analyzer 400 from network analyzer 400. The values of the 
error terms that have been read are either Stored in memory 
520 or are directly sent to processor 510. Then processor 510 
calculates the consistency of the calibration using the values 
of these error terms that have been read and outputs the 
calculation results. The calculation of the calibration con 
Sistency is in accordance with the method described in the 
first embodiment. The calculation results can be output to 
computer 500, network analyzer 400, or another device. 
Processor 510 also can assess the calculated calibration 
consistency using a pre-determined value as the criterion 
and mechanically verify the result of the calibration. 
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0066. The verification method of the present invention 
can be similarly used when network analyzer 400 and 
computer 500 are not connected. Computer 500 can inter 
mittently read the error terms from network analyzer 400 
using a removable memory medium, Such as a floppy disk, 
in place of the above-mentioned communications means. 
0067. Several examples of the output calculation results 
for the calibration consistency as calculated by the Verifi 
cation method of the present invention will now be given. 
FIGS. 10 through 13 are graphs with the magnitude of 
consistency on the left ordinate, the phase of consistency on 
the right ordinate, and the frequency on the abscissa. FIG. 
11 is an example of a graph showing the calibration con 
Sistency when connectors are fastened manually without 
using a torque wrench. FIG. 12 is an example of a graph of 
the calibration consistency when the defined values of the 
standards are mis-entered in the network analyzer. FIG. 13 
is an example of a graph of the calibration consistency when 
a cable of poor stability is used. FIGS. 11 through 13 plot 
the magnitude or phase of the consistency at positions away 
from Zero, showing that the calibration Steps were not all 
performed uniformly and there are mistakes in the calibra 
tion. 

What is claimed is: 
1. A method to verify a SOLT calibration of a network 

analyzer whereby full n-port calibration of a network ana 
lyZer is verified, Said method comprising: 
making use of the fact that error terms obtained by said 

calibration are redundant; 
calculating the uniformity of the calibration Steps during 

Said calibration using Said error terms, and 
Verifying the result of Said calibration by assessing Said 

calculated uniformity. 
2. A method to verify a SOLT calibration of a network 

analyzer whereby full n-port calibration of a network ana 
lyZer is verified, Said method comprising: 
making use of the fact that error terms obtained by Said 

calibration are redundant; 
calculating the consistency of Said error terms, and 
Verifying the result of Said calibration by assessing Said 

calculated consistency. 
3. A method to verify a SOLT calibration of a network 

analyzer whereby full n-port calibration of a network ana 
lyZer is verified, Said method comprising: 

calculating each error term obtained by this calibration by 
the following equation: 

Eti - Exit Eiji - Exit 
Er, Ed, El - Es Er + Ed, Eli - Es. 

wherein Ed, is substituted for forward directivity, Ed, for 
reverse directivity; Es, for forward Source match, Es, 
for reverse source match, Er, for forward reflection 
tracking, Er, for reverse reflection tracking, Ett for 
forward transmission tracking, Et; for reverse trans 
mission tracking. Exit for forward isolation, Exit for 
reverse isolation, Elt for forward load match, and El 
for reverse load match; and 
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Verifying the result of Said calibration by assessing the 
calculated values. 

4. A network analyzer comprising: 
a controller for performing a verification method by 
making use of the fact that error terms obtained by 
calibration are redundant; and 

a calculator for calculating the uniformity of the calibra 
tion Steps during Said calibration using these error 
terms once full n-port calibration has been performed, 
and for verifying the result of Said calibration. 

5. The network analyzer according to claim 4, further 
comprising a microprocessor for assessing the values 
obtained by Said calculation. 

6. A network analyzer comprising: 
a controller for performing a verification method by 
making use of the fact that error terms obtained by this 
calibration are redundant; and 

a calculator for calculating the consistency of Said error 
terms once full n-port calibration has been performed, 
and for verifying the result of Said calibration. 

7. The network analyzer according to claim 6, further 
comprising a microprocessor for assessing the values 
obtained by Said calculation. 

8. A network analyzer comprising: 
a controller for performing a verification method by 

calculating each error term obtained by this calibration 
once full n-port calibration is performed by the follow 
ing equation: 

Eti - Exit Eiji - Exit 
Er, + Ed, El - Es Er + Ed, El - Es. 

wherein Ed, is substituted for forward directivity, Ed, for 
reverse directivity; ES, for forward Source match, ES; 
for reverse source match, Eri for forward reflection 
tracking, Er; for reverse reflection tracking, Ett for 
forward transmission tracking, Ett for reverse trans 
mission tracking. Exit for forward isolation, Ex for 
reverse isolation, Eli for forward load match, and El 
for reverse load match; and 

a calculator for verifying the result of Said calibration by 
assessing the calculated values. 

9. The network analyzer according to claim 8, further 
comprising a microprocessor for assessing the values 
obtained by Said calculation. 
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10. A program, which enables a computer to perform the 
following Steps: 

reading error terms obtained by calibration from a net 
work analyzer, 

calculating the uniformity during Said calibration using 
these error terms that have been read and making use of 
the fact that Said error terms are redundant; and 

Verifying a full n-port calibration of Said network ana 
lyZer. 

11. The program according to claim 10, further compris 
ing assessing the value obtained by Said calculation. 

12. A program, which enables a computer to perform the 
following Steps: 

reading error terms obtained by calibration from a net 
work analyzer, 

calculating the consistency during Said calibration using 
Said error terms that have been read and making use of 
the fact that Said error terms are redundant; and 

Verifying full n-port calibration of Said network analyzer. 
13. The program according to claim 12, further compris 

ing assessing the value obtained by Said calculation. 
14. A program, which enables a computer to perform the 

following Steps: 

reading the error terms obtained by calibration from a 
network analyzer, 

calculating each of Said error terms that have been read 
according to the following equation: 

Eti - Exit Eiji - Exit 
Er, Ed, El - Esi"Er Ed, El - Es. 

wherein Ed, is substituted for forward directivity, Ed, for 
reverse directivity Es, for forward Source match, Es, for 
reverse Source match, Er; for forward reflection track 
ing, Er, for reverse reflection tracking, Ett for forward 
transmission tracking, Ett for reverse transmission 
tracking, Exit for forward isolation, Exit for reverse 
isolation, El for forward load match, and Eli for 
reverse load match; and 

Verifying full n-port calibration of Said network analyzer. 
15. The program according to claim 14, further compris 

ing assessing the value obtained by Said calculation. 
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