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【手続補正書】
【提出日】平成30年8月1日(2018.8.1)
【手続補正１】
【補正対象書類名】特許請求の範囲
【補正対象項目名】全文
【補正方法】変更
【補正の内容】
【特許請求の範囲】
【請求項１】
　デバイス（１００、２００）であって、
　ハードウェア（１０２）と、
　前記ハードウェア（１０２）を制御するための、アップグレード可能な第１のファーム
ウェア（１０６）と、
　前記ハードウェア（１０２）がハイパーバイザ（１０４）を介してのみ前記第１のファ
ームウェア（１０６）にアクセス可能になるように、前記第１のファームウェア（１０６
）を前記ハードウェア（１０２）にリンクする前記ハイパーバイザ（１０４）であって、
前記ハードウェア（１０２）のインターフェースと同一のインターフェースを前記第１の
ファームウェア（１０６）に提供し、前記第１のファームウェア（１０６）の前記ハード
ウェア（１０２）へのアクセスを制御するように構成される前記ハイパーバイザ（１０４
）と
を備え、
　前記ハイパーバイザ（１０４）は、前記ハードウェア（１０２）を制御するための第２
のファームウェア（１０８）を備え、
　前記デバイス（１００、２００）は、前記ハードウェア（１０２）が前記第１のファー
ムウェア（１０６）によって制御される第１のモードと、前記第１のファームウェア（１
０６）がアップグレードされる第２のモードとで動作するように構成され、前記第１のフ
ァームウェア（１０６）は、前記ハイパーバイザ（１０４）の前記第１のモードから前記
第２のモードへの切り替わりをトリガするように構成され、これにより前記ハイパーバイ
ザ（１０４）は、前記第１のモードから前記第２のモードへ切り替わるときは前記第１の
ファームウェア（１０６）の前記ハードウェア（１０２）へのアクセスを拒否し、前記第
２のファームウェア（１０８）にアクセスし、前記第２のファームウェア（１０８）を用
いて前記ハードウェア（１０２）を制御するように構成され、前記ハイパーバイザ（１０
４）は更に、前記第１のファームウェア（１０６）のアップグレード後に、前記第１のフ
ァームウェア（１０６）の前記ハードウェア（１０２）へのアクセスを再確立し、前記ハ
ードウェア（１０２）の制御を前記第１のファームウェア（１０６）へ引き渡すように構
成される、デバイス（１００、２００）。
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【請求項２】
　前記第１のファームウェア（１０６）は、前記デバイス（１００、２００）が第１の機
能で動作可能となるように前記ハードウェア（１０２）を制御するように構成され、
　前記第２のファームウェア（１０８）は、前記デバイス（１００、２００）が第２の機
能で動作可能となるように前記ハードウェア（１０２）を制御するように構成され、前記
第２の機能は前記第１の機能よりも減少している、請求項１に記載のデバイス（１００、
２００）。
【請求項３】
　前記第１のファームウェア（１０６）が、自由に使える第１のメモリリソースを有する
前記ハードウェア（１０２）を制御するように構成され、
　前記第２のファームウェア（１０８）が、自由に使える第２のメモリリソースを有する
前記ハードウェア（１０２）を制御するように構成され、前記第２のメモリリソースは前
記第１のメモリリソースよりも小さい、請求項１または２に記載のデバイス（１００、２
００）。
【請求項４】
　前記ハイパーバイザ（１０４）がタイプ１である、請求項１から３のいずれか一項に記
載のデバイス（１００、２００）。
【請求項５】
　前記ハイパーバイザ（１０４）がタイプ２である、請求項１から３のいずれか一項に記
載のデバイス（１００、２００）。
【請求項６】
　前記デバイスがビデオカメラである、請求項１から５のいずれか一項に記載のデバイス
（２００）。
【請求項７】
　前記第１のファームウェア（１０６）と前記第２のファームウェア（１０８）が各々、
前記カメラのイメージングパイプラインを制御するドライバとソフトウェア命令を含む、
請求項６に記載のデバイス（２００）。
【請求項８】
　前記イメージングパイプラインが、イメージング、画像スケーリング、ビデオエンコー
ディング、及びネットワークインターフェースの提供のために構成されたハードウェアブ
ロック（２０２ａ、２０２ｂ、２０２ｃ、２０２ｄ）を含む、請求項７に記載のデバイス
（２００）。
【請求項９】
　前記第１のファームウェア（１０６）と前記第２のファームウェア（１０８）が各々、
前記ハードウェアブロック（２０２ａ、２０２ｂ、２０２ｃ、２０２ｄ）に対応するドラ
イバとソフトウェア命令を含む、請求項８に記載のデバイス（２００）。
【請求項１０】
　前記ハイパーバイザ（１０４）が、前記第１のファームウェア（１０６）のドライバと
ソフトウェア命令の、対応する前記ハードウェアブロック（２０２ａ、２０２ｂ、２０２
ｃ、２０２ｄ）へのアクセスを制御するように構成される、請求項９に記載のデバイス（
２００）。
【請求項１１】
　第１のモードで動作しているデバイスのハードウェアを制御するように構成された第１
のファームウェアのアップグレード中に、前記デバイスの操作を容易にするために前記デ
バイスにおいて実施される方法であって、
　前記デバイスは、前記ハードウェアがハイパーバイザを介してのみ前記第１のファーム
ウェアにアクセス可能となるように、前記第１のファームウェアを前記ハードウェアにリ
ンクするハイパーバイザを備え、前記ハイパーバイザ（１０４）は、前記ハードウェア（
１０２）のインターフェースと同一のインターフェースを前記第１のファームウェア（１
０６）に提供し、前記第１のファームウェア（１０６）の前記ハードウェア（１０２）へ



(3) JP 2017-208071 A5 2018.9.13

のアクセスを制御するように構成され、前記方法は、
　前記第１のファームウェアがアップグレードされている間に、前記第１のファームウェ
ア（１０６）が、前記ハイパーバイザの前記第１のモードから第２のモードへの切り替わ
りをトリガし、これにより前記ハイパーバイザが、前記第１のモードから前記第２のモー
ドへ切り替わるときは前記第１のファームウェアの前記ハードウェアへのアクセスを拒否
すること（Ｓ０４）と、前記ハイパーバイザに含まれる第２のファームウェア（１０８）
にアクセスすることと、前記第２のファームウェアを用いて前記ハードウェアを制御する
（Ｓ０６）ことと、
　前記第１のファームウェアのアップグレード後に、前記ハイパーバイザが、前記第１の
ファームウェアの前記ハードウェアへのアクセスを再確立すること（Ｓ０８）と、前記第
１のファームウェアに前記ハードウェアの制御を引き渡すことと
を含む方法。
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