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ABSTRACT
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BUFFER AN AUDIO VIDEO (AV) STREAM ENCRYPTED UNDER A SHARED SYMMETRIC KEY IN AN M2TS FORMAT, WHERE THE AV STREAM INCLUDES CONTENT INCLUDING AT LEAST ONE OF AUDIO OR VIDEO AND ALL CONTENT DATA ASSOCIATED WITH THE AV STREAM IS REMOVED AT PICTURE LEVEL AND BELOW, WITH THE EXCEPTION OF CONTENT HEADERS ASSOCIATED WITH THE CONTENT DATA.

BUFFER CONTENT HEADER INFORMATION ENCRYPTED UNDER THE SHARED SYMMETRIC KEY, THE CONTENT HEADER INFORMATION INDICATING LOCATIONS OF THE CONTENT HEADERS ASSOCIATED WITH THE CONTENT DATA.

BUFFER A CONTENT ELEMENTARY STREAM ENCRYPTED UNDER A HARDWARE SECRET KEY FOR CONSUMPTION OF A HARDWARE BITSTREAM DECODING ENGINE.
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SYSTEM, METHOD, AND COMPUTER PROGRAM PRODUCT FOR BUFFERING IN ASSOCIATION WITH AUDIO/VIDEO DIGITAL RIGHTS MANAGEMENT (DRM) PROCESSING

FIELD OF THE INVENTION

The present invention relates to digital rights management (DRM) processing, and more particularly to efficiently representing data for hardware associated with such processing.

BACKGROUND

In a system with hardware digital rights management (DRM) processing for protected content, the DRM encrypted audio/video (AV) stream is typically decrypted inside a secure embedded processor, for example on graphics processing unit (GPU) hardware, etc. The result is re-encrypted under a symmetric encryption key to insecure memory for consumption by a software player. The symmetric encryption key is shared between the secure embedded processor and the software player via a separate secure key exchange protocol. Although this system guarantees the security of the video DRM device and sequence keys, as well as the media and title key, a central processing unit (CPU) load may still remain high if an inefficient data representation format is employed for the re-encrypted result of hardware video DRM processing. For example, a naïve scheme that re-encrypts the entire AV stream using the Advanced Encryption Standard (AES) would require the software player to decrypt all the data in order to retrieve all non-video packets, as well as to locate all the video headers necessary to correctly schedule decode, render, and display calls.

There is thus a need for addressing these and/or other issues associated with the prior art.

SUMMARY

A system, method, and computer program product are provided for buffering an audio video (AV) stream, audio/video header information, and an audio/video elementary stream for hardware audio/video digital rights management (DRM) processing. In operation, an AV stream encrypted under a shared symmetric key in an M2TS format is buffered, where the AV stream includes content including at least one of audio or video and all content data associated with the AV stream is removed at picture level and below, with the exception of content headers associated with the content data. Additionally, content header information encrypted under the shared symmetric key is buffered, the content header information indicating locations of the content headers associated with the content data. Further, a content elementary stream encrypted under a hardware secret key is buffered for consumption of a hardware bit stream decoding engine.

BRIEF DESCRIPTION OF THE DRAWINGS

FIG. 1 shows a method for buffering an audio video (AV) stream, audio/video header information, and an audio/video elementary stream for hardware audio/video digital rights management (DRM) processing, in accordance with one embodiment.

FIG. 2 shows a system for buffering an AV stream, audio/video header information, and an audio/video elementary stream for hardware audio/video DRM processing, in accordance with one embodiment.

FIG. 3 shows a system for buffering an AV stream, audio/video header information, and an audio/video elementary stream for hardware audio/video digital rights management (DRM) processing, in accordance with one embodiment.

FIG. 4 illustrates an exemplary system in which the various architecture and/or functionality of the various previous embodiments may be implemented.

DETAILED DESCRIPTION

FIG. 1 shows a method 100 for buffering an audio video (AV) stream, audio/video header information, and an audio/video elementary stream for hardware audio/video digital rights management (DRM) processing, in accordance with one embodiment. As shown, an AV stream encrypted under a shared symmetric key in an M2TS format is buffered, where the AV stream includes content including at least one of audio or video and all content data associated with the AV stream is removed at picture level and below, with the exception of content headers associated with the content data. See operation 102. In this case, content may refer to audio, video, or both audio and video.

In this case, removing the content data (e.g. video data or audio data) at picture level and below may allow for the content data to remain secure when the shared symmetric key is compromised due to a software hack. In one embodiment, a buffer for buffering the AV stream encrypted under the shared symmetric key in the M2TS format may be a smaller size than an input buffer corresponding to the AV stream. In the context of the present description, the M2TS (m2ts) format refers to a container file format for multiplexing audio, video, and other streams. The M2TS format is based on the MPEG-2 transport stream container and is also known as BDAV MPEG-2 transport stream.

Content header information (e.g. video header information or audio header information, etc.) encrypted under the shared symmetric key is also buffered, the content header information indicating locations of the content headers associated with the content data. See operation 104. In one embodiment, content header information may include content header indexes indicating locations of the content headers associated with the content data. In another embodiment, the content header information may further indicate at least one of a size or type of the content headers associated with the content data.

As an option, the buffering of the AV stream and the buffering of the content header indexes may be performed utilizing the same buffer. As another option, the buffering of the AV stream and the buffering of the content header information may be performed utilizing a different buffer. In one embodiment, content header indexes included in the content header indexes may be extracted to a separate buffer such that the content headers may be retrieved without decrypting all of the content data.

Furthermore, a content elementary stream (e.g. a video elementary stream, or an audio elementary stream, etc.) encrypted under a hardware secret key is buffered for consumption of a hardware bit stream decoding engine. See operation 106. In one embodiment, the buffering of the AV stream, the content header information, and the content elementary stream may be associated with an output of content DRM [e.g. Advanced Access Content System (AACS), etc.] hardware processing.

In this case, the AACS hardware processing may be associated with a premium content (e.g. a Blu-Ray Disc, etc.) system. In one embodiment, a software player associated with the premium content system may only decrypt transport
stream (TS) packet headers and adaptation data, a non-content packet payload, and the content headers. Of course, the software player may be configured to decrypt various information in different embodiments.

It should be noted that the method 100 may be implemented such that content DRM processing may be offloaded. In various embodiments, this content DRM processing may include the processing of optical media (e.g., Blu-Ray, etc.), or Internet content.

More illustrative information will now be set forth regarding various optional architectures and features with which the foregoing framework may or may not be implemented, per the desires of the user. It should be strongly noted with which the following information is set forth for illustrative purposes and should not be construed as limiting in any manner. Any of the following features may be optionally incorporated with or without the exclusion of other features described.

FIG. 2 shows a system flow 200 for buffering an AV stream, audio/video header information, and an audio/video elementary stream for hardware audio/video DRM processing, in accordance with one embodiment. As an option, the present system flow 200 may be implemented in the context of the details of FIG. 1. Of course, however, the system flow 200 may be implemented in any desired environment. It should also be noted that the aforementioned definitions may apply during the present description.

In one embodiment, the system flow 200 may be implemented using a Secure Execution CPU Offload Processor (SECP) engine, which may be an embedded general-purpose microprocessor on a GPU. In operation, a player session key may be established. In this case, a software player and hardware may participate in a two-way authenticated key exchange protocol to establish a shared symmetric key referred to as the player session key. The protocol may be utilized to ensure that only legitimate software can utilize the hardware security processing capabilities, and to thwart attempts to create a circumvention device. The player session key may be used to encrypt and authenticate subsequent communication between the software player and the hardware.

As shown, title keys 202 may be derived as part of the system flow 200. The derivation of the title keys 202 may require various secret values, including device keys, as well as the encrypted title keys and other auxiliary data from the storage media. This should occur before playback. It may only be needed during initialization for a volume. It should be noted that this may yield more than one title key if the media contains more than one protected unit.

After title keys are derived, the title keys 202 may be stored in secure write-only key registers to enable AV stream decryption. AV decryption decrypts the encrypted AV streams, resulting in decrypted AV streams 204. The result of the decryption may be temporarily stored in the secure local data storage for further processing.

AV bit stream patching performs any intermediate bit stream transform operations required by the protected media. After this, the AV stream may be decrypted and patched, resulting in a patched AV stream 206. The result of the patching may also be temporarily stored in the secure local data storage for further processing.

Stream filtering and audio/video data extraction may be utilized to parse the transport stream packets and produce two different re-encrypted output buffers, a filtered AV stream buffer 208, and an audio/video elementary stream buffer 210. For the filtered AV stream buffer 208, the hardware may filter the AV bit stream by removing slice-level audio/video data from the decrypted and patched AV bit stream and may replace the removed data with a specially encoded descriptor. The resulting filtered bit stream may be re-encrypted under the player session key. For the audio/video elementary stream buffer 210, the hardware may extract the audio/video elementary stream data from the main and secondary audio/video packet and may re-encrypt the result under a hardware secret key for consumption by the hardware bit stream decoder.

In one embodiment, after decryption and bit stream patching, the decrypted AV stream 204 may be in the format of MPEG-2 Transport Stream. This stream may contain video, audio, subtitles, graphics, navigation, and other system packets. The non-video packets such as audio and subtitles, in addition to a small amount of video metadata, may be sent back to the software player for further processing on the CPU.

The data needed by the software player may be sent back in a “filtered” M2TS transport stream. On the other hand, the video bit stream may be extracted to the video elementary stream buffers 210 and directly consumed by the bit stream decoding engine of the GPU.

The SECP engine may differentiate the type of the packets by inspecting the PID field in each transport packet. In one embodiment, all non-video packets, except for the system use descriptors in PMT packets, may be left intact in the decrypted and patched AV stream, which may be re-encrypted under the player session key. As an option, the SECP hardware may erase the system use descriptors in PMT packets.

In one embodiment, the software player may decrypt this data on the CPU and then process the data. For most titles, the size of non-video packets may only take up a small percentage of all transport packets. Therefore, encryption-related CPU utilization and power consumption may be reduced significantly.

For video packets in the decrypted and patched AV stream, several steps of data extraction may be performed. For example, the SECP may concatenate the payload from all video packets to obtain the video elementary stream. This may be re-encrypted under a hardware secret key (e.g., shared between the SECP and the hardware bit stream decoder) and output to the video elementary stream buffer 210.

The SECP may then remove slice-level video data from the decrypted and patched AV stream. Such data is generally not needed by the software player to perform video playback. This may be implemented to guarantee that the CPU has no access to the decrypted video stream data.

However, the software player may still obtain certain high-level information about the video streams in order to provide correct DXVA Decode Execute call parameters, to schedule decoding, rendering, and presentation in the correct order, as well as to accurately synchronize video and audio. Therefore, the SECP may re-encrypt this small amount of metadata information that contains the PID, picture-level and sequence-level headers, as well as user-defined headers, under the player session key, along with the non-video packets.

In various embodiments, the SECP hardware may use different techniques to locate packets containing only slice-level video data. For example, in one embodiment, the SECP may scan the video packets for start codes (e.g., any “00 00 01 XX” byte sequence, etc.). When the start code values illustrated in Table 1 are encountered, the SECP may treat all succeeding data bytes (including the start code itself) as slice-level data until the hardware encounters another start code or reaches the end of a PES packet.
Lastly, the SECOP hardware may insert special descriptors for each encoded slice in place of the removed slice data. To avoid major architectural changes in the software player, the SECOP shall provide this information in-band. In other words, the erased slice descriptors may be encoded in the filtered AV bit stream as part of the video PES packet. As an option, the descriptor may include the start code, size, as well as a small amount of metadata for the software player.

FIG. 3 shows a system 300 for buffering an AV stream, audio/video header information, and an audio/video elementary stream for hardware audio/video DRM processing, in accordance with another embodiment. As an option, the present system 300 may be implemented in the context of the functionality and architecture of FIGS. 1-2. Of course, however, the system 300 may be implemented in any desired environment. Again, the aforementioned definitions may apply during the present description.

As shown, the system 300 may include memory 302. The memory 302 may include a plurality of buffers 304-308. In operation, an efficient data representation scheme for a re-encrypted result of hardware content DRM processing may be implemented. As an option, the output of the DRM hardware processing may include three buffers. A first buffer 302 may include an AV stream encoded under the shared symmetric key in the M2TS format with exactly the same size, or a smaller size, than an input buffer, but with all the content data (e.g., excluding content headers) removed at picture level and below. In this case, the removed data may be recovered or erased.

A second buffer 304 may include a content header information (e.g., indexes, etc.) buffer encrypted under the shared symmetric key containing the locations of all content headers corresponding to the content data in the first buffer. It should be noted that, in one embodiment, the data from the first buffer 302 and the data from second buffer 304 may be stored in a single buffer. A third buffer 308 may include a content elementary stream buffer encrypted under a hardware secret key for consumption of a hardware bit stream decoding engine.

Thus, with the assistance from content header index information extracted to a separate buffer, the software player does not need to decrypt all the data to retrieve content headers. The software player only needs to decrypt TS packet headers and adaptation data, non-content packet payload, and content headers. In most cases, the amount of data in these three parts equals roughly 10%–20% of the total AV stream. Therefore, 80%–90% of the CPU load related to decryption may be conserved.

Furthermore, with the content data (excluding content headers) removed at picture level and below, the content data remains secure even when the shared symmetric key is compromised due to a software hack. The actual content elementary stream data is encrypted under a hardware secret key and is secure against software hacks.

FIG. 4 illustrates an exemplary system 400 in which the various architecture and/or functionality of the various previous embodiments may be implemented. As shown, a system 400 is provided including at least one host processor 401 which is connected to a communication bus 402. The system 400 also includes a main memory 404. Control logic (software) and data are stored in the main memory 404 which may take the form of random access memory (RAM).

The system 400 also includes a graphics processor 406 and a display 408, i.e., a computer monitor. In one embodiment, the graphics processor 406 may include a plurality of shader modules, a rasterization module, etc. Each of the foregoing modules may be situated on a single semiconductor platform to form a graphics processing unit (GPU).

In the present description, a single semiconductor platform may refer to a sole unitary semiconductor-based integrated circuit or chip. It should be noted that the term single semiconductor platform may also refer to multi-chip modules with increased connectivity which may or may not share a common physical layer. The hardware design can make substantial improvements over utilizing a conventional central processing unit (CPU) and bus implementation. Of course, the various modules may also be situated separately or in various combinations of semiconductor platforms per the desires of the user.

The system 400 may also include a secondary storage 410. The secondary storage 410 includes, for example, a hard disk drive and/or a removable storage drive, representing a floppy disk drive, a magnetic tape drive, etc., the breadth and scope of which are not limited to a personal digital assistant (PDA), a mobile phone device, a television, etc. Further, while not shown, the system 400 may be coupled to a network [e.g., a telecommunications network, local area network (LAN), wireless network, wide area network (WAN) such as the Internet, peer-to-peer network, cable network, etc.] for communication purposes.

While various embodiments have been described above, it should be understood that they have been presented by way of example only, and not limitation. The breadth and scope of a preferred embodiment should not be limited by any of the above-described exemplary embodiments, but should be defined only in accordance with the following claims and their equivalents.

What is claimed is:

1. A method, comprising: buffering in a first buffer an audio video (AV) stream encrypted under a shared symmetric key in an M2TS format, where all content data of the AV stream at picture level and below, with the exception of content headers of the content data, is excluded from the buffering; buffering in a second buffer content header information encrypted under the shared symmetric key, the content
header information indicating locations of the buffered content headers, such that the buffered content header information is usable as an index for locating the buffered content headers to allow retrieval of the buffered content headers without decryption of an entirety of the buffered content data; and

buffering in a third buffer a content elementary stream encrypted under a hardware secret key for consumption of a hardware bit stream decoding engine; wherein the buffering of the AV stream, the content header information, and the content elementary stream is a result of content digital right management (DRM) hardware processing and is at least in part for use by a software player.

2. The method of claim 1, wherein the first buffer for buffering the AV stream encrypted under the shared symmetric key in the M2TS format is a smaller size than an input buffer corresponding to the AV stream.

3. The method of claim 1, wherein the buffering of the AV stream to the first buffer and the buffering of the content header information to the second buffer are performed utilizing the same buffer such that the first buffer and the second buffer are the same buffer.

4. The method of claim 1, wherein the content DRM hardware processing is associated with a premium Blu-Ray Disc content system.

5. The method of claim 4, wherein the software player associated with the Blu-Ray Disc content system only decrypts transport stream (TS) packet headers and adaptation data, a non-content packet payload, and the content headers of the AV stream.

6. The method of claim 1, wherein a software hack which compromises the shared symmetric key occurs after the exclusion of the content data of the AV stream at picture level and below, and the content data remains secure when the shared symmetric key is compromised by the software hack.

7. The method of claim 1, wherein the buffered content header information includes content header indexes indicating locations of the buffered content headers associated with the buffered content data.

8. The method of claim 7, wherein the software player utilizes the content header indexes of the buffered content header information to avoid decrypting the content data of the AV stream in order to retrieve the buffered content headers.

9. The method of claim 1, wherein the buffered content header information further indicates at least one of a size or type of the buffered content headers associated with the buffered content data.

10. The method of claim 1, wherein all of the content data of the AV stream at picture level and below is removed from the AV stream and excluded from the buffering such that the removed content data remains secure when the shared symmetric key is compromised.

11. The method of claim 1, wherein the software player uses the content header information to retrieve the buffered content headers.

12. The method of claim 11, wherein the software player decrypts the buffered content headers upon retrieval thereof.

13. A computer program product embodied on a non-transitory computer readable medium, comprising:

computer code for buffering in a first buffer an audio video (AV) stream encrypted under a shared symmetric key in an M2TS format, where all content data of the AV stream at picture level and below, with the exception of content headers of the content data, is excluded from the buffering; and

computer code for buffering in a second buffer content header information encrypted under the shared symmetric key, the content header information indicating locations of the buffered content headers, such that the buffered content header information is usable as an index for locating the buffered content headers to allow retrieval of the buffered content headers without decryption of an entirety of the buffered content data; and

computer code for buffering in a third buffer a content elementary stream encrypted under a hardware secret key for consumption of a hardware bit stream decoding engine; wherein the computer program product is operable such that the buffering of the AV stream, the content header information, and the content elementary stream is a result of content digital right management (DRM) hardware processing and is at least in part for use by a software player.

14. The computer program product of claim 13, wherein the computer program product is operable such that the first buffer for buffering the AV stream encrypted under the shared symmetric key in the M2TS format is a smaller size than an input buffer corresponding to the AV stream.

15. The computer program product of claim 13, wherein the computer program product is operable such that the buffering of the AV stream to the first buffer and the buffering of the content header information to the second buffer are performed utilizing the same buffer such that the first buffer and the second buffer are the same buffer.

16. An apparatus, comprising:

at least one first buffer for buffering an audio video stream encrypted under a shared symmetric key in an M2TS format, where all content data of the AV stream at picture level and below, with the exception of content headers of the content data, is excluded from the buffering;

at least one second buffer for buffering content header information encrypted under the shared symmetric key, the content header information indicating locations of the buffered content headers, such that the buffered content header information is usable as an index for locating the buffered content headers to allow retrieval of the buffered content headers without decryption of an entirety of the buffered content data; and

at least one third buffer for buffering a content elementary stream encrypted under a hardware secret key for consumption of a hardware bit stream decoding engine; wherein the apparatus is operable such that the buffering of the AV stream, the content header information, and the content elementary stream is a result of content digital right management (DRM) hardware processing and is at least in part for use by a software player.

17. The apparatus of claim 16, wherein the apparatus is configured such that the at least one first buffer for buffering the AV stream encrypted under the shared symmetric key in the M2TS format is a smaller size than an input buffer corresponding to the AV stream.

18. The apparatus of claim 16, wherein the apparatus is configured such that the buffering of the AV stream utilizing the at least one first buffer and the buffering of the content header information utilizing the at least one second buffer are performed utilizing the same buffer such that the at least one first buffer and the at least one second buffer are the same buffer.