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Description

MOBILE AD HOC NETWORK SYSTEM AND OPERATING METHOD THEREOF

Technical Field

[1] The present invention relates to a wireless network system and, more particularly to a mobile ad-hoc network system.

Background Art

[2] A mobile ad-hoc network is a temporary network autonomously formed by terminals with mobility by using an air interface and stands alone from an infrastructure network.

[3] The mobile ad-hoc network has been developed to temporarily form a network in an area where an infrastructure network does not exist or development of a network is not easy based on the infrastructure network. Initially, research on the ad-hoc network was conducted for a military purpose, and recently, its application is being extended to various fields of real life such as a PAN (Personal Area Network).

[4] The ad-hoc network operating with only connected terminals without the help of the infrastructure has many problems such as limited battery capacity of terminals, disconnection of a network connection due to movement of terminals, security, charging, and so on, and in order to solve such problems, various researches are being conducted centering on a MANET (Mobile Ad hoc Network) WG of an Internet Engineering Task Force (IETF).

[5] Major application fields of the mobile ad-hoc network can include the construction of a temporary network for an emergency service.

[6] Since the mobile ad-hoc network does not require the infrastructure network, it can be applied for an area where using of communication infrastructure is not available, an area where communication infrastructure does not exist such as a desert or a mountainous area, or an area where installation of the communication infrastructure is not easy. Namely, the ad-hoc network can be temporarily constructed for use in a rescue operation or the like.

[7] In addition, the mobile ad-hoc network can be also applied for a case where information is promptly shared or exchanged between persons in a convention hall or in an exhibition hall. Through the ad-hoc network, in small, two persons can exchange an electronic name card, and in large, a rapid contribution can be made among every participant in a standardization conference or broadcasting of information on products
Military application is recognized as one of the most usable application fields of the mobile ad-hoc network. Namely, the mobile ad-hoc network can be used for communication among soldiers and between soldiers and military equipments in a battle field where the communication infrastructure can be hardly used.

WPAN (Wireless Personal Area Network) and home networking are recently introduced application fields of the mobile ad-hoc network. In constructing the PAN, a small-scale network among information communication devices such as PDAS or mobile phones, addition, deletion or interworking with a different PAN are all performed based on the ad-hoc concept.

The mobile ad-hoc concept can be also applied for construction of home networking with information devices at home by using a wireless connection technique.

In addition, the mobile ad-hoc network can be also applied for a sensor network in that sensors are installed in a dangerous area or in an area considered to be difficult to approach and constructed as a mobile ad-hoc network for exchanging information therebetween.

Figure 1 illustrates the structure of the mobile ad-hoc network and Figure 2 illustrates the structure of the infrastructure network.

As noted in Figures 1 and 2, the mobile ad-hoc network has a relative concept to the infrastructure network which requires centralized controlling.

Figure 2 illustrates an independently existing ad-hoc network and Figure 4 illustrates an ad-hoc network interworking with the infrastructure network.

The mobile ad-hoc network can exist in a stand-alone form over the infrastructure network as shown in Figure 3 or can exist in a form interworking with the infrastructure network by a gateway.

The mobile ad-hoc network uses an air interface for communication between terminals. Compared to a fixed line interface method, the air interface method has such characteristics that a transmission bandwidth is small. Because the air interface method uses a frequency with a limited band, a transmission rate of data transmitted through the band is limited. Also, since a plurality of terminals share the band, the more the number of terminals increases, the more a transmission bandwidth that each terminal can use in average is reduced. In addition, the air interface method has a limited transmission distance. Since the data transmission rate is lowered as the radio transmission distance gets away, the transmission distance is limited to maintain a
suitable transmission rate.

[17] In order to resolve the limitation, the mobile ad-hoc network extends a data transfer coverage by using a multi-hop method.

[18] Terminals constituting the mobile ad-hoc network have mobility, so a topology of the network is dynamically changed over time. The terminal mobility includes entering of a new terminal into a network, movement of a terminal in a network and movement of the terminal out of the network, and power ON/OFF of the terminal in the network affects a change of a topology.

[19] Each terminal has a limited radio transmission distance. Thus, as terminals are moved, a set of neighboring terminals that each terminal can directly communicate is also changed. Each terminal broadcasts its existence periodically and maintains information of neighboring terminals that each terminal can directly communicate. And each terminal updates route information according to information of a neighboring terminal. The route information is generated and managed by a routing protocol and the routing protocol can be divided into a proactive method and a reactive method.

[20] In the proactive routing protocol, all terminals maintain fresh route information (the latest route information), and when the route information is changed periodically or network topology changes, the route information is broadcast to all terminals. With the latest route information maintaining, the proactive routing protocol can transfer data through an optimal route always without delay when traffic is generated, but a control message for managing the route information assumes massive proportions.

[21] The reactive routing protocol is a method for searching a route at a point where traffic is generated, which solves the problem of the control message overhead of the proactive routing protocol. Generally, the reactive routing protocol processes route information managed by a terminal to be soft. Namely, when traffic is not transferred during a certain time in the route maintaining information, a terminal deletes the corresponding route information from a routing table. In the reactive method, a delay can be made according to route searching. Thus, the reactive method is more focused on minimizing route search time than searching an optimal route.

[22] Most terminals constituting the mobile ad-hoc network use a limited capacity of battery as an energy source in order to support their mobility. According to circumstances, energy can be stably supplied temporarily when a terminal is mounted in a car or energy can be supplied continuously with a fixed unit. The limitation of energy much affects designing of the routing protocol. For example, if a terminal with a low energy level routes much traffic, remaining battery capacity of the terminal would be
gradually reduced and the terminal could not use every route going through the terminal in the end. Thus, each terminal should select a route in consideration of its energy state for a stable data transmission. The energy restriction can cause a uni-directional transmission state of a link. Because a wireless transmission distance of a terminal with much energy is long, transmission from the terminal with much (or more) energy to a terminal with little (or less) energy can be possibly made, but the opposite case is not.

The energy restriction can cause a uni-directional problem in communication between two nodes. Because a wireless transmission of a terminal with much energy can reach farther than a terminal with less energy can did, transmission from the terminal with much (or more) energy to a terminal with little (or less) energy can be possibly made, but the opposite case is not.

Referring to security, the mobile ad-hoc network is exposed in a more dangerous condition compared to the general wired networks, because it uses air interface. In addition, in the mobile ad-hoc network, terminals are insecure with each other in their identity, and in case of routing by the multi-hop method, a security problem arises with respect to data by an intermediate terminal. In case of the control message of the routing protocol, because it is broadcast, its security is more serious than traffic.

**Disclosure of Invention**

**Technical Problem**

Therefore, an object of the present invention is to provide a mobile ad-hoc network system having a central control means for controlling and managing an ad-hoc network and its operating method.

**Technical Solution**

To achieve at least the above objects in whole or in parts, there is provided a mobile ad-hoc network system including: a plurality of mobile terminals; and a central control means for creating an entire network map by collecting identifiers and state information of the mobile terminals and setting a transmission route among terminals based on the created map.

To achieve at least these advantages in whole or in parts, there is further provided a data transmission method of the mobile ad-hoc network system including: requesting route information from a central control means when data is generated to be transmitted in a terminal; transmitting the route information of the central control means to the terminal; and transmitting the data of the terminal to a destination according to the route information.
The data transmission method of the mobile ad-hoc network system further includes registering information of a new terminal with the central control means and updating route information of each terminal set in the central control means when the new terminal enters a network area.

To achieve at least these advantages in whole or in parts, there is further provided a data transmission method of a terminal of a mobile ad-hoc network system including: requesting a central control means to send route information to a destination when data is generated to be transmitted; and receiving corresponding route information from the central control means and transmitting the generated data according to the received route information.

When the terminal enters a network area, the data transmission method further includes: requesting neighbor terminal to send information on the central control means and then locating the central control means; and registering its predetermined information with the central control means.

When a new terminal is detected, the data transmission method further includes: broadcasting a certain message including its identification information; comparing information of a response message with its stored information when the response message to the certain message is received; updating the stored information with the information of the response message if the information of the response message is not the same as the stored information; and transmitting the updated information to a central control means for updating information of the central control means.

Additional advantages, objects, and features of the invention will be set forth in part in the description which follows and in part will become apparent to those having ordinary skill in the art upon examination of the following or may be learned from practice of the invention. The objects and advantages of the invention may be realized and attained as particularly pointed out in the appended claims.

Description of Drawings

The invention will be described in detail with reference to the following drawings in which like reference numerals refer to like elements wherein:

- Figure 1 illustrates the structure of a mobile ad-hoc network;
- Figure 2 illustrates the structure of an infrastructure network;
- Figure 3 illustrates the structure of an independently existing ad-hoc network;
- Figure 4 illustrates the structure of the ad-hoc network interworking with the infrastructure network;
- Figure 5 illustrates the structure of an ad-hoc network in accordance with the
present invention;

[39] Figure 6 illustrates an example of a basic operation of an ad-hoc network system in accordance with the present invention;

[40] Figure 7 illustrates a file transmission scenario of the ad-hoc network in accordance with the present invention;

[41] Figure 8 illustrates a procedure for registering a terminal; and

[42] Figure 9 illustrates an example of a procedure for processing a message of the terminal.

**Mode for Invention**

[43] An ad-hoc network system in accordance with the present invention includes a central control means called a quasi ad-hoc gate (QAG) in a network system.

[44] The QAG collects information of terminals and forms a table of a network topology. In addition, the QAG creates a map for a state of every terminal of a network and the entire network. The map reduces the size of a memory and an amount of computation with respect to route information burdened by each terminal.

[45] Preferably, the QAG includes a means for storing registration information including an identifier of each mobile terminal, state information of each mobile terminal and identifiers of neighbor terminals, and creating an entire network (path) map by using the registration information; a means for setting and updating a transmission route among terminals based on the created map; and a means for providing route information to a mobile terminal when the mobile terminal requests the information on the path to a destination.

[46] Preferably, the QAG further includes a means for performing transmission route reservation for a terminal that desires to perform data transmission so that terminals in a data transmission route cannot be allocated to a different path.

[47] Preferably, the QAG further includes a means for providing a security key to a terminal requesting high level security in order to maintain security of a network.

[48] Preferably, the QAG further includes a multi-MAC protocol means for enabling mobile terminals based on IEEE802.11, Hyper LAN, Bluetooth, Home RF, WPAN and cellular mobile communication to be wirelessly connected.

[49] Preferably, the QAG further includes an access means for supporting connection of an arbitrary terminal with the infra network or a GPRS (General Packet Radio Service).

[50] The ad-hoc network system in accordance with the present invention reduces a processing overhead and a control traffic amount of each terminal with a help of the
QAG.

[51] A preferred embodiment of the present invention will now be described with reference to the accompanying drawings.

[52] Figure 5 illustrates the structure of an ad-hoc network in accordance with the present invention.

[53] With reference to Figure 5, a structure of the ad-hoc network system of the present invention will be described as follows.

[54] The ad-hoc network system includes a plurality of terminals and a QAG.

[55] Each terminal includes a registration request function of registering certain information such as its identifier (e.g., Internet protocol (IP) address), battery charge state information and an identifier (e.g., IP address) of a neighbor terminal for the QAG, a path setting request function of requesting an optimal path to a destination terminal from the QAG when transmission data is generated, and a data transmission/reception function (this function is also provided by the existing ad-hoc network).

[56] The QAG includes a terminal registration function of storing various types of state information of terminals (an IP address of a terminal which has requested registration, battery state information and an IP address of a neighbor terminal of the terminal) and a map creation function of creating an entire network (path) map by combing lists of neighbor terminals stored in registered terminals.

[57] In addition, the QAG includes a data exchange support function, so when the terminal requests information on a transmission route in order to transmit data, the QAG obtains one (or more) optimal path based on the entire path map and provides it to the terminal.

[58] The QAG calculates a link cost among terminals with reference to the registration information of each terminal and creates the entire network (path) map by using the calculated link cost. And, whenever the registration information of the terminals is updated, the QAG newly creates the entire path map.

[59] The QAG constructed as described above has the following characteristics.

[60] A. Routing

[61] A mobile ad-hoc network work group of an Internet Engineering Task Force (IETF) has developed some ad-hoc routing protocols including a DSDV (Destination Sequenced Distance Vector routing), an AODV (Ad hoc On-demand Distance Vector routing), a DSR (Dynamic Source Routing), a TORA (Temporally Ordered Routing Algorithm) and an ABR ( Associativity Based Routing). Those protocols are categorized into two groups, proactive (table-driven) routing and reactive (on-demand)
routing.

As for the table-driven routing protocols, all mobile terminals have the fresh route information and broadcast the route information to all mobile terminals periodically or when network topology changes. The main drawback of the table-driven routing protocols is that terminals continuously generate too much signaling traffic to maintain the fresh route information in each terminal.

Meanwhile, with the on-demand routing protocols, mobile terminal will search the route to a destination when the mobile terminal has data to be transmitted. The drawbacks of the on-demand routing protocols are long delay of route discovery and non-optimal route to the destination.

The two protocols, table-driven routing and on-demand routing, obtain the route information by simply checking existence of terminals, so they are not advantageous in that the route setting does not reflect a battery state of each terminal or the like.

Figure 6 illustrates an example of a basic operation of an ad-hoc network system in accordance with the present invention.

The operation of the ad-hoc network system will now be described with reference to Figure 6.

When a new terminal (or a source node) enters the mobile ad-hoc network area, the terminal (the source node) detects existence of a QAG and a distance (the number of hops) by requesting information on the QAG from a neighbor terminal (step S10). And the source node transmits a registration request signal to the QAG. Upon receiving the registration request signal, the QAG registers the source node for a routing table and updates the entire path map to reflect the registered information. And then, the source node returns a registration completion signal (step S20).

Thereafter, when the source node that has been registered for the ad-hoc network desires to transmit data, it requests route information from the QAG. Then, the QAG generates optimum route information based on the entire path map in response to the request and transmits the generated information to the source node (step S30). Upon receiving the route information, the source node transmits data through a set path included in the route information (step S40).

The route information is a list of IP addresses of terminals. When the source node requests the route information from the QAG, it can request a QoS level and a security level selectively.

As afore-mentioned, in the ad-hoc network system, the QAG manages the routing table and transmits an optimal route information when the terminal requests a route to
a destination. The ad-hoc network system has a smaller overhead with respect to the route updating than in the table-driving technique and obtains the optimal route faster than in the on-demand technique.

Figure 8 illustrates a procedure for registering a terminal and updating registration information, showing that a terminal checks a change in a state of adjacent (neighbor) terminals periodically.

In the present invention, when a terminal (e.g., terminal 'A') discovers a new terminal around, the terminal 'A' broadcasts a HELLO message for informing about itself (step S110). In this case, the HELLO message includes an identifier (e.g., IP address) and information on a distance (e.g., the number of hops, an allowable bandwidth and a delay time) to the QAG. If the new terminal has not been registered for the QAG, a maximum distance to the QAG is set as a distance to the new terminal.

If the terminal 'A' fails to receive a response message to the HELLO message within a predetermined time, the terminal 'A' broadcasts the HELLO message again. A response to the HELLO message includes an identifier of the corresponding neighbor terminal and information indicating a distance to the QAG.

When a response to the HELLO message is received and if information of the response message is not different from information on neighbor terminals stored in the terminal 'A', the terminal 'A' waits for a certain time and then sends the HELLO message to the neighbor terminals again. If, however, the received information of the neighbor terminals is different from the information on the neighbor information stored in the terminal 'A' (step S130), the terminal 'A' updates the stored information with the received information (step S140) and sets the shortest distance (MIN[(terminal 'A'-terminal 'B'-QAG), (terminal 'A'-terminal 'C'-QAG), (terminal 'A'-terminal 'D'-QAG)]) among distances from the terminal 'A' to the QAG by way of respective neighbor terminals (e.g., terminals 'B', 'C' and 'D') (step S150).

When information updating is completed, the terminal 'A' transmits updated information (i.e., identifiers of neighbor terminals and the newly changed information on the distance to the QAG) to the QAG. In this case, the update information is transferred to the QAG through the neighbor terminal with the minimum distance information (step S160).

Figure 9 illustrates an example of a procedure for processing a message of the terminal, showing that the terminal 'A', which has completed the registration for the QAG, processes a message received from the neighbor terminal.

Three types of messages are transmitted between the terminal and the neighbor
terminals, including the message (HELLO) for checking a change in the state of neighbor terminals, a message (RREQ) for requesting setting of a transmission route of data and a message for transmitting actual data.

[78] Once the terminal 'A' finishes registration for the QAG, it waits for receiving of a message in an idle state (step S210).

[79] When a message is received from a neighbor terminal, the terminal 'A' checks a message type field to discriminate whether the received message is the HELLO, the RREQ (Route REQuest) or the data transmission message (step S220).

[80] If the received message is the HELLO message, the terminal 'A' returns a response message. The response message includes an identifier of a responding terminal and information on a distance from the responding terminal to the QAG (step S230).

[81] If the received message is the RREQ message, the terminal 'A' transmits the RREQ message to a terminal closest to the QAG (step S240), and the RREQ message is finally delivered to QAG.

[82] If the received message is the data transmission message, the terminal 'A' transfers the message to an IP address included in a header of the data. If a destination indicated in the IP address is the terminal 'A' itself, the terminal 'A' detects data from the received message (step S250).

[83] B QoS signaling

[84] IntServ and Diffserv are QoS signaling method designed for guaranteeing a QoS of traffic in the Internet. However, it seems to be difficult to reuse those mechanisms in the ad-hoc network because of mobility and limited bandwidth.

[85] In the present invention, in order to guarantee a QoS of traffic in the ad-hoc network, the QAG has a radio resource reservation function so that a specific terminal can reserve a data transmission route. Once a terminal is reserved for a path, the terminal cannot be allocated for a different path. Such path reservation is possible because the QAG can manage all paths of the network.

[86] The terminal can request the QAG to guarantee the QoS of transmission data selectively.

[87] C. Interworking with Infrastructure network

[88] Services the ad-hoc network system can provide is very limited yet, so it is quite important to allow a terminal to use Internet services through the infrastructure network. In the present invention, the ad-hoc network system allows the QAG to be connected with the infrastructure network such as the global Internet, Intranet or the GPRS to provide various services of the infrastructure network to the terminal. At the
side of the infrastructure network, consideration of the QAG having a connection with
the infrastructure network is favored in the aspect of expanding a service area of the
infrastructure network.

[89] D. Security

[90] Without the infrastructure for central controlling, the ad-hoc network can hardly
have a security algorithm. However, the ad-hoc network system of the present
invention includes the QAG and the QAG manages a security key, so that the ad-hoc
network system can serve as a reliable central administration node. To maintain
security of the network, the QAG provides the security key to the terminal that
requires high level of security.

[91] Thanks to the security function of the QAG, users can communicate in the ad-hoc
network more stably and reliably.

[92] E. Integrating heterogeneous networks

[93] Wireless access technologies include an IEEE802.11, a Hyper LAN, an IrDA
(Infra red Data Association), a Bluetooth, a Home RF, a WPAN (Wireless Personal
Area Network), cellular mobile communication and the like. If terminals use different
wireless access technologies, they cannot communicate with each other without a
terminal having multiple MAC protocols. In the present invention, the ad-hoc network
system allows the QAG to have a multiple MAC protocols so as to be connected with
various networks (the IEEE802.11, the Hyper LAN, the IrDA (Infra red Data
Association), the Bluetooth, the Home RF, the WPAN (Wireless Personal Area Network)
and cellular mobile communication) using different wireless access technologies.

[94] F. Application scenario of the QAG

[95] The central control means such as the QAG shall reside in an equipment that has
less mobility than terminals and has abundant electric power. Thus, if the ad-hoc
network is used for a military purpose, the QAG can reside in a tank or a truck. In case
of home networking, the QAG can reside in a refrigerator or a television. If the ad-hoc
network is used for passengers, the QAG can reside in a subway train or a bus.

[96] Figure 7 illustrates a file transmission scenario of the ad-hoc network in
accordance with the present invention.

[97] It is assumed that a user 'A' having a 3G GPRS cellular phone wants to send a file,
which has been downloaded from the GPRS, to users 'B' and 'C' each having a laptop
of IEEE802.11b and IrDA protocols in a subway train.

[98] First, the user 'A' finds a QAG in the subway train and acquires routes to the users
'B' and 'C'. If the file transfer needs high level security, the QAG distributes the
security key to the users 'A', 'B' and 'C'. Finally, the file is delivered to the users 'B' and 'C' via the optimized paths assigned by the QAG.

As noted from the simple scenario, the ad-hoc network of the present invention can expand the GPRS coverage by the support of the QAG.

As so far described, the ad-hoc network system of the present invention can overcome the limitation of the related art ad-hoc network by including the central control means such as the QAG and provide a network service with high quality and stability to each terminal.

Advantages of the network operating method of the present invention will now be described by comparing the proactive (table-driven) routing method and the reactive (on-demand) routing method.

Compared to the proactive routing, the present invention has the small number of broadcasting messages for updating route information. In addition, each terminal manages only information on neighbor terminals and information on the QAG, a memory size and calculation amount of the terminal can be reduced and a battery power consumption can be also reduced. This can be possible because only a terminal whose neighbor terminal is changed updates information.

Compared to the reactive routing, data is transmitted through an optimized route. Namely, in the reactive routing, a route that receives a response within the shortest time is used as a data transmission route, but in the present invention, a route that the QAG determines is used as an optimal route. In addition, compared with the reactive routing in which a message for requesting a route is transmitted to the entire network, in the present invention, when a terminal transmits the route requesting message, the message is transmitted only to terminals connected to the QAG, so that overhead affecting the entire network can be relatively small.

The foregoing embodiments and advantages are merely exemplary and are not to be construed as limiting the present invention. The present teaching can be readily applied to other types of apparatuses. The description of the present invention is intended to be illustrative, and not to limit the scope of the claims. Many alternatives, modifications, and variations will be apparent to those skilled in the art. In the claims, means-plus-function clauses are intended to cover the structure described herein as performing the recited function and not only structural equivalents but also equivalent structures.
A mobile ad-hoc network system comprising:

a plurality of mobile terminals; and

a central control means for creating a network map by collecting identifiers and state information of the mobile terminals and setting a transmission route among terminals based on the created map.

The system of claim 1, wherein the central control means comprises:

a means for storing registration information including an identifier of each mobile terminal, state information of each mobile terminal and identifiers of neighbor terminals, and creating the network map by using the registration information;

a means for setting and updating a transmission route among terminals based on the created map; and

a means for providing route information to a mobile terminal when the mobile terminal requests the information on the path to a destination.

The system of claim 2, wherein the means for creating the network map calculates a link cost among terminals by using the registration information and creates the network map based on the calculated link cost.

The system of claim 1, wherein the central control means further comprises:

a means for performing transmission route reservation for a terminal that wants to perform data transmission so that terminals in a data transmission route cannot be allocated to a different path.

The system of claim 1, wherein the central control means further comprises:

a means for providing a security key to a terminal requesting high level security in order to maintain security of a network.

The system of claim 1, wherein the central control means further comprises:

a multi-MAC protocol means for enabling mobile terminals based on IEEE802.11, Hyper LAN, Bluetooth, Home RF, WPAN and cellular mobile communication to be wirelessly connected.

The system of claim 1, wherein the central control means further comprises:

an access means for supporting connection of an arbitrary terminal with the infra network or a GPRS (General Packet Radio Service).

A data transmission method of the mobile ad-hoc network system comprising:

requesting route information from a central control means when data is generated
to be transmitted in a terminal
transmitting the route information of the central control means to the terminal;
and
transmitting the data of the terminal to a destination according to the route information.

[9] The method of claim 8, further comprising:
registering information of a new terminal with the central control means and
updating route information of each terminal set in the central control means
when the new terminal enters a network area.

[10] The method of claim 9, wherein the registration information includes an
identifier of the new terminal, state information of the terminal, and a list of
identifiers of neighbor terminals.

[11] The method of claim 10, wherein the state information of the terminal includes a
battery charge state information.

[12] The method of claim 9, wherein the central control means calculates a link cost
among terminals based on registration information of terminals, and creates a
network map based on the calculated link cost.

[13] The method of claim 12, wherein the central control means generates route information
to the destination based on the network map and provides the route information to the terminal, when a terminal requests a route to a destination.

[14] The method of claim 8, wherein the route information includes a list of IP address of terminals.

[15] The method of claim 8, wherein the terminal requests a QoS level or a security level selectively, when the terminal requests the route information from the central control means.

[16] A data transmission method of a terminal of a mobile ad-hoc network system comprising:
requesting a central control means to send route information to a destination
when data is generated to be transmitted; and
receiving corresponding route information from the central control means and
transmitting the generated data according to the received route information.

[17] The method of claim 16, wherein when the terminal enters a network area further comprising:
requesting neighbor terminal to send information on the central control means
and then locating the central control means; and
registering its predetermined information with the central control means.

[18] The method of claim 17, wherein the registration information includes an identifier of the terminal, state information of the terminal and a list of identifiers of neighbor terminals.

[19] The method of claim 18, wherein the state information of the terminal includes battery charge state information.

[20] The method of claim 16, wherein when a new terminal is detected further comprising:

- broadcasting a certain message including its identification information;
- comparing information of a response message with its stored information when the response message to the certain message is received;
- updating the stored information with the information of the response message if the information of the response message is not the same as the stored information; and
- transmitting the updated information to a central control means for updating information of the central control means.

[21] The method of claim 20, wherein the certain message includes an identifier of the terminal and information on a distance to the central control means.

[22] The method of claim 20, wherein the terminal broadcasts the message after the lapse of predetermined time, if information of the response message is the same as the stored information.

[23] The method of claim 20, wherein the terminal broadcasts the message again, if the terminal fails to receive a response message to the message within a predetermined time.

[24] The method of claim 20, wherein the terminal sets the smallest value of values obtained by adding each distance value of neighbor terminals to the distance value from the terminal to the neighbor terminals as its distance information, when the terminal updates its stored information.

[25] The method of claim 20, wherein the updated information transmitted to the central control means includes identifiers of neighbor terminals and newly set distance information to the central control means.

[26] The method of claim 20, wherein the response message includes an identifier of a responding terminal and the information on the distance from the response terminal to the central control means.

[27] The method of claim 20, wherein if the new terminal is a non-registered
terminal, a maximum value of a distance to the central control means is set as a distance to the non-registered terminal.
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