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ES 2449 698 T3

DESCRIPCION
Sistema de comunicacion movil, estacion movil, y una estacion de base radioeléctrica.
Campo técnico

La presente invencion se refiere a un sistema de comunicacién movil, una estacion movil, y una estaciéon de base
radioeléctrica.

Antecedentes de la técnica

En un sistema de comunicacion movil que emplea un esquema de LTE (Evolucién a Largo Plazo) avanzada que es
un esquema de comunicacion de préxima generacion de un esquema LTE, es posible utilizar una tecnologia
denominada "Agregacion de Portadoras” en la que una estacién mévil UE se comunica con una estacion de base
radioeléctrica eNB utilizando simultaneamente una pluralidad de portadoras de frecuencia.

Las portadoras de frecuencia que constituyen la "Agregacion de Portadoras" se denominan "Portadoras
Componentes".

Cada "Portadora Componente" también puede servir como una célula LTE independiente. Es decir, puede que sea
posible llevar a cabo la "Agregacion de Portadoras" empleando la célula LTE, que utiliza portadoras de frecuencia
diferentes, como "Portadoras componente".

Por lo tanto, en el esquema de LTE avanzada, basado en la “Agregacion de Portadoras”, es posible llevar a cabo la
comunicacion utilizando simultaneamente una pluralidad de células LTE que utilizan diferentes portadoras de
frecuencia.

Aqui, en el esquema de LTE, una clave KeNB utilizada en un proceso de seguridad radioeléctrica depende tanto de
PCl (ldentidad de Célula Fisica, un ID de célula fisica) como "E-ARFCN (Numero de Canal Absoluto de
Radiofrecuencia E-UTRA, un cadigo de frecuencia)" de una célula en comunicacion.

Esto es para el uso de una funcién de generacion de claves KDF (Funcion de Derivacion de Clave) utilizando la PCI
y el E-ARFCN como parametros al generar la clave KeNB.

Ademas, la clave KeNB se genera a partir de una clave maestra KASME diferente para cada estaciéon mévil UE. Por
lo tanto, en el esquema de LTE, la clave KeNB es una clave especifica de la célula y una clave especifica de una
estacion movil UE.

Resumen de la invencion
Problemas que han de ser resueltos por la invencion

Sin embargo, en el sistema de comunicacién mévil de LTE avanzada, no ha sido definido el proceso de seguridad
radioeléctrica en la "Agregacion de Portadoras”.

Por lo tanto, la presente invencion se ha logrado en vista de los problemas descritos anteriormente, y un objeto de la
misma es proporcionar un sistema de comunicacion movil, una estacion movil, y una estacion de base radioeléctrica,
capaces de realizar apropiadamente un proceso de seguridad radioeléctrica en la "Agregacion de Portadoras”.

Medios para solucionar el problema
Los aspectos de la invencién se describen mediante las reivindicaciones independientes.

Un punto esencial de una primera caracteristica de la presente invencién es un sistema de comunicacién movil en el
que una estacion movil esta configurada para comunicarse con una estacion de base radioeléctrica utilizando una
pluralidad de portadoras de frecuencia, en el que la estacion movil esta configurada para realizar un proceso de
seguridad de comunicacioén aplicando una misma clave a toda la pluralidad de portadoras de frecuencia.

Un punto esencial de una segunda caracteristica de la presente invencidon es una estacion movil, que comprende
una unidad de comunicaciéon configurada para comunicarse con una estacion de base radioeléctrica utilizando
simultaneamente una pluralidad de portadoras de frecuencia, en la que la unidad de comunicacion esta configurada
para realizar un proceso de seguridad de comunicacion aplicando una misma clave a toda la pluralidad de
portadoras de frecuencia.

Un punto esencial de una tercera caracteristica de la presente invencién es una estacion de base radioeléctrica que
comprende: una unidad de comunicacidon configurada para comunicarse con una estacion moévil utilizando
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simultaneamente una pluralidad de portadoras de frecuencia, en la que la unidad de comunicacion esta configurada
para realizar un proceso de seguridad de comunicacion aplicando una misma clave a toda la pluralidad de
portadoras de frecuencia.

Efecto de la invencion

Como se ha descrito anteriormente, segun la presente invencién, es posible proporcionar un sistema de
comunicacion maovil, una estacion movil, y una estacion de base radioeléctrica, capaces de realizar apropiadamente
un proceso de seguridad radioeléctrica en la "Agregacion de Portadoras".

La contribucion del grupo de trabajo 3GPP "protocolo E-RRC para E-URAN", R2-052406, enviado a la reunion 3GPP
TSG-RAN WG-2 # 48-bis de Qualcomm Europa, se refiere a una propuesta de protocolo de E-RRC para un sistema
de comunicacion movil E-FUTRAN y también cubre aspectos de seguridad.

En particular, dicho documento da a conocer un sistema de comunicacién mévil en el que una estacién mévil esta
configurada para comunicarse con una estacion de base radioeléctrica utilizando simultaneamente una pluralidad de
portadoras de frecuencia, en el que la estacion moévil esta configurada para realizar un proceso de seguridad de
comunicacion. Ademas, dicho documento da a conocer que las funcionalidades para la generacion de claves y
almacenamiento de claves no tienen que cambiarse de RRC a E-RRC. Los principios para las claves y su manejo en
el RRC actual podrian ser re-utilizados en LTE.

Breve descripcion de los dibujos

[Fig. 1]. La fig. 1 es un diagrama que muestra la configuracion completa de un sistema de comunicacion movil
segun una primera realizacion de la presente invencion.

[Fig. 2]. La fig. 2 es un diagrama de pila de protocolos del sistema de comunicacion mévil segun la primera
realizacién de la presente invencion.

[Fig. 3]. La fig. 3 es un diagrama que explica un ejemplo en el que tres PDCP-SDUs son transmitidos en un sistema
de comunicacion mévil segun la primera realizacion de la presente invencion.

[Fig. 4]. La fig. 4 es un diagrama de bloques funcional de una estacion moévil segun la primera realizaciéon de la
presente invencion.

[Fig. 5]. La fig. 5 es un diagrama de bloques funcional que muestra una estacién de base radioeléctrica segun la
primera realizacion de la presente invencion.

[Fig. 6]. La fig. 6 es un diagrama de secuencia que muestra un funcionamiento del sistema de comunicacion movil
segun la primera realizacion de la presente invencion.

Mejores modos de llevar a cabo la invencion
(Sistema de comunicacion mévil segun la primera realizacion de la presente invencion)

Con referencia a la fig. 1 hasta la fig. 3, se describira el sistema de comunicacién mévil segun la primera realizacion
de la presente invencion.

El sistema de comunicacion mévil segun la presente realizacion es un sistema de comunicacion movil de LTE
avanzada. En el sistema de comunicacion movil, es posible que una estacién mévil UE se comunique con una
estacion de base radioeléctrica eNB utilizando simultineamente una pluralidad de portadoras de frecuencia, es
decir, esta disponible una "Agregacion de Portadoras".

En la presente realizacion, como se ilustra en la fig. 1, es posible que la estacion movil UE realice la comunicacion
utilizando simultaneamente una portadora de frecuencia F1 en una célula # 1 especificada por "PCI (ID de Célula
Fisica) = 1", una portadora de frecuencia F2 en una célula # 2 especificada por " PCl = 2 ", y una portadora de
frecuencia F3 en una célula # 3 especificada por" PCl = 3 ".

Aqui, se supone que todas las células de la célula # 1 a la célula # 3 son células subordinadas a la estacién de base
radioeléctrica eNB. Ademas, la célula # 1 a la célula # 3 también pueden ser células LTE independientes,
respectivamente.

Como se ilustra en la fig. 2, en el sistema de comunicacién mévil segun la presente realizacion, la estacion movil UE
y la estacion de base radioeléctrica eNB tienen una funcién de capa fisica (PHY), una funcién de capa MAC (Control
de Acceso a los Medios), una funcion de capa RLC (Control de Enlace Radioeléctrico), y una funcién de capa PDCP
(Protocolo de Convergencia de Datos por Paquetes).



10

15

20

25

30

35

40

45

50

55

60

65

ES 2449 698 T3

La funcién de capa PDCP esta configurada para realizar un proceso de seguridad radioeléctrica en la comunicacion
entre la estacion movil UE y la estacion de base radioeléctrica eNB.

Por otra parte, la funcion de capa RLC esta configurada para realizar el control de la retransmisién en una capa de
RLC, y la funcién de capa MAC esta configurada para realizar el control de la retransmision de HARQ.

La fig. 3 ilustra un ejemplo en el que son trasmitidos tres PDCP-SDU # 1 a # 3.

Como se ilustra en la figura. 3, en primer lugar, la funcién de capa PDCP realiza un proceso de encriptado con
respecto a los PDCP-SDUs # 1 a # 3 de un plano U para generar los PDCP-PDUs # 1 a # 3, y envia los PDCP-
PDUs # 1 a # 3 a la funcién de capa RLC.

Mientras tanto, ademas del proceso de encriptado, la funcién de capa PDCP afiade una MAC-I para un proceso de
proteccion de la integridad de los sPDCP-SDU # 1 a # 3 de un plano C para generar los PDCP-PDUs #1a# 3,y
envia los PDCP-PDUs # 1 a # 3 a la funcién de capa RLC.

En segundo lugar, la funciéon de capa RLC realiza un proceso de segmentacion (Segmentacion) o un proceso de
concatenacion (Concatenacion) con el fin de generar los RLC-PDUs-# 1 a # 4 de TBS (Tamafio de Bloque de
Transmision) especificado por el programador, afiadiendo asi cabeceras RLC.

Ademas, cuando la funciéon de capa RLC esta siendo activada en un modo AM, la funcién de capa RLC realiza el
control de retransmisién en la capa RLC.

En tercer lugar, la funcion de capa RLC envia los RLC-PDUs # 1 a # 4 generados a la funcion de capa MAC.

En cuarto lugar, la funcién de capa MAC afiade cabeceras MAC a los RLC-PDUs # 1 a # 4 para generar los MAC
PDUs # 1 a # 4, y transmite los MAC-PDUs # 1 a # 4 a la funcion de capa fisica utilizando el control de la
retransmision de HARQ.

Como se ilustra en la Fig. 4, la estacion movil UE incluye una unidad de adquisicion 11, una unidad de generacion
de claves 12, y una unidad de comunicacion 13.

La unidad de adquisicion 11 esta configurada para adquirir un "PCI" para designar cada célula subordinada a la
estacion de base radioeléctrica eNB, y un E-ARFCN "(Numero de Canal Absoluto de RadioFrecuencia E-UTRA)"
para designar una portadora de frecuencia utilizada en cada célula desde la estacion de base radioeléctrica eNB.

La unidad de generacion de claves 12 esta configurada para generar una clave KeNB basada en el "PCI" y el "E-
ARFCN" adquiridos por la unidad de adquisicién 11.

Por ejemplo, la unidad de generacion de claves 12 también puede estar configurada para generar la clave KeNB
mediante una funcion de generacioén de claves KDF (el PCl y el E-ARFCN).

Aqui, la clave KeNB es una clave para generar claves (KUPenc, KRRCenc, y KRRCint) utilizada en el proceso de
seguridad radioeléctrica en la funcion de capa PDCP.

El KUPenc es una clave para el proceso de encriptado del plano U, la KRRCenc es una clave para el proceso de
encriptado del plano C, y el KRRCint es una clave para el proceso de proteccion de la integridad del plano C, en el
que todas estas claves se generan a partir de la clave KeNB.

Ademas, cuando se utiliza la “Agregacion de Portadoras”, la unidad de generaciéon de claves 12 esta configurada
para generar una clave KeNB para ser aplicada a toda una pluralidad de portadoras de frecuencia.

Ademas, cuando se utiliza la “Agregacion de Portadoras”, la unidad de generaciéon de claves 12 esta configurada
para generar un conjunto de claves (KUPenc, KRRCenc, y KRRCint), que deben ser aplicadas a toda la pluralidad
de portadoras de frecuencia, también con respecto a las claves (KUPenc, KRRCenc, y KRRCint) utilizadas en el
proceso de seguridad radioeléctrica en la funciéon de capa PDCP.

Es decir, cuando se utiliza la “Agregacion de Portadoras”, la unidad de generacién de claves 12 esta configurada
para generar la clave KeNB basandose en el "PCI" y el "E-ARFCN" de una cualquiera de la pluralidad de portadoras
de frecuencia, en concreto, basandose en el "PCI" y el "EF-ARFCN" de un "Portadora de Anclaje".

Aqui, se determina una "Portadora de Anclaje" a partir de la pluralidad de portadoras de frecuencia que constituyen
la "Agregacion de Portadoras”.
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Por ejemplo, la "Portadora de Anclaje" se establece en la estacion moévil UE desde la estacion de base radioeléctrica
eNB en el momento de la "Configuracién de la Conexion", en el momento del "Comando de Modo de Seguridad", en
el momento de la "Reconfiguracion”, en el momento del "Traspaso Intra-RAT", en el momento del "Traspaso Inter-
RAT", en el momento del "Restablecimiento” y similares.

En caso contrario, la "Portadora de Anclaje" también puede estar determinada como una portadora de frecuencia
mediante la cual la estacion moévil UE ha establecido inicialmente una conexion RRC.

Ademas, cuando la "Portadora de Anclaje" se cambia, la unidad de generacion de claves 12 también puede ser
configurada para generar la clave KeNB antes mencionada de nuevo basandose en el "PCI" y el "E-ARFCN" de la
"Portadora de Anclaje” cambiada.

Cuando se cambia la "Portadora de Anclaje", un traspaso intra-eNB puede ser activado desde la estacion de base
radioeléctrica eNB. Cuando se ordena el traspaso intra-eNB, la estacion moévil UE puede cambiar la "Portadora de
Anclaje", y al mismo tiempo actualizar la clave KeNB, y lleva a cabo un proceso de reinicio con respecto a las capas
PHY, MAC y RLC y similares a un traspaso LTE.

La unidad de comunicacion 13 esta configurada por la funciéon de capa fisica (PHY), la funciéon de capa MAC, la
funcién de capa RLC, y la funcion de capa de PDCP anteriormente mencionadas, y esta configurada para
comunicarse con la estacién de base radioeléctrica eNB utilizando simultdneamente la pluralidad de portadoras de
frecuencia.

Ademas, los algoritmos del proceso de encriptado y el proceso de proteccion de integridad utilizados en la capa
PDCP se configuran para que sean iguales en cada una de la pluralidad de portadoras de frecuencia.

El algoritmo que ha de utilizarse se establece en la estacion moévil UE desde la estacion de base radioeléctrica eNB
en el momento del "Comando de Modo de Seguridad", en el momento de la "Reconfiguracion”, en el momento del
"Traspaso Intra-RAT", en el momento del "Traspaso Inter-RAT", en el momento del "Restablecimiento” y similares.

Como se ilustra en la fig. 5, la estacion de base radioeléctrica eNB incluye una unidad de generacion de claves 21y
una unidad de comunicacién 22. Aqui, la unidad de generacion de claves 21 tiene la misma funcién que la unidad de
generacion de claves 12 ilustrada en la Fig. 4, y la unidad de comunicacion 22 tiene la misma funcién que la unidad
de comunicacion 13 ilustrada en Fig. 4.

En lo sucesivo, con referencia a la fig. 6, se describira el funcionamiento del sistema de comunicacién mévil segun la
presente realizacion.

Como se ilustra en la fig. 6, en la etapa S1001, la estacion mévil UE transmite "Solicitud de Conexion RRC" para
solicitar el establecimiento de comunicacion (una conexiéon RRC (Control de Recursos Radioeléctricos)) entre la
estacion movil UE y una célula # 1 a la estacion de base radioeléctrica eNB.

En la etapa S1002, la estacion de base radioeléctrica eNB transmite "Configuracion de Conexién RRC" para la
"Solicitud de Conexién RRC", que ha sido recibida en la etapa S1001, a la estacién movil UE.

En la etapa S1003, la estacion moévil UE transmite "Configuracién de Conexiéon RRC Completa" a la estacion de
base radioeléctrica eNB.

Como consecuencia, en la etapa S1004, se establece una conexiéon RRC utilizando una portadora de frecuencia F1
entre la estaciéon moévil UE y la estacién de base radioeléctrica eNB, y comienza la comunicacion a través de la
conexion RRC.

Entonces, en la etapa S1005, la estacion de base radioeléctrica eNB transmite "Reconfiguracion de Conexion RRC"
basandose en la conexion RRC, que ha sido establecida empleando la portadora de frecuencia F1, a la estacion
movil UE.

La "Reconfiguracion de Conexion RRC" se utiliza para establecer la adicion de una portadora de frecuencia F2 como
un recurso radioeléctrico utilizado en la comunicacion.

En la etapa S1006, la estacion moévil UE transmite "Reconfiguracion Completa de Conexién RRC" a la estacion de
base radioeléctrica eNB.

Como consecuencia, en la etapa S1007, comienza la comunicacion utilizando simultdaneamente la portadora de
frecuencia F1 y la portadora de frecuencia F2 entre la estacion moévil UE y la estacion de base radioeléctrica eNB.

Simultaneamente, se afade otra portadora de frecuencia, de modo que es posible llevar a cabo la comunicacién
simultaneamente utilizando tres o0 mas portadoras de frecuencia. Ademas, es posible liberar algunas portadoras de
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frecuencia durante la comunicacién, o cambiar el nUmero de portadoras de frecuencia.

En general, en el sistema de comunicaciones moviles de LTE Avanzada, cuando existe un error remanente en el
control de la retransmisién de HARQ, se realiza el control de retransmisién en la capa RLC.

Aqui, en la retransmisién en la capa RLC, el RLC-PDU puede ser retransmitido por una "Portadora Componente"
diferente de la de la transmision inicial.

Sin embargo, el RLC-PDU incluye uno o mas PDCP-PDUs después de un proceso de encriptado. Por lo tanto, en el
caso de utilizar una clave KeNB que depende de cada portadora de frecuencia siguiendo el esquema LTE, se
considera lo siguiente.

Cuando el RLC-PDU va a ser retransmitido utilizando una "Portadora Componente" diferente de la de la transmision
inicial, se supone que el sistema de cifrado de la capa PDCP debe ser liberada una vez, un proceso de encriptado
correspondiente a la "Portadora Componente" utilizada en la retransmision debe realizarse de nuevo, y el RLC-PDU
deberia ser regenerado.

Ademas, en el sistema de comunicacion mévil de LTE Avanzada, cuando se transmiten segmentos del PDCP-PDU
a través de conexiones que utilizan diferentes "Portadoras Componente", se supone que es muy dificil para un lado
de recepcion llevar a cabo un proceso de decodificacién del PDCP-PDU porque las claves utilizadas en un proceso
de encriptado son diferentes para cada segmento recibido del PDCP-PDU.

Sin embargo, de acuerdo con el sistema de comunicacion moévil segun la presente invencién, se utiliza una clave
KeNB para una pluralidad de "Portadoras Componente" que forman una conexién RRC, de modo que es posible
evitar los problemas mencionados anteriormente.

Las caracteristicas anteriormente mencionadas de esta realizacion se pueden expresar de la siguiente manera.

Una primera caracteristica de la presente realizacion se resume en que un sistema de comunicacion mévil en el que
una estacion movil UE esta configurada para comunicarse con una estacion de base radioeléctrica eNB utilizando
simultaneamente una pluralidad de portadoras de frecuencia, en el que la estacion moévil UE esta configurada para
llevar a cabo un proceso de seguridad de comunicacion aplicando la misma clave KeNB a todas las portadoras de
frecuencia.

En la primera caracteristica de la presente realizacion, la estacion moévil UE también puede estar configurada para
generar la clave KeNB basandose en un "PCI (un ID de célula fisica)" y un "E-ARFCN (un cédigo de frecuencia)" de
una "Portadora de Anclaje (una cualquiera de la pluralidad de portadoras de frecuencia)”.

En la primera caracteristica de la presente realizacion, el mismo algoritmo de un proceso de seguridad (un proceso
de encriptado y un proceso de prevencion de la integridad) también puede estar configurado para su uso para todas
las portadoras de frecuencia mencionadas anteriormente.

En la primera caracteristica de la presente realizacion, la "Portadora de Anclaje" también puede ser especificada por
la estacion de base radioeléctrica.

En la primera caracteristica de la presente realizacion, cuando la "Portadora de Anclaje" es cambiada por la estacion
de base radioeléctrica eNB, la estacion moévil UE también puede estar configurada para generar la clave KeNB antes
mencionada basandose en el "PCI" y el "E-ARFCN" de la "Portadora de Anclaje" cambiada.

Una segunda caracteristica de la presente realizacion se resume en que una estacion movil UE incluye una unidad
de comunicacion 13 configurada para comunicarse con una estacion de base radioeléctrica eNB utilizando
simultaneamente una pluralidad de portadoras de frecuencia, donde la unidad de comunicacion 13 esta configurada
para realizar un proceso de seguridad de la comunicacién aplicando la misma clave KeNB a todas las portadoras de
frecuencia.

En la segunda caracteristica de la presente realizacion, la estacion moévil UE también puede incluir la unidad de
generacion de claves 12 configurada para generar la clave KeNB basandose en el "PCI" y el "E-ARFCN" de la
"Portadora de anclaje".

En la segunda caracteristica de la presente realizaciéon, la unidad de comunicacion 13 también puede estar
configurada para utilizar el mismo algoritmo de un proceso de seguridad (un proceso de encriptado y un proceso de
prevencion de la integridad) para todas las portadoras de frecuencia mencionadas anteriormente.

En la segunda caracteristica de la presente realizacion, la "Portadora de Anclaje" también puede ser especificada
por la estacion de base radioeléctrica eNB.
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En la segunda caracteristica de la presente realizacion, cuando la "Portadora de Anclaje" es cambiada por la
estacion de base radioeléctrica eNB, la unidad de generacion de claves 12 también puede estar configurada para
generar la clave KeNB antes mencionada basandose en el "PCI" y el "E-ARFCN" de la "Portadora de Anclaje"
cambiada.

Una tercera caracteristica de la presente realizacién se resume en que una estacién de base radioeléctrica eNB
incluye una unidad de comunicacion 22 configurada para comunicarse con una estacion mévil UE utilizando
simultaneamente una pluralidad de portadoras de frecuencia, en la que la unidad de comunicaciéon 22 esta
configurada para realizar un proceso de seguridad de la comunicacién aplicando la misma clave KeNB a todas las
portadoras de frecuencia.

En la tercera caracteristica de la presente realizacion, la estacion movil UE también puede incluir la unidad de
generacion de claves 21 configurada para generar la clave KeNB basandose en el "PCI" y el "E-ARFCN" de la
"Portadora de Anclaje".

En la tercera caracteristica de la presente realizacion, la unidad de comunicacién 22 también puede ser configurada
para utilizar el mismo algoritmo de un proceso de seguridad (un proceso de encriptado y un proceso de prevencion
de la integridad) para todas las portadoras de frecuencia mencionadas anteriormente.

En la tercera caracteristica de la presente realizacion, cuando la "Portadora de Anclaje" es cambiada, la unidad de
generacion de claves 21 también puede estar configurada para generar la clave KeNB mencionada anteriormente
basandose en el "PCI" y el "E-ARFCN" de la "Portadora de Anclaje" cambiada.

Se observa que el funcionamiento de la estacion de base radioeléctrica eNB o la estacién mévil UE anteriormente
descritas puede ser implementado por un hardware, también puede ser implementado por un médulo de software
ejecutado por un procesador, y puede ser implementado ademas por la combinacién de los dos.

El médulo de software puede estar dispuesto en un medio de almacenamiento de un formato arbitrario tal como
RAM (Memoria de Acceso Aleatorio), una memoria flash, una ROM (Memoria de Sdlo Lectura)), EPROM (ROM
Programable Borrable), EEPROM (ROM Electrénicamente Borrable y Programable), un registro, un disco duro, un
disco extraible, y un CD-ROM.

El medio de almacenamiento esta conectado al procesador de manera que el procesador puede escribir y leer
informacion en y desde el medio de almacenamiento. Tal medio de almacenamiento también puede estar acumulado
en el procesador. El medio de almacenamiento y el procesador pueden estar dispuestos en un ASIC. Tal ASIC
puede estar dispuesto en la estacion de base radioeléctrica eNB o la estacion movil UE. Ademas, tal medio de
almacenamiento o procesador pueden estar dispuestos, como un componente discreto, en la estacién de base
radioeléctrica eNB o la estacion mévil UE.

Por lo tanto, la presente invencion se ha explicado en detalle utilizando las realizaciones descritas anteriormente; sin
embargo, es obvio que para los expertos en la materia, la presente invencion no se limita a las realizaciones
explicadas en este documento. La presente invencion se puede implementar de modo rectificado y corregido sin
apartarse del alcance de la presente invencion definido por las reivindicaciones. Por lo tanto, la descripciéon de la
memoria descriptiva esta destinada para explicar el ejemplo solamente y no impone significado limitado a la
presente invencion.
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REIVINDICACIONES

1. Un sistema de comunicacién mavil en el que una estacion movil esta configurada para comunicarse con
una estaciéon de base radioeléctrica utilizando simultaneamente una pluralidad de portadoras de frecuencia, en el
que

la estacion movil esta configurada para realizar un proceso de seguridad de comunicacion aplicando una misma
clave a toda la pluralidad de portadoras de frecuencia, en el que

la estacion movil esta configurada para generar la clave basandose en un ID de célula fisica y un cddigo de
frecuencia de una cualquiera de la pluralidad de portadoras de frecuencia.

2. El sistema de comunicacion movil segun la reivindicacion 1, en el que un mismo algoritmo del proceso de
seguridad se aplica a toda la pluralidad de portadoras de frecuencia.

3. El sistema de comunicacion mévil segun la reivindicacion 1, en el que una cualquiera de la pluralidad de
portadoras de frecuencia es una portadora de anclaje especificada por la estacion de base radioeléctrica.

4. El sistema de comunicacion mévil segun la reivindicacion 3, en el que, cuando la portadora de anclaje es
cambiada por la estacion de base radioeléctrica, la estacion movil esta configurada para generar la clave basandose
en un ID de célula fisica y un cédigo de frecuencia de la portadora de anclaje cambiada.

5. Una estacién movil, que comprende una unidad de comunicacion configurada para comunicarse con una
estacion de base radioeléctrica utilizando simultaneamente una pluralidad de portadoras de frecuencia, y que
comprende una unidad de generacion de claves configurada para generar una clave basandose en un ID de célula
fisica y un cédigo de frecuencia de una cualquiera de la pluralidad de portadoras de frecuencia; en la que

la unidad de comunicacion esta configurada para realizar un proceso de seguridad de comunicacion aplicando una
misma clave a toda la pluralidad de portadoras de frecuencia.

6. La estacion movil segun la reivindicaciéon 5, en la que la unidad de comunicacién esta configurada para
utilizar un mismo algoritmo del proceso de seguridad para toda la pluralidad de portadoras de frecuencia.

7. La estacion movil segun la reivindicacion 5, en la que una cualquiera de la pluralidad de portadoras de
frecuencia es una portadora de anclaje especificada por la estacion de base radioeléctrica.

8. La estacion movil segun la reivindicacion 7, en la que, cuando la portadora de anclaje es cambiada por la
estacion de base radioeléctrica, la unidad de generacion de claves estd configurada para generar la clave
basandose en un ID de célula fisica y un cadigo de frecuencia de la portadora de anclaje cambiada.

9. Una estacion de base radioeléctrica que comprende: una unidad de comunicacion configurada para
comunicarse con una estacion movil utilizando simultaneamente una pluralidad de portadoras de frecuencia, y que
comprende: una unidad de generacion de claves configurada para generar una clave basandose en un ID de célula
fisica y un cédigo de frecuencia de una cualquiera de la pluralidad de portadoras de frecuencia, en la que

la unidad de comunicacion esta configurada para realizar un proceso de seguridad de comunicacion aplicando una
misma clave a toda la pluralidad de portadoras de frecuencia.

10. La estacion de base radioeléctrica segun la reivindicacion 9, en la que la unidad de comunicacion esta
configurada para utilizar un mismo algoritmo del proceso de seguridad para toda la pluralidad de portadoras de
frecuencia.

11. La estacion de base radioeléctrica segun la reivindicacion 9, en la que una cualquiera de la pluralidad de
portadoras de frecuencia es una portadora de anclaje especificada por la estacion de base radioeléctrica.

12. La estacion de base radioeléctrica segun la reivindicacion 11, en la que, cuando se cambia la portadora de
anclaje, la unidad de generacién de claves esta configurada para generar la clave basandose en un ID de célula
fisica y un coédigo de frecuencia de la portadora de anclaje cambiada.
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