
JP 5025801 B2 2012.9.12

10

20

(57)【特許請求の範囲】
【請求項１】
　モバイル端末と第１のコアデータネットワークとの間の認証された通信セッションをセ
ットアップするステップ、
　前記第１のコアデータネットワークにおいて、前記モバイル端末からアクセス可能な第
２のデータネットワークとの認証されていない通信セッションをセットアップするために
前記モバイル端末によって使用可能な補足アクセスデータを取得するステップ、及び
　次いで、前記補足アクセスデータを前記第１のコアデータネットワークから前記モバイ
ル端末に送信するステップ
を備え、
　前記補足アクセスデータが、前記モバイル端末の位置についてロケータサービス通信セ
ッションをセットアップするための情報、Ｐ－ＣＳＣＦの識別、Ｅ－ＣＳＣＦの識別、Ｐ
ＳＡＰの識別、緊急サービスルーティングプロキシ、又は緊急サービスルーティング番号
を含む、方法。
【請求項２】
　第１のコアデータネットワークから、モバイル端末において補足アクセスデータを受信
するステップであって、前記補足アクセスデータが第２のデータネットワークとの認証さ
れていない通信セッションのセットアップを可能にする、ステップ、及び
　前記受信された補足アクセスデータを使用することにより前記モバイル端末と前記第２
のデータネットワークとの間の認証されていない通信セッションをセットアップするステ
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ップ
を備える方法。
【請求項３】
　情報データベースサーバ及び認証サーバを含む第１のコアデータネットワークの一部分
を備える装置であって、
　前記一部分が、モバイル端末との認証された通信セッションをセットアップし、第２の
データネットワークとの認証されていない通信セッションをセットアップするために使用
可能な補足アクセスデータを取得し、前記補足アクセスデータを前記モバイル端末に前記
モバイル端末による使用のために送信するように構成され、
　前記補足アクセスデータが、前記モバイル端末の位置についてロケータサービス通信セ
ッションをセットアップするための情報、Ｐ－ＣＳＣＦの識別、Ｅ－ＣＳＣＦの識別、Ｐ
ＳＡＰの識別、緊急サービスルーティングプロキシ、又は緊急サービスルーティング番号
を含む、装置。
【請求項４】
　請求項３記載の装置であって、前記補足アクセスデータは前記第２のデータネットワー
クにアクセスするためのパラメータを含み、前記パラメータが前記モバイル端末の領域内
の前記第２のデータネットワーク又はそのアクセスネットワークによってブロードキャス
トされる装置。
【請求項５】
　第１のコアデータネットワークとの認証された通信セッションをセットアップし、前記
セッション中に補足アクセスデータを受信するように構成されたモバイル端末を備える装
置であって、
　前記モバイル端末が、第２のデータネットワークとの認証されていない通信セッション
をセットアップするために前記補足アクセスデータを使用するように構成され、
　前記補足アクセスデータが、前記モバイル端末の位置についてロケータサービス通信セ
ッションをセットアップするための情報、Ｐ－ＣＳＣＦの識別、Ｅ－ＣＳＣＦの識別、Ｐ
ＳＡＰの識別、緊急サービスルーティングプロキシ、又は緊急サービスルーティング番号
を含む、装置。
【請求項６】
　請求項５記載の装置であって、前記補足アクセスデータが前記第２のデータネットワー
クに関するアクセスパラメータを含み、前記アクセスパラメータが前記第２のデータネッ
トワークのアクセスノードからブロードキャストされる装置。
【発明の詳細な説明】
【技術分野】
【０００１】
　本出願は２００８年１月１６日に出願した米国仮特許出願第６１／０１１，４８２号の
利益を主張するものである。
【０００２】
　本発明は概略としてデータネットワークと通信するための装置及び方法に関する。
【背景技術】
【０００３】
　本節では本発明のより良い理解を容易にするのに役立つことができる諸態様を紹介する
。従って、本節の記述はこのことを考慮に入れて読まれるべきであり、何が従来技術であ
るか、又は何が従来技術ではないかについての確認と理解されるべきではない。
【０００４】
　多くの普通の状況では、ユーザモバイルは複数のデータネットワークのためのアクセス
領域内に位置している可能性がある。例えば、ユーザは、２つのそれぞれ別のタイプのデ
ータネットワーク、例えばＣＤＭＡ携帯電話ネットワーク及び無線ＷＩＦＩデータネット
ワークのアクセス領域内に同時にある可能性がある。通常、データネットワークにアクセ
スするには、ユーザのモバイル端末とアクセスされるべきデータネットワークとの間でデ
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ータが送信される初期セットアッププロセスを実行することが必要である。送信されるデ
ータは、例えば、認証、認可及びアカウンティング（ＡＡＡ）データ、及び／又は他のデ
ータを含むことがある。しばしば、そのようなデータには、アクセスされるべきデータネ
ットワークのＡＡＡサーバによって受信された際に処理され格納されるものもある。
【０００５】
　たとえユーザが複数のデータネットワークのアクセスエリア内に同時に位置している可
能性があっても、ユーザは自分のモバイル端末を用いてデータネットワークの１つにしか
アクセスすることができない可能性がある。例えばユーザのモバイル端末がＧＳＭセルラ
端末として構成されており、従ってローカルＣＤＭＡセルラネットワークと通信すること
ができないので、ユーザのモバイル端末は、例えばデータネットワークの１つとしか通信
するように構成されない可能性がある。複数のデータネットワークは無線データネットワ
ーク及び／又は有線データネットワークでよい。実際には、ユーザは、自分がＧＳＭ、Ｃ
ＤＭＡ、ＧＰＲＳ、ＷｉＦｉ、ブルートゥース、及び／又は別のＩＥＥＥ　ＷＬＡＮ　８
０２．１１規格に準拠してユーザと通信する１組のデータネットワークのアクセス領域内
に同時に位置していることを知ることができる。
【先行技術文献】
【特許文献】
【０００６】
【特許文献１】米国仮特許出願第６１／０１１，４８２号
【発明の概要】
【課題を解決するための手段】
【０００７】
　様々な実施形態は、第１のコアデータネットワークと通信するためのモバイル端末を有
するユーザが認証されていないやり方でモバイル端末を用いて第２のデータネットワーク
に迅速にアクセスすることができるようにするための方法及び装置を提供する。例えば、
第２のデータネットワークへのアクセスは、緊急電話をかけるという限定された目的のた
めに及び／又はローカルエリア検索サービスを使用するために利用可能であり得る。
【０００８】
　一実施形態は、モバイル端末と第１のコアデータネットワークとの間の認証された通信
セッションをセットアップするステップを含む第１の方法を特徴とする。本方法は、第１
のコアデータネットワークにおいて、第２のデータネットワークとの認証されていない通
信セッションをセットアップするためにモバイル端末によって使用可能な補足アクセスデ
ータを取得するステップ、及び次いで、補足アクセスデータを第１のコアデータネットワ
ークからモバイル端末に送信するステップを含む。第２のデータネットワークはモバイル
端末からアクセス可能である。
【０００９】
　第１の方法の様々な実施形態では、第２のデータネットワークはアクセスネットワーク
又はコアデータネットワークである。
【００１０】
　第１の方法のいくつかの実施形態では、補足アクセスデータは、第２のデータネットワ
ークに関するデータ送信タイミング、データフレーム構造、セキュリティキー、及びデー
タ伝送プロトコルの１つ以上を識別する。
【００１１】
　第１の方法のいくつかの実施形態では、補足アクセスデータは第２のデータネットワー
クにアクセスするためのパラメータを含む。これらのパラメータはモバイル端末の領域内
の第１のデータネットワーク又は第２のデータネットワーク或いはそのアクセスネットワ
ークによってブロードキャストされる。
【００１２】
　他の実施形態は、モバイル端末において第１のコアデータネットワークから補足アクセ
スデータを受信するステップを含む第２の方法を特徴とする。補足アクセスデータは第２
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のデータネットワークとの認証されていない通信セッションのセットアップを可能にする
。本方法は、前記受信された補足アクセスデータを使用することによりモバイル端末と第
２のデータネットワークとの間の認証されていない通信セッションをセットアップするス
テップを含む。
【００１３】
　第２の方法の様々な実施形態では、第２のデータネットワークはアクセスネットワーク
又はコアデータネットワークである。
【００１４】
　第２の方法のいくつかの実施形態では、セットアップは受信ステップの後にモバイル端
末から第１のコアデータネットワークを介して第２のデータネットワークにデータを渡す
ことなく行われる。
【００１５】
　第２の方法のいくつかの実施形態では、認証されていない通信セッションは緊急通話を
含む。
【００１６】
　第２の方法のいくつかの実施形態では、セットアップステップは第２のデータネットワ
ークの第２の無線基地局又は有線アクセスノードを介して通信セッションを生成し、第１
のコアデータネットワークの別の第１の無線基地局又はアクセスノードから補足アクセス
データが受信される。
【００１７】
　第２の方法のいくつかの実施形態では、補足アクセスデータは、第２のデータネットワ
ークに関するデータ送信タイミング、データフレーム構造、セキュリティキー、及びデー
タ伝送プロトコルの１つ以上を識別する情報を含む。
【００１８】
　第２の方法のいくつかの実施形態では、補足アクセスデータは第２のデータネットワー
クにアクセスするためのパラメータを含む。これらのパラメータはモバイル端末の領域内
の第１のデータネットワーク又は第２のデータネットワーク或いはそのアクセスネットワ
ークによってブロードキャストされる。
【００１９】
　第１の方法及び第２の方法のいくつかの実施形態では、補足アクセスデータは第２のデ
ータネットワークを介してモバイル端末の物理的エリアのために緊急サービス通話又はロ
ケータサービス通信セッションをセットアップするための情報を含む。この情報は、Ｐ－
ＣＳＣＦの識別、Ｅ－ＣＳＣＦの識別、ＰＳＡＰの識別、緊急サービスルーティングプロ
キシの識別、及び緊急サービスルーティング番号の１つ以上を含んでよい。
【００２０】
　他の実施形態は第１のコアデータネットワークの一部分を含む第１の装置を特徴とする
。第１のコアデータネットワークの一部分は情報データベースサーバ及び認証サーバを有
する。第１のコアデータネットワークの一部分はまた、モバイル端末との認証された通信
セッションをセットアップし、第２のデータネットワークとの認証されていない通信セッ
ションをセットアップするために使用可能な補足アクセスデータを取得し、この補足アク
セスデータをモバイル端末にモバイル端末による使用のために送信するように構成される
。
【００２１】
　第１の装置の様々な実施形態では、第２のデータネットワークはコアデータネットワー
ク又はアクセスネットワークである。
【００２２】
　第１の装置のいくつかの実施形態では、補足アクセスデータは第２のデータネットワー
クにアクセスするためのパラメータを含む。これらのパラメータはモバイル端末の領域内
の第１のデータネットワーク又は第２のデータネットワーク或いはそのアクセスネットワ
ークによってブロードキャストされる。
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【００２３】
　第１の装置のいくつかの実施形態では、補足アクセスデータは、第２のデータネットワ
ークに関するデータ送信タイミング、データフレーム構造、セキュリティキー、及びデー
タ伝送プロトコルの１つ以上を識別する情報を含む。
【００２４】
　他の実施形態は、第１のコアデータネットワークとの認証された通信セッションをセッ
トアップし、前記セッション中に補足アクセスデータを受信するように構成されたモバイ
ル端末を含む第２の装置を特徴とする。モバイル端末は、第２のデータネットワークとの
認証されていない通信セッションをセットアップするために前記補足アクセスデータを使
用するように構成される。
【００２５】
　第２の装置の様々な実施形態では、第２のデータネットワークはコアデータネットワー
ク又はアクセスネットワークである。
【００２６】
　第２の装置のいくつかの実施形態では、補足アクセスデータは第２のデータネットワー
クに関するアクセスパラメータを含む。これらのアクセスパラメータは第１のデータネッ
トワーク又は第２のデータネットワークのアクセスノードからブロードキャストされる。
【００２７】
　第１の装置及び第２の装置のいくつかの実施形態では、補足アクセスデータは、第２の
データネットワークを介してモバイル端末の物理的エリアのために緊急サービス通話セッ
ション又はロケータサービス通信セッションをセットアップするための情報を含む。
【００２８】
　第２の装置のいくつかの実施形態では、補足アクセスデータは、第２のデータネットワ
ークに関するデータ送信タイミング、データフレーム構造、セキュリティキー、及びデー
タ伝送プロトコルの１つ以上を識別する情報を含む。
【００２９】
　第２の装置のいくつかの実施形態では、モバイル端末は、第１のコアデータネットワー
クとの認証された通信セッションにおいて使用される通信プロトコルとは異なる通信プロ
トコルを介して第２のデータネットワークにアクセスするために補足アクセスデータを使
用するように構成される。
【図面の簡単な説明】
【００３０】
【図１】本明細書に記載の装置及び方法のいくつかの実施形態が動作する例示的な複数の
ネットワーク環境を例示する図である。
【図１Ａ】１つのデータネットワークとの認証されていない通信セッションを別のデータ
ネットワークによって提供された補足アクセスデータに基づいてセットアップするために
ユーザがモバイル端末を使用することができる様々な環境を例示する図である。
【図１Ｂ】１つのデータネットワークとの認証されていない通信セッションを別のデータ
ネットワークによって提供された補足アクセスデータに基づいてセットアップするために
ユーザがモバイル端末を使用することができる様々な環境を例示する図である。
【図１Ｃ】１つのデータネットワークとの認証されていない通信セッションを別のデータ
ネットワークによって提供された補足アクセスデータに基づいてセットアップするために
ユーザがモバイル端末を使用することができる様々な環境を例示する図である。
【図２】モバイル端末のユーザが第２のデータネットワークにアクセスすることができる
ようにするために第１のコアデータネットワークからモバイル端末に補足アクセスデータ
を提供するための方法を例示する流れ図である。
【図３】ユーザのモバイル端末が、例えば図２の方法に従って動作している別のデータネ
ットワークから受信された補足アクセスデータを使用することにより、データネットワー
クへの認証されていないアクセスをするための方法を例示する流れ図である。
【発明を実施するための形態】
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【００３１】
　これらの図のいくつかでは、いくつかの特徴の相対的寸法はそこに示されている構造を
より明瞭に例示するために誇張されていることがある。
【００３２】
　これらの図及び「発明を実施するための形態」はいくつかの実施形態を説明しているが
、本発明は他の形態を有してよく、これらの図及び「発明を実施するための形態」におい
て説明されている形態に限定されない。
【００３３】
　Ｐ．Ｆｅｄｅｒ及びＡ．Ｒａｊｋｕｍａｒによって２００８年１月１６日に出願された
米国仮特許出願第６１／０１１，４８２号が参照によりその全体が本明細書に組み込まれ
ている。
【００３４】
　データネットワークは通常、ユーザの端末との通信セッションのセットアップを認可す
る前にユーザの認証を必要とするが、本明細書におけるデータネットワークの様々な実施
形態は、データネットワークとユーザの端末との間のいくつかのタイプの認証されていな
い通信セッションをセットアップすることを可能にする。
【００３５】
　本明細書では、認証されていない通信セッションは（Ａ）データネットワークがユーザ
の端末の資格情報を認証及び認可することなく、又は（Ｂ）データネットワークがユーザ
の端末を認可することを拒否した後に、データネットワークとユーザの端末との間でセッ
トアップされる通信セッションを指す。ユーザの端末の資格情報の例には、認証キー（１
つ以上）、ＳＩＭ（加入者識別モジュール）及び／又はＵＳＩＭ（ユニバーサルＳＩＭ）
カード資格情報及び／又はパスワード（１つ以上）などがあり得る。上記の場合Ａでは、
ユーザの端末がデータネットワークとの通信セッションのセットアップを要求したときに
データネットワークに資格情報を提示しなかったので、又はユーザの端末が迅速なネット
ワークアクセスを可能にするために有効でないユーザ資格情報を提示したために、認証が
ない可能性がある。
【００３６】
　本明細書では、認可するステップは、ユーザのビリング又はアカウントステータス、ユ
ーザのアクセス優先レベル、及び／又はユーザの特定のサービスの認可を検証するステッ
プをさらに含んでよい。様々な実施形態では、そのような認可ステップは、認証されてい
ないデータ通信セッション又は音声通信セッションの開始の前に実行されてもされなくて
もよい。
【００３７】
　図１は、本明細書に記載の装置及び方法のいくつかの実施形態の例示的な物理的環境１
０を概略的に例示する。物理的環境１０では、ユーザのモバイル端末１２、例えば、パー
ソナルコンピュータ（ＰＣ）、ポータブルデータアクセス（ＰＤＡ）デバイス、又はセル
ラハンドセットは、第１のローカルアクセス領域１４を介して第１のコアデータネットワ
ークに接続し、第２のデータネットワークの第２のローカルアクセス領域１６内に位置し
ている。第２のデータネットワークはコアデータネットワークかアクセスネットワークか
どちらかでもよい。例えば、ユーザのモバイル端末１２は第１のデータネットワーク及び
第２のデータネットワークが両方ともアクセス可能なオーバラップ領域８にあってよい。
オーバラップ領域８は、例えば、両方のデータネットワークのためのローカルアクセス領
域１４、１６の物理的オーバラップでよい。代替として、オーバラップ領域８は、ユーザ
のモバイル端末１２が第１のコアデータネットワーク、例えばＤＳＬ又はケーブルアクセ
スを使用する第１のアクセス領域１４に有線接続され、第２のデータネットワークのため
のアクセス領域１６の無線アクセスエリア内に物理的に位置している環境でよい。
【００３８】
　本明細書では、データネットワークは、例えばデータ通信及び／又は音声通信のための
データのデジタルデータ送受信を介してユーザのモバイル端末と通信するネットワークで
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ある。
【００３９】
　本明細書では、アクセスネットワークは、加入者又はユーザを別のデータネットワーク
、例えばコアデータネットワークに接続するデータネットワークである。
【００４０】
　本明細書では、コアデータネットワークは、ユーザ及び／又は加入者にサービスを提供
するように構成されたデータネットワークの中心部である。コアデータネットワークは、
例えば、様々なサービスを提供するテレコムによって所有されてよい。コアデータネット
ワークへの接続はアクセスノード及び／又はアクセスネットワークを介して行われること
が可能である。
【００４１】
　第１のコアデータネットワークに関して、ユーザのモバイル端末１２は、認証されたデ
ータ接続又はそれとのデータ通信セッションをセットアップするために情報の交換を行っ
た。この交換は、例えば、ユーザのモバイル端末１２と第１のコアデータネットワークと
の間で、即ち第１のコアデータネットワークのための適切なローカル無線基地局又は有線
アクセスノード１８を介して、１つ以上の認証キー、１つ以上のパスワード、及び場合に
よってはユーザアカウンティングデータをやりとりするステップを含んでよい。しばしば
、セットアップは、ユーザのモバイル端末１２とローカル無線基地局又は有線アクセスノ
ード１８との間の情報の送信、及び第１のデータネットワークの遠くのデータサーバ２０
、例えば標準的な認証、認可及びアカウンティング（ＡＡＡ）データサーバよる送信され
た情報の処理を必要とする。
【００４２】
　第１のコアデータネットワークとの接続又は通信セッションのセットアップは、ユーザ
のモバイル端末１２によるセットアップの開始前にセットアップ情報及び／又は送信情報
の受信を必要とすることがある。例えば、無線基地局又は有線アクセスノード１８は、関
係のあるセットアップ情報又はアクセス情報を、例えば無線パイロットビームで一定の間
隔をおいて第１のアクセス領域１４にブロードキャストすることができる。
【００４３】
　第２のデータネットワーク、即ちコアデータネットワーク又はアクセスデータネットワ
ークとの普通の接続又は通信セッションを確立するために、ユーザのモバイル端末１２は
通常、第２のデータネットワークのための適切なローカル無線基地局又は有線アクセスノ
ード２２を介して第２のセットアッププロセスを実行するはずである。そのような第２の
セットアッププロセスは通常、認証、認可及び／又はユーザアカウンティングデータを交
換すること、例えば、認証キー（１つ以上）及び／又はパスワード（１つ以上）の交換を
必要とするはずである。第２のセットアッププロセスの間中、第２のデータネットワーク
のローカル無線基地局又は有線アクセスノード２２は、ユーザのモバイル端末１２を認証
及び認可するために、その遠くのデータサーバ２４、例えば第２のデータネットワークの
ＡＡＡデータサーバと対話することができる。ユーザのモバイル端末１２は、第２のセッ
トアッププロセスを実行する前に、第２のデータネットワークのための無線基地局又は有
線アクセスノード２２によってブロードキャストされるセットアップ情報及び／又は送信
情報を必要とする可能性がある。例えば、そのような情報は、例えばパイロットビームに
よって一定の間隔をおいて送信されてよい。第２のデータネットワークとの接続又は通信
セッションをセットアップすることはまた、第１のコアデータネットワークとの通信セッ
ションのために使用されるプロトコルとは異なるプロトコルを使用することを必要とする
可能性がある。
【００４４】
　様々な状況で、ユーザのモバイル端末１２は第１のコアデータネットワークとの普通の
通信セッションをセットアップすることができる可能性があるが、ユーザのモバイル端末
１２と第２のデータネットワークとの間の普通の通信セッションをセットアップすること
は望ましくないか又は不可能である可能性がある。例えば、ユーザのモバイル端末１２と
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第２のデータネットワークとの間の認証された通信セッションのための普通のセットアッ
ププロセスは、例えば、５、１０、２０、又は３０秒より多くの時間を必要とし、時間が
かかりすぎる可能性がある。或いは、ユーザ及び／又はユーザのモバイル端末１２は、例
えば、ユーザ又はユーザのモバイル端末が第２のデータネットワークのためのアクセスア
カウント又は有効な認可を有しないので、第２のデータネットワークとの普通の認証され
た通信セッションをセットアップすることができない可能性がある。
【００４５】
　それにもかかわらず、ユーザは依然として、限定された範囲の通信セッションを確立す
るために第２のデータネットワークに迅速に接続したいと思うことがある。例えば、ユー
ザは、予期せぬ出来事又は緊急事態に対処するために、或いは第２のデータネットワーク
からは利用できて第１のコアデータネットワークからは利用できないローカルサービスを
取得するために、第２のデータネットワークと限定された通信セッションを確立したいと
思うことがある。そのような予期せぬ出来事の例には、第１のコアデータネットワークの
無線基地局又は有線アクセスノード１８が一時的に利用できなくなることや、ユーザが緊
急電話をかけたいと思う緊急状況などがあり得る。そのようなローカルサービスの例には
、ユーザのローカルエリアのための地理的ローカル検索サービスなどがある。地理的ロー
カル検索サービスには、ユーザのローカルエリア内のレストラン又は企業施設を見つける
ためのサービス、例えば、ローカルサービス提供者からの広告料金によって資金が調達さ
れることが可能なサービスなどがあり得る。そのような緊急サービス及びローカルサービ
スは、ユーザのモバイル端末が第２のデータネットワークのためのアクセス領域１６内で
ローミングしている場合、又は第１のコアデータネットワークがユーザの所在位置に対し
てそのようなサービスを提供していない場合に有用であり得る。
【００４６】
　ユーザのモバイル端末１２からのそのような限定されたアクセスを可能にするために、
図１の第１のコアデータネットワークは、方法３０の諸ステップを自動的に実行するよう
に構成されることが可能である。方法３０の実施の結果として、ユーザのモバイル端末１
２は、即ち認証されていないユーザとして、第２のデータネットワークとの限定された接
続又は通信セッションのセットアップを生じさせることができる。そのような限定された
接続又は通信セッションのセットアップは、第２のデータネットワーク又はそのためのい
かなるアクセスネットワークともの普通の認証された接続又は通信セッションをセットア
ップするための全てのステップを実行することを含むわけではない。その理由のために、
いくつかの実施形態は、モバイル端末と第２のコアデータネットワークとの間の認証され
た接続又は通信セッションをセットアップするための時間より迅速にそのような限定され
た接続又は通信セッションのセットアップを生じさせることができる可能性がある。
【００４７】
　図２を参照すると、方法３０は、ユーザのモバイル端末、例えばＰＣ、ＰＤＡデバイス
、セルラハンドセット、又は図１に示されているような別のユーザモバイル端末１２と第
１のコアデータネットワークとの間の通信セッションをセットアップするステップを含む
（ステップ３２）。この通信セッションは、例えば認証されたデータ通信セッションでよ
い。セットアップステップ３２は、ユーザのモバイル端末と第１のコアデータネットワー
クとの間の普通の通信セッションを確立する。第１のコアデータネットワークは、例えば
ユーザのホームコアデータネットワークでよく、ユーザのモバイル端末は、ホームコアデ
ータネットワークのためのアクセス領域内にあってもよく、又は別のデータネットワーク
のためのアクセス領域内でローミングしていてもよい。
【００４８】
　方法３０は、１つ以上の第２のデータネットワークとの認証されていない通信セッショ
ン、例えば限定された目的のための通信セッションをセットアップするためにユーザのモ
バイル端末が使用することができる補足アクセスデータを第１のコアデータネットワーク
において取得する又は受信するステップを含む（ステップ３４）。各第２のデータネット
ワークはユーザのモバイル端末から物理的にアクセス可能なアクセスノード又はアクセス
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ネットワークを有する。各第２のデータネットワークはコアデータネットワーク又はアク
セスネットワークである。第１のコアデータネットワークは、ユーザデータを使用して、
適切なセットの第２のデータネットワーク、例えばユーザのモバイル端末からローカルに
アクセス可能な第２のデータネットワーク、又は特定のユーザが望む可能性のある追加の
ローカルサービスを提供する第２のデータネットワークを識別することができる。ユーザ
データは、ユーザのモバイル端末の物理的所在位置についての受信された情報、及び／或
いはユーザのモバイル端末の形態、例えばユーザのモバイル端末がＣＤＭＡ、ＧＰＳ、又
はＷＩＦＩタイプ通信用にイネーブルにされているかどうかについての格納されている情
報を含んでよい。補足アクセスデータは、ユーザのモバイル端末から利用可能な第２のデ
ータネットワーク及びそれへのいかなるアクセスネットワークともの通信セッションのた
めの送信周波数又は搬送波、限定されたアクセスキー、認められたプロトコル、セキュリ
ティキー、データ送信タイミング情報、及び／或いはデータフレーム構造を識別すること
ができる。
【００４９】
　補足アクセスデータの一部分はユーザのモバイル端末からすでに直接利用可能でよい。
例えば、補足アクセスデータの前記一部分は、第２のコアデータネットワークのためのア
クセス装置によって、例えば定期的に再送信されるパイロットビームを介してブロードキ
ャストされることが可能である。しかし、補足アクセスデータのようなデータの受信によ
って、ユーザのモバイル端末が第２のデータネットワークの１つ以上との通信セッション
を開始する前にそのようなデータの再ブロードキャストを待つ必要がなくなる。
【００５０】
　方法３０は、１つ以上の第２のデータネットワークにアクセスするための補足アクセス
データを第１のコアデータネットワークからユーザのモバイル端末に送信するステップを
含む（ステップ３６）。ユーザのモバイル端末へのアクセスデータの送信は、第１のコア
データネットワークによって、例えばそれとの通信セッションの確立中に一定の間隔をお
いて自動的に行われてもよく、及び／又はユーザのモバイル端末による補足アクセスデー
タの後での要求に応答して行われてもよい。
【００５１】
　補足アクセスデータは、ユーザが自分のモバイル端末との第２のデータネットワークの
１つ以上への認証されていない限定されたアクセスを行うことができるようにする。
【００５２】
　例えば、送信された補足アクセスデータは、ユーザが第２のデータネットワークの１つ
との限定された通信セッションをより迅速にセットアップすることも、ユーザが他の方法
ではアクセスすることを認可されないであろう第２のデータネットワークの１つとのその
ような通信セッションをセットアップすることもどちらも可能にすることができる。いく
つかの実施形態では、第２のデータネットワーク（１つ以上）とのデータ通信セッション
はそれらのネットワークのいずれかのＡＡＡデータサーバとも対話することなくユーザの
モバイル端末によってセットアップされることが可能である。
【００５３】
　方法３０のいくつかの実施形態では、送信されたデータは、ユーザのモバイル端末がユ
ーザのモバイル端末の物理的所在位置の近くのアクセスノードを介してブロードキャスト
されたアクセスパラメータを受信する前に少なくとも第２のデータネットワークの１つに
アクセスすることができるようにする。
【００５４】
　方法３０のいくつかの実施形態では、補足アクセスデータは、ユーザがユーザのモバイ
ル端末の現在の所在位置のための緊急サービスを取得するために第２のデータネットワー
クの１つ以上にアクセスすることができるようにする。いくつかのそのような実施形態で
は、補足アクセスデータは、プロキシ通話セッション制御機能（Ｐ－ＣＳＣＦ）の識別、
緊急サービスＣＳＣＦ（Ｅ－ＣＳＣＦ）の識別、公共安全応答ポイント（ＰＳＡＰ）の識
別、緊急サービスルーティングプロキシ、及び／又はユーザのモバイル端末がそれらから
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緊急サービスを取得するために第２のデータネットワークの１つ以上にローカルにアクセ
スするために使用することができる緊急サービスルーティング番号などの情報を含んでよ
い。補足アクセスデータにそのような情報を含むことは、ＩＰマルチメディアサブシステ
ム（ＩＭＳ）又はセッション開始プロトコル（ＳＩＰ）システム或いはモバイル端末自体
が第２のデータネットワークにおいてユーザのモバイル端末のために緊急通話セッション
をセットアップするときにＰ－ＣＳＣＦ、Ｅ－ＣＳＣＦ、ＰＳＡＰ、緊急サービスルーテ
ィングプロキシ、及び／又は緊急サービスルーティング番号について問い合わせる必要を
なくすことができる。
【００５５】
　図３は、ユーザが自分のモバイル端末と第２のデータネットワーク即ちコアデータネッ
トワーク又はアクセスネットワークとの間の認証されていない通信セッションをセットア
ップする方法４０を例示する。モバイル端末は、例えばＰＣ、ＰＤＡデバイス、セルラハ
ンドセット、又は図１に示されているような別のユーザモバイル端末１２でよい。
【００５６】
　方法４０は、ユーザのモバイル端末において第１のコアデータネットワークから、例え
ば図２の方法４０の（ステップ４２）によって補足アクセスデータを受信するステップを
含む。受信ステップの間中、ユーザのモバイル端末は第１のコアデータネットワークとの
通信セッション、例えば認証されたデータ通信セッションにある。補足アクセスデータは
、ユーザのモバイル端末が別の第２のデータネットワーク、即ちコアデータネットワーク
又はアクセスネットワークとの間の認証されていない通信セッションをセットアップする
ことができるようにする。
【００５７】
　補足アクセスデータは、例えば、第２のデータネットワークに関するデータ送信タイミ
ング、データフレーム構造、及び／又はデータ伝送プロトコルの識別についての情報を含
んでよい。
【００５８】
　補足アクセスデータは、ユーザのモバイル端末が第２のデータネットワークの無線又は
有線アクセスノード或いはネットワークによって定期的にブロードキャストされるアクセ
スパラメータを受信しなくても、即ち、たとえそのようなブロードキャストが定期的に行
われても、第２のデータネットワークにアクセスすることができるようにすることができ
る。セットアップはそのようなアクセスパラメータのブロードキャストをおそらく待つ必
要がないので、ユーザのモバイル端末と第２のデータネットワークとの間の通信セッショ
ンのより迅速なセットアップが可能であり得る。
【００５９】
　方法４０はまた、ユーザに、受信された補足アクセスデータを使用して第２のデータネ
ットワークとの認証されていない通信セッションをセットアップするために自分のモバイ
ル端末を操作させるステップを含む（ステップ４４）。ユーザのモバイル端末は、モバイ
ル端末の物理的アクセス領域内に位置しているアクセスノード又はアクセスネットワーク
を介して第２のデータネットワークとの認証されていない通信セッションをセットアップ
する。
【００６０】
　ユーザは、予期せぬ出来事に対応してセットアップステップ４４を実行することができ
る。例えば、認証されていない通信セッションは、緊急サービスセンタ、例えば９１１サ
ービスセンタ又はＰＳＡＰとの音声通信でもよく、ユーザに第２のデータネットワークの
別の限定されたサービス、例えば第１のコアデータネットワークへのアクセスが突然利用
不可能になったことに対応する又はそれを補償するサービスを提供するデータ通信セッシ
ョンでもよい。
【００６１】
　方法４０のいくつかの実施形態では、補足アクセスデータはユーザのモバイル端末の物
理的エリア内で緊急サービス通話をセットアップするための情報を含む。そのような情報
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はＰ－ＣＳＣＦを識別し、Ｅ－ＣＳＣＦを識別し、ＰＳＡＰを識別し、緊急サービスルー
ティングプロキシを提供し、且つ／又は、ユーザのモバイル端末が、例えばＩＭＳ又はＳ
ＩＰシステムを介して第２のデータネットワークとのそのような緊急サービス通話をセッ
トアップするために使用することができる緊急サービスルーティング番号を提供すること
ができる。
【００６２】
　本明細書に記載の様々な方法、例えば方法３０及び４０は、前記方法の諸ステップを実
行するための命令の実行可能プログラムを用いてプログラムされた従来のデジタルコンピ
ュータ又はプロセッサによって実施されることが可能である。そのようなプログラムの命
令は、デジタルデータプロセッサが図２～３の上記の方法３０、４０の１つ以上のものの
諸ステップの１つ、複数、又は全てを実行することができるようにするために、デジタル
データ記憶媒体、例えば磁気ディスク又は光ディスク、ＲＡＭメモリ、磁気ハードディス
ク、フラッシュメモリ、及び／又はＲＯＭメモリ上で機械実行可能な形式でエンコードさ
れることが可能である。
【００６３】
　図１Ａ、１Ｂ、及び１Ｃは、ユーザのモバイル端末１２、ホームコアデータネットワー
ク４２、及び１つ以上の訪問先コアデータネットワーク４４、４４’の間の様々な接続構
成１０Ａ、１０Ｂ、１０Ｃを例示する。接続構成１０Ａ、１０Ｂでは、ユーザのモバイル
端末１２は、１つ以上の関連するアクセスネットワーク４６、４６’を介して１つ以上の
訪問先コアデータネットワーク４４、４４’及びそのホームコアデータネットワーク４２
にアクセスすることができる。ホームコアデータネットワーク４２はそれ自体の情報デー
タベースサーバ（１つ以上）４８及び認証、認可及びアカウンティング（ＡＡＡ）データ
サーバ５０を有する。１つ以上の訪問先コアデータネットワーク４４、４４’はそれら自
体の情報データベースサーバ（１つ以上）５２、５２’及びＡＡＡデータサーバ（１つ以
上）５３、５３’を有する。ホームコアデータネットワーク４２は１つ以上のデータ通信
リンク５４、５４’によって訪問先コアデータネットワーク４４、４４’に接続する。
【００６４】
　図１Ａの接続構成１０Ａでは、ユーザのモバイル端末１２は、それぞれ別のアクセスネ
ットワーク４６、４６’を介して訪問先コアデータネットワーク及びホームコアデータネ
ットワークにアクセスする。２つのアクセスネットワーク４６、４６’は、同じタイプの
アクセス技術又はそれぞれ別のタイプのアクセス技術、例えば有線技術対無線技術、或い
はＷＩＦＩ技術対ＧＳＭ又はＣＤＭＡセルラ技術をサポートすることができる。それぞれ
別のアクセス技術の場合、ユーザのモバイル端末１２は、それぞれ別のアクセス技術をサ
ポートするデュアルモード端末である。
【００６５】
　図１Ｂの接続構成１０Ｂでは、ユーザのモバイル端末１２は同じアクセスネットワーク
４６を介して訪問先コアデータネットワーク４４及びホームコアデータネットワーク４２
にアクセスする。この場合、ホームコアデータネットワーク４２とユーザのモバイル端末
１２との間のデータ通信セッション又は音声通信セッションは、例えば携帯電話ローミン
グの場合と同様に、アクセスネットワーク４６及び訪問先データネットワーク４４を介し
てサポートされることが可能である。代替として、そのような通信セッションはアクセス
ネットワーク４６及びホームコアデータネットワーク４２への直接通信リンク５６によっ
てサポートされることが可能である。
【００６６】
　図１Ｃの接続構成１０Ｃでは、ユーザのモバイル端末１２はホームコアデータネットワ
ーク４２及びその関連するアクセスネットワーク４６、４６’を介して訪問先コアデータ
ネットワーク４４、４４’の１つ又はどちらかにアクセスすることができる。この場合、
ホームコアデータネットワーク４２とユーザのモバイル端末１２との間のデータ通信セッ
ション又は音声通信セッションは、例えば携帯電話ローミングの場合と同様に、前記アク
セスネットワーク４６、４６’の１つ又はどちらか及び訪問先データネットワーク４４、
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４４’のどちらかを介してサポートされることが可能である。代替として、そのような通
信セッションは、アクセスネットワーク４６、４６’、及びホームコアデータネットワー
ク４２への関連する直接通信リンク（１つ以上）５６、５６’の１つ又はどちらかによっ
てサポートされることが可能である。
【００６７】
　接続構成１０Ｃでは、補足アクセスデータは、ユーザのモバイル端末１２が訪問先コア
データネットワーク４４、４４’のどちらか及びその関連するアクセスネットワーク４６
、４６’の１つとの認証されていない通信セッションをセットアップすることができるよ
うにすることができる。ユーザは、２つのそれぞれ別の訪問先コアデータネットワーク４
４、４４’によって提供されるそれぞれ異なる情報サービス、サービスの品質、及び／又
はサービスのコストに基づいて、自分のモバイル端末１２を用いて２つの訪問先コアデー
タネットワーク４４、４４’のどちらにアクセスするかを選択することができる。例えば
、訪問先コアデータネットワーク４４の１つは緊急サービスを提供することが可能であり
、訪問先コアデータネットワーク４４’の他方はロケータサービスを提供することが可能
なので、その結果、ユーザはそれぞれ異なるサービスのために訪問先コアデータネットワ
ーク４４、４４’のそれぞれ別の１つを選択しなければならない。
【００６８】
　接続構成１０Ａ、１０Ｂ、１０Ｃでは、ユーザのモバイル端末１２は、例えば図３の方
法４０を実施することにより、そのホームコアデータネットワーク４２との認証されたデ
ータ通信セッション、及び１つ以上の訪問先コアデータネットワーク４４、４４’との認
証されていないデータ通信セッション又は音声通信セッションをセットアップすることが
できる。
【００６９】
　接続構成１０Ａ、１０Ｂ、１０Ｃでは、ホームコアデータネットワーク４２は、例えば
補足アクセスデータをユーザのモバイル端末１２に提供するために図２の方法３０を実施
する。補足アクセスデータは、ユーザのモバイル端末１２が１つ以上の訪問先データネッ
トワーク４４、４４’との認証されていないデータ通信セッション又は音声通信セッショ
ンをセットアップすることができるようにする。
【００７０】
　構成１０Ａでは、ユーザのモバイル端末１２は、例えば同時にでも、２つのそれぞれ別
のタイプのアクセスネットワーク４６、４６’に接続することができる可能性がある。ユ
ーザのモバイル端末１２のそのようなマルチアクセスモードの実施形態は、１つのアクセ
ス技術に基づいて訪問先データネットワーク４４’　の１つ及びその関連するアクセスネ
ットワーク４６’にアクセスする際の使用のために、並びに別のアクセス技術に基づいて
訪問先データネットワーク４４の他方及びそれに関連するアクセスネットワーク４６にア
クセスする際の使用のために、補足アクセスデータをホームデータネットワーク４２に要
求してもよくそれから自動的に受信してもよい。
【００７１】
　図１Ａ～１Ｃの構成１０Ａ、１０Ｂ、１０Ｃでは、ユーザのモバイルデバイス１２はそ
れとの認証されていない通信セッションを介して１つ以上の訪問先コアデータネットワー
ク４４、４４’の情報データベースサーバの１つ以上からデータを取得することができる
。ユーザのモバイル端末１２は両方の訪問先コアデータネットワーク４４、４４’におい
て、例えばイベントサービス、コマンドサービス（ＣＳ）及び情報サービス（ＩＳ）にア
クセスすることができる。
【００７２】
　いくつかの実施形態では、補足アクセスデータは、１つ以上の訪問先コアデータネット
ワーク４４、４４’にアクセスするためのきわめて重要なパラメータをユーザのモバイル
端末１２に提供する。従って、１つ以上の訪問先コアデータネットワーク４４へのアクセ
スは、例えば関連するアクセスネットワーク４６、４６’がその関連する訪問先データネ
ットワーク４４、４４’にアクセスするための主要なパラメータをブロードキャストする
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では、そのような主要なアクセスデータは、ＷｉＭＡＸで非常に長い間隔で、例えば約１
０秒間隔でブロードキャストされるだけである。そのようなブロードキャストを待つので
はなく、ユーザのモバイル端末１２は、ホームデータネットワーク４２から受信される補
足アクセスデータから前記主要パラメータの値を受信することができる。緊急通話では、
そのような迅速なアクセス方式はきわめて有益であり得る。
【００７３】
　訪問先データネットワーク４４、４４’の１つが通信セッションをセットアップするた
めにＩＭＳベース又はＳＩＰベースのシステムを使用する場合は、ローカルの関連するア
クセスネットワーク４６、４６’は、ユーザのモバイル端末１２との通信セッションをセ
ットアップするために適切なＰ－ＣＳＣＦ、Ｅ－ＣＳＣＦ、ＰＳＡＰ、及び／又は緊急サ
ービスルーティング番号（ＥＳＲＮ）を見つける必要があるはずである。ローミング中は
、ユーザのモバイル端末１２は通常、１つ以上の訪問先データネットワーク４４、４４’
からそのような情報を利用することができず、通常、ローカルＰＳＡＰを見つけるために
１つ以上の訪問先データネットワーク４４、４４’において照会を生成することができな
い。その理由のために、ホームデータネットワーク４２は、ユーザのモバイル端末１２の
地理的所在位置に関係する及びそれに基づくそのような情報を有する補足アクセスデータ
を提供することができる。
【００７４】
　そのような訪問先データネットワーク４４、４４’において緊急通話をセットアップす
るために、ユーザのモバイル端末は、受信された補足アクセスデータに基づいて関係のあ
るＩＭＳ又はＳＩＰベースのシステム及び緊急通話関連情報を使用するか或いはアクセス
ネットワーク４６、４６’及び／又はその関連する訪問先データネットワーク４４、４４
’に提供する。従って、そのような訪問先コアデータネットワーク４４、４４’における
緊急通話セッションのセットアップは、ＩＭＳ又はＳＩＰシステム或いはモバイル端末自
体が上記情報のための発見ステップを実行することなく行われることが可能である。即ち
、そのような緊急通話セッションのセットアップは、Ｐ－ＣＳＣＦ、Ｅ－ＣＳＣＦ、ＰＳ
ＡＰ、緊急サービスルーティングプロキシ、及び／又は緊急サービスルーティング番号を
見つけるための照会をすることなく行われることが可能である。
【００７５】
　図１及び１Ａ～１Ｃの構成１０、１０Ａ～１０Ｃの様々な実施形態では、第２のコアデ
ータネットワーク（１つ以上）との認証されていない通信セッションのセットアップは、
ＳＩＰ又はＳＩＰのようなプロトコルによってサポートされることが可能であり、訪問先
データネットワークにおいて認証されていない接続を行うために必要とされる情報は、例
えば、拡張可能マークアップ言語（ＸＭＬ）形式、又はタイプ、長さ、値（ＴＬＶ）形式
で表されることが可能である。
【００７６】
　本発明は本明細書、図面、及び特許請求の範囲を参照すれば当業者には明らかであろう
他の実施形態を含むものとする。
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