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Beschreibung
Technisches Gebiet

[0001] Die vorliegende Erfindung betrifft Systeme
zum Entriegeln von gesicherten Bereichen und ins-
besondere Systeme zum Entriegeln von gesicherten
Bereichen und sicheren kontrollierten Eingdngen un-
ter Verwendung von funkferngesteuerten Vorrichtun-
gen gemal dem Oberbegriff der unabhangigen An-
spriche 1 und 20. Solche Anordnungen und Verfah-
ren sind z. B. aus US-A-4 616 444 oder US-A-4 667
440 bekannt.

Hintergrund und Aufgaben der Erfindung

[0002] Es existieren bereits verschiedene Systeme
zum Fernoéffnen von Toren unter Verwendung von
verschiedenen funkgesteuerten Vorrichtungen. Bei-
spiele hierfir finden sich im US-Patent Nr. 4,616,444
von Taylor und US-Patent Nr. 4,667,440 von Grace,
Sr. Leider sind diese Systeme hinsichtlich samtlicher
von der vorliegenden Erfindung angesprochenen Si-
cherheitsaspekte sehr begrenzt einsetzbar, da diese
patentierten Vorrichtungen keine Sicherheitsmerk-
male bezlglich der eigentlichen funkgesteuerten
Operation ihrer Tor6ffnungssysteme aufweisen. Viel-
mehr ist in den Patenten von Taylor und Grace ein-
fach nur offenbart, dass eine bestehende Form von
Funksendern, wahrscheinlich kodierte Signale, ver-
wendet werden kann, um Toréffnungssysteme zu ak-
tivieren. Diese Systeme sind daher nicht geeignet,
die bestehenden Probleme von Notfallpersonal zu 16-
sen, das ein schnelles Offnen von privat gesicherten
Wohnsitzen und privat gesicherten Wohnanlagen
wunscht.

[0003] Privat gesicherte Wohnanlagen, privat gesi-
cherte Wohnsitze, sichere kontrollierte Eingange, be-
schrankt zugangliche Regierungsbereiche, Garagen-
tore und Sicherheitsschliésser und andere Bereiche,
die beschrankt zuganglich oder gesichert sind, bieten
Sicherheit gegen mogliche Eindringlinge, haben je-
doch den Nachteil, dass Notfallpersonal, wie z. B. Po-
lizei, Feuerwehr und Ambulanz, daran gehindert
wird, so schnell in den gesicherten Bereich zu gelan-
gen, wie es in Notfallsituationen erforderlich ist. Der
Grund hierfur ist, dass Sicherheitstore oder andere
Strukturen derart ausgefihrt sind, dass ein Benutzer
Schlissel bei sich fuhren oder Zugangscodes ken-
nen muss oder einen Sender bei sich fuhren muss,
der einen Personen-Zugangscode erzeugt, um sol-
che sichere Strukturen zu 6ffnen. Folglich bietet das
Betreten eines solchen gesicherten oder beschrankt
zuganglichen Bereichs betrachtliche Probleme fir
Notfallpersonal, das versucht, sich rasch durch einen
solchen gesicherten Bereich zu bewegen oder auf
Rufe aus einem solchen gesicherten Bereich zu rea-
gieren oder versucht, einen beschrankt zuganglichen
Bereich zu 6ffnen. Bendtigt wird stattdessen ein Sys-

tem, bei dem die Sicherheitsstrukturen effektive
Sperren gegen unautorisierte Personen sind und das
es dennoch Notfallpersonal ermdglicht, diese Berei-
che schnell und einfach zu betreten. Es ist daher eine
Aufgabe der vorliegenden Erfindung, ein ferngesteu-
ertes System bereitzustellen, das es Notfallpersonal
oder bestimmtem autorisierten Hilfspersonal ermdg-
licht, beschrankt zugangliche Bereiche, wie z. B. pri-
vat gesicherte Wohnsitze und Wohnanlagen, schnell
und einfach zu betreten und kontrollierte Eingange
ohne Schlissel, Kenntnis von Zugangscodes oder
den kodierten Sender des Besitzers fiir jedes verrie-
gelte Tor oder eine andere Sicherheitsstruktur zu si-
chern.

[0004] Eine weitere wichtige Uberlegung hinsicht-
lich der Ausfliihrung liegt darin, dass das gewlinschte
Toréffnungssystem derart ausgeflhrt sein muss,
dass nur berechtigtes Notfallpersonal oder autorisier-
tes Hilfspersonal in der Lage ist, das System zu be-
dienen. Wenn dies nicht der Fall ware und andere Pri-
vatpersonen in der Lage waren, das System zu be-
dienen, manipulieren oder aufzubrechen, ware der
Sicherheitszweck der Sicherheitsstruktur hinfallig, da
diese Struktur leicht von unautorisierten Personen zu
offnen ware. Daher darf das erfindungsgemafie Sys-
tem von keinem anderen als berechtigtem Notfall-
und autorisiertem Hilfspersonal bedienbar sein.

[0005] Bei hoheren Sicherheitsstufen kann es win-
schenswert sein, den Zugang zu einer speziellen ver-
riegelten Struktur nur auf bestimmtes vorautorisiertes
Hilfspersonal innerhalb oder sogar auf3erhalb einer
speziellen Notfallinstitution zu beschranken. Anders
gesagt kann es wiinschenswert sein, dass nicht
samtliche Personen in einer speziellen Notfallinstitu-
tion die gleiche Zugangsberechtigung zu einer spezi-
ellen verriegelten Struktur haben. Eine weitere Auf-
gabe liegt daher darin, dass das erfindungsgemafie
System in der Lage ist, als Voraussetzung zum Akti-
vieren des Entriegelungssystems die spezielle Per-
son zu identifizieren, die versucht, das erfindungsge-
male Entriegelungssystem zu aktivieren, und zu be-
stimmen, ob diese Person vorautorisiert ist, das Ent-
riegelungssystem zu aktivieren.

[0006] Obwohl die vorliegende Erfindung aus Si-
cherheitsgrinden, die nachstehend beschrieben
werden, primar fur das Personal von Notfallinstitutio-
nen vorgesehen ist, besteht eine weitere Aufgabe da-
rin, dass das erfindungsgemafe System ferner dazu
geeignet ist, von Hilfspersonal in anderen Institutio-
nen als den streng genommen als "Notfallinstitutio-
nen" bezeichneten aktiviert zu werden. Beispielswei-
se koénnen offentlichen Versorgungsinstitutionen, ein-
schliel3lich Gasgesellschaften, Telefongesellschaften
und selbst Reinigungsfirmen, selektiv berechtigt wer-
den, das erfindungsgemaRe System zu bedienen.
Wie nachstehend erlautert, unterliegt die Fahigkeit
des erfindungsgemafien Systems, anderem als Not-
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fall-Hilfspersonal selektiv Zugang zu verriegelten Si-
cherheitsstrukturen oder sicheren kontrollierten Ein-
gangen zu gewahren, jedoch der Kontrolle des Sys-
tembesitzers, so dass hohe Sicherheitsstufen jeder-
zeit aufrechterhalten werden kénnen.

[0007] Eine weitere Aufgabe liegt darin, als zusatz-
liche Sicherheit die Identitat der einzelnen das Entrie-
gelungssystem aktivierenden Personen fur kinftige
Referenz durch das Entriegelungssystem selbst zu
registrieren. Vorzugsweise wird eine Form von regis-
triertem "Aktivierungsprotokoll" erzeugt, um diejeni-
gen Personen, die das Entriegelungssystem aktiviert
haben, die Notfallinstitution, der sie angehéren, und
Datum und Uhrzeit, zu dem/der die Sicherheitsstruk-
tur entriegelt worden ist, zu registrieren.

[0008] Da Sicherheitsstrukturen, einschlieBlich der
Tore privat gesicherter Wohnanlagen, Wohnsitze, si-
cherer kontrollierter Eingange oder Sicherheits-
schlésser fiur Wohnsitze, Industriegebaude und an-
dere Sicherheitsstrukturen durch eine bestimmte
Form von Fernsteuervorrichtung in Notfall- oder an-
deren Fahrzeugen zu 6ffnen sind, kénnen solche
Strukturen leicht und rechtzeitig gedffnet werden,
ohne dass das Notfallpersonal aus den Fahrzeugen
aussteigen muss. Es ist daher eine Aufgabe der vor-
liegenden Erfindung vorzusehen, dass Notfallperso-
nal oder autorisiertes Hilfspersonal in der Lage ist, Si-
cherheitstore, Turen und andere verriegelte Einfrie-
dungen zu 6ffnen, ohne das Fahrzeug zu verlassen.

[0009] Bestehende ferngesteuerte Turéffnungsvor-
richtungen (wie z. B. Garagentordffner) sind typi-
scherweise derart ausgefliihrt, dass sie bei einer se-
lektierten Steuerfrequenz derart betrieben werden,
dass eine Tur oder ein Tor in Reaktion auf das Sen-
den eines kodierten Signals Uber die spezielle Fre-
quenz von einem Fernsteuersender mit einem be-
grenzten Bereich geoffnet wird. Bei solchen Vorrich-
tungen werden unterschiedliche kodierte Signale
zum Offnen unterschiedlicher Tiren oder Tore ver-
wendet. Dadurch, dass der Bereich der Sender ein-
fach durch ihre relativ geringe Leistung und dadurch,
dass unterschiedliche Garagentordffner jeweils auf
unterschiedliche Codes zu deren Aktivierung einge-
stellt sind, begrenzt ist, ist die Mdglichkeit, dass ein
Garagentoroffner unbeabsichtigt ein benachbartes
Garagentor 6ffnet, gering. Grundsatzliche Probleme
bestehen bei dem Versuch, diese Form von Turoff-
nungssystem zur Lésung des vorliegenden Problems
geeignet zu machen, wie nachstehend erlautert.

[0010] Da Garagentordffner auf spezifische vorein-
gestellte kodierte Signale eingestellt sind, ist prak-
tisch zum Offnen jedes Garagentors ein separater
Garagentoroéffner erforderlich. Der vorliegenden Er-
findung liegt daher ferner die Aufgabe zugrunde, die-
ses Problem durch Bereitstellen eines universellen
Notfall-Toréffnungssystems zu I6sen, das derart aus-

geflhrt ist, dass es Notfallpersonal oder autorisier-
tem Hilfspersonal ermdglicht, viele unterschiedliche
private Tore zu Offnen, ohne dass mehrere unter-
schiedliche kodierte Toréffnungsvorrichtungen fir je-
des der unterschiedlichen verriegelten Tore vorhan-
den sein und bedient werden mussen.

[0011] Der vorliegenden Erfindung liegt ferner die
Aufgabe zugrunde, ein System bereitzustellen, das
nicht mittels unterschiedlicher 6ffentlich zuganglicher
Funkfrequenzubermittlungen leicht zu 6ffnen ist. Eine
weitere Aufgabe liegt darin, dass die Benutzung des
erfindungsgemalen universellen  Notfall-Toroff-
nungssystems nicht zu einem unbeabsichtigtem Off-
nen anderer benachbarter verriegelter Tore in der
Nahe des zu 6ffnenden speziellen verriegelten Tores
fuhrt.

[0012] Der vorliegenden Erfindung liegt ferner die
Aufgabe zugrunde vorzusehen, dass das Notfallper-
sonal keine zusatzliche oder "Extra"-Sicherheits-
struktur-Offnungsvorrichtung neben der gesamten
Notfallausrustung, die es mitbringen muss, mit sich
fuhren muss. Eine solche "Extra"-Vorrichtung musste
an das gesamte Notfallpersonal ausgegeben wer-
den, einschlieBlich der Polizei, der Feuerwehr, der
Ambulanz etc. Dadurch entsteht das Problem, dass
manchem Notfallpersonal unbeabsichtigt keine sol-
che Vorrichtung ausgehandigt wird. Diese "Ex-
tra"-Vorrichtung kénnte versehentlich verloren gehen
und somit in die Hande einer unautorisierten Person
fallen. Der vorliegenden Erfindung liegt ferner die
Aufgabe zugrunde vorzusehen, dass das System
nicht nur auf die Benutzung in einem bestimmten ge-
ografischen Bereich oder einigen wenigen vorausge-
wahlten verriegelten Strukturen begrenzt ist. Ferner
sollte das Bedienen oder Erlernen der Bedienung des
universellen  Sicherheitsstruktur-Entriegelungssys-
tems nicht schwierig oder zeitaufwendig sein.

[0013] Eine weitere Aufgabe liegt darin vorzusehen,
dass das erfindungsgemaRe Sicherheitsstruktur-Off-
nungssystem keine UbermaRige Nachristung oder
technische Modifikation oder Standardisierung der
Ausrustung bei den zahlreichen bestehenden Notfall-
institutionen erforderlich macht. Somit sollte dieses
System leicht auf die Benutzung durch Polizei-, Am-
bulanz- und Feuerwehrpersonal einstellbar sein,
ohne dass eine Koordinierung zwischen den Instituti-
onen erforderlich ist. Somit besteht eine weitere Auf-
gabe darin vorzusehen, dass dieses System die
Zweckmaligkeit bestehender Vorrichtungen, die von
Notfallpersonal verwendet und mit sich gefuhrt wird,
verbessert, da dadurch das Erfordernis einer um-
fangreichen Modifikation oder Nachristung der Aus-
ristung eliminiert wiirde.

Offenbarung der Erfindung

[0014] Das erfindungsgemafRe System bietet eine
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Verriegelungsstrukturanordnung gemal den Merk-
malen von Anspruch 1.

[0015] Die erfindungsgemale Verriegelungsstruk-
turanordnung bietet eine Hierarchie von Sicherheits-
stufen und weist vorzugsweise eine Privatlei-
tungs-Detektorschaltung zum Detektieren des Vor-
handenseins eines Privatleitungssignals, eine Digi-
tal-Burst-Detektorschaltung zum Detektieren des
Vorhandenseins eines kodierten digitalen Burstsig-
nals und eine Dekoderschaltung zum Dekodieren
des kodierten digitalen Signals auf.

[0016] Die vorliegende Erfindung schafft ferner ein
Verfahren zum Offnen einer sicheren Struktur gemaR
den Merkmalen von Anspruch 10.

[0017] Das bevorzugte Verfahren umfasst die se-
quentiellen Schritte des Leiten eines Signals von dem
Empfanger zu einer Detektorschaltung fur autorisier-
te Trager, die detektiert, ob eine von dem Empfanger
empfangene Funkibermittlung gepulst ist, Leiten ei-
nes zweiten Signals von der Detektorschaltung fur
autorisierte Trager zu einer Privatleitungs-Detektor-
schaltung, die detektiert, ob die von dem Empfanger
empfangene Funkubermittlung eine Privatleitungs-
komponente enthalt, und Leiten eines dritten Signals
von der Privatleitungs-Detektorschaltung zu einer Di-
gital-Burst-Detektorschaltung, die detektiert, ob die
von dem Empfanger empfangene Funkibermittlung
eine Digital-Burst-Komponente enthalt. Schlief3lich
umfasst das bevorzugte Verfahren ferner den Schritt
des Leitens eines vierten Signals von der Digi-
tal-Burst-Detektor-Schaltung zu einer Dekoderschal-
tung, die das digitale Burstsignal dekodiert.

[0018] Weitere Ausflihrungsformen sind in den Un-
teranspriichen definiert.

Kurze Beschreibung der Zeichnung

[0019] Die Figur zeigt ein schematisches Block-
schaltbild der vorliegenden Erfindung.

Beste Art zur Durchfiihrung der vorliegenden Erfin-
dung

[0020] Privat gesicherte Hauser, sichere kontrollier-
te Eingange, verriegelte Regierungs- und Industrie-
komplexe und Schulen, gesicherte Wohnanlagen
und Sicherheitsschidsser fur mehrere Benutzer ver-
ursachen Probleme fiir Notfallpersonal, das versucht,
in einem Notfall schnell und leicht durch diese Tore
oder verriegelten Eingange einzutreten. Die vorlie-
gende Erfindung schafft eine Vorrichtung und ein Ver-
fahren, mit der/dem Notfallpersonal schnell und leicht
privat gesicherte Sicherheitsstrukturen 6ffnen kann,
ohne Schlissel oder mehrere kodierte Sender mit
sich zu fihren und ohne Zugangscodes zu kennen,
vorzugsweise sogar ohne aus den Fahrzeugen aus-

steigen zu mussen. Dieses Notfall-Sicherheitsstruk-
tur-Offnungssystem ist nur von vorautorisiertem oder
berechtigtem Notfallpersonal bedienbar und bietet
den weiteren Vorteil, dass Personal von unterschied-
lichen Notfallinstitutionen das gleiche System zum
Offnen unterschiedlicher verriegelter Sicherheits-
strukturen in unterschiedlichen geografischen Berei-
chen verwenden kann, ohne dass das Risiko des un-
beabsichtigten Offnens in der Nahe befindlicher an-
derer Sicherheitsstrukturen besteht.

[0021] Ein weiteres wichtiges Merkmal der vorlie-
genden Erfindung besteht darin, dass sie zum Identi-
fizieren und Unterscheiden von speziellen Notfallper-
sonen (selbst wenn diese Angehdrige derselben Not-
fallinstitution sind) vorgesehen sein kann, so dass je
nach Wunsch spezielle Personen hinsichtlich des Zu-
gangs zu dem erfindungsgemafen Entriegelungs-
system vorautorisiert werden kénnen oder diesen der
Zugang verwehrt werden kann. Dieses Merkmal bie-
tet ein zusatzliches Sicherheitskriterium und wird
nachfolgend genauer erlautert.

[0022] Die Figur zeigt ein Blockschaltbild eines er-
findungsgemafen universellen Notfall-Sicherheits-
struktur-Offnungssystems. Eine Sicherheitsstruktur,
wie z. B. ein Tor, eine Tur oder ein Sicherheitsschloss
24, ist mit einer Verriegelungsanordnung 25 verse-
hen, die mit einem Sicherheitsstruktur-Entriegelungs-
mechanismus 22 verbunden ist. Wie hier verwendet,
umfasst "Sicherheitsstruktur" ein beliebiges Struktur-
schlieelement. Der Entriegelungsmechanismus 22
kann ein Solenoid oder ein anderer Aktuator sein, der
normalerweise elektrisch betrieben wird und mit der
Eingabevorrichtung 23 eines autorisierten Benutzers
verbunden ist. Ferner kann der Entriegelungsmecha-
nismus 22A auch mit einer Kamera 50 verbunden
sein, die die Person fotografiert, welche Zugang zu
der Sicherheitsstruktur 24 erlangt, und zwar in dem
Moment, in dem die Sicherheitsstruktur entriegelt
wird. Die Eingabevorrichtung 23 kann eine Tastatur
zur manuellen Eingabe eines Offnungscodes fiir ei-
nen autorisierten Benutzer oder ein Funkfrequenz-
empfanger, ein optischer Empfanger oder eine belie-
bige andere Form einer Eingabevorrichtung fir den
Entriegelungsmechanismus 22 sein, einschliel3lich
eines durch Tastendruck zu betatigendes Zuhal-
tungsschloss.

[0023] Somit ist, wenn die Eingabevorrichtung 23
Funkfrequenzsignale von dem (nicht gezeigten)
Funksender des autorisierten Benutzers empfangt,
das System zum Entriegeln der Sicherheitsstruktur
24 im wesentlichen ein Garagentor-Offnungssystem.
Ein kodiertes Signal wird an die Eingabevorrichtung
23 gesendet, die nur auf ein solches kodiertes Signal
auf einer vorbestimmten Sendefrequenz anspricht,
um die Verriegelungsanordnung 25 fir die Sicher-
heitsstruktur 24 zu 6ffnen.
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[0024] Eine solche Ausriistung wird natlrlich gene-
rell fir gesicherte Strukturen angewendet, wie z. B.
Hauser, Wohnanlagen, sichere kontrollierte Eingan-
ge, Industriekomplexe oder andere Sicherheitsstruk-
turen, wie z. B. Sicherheitsschlésser. Da das Kom-
plex-Sicherheitsschloss jedes Hauses/jeder Wohn-
anlage sein/ihre eigene(s) einzigartige(s) Kodiersys-
tem fir autorisierte Benutzer hat, wiirden mehrere Si-
cherheitsstrukturen mehrere kodierte Benutzer-Vor-
richtungen flr Notfallinstitutionen erforderlich ma-
chen.

[0025] Entsprechend ist bei dem erfindungsgema-
Ren System eine Sicherheitsstruktur-Offnungsanord-
nung, die generell mit 12 bezeichnet ist, mit der Ver-
riegelungsanordnung 25 fir die Sicherheitsstruktur
24 gekoppelt, um ein Umgehen der Eingabevorrich-
tung 23 des autorisierten Benutzers zu ermdglichen.
Die Sicherheitsstruktur-Offnungsvorrichtung 12 kann
ihren eigenen Sicherheitsstruktur-Entriegelungsme-
chanismus oder Aktuator 22A aufweisen, um eine
vollstandig autonome Anordnung zu bilden, die direkt
mit der Verriegelungsanordnung 25 gekoppelt ist, wie
durch Pfeil 27 angezeigt. Alternativ kann der Hilts-Si-
cherheitsstruktur-Entriegelungsmechanismus  22A
wegfallen und der Ausgang der Anordnung 12 mit
dem bestehenden Sicherheitsstruktur-Entriegelungs-
aktuator oder -mechanismus 22 fir die Verriegelung
25 gekoppelt sein, wie durch Pfeil 29 angezeigt.

[0026] Das erfindungsgemafie Notfall-Sicherheits-
struktur-Entriegelungssystem weist zwei Hauptkom-
ponenten auf, namlich einen Funkfrequenzsender 10
und die Sicherheitsstruktur-Offnungsanordnung 12.
Wie weitgehend im Falle der Garagentor-Offnungs-
systeme erzeugt der erfindungsgemafie Systemsen-
der 10, der von dem Notfallpersonal bedient wird, ein
Funkfrequenzsignal, das von einer Antenne 14 eines
Empfangers 16 empfangen wird. Bei dem erfin-
dungsgemalien System ist der Empfanger 16 vor-
zugsweise ein Empfanger/eine Abtasteinrichtung,
wie nachstehend beschrieben.

[0027] Notfallpersonal ist, unabhangig davon, ob es
sich dabei um die Polizei, die Feuerwehr, die Ambu-
lanz, forstwirtschaftliches Personal, den Zoll etc. han-
delt, typischerweise mit Funksendern zur Kommuni-
kation mit einem Entsender oder einer Basisstation
und zur Kommunikation mit anderem Notfallpersonal
ausgeriustet. Die speziellen Funkfrequenzen, auf de-
nen Mitteilungen gesendet werden, sind in den Verei-
nigten Staaten von der Federal Communications
Commission (FCC) und von ahnlichen Regulierungs-
behdrden in anderen Landern begrenzt worden, so
dass Privatpersonen nicht legal auf den begrenzten
Notfallfrequenzen senden oder nicht einmal Vorrich-
tungen zum Senden von Signalen auf solchen be-
grenzten Frequenzen besitzen dirfen. Obwohl das
Senden auf Notfallfrequenzen nur auf berechtigte
Notfallinstitutionen beschrankt ist, ist der Empfang

dieser Ubermittiungen nicht begrenzt, und Privatleute
kénnen legal solche Signale empfangen. Im Gegen-
satz dazu weist die FCC unterschiedliche Frequen-
zen, welche generell der Offentlichkeit zur Verfiigung
stehen, fir handelsubliche Fern-Tlréffnungssysteme
zu, und es kann jedermann einen zum Senden von
Signalen auf solchen Frequenzen geeigneten Sen-
der besitzen. Die Eingabevorrichtung 23 wiirde bei-
spielsweise auf einer generell verfligbaren nicht dem
Notfall vorbehaltenen FCC-Frequenz arbeiten. Bei
einem Aspekt wird bei dem erfindungsgemaflen Sys-
tem das Prinzip angewendet, dass Funkibermittlun-
gen von Notfallinstitutionen nur auf beschrankt zu-
ganglichen Funkfrequenzen gesendet werden, wah-
rend andere fernbediente Systeme auf der Offentlich-
keit zur Verfigung stehenden Frequenzen arbeiten,
um ein System zum Offnen verriegelter Sicherheits-
strukturen zu bieten.

[0028] Die erfindungsgemale Abtasteinrichtung 16
kann daher derart ausgebildet sein, dass sie nur die
von der FCC dem speziellen Bereich, in dem sich die
Sicherheitsstruktur 24 befindet, zugewiesenen Not-
fallfrequenzen abtastet. Ein standardmafiger Not-
fall-Funksender 10, der typischerweise in ein Notfall-
fahrzeug eingebaut ist, sendet Signale auf Notfallfre-
quenzen, wahrend dies bei Sendern von unautori-
sierten Benutzern nicht der Fall ist.

[0029] Die Abtasteinrichtung 16 ist vorzugsweise
eine leicht modifizierte Version eines bekannten Ab-
tasteinrichtungstyps, der sequentiell eine Anzahl von
unterschiedlichen, von unterschiedlichem Notfallper-
sonal in dem Bereich benutzten Frequenzen abtas-
tet. Diese bestehenden Abtasteinrichtungen dienen
zum kurzzeitigen Uberwachen einer voreingestellten
oder vorprogrammierten Notfallfrequenz, und wenn
keine Ubermittlungen auf dieser Frequenz detektiert
werden, stellen sie sich derart ein, dass sie kurzzeitig
eine andere voreingestellte Notfallfrequenz Gberwa-
chen. Die Schritte des Umschaltens zwischen unter-
schiedlichen voreingestellten Frequenzen werden
wiederholt, so dass jede voreingestellte Frequenz
abwechselnd tUberwacht wird. Bei solchen Systemen
bleibt, wenn Ubermittlungen auf einer der voreinge-
stellten Frequenzen detektiert werden, die Abtastein-
richtung auf diese Frequenz eingestellt, so dass ein
Benutzer in der Lage ist, die Funkkonversation Uber
den Lautsprecher des Systems abzuhéren. Die Fre-
quenzen, die solche Abtasteinrichtungen Uberwa-
chen sollen, sind typischerweise entweder bei neue-
ren weiterentwickelten Modellen direkt in der Abtast-
einrichtung vorprogrammiert oder werden bei alteren
Abtasteinrichtungsmodellen fiir jede zu Uberwachen-
de Frequenz voreingestellt und auf einzelnen Com-
puterchips festgelegt, welche von einer Buchsen-
bank aufgenommen sind.

[0030] Die erfindungsgemale Abtasteinrichtung 16
ist im wesentlichen gleich ausgefuhrt wie die dem
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Stand der Technik entsprechenden Abtasteinrichtun-
gen. Der Unterschied zwischen der erfindungsgema-
Ren Abtasteinrichtung und den dem Stand der Tech-
nik entsprechenden Abtasteinrichtungen liegt darin,
dass, wenn die erfindungsgemafie Abtasteinrichtung
16 Ubermittlungen detektiert, die auf den tiberwach-
ten Frequenzen gesendet werden, unter bestimmten
Bedingungen und je nach Hohe der Sicherheitsstufe,
die nachstehend aufgefuhrt werden, diese ein Signal
an eine Relaisschaltung 20 sendet, welche wiederum
den Sicherheitsstruktur-Entriegelungsmechanismus
22 oder 22A aktiviert, um die Sicherheitsstruktur-Ver-
riegelung 25 und die Sicherheitsstruktur 24 zu entrie-
geln. Ferner braucht aus Griinden, die nachstehend
erlautert werden, die erfindungsgemale Abtastein-
richtung 16 nicht betatigt zu werden, so dass sie tber
einen langeren Zeitraum auf eine spezielle Frequenz
eingestellt bleibt, und zwar einfach deshalb, weil
Funkibermittlungen auf dieser Uberwachten Fre-
quenz detektiert worden sind. Ebenfalls wichtig fir
das erfindungsgemale System ist die Tatsache,
dass das von der Abtasteinrichtung 16 an den Sicher-
heitsstruktur-Entriegelungsmechanismus 22, 22A
gesendete Signal vorzugsweise durch eine Detektor-
schaltung 18 fir autorisierte Tragers lauft (und wahl-
weise und falls erforderlich durch eine Privatlei-
tungs-Detektorschaltung 30, eine Digital-Burst-De-
tektorschaltung 31 und eine Dekoderschaltung 32),
bevor es die Relaisschaltung 20 erreicht, deren
Zweck und Funktion nachstehend beschrieben wird.

[0031] Da sich von dem Notfallpersonal benutzte
Frequenzen von einem geografischen Bereich zum
anderen verandern kdnnen, ist es wichtig, dass der
Programmierer oder Einbauer der Abtasteinrichtung
16 den Aufbau der Abtasteinrichtung den Kunden-
wiinschen anpasst, so dass die von der Abtastein-
richtung Uberwachten speziellen Frequenzen einge-
stellt werden kénnen. Die Abtasteinrichtung 16 kann
entweder des Typs sein, bei dem die zu iberwachen-
den Frequenzen vorprogrammiert sind, oder des
Typs, bei dem die zu Uiberwachenden Frequenzen in-
dividuell auf Computerchips festgelegt sind, die von
einer Buchsenbank in der Abtasteinrichtung aufge-
nommen sind. Der Sicherheitsvorteil bei Verwendung
des letzteren Abtasteinrichtungstyps in dem erfin-
dungsgemalen System liegt darin, dass in diesen
nicht eingebrochen werden kann, so dass andere
nicht begrenzte Funkfrequenzen zum Aktivieren des
Notfall-TUréffnungssystems eingestellt werden kon-
nen. Als weitere Sicherheitsmallnahme ist die Ab-
tasteinrichtung 16 daher vorzugsweise mit einer ein-
deutigen Personen-ldentifikationsnummer (PIN) aus-
gestattet, so dass sie nur von einem autorisierten Be-
nutzer vorprogrammiert oder betrieben werden kann,
der die PIN der Abtasteinrichtung kennt und eingibt.
Obwohl die Mdglichkeit besteht, dass unautorisierte
Personen eine illegale Ausriistung besitzen, die es
ihnen ermdglicht, Funkibermittiungen auf begrenz-
ten Notfallfrequenzen zu senden, wodurch es ihnen

ermoglicht wird, die verriegelte Sicherheitsstruktur zu
offnen, ist das Potential dieser Art von Aktivitat stark
reduziert, da solche Ubermittlungen per Definition auf
von Notfallpersonal iberwachten Frequenzen gesen-
det werden mussen, wodurch dieses auf das Vorhan-
densein von unautorisierten Benutzern aufmerksam
gemacht wird.

[0032] Ein besonderer Vorteil des erfindungsgema-
Ren Systems liegt darin, dass bei einem Aspekt die
Abtasteinrichtung 16 derart vorprogrammiert sein
kann, dass sie nur auf bestimmte Notfallinstitutionen
anspricht, wie dies von dem Besitzer der Sicherheits-
struktur gewlinscht ist. Typischerweise ist die Abtast-
einrichtung 16 derart vorprogrammiert, dass die von
der Polizei, der Feuerwehr und der Ambulanz in dem
lokalen geografischen Bereich benutzten Funkfre-
quenzen von der Abtasteinrichtung Uberwacht wer-
den. Ferner kénnen jedoch weitere Funkfrequenzen,
wie solche, die von anderen Institutionen, wie z. B.
der nationalen Forstwirtschaftsbehérde, Zollbeamten
etc., benutzt werden, ebenfalls selektiv in die erfin-
dungsgemalle Abtasteinrichtung eingegeben wer-
den. Ferner kann bei einem weiteren Aspekt der vor-
liegenden Erfindung eine beliebige vorprogrammierte
Funkfrequenz benutzt werden, obwohl die Abtastein-
richtungs-/Empfangeranordnung vorzugsweise eine
Abschirmschaltung gegen die Benutzung nicht fir
den Notfall vorgesehener Frequenzen aufweist, die
eine zusatzliche Sicherheit bietet. Ferner sind nicht
fur den Notfall vorgesehene Frequenzen vorzugswei-
se andere Frequenzen, als die von dem Systembesit-
zer fur die autorisierte Eingabevorrichtung 23 benutz-
te Frequenz. Da die speziellen Funkfrequenzen, die
das erfindungsgemafe System aktivieren, in der Ab-
tasteinrichtung 16 vorprogrammiert sind, bleibt das
Hinzufligen oder Streichen der Méglichkeit einer spe-
ziellen Institution zur Befehlserteilung zwecks Entrie-
gelung der verriegelten Sicherheitsstruktur mittels
des erfindungsgemafRen Systems unter der Kontrolle
des Sicherheitsstrukturbesitzers, wobei es erforder-
lich ist, dass der Besitzer zwecks Zugriffs auf die Pro-
grammierfunktionen der Abtasteinrichtung 16 die
PIN-Aktivierungsnummer eingibt, wodurch ein selek-
tives Offnen der Sicherheitsstruktur nur durch be-
rechtigte Notfallinstitutionen oder autorisiertes Hilfs-
personal ermoglicht wird.

[0033] Es liegt ferner im Umfang der vorliegenden
Erfindung, dass bei der Abtasteinrichtung/dem Emp-
fanger 16 nur der Empfanger derart vorprogrammiert
ist, dass er Funkfrequenzsignale nur auf der Notfall-
frequenz empfangt. Im weitesten Sinne kann daher
gesagt werden, dass das Sicherheitsstruktur-Off-
nungssystem einen Funkfrequenzempfanger auf-
weist, der derart ausgebildet ist, dass er Signale auf
mindestens einer Frequenz empfangt und derart dar-
auf anspricht, dass er ein Entriegeln der Sicherheits-
struktur oder des Sicherheitsschlosses 24 bewirkt.
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[0034] Wenn der Systembesitzer stattdessen das
erfindungsgemafle System derart zu betreiben
wiinscht, dass ein Zugang flir andere Institutionen als
fur Notfallinstitutionen (d. h. Institutionen, die auf
nicht begrenzten Funkfrequenzen senden) autorisiert
wird, programmiert die Bedienungsperson stattdes-
sen (oder zusatzlich) die Abtasteinrichtung/den Emp-
fanger 16 derart, dass sie/er spezielle Funkfrequen-
zen abtastet, die von diesen Institutionen benutzt
werden. Es hat sich herausgestellt, dass bei einem
derartigen Programmieren der Abtasteinrichtung/des
Empfanger 16 zum Abtasten von einer oder mehre-
ren nicht begrenzten Frequenzen das Risiko steigt,
dass eine unautorisierte Person eine Funkubermitt-
lung auf diesen Frequenzen durchfiihrt (die nicht von
der Polizei oder anderen Notffallinstitutionen uber-
wacht oder abgehdért werden). Entsprechend wird,
obwohl diese erfindungsgemafle Anordnung in den
Umfang der vorliegenden Erfindung fallt, diese nur fur
Anwendungen mit einer relativ niedrigen Sicherheits-
stufe empfohlen, es sei denn, dass eine oder mehre-
re der nachstehend beschriebenen zusatzlichen Si-
cherheitsstufen gleichzeitig angewendet werden.

[0035] Um ein wirklich sicheres System bereitzu-
stellen, ist die vorliegende Erfindung ferner mit zahl-
reichen praktischen Sicherheitsvorkehrungen verse-
hen, so dass sie kein Entriegeln oder Offnen einer si-
cheren verriegelten Sicherheitsstruktur ermdglicht,
wenn ein Notfallteam oder anderes autorisiertes Per-
sonal seinen Funksender in der Nachbarschaft des
Empfangers/der Abtasteinrichtung 16 und der verrie-
gelten Sicherheitsstruktur 24 benutzt.

[0036] Zunachst ist eine Antenne 14, die mit der Ab-
tasteinrichtung/dem Empfanger 16 verbunden ist,
vorzugsweise eine Teilantenne oder ist bei der Anten-
ne 14 die Empfangsempfindlichkeit derart reduziert,
dass sie vorzugsweise einen sehr kurzen Bereich
hat. Da es sich um eine Teilantenne handelt, ist diese
daher nur in der Lage, Ubermittlungen von dem Sen-
der 10 eines Notfallfahrzeugs zu empfangen, wenn
der Sender 10 in sehr grof3er Nahe zu der Antenne
14 positioniert ist. Idealerweise ist bei der Teilantenne
die Fahigkeit zum Empfangen von Funkibermittlun-
gen in einem solchen MaR reduziert, dass sich der
von dem autorisierten Personal benutzte Funksender
tatsachlich in einem Abstand von einigen Yards zu
der Antenne 14 befinden muss, wobei es typischer-
weise erforderlich ist, dass das Notfallfahrzeug un-
mittelbar vor die zu 6ffnende Sicherheitsstruktur ge-
fahren wird.

[0037] Die Antenne 14 kann auf mehrere Arten zu
einer Teilantenne gemacht werden. Erstens kann ein
Dampfer 17 (vorzugsweise ein widerstandsbehafte-
tes "T"-Dampfungsglied) zwischen der Antenne 14
und der Abtasteinrichtung/dem Empfanger 16 einge-
setzt werden. Durch die Verwendung des Dampfers
17 wird der Empfang "verkrippelt" und dadurch die

Empfindlichkeit der Antenne 14 begrenzt. Die Fakto-
ren, auf denen die Dampfungserfordernisse basieren
sollen, kénnen vorzugsweise die erforderliche Dezi-
bel-Dampfung und die Impedanz der Sendeleitung
umfassen. Die Antenne 14 kann zum Schutz gegen
Witterungseinflisse mit durchsichtigem Kunststoff
abgedeckt sein, der jedoch fir Funkwellen durchlas-
sig ist. Zweitens kann eine Metallabschirmung ver-
wendet werden, die verhindert, dass unerwiinschte
Funkibermittlungen in das System eintreten. Durch
das "Verkrippeln" ist sichergestellt, dass die verrie-
gelte Sicherheitsstruktur nur dann mittels des erfin-
dungsgemalen Sicherheitsstruktur-Offnungssys-
tems gedffnet wird, wenn sich ein Notfallsender in un-
mittelbarer Nahe befindet. Durch das "Verkrippeln"
der Empfangsempfindlichkeit der Antenne 14 wird
somit sichergestellt, dass die Sicherheitsstruktur
nicht unbeabsichtigt einfach durch die normalen Not-
fall-Funkibermittlungen entriegelt oder gedffnet wird,
welche standig in der gesamten Nachbarschaft auf-
treten. Vielmehr muss der Funksender 10 ziemlich
nahe an der Antenne 14 positioniert sein, bevor die
Teilantenne solche Ubermittlungen zu der Abtastein-
richtung/dem Empfanger 16 durchlasst.

[0038] Das "Verkriippeln" der Empfangsempfind-
lichkeit der Antenne 14 bietet ferner den Vorteil, dass
keine Modifikationen an der relativ hohen Aus-
gangs-Wattleistung der Sender 10 erforderlich sind,
welche das Notfallpersonal an seinem Kérper oder in
seinen Fahrzeugen mit sich fihrt. Vielmehr ist es bei
den Hochleistungssendern 10 nicht erforderlich, die
Leistung zu reduzieren oder die Fahigkeit, Gber lange
Distanzen zu kommunizieren, zu beeintrachtigen,
wie es natlrlich fur Notfallinstitutionen erforderlich ist.
Die erfindungsgemalRe Antenne 14 hat daher nur
eine Empfindlichkeit, die ausreicht, selbst Hochleis-
tungs-Funkibermittiungen nur dann durchzulassen,
wenn diese in sehr groBer Nahe zu der Antenne 14
gesendet werden.

[0039] Vorzugsweise sind die Abtasteinrichtung 16,
die Detektorschaltung 18 fiir autorisierte Trager, die
Privatleitungs-Detektorschaltung 30, die Digi-
tal-Burst-Detektorschaltung 31, die Dekoderschal-
tung 32 und das Relais 20 zusammen in einem siche-
ren Gehause 11 montiert. Bei der bevorzugtesten Va-
riante sind die hier beschriebenen Funktionen der
Schaltung 18 firr autorisierte Trager, der Privatlei-
tungs-Detektorschaltung 30 und der Digi-
tal-Burst-Detektorschaltung 31 direkt in der Schal-
tungsanordnung der Abtasteinrichtung/des Empfan-
gers 16 einprogrammiert.

[0040] Alternativ kdnnen die Funktionen der Schal-
tung 18 fir autorisierte Trager und der Privatlei-
tungs-Detektorschaltung 30 oder der Privatlei-
tungs-Detektorschaltung 30 und Digital-Burst-Detek-
torschaltung 31 zusammen in der gleichen Schal-
tungsanordnung ausgefiihrt werden. Weitere Kombi-
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nationen sind selbstverstandlich moéglich und fallen in
den Umfang der vorliegenden Erfindung. Entspre-
chend dient die in der Figur gezeigte Darstellung, bei
der die Abtasteinrichtung 16, eine Sekundar-Abtast-
einrichtung 80, die Schaltung 18 fiir autorisierte Tra-
ger, die Privatleitungs-Detektorschaltung 30 und die
Digital-Burst-Detektorschaltung 31 als separate
Komponenten gezeigt sind, nur der Verdeutlichung
der separaten Funktionen dieser Komponenten des
erfindungsgemafen Systems. Diese Darstellung darf
nicht als Einschrankung dahingehend verstanden
werden, dass die Schaltungsanordnungen dieser
Komponenten voneinander getrennt sein mussen.
Das zuvor Gesagte gilt auch fiir die Dekoderschal-
tung 32, es ist jedoch aus praktischen Griinden sehr
wahrscheinlich, dass diese erfindungsgemafie Kom-
ponente von der Abtasteinrichtung/dem Empfanger
16 getrennt angeordnet ist.

[0041] Das Abtasteinrichtungs-/Empfanger-/Sicher-
heitsstruktur-Offnungssystem 12 wird vorzugsweise
von einer 12- oder 24-Volt-Gleichstromversorgung
gespeist. Das Gehause 11 kann vorzugsweise an
oder neben der verriegelten Sicherheitsstruktur
selbst montiert und zum Antreiben des bestehenden
Sicherheitsstruktur-Entriegelungsaktuators 22 vorge-
sehen oder mit seinem eigenen Entladeaktuator 22A
versehen sein.

[0042] Da die erfindungsgemafle Antenne 14 eine
"verkrippelte" oder reduzierte Empfindlichkeit auf-
weist, kann sie nur Funktbermittlungen von in einem
Notfallfahrzeug befindlichen Funksendern abtasten,
die sich in einer Distanz von einigen Fufd zu der An-
tenne 14 befinden. Notfallpersonal fihrt jedoch hau-
fig auch tragbare Funksender mit sich, deren Leis-
tung typischerweise viel schwacher ist als die von in
Notfallfahrzeugen befindlichen Sendern. Die vorlie-
gende Erfindung ermdglicht daher auch die Verwen-
dung dieser viel schwacheren Sender zum Offnen
von Sicherheitsstrukturen und Sicherheitsschlds-
sern. In vielen Fallen kann dies einfach durch Positi-
onieren der Antenne des Funksenders 10A unmittel-
bar an der Seite der Antenne 14 oder in sehr grol3er
Nahe zu der Antenne 14 erfolgen. Alternativ kann die
Antennenanordnung 14 mit einem abgeschirmten
Zugangsport 15 versehen sein, in den eine Antenne
31 eines tragbaren Senders 10A eingesetzt werden
kann. Der Zugangsport 15 bleibt vorzugsweise durch
eine federbetatigte Tur gegen die Umgebung abge-
schirmt. Wie aus der Figur ersichtlich, kann der Zu-
gangsport 15 in einer separaten Antenne 14C vorge-
sehen sein, die von der Antenne 14 entfernt platziert
ist. Ein solches Positionieren der Antenne 14C an ei-
ner entfernten Stelle ist insbesondere dann sinnvoll,
wenn die Antenne 14C in einer solchen Hohe positi-
oniert ist, dass sie von einen Funksender 10A mit
sich fUhrendem Notfallpersonal leicht erreicht werden
kann, wobei jedoch die Antenne 14 zum Schutz ge-
gen Vandalismus in einer nicht erreichbaren Hohe

Uber dem Boden angebracht sein kann. Obwohl der
Zugangsport 15 in der entfernt positionierten Anten-
ne 14C vorgesehen sein kann, fallt es jedoch in den
Umfang der vorliegenden Erfindung, den Zugriffsport
in der proximalen Antennenanordnung 14 auszubil-
den. Durch Positionieren der Antenne des tragbaren
Funksenders 10A direkt in den Zugangsport 15 er-
folgt die gleiche Kontrolle (iber das Offnen der verrie-
gelten Sicherheitsstruktur wie bei dem leistungsstar-
keren Sender 10, der sich in dem einige Yards von
der Antenne 14 entfernten Notfallfahrzeug befindet.

[0043] Ein weiterer Sicherheitsvorteil der erfin-
dungsgemalen Ausflihrung liegt darin, dass bei dem
Versuch einer unautorisierten Person, durch illegales
Senden eines Signals auf einer fur autorisiertes Not-
fallpersonal reservierten Funkfrequenz Zugang zu
der verriegelten Struktur zu erhalten und bei dem
Versuch der unautorisierten Person, einen Sender
mit einem ausreichend schwachen Signal zu verwen-
den, so dass die Ubermittlung von autorisiertem Not-
fallpersonal nicht abgehért werden kann (wodurch
dieses auf die Ubermittlung aufmerksam gemacht
wurde), das abgeschwachte Signal wegen der "Ver-
kripplung" der das Signal empfangenden Antenne
nicht stark genug ist, um das erfindungsgemafile Sys-
tem zu aktivieren. Mit anderen Worten muss zum Ak-
tivieren des erfindungsgeméaflen Systems das erfor-
derliche Funksignal stark genug sein, um von den
Entsendern der verschiedenen Notfallinstitutionen
detektiert zu werden.

[0044] Ein weiterer wichtiger Sicherheitsaspekt
dient zum Sicherstellen, dass durch die von dem
Sender eines Notfallfahrzeugs kommenden Funku-
bermittlungen nicht unbeabsichtigt eine verriegelte
Sicherheitsstruktur gedéffnet wird, wenn das Fahrzeug
einfach nur an der verriegelten Sicherheitsstruktur
vorbeifahrt. Dieser Sicherheitsaspekt wird durch Be-
nutzen einer Detektorschaltung 18 flr autorisierte
Trager erfullt, mit der festgestellt wird, ob die Funk-
bermittiung zum Offnen der Sicherheitsstruktur 24
vorgesehen ist oder nur eine ungewollte Ubermitt-
lung ist. Ein geeigneter Weg zur Unterscheidung zwi-
schen beabsichtigten und ungewollten Ubermittlun-
gen ist das Fordern des mehrmaligen Ein- und Aus-
pulsens der Ubermittlung innerhalb einer vorpro-
grammierten festen Zeitspanne. Die Detektorschal-
tung 18 flr autorisierte Trager wird durch den Emp-
fang eines von der Abtasteinrichtung 16 detektierten
Funksendesignals betatigt. Die Detektorschaltung fur
autorisierte Trager wartet dann eine spezifische vor-
programmierte Zeit, um zu detektieren, ob das von
der Abtasteinrichtung 16 Uberwachte Signal wieder-
holt wird. Die Wartezeit Uber diese vorbestimmte
Zeitspanne wird vorzugsweise von einer Zeitgeber-
vorrichtung (z. B. einem 555-Zeitgeberchip) in der
Detektorschaltung fur autorisierte Trager kontrolliert.
Ein Logikvorrichtungschip in der Detektorschaltung
18 fur autorisierte Trager dient vorzugsweise zum

8/16



DE 697 29 321 T2 2005.06.02

Bestatigen, ob die Uberwachte Funkibermittlung
eine bestimmte erforderliche Anzahl von Malen in der
vorprogrammierten Zeitspanne ein- und ausgepulst
worden ist. Die Detektorschaltung 18 fungiert daher
als Systempuffer, der die meisten Funkibermittlun-
gen ausschlieRt, die nicht zum Offnen der verriegel-
ten Sicherheitsstruktur vorgesehen sind. Wenn die
Detektorschaltung 18 fur autorisierte Trager festge-
stellt hat, dass die Uberwachte Funkubermittiung von
der Notfallperson die erforderliche Anzahl von Malen
innerhalb der vorprogrammierten Zeitspanne ein-
und ausgepulst worden ist, signalisiert die Schaltung
dem Relais 20, den Sicherheitsstruktur-Entriege-
lungsmechanismus 22 zu aktivieren.

[0045] Die Detektorschaltung fur autorisierte Trager
kann auf unterschiedliche Arten aktiviert werden, ein-
schliellich (1) der Gleichstromverschiebung von ei-
ner automatischen Verstarkungsregelungsschaltung
in der Abtasteinrichtung/dem Empfanger 16 in Reak-
tion auf das Vorhandensein eines empfangenen Tra-
gersignals oder (2) des Vorhandenseins des unge-
fahr einsekindigen "Unterdriickungsauslaufers" am
Audioausgang der Abtasteinrichtung/des Empfan-
gers 16. Dieser "Unterdriickungsauslaufer" tritt am
Ende eines empfangenen Tragersignals auf und ist
samtlichen FM-Empfangern inharent, bei denen eine
Unterdriickungsschaltung zur Dampfung des Aus-
gangssignals des Empfangers bei Nichtvorhan-
densein eines empfangenen Tragersignals verwen-
det wird. Mit anderen Worten entriegelt das erfin-
dungsgemale System die Sicherheitsstruktur nur
dann, wenn der Mikrofonsender-Kippschalter oder
der Aktivierungsknopf des Funksenders der Notfall-
person in unmittelbarer Nahe der Antenne des Si-
cherheitsstruktur-Entriegelungssystems schnell wie-
derholt ein- und ausgeschaltet wird. Dadurch wird
ebenfalls sichergestellt, dass Storsignale die Sicher-
heitsstruktur 24 nicht entriegeln, selbst wenn diese
Sender relativ nahe an der verriegelten Sicherheits-
struktur positioniert sind.

[0046] Die erfindungsgemale Abtasteinrichtung 16
tastet jede der speziellen vorprogrammieren Fre-
quenzen uber einen speziellen vorprogrammierten
Zeitraum ab, der typischerweise in der GréRenord-
nung von weniger als einer Sekunde liegt. Wahrend
dieses vorprogrammierten Zeitraums wird die Detek-
torschaltung 18 fiir autorisierte Trager zum Feststel-
len benutzt, ob die auf dieser Frequenz gesendeten
detektierten Datenibertragungen in diesem vorpro-
grammierten Abtastzeitraum eine vorbestimmte An-
zahl von Malen (die typischerweise als zwei oder vier
Mal eingestellt sind) ein- und ausgepulst worden
sind.

[0047] Entsprechend ist das einzige, was das Not-
fallpersonal beim Offnen einer verriegelten Sicher-
heitsstruktur, mit der die Sicherheitsstruktur-Off-
nungsanordnung 12 gekoppelt ist, beachten muss,

ist, dass es ziemlich nahe an die Sicherheitsstruktur
herangehen muss und dann den Mikrofonsen-
der-Kippschalter oder Aktivierungsknopf am Funk-
sender schnell mehrmals ein- und ausschalten muss.
Es ist kein Einstellen an der bestehenden Ausristung
erforderlich, und es brauchen keine kodierten Signa-
le gesendet zu werden. Ein weiterer Vorteil liegt da-
rin, dass keine unterschiedlichen Verfahren von un-
terschiedlichen Institutionen angewendet werden
mussen, um unterschiedliche verriegelte Sicherheits-
strukturen zu 6ffnen. Ferner ist durch das erfindungs-
gemale System sichergestellt, dass regelmafige
routinemalige Datenlibertragungen, die Uber die be-
grenzten Funkfrequenzen erfolgen, nicht ausreichen,
um diese verriegelten Sicherheitsstrukturen zu off-
nen. Vielmehr ist dazu ein bewusster und eindeutiger
Akt des schnellen Ein- und Ausschaltens des Funk-
senders 10 durch das Notfallpersonal erforderlich.
Das schnelle Ein- und Auspulsen des Funkmikrofon-
senderschalters oder des Aktivierungsknopfs an dem
Sender 10 ist ein sehr einfacher Vorgang, der sehr
schnell und einfach von dem Notfallpersonal ausge-
fuhrt werden kann, das eine verriegelte Sicherheits-
struktur 6ffnen mochte. Schlielllich ist selbst dann,
wenn die spezielle Sicherheitsstruktur, die mit dem
erfindungsgemaflen  Sicherheitsstruktur-Entriege-
lungssystem gedffnet werden soll, nicht mit dem er-
findungsgemahen Sicherheitsstruktur-Offnungssys-
tem ausgestattet ist, das Mafl} an beim Versuch, die
Sicherheitsstruktur durch schnelles Ein- und Aus-
schalten des Mikrofonsenderknopfs am Funksender
zu o6ffnen, "verschwendeter" Zeit auRerordentlich ge-
ring.

[0048] Wie nachstehend genauer erlautert, bieten
die Abtasteinrichtung 16 und die Detektorschaltung
18 fir autorisierte Trager, die zusammenarbeiten
oder bei weiteren Kombinationen mit der Privatlei-
tungs-Detektorschaltung 30, der Digital-Burst-Detek-
torschaltung 31 und der Dekoderschaltung 32 zu-
sammenarbeiten, eine Hierarchie zusatzlicher Si-
cherheitsstufen, die es ermdglichen, dass die Off-
nungsanordnung 12 einen speziellen Funksender 10
identifiziert. Die spezielle autorisierte Person, die den
Funksender 10 bedient, ist bekannt oder wird identi-
fiziert, selbst wenn eine Vielzahl von unterschiedli-
chen Personen von derselben Notfallinstitution die-
selbe Funkfrequenz fiir die Ubermittlung ihrer Funkii-
bertragungen benutzt.

[0049] Die Fahigkeit der vorliegenden Erfindung
zum Unterscheiden zwischen individuellem Notfall-
personal anhand individueller Funksender vor dem
Erméglichen des Offnens der Sicherheitsstruktur 24
bietet zusatzliche Sicherheitsstufen, da es haufig
wlinschenswert ist, den Zugang zu einer Sicherheits-
struktur 24 nur auf bestimmte Personen einer spezi-
ellen Notfallinstitution zu begrenzen.

[0050] Entsprechend ist das erfindungsgemalie
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System in der Lage, die spezielle Person einer Not-
fallinstitution wie folgt zu identifizieren.

[0051] Bei einer beliebigen Funkibermittiung gibt
es typischerweise eine Anzahl von unterschiedlichen
Ubermittlungen, die gleichzeitig auftreten. Insbeson-
dere pflanzen sich bei einer ersten Stufe samtliche
FunkUbermittlungen auf einer Grundtragerwelle fort.
Wie oben beschrieben, dienen die Abtasteinrichtung
16 und die Schaltung 18 fir autorisierte Trager je-
weils zum Abfragen, ob eine Funkubermittlung auf ei-
ner der voreingestellten oder vorprogrammierten Fre-
quenzen auftritt, und zum Feststellen, ob diese Funk-
Ubermittlung gepulst ist. Wenn diese beiden Kriterien
erfillt sind, aktiviert das erfindungsgemafle System
das Entriegeln der Sicherheitsstruktur. Dieses Sys-
tem ist dahingehend begrenzt, dass das System den
Entriegelungsmechanismus bei einem beliebigen auf
der autorisierten Frequenz funkibermittelten gepuls-
ten Signal aktiviert.

[0052] Mindestens drei zusatzliche sich progressiv
erhéhende Sicherheitsstufen kénnen dem oben be-
schriebenen Grundkonzept hinzugefiigt werden. Die-
se Stufen arbeiten nach dem Prinzip des Detektie-
rens des Vorhandenseins zusatzlicher Ubermittlun-
gen, die die Grundtragerwelle begleiten, oder des
Prifens spezielle Charakteristiken der zusatzlichen
die Tragerwelle begleitenden Ubermittlungen. Das
Vorhandensein oder Nichtvorhandensein dieser zu-
sétzlichen Ubermittlungen oder der zu diesen gehé-
renden Ubermittlungscharakteristiken, die sich zu-
sammen mit der Grundtragerwelle fortpflanzen, wer-
den zum Unterscheiden zwischen unterschiedlichen
Funksendern selbst dann, wenn die Ubermittiungen
gepulst sind und auf derselben Frequenz auftreten,
verwendet.

[0053] Auf einer ersten zusatzlichen Sicherheitsstu-
fe kann auch ein Privatleitungs-Festton oder Digital-
code zusammen mit der Tragerwelle Ubermittelt wer-
den. Wenn das erfindungsgemafie System auf dieser
ersten erhdhten Sicherheitsstufe arbeitet, sendet die
Detektorschaltung 18 fiir autorisierte Trager ein Aus-
gangssignal den durch Pfeil 42 angezeigten Pfad ent-
lang. Im Gegensatz dazu wird, wenn nicht bei erh6h-
ten Sicherheitsstufen gearbeitet wird (wie oben und
in der Hauptanmeldung Ser.-Nr. 08/764,502, einge-
reicht am 12. Dezember 1996, beschrieben), das
Ausgangssignal von der Detektorschaltung 18 fir au-
torisierte Trager stattdessen den von Pfeil 40 ange-
zeigten Pfad entlang gesandt. Das Signal lauft daher
direkt zu dem Relais 20, wodurch dem Relais 20 sig-
nalisiert wird, den Sicherheitsstruktur-Entriegelungs-
mechanismus 22 zu aktivieren, welcher wiederum
zum Entriegeln der Sicherheitsstruktur 24 die Verrie-
gelungsanordnung 25 aktiviert.

[0054] Wenn das erfindungsgemafie System bei
der ersten erhdhten Sicherheitsstufe arbeitet, emp-

fangt die Privatleitungs-Detektorschaltung 30 das
Ausgangssignal von der Detektorschaltung 18 flr au-
torisierte Trager von dem Pfad 42. Die Privatlei-
tungs-Detektorschaltung 30 dient zum Abfragen des
Vorhandenseins eines Privatleitungssignals, das die
Grundtragerwelle begleitet. Wenn die Privatlei-
tungs-Detektorschaltung 30 eine solche Privatlei-
tungstbertragung abfragt, gibt sie ein Signal entlang
dem durch Pfeil 44 gezeigten Pfad an das Relais 20
aus, wodurch dem Relais 20 signalisiert wird, den Si-
cherheitsstruktur-Entriegelungsmechanismus 22 zu
aktivieren, der dadurch zum Entriegeln der Sicher-
heitsstruktur 24 die Verriegelungsanordnung 25 akti-
viert.

[0055] Durch Ausstatten nur ausgewahlter Mitglie-
der einer Notfallinstitution mit Funksendern 10, die
ein solches Privatleitungssignal zusammen mit der
Tragerwelle senden, ist das erfindungsgemafe Sys-
tem aufgrund seiner Privatleitungs-Detektorschalung
30 in der Lage, zwischen diesen Funksendern, die
Privatleitungssignale aussenden, und solche, die
dies nicht tun, zu unterscheiden. Entsprechend ist es
moglich, Zugang zu speziellen Sicherheitsstrukturen
nur solchen bestimmten Personen einer Notfallinsti-
tution zu gewahren, deren Funksender die Privatlei-
tungssignale gleichzeitig mit der Grundtragerwelle
aussenden. Wichtig ist jedoch, dass das gesamte
Personal der Institution immer noch in der Lage ist,
die Funkibertragungen auf derselben Frequenz zu
senden, ohne mit den normalen Datenlbertragungen
von Mitgliedern der Institution in Konflikt zu kommen.

[0056] Auf einer zweiten erhdhten Sicherheitsstufe
(die gleichzeitig mit der ersten erhdhten Sicherheits-
stufe arbeitet) senden ausgewahlte Funksender 10
ein Privatleitungssignal aus, wie oben beschrieben,
der Funksender 10 sendet jedoch ferner ein unter-
halb des Horbereichs liegendes digitales Burstsignal
oder einen unterhalb des Hdérbereichs liegenden Si-
nuswellenton zusammen mit der Tragerwelle und
dem Privatleitungssignal aus.

[0057] Beim Arbeiten auf der zweiten erhéhten Si-
cherheitsstufe wird das Signal von der Privatlei-
tungs-Detektorschaltung 30 den von Pfeil 46 gezeig-
ten Pfad entlang zu einer Digital-Burst-Detektor-
schaltung 31 gesendet. Das digitale Burstsignal ist ty-
pischerweise kodiert. Die Digital-Burst-Detektor-
schaltung 31 ist spezifisch zum Detektieren des Vor-
handenseins eines solchen digitalen Burstsignals
oder eines unterhalb des Hoérbereichs liegenden Si-
nuswellentons vorgesehen, das/der zusammen mit
der Tragerwelle und dem Privatleitungssignal gesen-
det wird. Das digitale Burstsignal, das typischerweise
kodiert ist, wird von der Digital-Burst-Detektorschal-
tung 31 nicht dekodiert, vielmehr wird nur das Vor-
handensein des Burstsignals detektiert. Wenn die Di-
gital-Burst-Detektorschaltung 31 das Vorhandensein
eines solchen digitalen Burstsignals oder eines un-
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terhalb des Horbereichs liegenden Sinuswellentons
detektiert, gibt sie ein Signal tUber den von Pfeil 45
gezeigten Pfad an das Relais 20 aus, wodurch dem
Relais 20 signalisiert wird, den Sicherheitsstruk-
tur-Entriegelungsmechanismus 22 zu aktivieren, so
dass dadurch zum Entriegeln der Sicherheitsstruktur
24 die Verriegelungsanordnung 25 aktiviert wird. Ent-
sprechend wird dadurch, dass nur bestimmte Mitglie-
der einer Notfallinstitution mit einem Funksender
ausgestattet sind, der ein digitales Burstsignal zu-
satzlich zu dem Privatleitungssignal zusammen mit
einer Tragerwelle sendet, die Systemsicherheit wei-
ter verbessert, da die Digital-Burst-Detektorschaltung
31 in der Lage ist, zwischen denjenigen Funksen-
dern, die ein digitales Burstsignal zusatzlich zu den
Privatleitungssignalen aussenden, und solchen, die
dies nicht tun, zu unterscheiden.

[0058] Ein wichtiger Vorteil der zweiten Sicherheits-
stufe, die zusatzlich zu der ersten erhdéhten Sicher-
heitsstufe vorgesehen ist, liegt darin, dass eine Zu-
gangshierarchie wie folgt aufgestellt werden kann.
Eine erste Gruppe von Sicherheitsstrukturen kann
derart eingestellt sein, dass sie bei der Basissicher-
heitsstufe aktiviert wird. Eine zweite Gruppe von Si-
cherheitsstrukturen kann derart eingestellt sein, dass
sie bei der ersten erhdhten Sicherheitsstufe aktiviert
wird. Eine dritte Gruppe von Sicherheitsstrukturen
kann derart eingestellt sein, dass sie bei der zweiten
erhohten Sicherheitsstufe aktiviert wird, etc. Diese
Art der Hierarchie von vorautorisiertem Zugang er-
moglicht eine groRe Flexibilitat beim Aufbau von Sys-
temen, bei denen unterschiedliches Personal unter-
schiedliche Zugangsstufen zu unterschiedlichen
Strukturen erhalten soll.

[0059] Beim Arbeiten bei einer dritten progressiv er-
héhten Sicherheitsstufe (gleichzeitig mit den ersten
und zweiten erhohten Sicherheitsstufen) wird das
Ausgangssignal von der Digital-Burst-Detektorschal-
tung 31 entlang den von Pfeil 47 gezeigten Pfad ge-
sendet. Die Dekoderschaltung 32 dient zum eigentli-
chen Dekodieren der durch das digitale Burstsignal
Ubermittelten Logik, statt einfach nur das Vorhan-
densein des digitalen Burstsignals zu detektieren,
wie es bei der oben beschriebenen zweiten Sicher-
heitsstufe der Fall war. Die Dekoderschaltung 32 ist
derart programmiert, dass sie nur bei vorautorisierten
Codes ein Signal entlang dem von Pfeil 48 gezeigten
Pfad an das Relais 20 sendet, wodurch dem Relais
20 signalisiert wird, den Sicherheitsstruktur-Entriege-
lungsmechanismus 22 zu aktivieren.

[0060] Das digitale Burstsignal kann zum Senden
verschiedener Arten von Informationen und verschie-
dener Befehle zwischen der Einsatzeinheit und dem
Entsendezentrum verwendet werden. Im Falle von
Notfallpersonal kann das von dem Funksender aus-
gesendete digitale Burstsignal zum ldentifizieren des
einzelnen Fahrzeugs (im Falle eines Polizeiautos

oder eines Feuerwehrwagens) oder des speziellen
Polizeibeamten (im Falle eines tragbaren Polizei-
funksenders) verwendet werden. Solche grundlegen-
den Formen der Digital-Burst-Technologie werden
derzeit von groleren Funksenderherstellern, wie z.
B. Motorola, Inc., Schauburg, IL, General Electric
Company, Fairfield, CT, Erricson Inc., New York, NY
und Midland Cellular, Fairfield, CA, angewandt.

[0061] Wie oben beschrieben, wird mit der vorlie-
genden Erfindung anhand des individuellen Funk-
senders, der zwecks Zugangs zu dem System ver-
wendet wird, festgestellt, ob eine spezielle Person
zum Offnen der Sicherheitsstruktur 24 autorisiert ist.
Dabei wird natlrlich davon ausgegangen, dass die
autorisierte Person den autorisierten Funksender be-
sitzt. Ein ernstes Problem tritt daher auf, wenn ein au-
torisierter Funksender verloren geht oder gestohlen
wird. Die vorliegende Erfindung stellt ein zusatzliches
Sicherheitssystem bereit, mit dem dieses Problem
wie folgt vermieden wird.

[0062] Eine Vollantenne 70 sendet empfangene
Funksignal den Pfad 71 entlang zu einer Sekun-
dar-Abtasteinrichtung/einem  Sekundar-Empfanger
80. Die Vollantenne 70 ist in der Lage, Funkibermitt-
lungen von entfernten Stellen zu empfangen, wie
nachfolgend erlautert. Die unterschiedlichen Notfall-
institutionen kénnen jeweils aktualisierte Listen darU-
ber, welche individuellen Funksender zu einem vor-
gegebenen Zeitpunkt autorisiert sind, digital versen-
den. Diese Liste autorisierter Funksender kann tag-
lich oder sogar haufiger aktualisiert werden. Entspre-
chend kann, wenn ein Funksender verloren geht oder
aus der Institution gestohlen wird, das spezielle Iden-
tifikations-Privatleitungssignal und/oder das spezielle
digitale Burstsignal aus einer Liste autorisierter Funk-
sender entfernt werden.

[0063] Da die Antenne 70 eine Vollantenne ist, kann
ein von der entsendenden Notfallinstitution an einer
zentralen Basisstation gesendetes Signal gleichzeitig
zu einer beliebigen Anzahl von erfindungsgemaRen
Sicherheitsstruktur-Entriegelungssystemen  inner-
halb eines groRen geografischen Radius gesendet
werden. Das gleichzeitig gesendete Signal informiert
die Entriegelungssysteme darlber, dass ein speziel-
les Privatleitungssignal und/oder ein spezielles digi-
tales Burstsignal eines speziellen Funksenders im-
mer noch oder nicht mehr autorisiert ist. Wie nachfol-
gend beschrieben, dienen die Privatleitungs-Detek-
torschaltung 30 und/oder die Digital-Burst-Detektor-
schaltung 31 und/oder die Dekoderschaltung 32 je-
weils zum Verweigern des Zugangs zu dem Entriege-
lungsmerkmal des erfindungsgemalen Systems,
wenn dem erfindungsgemaflen System signalisiert
worden ist, dass das vorhandene spezielle Privatlei-
tungs- oder digitale Burstsignal, das den Entriege-
lungsmechanismus aktivieren wirde, nicht mehr au-
torisiert ist.
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[0064] Die Sekundar-Abtasteinrichtung 80 dient
zum Abtasten verschiedener Frequenzen fiir das
Versenden aktualisierter Autorisierlisten von den ver-
schiedenen Notfallinstitutionen. Dabei koénnen die
von der Sekundar-Abtasteinrichtung 80 Gberwachten
Frequenzen auf denjenigen Frequenzen liegen, die
bereits von der Abtasteinrichtung/dem Empfanger 16
abgetastet werden. Es ist jedoch auch moglich, dass
die aktualisierten Autorisierlisten auf anderen Fre-
quenzen gesendet werden, vorausgesetzt, dass die-
se anderen Frequenzen einer Liste von von der Se-
kundar-Abtasteinrichtung/dem  Sekundar-Empfan-
ger 80 periodisch abgetasteten Frequenzen hinzuge-
fugt werden.

[0065] Die Abtasteinrichtung 16 und die Sekun-
dar-Abtasteinrichtung 80 stehen in elektronischer
Verbindung mit Signalen, die derart den Pfad 73 ent-
lang zwischen diesen Einrichtungen hin- und herge-
sendet werden, dass von der Abtasteinrichtung 16
empfangene Signale mit einer aktualisierten Auflis-
tung autorisierter Benutzer, die von der Sekun-
dar-Abtasteinrichtung 80 empfangen wird, verglichen
werden kénnen. Entsprechend wird ein Signal, das
auf einer autorisierten Frequenz gesendet und von
der Abtasteinrichtung 16 empfangen wird, dann am
Zugang zu dem erfindungsgemafen Entriegelungs-
system gehindert, wenn das Signal von dem speziel-
len Funksender 10 gemaf den von der Sekundar-Ab-
tasteinrichtung 80 empfangenen Signale aktuell nicht
autorisiert ist.

[0066] Entsprechend werden von der Vollantenne
70 empfangene Signale von denjenigen unterschie-
den, die von der Teilantenne 14 empfangen werden,
so dass die von der Vollantenne 70 empfangenen Si-
gnale nicht zur Aktivierung des erfindungsgemalen
Entriegelungssystem verwendet werden.

[0067] Die logische Entscheidung darlber, ob eine
spezielle Funkibermittlung gemall der jlingsten
Ubermittlung autorisierter Benutzer, die von der Se-
kundar-Abtasteinrichtung 80 empfangen worden ist,
autorisiert ist, kann entweder auf der erhéhten Privat-
leitungs-, der Digital-Burst- oder der Dekodier-Si-
cherheitsstufe getroffen werden. Somit entscheidet
entweder die Privatleitungs-Detektorschaltung 30,
die Digital-Burst-Detektorschaltung 31 oder die De-
koderschaltung 32 anhand des Vergleichs zwischen
den von der Vollantenne 70 und der Sekundar-Ab-
tasteinrichtung 80 empfangenen Informationen, ob
ein von der Teilantenne 14 und der Abtasteinrichtung
16 empfangenes Signal aktuell autorisiert ist.

[0068] Als weiterer Sicherheitspuffer ist ein Auf-
zeichnungssystem zum Fuhren eines "Aktivitatspro-
tokolls" derjenigen Personen vorgesehen, die das
Entriegelungssystem aktiviert haben, sowie der Zeit,
zu der die Sicherheitsstruktur entriegelt worden ist.
Dies erfolgt vorzugsweise durch Verwendung einer

bestehenden Schaltungsanordnung in der Abtastein-
richtung/dem Empfanger 16 oder durch Bereitstellen
einer zusatzlichen Schaltungsanordnung, wie sie der
Abtasteinrichtung/dem Empfanger 16 zur Ausfih-
rung dieser Funktion hinzugefliigt werden muss. Es
ist jedoch mdglich, alternativ eine Aufzeichnungs-
schaltungsanordnung in einer separaten Aufzeich-
nungsvorrichtung vorzusehen, die alternativ physisch
mit der Sicherheitsstruktur 24, der Verriegelungsan-
ordnung 25, dem Relais 20 und/oder dem Sicher-
heitsstruktur-Entriegelungsmechanismus 22 verbun-
den sein oder in elektronischer Verbindung mit die-
sen stehen kann.

[0069] Der Sicherheitsstruktur-Entriegelungsme-
chanismus 22 selbst ist kein neuartiges Merkmal der
vorliegenden Erfindung. Entsprechend kann er einen
beliebigen bestehenden Aktuatormechanismus zum
Entriegeln oder zum Entriegeln und Offnen von Si-
cherheitsstrukturen aufweisen, solange solche Me-
chanismen elektronisch steuerbar sind.

[0070] Ein zusétzliches Sicherheitsmerkmal des er-
findungsgemafien Systems ist ein Zeitgeber 60, der
mit der Verriegelungsanordnung 25 verbunden und
zum Wiederverriegeln der Sicherheitsstruktur 24 vor-
gehen ist, wenn diese Uber einen Zeitraum entriegelt
war. Alternativ kdnnen die Funktionen des Zeitgebers
60 stattdessen direkt in der Schaltungsanordnung
der Abtasteinrichtung/des Empfangers 16 einpro-
grammiert sein. Letzteres wird starker bevorzugt, da
dadurch die Anzahl von separaten Komponenten in
dem erfindungsgemafRen System reduziert wird, ob-
wohl beides in den Umfang der vorliegenden Erfin-
dung fallt. Der Zeitgeber 60 (der entweder eine unab-
hangige Komponente oder eine interne Komponente
der Abtasteinrichtung/des Empfangers 16 ist) verhin-
dert dadurch, dass die Sicherheitsstruktur unbeab-
sichtigt Uber langere Zeitrdume offen bleibt. Dieser
Aspekt ist insbesondere wichtig, wenn Polizei oder
Ambulanzpersonal durch ein offenes Sicherheitstor
rast, ohne sich die Zeit nehmen zu kénnen, die Struk-
tur wieder hinter sich zu verriegeln. Der gewahlte
Zeitraum ist vorzugsweise direkt in den Zeitgeber 60
einprogrammierbar.

Patentanspriiche

1. Sichere Strukturanordnung mit einer beweg-
baren Sicherheitsstruktur mit einer geschlossenen
verriegelten Position und einer offenen entriegelten
Position; einer Verriegelungsanordnung zum Verrie-
geln der bewegbaren Sicherheitsstruktur in ihrer ge-
schlossenen Position; einem Entriegelungsmecha-
nismus, der mit der Verriegelungsanordnung gekop-
pelt und zum Entriegeln der Verriegelungsanordnung
vorgesehen ist; einer Eingabevorrichtung fir autori-
sierte Benutzer zum Liefern eines Signals an den
Entriegelungsmechanismus zum Entriegeln der Ver-
riegelungsanordnung in Reaktion auf eine Eingabe
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eines autorisierten Benutzers;

wobei die Verbesserung gekennzeichnet ist durch:
eine  Ansprech-Sicherheitsstruktur-Offnungsanord-
nung, die von der Eingabevorrichtung fur autorisierte
Benutzer getrennt ist und mit dem Entriegelungsme-
chanismus in einer Position gekoppelt ist, in welcher
die Eingabevorrichtung flir autorisierte Benutzer um-
gangen wird, und die einen HF-Empfanger aufweist,
der auf ein HF-Signal anspricht, das aus einem Nah-
bereich des Empfangers auf mindestens einer Hoch-
frequenz gesendet wird, und die Sicherheitsstruk-
tur-Offnungsanordnung ferner nur auf das Detektie-
ren des Signals auf der Hochfrequenz anspricht, um
den Verriegelungsmechanismus zu betatigen.

2. Sichere Strukturanordnung nach Anspruch 1,
bei der der HF-Empfanger eine Abtasteinrichtung
zum Abtasten mehrerer Hochfrequenzen zum Detek-
tieren des Vorhandenseins eines Signals auf einer
von mehreren begrenzten Hochfrequenzen ist.

3. Sichere Strukturanordnung nach Anspruch 2,
bei der der HF-Empfanger eine eindeutige Perso-
nen-ldentifikationsnummer aufweist, so dass der
HF-Empfanger erst nach Eingabe der eindeutigen
Personen-ldentifikationsnummer programmierbar ist.

4. Sichere Strukturanordnung nach Anspruch 2,
ferner mit einer Privatleitungs-Detektorschaltung
zum Detektieren des Vorhandenseins eines Privatlei-
tungssignals.

5. Sichere Strukturanordnung nach Anspruch 2,
ferner mit einer Digital-Burstsignal-Detektorschaltung
zum Detektieren des Vorhandenseins eines digitalen
Burstsignals.

6. Sichere Strukturanordnung nach Anspruch 5,
bei der das digitale Burstsignal ein kodiertes Signal
ist.

7. Sichere Strukturanordnung nach Anspruch 6,
ferner mit einer Dekoderschaltung zum Dekodieren
eines kodierten digitalen HF-Signals.

8. Sichere Strukturanordnung nach Anspruch 1,
ferner mit einem HF-Sender zum Senden des HF-Si-
gnals auf einer begrenzten Not-Hochfrequenz.

9. Sichere Strukturanordnung nach Anspruch 1,
bei der der HF-Empfanger eine Antenne aufweist, die
in einem Port angebracht ist, der flir das Einsetzen ei-
ner Antenne des HF-Senders vorgesehen ist.

10. Sichere Strukturanordnung nach Anspruch 2,
bei der die Abtasteinrichtung eine Teilantenne zum
Detektieren von Signalen nur aus einem sehr nahen
Bereich aufweist.

11. Sichere Strukturanordnung nach Anspruch

10, ferner mit einer Sekundar-Abtasteinrichtung mit
einer Vollantenne zum Detektieren von Signalen aus
einem Fernbereich, die mit dem Eingang einer Detek-
torschaltung fur autorisierte Trager gekoppelt ist.

12. Sichere Strukturanordnung nach Anspruch 1,
ferner mit einer Aufzeichnungsvorrichtung, die mit
der bewegbaren Sicherheitsstruktur und/oder der
Verriegelungsanordnung und/oder dem Entriege-
lungsmechanismus in Verbindung steht.

13. Sichere Strukturanordnung nach Anspruch 1,
ferner mit einem Zeitgeber zum automatischen Wie-
derverriegeln der bewegbaren Sicherheitsstruktur,
wenn die Sicherheitsstruktur tber einen Zeitraum
entriegelt war.

14. Sichere Strukturanordnung nach Anspruch
13, bei der der Zeitgeber mit der Verriegelungsanord-
nung verbunden ist.

15. Sichere Strukturanordnung nach Anspruch
13, bei der der Zeitgeber eine interne Komponente
des HF-Empfangers ist.

16. Sichere Strukturanordnung nach Anspruch 9,
ferner mit dem HF-Empfanger mit einer Teilantenne
zum Detektieren von Signalen nur aus einem sehr
nahen Bereich.

17. Sichere Strukturanordnung nach Anspruch
16 ferner mit einem Sekundar-Empfanger mit einer
Vollantenne zum Detektieren von Signalen aus ei-
nem Fernbereich.

18. Sichere Strukturanordnung nach Anspruch 1,
bei der der HF-Empfanger zum Detektieren nur von
unkodierten HF-Signalen auf einer begrenzten
Not-Hochfrequenz vorgesehen ist und auf detektierte
Signale anspricht, um den Aktuator zu betatigen und
ein Entriegeln der Verriegelungsanordnung derart zu
bewirken, dass die Eingabevorrichtung fir autorisier-
te Benutzer umgangen wird.

19. Sichere Strukturanordnung nach Anspruch 1,
bei der die Ansprech-Sicherheitsstruktur-Offnungsa-
nordnung zum Umgehen der Eingabevorrichtung fur
autorisierte Benutzer beim Empfang von mindestens
zwei gepulsten HF-Signalen vorgesehen ist.

20. Verfahren zum Offnen einer sicheren Struktur
mit einer Eingabevorrichtung fir autorisierte Benut-
zer, mit der einem Benutzer Zugang zu der sicheren
Struktur gewahrt wird, mit folgenden Schritten: Kop-
peln einer HF-Anordnung mit einer Verriegelungsan-
ordnung fir die verriegelte Struktur; und Entriegeln
der Verriegelungsstruktur durch Senden eines Sig-
nals an die Empfangeranordnung,
wobei die Verbesserung des Verfahrens durch fol-
gende Schritte gekennzeichnet ist:
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wahrend des Koppelschritts Koppeln der HF-Emp-
fangeranordnung mit der Verriegelungsanordnung in
einer Position, in der die Eingabevorrichtung fir auto-
risierte Benutzer umgangen wird; und den Schritt des
Auswahlens eines HF-Empfangers, der nur auf ein
aus einem Nahbereich des Empfangers gesendetes
Signal anspricht; wobei der Entriegelungsschritt nur
bei Detektierung des Signals auf der Hochfrequenz
erfolgt, um den Entriegelungsmechanismus zu beta-
tigen.

21. Verfahren nach Anspruch 20, ferner mit fol-
gendem Schritt:
nach dem Koppelschritt und vor dem Entriegelungs-
schritt Leiten eines Signals von dem Empfanger zu
einer Detektorschaltung fir autorisierte Trager, die
zum Detektieren, ob eine von dem Empfanger emp-
fangene HF-Ubermittlung gepulst ist, vorgesehen ist.

22. Verfahren nach Anspruch 21, ferner mit fol-
gendem Schritt:
nach dem Schritt des Leitens des Signals von dem
Empfanger zu einer Detektorschaltung fur autorisier-
te Trager Leiten eines zweiten Signals von der Detek-
torschaltung fur autorisierte Trager zu einer Privatlei-
tungs-Detektorschaltung, die zum Detektieren, ob die
von dem Empfianger empfangene HF-Ubermittlung
eine Privatleitungskomponente aufweist, vorgesehen
ist.

23. Verfahren nach Anspruch 22, ferner mit fol-
gendem Schritt:
nach dem Schritt des Leitens des zweiten Signals
von der Detektorschaltung flir autorisierte Trager zu
der Privatleitungs-Detektorschaltung Leiten eines
dritten Signals von der Privatleitungs-Detektorschal-
tung zu einer Digital-Burstsignal-Dektorschaltung,
die zum Detektieren, ob die von dem Empfanger
empfangene HF-Ubermittlung eine digitale Burstsig-
nalkomponente aufweist, vorgesehen ist.

24. Verfahren nach Anspruch 23, ferner mit fol-
gendem Schritt:
nach dem Schritt des Leitens des dritten Signals von
der Privatleitungs-Detektorschaltung zu der Digi-
tal-Burstsignal-Detektorschaltung Leiten eines vier-
ten verschlisselten Signals von der Digital-Burstsig-
nal-Detektorschaltung zu einer Dekoderschaltung,
die zum Dekodieren des digitalen Burstsignals, das
ein verschlisseltes Signal aufweist, vorgesehen ist.

25. Verfahren zum Offnen einer sicheren Struktur
nach Anspruch 19, mit folgenden Schritten:
vor dem Entriegelungsschritt Uberwachen mindes-
tens einer anderen Hochfrequenz als einer Benutzer-
frequenz zum Entriegeln der Struktur unter Verwen-
dung der Benutzer-Eingabevorrichtung; wahrend des
Koppelschritts Koppeln einer Abtasteinrichtung/eines
Empfangers zum Detektieren von auf der mindestens
einen anderen Hochfrequenz als der Benutzerfre-

quenz gesendeten HF-Signalen; gleichzeitig mit dem
Uberwachungsschritt Bedienen eines entfernt ange-
ordneten HF-Senders zum Senden eines HF-Signals
auf der mindestens einen anderen Hochfrequenz als
der Benutzerfrequenz; Empfangen des HF-Signals
Uber die Abtasteinrichtung/den Empfanger, wobei die
Abtasteinrichtung/der Empfanger fir einen sehr kur-
zen Bereich vorgesehen ist; und Durchflihren des
Entriegelungsschritts in Reaktion auf das Empfangen
des HF-Signals auf einer anderen Frequenz als der
Benutzerfrequenz.

26. Verfahren zum Offnen einer sicheren Struktur
nach Anspruch 25, mit folgenden Schritten:
Verwenden einer in der Abtasteinrichtung/dem Emp-
fanger geladenen Detektorschaltung fir autorisierte
Trager zum Feststellen, ob das HF-Signal innerhalb
einer festen Zeitspanne wiederholt ein- und ausge-
pulst worden ist;
und wahrend des Bedienschritts Senden eines wie-
derholt ein- und ausgepulsten Signals innerhalb einer
vorbestimmten Zeitspanne.

27. Verfahren zum Offnen einer sicheren Struktur
nach Anspruch 26, mit folgenden Schritten:
Verwenden einer Privatleitungs-Detektorschaltung
zum Feststellen, ob das HF-Signal eine Privatlei-
tungskomponente aufweist; und
wahrend des Bedienschritts Senden eines Privatlei-
tungssignals.

28. Verfahren zum Offnen einer sicheren Struktur
nach Anspruch 26, mit folgenden Schritten:
Verwenden einer Digital-Burstsignal-Detektorschal-
tung zum Feststellen, ob das HF-Signal eine Digi-
tal-Burstsignalkomponente aufweist; und
wahrend des Bedienschritts Senden eines digitalen
Burstsignals.

29. Verfahren zum Offnen einer sicheren Struktur
nach Anspruch 28, mit folgenden Schritten:
Verwenden einer Dekoderschaltung zum Dekodieren
der Digital-Burstsignalkomponente des HF-Signals;
und
wahrend des Bedienschritts Senden eines kodierten
digitalen Burstsignals.

30. Verfahren zum Offnen einer sicheren Struktur
nach Anspruch 27, 28 oder 29, mit folgenden Schrit-
ten:

a) Bedienen einer Sekundar-Abtasteinrichtung/eines
Sekundar-Empfangers zum Empfangen einer Liste
von von einer Basisquelle gesendeten autorisierten
HF-Signalen Gber Hochfrequenz; und

b) Analysieren des HF-Signals zum Feststellen, ob
das HF-Signal ein autorisiertes HF-Signal ist.

31. Verfahren zum Offnen einer sicheren Struktur
nach Anspruch 25, mit folgendem Schritt:
Leiten eines Signals von der Abtasteinrichtung/dem
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Empfanger zu dem Entriegelungsmechanismus zum
Entriegeln der verriegelten Struktur in Reaktion auf
den Empfang eines HF-Signals auf der Benutzerfre-
quenz.

32. Verfahren nach Anspruch 31, bei dem:

die Abtasteinrichtung/der Empfanger zum Empfan-
gen von HF-Signalen von einem Benutzer der verrie-
gelten Struktur und in Reaktion darauf zum Offnen
der verriegelten Struktur vorgesehen ist; und ferner
zum Empfangen anderer HF-Signale von anderen
Personen, die Zugang zu der verriegelten Struktur
bendtigen, vorgesehen ist.

33. Verfahren nach Anspruch 32, bei dem:
sich die unterschiedlichen HF-Signale auf einer be-
grenzten Not-Hochfrequenz befinden.

Es folgt ein Blatt Zeichnungen
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Anhangende Zeichnungen
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