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DYNAMIC UPLOADING PROTOCOL 

CROSS REFERENCE TO OTHER 
APPLICATIONS 

This application is a continuation of U.S. patent applica 
tion Ser. No. 14/037,815, issued as U.S. Pat. No. 9,098,956 
entitled DYNAMIC UPLOADING PROTOCOL filed Sep. 
26, 2013, which is incorporated herein by reference for all 
purposes. 

BACKGROUND OF THE INVENTION 

Modern vehicles (e.g., airplanes, boats, trains, cars, trucks, 
etc.) can include a vehicle event recorder in order to better 
understand the timeline of an anomalous event (e.g., an acci 
dent). A vehicle event recorder typically includes a set of 
sensors, e.g., video recorders, audio recorders, accelerom 
eters, gyroscopes, vehicle state sensors, GPS (global posi 
tioning system), etc., that report data, which is used to deter 
mine the occurrence of an anomalous event. If an anomalous 
event is detected, then sensor data related to the event is stored 
for later review. In some systems, sensor data is then trans 
mitted to an external reviewing system. When it is impractical 
to transmit all sensor data to the external reviewing system 
(e.g., due to a high cost of data transmission or large data 
files), a subset of the data must be selected for transmission. 

BRIEF DESCRIPTION OF THE DRAWINGS 

Various embodiments of the invention are disclosed in the 
following detailed description and the accompanying draw 
1ngS. 

FIG. 1 is a block diagram illustrating an embodiment of a 
system including a vehicle event recorder. 

FIG. 2 is a block diagram illustrating an embodiment of a 
vehicle event recorder. 

FIG. 3 is a block diagram illustrating an embodiment of a 
vehicle data server. 

FIG. 4 is a flow diagram illustrating an embodiment of a 
process for building an event manifest. 

FIG. 5A is a flow diagram illustrating an embodiment of a 
process for delivering event data associated with an event. 

FIG. 5B is a flow diagram illustrating an embodiment of a 
process for delivering all event data. 

FIG. 6 is a flow diagram illustrating an embodiment of a 
process for determining events to request associated event 
data for. 

FIG. 7 is a flow diagram illustrating an embodiment of a 
process for uploading data. 

DETAILED DESCRIPTION 

The invention can be implemented in numerous ways, 
including as a process; an apparatus; a system; a composition 
of matter, a computer program product embodied on a com 
puter readable storage medium; and/or a processor, Such as a 
processor configured to execute instructions stored on and/or 
provided by a memory coupled to the processor. In this speci 
fication, these implementations, or any other form that the 
invention may take, may be referred to as techniques. In 
general, the order of the steps of disclosed processes may be 
altered within the scope of the invention. Unless stated oth 
erwise, a component Such as a processor or a memory 
described as being configured to performa task may be imple 
mented as a general component that is temporarily configured 
to perform the task at a given time or a specific component 
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2 
that is manufactured to perform the task. As used herein, the 
term processor refers to one or more devices, circuits, and/or 
processing cores configured to process data, Such as computer 
program instructions. 
A detailed description of one or more embodiments of the 

invention is provided below along with accompanying figures 
that illustrate the principles of the invention. The invention is 
described in connection with such embodiments, but the 
invention is not limited to any embodiment. The scope of the 
invention is limited only by the claims and the invention 
encompasses numerous alternatives, modifications and 
equivalents. Numerous specific details are set forth in the 
following description in order to provide a thorough under 
standing of the invention. These details are provided for the 
purpose of example and the invention may be practiced 
according to the claims without some or all of these specific 
details. For the purpose of clarity, technical material that is 
known in the technical fields related to the invention has not 
been described in detail so that the invention is not unneces 
sarily obscured. 
A dynamic uploading protocol is disclosed. A system for a 

dynamic uploading protocol comprises an input interface 
configured to receive a manifest comprising a plurality of 
events which may be uploaded; wherein the manifest addi 
tionally comprises sensor information relating to each of the 
plurality of events. The system for a dynamic uploading pro 
tocol additionally comprises a processor configured to deter 
mine whether to upload additional information about each 
event, wherein determining whether to upload additional 
information about each event is based at least in part on the 
sensor information and contextual information. The system 
for a dynamic uploading protocol additionally comprises an 
output interface configured to request the additional informa 
tion. The system for a dynamic uploading protocol addition 
ally comprises a memory coupled to the processor and con 
figured to provide the processor with instructions. 
A vehicle event recorder mounted on a vehicle records 

anomalous vehicle events. Anomalous vehicle event types 
include accidents, possible collisions, speed limit violations, 
rough road events, hard maneuvering events (e.g., hard cor 
nering, hard braking), dangerous driving events (e.g., cell 
phone usage, eating while driving, working too long of a shift, 
sleepy driving, etc.), and any other appropriate kind of 
anomalous vehicle events. When anomalous vehicle events 
occur, sensors (video recorders, audio recorders, accelerom 
eters, gyroscopes, vehicle state sensors, GPS, etc.) record 
anomalous vehicle event data associated with the event. The 
event is stored on the vehicle event recorder associated with 
the event data. Events are transmitted to a vehicle data server 
for review and long-term storage. Events can be transmitted 
to the vehicle data server by a low-cost, high-bandwidth 
connection (e.g., a wired connection) when the vehicle 
checks in at a home station. However, Some events are high 
enough priority to warrant transmission to the vehicle data 
server quickly, and some vehicles only return to a home 
station on rare occasions. Event data can be transmitted wire 
lessly, but only at a cost, thus it is necessary to prioritize which 
events to transmit wirelessly and which events should remain 
on the vehicle event recorder until a low-cost, high bandwidth 
connection can be established. 
As the vehicle event recorder records events, it builds an 

event manifest. The vehicle event recorder determines an 
event type for each event and stores it in the event manifest 
associated with an event identifier for the event. A subset of 
the associated event data is determined and also stored asso 
ciated with the event identifier. The subset of the associated 
event data comprises the minimum set of associated event 
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data required to determine the event importance. At an appro 
priate time (e.g., when 10 events have been recorded, every 
six hours, every 50 miles driven, etc.), the manifest is trans 
mitted (e.g., wirelessly) to the vehicle data server. The vehicle 
data server analyzes the events in the manifestand determines 
which, if any, of them should be uploaded for further review. 
The vehicle data server then transmits a request to the vehicle 
event recorder for any events that should be uploaded, and the 
vehicle event recorder transmits the events, including all 
associated event data, to the vehicle data server. 

FIG. 1 is a block diagram illustrating an embodiment of a 
system including a vehicle event recorder. Vehicle event 
recorder 102 comprises a vehicle event recorder mounted in a 
vehicle (e.g., a car or truck). In some embodiments, vehicle 
event recorder 102 includes or is in communication with a set 
of sensors—for example, video recorders, advanced driver 
assistance systems (e.g., image analysis data from lane track 
ing and departure warning system), audio recorders, acceler 
ometers, gyroscopes, vehicle state sensors, GPS, outdoor 
temperature sensors, moisture sensors, laser line tracker sen 
sors, or any other appropriate sensors. In various embodi 
ments, vehicle state sensors comprise a speedometer, an 
accelerator pedal sensor, a brake pedal sensor, an engine 
revolutions per minute (RPM) sensor, an engine temperature 
sensor, a headlight sensor, an airbag deployment sensor, 
driver and passenger seat weight sensors, an anti-locking 
brake sensor, an engine exhaust sensor, a gear position sensor, 
a cabin equipment operation sensor, or any other appropriate 
vehicle state sensors. In some embodiments, vehicle event 
recorder 102 comprises a system for processing sensor data 
and detecting events using a processor. In some embodi 
ments, vehicle event recorder 102 comprises map data. In 
some embodiments, vehicle event recorder 102 comprises a 
system for detecting risky behavior. In various embodiments, 
vehicle event recorder 102 is mounted to vehicle 106 in one of 
the following locations: the chassis, the front grill, the dash 
board, the rear-view mirror, or any other appropriate location. 
In some embodiments, vehicle event recorder 102 comprises 
multiple units mounted in different locations in vehicle 106. 
In some embodiments, vehicle event recorder 102 comprises 
a communications system for communicating with network 
100. In various embodiments, network 100 comprises a wire 
less network, a wired network, a cellular network, a CDMA 
network, a GSM network, a local area network, a wide area 
network, the Internet, universal mobile telecommunications 
system (UMTS), long term evolution (LTE), worldwide 
interoperability for microwave access (WiMax), integrated 
digital enhanced network (iDEN), or any other appropriate 
network. In some embodiments, network 100 comprises mul 
tiple networks, changing over time and location. In some 
embodiments, different networks comprising network 100 
comprise different bandwidth cost (e.g., a wired network has 
a very low cost, a wireless Ethernet connection has a moder 
ate cost, a cellular data network has a high cost). In some 
embodiments, network 100 has a different cost at different 
times (e.g., a higher cost during the day and a lower cost at 
night). Vehicle event recorder 102 communicates with 
vehicle data server 104 via network 100. Vehicle event 
recorder 102 is mounted on vehicle 106. In various embodi 
ments, vehicle 106 comprises a car, a truck, a commercial 
vehicle, or any other appropriate vehicle. Vehicle data server 
104 comprises a vehicle data server for collecting events and 
risky behavior detected by vehicle event recorder 102. In 
Some embodiments, vehicle data server 104 comprises a sys 
tem for collecting data from multiple vehicle event recorders. 
In some embodiments, vehicle data server 104 comprises a 
system for analyzing vehicle event recorder data. In some 
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4 
embodiments, vehicle data server 104 comprises a system for 
displaying vehicle event recorder data. In some embodi 
ments, vehicle data server 104 is located at a home station 
(e.g., a shipping company office, a taxi dispatcher, a truck 
depot, etc.). In some embodiments, events recorded by 
vehicle event recorder 102 are uploaded to vehicle data server 
104 when vehicle 106 arrives at the home station. In some 
embodiments, vehicle data server 104 is located at a remote 
location. In some embodiments, events recorded by vehicle 
event recorder 102 are uploaded to vehicle data server 104 
wirelessly. In some embodiments, a subset of events recorded 
by vehicle event recorder 102 is uploaded to vehicle data 
server 104 wirelessly. 

FIG. 2 is a block diagram illustrating an embodiment of a 
vehicle event recorder. In some embodiments, vehicle event 
recorder 200 of FIG. 2 comprises vehicle event recorder 102 
of FIG.1. In the example shown, vehicle event recorder 200 
comprises processor 202. Processor 202 comprises a proces 
sor for controlling the operations of vehicle event recorder 
200, for reading and writing information on data storage 204. 
for communicating via wireless communications interface 
206, for determining a position using global positioning sys 
tem 208, and for reading data via sensor interface 210. Data 
storage 204 comprises a data storage (e.g., a random access 
memory (RAM), a read only memory (ROM), a nonvolatile 
memory, a flash memory, a hard disk, or any other appropriate 
data storage). In various embodiments, data storage 204 com 
prises a data storage for storing instructions for processor 
202, vehicle event recorder data, vehicle event data, sensor 
data, video data, map data, or any other appropriate data. In 
various embodiments, wireless communications interface 
206 comprises one or more of a global system for mobile 
communications (GSM) interface, a code division multiple 
access (CDMA) interface, a WiFi interface, universal mobile 
telecommunications system (UMTS), long term evolution 
(LTE), worldwide interoperability for microwave access 
(WiMax), integrated digital enhanced network (iDEN), or 
any other appropriate interface. Global positioning system 
208 comprises a global positioning system (e.g., GPS, Wi-Fi 
location, TV transmission, etc.) for determining a system 
location. Sensor interface 210 comprises an interface to one 
or more vehicle event recorder sensors. In various embodi 
ments, vehicle event recorder sensors comprise an external 
Video camera, an internal video camera, a microphone, an 
accelerometer, a gyroscope, an outdoor temperature sensor, a 
moisture sensor, a laser line tracker sensor, vehicle state sen 
sors, or any other appropriate sensors. In various embodi 
ments, vehicle state sensors comprise a speedometer, an 
acceleratorpedal sensor, a brake pedal sensor, an engine RPM 
sensor, an engine temperature sensor, a headlight sensor, an 
airbag deployment sensor, driver and passenger seat weight 
sensors, an anti-locking brake sensor, an engine exhaust sen 
Sor, a gear position sensor, a cabin equipment operation sen 
Sor, or any other appropriate vehicle state sensors. In some 
embodiments, sensor interface 210 comprises an on-board 
diagnostics (OBD) bus. In some embodiments, vehicle event 
recorder 200 communicates with vehicle state sensors via an 
OBD bus (e.g., society of automotive engineers (SAE) J1939, 
J1708/J1587, OBD-II, CAN BUS, etc.). 

In the example shown, processor 202 comprises event 
identification system 212. Event identification system 212 
comprises a system for examining sensor data and determin 
ing an event type. In various embodiments, event types 
include accidents, probable collisions, speed limit violations, 
rough road events, hard maneuvering events (e.g., hard cor 
nering, hard braking), dangerous driving events (e.g., cell 
phone usage, eating while driving, working too long of a shift, 
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sleepy driving, etc.), or any other appropriate event types. In 
some embodiments, event identification system 212 deter 
mines the probability the event is associated with each of the 
event types and selects the one event type with the highest 
probability as the event type associated with the event. In 
Some embodiments, business rules and risk assessment tech 
niques vary based on the event type. For example, speeding 
may be riskier in inclement weather than clement weather. 
Additionally, it may be desired to upload events that are a 
combination of risky behavior types (e.g., a speed & follow 
ing too close as opposed to 2 speed events). Other examples of 
risky combination events include: hard maneuvering in dense 
traffic (e.g., an event identified by the system and information 
from the server for example, where the hard maneuver is 
detected by the event identification system and the traffic 
information is available on the server from a third party traffic 
information database); hard maneuvering at elevated speeds 
(e.g., an event identified by the system and information from 
the server for example, where the event identification sys 
tem in the vehicle identifies the hard maneuver and the exces 
sive speed State based on the road type and/or posted speed 
from a map database or other database); driving slower or 
faster than the speed of traffic (e.g., an event identified by the 
system and information from the server—for example, the 
event identification system may capture events when the 
vehicle is traveling slower than the posted speed, and the 
server, which has data about the traffic at the time of the event, 
can determine whether the vehicle is traveling slow or fast 
relative to the traffic speed and assess the probability that this 
condition is risky); driving over rough or uneven road seg 
ments at an unsafe speed (e.g., an event identified by the 
system and information from the server for example, the 
event identification system detects elevated forces when the 
vehicle hits a patch of rough road, and stores an event; the 
server evaluates whether the vehicle was traveling at an 
excessive speed relative to traffic, road, and/or weather con 
ditions); driving too fast or too slow towards the end of a long 
shift (e.g., an event identified by the system and information 
from the server—for example, an event showing out of range 
speed on a road plus server information relating to the driver 
such as the time the driver has been on shift or the start and 
stop times of a shift); or any other combination of factors that 
is associated with an increased probability of driving risk. In 
Some embodiments, business rules and risk assessment tech 
niques are based on a combination of two or more event types. 
In some embodiments, business rules and risk assessment 
techniques are based on a combination of an event type and 
server information. In some embodiments, server informa 
tion comprises information in a database (e.g., a map data 
base, a speed database, a traffic information database, a 
weather database, a road condition database, driver informa 
tion databases, etc.), information from a third party source, or 
any other appropriate information. 

FIG. 3 is a block diagram illustrating an embodiment of a 
vehicle data server. In some embodiments, vehicle data server 
300 of FIG. 3 comprises vehicle data server 104 of FIG.1. In 
the example shown, vehicle data server 300 comprises pro 
cessor 302. Processor 302 comprises a processor for control 
ling the operations of vehicle data server 300, for reading and 
writing information on data storage 304, for communicating 
via communications interface 306 (e.g., a wireless or wired 
communication interface), for acquiring data using data ser 
vices 308, for determining risk associated with an event using 
risk prediction 310, and for enforcing business logic 312, 
where business logic includes logic to enforce business 
rules—for example, one or more of the following: a time of 
day restriction, a data cost restriction, a privacy restriction 
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6 
(e.g., based on a consent of a driver, an employer, a Supervi 
Sor, etc.), a Subscription restriction or privilege (e.g., based on 
up to date paid account, data transfer only when cost of 
transfer is low, transfer immediately, etc.), a service contract 
restriction or privilege (e.g., data transfer only for a Subset of 
drivers, only transfer for highest risk drivers, etc.), or any 
appropriate business rule. Data storage 304 comprises a data 
storage (e.g., a RAM—e.g., random access memory, a 
ROM-e.g., read only memory, a nonvolatile memory, a flash 
memory, a hard disk, or any other appropriate data storage). In 
various embodiments, data storage 304 comprises a data Stor 
age for storing instructions for processor 302, vehicle event 
recorder data, vehicle event data, sensor data, video data, map 
data, vehicle event review data, or any other appropriate data. 
In various embodiments, communications interface 306 com 
prises one or more of an Ethernet interface, a GSM interface, 
a CDMA interface, a WiFi interface, or any other appropriate 
interface. Data services 308 comprises interfaces to one or 
more data services for retrieving data. In various embodi 
ments, the one or more data services comprise weather report 
services, traffic report services, speed limit services, driver 
shift data services, vehicle data server historical data services, 
or any other appropriate data services. In various embodi 
ments, weather and/or traffic data is current data, real-time 
data, historic data, averaged data, or any other appropriate 
weather or traffic information. Risk prediction 310 comprises 
one or more algorithms for determining the risk associated 
with an event. In some embodiments, risk prediction 310 
comprises algorithms for determining the risk associated with 
an event from the associated event data. In some embodi 
ments, risk prediction 310 comprises algorithms for deter 
mining the risk associated with an event from a subset of the 
associated event data. In various embodiments, risk predic 
tion 310 comprises algorithms for determining risk associ 
ated with an event using data acquired from data services 
308 for example, weather conditions (e.g., Sunny, cloudy, 
rainy, foggy, Snowy, etc.), traffic conditions (e.g., current 
speed of travel, accidents in proximity, construction informa 
tion, etc.), transient regulations (e.g., time of day speed limits, 
variable speed limits, high occupancy vehicle lane require 
ments, etc.), driver information (e.g., hours of service details, 
14 day driving history, etc.), vehicle information (e.g., vehicle 
speed limits, hazardous material restrictions, other vehicle 
related restrictions, etc.), or any other appropriate data for risk 
prediction. Business logic 312 comprises one or more algo 
rithms for determining a number of events that can be 
retrieved from a vehicle event recorder based on business 
considerations—e.g., cost, Subscription type, service con 
tract, privacy opt-in etc. 

FIG. 4 is a flow diagram illustrating an embodiment of a 
process for building an event manifest. In some embodi 
ments, the process of FIG. 4 is executed by processor 202 of 
FIG. 2. In some embodiments, an event manifest comprises a 
Summary of events and associated event data for use by a 
vehicle data server for determining a set of events to request. 
In some embodiments, an event manifest comprises a set of 
sets of an event identifier, an event type, and a minimum event 
data set. In the example shown, in 400, an event data set is 
received, e.g., via a sensor interface. In 402, an event identi 
fier is assigned to the event. In various embodiments, an event 
identifier is determined sequentially, randomly, by derivation 
from the event data, or in any other appropriate way. In 404. 
an event type is determined. In various embodiments, an 
event type comprises one of the following: an accident event, 
a possible collision event, a speed limit violation event, a 
rough road event, a hard cornering event, a hard braking 
event, a dangerous driving event (e.g., cell phone usage, eat 
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ing while driving, working too long of a shift, sleepy driving, 
etc.), or any other appropriate event type. In 406, a minimum 
event data set is determined. In some embodiments, a mini 
mum event data set comprises a Subset of the event data set 
received in 400. In some embodiments, a minimum event data 
set comprises the minimum amount of event data necessary to 
determine if the event should be requested by the vehicle data 
server. In some embodiments, a minimum event data set for a 
speeding event comprises a data set that includes a device 
serial number, a system trigger timestamp, a GPS trigger 
timestamp, a vehicle profile ID (e.g. an encoding of the type 
of vehicle Such as a light duty pickup truck or a heavy tractor/ 
trailer), a latitude, alongitude, aheading, a road segment map 
ID (e.g., a mapping road segment identification for road 
details), a speed limit, a maximum speed, and an average 
speed. In some embodiments, a minimum event data set for a 
hard cornering event comprises a data set that includes a 
device serial number, a system trigger timestamp, a GPS 
trigger timestamp, a vehicle profile ID, a forward acceleration 
threshold, a lateral acceleration threshold, an event identifi 
cation algorithm version, an event identification algorithm 
decision node (e.g. a decision node from a decision tree 
model), an average vehicle speed, a maximum vehicle speed, 
a recent vehicle speed history, average and extreme (i.e., 
maximum acceleration magnitude with the sign of the accel 
eration when the maximum value is measured) forward accel 
eration, average and extreme lateral acceleration, average and 
extreme vertical acceleration, probability accelerating (e.g., 
the estimated probability according to a neural network algo 
rithm that the vehicle was accelerating at the time the event 
was triggered), probability braking (e.g., the estimated prob 
ability according to a neural network algorithm that the 
vehicle was braking—i.e., decelerating at the time the event 
was triggered), probability collision (e.g., the estimated prob 
ability according to a neural network algorithm that the 
vehicle was involved in a collision at the time the event was 
triggered), probability left cornering (e.g., the estimated 
probability according to a neural network algorithm that the 
vehicle was cornering to the left at the time the event was 
triggered), probability right cornering (e.g., the estimated 
probability according to a neural network algorithm that the 
vehicle was cornering to the right at the time the event was 
triggered), probability rough road (e.g., the estimated prob 
ability according to a neural network algorithm that the 
vehicle was driving over a rough/uneven Surface at the time 
the event was triggered). 

In various embodiments, the event data set comprises one 
or more of the following: a device serial number, a system 
trigger timestamp, a GPS trigger timestamp, a vehicle profile 
ID, a forward acceleration threshold, a lateral acceleration 
threshold, an event identification algorithm version, an event 
identification algorithm decision node (e.g. a decision node 
from a decision tree model), an average vehicle speed, a 
maximum vehicle speed, a recent vehicle speed history, aver 
age and extreme (i.e., maximum acceleration magnitude with 
the sign of the acceleration when the maximum value is 
measured) forward acceleration, average and extreme lateral 
acceleration, average and extreme vertical acceleration, prob 
ability accelerating (e.g., the estimated probability according 
to a neural network algorithm that the vehicle was accelerat 
ing at the time the event was triggered), probability braking 
(e.g., the estimated probability according to a neural network 
algorithm that the vehicle was braking—i.e., decelerating— 
at the time the event was triggered), probability collision 
(e.g., the estimated probability according to a neural network 
algorithm that the vehicle was involved in a collision at the 
time the event was triggered), probability left cornering (e.g., 
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8 
the estimated probability according to a neural network algo 
rithm that the vehicle was cornering to the left at the time the 
event was triggered), probability right cornering (e.g., the 
estimated probability according to a neural network algo 
rithm that the vehicle was cornering to the right at the time the 
event was triggered), probability rough road (e.g., the esti 
mated probability according to a neural network algorithm 
that the vehicle was driving over a rough/uneven Surface at the 
time the event was triggered), latitude, longitude, heading, 
road segment map ID, telemetry trail, speed limit, road class, 
associated event ID, prior event ID (e.g., a Globally Unique 
ID), Subsequent event ID, research flag (e.g. indicating 
whether or not the event was identified for research purposes 
only), or any other appropriate data. 

In 408, the event identifier, event type, and minimum event 
data set are added to the event manifest. In 410, it is deter 
mined whether the event manifest is complete. In various 
embodiments, the event manifest is determined to be com 
plete after a predetermined number of events have been 
added, after a predetermined amount of time has passed since 
the first event was added, after a predetermined number of 
miles have been driven since the first event was added, or in 
any other appropriate way. In the event the event manifest is 
not determined to be complete, control passes to 400. In the 
event the event manifest is determined to be complete, the 
process ends. In some embodiments, once the event manifest 
is determined to be complete (e.g., once the event manifest is 
built), the event manifest is transmitted to the vehicle data 
server. In some embodiments, the event manifest is transmit 
ted to the vehicle data server automatically if the vehicle event 
recorder is rebooted (e.g., regardless of whether the condition 
of 410 has been satisfied). In some embodiments the event 
manifest is transmitted to the vehicle data server automati 
cally in case of emergency. 

In some embodiments, a user initiates a check in. There is 
a button on the vehicle event recorder. Quickly pushing and 
releasing the button causes the camera to capture a video. This 
can be used if the driver is cutoff or any reason they want to 
capture a video. If the button is held for approximately 5 
seconds or longer, this will initiate a check-in as opposed to 
capturing a video. This is used in the case of an accident or 
other condition where the driver is instructed to force the 
camera to check-in and deliver the manifest to the backend for 
transfer decision. 

FIG. 5A is a flow diagram illustrating an embodiment of a 
process for delivering event data associated with an event. In 
some embodiments, the process of FIG. 5A is executed by 
processor 202 of FIG. 2. In the example shown, in 500, a 
request for event data associated with an event is received. In 
Some embodiments, the request is received from a vehicle 
data server. In some embodiments, the request identifies an 
event by an event identifier. In some embodiments, the 
request identifies an event or set of events by a time window 
(e.g., start and stop date/time). In 502, the event data associ 
ated with the event is delivered. In some embodiments, the 
event data is delivered via a wireless connection. In some 
embodiments, delivering the event data is delayed until a time 
when a wireless connection is available for a reduced cost. In 
some embodiments, the process of FIG. 5A is used for deliv 
ering event data associated with a set of events. 

FIG. 5B is a flow diagram illustrating an embodiment of a 
process for delivering all event data. In some embodiments, 
the process of FIG. 5B is executed by processor 202 of FIG. 
2. In the example shown, in 550, a request for all event data is 
received. In some embodiments, the request is received from 
a vehicle data server. In some embodiments, a request for all 
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event data is only issued whena low-cost and high-bandwidth 
connection (e.g., a wired connection) is available. In 552, all 
event data is delivered. 

FIG. 6 is a flow diagram illustrating an embodiment of a 
process for determining events to request associated event 
data for. In some embodiments, the process of FIG. 6 is 
executed by processor 302 of FIG. 3. In 600, a manifest is 
received. In some embodiments, a manifest is received from 
a vehicle event recorder. In some embodiments, a manifest 
comprises a set of events, each event including an eventID, an 
event type, and a set of associated data. In some embodi 
ments, one or more manifests are received in 600 over the 
course of a day, and control proceeds to 602 (e.g., it is deter 
mined whether to upload additional information about each 
event of the one or more manifests) at night. 

In 602, contextual information is requested for each event. 
In some embodiments, contextual information is requested 
for each event by a data services (e.g., data services 308 of 
FIG. 3). In various embodiments, contextual information 
comprises one or more of the following: weather conditions, 
traffic conditions, posted regulations, timing within driver 
shift, vehicle data server historical information, behavior out 
come of past reviewed events, or any other appropriate infor 
mation. In various embodiments, vehicle data server histori 
cal information comprises one or more of the following: 
company historical information, group historical informa 
tion, vehicle historical information, or driver historical infor 
mation. In 604, the events are sorted by event type. In 606, the 
events are sorted within event type by importance. For 
example, speed limit violation events can be ranked by impor 
tance by calculating the over speed as a percentage of the 
posted speed and sorting the events from high to low using 
those percentages. As another example, rough road and hard 
maneuvering events can be ranked based on the expected 
likelihood that the event contains behaviors associated with 
collision risk using historical information of behaviors 
observed in that driver, vehicle, group and/or company as a 
proxy. In various embodiments, event importance comprises 
likelihood for event data to show a risky event, likelihood for 
event data to show a coachable event, has a probability of 
collision greater than a collision probability threshold, or a 
probability of contributing to a collision greater than a con 
tributing to a collision probability threshold, or event impor 
tance comprises any other appropriate event importance cri 
teria. In some embodiments, event importance is based at 
least in part on associated event data. In some embodiments, 
event importance is based at least in part on event contextual 
information. In some embodiments, some event types are 
considered unimportant and determining event importance 
comprises determining if other event criteria are also satisfied 
(e.g., if there was another event type occurring simulta 
neously). Events have a priority ranking so a speeding event 
is lower priority than a hard maneuver event. In the case of 
simultaneous events (e.g., occurring within the same record 
ing interval), the higher priority event is selected. The priori 
tization is based upon the probability of contributing to a 
collision or the probability of a collision. In some embodi 
ments, additional information is only uploaded for speed limit 
violation events if other event criteria are also satisfied. In 
608, events of different event types are merged using a 
weighted model. In some embodiments, merging events of 
different types using a weighted model comprises multiply 
ing the importance value of each event of each type by a 
weighting factor, wherein the weighting factors are constant 
within an event type but can vary between event types, and 
then sorting the events by weighted importance. In some 
embodiments, the relative importance weight of different 
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10 
event types, like hard maneuvers, lane departure, speed limit 
violations, etc., can be modeled using the effectiveness with 
which that event type has put in evidence behaviors associ 
ated with collision risk during the last D number days or E 
number of events. In some embodiments, some event types 
have low weights in order to reduce the likelihood that they 
will be uploaded. In 610, events above an importance thresh 
old are selected. Any number of events above the importance 
threshold may be selected. In some embodiments, one or 
more events not above the importance threshold (e.g., for 
which it was determined not to upload additional informa 
tion) are randomly selected for upload. In some embodi 
ments, the importance threshold depends in part on the wire 
less connection type available (e.g., if only an expensive 
wireless connection type is available, a higher importance 
threshold is used such that fewer events are selected for 
upload). In some embodiments, the importance threshold 
depends in part on the availability of a low cost wireless 
connection. In some embodiments, fewer events are deter 
mined to be uploaded in the event that only a cellular connec 
tion is available. In 612, the selected events are filtered using 
a business rule. In various embodiments, a business rule com 
prises a maximum number of events uploaded per hour, maxi 
mum number of events uploaded per day, maximum number 
of events uploaded during daytime hours, maximum number 
of events below a given importance threshold uploaded per 
day, or any other appropriate business rule. In various 
embodiments, a business rule comprises a target transfer rate 
per vehicle event recorder per time interval, a target transfer 
rate per company per time interval, a target transfer rate per 
vehicle event recorder per time interval and event type, a 
target minimum number of events per vehicle event recorder 
per time interval and event type, or any other appropriate 
business rule. In some embodiments, a business rule applies 
only to video data transfer. In various embodiments abusiness 
rule comprises a maximum number of videos transferred per 
vehicle event recorder per time interval, an authorization/ 
deauthorization to transfer videos by event type, an authori 
zation/deauthorization to transfer videos by time and other 
criteria (e.g., videos may be transferred at any time, videos 
may be transferred off peak only, videos may be transferred at 
off peak only unless there is a high probability that the video 
contains a collision, the decision to transfer video may be 
based on the reason for transmitting the manifest—e.g., a 
regular manifest check-in vs. a check-in on vehicle event 
recorder reboot or forced check-in, the decision to transfer 
Video may be based on the reason for transmitting the mani 
fest and the probability that the video contains a collision, 
etc.), or any other appropriate business rule. In various 
embodiments, a business rule comprises a static privacy 
based rule (e.g., transmit external video data but not interior 
Video data), a dynamic privacy-based rule (e.g., transmit exte 
rior video only for a predetermined fraction of the best drivers 
and exterior and interior video for the remaining drivers), a 
geographic privacy-based rule (e.g., transmit exterior video 
only if the vehicle is in certain regions and transmit exterior 
and interior video if the vehicle is in other regions), or any 
other appropriate business rule. 

In Some embodiments, the following example is a narrative 
with speed events. The vehicle event recorder saves triggered 
events which include posted speed violations. The manifest of 
events is delivered to the vehicle data server. The vehicle data 
server receives event data as delivered in the manifest plus the 
contextual information regarding the most current posted 
speed information. This corrects for newer map data plus 
allows for the application of time of day rules, trucking spe 
cific speeds (e.g., different speed limits for large trucks), or 
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other contextual adjustments. Additional contextual informa 
tion may include the current posted speed transfer statistics. 
Based on this data, the speed events are prioritized into the 
risk ranking including ordering based on percent over the 
speed limit. Once the events are ranked, the previous statis 
tical data on posted speed transfer rate is applied to determine 
which posted speed events are to be transferred from the 
vehicle event recorder to the vehicle data server. A business 
rule can be applied to ensure that if two events are very similar 
(e.g., speeding on the same road during a short time) only one 
of them is transferred. 

In some embodiments, the number of events to request 
additional information for is based at least in part on a cost 
criterion (e.g., a business rule). In some embodiments, the 
frequency of events to request additional information for is 
based at least in part on a cost criterion (e.g., a business rule). 
In some embodiments, after events are selected and filtered, 
additional information (e.g., event data) associated with each 
remaining eventis requested. In some embodiments, the addi 
tional information is received. In some embodiments, the 
additional information is received at a time determined to 
reduce the cost of data transmission. In some embodiments, a 
vehicle event recorder checks-in and delivers the manifest 
after each event. Then, at the nightly off-peak check-in, the 
vehicle data server requests the additional data for the 
selected events. This allows for knowledge of the events but 
controls the cost of additional data delivery. 

FIG. 7 is a flow diagram illustrating an embodiment of a 
process for uploading data. In some embodiments, the pro 
cess of FIG. 7 is executed by vehicle data server 104 of FIG. 
1. In the example shown, in 700, a manifest comprising a 
plurality of events which may be uploaded is received. In 
Some embodiments, the manifest additionally comprises sen 
sor information relating to each of the plurality of events. In 
702, it is determined whether to upload additional informa 
tion about each event. In some embodiments, determining 
whether to upload additional information about each event is 
based at least in part on the sensor information and contextual 
information. In 704, the additional information is requested. 

Although the foregoing embodiments have been described 
in Some detail for purposes of clarity of understanding, the 
invention is not limited to the details provided. There are 
many alternative ways of implementing the invention. The 
disclosed embodiments are illustrative and not restrictive. 

What is claimed is: 
1. A system for requesting data, comprising: 
an input interface configured to: 

receive a manifest comprising sensor information asso 
ciated with a plurality of events; and 

a processor configured to: 
sort the plurality of events by event importance, wherein 

the event importance is based at least in part on the 
Subset of the sensor information and contextual infor 
mation relating to the plurality of events; 

select at least one event from the plurality of events 
according to an event importance associated with the 
at least one event; and 

an output interface configured to: 
request additional information for the selected at least 

One event. 

2. The system of claim 1, wherein the processor is addi 
tionally configured to determine the contextual information 
relating to the plurality of events. 

3. The system of claim 2, wherein the contextual informa 
tion relating to the selected at least one event comprises one or 
more of the following: weather conditions, location, traffic 
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12 
conditions, posted regulations, timing within driver shift, or a 
behavior outcome of past reviewed events. 

4. The system of claim 1, wherein events are selected for 
uploading for a combination of risky behavior types. 

5. The system of claim 1, wherein a number of events 
selected is based at least in part on a cost criterion. 

6. The system of claim 1, wherein a frequency of events 
selected is based at least in part on a cost criterion. 

7. The system of claim 1, wherein selecting the at least one 
event includes randomly selecting the at least one event from 
events having an associated event importance above a thresh 
old. 

8. The system of claim 1, wherein the sorting the plurality 
of events is further based at least in part on one or more of the 
following factors: the likelihood that the event is coachable, 
has a probability of collision greater than a collision prob 
ability threshold, and a probability of contributing to a colli 
sion greater than a contributing to a collision probability 
threshold. 

9. The system of claim 1, wherein selecting the at least one 
event includes randomly selecting the at least one event from 
events having an associated importance above a threshold, 
wherein the threshold is based at least in part on the wireless 
connection type available. 

10. The system of claim 9, wherein the threshold increases 
with an increasing cost of a wireless connection. 

11. The system of claim 9, wherein the threshold is set such 
that fewer events are selected to be uploaded if only a cellular 
connection is available compared with other types of connec 
tions being available. 

12. The system of claim 1, wherein the input interface is 
configured to receive the additional information. 

13. The system of claim 12, wherein the additional infor 
mation is received at a time determined to reduce a cost of 
data transmission. 

14. The system of claim 1, wherein: 
the manifest is received during a first period of time; and 
the selecting the at least one event is performed during a 

second period of time, the second period of time being at 
least partially non-overlapping with the first period of 
time. 

15. The system of claim 1, wherein the selecting the at least 
one event is based at least in part on a business rule. 

16. The system of claim 1, wherein the processor is further 
configured to filter the selected at least one event according to 
a business rule, wherein the business rule enforces one or 
more of the following: a time of day restriction, a data cost 
restriction, a privacy restriction, service contract restriction or 
privilege, or a Subscription restriction or privilege. 

17. The system of claim 1, wherein the event importance is 
based on alikelihood that the subset of the sensor information 
and the contextual information indicates a risky driving event. 

18. The system of claim 1, wherein the additional informa 
tion includes captured sensor information other than the Sub 
set of sensor information of the manifest. 

19. The system of claim 1, further comprising: 
a vehicle event recorder coupled to a vehicle configured to: 

capture sensor information relating to the plurality of 
events, wherein the sensor information comprises 
data from a plurality of sensors; 

store the sensor information relating to the plurality of 
events; and 

send the manifest of the plurality of events to the input 
interface. 

20. A method for uploading data, comprising: 
receiving a manifest comprising sensor information asso 

ciated with a plurality of events; 
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sort the plurality of events by event importance, wherein 
the event importance is based at least in part on the 
Subset of the sensor information and contextual infor 
mation relating to the plurality of events; 

select at least one event from the plurality of events accord 
ing to an event importance associated with the at least 
one event; and 

requesting additional information for the selected at least 
One event. 

21. A computer program product for uploading data, the 
computer program product being embodied in a non-transi 
tory tangible computer readable storage medium and com 
prising computer instructions for: 

receiving a manifest comprising sensor information asso 
ciated with a plurality of events; 

sort the plurality of events by event importance, wherein 
the event importance is based at least in part on the 
Subset of the sensor information and contextual infor 
mation relating to the plurality of events; 

select at least one event from the plurality of events accord 
ing to an event importance associated with the at least 
one event; and 

requesting additional information for the selected at least 
One event. 
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