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(57) ABSTRACT

The present invention discloses a centralized, digital, com-
puter-based telephone call management system for authen-
ticating users of a telephone system in an institutional
facility. The system includes the capacity to allow an insti-
tution to control, record, monitor, and bill and report usage
and access to a telephone network. The telephone call
management system further includes both accounting and
management software for use in controlling, monitoring,
billing, recording, and reporting usage and access. Also, it
can operate over both a Public Switch Telephone Network
(PSTN) and a Voice over Internet Protocol (VOIP) infra-
structure.
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DIGITAL TELECOMMUNICATIONS CALL
MANAGEMENT AND MONITORING
SYSTEM

CROSS-REFERENCE TO RELATED
APPLICATION

[0001] This application is a continuation application of
U.S. patent application Ser. No. 14/831,533, filed Aug. 20,
2015, which is a continuation application of U.S. patent
application Ser. No. 13/949,980, filed Jul. 24, 2013, now
U.S. Pat. No. 9,143,609, which is a continuation application
of U.S. patent application Ser. No. 12/861,322, filed Aug.
23, 2010, published as US 2011/0206038 Al and now
abandoned, which is a continuation application of U.S.
application Ser. No. 11/045,589, filed Jan. 28, 2005, now
U.S. Pat. No. 7,783,021, all of which are incorporated herein
by reference in their entirety.

BACKGROUND OF THE INVENTION

[0002] Field of the Invention

[0003] The present invention relates generally to the field
of telephone communication systems in penal institutions or
similar facilities. In particular, the present-invention relates
to a centralized, fully self-contained, digital, computer-
based telecommunication system with the capacity to allow
an institution to control, record, monitor, and report usage
and access to a telephone network.

[0004] Background Art

[0005] Generally, the need to monitor, control, record and
provide detailed records of the usage of a telephone system
in a controlled institutional environment is well recognized.
It is common to utilize a controlled telephone system
capable of monitoring outgoing telephone connections in
many types of institutional environments, including penal
institutions, military institutions, hospitals, schools, busi-
nesses, specific types of government institutions, etc. The
reasons for monitoring and controlling institutional tele-
phone systems are evident. To prevent such institutions from
incurring unaccountable telephone costs, the institutions
must either restrict access to outbound telephone lines or
employ a telephone monitoring system to charge the respon-
sible party for making the outbound communication. Oth-
erwise, unaccountable telephone costs would severely hin-
der the availability of the telephone systems in institutions.
[0006] Therefore, it is imperative for many institutions to
utilize a communication system that provides an accurate
identification means for administrators to determine the
individual responsible for each outbound telephone call. A
communication system must also provide a monitoring
means for maintaining a useful record of the communica-
tion. Additionally, the system should include a means for
restricting access or a means for providing options to
particular users. Considering the number of users in a large
institution, different payment methods available, and the
excessive call volume at many institutions, it is evident that
an effective telephone management system is essential.
[0007] Providing telephone systems in specific types of
highly restricted institutions, such as penal institutions,
results in the consideration of numerous additional compli-
cating factors. Generally, the government heavily regulates
outbound communication means in penal institutions.
Therefore, communication systems implemented in penal
institutions or similar facilities must meet greater security
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requirements often mandated by regulatory bodies affiliated
with the county, state, or federal institution. Thus, the
communication system used in a regulated institution must
employ unique functions often unnecessary in other types of
institutions.

[0008] In its most general form, a penal institution’s
telephone system utilizes a call processor to approve and
place a call, surveillance equipment or monitoring equip-
ment, and a recording device for evidencing the conversa-
tion. Generally, these simple systems are not equipped to
restrict an inmate from calling an individual. However, it is
preferable for the call system devices now, employed in such
institutions to have the capability to thwart an inmate from
calling certain specific individuals or types of individuals.
Systems currently exist capable of controlling calls. Without
the necessary constraints on an inmate’s use of the telephone
system, inmates have often harassed outside parties or
individuals. For example, it is generally preferred that an
inmate be prevented from placing a telephone call to the
prosecutor who prosecuted the inmate’s case or another
attorney responsible for the sentencing of the inmate. In
another example, it may be preferred that an inmate be
prevented from contacting the victim of the inmate’s crime
or witnesses from the inmate’s case. It has also been
documented that inmates have used previous penal institu-
tion call systems to perpetrate additional criminal activities
such as fraudulent schemes or specific criminal conspiracies.
Specifically, inmates have been known to arrange credit card
fraud attempts, the smuggling of contraband into the facility,
and have even been known to arrange escape attempts over
the penal institution’s telephone system. Therefore, it is
critical in an efficient penal institution to carefully monitor
all outgoing telephone calls making a regulated penal insti-
tution telephone system a necessity.

[0009] Another concern in implementing an efficient insti-
tution telephone system is cost control. In order for a system
to be cost effective the system must critically monitor and
record the activities of each individual user to properly
charge each individual caller for his or her outgoing calls.
Typically, telephone communication systems in penal insti-
tutions provide an inmate with a telephone account upon
arrival. Each individual receives an account number. There
are several options for an inmate to select with respect to
payment on the account. For example, an inmate may place
prior personal earnings into the account. The cost of each
call is then deducted from the total amount in the inmate’s
account until no balance remains. The inmate may also
choose to utilize collect call means. In addition, an inmate
may be assigned a commissary account, where funds are
added to the account based on work performed by the
inmate. As the funds increase, the inmate may apply these
funds to the cost of placing telephone calls. The inmate debit
account may be located onsite, at a central office facility, or
at a third-party site.

[0010] The inmate’s family may alternatively control the
inmate debit account. For example, the inmate’s family may
control the inmate’s access to the debit account either
remotely (e.g., by using the Internet, accessing a toll-free/
pay to dial telephone number, using a mail form, etc.) or by
visiting the prison facility. The inmate’s family may add
funds to the debit account and thereby control the call
volume allowed to the inmate.

[0011] Another requirement of a secure telephone man-
agement system in a penal institution is the accurate iden-
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tification of the telephone call participants. Generally, it is
common in a penal institution to assign each inmate a
personal identification number (“PIN”). When an inmate
attempts to place a telephone call, the inmate must supply a
valid PIN to gain access to the telephone system. However,
a primary problem with this identification method is the ease
of obtaining another inmate’s PIN. For example, individuals
who commonly forget their PIN may write it down, increas-
ing the possibility that an unauthorized individual will view
the PIN and use it.

[0012] In addition, if a PIN number is compromised and
utilized by an unauthorized inmate, the unauthorized inmate
may then be able to call certain individuals who are
restricted to that inmate, since the unauthorized inmate is no
longer using the proper PIN associated with that inmate. In
known systems, the PIN identification method is incapable
of verifying that the individual who supplies the PIN is the
actual specified inmate. Some systems have attempted to
improve security by requiring the use of a debit card in
conjunction with a PIN. The use of the debit card will only
allow access to an inmate’s account if the correct associated
PIN is supplied. This method, however, provides only mini-
mal additional protection because a debit card and its
associated PIN can often easily be taken from another
inmate, or given to another inmate. For example, one inmate
may threaten another inmate in order to obtain such infor-
mation. Alternatively, one inmate may provide certain ser-
vices in exchange for the use of another inmate’s telephone
privileges. The possibility that two inmates will exchange
accounts also exists, thereby allowing them to contact
people that would normally be restricted to them.

[0013] Further attempts to obviate security concerns
include requiring personal information in addition to a PIN
to be supplied by the inmate/user. For example, a user might
be prompted to supply a PIN as well as certain information
that may only be known to the user. A common example is
arequest by the call system to provide their mother’s maiden
name. This provides an additional security measure, but
again is minimally secure because such information can
easily be obtained in a correctional facility. It would there-
fore be desirable to develop a telephone management system
that incorporates an improved method of identification or
verification.

[0014] Another required feature of a telephone manage-
ment system for a penal institution or similar facility is a
means for restricting calls placed by a user (e.g., an inmate).
It is well documented that inmates often try to harass
individuals related to their arrest or confinement, such as
judges, prosecutors or witnesses, etc., through telephonic
communications. Penal institutions have attempted to pre-
vent this by restricting the telephone numbers each inmate is
able to access. For example, a system may utilize a PIN or
other identification means to access a list of telephone
numbers that the inmate may not call, or alternatively, the
system may access a list of numbers that the inmate is
authorized to connect to (i.e., the inmate can only call the
numbers appearing on the list). Telephone numbers placed
on the restricted list can include any individual related to the
conviction (e.g., the arresting police officer, the prosecuting
attorney, etc.), while telephone numbers placed on the
permitted list may be, for example, close family relatives.
The system may also limit the amount of time each inmate/
user is permitted to conduct each outbound telephone call
through the system. Furthermore, restrictions may be regu-
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larly updated. For example, if an inmate misbehaves, the
inmate’s telephone privileges may be further limited or
revoked completely.

[0015] Penal institutions are also concerned with monitor-
ing the activities and communications of inmates. Monitor-
ing telephone activities is necessary to restrict connections
to illegal activities outside of the institution.

[0016] Three existing types of call monitoring techniques
are known in the art. The first technique is live monitoring.
Live monitoring requires an operator or other individual to
listen to each telephone call-and-alert the proper authorities
if necessary.

[0017] The second type of monitoring involves recording
the telephone conversation via a common recording device.
A common example of this is a recording device such as a
magnetic tape drive or a computer hard drive. This type of
monitoring may be continuous or intermittent depending on
the degree of security required for each inmate.

[0018] The third type of monitoring is known as passive
monitoring. Passive monitoring may be activated when
certain keywords are spoken. In addition, passive monitor-
ing may be activated if the telephone call at the termination
end is transferred to a third party via certain known detection
means such as silence detection, hook-flash detection, etc.

[0019] Penal institutions currently record most inmate
telephone calls, with the exception of lawyer-inmate com-
munications, which are generally prohibited by law. Typi-
cally in the art, monitoring may occur using any combina-
tion of the three methods (e.g., live monitoring, electronic
recording monitoring, or passive monitoring). However, it
would be desirable for a telephone management system to
embody a means for determining which level of telephone
monitoring should be employed for each telephone call. For
example, it can be advantageous to flag certain individuals
in an inmate’s profile as highly suspicious. If the inmate
initiates communication with the flagged individual, the
system will alert a live operator to monitor the system. In
such a system it is essential that the system correctly identity
the called individual to avoid unnecessary expenditure of
live operators.

[0020] Alternatively, the inmate telephone call system
may utilize a remote alert notification system wherein the
system contacts an operator when a violation has occurred.
The system may contact the operator utilizing telephone
means, paging means, computer means, etc. This notifica-
tion system may be set to call the operator a limited number
of times or until the alert has been noted in the inmate
telephone call system. The operator may then access infor-
mation about the alert remotely using the telephone, Inter-
net, or any other such remote access means.

[0021] In order to alleviate some of the problems and
concerns discussed herein, many penal institutions have
implemented certain task-specific advanced systems. Gen-
erally, these “advanced” systems known in the art comprise
several features.

[0022] For example, it is known in current systems to
employ permanent call blocking. Specifically, it is known in
the art to block an inmate or group of inmates from dialing
certain telephone numbers. Most systems also prevent
inmates from talking directly to live operators. This prevents
inmates from requesting that the operator forward a call or
provide additional telephone numbers allowing inmates to
harass or locate additional parties. Furthermore, current
systems block “1-800,” “1-900” and other like telephone
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numbers including toll-free and pay-to-dial telephone num-
bers. In addition certain institutions may elect to block
country codes, specific area codes, or other third-party
numbers.

[0023] Current systems known in the art may also utilize
a feature commonly referred to as “selective” call-blocking.
As discussed, “selective” call blocking maybe employed to
thwart inmates from establishing a connection with a
selected group of individuals (i.e., with the home telephone
of prison guards, wardens, indictment witnesses, trial wit-
nesses, police officers, judges, etc.). It is also foreseeable
that the telephone numbers of the family members of these
specific individuals may also be blocked.

[0024] Some current systems also limit the use of specific
long-distance carriers. This feature proves useful in limiting
unnecessary costs incurred by employing alternate carriers.
[0025] Several current systems utilize features commonly
referred to as “hook flash” prevention or “click™ and “pop”
prevention modes. These systems prevent inmates from
extending the current outgoing telephone call and entering a
new telephone call with a new number without fully termi-
nating the original telephone call. For example, this prevents
an inmate from utilizing common call forwarding features
and the like.

[0026] In addition, some current institutional telephone
systems electronically or manually disable the keypad after
a telephone number is dialed and the telephone-call is
connected. This feature prevents inmates from interacting
with telephone games and lotteries, and in certain older
systems, prevents the inmate from achieving an unrestricted
dial tone.

[0027] Another common feature employed by institu-
tional, systems is three-way call prevention. This feature
prevents an inmate from instructing the called party to
bridge the telephone call to another telephone number.
[0028] Other known systems in the art may exhibit other
regulatory features. For example, telephone communication
systems generally allow an institution to limit the duration of
a telephone call or to limit the cost of the telephone call.
These types of features further allow a facility to customize
the telephone call systems thereby preventing unrecoverable
expenditures.

[0029] Another control used by current institution tele-
phone systems is the use of certain aspects of biometric
recognition for the identification of users or inmates. (i.e.,
the calling party). However, systems known in the art have
only used biometrics to a limited extent. It is highly ben-
eficial for communication systems in penal institutions to
incorporate biometrics as an additional security device.
Biometric recognition is commonly available in a number of
fields. For example, biometrics recognition has found a
number of security uses, including common usage, in credit
card systems and building security systems. Biometric infor-
mation includes fingerprints, hand geometry, voiceprints,
retinal patterns, iris scans, signatures, infrared facial pat-
terns, and all other sources which constitute unique physi-
ological characteristics and which can assist in establishing
a person’s identity. Various devices exist which can scan one
or more biometric characteristics and digitize the informa-
tion.

[0030] One system known in the art discloses an automatic
account number validation and billing management system.
The system prompts a user for an account number and
compares the number inputted to a number stored in a
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database to determine validity. If the account number is valid
and found in the database, the system completes the prede-
termined telephonic connection. If the number is riot in the
database, and therefore invalid, the system will utilize voice
prompts to request re-entry of the number or provide further
instructions. The system attempts to locally automate and
simplify the process of payment for routing calls without
live operator assistance, but does not address additional
security concerns that may exist in specific facilities, such as
in a penal institution. Furthermore, it does not provide for
protection measures to confirm that the individual supplying
the account number is the individual entitled to the use of the
account. In such a hostile environment as a penal institution,
an account number may easily be obtainable through coer-
cion or by force. Additionally, the system does not provide
any means of monitoring the conversations taking place or
restricting which individuals are accessed by the user.

[0031] Another system discloses a call management sys-
tem enabling prepayment of telephone calls utilizing a debit
system. Specifically, a user of the system obtains a special
code by depositing a prepayment. The prepayment is stored
in a database on the call management system for use in
verifying calling party calls. To access the system, a user
dials a special number and inputs a user-specific code for
verification followed by the number of the party to be called.
Next, the code is verified by the system. If verification is
successful and sufficient funds are available, the call is
connected. The prepayment amount, minus deductions for
the running cost of the call, is tabulated as the call pro-
gresses. The call-terminates either when the prepaid funds
are exhausted in the user’s account or when either party
disconnects. The invention also includes steps to prevent the
same access code from being used at different terminals.
However, the system does not teach a means for selecting
the call type or a call monitoring means. It also fails to teach
an advanced verification means specific to a user.

[0032] Yet another system teaches a multilingual prepaid
telephone system capable of interfacing with a public
switched telephone network (“PSTN”). In the system, each
user of the system is assigned a PIN and a credit account. To
access the system, a user first dials a number to access the
telephone system and chooses a language for all subsequent
voice prompts. The user then supplies a PIN which is
compared against a list of numbers in a database. If sufficient
credit is available for the duration of a telephone call to the
destination number, the connection is completed and a timer
is set for the available duration of the call. The call termi-
nates either when the allowed amount of time for the call
expires or if one party member hangs up the telephone line.
If the latter situation occurs, the system computes a new
available credit balance for the user’s account. The system
fails to provide a selection means for the user, such as the
ability to choose the type of call to be placed (e.g., collect,
debit, international, etc.). It also fails to teach any call
monitoring means and would therefore be unacceptable as a
communication system for a penal institution.

[0033] Still another system discusses an integrated com-
missary system for receiving and processing orders in an
institutional setting. The commissary system is designed for
use without access to a PSTN. According to the system, user
status and inventory status are stored in an onsite database.
To access the database, a user provides identifier information
and item selections through selected telephones. The selec-
tions are compared against the onsite database using a
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processor. If the user is authenticated and the requested
items are available, the processor generates transaction
records, updates user commissary information, and correctly
adjusts inventory. The updated information is stored in a file
that may be used for record keeping or archival purposes.
However, it does not teach a commissary system for use with
a PSTN. This system also fails to teach multiple authenti-
cation means and would therefore be unacceptable for use in
a penal institution.

[0034] Still a different system known in the art discloses a
software process for real-time call rating and debiting so that
a subscriber’s account balance is not exceeded. The method
disclosed estimates the time when the user’s balance will
expire by using the total charge per second average. The
process then determines the time remaining by dividing the
account balance by the average charge per second of all
telephone calls, and the time limit for the call is then set
accordingly. This method is useful if the rate for long
distance calls is not known locally. However, the system
does not allow for other types of calls, such as collect calls,
to take place. Furthermore, it fails to provide an advanced
call monitoring apparatus with an advanced authentication
apparatus.

[0035] There is also a system that depicts an automated
public telephone control for charge or collect call billing.
The apparatus embodies a microprocessor system control-
ling voice prompting, recognition of responses, network
signaling, recording of calling details, and verification of
account numbers. The disclosed invention provides for an
automated telephone billing for public telephone systems.
The system offers a plurality of billing methods, such as
billing to a credit account number, to the called party (collect
calling), or to a third party. An additional aspect of the
invention describes the recognition of voice utterances from
other signals and called party spoken words (i.e., the system
can recognize the word “yes” when spoken by any indi-
vidual). However, it does not identify or verify the indi-
vidual speaking. Furthermore, this system does not provide
a means to identify the user or verify that the user is not
partaking in fraudulent activities. It also fails to teach of a
monitoring and call control means.

[0036] Yet a different system discloses a system for a
detection and a reaction to “hook flash” events occurring
during a telephone communication. This system is, primarily
concerned with the detection of “hook flash” events caused
by the initiation of a three-way conference call. The system
monitors the calls for particular sounds in intervals and tests
if the sound is constant within other intervals. For example,
if a sound is detected in the second interval that did not exist
in the first interval further analysis will ensue. The system
may then compare the total number of dialed digits with the
original number of dialed digits to determine if an additional
digit was dialed. The additional digit identified may cause
the new sound in the second interval. Additional forms of
analysis are also contemplated. If the additional sound
cannot be explained through further analysis, the system
may terminate the call. However, the system fails to disclose
a means for incorporating biometric recognition in an insti-
tution telephone call system. Furthermore, it fails to disclose
a means for incorporating a WAN-based institution tele-
phone control system.

[0037] Yet still another system depicts a collect call sys-
tem which can automatically route long distance calls with-
out intervention of an outside service or operator. This
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feature enables private public telephone owners, as opposed
to primary telephone companies, to receive revenue for
completion of the call. The invention comprises the steps of
providing the calling party with voice prompts, receiving
voice or dialed signal information about the calling party in
response to the voice prompts, locally recording the infor-
mation about the calling party, providing the called party
information about the calling party, and reacting to a variety
of provided signals by either the called or calling party. The
system only provides a method and apparatus for placing
collect calls. In addition, it avoids consideration of providing
other possible payment methods. The system disclosed is
further limited by its lack of telephone call monitoring
ability and calling party identification means, and is there-
fore unsuitable for use in penal institutions.

[0038] A different system discloses a system utilizing
biometric verification means for determining if a user is
authorized to use a credit or identification card. The inven-
tion introduces a method embodying the steps of receiving
biometric data from a cardholder, scanning the card to obtain
user information, and retrieving authorized card owner
information stored in a database. The information obtained
from the three sources (i.e., cardholder, card, and database)
is analyzed and compared to verify that the cardholder is the
authorized card owner. The system describes a number of
possible biometric features that may be used such as voice-
prints, fingerprints, digital photography, and retinal scans. It
is an improved verification method because it compares the
user information to an already existing database, which
lessens the possibility of incorrect identification. It provides
a reliable means for verifying a user in a credit or debit card
system. However, the system fails to implement additional
biometric means useful in identifying a called party and fails
to apply these features to specific institutional functions.
[0039] Still a different system exemplifies the need for a
control management and monitoring system in institutional
settings. This system discloses a system for controlling,
monitoring, recording and reporting telephone communica-
tions. The system deals primarily with the identification of
a user through use of a PIN and restricting telephone
communications through a profile accessed by the PIN. The
system further contemplates means for monitoring and
recording communications.

[0040] Even another system is primarily concerned with
incorporating an improved method of monitoring calls. The
method includes a means for detecting tones commonly
associated with call bridging and call forwarding attempts.
For example, the system is directed to the detection of tones
such as ring signals, busy signals, special information tones
(“SIT™), dual tone multi-frequency, (“DTMF”) tones, call
progress tones or other similar tones characteristic of the
placement of a telephone call. It is limited by detection of
certain sounds which may not be readily machine-recogniz-
able. For example, it is foreseeable that interference, back-
ground noise, or compressed voice data may inhibit the
detection of the tones.

[0041] Another system describes a system for the verifi-
cation of a calling party, called party and a secure connec-
tion. The invention includes the costly requirement of secure
telephone devices known in the art. Specifically, the inven-
tion teaches a system wherein the calling and called parties
supply voice data which is encoded and transmitted over a
telephone network. Both users hear the alternate party’s
recorded voice data and verify that the supplied voice data
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is correct. The call is established only if both parties verify
that the called party has provided the correct voice data.
However, it would be too costly to implement such a system
in a penal institution or similar facility. Additionally, the
system does not consider possible payment methods for calls
or call management. For example, certain inmates may be
entitled to call only a few particular individuals. A system
within penal institutions, or similar facilities, must include a
means for limiting the number of potential called parties and
the specific parties to which inmates can call and provide a
means for monitoring inmate call transactions.

[0042] Additionally, a system known in the art teaches the
ability to utilize voice recognition as an identification
means. One aspect of the invention introduces a speaker
recognition method and system using two processing units.
The first unit receives voice characteristic information by
recording specific words spoken by the user. The informa-
tion is analyzed and stored in a database. The system
prompts the user for additional information, which is then
received by a second processing unit. The results of the
analysis of the second processing unit are sent to a first
processing unit with the previously stored information. A
comparison of the analyses determines if the user is autho-
rized. Although it contemplates other voice recognition
methods, the system fails to address any other field of
biometric recognition. The invention is further limited by its
inability to manage call restrictions and lacks monitoring
capabilities.

[0043] Further, a different system discloses a system to
permit users repetitive access to a multitude of systems. The
system requires an initial enrollment phase for access. The
enrollment phase consists of extracting biometric data to be
stored for future use. The format of the data is compatible
with a plurality of verification/identification systems. For
example, in one embodiment, it describes a biometric rec-
ognition means including voice recognition, fingerprint
identification, and retinal scan identification. However, it
does not address restrictions to the system or further moni-
toring means during use of the system, which are essential
for systems within a penal institution.

[0044] There is also a system known in the art that
discloses the utilization of acoustic and non-acoustic attri-
butes to identify users of a system. An initial profile is
created by both utterances spoken by a user and non-
acoustic information, such as keying in a user’s customer
number or social security number. The acoustic recognition
contemplates the usage of a plurality of voice recognition
methods. The system is limited in its ability for use in a
telephonic system in a penal institution by the lack of
monitoring or call management abilities.

[0045] Finally, a system discloses a method and system for
routing calls between an internet protocol (“IP”) network
and a PSTN. In this system, a first signaling protocol at a first
network is routed to a second network that uses a second
signaling protocol. It receives requests from a calling party
at the first network and translates the request. The system
additionally determines the route for processing the request
over the second network and generating signals specifying
the route.

[0046] In view of the foregoing, there clearly exists a need
for an improved method and apparatus for managing an
institutions telephone call system. Furthermore, there clearly
exists a need for an improved telecommunication system for
use in penal or similar institutions that incorporates new
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technologies found in telecommunication systems while
maintaining the quality of service and capabilities of current
systems. Additionally, a system is needed that supports
pre-existing telephony devices already owned and utilized
by the institution. Further, the system should also take
advantage of the new opportunities afforded through the use
of IP telephony. In particular, there exists a need in the art
to provide a fully self-contained, digital, computer-based
telecommunication system with the capacity to allow an
institution to control, record, monitor, and report usage and
access to a telephone network.

BRIEF SUMMARY OF THE INVENTION

[0047] The present invention embodies a digital telephone
call management system. In addition, the present invention
incorporates control, monitoring, recording, and reporting
means for an institution based telecommunication network.
The present invention may implement a debit card platform
or other such payment methods. The system of the present
invention may be implemented in a variety of facilities
including penal institutions or similar facilities such as
mental institutions, nursing homes, rehabilitation centers,
correctional facilities, government agencies, private and
public businesses, and the like.

[0048] The present invention provides a fully self-con-
tained, digital telephone call processing platform including
a means for identifying and authenticating an institutional
calling party. For example, it is foreseeable that these means
may include, but not be limited to the use of an institution-
assigned inmate specific debit card requiring, inter alia,
specific authentication data, the use of biometric recognition
devices, and the use of radio frequency identification
devices.

[0049] The system of the current invention is designed to
operate in either a local area network (“LAN”) or a wide
area network (“WAN™). In a LAN configuration, the tele-
phone system routes calls, performs voice prompts, and
responds to menu selections. Calls placed by users of the
system are routed through the platform and connected to the
proper outgoing trunk based on the type of call placed (e.g.,
collect, debit, etc.). The platform tests outgoing trunks as
calls are placed. If no dial tone is detected, the trunk is taken
out of service for a pre-programmed period of time. The
platform enables any telephone to access any available
outgoing trunk. The platform also has an integrated channel
bank, allowing for fully integrated T-1 capability. This
allows calls to be processed either over analog or digital
trunks as required. The architecture of the platform allows it
to accommodate multiple processors, eliminating system
overload during extremely busy periods of telephonic com-
munications. The platform may include a site server. This
device serves as the main database for the telephone man-
agement system. It has the ability to log and record details
of all telephone calls placed through the system and store
them for a period of time defined by the institution. The site
server also digitizes all information for the digital T-1 trunk.
A recorder, which may be integral to the system or remote
to the system as a separate storage means attached to the site
server, is responsible for recording the telephone calls and
storing them in one or more databases depending on the size
of the institution or the amount of data which must be
archived by the institution and the capability of the storage
means. The server may also be remote to the site.
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[0050] Connected to the site server may be a number of
administrative and investigative workstations used to create,
edit, and monitor user accounts and telephone calls. The
investigative workstations may be used to listen to the
outgoing telephone calls in real time or to access calls stored
on the server or other type of database or storage means.

[0051] In a WAN configuration, the centralized platform
is, connected to multiple institutions located at separate
sites. In this embodiment, the site server acts as the database
location for the entire system. Administrative and investi-
gative workstations may be located at every facility. Alter-
natively, it is foreseeable that one or more sets of worksta-
tions at a central facility may be used to administrate all user
accounts.

[0052] User-friendly software utilizing a graphical user
interface (“GUI”) or other types of OSD capable devices
may be employed to administer all user accounts of the
telephone management system. The software allows a sys-
tem administrator to provide calling restrictions at all levels
of operation. Such restrictions may include the total number
of minutes allowed, the total number of calls placed, dates
and times calls are allowed, telephone exchanges allowed to
be accessed, the number of times the debit inquiry system
may be used, and other like restrictions. If a WAN configu-
ration is being used, such restrictions can be set for each
institution on the network or for the entire telephone net-
work. In addition, it is contemplated by the present invention
that different divisions of each institution, such as cellblocks
in a correctional facility, may also be given global restric-
tions. Since each division of the institution is linked by a
LAN/WAN, changes can be made at any of the different
institutions and then be applied globally or locally.

[0053] Additional restrictions and options are available for
individual user accounts. For example, each user may be
assigned a language for the telephone system’s voice
prompts. Another option is the ability to limit the telephone
terminals a user may call from or the payment method
utilized for each call made.

[0054] The called party that a user may contact may also
be restricted. For example, certain exchanges or telephone
numbers may be blocked. Alternatively, users may have to
submit a pre-approved list of numbers to the system admin-
istrator. Once the user list has been checked to ensure that
the inmate is allowed to call those people, the inmate may
only call the people on this list.

[0055] Certain options for contacts on the pre-approved
list may be set for each person on the list. For example, a
language for each person may be set. The voice prompts for
that contact will then be in that language. Contacts may also
be assigned specific recording restrictions. For example, a
conversation between an inmate and an attorney may require
specific recording restrictions. Other options, such as if a
caller can only place calls collect or by debit, may also be
specified.

[0056] Another feature of the software is that it can create
a debit account for each user and monitor the balance. The
amount of each call maybe subtracted from the account after
its completion. Additionally, an account administrator can
manually add or subtract funds to individual accounts. The
inmate’s access to the account is preferably be controlled by
the inmate’s family. In this configuration; the inmate’s
family controls the inmate’s funds and thereby controls the
inmate’s access to the account.
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[0057] Since the server logs data about each call, the
present invention is designed to provide reports, either in
electric or hard copy form, utilizing specific data from the
database. Therefore, a system administrator can track impor-
tant statistics such as the net profit of the telephone man-
agement system during a certain time period. It is foresee-
able that the software may incorporate extensive data
processing services for providing a user a multitude of
correlated dates.

[0058] In one embodiment of the present invention, when
a user attempts to access his or her account to place a call,
the user may be requested, via voice prompts, to select a
voice prompt language and enter a user-specific personal
identification number. The information entered by the user is
compared with information stored in the database for that
specific user. If a corresponding PIN match is not achieved,
a verification error may be provided and the system may
request a re-entry of the PIN. It is foreseeable that if the
second attempt fails to provide a match, the individual may
be denied access to the telephone system and an official may
be notified. Alternatively, the system may be set to allow any
number of attempts, such as allowing only one, two or more
than two attempts to access the system.

[0059] Once the inmate’s identity is verified, the system
may announce the inmate’s call restrictions. For example,
the system may access a pre-recorded menu of restrictions
informing the inmate of specific restrictions, such as total
telephone usage time, individual call length, and different
payment options, such as collect call means or debit account
means. The system may then connect to the desired called
telephone number, provided that the number is on the
accessible number list for that user. The system may first
prompt the person called to select a language for future voice
prompts. The language selected may then be saved in the
database. Then, the called party may be informed, via voice
prompts or other like means, of the identity of the calling
party and location from where the calling party is located.
The called party can accept or reject the caller through voice
response, DTMF-tones, or other equivalent input means. If
the called party rejects the call, the called party may select
an option blocking calls from this caller, institution or
similar calls in the future. The data may then be stored in a
calling party accessible-number list database. If the called
party accepts the call, they may then be prompted to supply
information specific to the called party (e.g., social security
number, user name, date of birth, etc.). Additionally, the
called party may be asked to provide a PIN to be used for
future authentication. The information may be used to later
identify the called party and verify permission for commu-
nication with the calling party. Alternatively, if the called
party is on a pre-approved list, the call may proceed without
any voice prompts in a similar manner as a normal PSTN
telephone call.

[0060] The current invention may also utilize other
authentication means to provide access to the telephone
management system. For example, biometric data may be
required to access the system. Biometric data includes but is
not limited to, voiceprints, facial architecture, signature
architecture, fingerprints, retinal prints, hand geometry, and
the infrared pattern of the face. Such data may be acquired
from users either from prior supplication to biometric sys-
tems or from the acquisition of the data from the user upon
the creation of a telephone account for use with the system.
This data may be stored along with the user’s PIN in the
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user’s account profile or in another storage means to be used
later as an authentication device.

[0061] When a user attempts to access the telephone
system at a later time, the user may hear a series of voice
prompts directing the user to first supply a PIN and then
supply the same form of biometric information that is stored
in the database. For example, if the user’s thumbprint was
stored digitally in the database, the user would have to
supply a thumbprint to a device capable of scanning it and
converting the resulting data to the same format as the
information in the database. The scanned data would then be
compared to the information maintained in the storage
database if a positive match occurs based on the PIN and
biometric data entered, then the user would be granted
access to the system subject to user specific restrictions.

[0062] Biometric authentication means may also be imple-
mented to authenticate the called party. In this type of
system, the authentication may include one or more biomet-
ric authentication means in addition to non-biometric
authentication means. In this embodiment, before the called
party is allowed to converse with the caller, the called party
may be asked to supply voice authentication and/or provide
a PIN. This information may be stored in a database either
prior to a user’s first call or when the first call is made. If the
data has been stored prior to the call, the called party would
have to state the pre-recorded phrase. The recorded data
would then be compared with information in the database. If
the data is in compliance with the information in the
database to within some pre-assigned statistical threshold,
the system would allow the call to proceed and a connection
would be made. If the data had not been stored prior to the
call, it would be retrieved from the called party and used for
future voice authentication.

[0063] A further authentication means that may be utilized
by the present invention is the use of radio frequency (“RF”)
authentication. The user may be required to have in the
user’s possession some type of radio frequency identifica-
tion (“RFID”) technology to access the telephone system.
This may be accomplished in a number of ways.

[0064] Ina first example, each user of the system would be
required to wear an RF band attached preferably to the ankle
or wrist. The RF band may be active, passive, or neutral. The
frequency of the band is preferably unique to each wearer.
An active RF band contains a transponder that either inter-
mittently or constantly emits an RF pulse that is detected by
a series of sensors placed about the user’s location. The
sensors relay the detected data to a remote or central
database containing a processor that calculates the location
of the wearer in one of two usual methods known in the art,
as well as those methods not yet contemplated.

[0065] The first method involves triangulating the user’s
source, which requires two or more sensors or a sensor on
a rotating platform. The analyzing system detects the angle
of the incident pulse with the sensor and uses this data from
multiple detectors to triangulate the source of the user.

[0066] A second method of detection involves the analysis
of the time of flight of the emitted RF pulse. This method
requires the same sensor configuration as the triangulation
method. In this method, the sensor measures the time it takes
each pulse to arrive at the sensor location as compared to the
pulses that occur at a regular rate in an active RF device.
From this data, the analyzing system can determine an
accurate distance from the sensor that the user must be
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located within some minor degree of error. By combining
this information from a multitude of sensors, the location of
the person can triangulated.

[0067] Active RF bands may be used in the present
invention to locate an individual within the facility housing
the telephone system. When an individual attempts to access
a telephone terminal, the system can determine the user
accessing the terminal since the location of each individual
is known. The phone terminal allowing the user to place a
call can then use the options for that specific individual.
[0068] It is advantageous to use active RF bands because
they are very accurate for determining the location of an
individual. However, most active systems have a relatively
short battery life and require constant recharging. A passive
RF device may also be used with only slight modification to
the system. A passive RF device works by emitting a pulse
only when activated by some other emitted pulse. In this
embodiment, the sensors may also be equipped with RF
pulsing devices designed to activate the user’s RF devices.
When a user attempts to access a telephone terminal, the
system sends out a pulse. As a result, the user’s RF device
is activated and the person using the telephone terminal is
authenticated. The user’s specific user options can then be
forwarded to the telephone terminal the user is utilizing.
[0069] Passive RF bands may be used in conjunction with
the present invention for a variety of applications. For
example, each telephone may be located in its own booth
and fitted with an RF emitter and sensor. When a person
attempts to access a telephone account at a terminal, an
emitter terminal can send out a pulse activating a passive RF
user device. In turn, the RF device may emit a responsive
pulse. Subsequently, the sensor on the terminal can detect
the responsive pulse. Using time of arrival analysis, the user
can be located and verified, thereby authenticating the
telephone terminal.

[0070] Neutral RF bands may also be used in the present
invention. Neutral RF bands function by reflecting an inci-
dent RF pulse with a slight modulation, which is unique to
each user. In response, the sensor on the telephone terminal
can record the reflected wave and forward the information to
analyzing software. The analyzing software subtracts off the
original pulse signal to determine the modulation frequency
of the user’s RF band, thereby authenticating the user at the
terminal. The correct user options can then be supplied to
that specific terminal.

[0071] Inanother example of the present invention, a debit
card may be used in conjunction with a PIN in the present
invention. At each terminal, the user may be instructed to
scan a user-specific debit card into a debit card reader and
enter a corresponding PIN in order to gain access to the
system. Alternatively, a user may enter information related
to a debit card in any of a number of known procedures
followed by a PIN. This method of authentication may also
be combined with biometric and/or RF identification means.
[0072] After a user is authenticated and a calling party is
contacted, the present invention provides for a number of
monitoring and safety means that are active when a call is in
progress. Call recording is the primary security means.
There are three types of call recording utilized by the present
invention. However, numerous other call recording systems
in accordance with the concepts and objectives of the
present invention may be incorporated.

[0073] In a first call recording protocol, by default, all
calls are logged and recorded unless it is specified in a user’s
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contact file (e.g., calls to an attorney). It is foreseeable that
calls may be archived on a site server or other database
storage means for future reference.

[0074] A second type of call recording implemented is
referred to as passive recording. This type of recording may
utilize voice recognition software to listen for certain key
words or phrases in a conversation. If a key word is uttered,
the system records the rest of the call and alerts the system
administrator, proper authorities or implements other secu-
rity procedures. For example, in a penitentiary, if the word
“drugs” is used in a conversation, the system may be
activated thereby recording the remainder of the conversa-
tion.

[0075] Another type of call recording that may be utilized
in the present invention involves an operator scan of a user
conversation. In response to a flagged conversation, the
operator may have the discretion to selectively record the
conversation. For example, using the same software used to
administrate accounts, an operator can selectively listen in
on user conversations and record suspicious conversations
for future reference.

[0076] Third-party call detection is another security fea-
ture that the present invention may utilize. The system
software may have the ability to detect whether a third party
is connected upon the origination of the call. If a third line
is detected, but not authorized, the software will end the
communication and notify the authorities that such an event
has occurred. The telephone management system may also
include a feature that terminates the telephone call if more
then a certain number of individuals are included in the
conversation. It is foreseeable that this may be accomplished
by voice recognition means.

[0077] Another type of third-party call detection involves
the detection of hook-flash events. A hook-flash event occurs
when a user hangs up the telephone for only a brief instant
during a telephone call, just long enough to not disconnect
the line. This is usually characteristic of a switch between
lines on call waiting or to initiate a three-way conference
call. If the telephone system’s software detects a hook-flash
event by either party to the call, it will terminate the call and
alert the authorities. This feature of the system prevents
unauthorized third parties from taking part in telephone
conversations.

[0078] An additional security means incorporated in the
present invention is the locking of the telephone keypad
after a connection is made. This prevents the caller from
possibly dialing out to a third party that has not been
approved after a pre-approved connection has been made.
Alternatively, the system may allow the user to press a
pre-determined number of keys after a connection has been
made. This allows an authorized user to access an automated
service and enter menu selection keys.

[0079] The human voice has the capability of creating
DTMEF tones also. In order to differentiate tones created by
a user’s voice from tones created by the telephone keypad,
the present invention incorporates software, which monitors
the frequency of DTMF tones. Such software is capable of
determining the source of the DTMF tones.

[0080] Therefore, it is an object of the present invention to
provide an efficient and reliable user identification system
through use of such means as personal identification num-
bers (PIN), radio frequency identification (RFID) technol-
ogy, and biometric measures.
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[0081] Another object of the present invention is to pro-
vide a digital telephone call management system.

[0082] Yet another object of the present invention is to
provide a telephone communication monitoring system.
[0083] Further, an object of the present invention is to
provide a centralized platform for a digital call management
system.

[0084] An additional object of the present invention is to
provide a digital call management system using a user-
friendly operating system.

[0085] Still another object of the present invention is to
provide a digital call management system capable of oper-
ating in a Local Area Network (LAN) or Wide Area Network
(WAN).

[0086] A further object of the present invention is to
permit changes to call restrictions and options through a
computer control unit.

[0087] Yet a further object of the present invention is to
provide a means of restricting communication options to
certain users.

[0088] A different object of the present invention is to
allow institutions to support their pre-existing devices while
taking advantage of the new opportunities afforded through
the use of IP telephony.

[0089] A still different object of the present invention is to
operate over a Public Switched Telephone Network (PSTN).
[0090] An additional object of the present invention is to
incorporate billing means such as a debit card system.
[0091] Yet another object of the present invention is to
provide called parties with the option of rejecting a call and
blocking similar calls in the future.

[0092] Still another object of the present invention is to
provide a digital call management system where no degra-
dation of service or capability occurs regardless of whether
the system is located on or off site.

[0093] Finally, an object of the present invention is to
incorporate advanced, user-friendly software for monitor-
ing, controlling, recording, and billing.

BRIEF DESCRIPTION OF THE
DRAWINGS/FIGURES

[0094] A further understanding of the present invention
can be obtained by reference to a preferred embodiment set
forth in the illustrations of the accompanying drawings.
Although the illustrated embodiment is merely exemplary of
systems for carrying out the present invention, both the
organization and method of operation of the invention, in
general, together with further objectives and advantages
thereof, may be more easily understood by reference to the
drawings and the following description. The drawings are
not intended to limit the scope of this invention, which is set
forth with particularity in the claims as appended or as
subsequently amended, but merely to clarify and exemplify
the invention.

[0095] For a more complete understanding of the present
invention, reference is now made to the following drawings
in which:

[0096] FIG. 1 depicts a block diagram of preferred
embodiment of the digital, centralized call management
system of the present invention operating over a PSTN.
[0097] FIG. 2 depicts a block diagram of an alternative
embodiment of present invention for a site-based, digital call
management system operating over a PSTN.
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[0098] FIG. 3 depicts a block diagram of the preferred
embodiment of the centralized system of the present inven-
tion using a Voice over Internet Protocol (“VoiP”) infra-
structure.

[0099] FIG. 4 depicts a block diagram of an alternative
embodiment for a site-based system using a VOIP infra-
structure.

DETAILED DESCRIPTION OF THE
INVENTION

[0100] As required, a detailed illustrative embodiment of
the present invention is disclosed herein. However, tech-
niques, systems and operating structures in accordance with
the present invention may be embodied in a wide variety of
forms and modes, some of which may be quite different
from those in the disclosed embodiment. Consequently, the
specific structural and functional details disclosed herein are
merely representative, yet in that regard, they are deemed to
afford the best embodiment for purposes of disclosure and to
provide a basis for the claims herein, which define the scope
of the present invention. The following presents a detailed
description of the preferred embodiment (as well as some
alternative embodiments) of the present invention.

[0101] Referring first to FIG. 1, depicted is a block dia-
gram of the preferred embodiment of the present invention
showing the centralized set up of the call management
system operating over a PSTN. The central call management
platform 101 connects to routers 121a-» at sites 107a-n via
connections 115a-n, respectively. Connections 105a-» pref-
erably operate over a PSTN. Sites 107a-» contain telephonic
instruments 109a-n. Additionally, site 107» contains work-
stations 111a-z connected to server 113. Although only
depicted in site 107z of FIG. 1, all sites 107a-» can include
one or more workstations and/or servers. Workstations
111a-» and server 113 communicate with the telephonic
instruments 109q-r at site 107». Further, workstations
111a-» and server 113 can connect to central platform 101
via connection 117. Connection 117 preferably sends data
via a Virtual Private Network (“VPN”), but other data
transfer methods are foreseeable. Also connected to central
platform 101 are investigative workstation 103 and admin-
istrative workstation 105 via connections 119a and 1197,
respectively. Although only one investigative workstation
103 and one administrative workstation 105 are shown, the
system is capable of including a plurality of investigative
and administrative workstations. Further, central platform
101 is configured to preferably operate over a WAN.
[0102] For simplicity, reference is now made to the setup
for site 107a. The same setup holds for sites 1076-n. A
plurality of user telephonic instruments 109a-z, wherein the
actual number of telephonic instruments depends on the
desired capacity of the institution call system, are incorpo-
rated at site 107a. Telephonic instruments 109a-» are con-
nected to router 121a. It is preferable that telephonic instru-
ments 109a-x contain a central telephone bank (not shown)
located within a facility to allow for centralized monitoring.
However, it is foreseeable that the telephone bank may be
located at a multitude of locations internal or external to a
facility to allow for efficient monitoring. Each telephonic
instrument 109a-r can be equipped with a biometric sensor
and/or RFID technology, as disclosed in application Ser. No.
10/215,367, which is incorporated herein by reference.
[0103] Router 121a routes attempted calls to central plat-
form 101 via connection 1154. Multiple processors may be
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incorporated into central platform 101. This allows call
processing even after parallel component failure. The archi-
tecture also provides for a sharing of load between proces-
sors, which eliminates overload during extremely busy
periods. The multiple processors enable the system to handle
large call volumes at any time. Additionally, the multiple
processors ensure system integration.

[0104] Central platform 101 performs the voice prompts
heard by the inmate and the recipient of the call allowing the
parties to respond to menu selections. Central platform 101
further connects to PSTN 100, which preferably operates
similarly to connections 115a-n. Central platform 101 also
digitizes telephone audio for recording or for biometric
voice identification purposes. Additionally, central platform
101 digitizes user call information for efficient transfer and
record keeping. It is preferred that central platform 101
stores the digitized audio used for voice prompts as well as
each user’s call restrictions, PIN, biometric verification data,
etc. However, alternatively, depending on memory require-
ments, the data may be stored by server 113 or other servers,
located either on or off site.

[0105] Central platform 101 also incorporates a digital
audio recording means. The digital audio recording means of
central platform 101 may alternatively be located onsite. It
records the conversations controlled by the call management
system. The audio recording means may be activated for
each call unless the number being called is specifically
flagged for no recording or monitoring, such as calls pro-
tected by attorney-client privilege. Additionally, the audio
recording means can monitor multiple telephone lines simul-
taneously.

[0106] Central platform 101 is preferably controlled by
software associated with administrative workstation 105 via
connection 119%. In the preferred embodiment, administra-
tive workstation 105 is connected to central platform 101 via
a LAN. However, it is foreseeable that other electronic
connections, such as a WAN, may be employed. The soft-
ware of administrative workstation 105 can modify call
restrictions for individual users in addition to all telecom-
munication activity of each site. Additionally, the software
can also track a user’s commissary information, such as the
account balance when a debit system is used. Further, the
software as necessary may also perform other functions.
[0107] Administrative workstation 105 also manages and
records a user’s financial transactions. It can further record
other financial information, such as the total amount spent
on collect calls by each user, amount spent on debit calls by
each user, the total net financial transactions for each user,
etc. These functions may alternatively be performed by a
commissary workstation (not shown).

[0108] Furthermore, administrative workstation 105 can
also utilize a live operator to monitor calls without detection.
It is foreseeable that this function may be performed by
software associated with administrative workstation 105.
The software provides a means for patching into a call using
circuitry without alerting the user or called party to the
operator’s presence. If the operator finds that a call being
monitored is suspicious, the operator may manually activate
the aforementioned audio recording means to record the call.
At this time, future monitoring of the user may also be set
up. In an alternative embodiment, the call management
system also includes a shadow workstation to perform this
monitoring. Alternatively, software located at central plat-
form 101 or workstations 103 or 105 may be used to
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passively monitor calls using such means as keyword detec-
tion, wherein when a keyword or phrase is spoken, software
may activate the audio recording means and alert the proper
authorities that a violation has occurred.

[0109] The system further includes investigative worksta-
tion 103 connected to central platform 101 via connection
119a. Preferably, investigative workstation 103 is connected
to central platform 101 over a LAN. However, it is foresee-
able that other connections may be utilized without depart-
ing from the spirit of the invention. Investigative worksta-
tion controls monitoring and security features interfaced in
the call management system.

[0110] The features of investigative workstation 103 can
be alternatively incorporated into administrative workstation
105. Administrative workstation 105 and investigation
workstation 103 may be combined into one unit or further
separated into additional units. Further, the workstations
may be located locally or remotely to central platform 101.
Also, the workstations may be alternatively located onsite at
the institution.

[0111] Next, FIG. 2 depicts an alternative embodiment of
the present invention showing a site-based call management
system operating over a PSTN. Site 149 contains telephonic
instruments 153a-n, workstations 155a-n, server 151, and
platform 102. The functionality of platform 102 is similar to
that of central platform 101, except that platform 102 is
located onsite, as opposed the off-site location of central
platform 101. Platform 102 further sends calls to PSTN 100
preferably via a T-1 connection. Although a T-1 connection
is preferable, other connections, such as using analog facili-
ties, are foreseeable. Telephonic instruments 153a-r are
connected to platform 102 via connections 157a-n. Platform
102 contains routing means similar to that of routers 121a-»
in FIG. 1. Alternatively, the routing means may be stand-
alone-and connect to platform 102. Workstations 155a-»
connect to server 151, which further connects to platform
102. Alternatively, workstations 155a-» can connect directly
to platform 102. Workstations 155a-n are capable of per-
forming the same functions as workstations 103 and 105 of
FIG. 1.

[0112] Referring next to FIG. 3, depicted is the preferred
embodiment of the centralized call management system
using VOIP. Each site 201a-r preferably contains at least
telephonic instruments 200a-» and gateway 205a-n. Central
site 215 contains routers 213a-z and central platform 101.
Routers 213a-» may be stand alone or incorporated into
central platform 101. Workstations 204a-» are connected to
central platform 101 via connections 206a-z. Central plat-
form 101 and workstations 204a-7 are preferably connected
via a LAN, although other connections are foreseeable.
Alternatively, each site 201a-» may contain workstations.
Workstations 204a-n are capable of the same functions as
the aforementioned workstations 103 and 105 of FIG. 1.
[0113] Reference is now made to site 201a. The setup up
for other sites 2015-7 is the same as for site 201a. Discussion
is limited to 201a for simplicity. Telephonic instruments
200a-r connect to gateway 205a. Gateway 2054 can further
include routing means. Gateway 205a allows for operation
in a mixed environment. It allows the site to support
pre-existing equipment while taking advantage of new
opportunities afforded through the use of IP telephony.
Gateway 205a connects to router 213a via connection 207a.
Connection 2074 is preferably a VOIP Frame Relay. At this
point, proper VOIP protocol is applied via a frame relay.
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Gateway 205qa allows the institution to utilize IP telephony
without having to purchase IP telephonic instruments (i.e.,
gateway 205q allows the support of pre-existing analog
equipment). Router 213a further sends the call to the digital
central platform 101 for further processing, monitoring, etc.
The call is then sent out over a VOIP infrastructure 217.
[0114] FIG. 4 depicts an alternative embodiment of the
present invention showing a site-based call management
system utilizing VOIP. Site 202 contains telephonic instru-
ments 206a-n, platform 219, router 221, server 225, and
workstations 227a-n. Telephonic instruments 206a-r are
connected to platform 219. Further, site 202 may addition-
ally include server 225 connected to platform 219. A plu-
rality of workstations 227a-r are connected to server 225.
Router 221 is connected to platform 219. Alternatively,
router 221 may be internal to platform 219. Platform 219
preferably includes a High Density Station Interface
(“HDSTI”) Card access and an IP link card egress. One skilled
in the art will acknowledge that other such access and egress
means are foreseeable. Router 221 routes the signal using
VOIP 200 to network 204. Network 204 is preferably a T1
connection. However, other connections are foreseeable.
Finally, the signal is sent over VOIP infrastructure 217.

What is claimed is:

1. An inmate telecommunication call processing system,
comprising:

a telephonic instrument, incorporated at an institution
from among a plurality of institutions, configured to
place a telephone call, each institution from among the
plurality of institutions being configured to define a
corresponding period of time from among a plurality of
periods of time to store its corresponding telephone
calls; and

a central call management platform, remote from the
institution, configured to:
record the telephone call, and
store the telephone call in accordance with the corre-

sponding period of time as defined by the institution.

2. The inmate telecommunication call processing system
of claim 1, wherein the central call management platform is
further configured to store telephone call data corresponding
to the telephone call in accordance with the corresponding
period of time as defined by the institution.

3. The inmate telecommunication call processing system
of claim 1, wherein the central call management platform is
further configured to connect the telephone call to a called
party.

4. The inmate telecommunication call processing system
of claim 3, wherein the central call management platform is
further configured to digitize the telephone call for storage
and for transport to the called party using an internet
protocol.

5. The inmate telecommunication call processing system
of claim 4, wherein the internet protocol comprises:

a Voice Over Internet Protocol (VoIP).

6. The inmate telecommunication call processing system
of claim 3, wherein the central call management platform is
further configured to connect the telephone call to the called
party upon authentication of a calling party that placed the
telephone call.

7. The inmate telecommunication call processing system
of claim 6, wherein the authentication comprises:

biometric authentication of the calling party.



US 2017/0013120 Al

8. The inmate telecommunication call processing system
of claim 1, wherein each of the plurality of periods of time
is mandated by a regulatory body affiliated with a county
institution, a state institution, or a federal institution.

9. An inmate telecommunication call processing system,
comprising:

a telephonic instrument, incorporated at an institution
from among a plurality of institutions, configured to
place a telephone call; and

a central call management platform, remote from the
institution, configured to:

record the telephone call, and

store the telephone call in accordance with a correspond-
ing period of time from among a plurality of periods of
time, each period of time from among the plurality of
periods of time being defined by a corresponding
institution from among the plurality of institutions.

10. The inmate telecommunication call processing system
of claim 9, wherein the central call management platform is
further configured to store telephone call data corresponding
to the telephone call in accordance with the corresponding
period of time as defined by the institution.

11. The inmate telecommunication call processing system
of claim 9, wherein the central call management platform is
further configured to connect the telephone call to a called
party.

12. The inmate telecommunication call processing system
of claim 11, wherein the central call management platform
is further configured to digitize the telephone call for storage
and for transport to the called party using an internet
protocol.

13. The inmate telecommunication call processing system
of claim 12, wherein the internet protocol comprises:

a Voice Over Internet Protocol (VoIP).

14. The inmate telecommunication call processing system
of claim 11, wherein the central call management platform
is further configured to connect the telephone call to the
called party upon authentication of a calling party that
placed the telephone call.

15. The inmate telecommunication call processing system
of claim 14, wherein the authentication comprises:

biometric authentication of the calling party.

16. The inmate telecommunication call processing system
of claim 9, wherein each of the plurality of periods of time
is mandated by a regulatory body affiliated with a county
institution, a state institution, or a federal institution.

17. An inmate telecommunication call processing system,
comprising:

a telephonic instrument, incorporated at an institution
from among a plurality of institutions, configured to
place a telephone call, each institution from among the
plurality of institutions being configured to define a
corresponding period of time from among a plurality of
periods of time to store its corresponding telephone
calls; and

a central call management platform, remote from the
institution, configured to:
record the telephone call, and
store telephone call data corresponding to the telephone

call in accordance with the corresponding period of
time as defined by the institution.
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18. The inmate telecommunication call processing system
of claim 17, wherein the central call management platform
is further configured to connect the telephone call to a called

19. The inmate telecommunication call processing system
of claim 18, wherein the central call management platform
is further configured to digitize the telephone call for storage
and for transport to the called party using an internet
protocol.

20. The inmate telecommunication call processing system
of claim 19, wherein the internet protocol comprises:

a Voice Over Internet Protocol (VoIP).

21. The inmate telecommunication call processing system
of claim 18, wherein the central call management platform
is further configured to connect the telephone call to the
called party upon authentication of a calling party that
placed the telephone call.

22. The inmate telecommunication call processing system
of claim 21, wherein the authentication comprises:

biometric authentication of the calling party.

23. The inmate telecommunication call processing system
of claim 17, wherein each of the plurality of periods of time
is mandated by a regulatory body affiliated with a county
institution, a state institution, or a federal institution.

24. A central call management platform of an inmate
telecommunication call processing system, the central call
management platform comprising:

a site server configured to receive a telephone call placed
from an institution from among a plurality of institu-
tions; and

a recorder configured to:
record the telephone call, and
store the telephone call and telephone call data corre-

sponding to the telephone call in accordance with a
corresponding period of time from among a plurality
of periods of time, each period of time from among
the plurality of periods of time being defined by a
corresponding institution from among the plurality
of institutions.

25. The central call management platform of claim 24,
wherein the central call management platform is further
configured to connect the telephone call to a called party.

26. The central call management platform of claim 25,
wherein the central call management platform is further
configured to digitize the telephone call for storage and for
transport to the called party using an internet protocol.

27. The central call management platform of claim 26,
wherein the internet protocol comprises:

a Voice Over Internet Protocol (VoIP).

28. The central call management platform of claim 25,
wherein the central call management platform is further
configured to connect the telephone call to the called party
upon authentication of a calling party that placed the tele-
phone call.

29. The central call management platform of claim 28,
wherein the authentication comprises:

biometric authentication of the calling party.

30. The central call management platform of claim 24,
wherein each of the plurality of periods of time is mandated
by a regulatory body affiliated with a county institution, a
state institution, or a federal institution.
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