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UTILIZATION AND CONFIGURATION OF WIRELESS DOCKING
ENVIRONMENTS

[0001] This application claims the benefit of U.S. Provisional Application No.
61/827,475, filed May 24, 2013, the entire content of which is incorporated herein by

reference.

TECHNICAL FIELD
[0002] This disclosure relates to techniques for wireless docking between electronic

devices.

BACKGROUND

[0003] Docking stations, which may also be referred to as “docks,” are sometimes used
to couple electronic devices such as laptop computers to peripherals such as monitors,
keyboards, mice, printers, or other types of input or output devices. These docking
stations require a connection between the electronic device and the docking station.
Additionally, the electronic device and the docking station must first establish docking

communications before docking functions may be used.

SUMMARY

[0004] In some examples, this disclosure describes techniques for a wireless docking
system environment in which a wireless dockee device is enabled to configure
peripheral functions, configure and store a wireless docking environment, and/or
perform other wireless docking functions.

[0005] In one example, a method includes, determining, by a wireless dockee (WD),
one or more wireless docking environments (WDNs) associated with a wireless docking
center (WDC), wherein each WDN of the one or more WDNs corresponds to at least
one peripheral function (PF) of one or more PFs that are each associated with the WDC.
In this example, the method also includes wirelessly accessing, by the WD, a respective
at least one PF corresponding to a particular WDN of the one or more WDNSs associated
with the WDC.

[0006] In another example, a WD includes a memory, one or more processors, and at
least one module executable by the one or more processors. In this example, the at least

one module is executable by the one or more processors to determine one or more
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WDNSs associated with a WDC, wherein each WDN of the one or more WDNSs
corresponds to at least one PF of one or more PFs that are each associated with the
WDC. In this example, the at least one module is also executable by the one or more
processors to wirelessly access a respective at least one PF corresponding to a particular
WDN of the one or more WDNs associated with the WDC.

[0007] In another example, a WD includes means for determining one or more WDNs
associated with a WDC, wherein each WDN of the one or more WDNs corresponds to
at least one PF of one or more PFs that are each associated with the WDC. In this
example, the WD also includes means for wirelessly accessing a respective at least one
PF corresponding to a particular WDN of the one or more WDNSs associated with the
WDC.

[0008] In another example, a non-transitory computer-readable storage medium stores
instructions that, when executed, cause one or more processors of a WD to determine
one or more WDNSs associated with a WDC, wherein each WDN of the one or more
WDNs corresponds to at least one PF of one or more PFs that are each associated with
the WDC. In this example, the non-transitory computer-readable storage medium also
stores instructions that, when executed, cause one or more processors of the WD to
wirelessly access a respective at least one PF corresponding to a particular WDN of the
one or more WDN's associated with the WDC.

[0009] In another example, a method includes determining, by a WDC, one or more
WDNSs associated with the WDC, wherein each WDN of the one or more WDNs
corresponds to at least one PF of one or more PFs that are each associated with the
WDC. In this example, the method also includes providing, by the WDC and to a WD,
wireless access to a respective at least one PF corresponding to a particular WDN of the
one or more WDN's associated with the WDC.

[0010] In another example, a WDC includes a memory, one or more processors, and at
least one module executable by the one or more processors. In this example, the at least
one module is executable by the one or more processors to determine one or more
WDNSs associated with the WDC, wherein each WDN of the one or more WDNs
corresponds to at least one PF of one or more PFs that are each associated with the
WDC. In this example, the at least one module is also executable by the one or more
processors to provide, to a WD, wireless access to a respective at least one PF
corresponding to a particular WDN of the one or more WDNSs associated with the

WDC.
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[0011] In another example, a WDC includes means for determining one or more WDN5s
associated with the WDC, wherein each WDN of the one or more WDNs corresponds to
at least one PF of one or more PFs that are each associated with the WDC. In this
example, the WDC also includes means for providing, by the WDC and to a WD,
wireless access to a respective at least one PF corresponding to a particular WDN of the
one or more WDNSs associated with the WDC.

[0012] In another example, a non-transitory computer-readable storage medium stores
instructions that, when executed, cause one or more processors of a WDC to determine
one or more WDNSs associated with the WDC, wherein cach WDN of the one or more
WDNs corresponds to at least one PF of one or more PFs that are each associated with
the WDC. In this example, the non-transitory computer-readable storage medium also
stores instructions that, when executed, cause one or more processors of the WDC to
provide, to a WD, wireless access to a respective at least one PF corresponding to a
particular WDN of the one or more WDNs associated with the WDC.

[0013] The details of one or more examples are set forth in the accompanying
drawings and the description below. Other features, objects, and advantages will be

apparent from the description and drawings, and from the claims.

BRIEF DESCRIPTION OF DRAWINGS

[0014] FIG. 1 is a conceptual diagram of an example wireless docking environment
(WDE) in which a wireless dockee (WD) is configured to wirelessly dock with a
wireless docking center (WDC) over a wireless communication channel in order to
utilize one or more peripherals (PFs) associated with the WDC, in accordance with one
or more techniques of this disclosure.

[0015] FIG. 2 is a communication flow diagram illustrating an example data flow
between a WD and a WDC performing techniques to wirelessly dock such that the WD
may access one or more PFs associated with the WDC, in accordance with one or more
examples of this disclosure.

[0016] FIG. 3 is a communication flow diagram illustrating an example data flow
between a WD and a WDC performing techniques to wirelessly dock such that the WD
may create and access one or more WDNs associated with the WDC, in accordance with

one or more examples of this disclosure.
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[0017] FIG. 4 is a block diagram illustrating further details of one example of the WDE
of FIG. 1 in which a WD is configured to wirelessly dock with a WDC over a wireless
communication channel in order to utilize one or more PFs associated with the WDC, in
accordance with one or more techniques of the present disclosure.

[0018] FIG. 5 is a communication flow diagram illustrating an example data flow
between a WD and a WDC performing techniques to wirelessly dock, in accordance
with one or more examples of this disclosure.

[0019] FIGS. 5A-5D are communication flow diagrams that each illustrate one or more
portions of the example data flow of FIG. 5 during various phases of the example
wireless docking procedure, in accordance with one or more examples of this
disclosure.

[0020] FIGS. 6A—6K are communication flow diagrams illustrating example data flows
between a WD and a WDC performing various wireless docking techniques, in
accordance with one or more examples of this disclosure.

[0021] FIG. 7 is a communication flow diagram illustrating an example data flow
between a WD and a WDC performing techniques to wirelessly dock, in accordance
with one or more examples of this disclosure.

[0022] FIG. 8 is a conceptual diagram illustrating an example docking configuration
and control protocol stack of an example wireless docking device, in accordance with
one or more examples of this disclosure.

[0023] FIG. 9 a conceptual diagram illustrating example wireless docking architecture
900 that may be implemented by a wireless docking device, in accordance with one or
more techniques of this disclosure.

[0024] FIG. 10 is a flowchart illustrating a technique for wirelessly docking a WD and a
WDC, in accordance with one or more examples of this disclosure.

[0025] FIG. 11 is a communication flow diagram illustrating an example data flow
between a WD and a WDC performing techniques to wirelessly dock, in accordance

with one or more examples of this disclosure.

DETAILED DESCRIPTION

[0026] This disclosure describes wireless communication techniques, protocols,
methods, and devices applicable to a docking system environment in which a wireless

dockee (WD), such as a mobile device, may dock wirelessly with a wireless docking
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center (WDC), also known as a docking host or docking station. The WD and WDC
may establish a docking session with each other. The WDC may enable interaction
between the WD and any number of peripheral devices (PF) that are associated with the
WDC. For example, the peripherals may include displays, projectors, speakers,
keyboards, mice, joysticks, data storage devices, network interface devices, other
docking hosts, remote controls, cameras, microphones, printers, or other devices. Such
peripheral devices may include stand-alone devices or components of devices such as
other computers, in different examples. A user may wirelessly dock a WD, such as a
mobile handset, with a WDC, and enable interaction between the WD and any of the
peripherals. The WD may be enabled to control aspects of the docking session, and to
store certain information from one docking session to use in future docking sessions,
obviating the need to repeat exchanges of the same information to set up future docking
sessions, in some examples.

[0027] In general, wireless docking may be comprised of four components: discovery,
connection setup, session setup, and configuration and control protocol. Discovery may
enable a WD to identify a WDC and its service attributes. After initial discovery, the
WD may connect to the WDC by setting up a new ASP session for the docking service.
After the session setup, the configuration and control protocol may enable the WD to
negotiate and configure its own use of PFs at the WDC. Subsequently, the WDC may
enable the access to the PF services for the WD by establishing payload connections for
individual PF services with the WD.

[0028] In some examples, a WD may wirelessly dock with a WDC by selecting one or
more of the PFs associated with the WDC. For instance, WD 4 may individually select
a display PF and a keyboard PF. In some examples, as opposed to selecting individual
PFs, a WD may select one or more wireless docking environments (WDNSs) that each
correspond to one or more of the PFs associated with the WDC. In some examples,
WDNSs may be either WD-Centric or WDN-Centric. A WD-Centric WDN is a WDN
that is defined (e.g., created) by a WD for use by the WD. Configuration data for WD-
Centric WDNs may be stored at WDC, at a WD, or both. A WDC-Centric WDN is a
WDN that is available for general use (e.g., by a plurality of WDs). In some examples,
a WDN may be a particular type of WDN. Some example WDN types include, but are
not limited to, an office WDN type, an entertainment WDN type, a public workplace
WDN type, an audio only WDN type, and an enterprise office WDN type. In some
examples, an office WDN type may be associated with a display PF, a mouse PF, and a
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keyboard PF. In some examples, an audio only WDN type may be associated with an
audio sink PF (e.g., speakers).

[0029] FIG. 1 is a conceptual diagram of an example wireless docking environment
(WDE) in which a wireless dockee (WD) is configured to wirelessly dock with a
wireless docking center (WDC) over a wireless communication channel in order to
utilize one or more peripherals associated with the WDC, in accordance with one or
more techniques of this disclosure. As illustrated in FIG. 1, WDE 2 includes WD 4,
WDC 6, wireless communication channel 8, peripherals (PF) 10A-10N (collectively
“PFs 10”), and communication channels 12A—-12N (collectively “communication
channels 127).

[0030] WDE 2 may include WD 4 which may be configured to wirelessly dock with a
WDC over a wireless communication channel in order to access one or more PFs
associated with the WDC. For instance, WD 4 may wirelessly dock with WDC 6 over
wireless communication channel 8 in order to access one or more of PFs 10. Examples
of WD 4 may include, but are not limited to mobile devices such as smartphones or
other mobile handsets, tablet computers, laptop computers, one or more processing units
or other integrated circuits or chip sets, or other electronic device.

[0031] Wireless communication channel 8 may be any channel capable of propagating
communicative signals between WD 4 and WDC 6. In some examples, wireless
communication channel 8§ may be implemented in radio frequency communications in
frequency bands such as the 2.4 gigahertz (GHz) band, the 5 GHz band, the 60 GHz
band, or other frequency bands. In some examples, wireless communication channel 8
may comply with one or more sets of standards, protocols, or technologies among Wi-Fi
(as promoted by the Wi-Fi Alliance), WiGig (as promoted by the Wireless Gigabit
Alliance), and/or the Institute of Electrical and Electronics Engineers (IEEE) 802.11 set
of standards (e.g., 802.11, 802.11a, 802.11b, 802.11g, 802.11n, 802.11ac, 802.11ad,
etc.), or other standards, protocols, or technologies. The frequency bands used, such as
the 2.4 GHz, 5 GHz, and 60 GHz bands, may be defined for purposes of this disclosure
as they are understood in light of the standards of Wi-Fi, WiGig, any one or more IEEE
802.11 protocols, or other applicable standards or protocols.

[0032] WDE 2 may include WDC 6 which may be configured to operate as a wireless
docking host device for a WD in order to facilitate the WD’s utilization of one or more
PFs associated with WDC 6. In other words, WDC 4 may be a wireless docking host

device that serves as a connectivity agent within a computing and/or communication
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environment. For instance, WDC 6 may wirelessly dock with WD 4 over wireless
communication channel 8 in order to facilitate WD 4’s utilization of one or more of
peripherals 10. WDC 6 may be a dedicated wireless dock, or may also be implemented
in a smartphone or other mobile handset, a tablet computer, a laptop computer, a
computer monitor, or other electronic device, or as a component or subsystem of any of
the above.

[0033] In some examples, WDC 6 may be associated with one or more of PFs 10. As
one example, a PF of PFs 10 may be associated with WDC 6 where the PF is managed
by WDC 6. A PF may be considered to be managed by WDC 6 where WDC 6 is able
to facilitate a WD’s utilization of the PF. As another example, a PF of PFs 10 may be
associated with WDC 6 where the PF is communicatively coupled to WDC 6, such as
by a respective communication channel of communication channels 12.

[0034] WDE 2 may include one or more PFs 10 which may be associated with a WDC
and may each be configured to provide one or more services to a WD that is wirelessly
docked with the associated WDC. For instance, where a PF of PFs 10 is associated with
WDC 6 and WD 4 is wirelessly docked with WDC 6, the PF may provide one or more
services to WD 4. Examples of PFs 10 may include, but are not limited to, displays,
projectors, speakers, keyboards, mice, joysticks, data storage devices, network interface
devices, other docking hosts, remote controls, cameras, microphones, printers, or any of
various other devices capable of providing a service.

[0035] In some examples, one or more of PFs 10 may be communicatively coupled to
WDC 6, such as by a respective communication channel of communication channels 12.
For instance, PF 10A may be communicatively coupled to WDC 6 via communication
channel 12A. In some examples, one or more of communication channels 12 may be
wired communication channels. For instance, one or more of communication channels
12 may include a universal serial bus (USB) cable, a network cable, a fiber optic cable,
and/or any other cable capable of communicating information. In some examples, one
or more of communication channels 12 may be wireless communication channels. For
instance, one or more of communication channels 12 may include a Bluetooth link, a
Wi-Fi link (which may be similar to wireless communication channel 8), an optical link,
and the like. In some examples, one of more of PFs 10 may be included in WDC 6. For
instance, WDC 6 may include a display of PFs 6.

[0036] A user of WD 4 may desire to access one or more of PFs 10 associated with

WDC 6 without physically connecting WD 4 to WDC 6. For instance, where WD 4 is a
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mobile computing device with a relatively small touch-sensitive display for receiving
user input (e.g., a virtual keyboard) and PFs 10 include a full size monitor (e.g., 20”
diagonal) and a full size physical keyboard, the user of WD 4 may desire to utilize the
full size monitor and the full size keyboard to interact with WD 4. However, it may not
be desirable to require the user to establish a wired connection between WD 4 and the
full size monitor and keyboard. In accordance with one or more techniques of this
disclosure, WD 4 may wirelessly dock with WDC 6 via wireless communication link 8
in order to access one or more of PFs 10. In this way, techniques of the disclosure may
enable the user to access one or more of PFs 10 associated with WDC 6 (i.e., the full
size monitor and keyboard) without physically connecting WD 4 to WDC 6.

[0037] FIG. 2 is a communication flow diagram illustrating example data flow 200
between a WD and a WDC performing techniques to wirelessly dock such that the WD
may access one or more PFs associated with the WDC, in accordance with one or more
examples of this disclosure. The techniques of FIG. 2 may be performed by a WD and a
WDC, such as WD 4 and WDC 6 illustrated in FIG. 1. For purposes of illustration, the
techniques of FIG. 2 are described within the context of WD 4 and WDC 6 of FIG. 1,
although computing devices having configurations different than that of WD 4 and
WDC 6 may perform the techniques of FIG. 2.

[0038] A docking configuration and control protocol may be used by WD 4 to select
and configure the PFs of its interests in the Docking session. Before the docking
configuration and control protocol operates on individual PFs, WD 4 may perform a
user type authentication procedure, if this is required by WDC 6. WDC 6 may indicate
such a requirement using the element “isUserTypeAuthRequired” during a pre-
association discovery phase.

[0039] An example sequence of the docking configuration and control procedures for
PFs is shown in FIG. 2. In the example, WD 4 first obtains the PF information using
the PF Query procedure. Then if needed, WD 4 selects and configures the PFs of its
interests. Upon the completion of the PF selection and configuration, WD 4 and WDC
6setup the individual PF Services.

[0040] In accordance with one or more techniques of this disclosure, WD 4 and WDC 6
may exchange communications to perform a docking session setup procedure (202).
For instance, WD 4 and WDC 6 may exchange communications to establish a docking

session via a direct wireless connection between WD 4 and WDC 6. Further details of



WO 2014/189659 PCT/US2014/036440

an example docking session setup procedure are provided below with reference to

FIG. 5B.

[0041] WD 4 and WDC 6 may exchange communications to a perform PF inquiry
procedure (204). For instance, WD 4 and WDC 6 may exchange communications such
that WD 4 may determine one or more PFs associated with WDC 6. Further details of
an example docking inquiry procedure are provided below with reference to FIG. 6A.
[0042] WD 4 and WDC 6 may exchange communications to a perform PF selection and
configuration procedure (206). For instance, WD 4 and WDC 6 may exchange
communications such that WD 4 may select one or more PFs associated with WDC 6.
Further details of an example PF selection procedure are provided below with reference
to FIG. 6B.

[0043] WD 4 and WDC 6 may exchange communications to perform PF a service setup
procedure (208). For instance, WD 4 and WDC 6 may exchange communications to
setup one or more services associated with the one or more selected PFs on one or both
of WD 4 and WDC 6. Further details of an example PF service setup procedure are
provided below with reference to FIG. 5D.

[0044] WD 4 and WDC 6 may exchange PF data (210). For instance, WD 4 and WDC
6 may exchange communications such that WD 4 may access the one or more selected
PFs. In this way, WD 4 may wirelessly dock with WDC 6 such that WD 4 may access
the one or more selected PFs associated with WDC 6. Further details of example data
that may be exchanged between WD 4 and WDC 6 are provided below with reference to
FIG. 5D.

[0045] FIG. 3 is a communication flow diagram illustrating example data flow 300
between a WD and a WDC performing techniques to wirelessly dock such that the WD
may create and access one or more WDNs associated with the WDC, in accordance with
one or more examples of this disclosure. The techniques of FIG. 3 may be performed
by a WD and a WDC, such as WD 4 and WDC 6 illustrated in FIG. 1. For purposes of
illustration, the techniques of FIG. 3 are described within the context of WD 4 and
WDC 6 of FIG. 1, although computing devices having configurations different than that
of WD 4 and WDC 6 may perform the techniques of FIG. 3.

[0046] A docking configuration and control protocol may be used by WD 4 to select
and configure the WDNS of its interests in the Docking session. Before the docking
configuration and control protocol operates on WDNs, WD 4 may perform a user type

authentication procedure, if this is required by WDC 6. WDC 6 may indicate such a
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requirement using the element “isUserTypeAuthRequired” during a pre-association
discovery phase.

[0047] An example sequence of the docking configuration and control protocol
operations for WDNs is shown in FIG. 3. In the example, WD 4 first obtains the PF
information using the PF Query procedure. Then, WD 4 creates a WDN for its future
use. In a future Docking session, WD 4 can directly select its WD-Centric WDN, which
includes the selection and configuration of PFs of its interests. Upon the completion of
the WDN selection, WD 4 and WDC 6 setup the individual PF Services.

[0048] In accordance with one or more techniques of this disclosure, WD 4 and WDC 6
may exchange communications to perform a docking session setup procedure (302).
For instance, WD 4 and WDC 6 may exchange communications to establish a docking
session via a direct wireless connection between WD 4 and WDC 6. Further details of
an example docking session setup procedure are provided below with reference to

FIG. 5B.

[0049] WD 4 and WDC 6 may exchange communications to a perform PF inquiry
procedure (304). For instance, WD 4 and WDC 6 may exchange communications such
that WD 4 may determine one or more PFs associated with WDC 6. Further details of
an example docking session setup procedure are provided below with reference to

FIG. 5B.

[0050] WD 4 and WDC 6 may exchange communications to perform a WD-Centric
WDN creation procedure (306). For instance, WD 4 and WDC 6 may exchange
communications such that WD 4 may create a new WDN that corresponds to one or
more PFs associated with WDC 6. Further details of an example WDN creation
procedure are provided below with reference to FIG. 6H.

[0051] WD 4 and WDC 6 may exchange communications to perform a docking session
teardown procedure (308). For instance, WD 4 and WDC 6 may exchange
communications to close one or more sessions open between WD 4 and WDC 6.
Further details of an example docking session teardown procedure are provided below
with reference to FIG. 5D.

[0052] At a later time, WD 4 may use the WDN created during the WDN creation
procedure. WD 4 and WDC 6 may exchange communications to perform a docking
session setup procedure (310). For instance, WD 4 and WDC 6 may exchange

communications to establish a docking session via a direct wireless connection between
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WD 4 and WDC 6. Further details of an example docking session setup procedure are
provided below with reference to FIG. 5B.

[0053] At a later time, WD 4 and WDC 6 may exchange communications to perform a
WDN selection procedure (312). For instance, WD 4 and WDC 6 may exchange
communications such that WD 4 may select one or more of the WDNs configured for
use on WDC 6. Further details of an example WDN selection procedure are provided
below with reference to FIG. 6E.

[0054] WD 4 and WDC 6 may exchange communications to perform PF a service setup
procedure (314). For instance, WD 4 and WDC 6 may exchange communications to
setup one or more services associated with one or more PFs the correspond to the
selected WDN on one or both of WD 4 and WDC 6. Further details of an example PF
service setup procedure are provided below with reference to FIG. 5D.

[0055] WD 4 and WDC 6 may exchange PF data (316). For instance, WD 4 and WDC
6 may exchange communications such that WD 4 may access the one or more PFs that
correspond to the selected WDN. In this way, WD 4 may wirelessly dock with WDC 6
such that WD 4 may access a WDN configured for use on WDC 6. Further details of
example data that may be exchanged between WD 4 and WDC 6 are provided below
with reference to FIG. 5D.

[0056] FIG. 4 is a block diagram illustrating further details of one example of WDE 2 in
which example WD 4 is configured to wirelessly dock with example WDC 6 over
wireless communication channel 8 in order to utilize one or more of PFs 10, in
accordance with one or more techniques of the present disclosure.

[0057] As illustrated in FIG. 4, WD 4 may include one or more processors 22, one or
more communication units 24, one or more user interface (UI) devices 26, and one or
more storage devices 28. Each of components 22, 24, 26, and 28 may be interconnected
(physically, communicatively, and/or operatively) via communication channels 30 for
inter-component communications. In some examples, communication channels 30 may
include a system bus, network connection, interprocess communication data structure,
or any other channel for communicating data. One or more of storage devices 28, in
some examples, may include Ul module 32, communication module 34, wireless
docking module (WDM) 36, one or more application modules 38 A—38N (collectively,
“application modules 38”’), one or more PF service modules 40A—40N (collectively,

“service modules 40’), and application service platform (ASP) module 42.
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[0058] Processors 22, in one example, are configured to implement functionality and/or
process instructions for execution within WD 4. For example, processors 22 may be
capable of processing instructions stored in one or more of storage devices 28.
Examples of processors 22 may include any one or more microprocessors, digital signal
processors (DSPs), application specific integrated circuits (ASICs), field programmable
gate arrays (FPGAs), or any other equivalent integrated or discrete logic circuitry, as
well as any combinations of such components.

[0059] WD 4, in some examples, also includes ones or more communication units 24.
WD 4, in one example, utilizes one or more of communication units 24 to communicate
with external devices via one or more networks, such as one or more wireless networks.
One or more of communication units 24 may be a network interface card, such as an
Ethernet card, an optical transceiver, a radio frequency transceiver, or any other type of
device that can send and receive information. Other examples of such network
interfaces may include Bluetooth, 3G, and Wi-Fi radios. In some examples, WD 4
utilizes communication unit 24 to wirelessly communicate with an external device. For
instance, WD 4 may utilize communication unit 24 to wirelessly communicate with
communication unit 64 of WDC 6 over wireless communication channel 8. In some
examples, communication unit 24 may receive input from other components of WD 4,
such as communication module 34, that causes communication unit 24 to wirelessly
communicate with an external device.

[0060] WD 4, in some examples, also includes, communication module 34. In some
examples, communication module 34 may manage communications between WD 4 and
an external device, such as WDC 6. For instance, communication module 34 may
connect to a network hosted by WDC 6. In some examples, communication module 34
may exchange data with a WDC. As one example, communication module 34 may
receive peripheral data from WDC 6. In some examples, communication module 34
may provide the received information to other components of WD 4. For example,
communication module 34 may provide the received peripheral data to one or more of
PF service modules 40.

[0061] WD 4, in some examples, may also include one or more Ul devices 26. In some
examples, one or more of Ul devices 26 can be configured to output content, such as
media data. For instance, one or more of Ul devices 26 may be configured to display
video data at a display and/or output audio data from speakers. In addition to outputting

content, one or more of Ul devices 26 may be configured to receive tactile, audio, or
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visual input. Some examples of Ul devices 26 include video displays, speakers,
keyboards, touch screens, mice, cameras, and the like.

[0062] WD 4, in some examples, may also include UI module 32. UI module 32 can
perform one or more functions to receive, content, such as Ul data from other
components associated with WD 4 and cause one or more of Ul devices 26 to output the
content. In some examples, Ul module 32 may be configured to receive an indication of
input, such as user input, and send the indications of the input to other components
associated with WD 4, such as WDM 36. Using the data, Ul module 32 may cause
other components associated with WD 4, such as one or more of Ul devices 26, to
provide output based on the data.

[0063] One or more storage devices 28 may be configured to store information within
WD 4 during operation. One or more of storage devices 28, in some examples, may
comprise a computer-readable storage medium. In some examples, one or more of
storage devices 28 may comprise a temporary memory, meaning that a primary purpose
of one or more of storage devices 28 is not long-term storage. One or more of storage
devices 28, in some examples, may comprise a volatile memory, meaning that one or
more of storage devices 28 does not maintain stored contents when the system is turned
off. Example of volatile memories include random access memories (RAM), dynamic
random access memories (DRAM), static random access memories (SRAM), and other
forms of volatile memories known in the art. In some examples, one or more of storage
devices 28 is used to store program instructions for execution by processors 22. One or
more of storage devices 28, in one example, may be used by software or modules
running on WD 4 (e.g., Ul module 32, communication modules 34, WDM 36, PF
service modules 40, and ASP module 42) to temporarily store information during
program execution.

[0064] One or more of storage devices 28, in some examples, may also include one or
more computer-readable storage media. One or more of storage devices 28 may further
be configured for long-term storage of information. In some examples, one or more of
storage devices 28 may include non-volatile storage elements. Examples of such non-
volatile storage elements include magnetic hard discs, optical discs, floppy discs, flash
memories, or forms of electrically programmable memories (EPROM) or electrically
erasable and programmable (EEPROM) memories.

[0065] Each of application modules 38 may represent an application provided by an

entity that manufactures WD 4 or software operating on WD 4 or an application
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developed by a third-party for use with primary source device 6. Examples of
application modules 38 may include applications for travel routing, maps, audio and/or
video presentation, streaming video delivery and presentation, word processing,
spreadsheets, voice and/or calls, weather, etc.

[0066] WD 4, in some examples, may also include ASP module 54 which may be
configured to coordinate the discovery of services and manage the connections and
sessions between WD 4 and WDC 6. In some examples, ASP module 54 may receive
method calls from one or more other components of WD 4, such as WDM 36. In some
examples, ASP module 54 may provide event notifications to one or more other
components of WD 4, such as WDM 36.

[0067] WD 4, in some examples, may also include PF service modules 52 which may
be configured to provide a PF service to one or more other components of WD 4, such
as one or more of application modules 38. Some example PF services which may be
provided by one or more of PF service modules 52 include, but are not limited to, a
display service, a Wi-Fi serial bus (WSB) service, a printing service, and an audio
service. In some examples, one or more of PF service modules 52 may be configured to
exchange PF service session communications, which may include peripheral function
data, with a corresponding PF service module of PF service modules 92.

[0068] WD 4, in some examples, may also include WDM 36 which may perform one or
more functions to wirelessly dock WD 4 with WDC 6, such that WD 4 may access one
or more peripheral functions (PFs) associated with WDC 6 (e.g., one or more of PFs
10). In some examples, WDM 36 may include discovery module 40, setup module 42,
control module 44, WDN module 46, authentication module 48, and teardown

module 50.

[0069] WDM 36 may include discovery module 40 which may be configured to
perform docking pre-association discovery with WDC 6 to obtain information related to
the WDC. For instance, discovery module 40 may determine one or more PFs
associated with a WDC. As one example, discovery module 40 may receive the
information from the WDC via a wireless link. In some examples, the information may
indicate one or more characteristics of the WDC. Some example characteristics which
may be indicated by the information include, but are not limited to, a device type that
indicates whether the sending device is a WD type device or a WDC type device, a
device name that indicates a friendly name of the sending device, a device availability

status that indicates whether or not the sending device is available, an indication of one
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or more PFs associated with the WDC, and one or more docking environment types
(e.g., one or more WDNG) stored at WDC 6.

[0070] WDM 36 may include setup module 42 which may be configured to setup a
wireless docking connection between WD 4 and WDC 6. As one example, setup
module 42 may configured to establish a docking session between WDC 6 and WD 4
via a direct wireless connection between WDC 6 and WD 4. In some examples, setup
module 42 may be configured to perform docking connection setup exchange between
WDC 6 and WD 4. In some examples, setup module 42 may be configured to perform
docking ASP (application service platform) session setup between WDC 6 and WD 4.
[0071] WDM 36 may include control module 44 which may be configured to manage
one or more PFs associated with WDC 6. As one example, control module 44 may
exchange docking configuration and control protocol communications with WDC 6.
For instance, control module 44 may be configured to select one or more of the PFs
associated with WDC 6.

[0072] WDM 36 may include WDN module 46 which may be configured to manage the
selection/creation/modification/deletion of one or more wireless docking environments
(WDN5s) that each correspond to one or more PFs. For instance, WDN module 46 may
select a WDN by sending a request to select a particular WDN to WDC 6.

[0073] WDM 36 may include access control module 48 which may be configured to
perform one or more operations to obtain access rights to one or more of PFs 10. For
instance, access control module 48 may be configured to perform a user type
authentication procedure with WDC 6 by sending user credentials to WDC 6. In some
examples, the user credentials may include a user type and a passphrase.

[0074] WDM 36 may include teardown module 50 which may be configured to
teardown a wireless docking connection between WD 4 and WDC 6. As one example,
teardown module 50 may perform docking ASP (application service platform) session
teardown between WD 4 and WDC 6. In some examples, teardown module 50 may be
configured to perform the teardown procedure in response to not receiving a keep alive
signal from WDC 6 in a period of time (e.g., 10 seconds, 30 seconds, 5 minutes).
[0075] As illustrated in FIG. 4, WDC 6 may include one or more processors 62, one or
more communication units 64, one or more user interface (UI) devices 66, and one or
more storage devices 68. Each of components 62, 64, 66, and 68 may be interconnected
(physically, communicatively, and/or operatively) via communication channels 70 for

inter-component communications. In some examples, communication channels 70 may
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include a system bus, network connection, interprocess communication data structure,
or any other channel for communicating data. One or more of storage devices 68, in
some examples, may include Ul module 72, communication module 74, wireless
docking module (WDM) 76, one or more application modules 78 A—78N (collectively,
“application modules 78”’), one or more PF service modules 80A—80N (collectively,
“service modules 807’), and application service platform (ASP) module 82.

[0076] Processors 62, in one example, are configured to implement functionality and/or
process instructions for execution within WDC 6. For example, processors 62 may be
capable of processing instructions stored in one or more of storage devices 68.
Examples of processors 62 may include any one or more microprocessors, digital signal
processors (DSPs), application specific integrated circuits (ASICs), field programmable
gate arrays (FPGAs), or any other equivalent integrated or discrete logic circuitry, as
well as any combinations of such components.

[0077] WDC 6, in some examples, also includes ones or more communication units 64.
WDC 6, in one example, utilizes one or more of communication units 64 to
communicate with external devices via one or more networks, such as one or more
wireless networks. One or more of communication units 64 may be a network interface
card, such as an Ethernet card, an optical transceiver, a radio frequency transceiver, or
any other type of device that can send and receive information. Other examples of such
network interfaces may include Bluetooth, 3G, and Wi-Fi radios. In some examples,
WDC 6 utilizes communication unit 64 to wirelessly communicate with an external
device. For instance, WDC 6 may utilize communication unit 64 to wirelessly
communicate with communication unit 24 of WD 4 over wireless communication
channel 8. In some examples, communication unit 64 may receive input from other
components of WDC 6, such as communication module 74, that causes communication
unit 64 to wirelessly communicate with an external device.

[0078] WDC 6, in some examples, also includes, communication module 74. In some
examples, communication module 74 may manage communications between WDC 6
and an external device, such as WD 4. For instance, communication module 74 may
connect to a network hosted by WD 4. In some examples, communication module 74
may exchange data with WD 4. As one example, communication module 74 may
transmit peripheral data to WD 4. In some examples, communication module 74 may

receive the transmitted information to other components of WDC 6. For example,
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communication module 34 may receive peripheral data from one or more of PF service
modules 80.

[0079] WDC 6, in some examples, may also include one or more Ul devices 66. In
some examples, one or more of Ul devices 66 can be configured to output content, such
as media data. For instance, one or more of Ul devices 66 may be configured to display
video data at a display and/or output audio data from speakers. In addition to outputting
content, one or more of Ul devices 66 may be configured to receive tactile, audio, or
visual input. Some examples of Ul devices 66 include video displays, speakers,
keyboards, touch screens, mice, cameras, and the like. In some examples, one or more
of Ul devices 66 may be included in peripherals 10.

[0080] WDC 6, in some examples, may also include Ul module 72. Ul module 72 can
perform one or more functions to receive, content, such as Ul data from other
components associated with WDC 6 and cause one or more of Ul devices 66 to output
the content. In some examples, Ul module 72 may be configured to receive an
indication of input, such as user input, and send the indications of the input to other
components associated with WDC 6, such as WDM 76. Using the data, Ul module 72
may cause other components associated with WDC 6, such as one or more of Ul devices
66, to provide output based on the data.

[0081] One or more storage devices 68 may be configured to store information within
WDC 6 during operation. One or more of storage devices 68, in some examples, may
comprise a computer-readable storage medium. In some examples, one or more of
storage devices 68 may comprise a temporary memory, meaning that a primary purpose
of one or more of storage devices 68 is not long-term storage. One or more of storage
devices 68, in some examples, may comprise a volatile memory, meaning that one or
more of storage devices 68 does not maintain stored contents when the system is turned
off. Example of volatile memories include random access memories (RAM), dynamic
random access memories (DRAM), static random access memories (SRAM), and other
forms of volatile memories known in the art. In some examples, one or more of storage
devices 68 is used to store program instructions for execution by processors 62. One or
more of storage devices 68, in one example, may be used by software or modules
running on WDC 6 (e.g., Ul module 72, communication modules 74, WDM 76, PF
service modules 80, and ASP module 82) to temporarily store information during

program execution.
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[0082] One or more of storage devices 68, in some examples, may also include one or
more computer-readable storage media. One or more of storage devices 68 may further
be configured for long-term storage of information. In some examples, one or more of
storage devices 68 may include non-volatile storage elements. Examples of such non-
volatile storage elements include magnetic hard discs, optical discs, floppy discs, flash
memories, or forms of electrically programmable memories (EPROM) or electrically
erasable and programmable (EEPROM) memories.

[0083] Each of application modules 78 may represent an application provided by an
entity that manufactures WDC 6 or software operating on WDC 6 or an application
developed by a third-party for use with primary source device 6. Examples of
application modules 78 may include applications for travel routing, maps, audio and/or
video presentation, streaming video delivery and presentation, word processing,
spreadsheets, voice and/or calls, weather, etc.

[0084] WDC 6, in some examples, may also include ASP module 82 which may be
configured to coordinate the discovery of services and manage the connections and
sessions between WDC 6 and WD 4. In some examples, ASP module 82 may receive
method calls from one or more other components of WDC 6, such as WDM 76. In
some examples, ASP module 82 may provide event notifications to one or more other
components of WDC 6, such as WDM 76.

[0085] WDC 6, in some examples, may also include PF service modules 92 which may
be configured to provide a PF service to a corresponding PF service module of WD 4.
Some example PF services which may be provided by one or more of PF service
modules 92 include, but are not limited to, a display service, a Wi-Fi serial bus (WSB)
service, a printing service, and an audio service. In some examples, one or more of PF
service modules 92 may be configured to exchange PF service session communications,
which may include peripheral function data, with a corresponding PF service module of
PF service modules 52.

[0086] WDC 6, in some examples, may also include WDM 76 which may perform one
or more functions to wirelessly dock WD 4 with WDC 6, such that WD 4 may access
one or more peripheral functions (PFs) associated with WDC 6 (e.g., one or more of PFs
10). In some examples, WDM 76 may include discovery module 80, setup module 82,
control module 84, WDN module 86, authentication module 88, and teardown

module 90.
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[0087] WDM 76 may include discovery module 80 which may be configured to
perform docking pre-association discovery with WD 4 to provide information related to
the WDC. For instance, discovery module 80 may provide information related to one or
more PFs associated with WDC 6 to discovery module 40 of WD 4. In some examples,
discovery module 80 may provide the information to WD 4 via a wireless link. In some
examples, the information may indicate one or more characteristics of WDC 6. Some
example characteristics which may be indicated by the information include, but are not
limited to, a device type that indicates whether WDC 6 is a WD type device or a WDC
type device, a device name that indicates a friendly name of WDC 6, a device
availability status that indicates whether or not WDC 6 is available, an indication of one
or more PFs associated with WDC 6, and one or more docking environment types (e.g.,
one or more WDNGs) stored at WDC 6.

[0088] WDM 76 may include setup module 82 which may be configured to setup a
wireless docking connection between WDC 6 and WD 4. As one example, setup
module 82 may configured to establish a docking session between WDC 6 and WD 4
via a direct wireless connection between WDC 6 and WD 4. In some examples, setup
module 82 may be configured to perform docking connection setup exchange between
WDC 6 and WD 4. In some examples, setup module 82 may be configured to perform
docking ASP (application service platform) session setup between WDC 6 and WD 4.
[0089] WDM 76 may include control module 84 which may be configured to manage
one or more PFs associated with WD 6. As one example, control module 84 may
exchange docking configuration and control protocol communications with WD 4. For
instance, control module 84 may be configured to process a request to select one or
more of the PFs associated with WDC 6 received from WD 4.

[0090] WDM 76 may include WDN module 86 which may be configured to manage the
selection/creation/modification/deletion of one or more wireless docking environments
(WDNSs) that each correspond to one or more PFs. For instance, WDN module 76 may
create a new WDN responsive to receiving a request to create the new WDN from

WD 4.

[0091] WDM 76 may include access control module 88 which may be configured to
perform one or more operations to obtain access rights to one or more of PFs 10. For
instance, access control module 88 may be configured to perform a user type
authentication procedure with WD 4 by receiving user credentials from WD 4. In some

examples, the user credentials may include a user type and a passphrase.



WO 2014/189659 PCT/US2014/036440
20

[0092] WDM 76 may include teardown module 90 which may be configured to
teardown a wireless docking connection between WDC 6 and WD 4. As one example,
teardown module 90 may perform docking ASP (application service platform) session
teardown between WDC 6 and WD 4. In some examples, teardown module 90 may be
configured to perform the teardown procedure in response to not receiving a keep alive
signal from WD 4 in a period of time (e.g., 10 seconds, 30 seconds, 5 minutes).

[0093] FIG. 5 is a communication flow diagram illustrating an example data flow
between a WD and a WDC performing techniques to wirelessly dock, in accordance
with one or more examples of this disclosure. The techniques of FIG. 5 may be
performed by a WD and a WDC, such as WD 4 and WDC 6 illustrated in FIG. 1 and
FIG. 4. For purposes of illustration, the techniques of FIG. 5 are described within the
context of WD 4 and WDC 6 of FIG. 1 and FIG. 4, although computing devices having
configurations different than that of WD 4 and WDC 6 may perform the techniques of
FIG. 5. FIGS. 5A-5D ecach illustrate one or more portions of the example data flow of
FIG. 5 during various phases of an example wireless docking procedure. Specifically,
FIG. 5A illustrates docking pre-association discovery, FIG. 5B illustrates connection
setup, FIG. 5C illustrates ASP session setup, and FIG. 5D illustrates configuration and
control, PF service session, and teardown.

[0094] A user of WD 4 may desire to access one or more of PFs 10 associated with
WDC 6 without physically connecting WD 4 to WDC 6. For instance, where WD 4 is a
mobile computing device with a relatively small touch-sensitive display for receiving
user input (e.g., a virtual keyboard) and PFs 10 include a full size monitor (e.g., 20”
diagonal) and a full size physical keyboard, the user of WD 4 may desire to utilize the
full size monitor and the full size keyboard to interact with WD 4. However, it may not
be desirable to require the user to establish a wired connection between WD 4 and the
full size monitor and keyboard. In accordance with one or more techniques of this
disclosure, WD 4 may wirelessly dock with WDC 6 via wireless communication link 8
in order to access one or more of PFs 10. In this way, techniques of the disclosure may
enable the user to access one or more of PFs 10 associated with WDC 6 (i.e., the full
size monitor and keyboard) without physically connecting WD 4 to WDC 6.

[0095] As illustrated in FIG. 5, the docking services (i.e., WDM 36 and WDM 76) may
use the ASP to perform the pre-association device and service discovery (510). If the
docking service provided by WDC 6 matches the interests of WD 6, the docking service
on WDC 6 and the docking service on WD 4 may use the ASP to perform a P2P
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provision discovery procedure and subsequently form a P2P group that includes WDC 6
and the WD 4 (520). An ASP Session may then be created for the Docking session
between WDC 6 and WD 4 (530).

[0096] Once the ASP session for the docking services is set up, a docking configuration
and control protocol may run over the connection of the docking ASP session (540).
The docking configuration and control protocol may be used for post-association
PF/WDN discovery, PF/WDN selection and configuration for PF Services. In some
examples, before the PF/WDN selection and configuration is completed, the Docking
Service may block WD’s access to all its PF services.

[0097] Upon the completion of the PF/WDN selection and configuration, the docking
service at WDC 6 may allow WD 4 to access those services that WDC 6 has agreed to
offer (550). WD 4 and WDC 6 may perform a PF service setup procedure. The PF
service setup procedure may in turn include potential PF connection setup, and PF ASP
Session setup.

[0098] WD 4 may undock from WDC 6. For instance, a docking session teardown
procedure may be triggered which may cause the docking services to close the ASP
session of each individual PF Service between WDC 6 and WD 4.

[0099] As illustrated in FIG. SA, during docking pre-association discovery phase 510,
WD 4 may perform docking pre-association discovery to determine one or more PFs
associated with WDC 6. For instance, discovery module 80 may advertise a wireless
docking service of WDC 6 (e.g., WDM 76) such that the wireless docking service can
be discovered by one or more WDs. In some examples, discovery module 80 may
advertise the wireless docking service by causing ASP module 94 to perform an
AdvertiseService method. Discovery module 80 may cause ASP module 94 to perform
the AdvertiseService method by specifying one or more of the following parameters: a
service name value, an auto-accept value, a service information value, and/or a service
status value. In some examples, a primitive for the AdvertiseService method may be:
AdvertiseService(service name, auto_accept, service information, service status). In
some examples, discovery module 80 may specify the service name value as org.wi-
fi.wfds.docking.wdc. In some examples, discovery module 80 may specify the service
information value as including information regarding one or more of PFs 10 and/or one
or more WDNSs currently configured at WDC 6. In some examples, discovery module
80 may specify the service information value as identifying a docking environment type

(DET), such as by using a wdnType element as described below. In some examples,
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discovery module 80 may specify the service information value as a UTF-8 text string
of XML data that may include the element preassociationServiceDiscovery. An
example preassociationServiceDiscovery element which may be defined as provided in
the XML schema below.

[0100] In some examples, WDC 6 may perform pre-association discovery by sending a
message to WD 4 that indicates that WDC 6 is hosting a wireless docking service. In
some examples, the message further indicates whether or not WDC 6 requests
performance of a user type authentication procedure. In some examples, discovery
module 80 may cause ASP module 94 to send the message by calling the
AdvertiseService method. In some examples, ASP module 94 may perform the
AdvertiseService method by waiting to receive, from WD 4, a request querying whether
or not WDC 6 is hosting a wireless docking service.

[0101] Discovery module 40 of WD 4 may perform docking pre-association discovery.
For instance, discovery module 40 may seck a wireless docking service. In some
examples, discovery module 40 may seck the wireless docking service by causing ASP
module 54 to perform a SeekService method. Discovery module 40 may cause ASP
module 54 to perform the SeekService method by specifying one or more of the
following parameters: a service name value, an exact search value, a MAC address
value, and/or a service information request value. In some examples, a primitive for the
SeekService method may be SeekService(service name, exact search, mac address,
service _information_request). In some examples, discovery module 40 may specify the
service name value as org.wi-fi.wfds.docking.wdc. In some examples, discovery
module 40 may specify the exact search value as TRUE (or a logical equivalent). In
some examples, discovery module 40 may specify the service information request value
as NULL (or a logical equivalent). In some examples, discovery module 40 may
specify the service information request value as a particular DET.

[0102] ASP module 54 may perform the SeekService method by sending a request to
WDC 6 that indicates that WD 4 is seeking a wireless docking service. For instance,
ASP module 54 may send a P2P probe request to WDC 6 that includes a hash value of
the service name value specified by discovery module 40 (e.g., org.wi-
fi.wfds.docking.wdc). In some examples, ASP module 54 may send the P2P probe
request to WDC 6 via communication unit 24.

[0103] ASP module 94 may receive the request indicating that WD 4 is seeking a

wireless docking service. For example, ASP module 94 may receive the P2P probe
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request that includes a hash value of the service name value specified by discovery
module 40 (e.g., org.wi-fi.wfds.docking.wdc). ASP module 94 may match the hash
value included in the request to a hash value of the service name value specified by
discovery module 80 in its AdvertiseService method call. Responsive to determining
that the service name value specified by discovery module 80 matches the service name
value specified by discovery module 40 (i.e., that the hash values match), ASP module
94 may send a P2P probe response to WD 4 that indicates the service name value
specified by discovery module 80 and an advertisement identifier corresponding to the
service name value.

[0104] ASP module 54 may receive the response indicating that WDC 6 is hosting a
wireless docking service. For example, ASP module 54 may receive the P2P probe
response that includes the service name value specified by discovery module 80 and the
advertisement identifier corresponding to the service name value. ASP module 54 may
then send a P2P service discovery request to WDC 6 to request information regarding
the PFs associated with the wireless docking service of WDC 6.

[0105] ASP module 94 may receive the request for information regarding the PFs
associated with the wireless docking service of WDC 6. For example, ASP module 94
may receive the P2P service discovery request. Responsive to receiving the request,
ASP module 94 may send a response to WD 4 that includes information regarding the
PFs associated with the wireless docking service of WDC 6. For example, ASP module
94 may send a P2P service discovery response to WD 4 that includes the information
regarding the PFs associated with the wireless docking service of WDC 6, such as some
or all of the information specified by discovery module 80 in the service information
value when calling the AdvertiseService method and/or advertisement identifiers for the
PFs indicated by the service information. In some examples, the response may include
information regarding one or more WDNs configured on WDC 6. In such examples,
ASP module 94 may receive the information regarding the one or more WDNs
configured on WDC 6 from WDN module 86.

[0106] ASP module 54 may receive the response that includes the information
regarding the PFs associated with the wireless docking service of WDC 6. For example,
ASP module 54 may receive the P2P service discovery response that includes the
information regarding the PFs associated with the wireless docking service of WDC 6,
such as some or all of the information specified by discovery module 80 in the service

information value when calling the AdvertiseService method. In some examples, ASP
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module 54 may send some or all of the received information to discovery module 40. In
other words, ASP module 54 may report the results of the SeekService method to
discovery module 40, such as with a SearchResult event. In some examples, the results
reported with the SearchResult event may include a MAC address of WDC 6 and an
advertisement identifier corresponding to the wireless docking service of WDC 6.
[0107] Discovery module 40 may then determine whether or not the docking service
hosted by WDC 6 matches the interests of WD 4. For instance, discovery module may
determine whether or not one or more of the PFs included in the response from WDC 6
match one or more PFs sought by WD 4. In some examples, discovery module 40 may
determine the one or more PFs sought by WD 4 by causing Ul module 32 to output a
GUI requesting user input to identify the one or more PFs sought by WD 4. In some
examples, the GUI may include one of more of the PFs included in the response from
WDC 6. In some examples, the GUI may include one or more of the WDNSs included in
the response from WDC 6. In some examples, discovery module 40 may determine the
one or more PFs sought by WD 4 prior to calling the SeekService Method. In any case,
responsive to determine that one or more of the PFs included in the response from WDC
6 match one or more of the PFs sought by WD 4, discovery module 40 may send a
signal to setup module 42 requesting establishment of a docking session. In this way,
discovery module 40 and discovery module 80 may perform pre-association discovery.
[0108] As illustrated by FIG. 5B, during docking connection setup phase 520, setup
module 42 and setup module 82 may establish a docking session between WD 4 and
WDC 6. In some examples, setup module 42 and setup module 82 may establish the
docking session via a direct wireless connection between WD 4 and WDC 6. In some
examples, setup module 42 and setup module 82 may setup the direct wireless
connection between WD 4 and WDC 6 by forming a new P2P group that includes both
WD 4 and WDC 6. In some examples, as opposed to creating a new P2P group, setup
module 42 and setup module 82 may cause WD 4 and WDC 6 to join an existing P2P
group. In some examples, the P2P group may be a Wi-Fi Direct P2P group. In some
examples, WD 4 may be the group owner. In some examples, WDC 6 may be the group
owner. In some examples, WD 4 and WDC 6 may perform group owner negotiation.
[0109] In some examples, setup module 42 may setup the P2P group by causing ASP
module 54 to perform a ConnectSessions method. Setup module 42 may cause ASP
module 54 to perform the ConnectSessions method by specifying one or more of the

following parameters: a service MAC value, an advertisement identification value, a
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session information value, and a network role value. In some examples, a primitive for
the ConnectSessions method may be: ConnectSessions(List of(service_mac,
advertisement id), session_information, network role). In some examples, setup
module 42 may specify the service MAC value and the advertisement identification
value as the as the MAC address and the advertisement identifier corresponding to the
wireless docking service of WDC 6. As discussed above, the MAC address and the
advertisement identifier corresponding to the wireless docking service of WDC 6 may
be reported to WDM 36 from WDC 6 via ASP module 54 in a prior SearchResult event.
In some examples, setup module 42 may cause WD 4 to be the group owner by
specifying the network role value as 1.

[0110] In some examples, ASP module 54 may perform the ConnectSessions method
by exchanging one or more messages with ASP module 94 and notifying setup module
42 of one or more events. As one example, ASP module 54 may perform a
SessionStatus event to notify setup module 42 that the session has been initiated. In
some examples, ASP module 54 may generate a session identifier for the requested
session and provide the session identifier to setup module 42. As another example, ASP
module 54 may send a P2P provision discovery request message to ASP module 94. In
some examples, the P2P provision discovery request message may include the session
identifier. In some examples, the P2P provision discovery request message may include
an indication of the connection capabilities of WD 4. Some example connection
capabilities may include, but are not limited to, whether the requester (i.e., WD 4) can
become a group owner of a new group, whether the requester can become a client,
whether the requester can create a new group, whether the requester has an existing
group that may be joined by the responder (i.e., WDC 6), etc.

[0111] ASP module 94 may receive the P2P provision discovery request message and,
in response, perform a SessionStatus event to notify setup module 82 that a session has
been requested. In some examples, ASP module 94 may perform a ConnectStatus event
to notify setup module 82 that a session request has been received from WD 4. In some
examples, ASP module 94 may accept the session request without further input, such as
where discovery module 80 specified the auto-accept value as TRUE when calling the
AdvertiseService method. In some examples, ASP module 94 may seek additional
input prior to accepting or denying the session request, such as where discovery module
80 specified the auto-accept value as FALSE when calling the AdvertiseService
method.
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[0112] Where ASP module 94 does not seck additional input, ASP module 94 may
notify ASP module 54 that the session request has been accepted. For instance, ASP
module 94 may send a P2P provision discovery response to ASP 54 that indicates that
the session has been accepted. In some examples, the P2P provision discovery response
may include an indication of one of the connection capabilities of WD 4 (e.g., one or
more of the example connection capabilities described above) that is compatible with
the connection capabilities of WDC 6. ASP module 94 and ASP module 54 may then
complete group formation and/or joinder. For instance, where the connection
capabilities of WD 4 are such that WD 4 may create and become the owner of a new
group and the connection capabilities of WDC 6 are such that WDC 6 may join a new
group, ASP module 54 may cause WD 4 to create the new group and ASP module 94
may cause WDC 6 to join the new group created by WD 4. In this way, a P2P group
may be established via a direct wireless connection between WD 4 and WDC 6.

[0113] Where ASP module 94 secks additional input, ASP module 94 may exchange
information with setup module 82 in order to obtain said additional input. As one
example, ASP module 94 may perform a ConnectStatus event to notify setup module 82
that the session request received from WD 4 has been deferred. As another example,
ASP module 94 may perform a SessionRequest event to request instruction from setup
module 82 as to whether ASP module 94 should accept or reject the session request.
Additionally, in some examples, ASP module 94 may notify ASP module 54 that it is
seeking additional input. As one example, ASP module 94 may send a P2P provision
discovery response message to ASP module 54 that indicates that the session request
has not yet been accepted (e.g., a P2P provision discovery response message with
status(1)).

[0114] Setup module 82 may receive the request for instruction and attempt to solicit
user input that indicates whether ASP module 94 should accept or reject the session
request. As one example, setup module 82 may cause Ul module 72 to output a request
for a user of WDC 6 to provide input indicating whether ASP module 94 should accept
or reject the session request. For instance, Ul module 72 may cause a light of Ul
devices 66 to blink, a prompt to appear on a display of Ul devices 66, and the like. UI
module 72 may then receive user input, such as a button press, that indicates that ASP
module 94 should accept the session request. Setup module 82 may provide the
requested instruction to ASP module 94, such as by calling a ConfirmSession method.

Setup module 82 may call the ConfirmSession method by specifying one or more of the
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following parameters: a session MAC value, a session ID value, and a confirmed value.
Setup module 82 may specify the session MAC value as the MAC of WD 4 and the
session ID value as the session identifier generated by ASP module 54. Setup module
82 may instruct ASP module 94 to accept the session request by specifying the
confirmed value as TRUE. Setup module 82 may instruct ASP module 94 to reject the
session request by specifying the confirmed value as FALSE.

[0115] ASP module 94 may perform the ConfirmSession method by sending a message,
such as a P2P Provision discovery request message, to ASP module 54 that indicates
whether or not ASP module 94 accepts the session request. In some examples, the
message may also include session information. In some examples, ASP module 94 may
perform a ConnectStatus event to notify setup module 82 that the session request has
been accepted.

[0116] ASP module 54 may receive the message and notify setup module 42 whether or
not the session request was accepted. For instance, ASP module 54 may perform a
ConnectStatus event to notify setup module 42 whether or not the session request was
accepted. Where the message indicates that the session request was accepted, ASP
module 54 may begin P2P group formation. For instance, ASP module 54 may send a
message, such as a P2P provision discovery response message, to ASP module 94 that
includes an indication of one of the connection capabilities of WD 4 (e.g., one or more
of the example connection capabilities described above) that is compatible with the
connection capabilities of WDC 6. In some examples, ASP module 54 may perform a
ConnectStatus event to notify setup module 42 that group formation has started. ASP
module 94 and ASP module 54 may then complete group formation and/or joinder. For
instance, where the connection capabilities of WD 4 are such that WD 4 may create and
become the owner of a new group and the connection capabilities of WDC 6 are such
that WDC 6 may join a new group, ASP module 54 may cause WD 4 to create the new
group and ASP module 94 may cause WDC 6 to join the new group created by WD 4.
When ASP module 54 determines that WD 4 and WDC 6 are both in the same P2P
group, ASP module 54 may perform a ConnectStatus event to notify setup module 42
that group formation is complete. Similarly, when ASP module 94 determines that WD
4 and WDC 6 are both in the same P2P group, ASP module 94 may perform a
ConnectStatus event to notify setup module 82 that group formation is complete. In this
way, a P2P group may be established via a direct wireless connection between WD 4

and WDC 6.
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[0117] As illustrated by FIG. 5C, during docking ASP session setup phase 530, ASP
module 54 and ASP module 94 may setup an ASP session between WDM 36 and WDM
76. In some examples, ASP module 54 and ASP module 94 may setup the ASP session
such that session communications are exchanged via the P2P group of which both WD 4
and WDC 6 are members. In some examples, ASP module 54 may perform ASP
session setup by sending a message to ASP module 94 that includes a request to create
the new ASP session. For instance, ASP module 54 may send a request session
message that includes one or more of: a session MAC value, a session ID value, an
advertisement ID value, and session information.

[0118] ASP module 94 may receive the message and may send a message to ASP
module 54 that includes an acknowledgement that the message was received. ASP
module 94 to perform a SetSessionReady method in order to change the state of the
requested ASP session to open. In some examples, setup module 82 may cause ASP
module 94 to perform the SetSessionReady method in response to ASP module 94
performing the SessionStatus event to notify setup module 82 that the session has been
requested. In any case, ASP module 94 may send a message to ASP module 54 that
indicates whether or not the session has been added. As one example, ASP module 94
may send an added session message to indicate that the session has been added. As one
example, ASP module 94 may send a rejected session message to indicate that the
session has been rejected. In either case, the message may include the session MAC
value and the session ID value.

[0119] Where ASP module 94 indicates that the session is open, ASP module 94 may
perform a SessionStatus event to notify setup module 82 that ASP session setup is
complete and the ASP session is ready for use. As discussed above, when performing
the SessionStatus event, ASP module 94 may also indicate the session MAC, and/or the
session ID to setup module 82.

[0120] Setup module 82 may receive the notification and may instruct ASP module 94
to allow incoming connections on a particular port. For instance, setup module 82 may
call ASP module 94 to perform a BoundPort method by specifying one or more of the
following parameters: a session MAC value, a session ID value, an IP address, a port
value, and a protocol number. In some examples, setup module 82 may specify the
session MAC value as the session MAC of the ASP session. In some examples, setup

module 82 may specify the session ID value as the session ID of the ASP session. In
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some examples, setup module 82 may specify the session protocol value as 6 (e.g.,
TCP).

[0121] ASP module 94 may perform one or more operations to allow incoming
communications on the particular port. For instance ASP module 94 may perform the
BoundPort method by determining whether or not the particular port specified by setup
module 82 is allowed. In some examples, ASP module 94 may perform a PortStatus
event to notify setup module 82 as to whether or not the particular port is allowed. If
the particular port is allowed, ASP module 94 may send a message, such as an allowed
port message, to ASP module 54 indicating that communications of the ASP session
should be addressed to the particular port. If the particular port is not allowed, setup
module 82 may specify another port until an allowable port is determined.

[0122] ASP module 54 may receive the message and may perform a PortStatus event to
notify setup module 42 that communications of the ASP session should be addressed to
the particular port. Responsive to receiving the message from ASP module 94
indicating that the session has been added, ASP module 54 may perform a SessionStatus
event to notify setup module 42 that ASP session setup is complete and the ASP session
is ready for use. As discussed above, when performing the SessionStatus event, ASP
module 54 may also indicate the session MAC, and/or the session ID to setup module
42,

[0123] Setup module 42 may receive the notification and may instruct ASP module 54
to allow incoming connections on a particular port. For instance, setup module 42 may
call ASP module 54 to perform a BoundPort method by specifying one or more of the
following parameters: a session MAC value, a session ID value, an IP address, a port
value, and a protocol number. In some examples, setup module 42 may specify the
session MAC value as the session MAC of the ASP session. In some examples, setup
module 42 may specify the session ID value as the session ID of the ASP session. In
some examples, setup module 42 may specify the session protocol value as 6 (e.g.,
TCP).

[0124] ASP module 54 may perform one or more operations to allow incoming
communications on the particular port. For instance ASP module 54 may perform the
BoundPort method by determining whether or not the particular port specified by setup
module 42 is allowed. In some examples, ASP module 54 may perform a PortStatus
event to notify setup module 42 as to whether or not the particular port is allowed. If

the particular port is allowed, ASP module 54 may send a message, such as an allowed
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port message, to ASP module 94 indicating that communications of the ASP session
should be addressed to the particular port. If the particular port is not allowed, setup
module 42 may specify another port until an allowable port is determined. In this way,
WDM 36 of WD 4 may establish a docking session with WDM 76 of WDC 6 via a
direct wireless connection. As illustrated by FIG. 5C, an application socket may be
connected between WDM 36 and WDM 76.

[0125] As illustrated by FIG. 5D, during docking configuration and control protocol
phase 540, WD 4 and WDC 6 may perform post-association discovery and
configuration. For instance, WDM 36 and/or WDM 76 may perform one or more of a
PF query procedure, a PF selection and configuration procedure, a PF list change
procedure, a WDN query procedure, a WDN selection procedure, a WDN list change
procedure, an authentication procedure, a WDN creation procedure, a WDN
modification procedure, a WD triggered WDN deletion procedure, and a WDC
triggered WDN deletion procedure. Example details of the procedures are discussed
below with reference to FIGS. 6A—6K, respectively.

[0126] As illustrated by FIG. 5D, during docking PF service session phase 550, WD 4
and WDC 6 may perform session setup for the PF services and exchange PF data. In
some examples, WD 4 and/or WDC 6 may perform session setup for the PF services by
performing potential PF connection setup and/or PF ASP session setup. In some
examples, WD 4 and/or WDC 6 may perform one or more actions to prepare for session
setup. As one example, control module 42 may trigger and/or configure one or more of
PF service modules 52 that correspond to the one or more PFs and/or the one or more
WDNs selected by WD 4 and accepted by WDC 6. For instance, control module 42
may trigger a particular PF service module of PF service modules 52 to use a
corresponding PF service module of PF service modules 92. As another example,
control module 82 may activate and/or configure one or more of PF service modules 92
that correspond to the one or more PFs and/or the one or more WDNSs selected by WD 4
and accepted by WDC 6. For instance, control module 82 may configure a particular PF
service module of PF service modules 92 for use by a corresponding PF service module
of PF service modules 52.

[0127] In some examples, control module 44 may cause ASP module 54 to setup one or
more ASP sessions between one or more of PF service modules 52 and one or more of
PF service modules 92. In some examples, control module 84 may cause ASP module

94 to setup one or more ASP sessions between one or more PF service modules of PF
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service modules 52 and one or more corresponding PF service modules of PF service
modules 92.

[0128] In any case, the one or more PF service modules of PF service modules 52 may
begin to exchange PF data with the one or more corresponding PF service modules of
PF service modules 92. For instance, a display service module of PF service modules
52 may begin to send display data (e.g., video data) to a corresponding display service
module of PF service modules 92 which may cause a corresponding display peripheral
of PFs 10 to output the display data. In this way, WD 4 may wirelessly dock with WDC
6. In some examples, WDC assisted direct pairing between a WD and an External Wi-
Fi Capable Peripheral may also be used.

[0129] As illustrated by FIG. 5D, during docking ASP session teardown phase 560, WD
4 and WDC 6 may perform a session teardown procedure to close one or more open
sessions between WD 4 and WDC 6. In some examples, the session teardown
procedure may be initiated by WD 4. For instance, teardown module 50 may initiate the
teardown procedure. In some examples, the session teardown procedure may be
initiated by WDC 6. For instance, teardown module 90 may initiate the teardown
procedure. In some examples, WD 4 and/or WDC 6 may perform the session teardown
procedure to close a particular session. For instance, where WD 4 no longer seeks to
use a particular PF, WD 4 may perform the session teardown procedure to close the
particular session (e.g., an ASP session) between a particular PF service module of PF
service modules 52 and a corresponding PF service module of PF service modules 92
associated with the particular PF. In some examples, WD 4 and/or WDC 6 may
perform the session teardown procedure to close every session between WD 4 and
WDC 6. For instance, where WD 4 is undocking from WDC 6, WD 4 may perform the
session teardown procedure to close every session between WD 4 and WDC 6.

[0130] WD 4 and/or WDC 6 may close a particular session by sending the
corresponding device a message requesting closure of the particular session. For
instance, teardown module 50 may close a particular session by calling ASP module 54
to perform a CloseSession method. In some examples, teardown module 50 may call
ASP module 54 to perform a CloseSession method by specifying one or more of the
following parameters: a session MAC value, and a session ID value. In some examples,
setup module 42 may specify the session MAC value as the session MAC of the
particular session. In some examples, setup module 42 may specify the session ID

value as the session ID of the particular session. In some example, ASP module 54 may
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perform the CloseSession method by sending a remove session message to ASP
module 94 that indicates an identification value that corresponds to the particular
session (e.g., the session MAC of the particular session and/or the session ID of the
particular session). In some examples, ASP module 54 may notify WDM 76 that the
session has been closed by performing SessionStatus event. In some examples, such as
where the particular session is the ASP session between WDM 36 and WDM 76, ASP
module 54 may send a disassociation message to ASP 94. In some examples, ASP
module 54 may determine whether or not any other sessions are active on the port used
by the particular session. Where ASP module 54 determines that no other sessions are
active, ASP module 94 may close the port.

[0131] WDC 6 may receive the message requesting closure of the particular session.
For instance, ASP module 94 may receive the remove session message. In some
examples, in response to receiving the remove session message, ASP module 94 may
perform SessionStatus event to notify WDM 76 that the particular session has been
closed. In some examples, ASP module 94 may send a message to ASP module 54 to
acknowledge receipt of the remove session message. In some examples, ASP module
94 may determine whether or not any other sessions are active on the port used by the
particular session. Where ASP module 94 determines that no other sessions are active,
ASP module 94 may close the port. In this way, a session between WD 4 and WDC 6
may be torn down.

[0132] FIGS. 6A—6K are communication flow diagrams illustrating example data flows
between a WD and a WDC performing various wireless docking techniques, in
accordance with one or more examples of this disclosure. The techniques of FIGS. 6A—
6K may be performed by a WD and a WDC, such as WD 4 and WDC 6 illustrated in
FIG. 1 and FIG. 4. For purposes of illustration, the techniques of FIGS. 6A—6K are
described within the context of WD 4 and WDC 6 of FIG. 1 and FIG. 4, although
computing devices having configurations different than that of WD 4 and WDC 6 may
perform the techniques of FIGS. 6A—-6K.

[0133] FIG. 6A illustrates an example data flow between WD 4 and WDC 6 during the
performance of an example PF query procedure. As illustrated by FIG. 6A, WD 4 may
send a PF query request to WDC 6. For instance, control module 44 of WDM 36 of
WD 4 may send a message to control module 84 of WDM 76 of WDC 6 that includes a

request for information regarding one or more PFs associated with WDC 6 (e.g., one or
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more of PFs 10). In some examples, the request may include a “pfQueryReq” type
XML element which may be defined as provided in the XML schema below.

[0134] Responsive to receiving the query request from WD 4, WDC 6 may send a
query response. For instance, control module 84 may send a message to control module
44 that includes information regarding the one or more PFs associated with WDC 6. In
some examples, the response may include a “pfQueryRsp” type XML element which
may be defined as provided in the XML schema below. In some examples, the
information may include a list that identifies the one or more PFs associated with WDC
6. In some examples, the list may identify every PF associated with WDC 6. In some
examples, the list may identify a subset of the PFs associated with WDC 6, such as the
PFs that are currently available for access by a WD.

[0135] In some examples, the information may also include attributes and feasible
configurations of the one or more PFs associated with WDC 6. In some examples,
control module 84 may indicate the one or more PFs associated with WDC 6 and the
attributes and the feasible configurations of the one or more PFs associated with WDC 6
by including in the response, a respective XML element for each PF associated with
WDC 6. In some examples, each respective XML element may be of type
peripheralFunction which may be defined as provided in the XML schema below. In
some examples, support of the PF Query procedure may be mandatory on both WD 4
and WDC 6.

[0136] FIG. 6B illustrates an example data flow between WD 4 and WDC 6 during the
performance of an example PF selection and configuration procedure. As illustrated by
FIG. 6B, WD 4 may send a PF selection and configuration request to WDC 6. For
instance, control module 44 of WDM 36 of WD 4 may send a message to control
module 84 of WDM 76 of WDC 6 that includes a request to use one or more of the PFs
associated with WDC 6. In some examples, control module 44 may include a
“pfSelectionReq” type XML element in the request which may be defined as provided
in the XML schema below. In some examples, control module 44 may individually
identify one or more PFs to which WD 4 seeks access (e.g., a set of sought PFs) in the
request. For instance, control module 44 may include a “pfSelection” element for each
sought PF, and a “selectionStyle” element set to “specific” in the message. In some
examples, control module 44 may indicate a desired configuration for each of the sought
PFs in the “pfSelection” element. In some examples, control module 44 may indicate

selection of a default set of PFs associated with WDC 6 (i.¢., in such examples, control
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module 44 may not individually identify the sought PFs). For instance, control module
44 may include a “selectionStyle” element set to “all” in the message.

[0137] Responsive to receiving the selection request from WD 4, WDC 6 may send a
selection response. For instance, control module 44 may send a message to control
module 84 that indicates whether or not the selection request is accepted. In some
examples, the response may include a “pfSelectionRsp” type XML element which may
be defined as provided in the XML schema below.

[0138] In some examples, WD 4 may desire to de-select one or more PFs associated
with WDC 6 that are currently selected by WD 4. In such examples, WD 4 may
perform a de-selection procedure. For instance, control module 44 may send a message
to control module 84 that includes a request to de-select one or more of the PFs
associated with WDC 6 currently selected by WD 4. In some examples, control module
44 may individually identify the one or more PFs to which WD 4 seeks to de-select in
the request. For instance, control module 44 may include a “pfSelection” element for
cach de-selected PF, and a “selectionStyle” element set to “specific” in the message. In
some examples, control module 44 may indicate de-selection of all PFs associated
currently selected by WD 4. For instance, control module 44 may include a
“selectionStyle” element set to “all” in the message. In such examples, control module
44 may cause teardown module 50 to perform a teardown procedure.

[0139] In other words, WD 4 may use the PF selection and configuration procedure to
select and configure the PFs of its interests, and in some examples, may be performed
after WD 4 has obtained the updated PF information. In some examples, support of the
PF selection and configuration procedure may be mandatory on both WD 4 and WDC 6.
However, in some examples, the procedure may allow WD 4 to not explicitly select or
configure PFs individually.

[0140] FIG. 6C illustrates an example data flow between WD 4 and WDC 6 during the
performance of an example PF list change procedure. In some examples, information
regarding the one or more PFs associated with WDC 6 may change. As one example,
the information regarding the one or more PFs associated with WDC 6 may change
where an additional PF becomes associated with WDC 6 (e.g., an additional PF is
plugged in to WDC 6). As another example, the information regarding the one or more
PFs associated with WDC 6 may change where a PF associated with WDC 6 becomes
available for use (e.g., where another WD has de-selected the PF). In any case,

responsive to determining that the information regarding the one or more PFs associated
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with WDC 6 has changed (i.c., where WDC 6 has updated information regarding the
one or more PFs associated with WDC 6), WDC 6 may send a PF change notification to
WD 4. In other words, WDC 6 may use PF Change Notification procedure to inform
WD 4 of PF changes. For instance, control module 84 may send a message to control
module 44 that includes updated information regarding the one or more PFs associated
with WDC 6. In some examples, the updated information may include a list of PFs
associated with WDC 6 and attributes and feasible configurations of the listed PFs. In
some examples, the message may include a “pfChangeNotif” type XML element which
may be defined as provided in the XML schema below. As shown in FIG. 6C, WD 4
may, responsive to receiving the PF change notification, perform a PF selection and
configuration procedure as described above. In other words, the procedure may trigger
WD 4 to perform the PF selection and configuration procedure again. In some
examples, support of the PF change notification procedure may be mandatory on both
WD 4 and WDC 6.

[0141] FIG. 6D illustrates an example data flow between WD 4 and WDC 6 during the
performance of an example WDN query procedure. As illustrated by FIG. 6D, WD 4
may send a WDN query request to WDC 6. For instance, WDN module 46 of WDM 36
of WD 4 may send a message to WDN module 86 of WDM 76 of WDC 6 that includes
a request for information regarding one or more WDN configured for use on WDC 6.
In some examples, the request may include a “wdnQueryReq” type XML element which
may be defined as provided in the XML schema below.

[0142] Responsive to receiving the query request from WD 4, WDC 6 may send a
query response. For instance, WDN module 86 may send a message to WDN module
46 that includes information regarding the one or more WDNs configured for use on
WDC 6. In some examples, the response may include a “wdnQueryRsp” type XML
element which may be defined as provided in the XML schema below. In some
examples, the information may include a list that identifies the one or more WDNs
configured for use on WDC 6. In some examples, the list may identify every WDN
configured for use on WDC 6. In some examples, the list may identify a subset of the
WDNs configured for use on WDC 6, such as the WDNSs that are currently available for
access by a WD.

[0143] In some examples, the information may also include attributes and feasible
configurations of the one or more WDNSs configured for use on WDC 6. In some

examples, WDN module 86 may indicate the one or more WDNs configured for use on
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WDC 6 and the attributes and the feasible configurations of the one or more WDNs
configured for use on WDC 6 by including in the response, a respective XML element
for each WDN configured for use on WDC 6. In some examples, each respective XML
element may be of type “wdn” which may be defined as provided in the XML schema
below.

[0144] In other words, WD 4 may use the PF Query procedure to obtain the WDN
information. In some examples, support of the WDN Query procedure may be optional
on both WD 4 and WDC 6. In some examples, WDC 6 may indicate whether the WDN
Query procedure is supported during the pre-association discovery phase.

[0145] FIG. 6F illustrates an example data flow between WD 4 and WDC 6 during the
performance of an example WDN selection procedure. As illustrated by FIG. 6E, WD 4
may send a WDN selection request to WDC 6. For instance, WDN module 46 of WDM
36 of WD 4 may send a message to WDN module 86 of WDM 76 of WDC 6 that
includes a request to use a particular WDN of the one or more WDNs configured for use
on WDC 6 to which WD 4 seeks access. In some examples, WDN module 46 may
include a “wdnSelectionReq” type XML element in the request which may be defined
as provided in the XML schema below. In some examples, WDN module 46 may
include an identifier of the particular WDN to which WD 4 seeks access in the message.
[0146] Responsive to receiving the selection request from WD 4, WDC 6 may send a
selection response. For instance, WDN module 46 may send a message to WDN
module 86 that indicates whether or not the selection request is accepted. In some
examples, the response may include a “wdnSelectionRsp” type XML element which
may be defined as provided in the XML schema below.

[0147] In other words, WD 4 may use the WDN Selection procedure to select a pre-
configured WDN (e.g., a WDN previously created by WD 4) and/or a WD-Centric
WDN. In some examples, WD 4 may perform the WDN selection procedure after WD
4 has obtained the WDN information. In some examples, support of the WDN
Selection procedure may be optional on both WD 4 and WDC 6. In some examples,
WDC 6 may indicate whether the WDN Selection procedure is supported during the
pre-association discovery phase.

[0148] In some examples, WD 4 may desire to de-select one or more WDNs configured
for use on WDC 6 that are currently selected by WD 4. In such examples, WD 4 may
perform a de-selection procedure. For instance, WDN module 46 may send a message

to WDN module 86 that includes a request to de-select one or more of the WDNs
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configured for use on WDC 6 that are currently selected by WD 4. In some examples,
WDN module 46 may individually identify the one or more WDNs that WD 4 seeks to
de-select in the request. For instance, WDN module 46 may include a “wdnSelection”
element for each de-selected WDN, and a “selectionStyle” element set to “specific” in
the message. In some examples, WDN module 46 may indicate de-selection of all
WDNss currently selected by WD 4. For instance, WDN module 46 may include a
“selectionStyle” element set to “all” in the message. In such examples, WDN module
46 may cause teardown module 50 to perform a teardown procedure.

[0149] FIG. 6F illustrates an example data flow between WD 4 and WDC 6 during the
performance of an example WDN list change procedure. In some examples,
information regarding the one or more WDNs configured for use on WDC 6 may
change. As one example, the information regarding the one or more WDNs configured
for use on WDC 6 may change where one or more of the PFs corresponding to a WDN
becomes available for use (e.g., where another WD has de-selected the PF). As another
example, the information regarding the one or more WDNs configured for use on WDC
6 may change where a new WDN is defined (e.g., where a WD has created a new
WDN). In any case, responsive to determining that the information regarding the one or
more WDNs configured for use on WDC 6 has changed (i.c., where WDC 6 has
updated information regarding the one or more WDNs configured for use on WDC 6),
WDC 6 may send a WDN change notification to WD 4. For instance, WDN module 86
may send a message to WDN module 46 that includes updated information regarding
the one or more WDNs configured for use on WDC 6. In some examples, the updated
information may include a list of WDNs configured for use on WDC 6 and attributes
and feasible configurations of the listed WDNSs. In some examples, the message may
include a “wdnChangeNotif” type XML element which may be defined as provided in
the XML schema below. As shown in FIG. 6F, WD 4 may, responsive to receiving the
WDN change notification, perform a WDN selection and configuration procedure as
described above.

[0150] FIG. 6G illustrates an example data flow between WD 4 and WDC 6 during the
performance of an example authentication procedure. As illustrated by FIG. 6G, WD 4
may send a user type authentication request to WDC 6. For instance, access control
module 48 of WD 4 may send a message to access control module 88 of WDC 6 that
includes one or more credentials corresponding to a user of WD 4. In some examples,

the one or more credentials may indicate a user type of the user of WD 4 and/or a
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passphrase. Some example user types may include, but are not limited to, owner, guest,
administrator, child, and parent. In some examples, the message may include a
“userTypeAuthReq” type XML element which may be defined as provided in the XML
schema below. In such examples, access control module 48 may indicate the user type
using the “userType” element and the passphrase using the “passphrase” element.
[0151] WDC 6 may receive the user type authentication request and determine one or
more rights associated with the information indicated by the request (e.g., the user type
and/or the passphrase). As one example, access control module 88 may determine
whether the information indicated by the request grants access rights to one or more of
PFs 10. Where the user type is administrator, access control module 88 may determine
that the information indicated by the request grants access rights to every PF of PFs 10.
Where the user type is guest, access control module 88 may determine that the
information indicated by the request grants access rights to a subset of PFs 10. As
another example, access control module 88 may determine whether the information
indicated by the request grants access rights to one or more WDNSs configured for use
on WDC 6. As another example, access control module 88 may determine whether the
information indicated by the request grants rights create new WDNs for use on WDC 6.
As another example, access control module 88 may determine whether the information
indicated by the request grants rights modify existing WDNs configured for use on
WDC 6. As another example, access control module 88 may determine whether the
information indicated by the request grants rights delete existing WDNs configured for
use on WDC 6. Where the user type is administrator, access control module 88 may
determine that the information indicated by the request grants rights to delete any WDN
of the one or more WDNs configured for use on WDC 6. Where the user type is guest,
access control module 88 may determine that the information indicated by the request
does not grant rights to delete any WDN of the one or more WDNs configured for use
on WDC 6.

[0152] In other words, WD 4 may use the user type authentication procedure to
establish its access rights (e.g., to PF Services). In some examples, support of the user
type authentication procedure may be optional on both WD 4 and WDC 6. In some
examples, WDC 6 may indicate whether the user type authentication is needed during
the pre-association discovery phase.

[0153] FIG. 6H illustrates an example data flow between WD 4 and WDC 6 during the
performance of an example WDN creation procedure. As illustrated by FIG. 6H, WD 4
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may send a WDN create request to WDC 6. For instance, WDN module 46 may send a
message to WDN module 86 that includes a request to create a new WDN for use on
WDC 6. In some examples, the request may include an indication of a set of PFs
associated with WDC 6 that WD 4 is requesting to correspond to the new WDN. For
instance, WDN module 46 may request that a new WDN be created that corresponds to
a particular display PF, a particular audio playback PF, and a particular user input PF.
In some examples, WDN module 46 may indicate the set of PFs by individually
identifying each PF of the set of PFs. For instance, WDN module 46 may specify, for
cach respective PF of the set of PFs, an identification value that uniquely identifies the
respective PF (e.g., where PF ID2 corresponds to the particular display PF, PF ID 4
corresponds to the particular audio playback PF, and PF ID 7 corresponds to the
particular user input PF, WDN module 46 may request that a new WDN be created that
corresponds to PF ID2, PF ID 4, and PF ID 7). In some examples, WDN module 46
may indicate the set of PFs by indicating that the set of PFs consists of one or more PFs
currently being accessed by WD 4. For instance, where WD 4 is currently accessing the
particular display PF, the particular audio playback PF, and the particular user input PF,
WDN module 46 may request that a new WDN be created that corresponds to the PFs
currently being accessed by WD 4.

[0154] In some examples, WDN module 46 may include a “wdnCreateReq” type XML
element in the request which may be defined as provided in the XML schema below. In
some examples, such as when WDN module 46 requests that a new WDN be created
that corresponds an identified set of PFs, WDN module 46 may specify a selectionStyle
element of the wdnCreateReq element as specific. In some examples, such as when
WDN module 46 requests that a new WDN be created that corresponds to the PFs
currently being accessed by WD 4, WDN module 46 may specify the selectionStyle
element of the wdnCreateReq element as current.

[0155] Responsive to receiving the request from WD 4, WDC 6 may determine whether
to accept or reject the request to create the new WDN. As one example, WDN module
86 may determine whether to accept or reject the request to create the new WDN based
on whether or not WD 4 is authorized to create new WDNs. As another example, WDN
module 86 may determine whether to accept or reject the request to create the new
WDN based on whether or not WD 4 is authorized to access the one or more PFs
requested to correspond to the new WDN. In any case, WDC 6 may send a response to

WD 4 that indicates whether or not the request to create the new WDN was accepted.
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For instance, WDN module 86 may send a message to WDN module 46 that indicates
whether or not the request to create the new WDN was accepted. Where the request to
create the new WDN was accepted, WDN module 86 may include identifying
information for the new WDN in the message. In some examples, the message may
include a “wdnCreateRsp” type XML element which may be defined as provided in the
XML schema below. In some examples, such as where another WD is currently docked
with WDC 6, WDC 6 may perform a WDN list change procedure, such as the example
WDN list change procedure described above with reference to FIG. 4F, to notify the
other WD that the new WDN has been created.

[0156] In some examples, configuration information for the new WDN may be stored at
WD 4, WDC 6, or both. In some examples, support of the WD-Centric WDN creation
procedure may be optional on both WD 4 and WDC 6. In some examples, WDC 6 may
indicate whether the WD-Centric WDN creation procedure is supported during the pre-
association discovery phase.

[0157] FIG. 6l illustrates an example data flow between WD 4 and WDC 6 during the
performance of an example WDN modification procedure. As illustrated by FIG. 6l,
WD 4 may send a WDN modify request to WDC 6. For instance, WDN module 46
may send a message to WDN module 86 that includes a request to modify an existing
WDN of the one or more WDNSs configured for use on WDC 6. In some examples, the
request may include an indication of the existing WDN and a set of PFs associated with
WDC 6 to which WD 4 is requesting the existing WDN be modified to correspond. As
one example, where the existing WDN corresponds to a particular audio playback PF,
and a particular user input PF, WDN module 46 may request that the existing WDN be
modified to additionally correspond to a particular display PF. As another example,
where the existing WDN corresponds to a particular audio playback PF, and a particular
user input PF, WDN module 46 may request that the existing WDN be modified to no
longer correspond to the particular user input PF. In some examples, WDN module 46
may include a “wdnModReq” type XML element in the request which may be defined
as provided in the XML schema below.

[0158] Responsive to receiving the request from WD 4, WDC 6 may determine whether
to accept or reject the request to modify the existing WDN. As one example, WDN
module 86 may determine whether to accept or reject the request to modify the existing
WDN based on whether or not WD 4 is authorized to modify the existing WDN. As

another example, WDN module 86 may determine whether to accept or reject the
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request to modify the existing WDN based on whether or not WD 4 is authorized to
access the one or more PFs requested to correspond to the existing WDN. In any case,
WDC 6 may send a response to WD 4 that indicates whether or not the request to
modify the existing WDN was accepted. For instance, WDN module 86 may send a
message to WDN module 46 that indicates whether or not the request to modify the
existing WDN was accepted. In some examples, the message may include a
“wdnModRsp” type XML element which may be defined as provided in the XML
schema below. In some examples, such as where another WD is currently docked with
WDC 6, WDC 6 may perform a WDN list change procedure, such as the example WDN
list change procedure described above with reference to FIG. 4F, to notify the other WD
that the existing WDN has been modified.

[0159] In some examples, configuration information for the modified WDN may be
stored at WD 4, WDC 6, or both. In some examples, support of the WD-Centric WDN
modification procedure may be optional on both WD 4 and WDC 6. In some examples,
WDC 6 may indicate whether the WD-Centric WDN modification procedure is
supported during the pre-association discovery phase.

[0160] FIG. 6] illustrates an example data flow between WD 4 and WDC 6 during the
performance of an example WD triggered WDN deletion procedure. As illustrated by
FIG. 6J, WD 4 may send a WDN delete request to WDC 6. For instance, WDN module
46 may send a message to WDN module 86 that includes a request to delete an existing
WDN of the one or more WDNSs configured for use on WDC 6. In some examples, the
request may include an indication of the existing WDN. In some examples, WDN
module 46 may include a “wdnDeleteReq” type XML element in the request which may
be defined as provided in the XML schema below.

[0161] Responsive to receiving the request from WD 4, WDC 6 may determine whether
to accept or reject the request to delete the existing WDN. For instance, WDN module
86 may determine whether to accept or reject the request to delete the existing WDN
based on whether or not WD 4 is authorized to delete the existing WDN. WDC 6 may
send a response to WD 4 that indicates whether or not the request to delete the existing
WDN was accepted. For instance, WDN module 86 may send a message to WDN
module 46 that indicates whether or not the request to delete the existing WDN was
accepted. In some examples, the message may include a “wdnDeleteRsp” type XML
element which may be defined as provided in the XML schema below. In some

examples, such as where another WD is currently docked with WDC 6, WDC 6 may
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perform a WDN list change procedure, such as the example WDN list change procedure
described above with reference to FIG. 4F, to notify the other WD that the existing
WDN has been deleted.

[0162] In some examples, support of the WD-triggered WD-Centric WDN deletion
procedure may be optional on both WD 4 and WDC 6. In some examples, WDC 6 may
indicate whether the WD-triggered WD-Centric WDN deletion procedure is supported
during the pre-association discovery phase.

[0163] FIG. 6K illustrates an example data flow between WD 4 and WDC 6 during the
performance of an example WDC triggered WDN deletion procedure. As illustrated by
FIG. 6K, WDC 6 may send a WDN delete notification to WD 4. For instance, WDN
module 86 may send a message to WDN module 46 that includes a notification that an
existing WDN of the one or more WDNS5s configured for use on WDC 6 has been
deleted. In some examples, the notification may include an indication of the existing
WDN. In some examples, WDN module 86 may include a “wdnDeleteNotif” type
XML element in the notification which may be defined as provided in the XML schema
below.

[0164] In some examples, support of the WDC-triggered WD-Centric WDN deletion
procedure may be optional on both WD 4 and WDC 6. In some examples, WDC 6 may
indicate whether the WD-triggered WDC-Centric WDN deletion procedure is supported
during the pre-association discovery phase.

[0165] FIG. 7 is a communication flow diagram illustrating an example data flow
between a WD and a WDC performing techniques to wirelessly dock, in accordance
with one or more examples of this disclosure. The techniques of FIG. 7 may be
performed by a WD and a WDC, such as WD 4 and WDC 6 illustrated in FIG. 1 and
FIG. 4. For purposes of illustration, the techniques of FIG. 7 are described within the
context of WD 4 and WDC 6 of FIG. 1 and FIG. 4, although computing devices having
configurations different than that of WD 4 and WDC 6 may perform the techniques of
FIG. 7.

[0166] In accordance with one or more techniques of this disclosure, WD 4 and WDC 6
may exchange communications as follows. WD 4 and WDC 6 may exchange WPS
information (1502). For example, the user may push a button, enter a PIN, or touch an
NFC interface. In some examples, WD 4 and WDC 6 may exchange the WPS
information only during their first connection. WD 4 and WDC 6 may then exchange

connection setup information with WPA2 (1504). In some examples, WD 4 and WDC
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6 may exchange the connection setup information in response to a trigger, such as
triggered WPS or selecting an icon on a Ul. WD 4 and WDC 6 may then exchange
ASP session setup information for the docking service (1506). WD 4 may then
communicate user type authentication information within the docking service to WDC
120 (1508).

[0167] WD 4 and WDC 6 may then exchange ASP session setup information and PF
Data for various PF Services (e.g., PF Services A, B, etc.). As illustrated in FIG. 7, the
user type authentication information may control the admission of ASP session setup for
individual PF services (1522), and/or trigger ASP session setup for individual PF
services (1524).

[0168] In some examples, such as where WD 4 is not allowed to access a certain PF
Service, docking as the application from the perspective of its interfaced PF Service
shall not accept the ASP session setup for the corresponding PF Service. Upon the
completion of the PF Service setup, WD 4 can use the PF Service(s) at WDC 6.

[0169] FIG. 8 is a conceptual diagram illustrating an example docking configuration
and control protocol stack 800 of an example wireless docking device, in accordance
with one or more examples of this disclosure. In some examples, docking configuration
and control protocol stack 800 may be implemented by WD 4 and/or WDC 6.

[0170] As illustrated in FIG. 8 docking configuration and control protocol stack 800
includes internet (IP) layer 802, transport (TCP) layer 804, and application layer 806.
Application layer 806 may include HTTP 808, simple object access protocol (SOAP)
810, HTTP 812, general event notification architecture (GENA) 814, and docking 816.
In some examples, docking configuration and control protocol stack 800 may run over
HTTP and may, in some examples, use SOAP and/or GENA for message transactions
although other protocols are possible (e.g., UPnP). Various example message formats
using plain text XML are shown below. Messages may also be formatted in other
formats such as a binary protocol, in other examples.

[0171] WD 4 may use SOAP 810 to send commands (e.g., SOAP requests) to WDC 6.
The Docking Service Path parameter for SOAP 810 at WDC 6 may be given during the
pre-association service discovery phase.

[0172] A SOAP request from WD 4 may use the following format. The elements to be

included in the SOAP body may be defined in its corresponding procedures.

POST [Docking Service SOAP Path] HTTP/1.1
Host: [WDC IP Address]
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Content-Type: application/soap+xml; charset=utf-8

Content-Length: [nnn]

<?xml version="1.0"?>
<soap:Envelope
xmins:soap="http://www.w3.org/2001/12/soap-envelope"

soap:encodingStyle="http://www.w3.0rg/2001/12/soap-encoding">

<soap:Body>
</[element name] xmIns:xsi="http://www.w3.0rg/2001/XMLSchema-instance"
xsi:noNamespaceSchemalocation="www.wi-fi.org/xmlschema/WfaDockingServiceSchema.xsd
">
[element content]
</[element name]>

</soap:Body>

</soap:Envelope>

[0173] A SOAP response from WDC 6 may use the following format. The elements to

be included in the SOAP body may be defined in its corresponding procedures.
HTTP/1.1 200 OK
Content-Type: application/soap+xml; charset=utf-8

Content-Length: [nnn]

<?xml version="1.0"?>
<soap:Envelope
xmins:soap="http://www.w3.org/2001/12/soap-envelope"

soap:encodingStyle="http://www.w3.0rg/2001/12/soap-encoding">

<soap:Body>
</[element name] xmIns:xsi="http://www.w3.0rg/2001/XMLSchema-instance"
xsi:noNamespaceSchemalocation="www.wi-fi.org/xmlschema/WfaDockingServiceSchema.xsd
">
[element content]
</[element name]>

</soap:Body>

</soap:Envelope>
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[0174] WDC 6 may use GENA 814 send notifications to WD 4. The Docking Service
Path for GENA at WDC 6 may be given during the pre-association service discovery
phase.

[0175] A GENA Subscribe Request message from WD 4 may use the following format.

SUBSCRIBE [Docking Service GENA Path] HTTP/1.1
HOST: [WDC IP Address]

CALLBACK: <WD’s IP Address/Delivery Path>

NT: wdck:event

TIMEOUT: [requested subscription duration in seconds]
[0176] A GENA Subscribe Response message from WDC 6 may use the following

format.
HTTP/1.1 200 OK
DATE: [when response was generated]
SID: [subscriptionID]
CONTENT-LENGTH: 0

TIMEOUT: [actual subscription duration in seconds]

[0177] A GENA Unsubscribe Request message from WD 4 may use the following

format.
UNSUBSCRIBE [Docking Service GENA Path] HTTP/1.1
HOST: [WDC’s IP Address]
SID: [subscriptionID]
[0178] A GENA Subscribe Response message from WDC 6 may use the following

format.
HTTP/1.1 200 OK
[0179] A GENA Event Notification message from WDC 6 may use the following

format. The Delivery Path may be the delivery path indicated in the CALLBACK field
of the GENA Subscribe message. The elements to be included in a GENA Event

Notification message may be defined in its corresponding procedures.
NOTIFY [Delivery Path] HTTP/1.0
HOST: [WD’s IP Address]
CONTENT-TYPE: text/xml; charset="utf-8"
NT: wdck:event
SID: [subscriptionID]
SEQ: [event key]
CONTENT-LENGTH: [bytes in body]

<?xml version="1.0"?>
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<eventNotification xmiIns:xsi="http://www.w3.0rg/2001/XMLSchema-instance"
xsi:noNamespaceSchemalocation=" www.wi-
fi.org/xmlschema/WfaDockingServiceSchema.xsd">
[element content]

</eventNotification>

[0180] FIG. 9 a conceptual diagram illustrating example wireless docking architecture
900 that may be implemented by a wireless docking device, in accordance with one or
more techniques of this disclosure. Examples of wireless docking devices which may
include architecture 900 are wireless dockees (such as WD 4 of FIG. 1 and FIG. 4) and
wireless docking centers (such as WDC 6 of FIG. 1 and FIG. 4).

[0181] As illustrated in FIG. 9, architecture 900 may include communications layer 902
(e.g., Wi-Fi Direct/TDLS/Infrastructure/802.1 1n/ac/ad), application service platform
(ASP) 904, docking service 906, print service 908, wireless display service 910 (e.g.,
Miracast), Wi-Fi Serial Bus (WSB) service 912, and one or more other peripheral
services 914A—914N (collectively, “peripheral services 914”).

[0182] As illustrated in FIG. 9, architecture 900 may define a plurality of interfaces
through which docking service 906 may manage one or more other components of
architecture 900. For instance, docking service 906 may manage ASP events and
methods with ASP 904 via interface 916, manage print service 908 via interface 918,
manage wireless display service 910 via interface 920, manage WSB 912 via interface
922, and manage peripheral services 914 via interface 944.

[0183] Docking service 906 may utilize the interfaces and events provided by ASP 904
to perform service discovery and session setup between a WD and a WDC. Where
architecture 900 is implemented by a WDC, interface 916 between the docking service
906 and ASP 904 may enable docking service 906 at the WDC to perform one or more
of: advertising docking service 906 (including PFs manages by docking service 906 and
capabilities required to drive the use of its peripheral functions), and enable a WD to
wirelessly connect to the WDC. Where architecture 900 is implemented by a WD,
interface 916 between the docking service 906 and the ASP 904 may allow docking
service 906 at the WD to perform the one or more of: seeking the docking service 906 at
a WDC (including PFs the managed by WDC and capabilities required to drive the use
of its PFs), and wirelessly connect to the WDC.
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[0184] Docking service 906 may include a docking configuration and control protocol,
which may be used by a WD to configure its docking session provided by a WDC, as
described above.

[0185] A PF service (e.g., PF services 914) may or may not be deployed directly on top
of ASP 904. Docking service 906 may communicate with the PF Services on the same
docking device, serving as a management entity on top of the PF Services. Where
architecture 900 is implemented by a WDC, interface 916 between docking service 906
and PF Services (e.g., print, display and WSB), may allow docking service 906 at the
WDC to perform one or more of: activate and deactivate a PF service, control the WD’s
access to a PF service at the WDC, and configure the PF Service for a WD’s use.
Where architecture 900 is implemented by a WD, interface 916 between docking
service 906 and PF Services (e.g., print, display and WSB), may allow docking service
906 to perform one or more of: triggering a PF service at the WD to seck and use the
corresponding PF service at a WDC, and configuring the PF Service for a WD’s use.
[0186] The following example definitions and terms may apply to this disclosure,
(while additional definitions may be applicable in some examples):

e Docking: The process of a WD learning the peripheral devices that a WDC is
advertising as available and connecting to the WDC and to all or a subset of the
peripherals with at most one user pairing step.

¢ Docking Environment Type: A recommended minimum set of peripherals and
the attributes to support the peripheral functions (e.g. a Docking Environment
Type for ‘Home Office Docking’).

e Peripheral Function: A logical I/O function that is not part of a WD, but can be
made available to the WD through docking with a WDC.

e Peripheral Function Protocol: A protocol through which a peripheral can be
used/accessed through a Wi-Fi network. Examples of peripheral function
protocols are WSB, Wi-Fi Display, and WiGig Display Extension.

e WD: A portable device (e.g. smart phone, netbook, laptop, camera) that is
capable of docking with a Wireless Docking Environment.

e WDC: A logical entity that coordinates the setup of connections between a
Wireless Dockee and the full set or subset of all the peripherals managed by the
WDC.
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e Wireless Docking Environment: A generic term to denote a group of peripherals
to which a WD can dock.
[0187] The following example abbreviations and acronyms may apply to this disclosure

(while additional definitions may be applicable in some examples):

e ASP Application Service Platform

e DET Docking Environment Type

e PF Peripheral Function

e PFP Peripheral Function Protocol

e WD Wireless Dockee

e WDC Wireless Docking Center

e WDN Wireless Docking Environment
e  WFDS Wi-Fi Direct Services

e WSB Wi-Fi Serial Bus

[0188] FIG. 10 is a flowchart illustrating an technique for wirelessly docking a WD and
a WDC, in accordance with one or more examples of this disclosure. The techniques of
FIG. 10 may be performed by a WD and a WDC, such as WD 4 and WDC 6 illustrated
in FIG. 1 and FIG. 4. For purposes of illustration, the techniques of FIG. 10 are
described within the context of WD 4 and WDC 6 of FIG. 1 and FIG. 4, although
computing devices having configurations different than that of WD 4 and WDC 6 may
perform the techniques of FIG. 10.

[0189] The techniques of FIG. 10 may include methods implemented by WD 4 as WD
4 sends communications to WDC 6, such that WD 4 performs the indicated actions or
exchanges the indicated communications, including by sending communications to
WDC 6, some of which may be in response to communications WD 4 receives from
WDC 6. The techniques of FIG. 10 may also include methods implemented by WDC 6
as WDC 6 sends communications to WD 4, such that WDC 6 performs the indicated
actions or exchanges the indicated communications, including by sending
communications to WD 4, some of which may be in response to communications WDC
6 receives from WD 4.

[0190] In various implementations of method 1000, either or both of WD 4 and WDC 6
may perform the following actions and exchange the following communications:

perform docking pre-association discovery between a wireless dockee and a wireless
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docking center for information on peripheral functions available via the wireless
docking center (1002); perform docking connection setup exchange between the
wireless dockee and the wireless docking center (1004); perform docking ASP
(application service platform) session setup between the wireless dockee and the
wireless docking center (1006); exchange docking configuration and control protocol
communications between the wireless dockee and the wireless docking center (1008);
exchange PF (peripheral function) Service Session communications (including
peripheral function data) between the wireless dockee and the wireless docking center
(1010); and perform docking ASP (application service platform) session teardown
between the wireless dockee and the wireless docking center (1012).

[0191] FIG. 11 is a communication flow diagram illustrating an example data flow
between a WD and a WDC performing techniques to wirelessly dock, in accordance
with one or more examples of this disclosure. The techniques of FIG. 11 may be
performed by a WD and a WDC, such as WD 4 and WDC 6 illustrated in FIG. 1 and
FIG. 4. For purposes of illustration, the techniques of FIG. 11 are described within the
context of WD 4 and WDC 6 of FIG. 1 and FIG. 4, although computing devices having
configurations different than that of WD 4 and WDC 6 may perform the techniques of
FIG. 11.

[0192] In accordance with one or more techniques of this disclosure, WD 4 may
determine one or more PFs associated with WDC 6 (1100). For example, WD 4 may
receive a list that indicates the one or more PFs associated with WDC 6.

[0193] WD 4 may establish a docking session via a direct wireless connection between
WD 4 and WDC 6 (1102). For example, WD 4 may form a P2P group that includes
WD 4 and WDC 6. As another example, WD 4 may open an ASP session between a
docking service of WD 4 and a corresponding docking service of WDC 6.

[0194] WD 4 may select at least one PF of the one or more PFs associated with WDC 6
(1104). For example, WD 4 may send a message to WDC 6 requesting access to at least
one of the one or more PFs associated with WDC 6.

[0195] WD 4 may access the at least one PF of the one or more PFs associated with
WDC 6 (1106). For instance, WD 4 may receive PF data from the at least one PF of the
one or more PFs associated with WDC 6.

[0196] In some examples, when performing one or more techniques of this disclosure, a
WD, such as WD 4 of FIG. 1 and FIG. 4, and/or a WDC, such as WDC 6 of FIG. 1 and

FIG. 4, may call one or more Wi-Fi Direct Services (WFDS) methods. Some example
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WFDS methods that may be called are provided below. The parameters of one or more
of the methods may be defined in WFDS Technical Specification, the entirety of which
is hereby incorporated by reference. While described as being associated with certain
phases (e.g., discovery, setup, teardown) each of the following methods may be called at
any point during a wireless docking procedure.

[0197] One or more of the following methods may be used during service discovery and
connection setup.

¢ Docking SeckService Method

o Example primitive: SeekService(service_name, exact search, mac_address,
service information_request)

o A WD that secks for a WDC and calls the SeekService Method may specify
the service name to be “org.wi-fi.wfds.docking.wdc” with exact search set
to TRUE.

o The service information_request string specified by the WD may be either
NULL or a substring of the service information text a WDC may provide.

e Docking AdvertiseService Method

o Example primitive: AdvertiseService(service name, auto _accept,
service_information, service status)

o A WDC that calls the AdvertiseService Method may specify the
service_name to be “org.wi-fi.wfds.wsb.wdc”.

o The service information may be a UTF-§ text string of XML data that may
include the element “preassociationServiceDiscovery” which may be defined
below.

o The service information may include information of PFs and pre-configured
WDNE.

o The service information may identify the Docking Environment Type
(DET) using the element “wdnType”.

[0198] One or more of the following methods may be used during connection setup and
docking session setup. A docking service may provide specific information to the ASP
so that the ASP can use the underlining mechanisms, including P2P Provision
Discovery and P2P Group Formation to set up the connection.

[0199] After the ASP session setup for the docking service, WD 4 may trigger the

docking configuration and control protocol to select and configure its PFs/WDNs of



WO 2014/189659 PCT/US2014/036440
51

interests. The docking service may performs the connection setup and ASP session
setup using one or more of the following methods provided by ASP.
¢ Docking ConnectSessions Method
o Example primitive: ConnectSessions(List of(service mac,
advertisement id), session_information, network role)
o The service secker (e.g., WD 4) may call the ConnectSessions Method to
initiate the Docking service request to the discovered service advertiser.
o The session_information may be a UTF-8 string.
e Docking ConfirmSession Method
e Example primitive: ConfirmSession(session_mac, session_id, confirmed)
o When the WDC application confirms to accept the SessionRequest Event,
the WDC service may call ConfirmSession Method with the confirmed set to
TRUE.
¢ Docking BoundPort Method
o Example primitive: BoundPort(session mac, session_id, ip address, port,
proto)
o The BoundPort method may be used when the docking service is deployed
over IP.
o The docking service may use the BoundPort Method to open one TCP port
on the ASP for the docking configuration and control protocol.
o The Docking Service may use one of various port values and a proto value of
6 (TCP), for example.
[0200] The following method may be used during docking session teardown. Docking
session teardown may be executed using the WFDS ASP. A docking session teardown
may be trigged by a docking service on either WD 4 or WDC 6. The Docking Session
Teardown procedure may trigger the docking service to close the ASP session of each
individual PF Service between the corresponding WDC and the WD.
e  WSB CloseSession Method
o Example primitive: CloseSession(session _mac, session_id)
o Once CloseSession is executed, the port that is not associated with any other

open ASP-Sessions may be blocked again.
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[0201] An example Wi-Fi Docking Schema is defined below with all elements and data
types in this section. This example schema may be implemented by a WD, such as WD

4 of FIG. 1 and FIG. 4, and/or a WDC, such as WDC 6 of FIG. 1 and FIG. 4.

<?xml version="1.0" encoding="UTF-8"?>

<xsd:schema xmlns:xsd="http://www.w3.0rg/2001/XMLSchema”
targetNamespace="http://www.wi-
fi.org/xmlschema/WfaDockingServiceSchema”
xmlns:tns="http://www.wi-fi.org/xmlschema/WfaDockingServiceSchema"

elementFormDefault="qualified">

<l-- A list of elements for corresponding docking configuration and control

messages. -->

</xsd:schema>
[0202] A plurality of example Wi-Fi Docking specific XML simple types are defined
below. In particular, a peripheralFunctionType element, a peripheralFunctionState
element, a peripheralFunctionProtocol element, a wdnType element, a wdnScope
element, a dockingDeviceType element, an optionalFeatureName element, a
pfChangeCode element, a wdnChangeCode element, a responseCode element, and a
pfSelectionStyle element are defined below. In some examples, a WD and/or a WDC
may transmit one or more of the following XML elements, such as when performing

one or more of the techniques described above.

<l-- peripheralFunctionType indicates the peripheral function type. -->
<xsd:simpleType name="peripheralFunctionType”>

<xsd:restriction base="xsd:string">
<xsd:enumeration value="display"/>
<xsd:enumeration value="mouse"/>
<xsd:enumeration value="keyboard"/>
<xsd:enumeration value="camera"/>
<xsd:enumeration value="storage"/>
<xsd:enumeration value="speaker"/>
<xsd:enumeration value="remoteControl"/>
<xsd:enumeration value="joyStick"/>
<xsd:enumeration value="microphone"/>

</xsd:restriction>

</xsd:simpleType>

<l-- peripheralFunctionState indicates the peripheral function state. -->
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<xsd:simpleType name="peripheralFunctionState”>
<xsd:restriction base="xsd:string">
<xsd:enumeration value="available"/>
<xsd:enumeration value="occupied"/>
<xsd:enumeration value="sleep"/>
<xsd:enumeration value="disconnected"/>
<xsd:enumeration value="unpaired"/>
</xsd:restriction>
</xsd:simpleType>
<l-- peripheralFunctionProtocol indicates peripheral function protocol. -->

<xsd:simpleType name="peripheralFunctionProtocol”>
<xsd:restriction base="xsd:string">
<xsd:enumeration value="wifiDisplay"/>

<xsd:enumeration value="wifiSerialBus"/>

<xsd:enumeration value="wfdsPrint"/>
<xsd:enumeration value="wfdsPlay"/>
<xsd:enumeration value="wfdsEnable"/>
<xsd:enumeration value="wde"/>
<xsd:enumeration value="wbe"/>

<xsd:enumeration value="wsd"/>
</xsd:restriction>

</xsd:simpleType>

<l-- wdnType indicates the Docking Environment Type. -->
<xsd:simpleType name="wdnType”>

<xsd:restriction base="xsd:string">

<xsd:enumeration
<xsd:enumeration
<xsd:enumeration
<xsd:enumeration
<xsd:enumeration
</xsd:restriction>

</xsd:simpleType>

value="homeOffice"/>
value="avEntertainment"/>
value="publicWorkplace"/>
value="audioOnly"/>

value="enterpriseOffice"/>

<l-- wdnScope indicates the scope of the WDN. -->

<xsd:simpleType name="wdnScope">

<xsd:restriction base="xsd:string">

<xsd:enumeration
<xsd:enumeration
<xsd:enumeration

</xsd:restriction>

value="dockeeCentric"/>
value="preconfigured"/>

value="default"/>
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</xsd:simpleType>

<l-- dockingDeviceType indicates the Docking Device Type. -->
<xsd:simpleType name="dockingDeviceType">
<xsd:restriction base="xsd:string">
<xsd:enumeration value="wd"/>
<xsd:enumeration value="wdc"/>
</xsd:restriction>

</xsd:simpleType>

<l-- optionalFeatureName indicates the optional docking feature. -->
<xsd:simpleType name="optionalFeatureName">
<xsd:restriction base="xsd:string">
<xsd:enumeration value="userTypeAuthentication"/>
<xsd:enumeration value="wdnSelection"/>
<xsd:enumeration value="dockeeCentricWdnConfiguration"/>
</xsd:restriction>

</xsd:simpleType>

<l-- pfChangeCode indicates the PF Change Code. -->
<xsd:simpleType name="pfChangeCode"”>
<xsd:restriction base="xsd:string">
<xsd:enumeration value="added"/>
<xsd:enumeration value="removed"/>
<xsd:enumeration value="modified"/>
</xsd:restriction>

</xsd:simpleType>

<l-- wdnChangeCode indicates the WDN Change Code. -->
<xsd:simpleType name="wdnChangeCode">
<xsd:restriction base="xsd:string">
<xsd:enumeration value="added"/>
<xsd:enumeration value="removed"/>
<xsd:enumeration value="modified"/>
</xsd:restriction>

</xsd:simpleType>

<l-- responseCode indicates the result of the request. -->
<xsd:simpleType name="responseCode”>
<xsd:restriction base="xsd:string">
<xsd:enumeration value="accepted"/>

<xsd:enumeration value="rejected"/>
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</xsd:restriction>

</xsd:simpleType>

<l-- pfSelectionStyle indicates the PF selection style. -->
<xsd:simpleType name="pfSelectionStyle">
<xsd:restriction base="xsd:string">
<xsd:enumeration value="all"/>
<xsd:enumeration value="specific"/>
<xsd:enumeration value="current"/>
</xsd:restriction>
</xsd:simpleType>
[0203] A plurality of example Wi-Fi Docking specific XML complex types are defined
below. Specifically, a peripheralFunction element, a dockingEnvironment element, and

a peripheralFunctionSelection element are defined below.
<l-- peripheralFunction describes peripheral function information. -->
<xsd:complexType name="peripheralFunction”>
<xsd:sequence>
<xsd:element name="id" type="xsd:integer"></xsd:element>
<xsd:element name="name" type="xsd:string"></xsd:element>
<xsd:element name="type"
type="tns:peripheralFunctionType"></xsd:element>
<xsd:element name="state"
type="tns:peripheralFunctionState"></xsd:element>
<xsd:element name="pfp" type="tns:peripheralFunctionProtocol”
maxOccurs="unbounded" ></xsd:element>
</xsd:sequence>

</xsd:complexType>

<l-- dockingEnvironment describes WDN information. -->
<xsd:complexType name="dockingEnvironment">
<xsd:sequence>
<xsd:element name="id" type="xsd:integer"></xsd:element>
<xsd:element name="name" type="xsd:string"></xsd:element>
<xsd:element name="type" type="tns:wdnType"
nillable="true"></xsd:element>
<xsd:element name="scope" type="tns:wdnScope”></xsd:element>
<xsd:element name="pf" type="tns:peripheralFunction”
maxOccurs="unbounded"” minOccurs="0"></xsd:element>
</xsd:sequence>

</xsd:complexType>
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<!l-- peripheralFunctionSelection specifies PF Selection Information. -->
<xsd:complexType name="peripheralFunctionSelection">
<xsd:sequence>
<xsd:element name="pfId" type="xsd:integer"></xsd:element>
<xsd:element name="pfp"
type="tns:peripheralFunctionProtocol”></xsd:element>
<xsd:element name="isRequired”
type="xsd:boolean"></xsd:element>
</xsd:sequence>

</xsd:complexType>

[0204] An example XML Element for the service information in the Pre-Association
Service Discovery is defined below. Specifically, a preassociationServiceDiscovery

element is defined below.

<l-- preassociationServiceDiscovery specifies the service_information. -->
<xsd:element name="preassociationServiceDiscovery" nillable="true">
<xsd:complexType>
<xsd:sequence>
<xsd:element name="deviceType"
type="tns:dockingDeviceType"></xsd:element>
<xsd:element name="deviceName"
type="xsd:string"></xsd:element>
<xsd:element name="available"
type="xsd:boolean"></xsd:element>
<xsd:element name="isUserTypeAuthRequired”
type="xsd:boolean"></xsd:element>
<xsd:element name="optionalFeature"”
type="tns:optionalFeatureName" maxOccurs="unbounded” minOccurs="0"></xsd:element>
<xsd:element name="pf" type="tns:peripheralFunction”
maxOccurs="unbounded"” minOccurs="0"></xsd:element>
<xsd:element name="wdn" type="tns:dockingEnvironment"
nillable="true" maxOccurs="unbounded" minOccurs="0"></xsd:element>
<xsd:element name="soapPath"
type="xsd:string"></xsd:element>
<xsd:element name="genaPath"
type="xsd:string"></xsd:element>
</xsd:sequence>
</xsd:complexType>

</xsd:element>

[0205] A plurality of example XML Elements for the PF query procedure are defined

below. In some examples, one or more of the example XML elements below may be
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transmitted by a WD or a WDC when performing a PF query procedure, such as the
example PF query procedure described above with reference to FIG. 4A. For instance,
when performing a PF query procedure, WD 4 may send a pfQueryReq element which
may be similar to the pfQueryReq element defined below, and WDC 6 may send a

pfQueryRsp element which may be similar to the pfQueryRsp element defined below.
<l-- pfQueryReq specifies the PF Query Request. -->
<xsd:element name="pfQueryReq”>
<xsd:complexType>
<xsd:sequence/>
</xsd:complexType>

</xsd:element>

<l-- pfQueryRsp specifies the PF Query Response. -->
<xsd:element name="pfQueryRsp”>

<xsd:complexType>

<xsd:sequence>
<xsd:element name="pf" type="tns:peripheralFunction”
maxOccurs="unbounded"” minOccurs="0"></xsd:element>

</xsd:sequence>

</xsd:complexType>

</xsd:element>

[0206] A plurality of example XML Elements for the PF selection and configuration
procedure are defined below. In some examples, one or more of the example XML
clements below may be transmitted by a WD or a WDC when performing a PF selection
and configuration procedure, such as the example PF selection and configuration
procedure described above with reference to FIG. 4B. For instance, when performing a
PF selection and configuration procedure, WD 4 may send a pfSelectionReq element
which may be similar to the pfSelectionReq element defined below, and WDC 6 send a
pfSelectionRsp element which may be similar to the pfSelectionRsp element defined

below.
<l-- pfSelectionReq specifies the PF Selection Request. -->
<xsd:element name="pfSelectionReq">
<xsd:complexType>
<xsd:sequence>
<xsd:element name="selectionStyle"
type="tns:pfSelectionStyle”></xsd:element>
<xsd:element name="pfSelection”

type="tns:peripheralFunctionSelection” maxOccurs="unbounded"></xsd:element>
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</xsd:sequence>
</xsd:complexType>
</xsd:element>
<l-- pfSelectionRsp specifies the PF Selection Response. -->

<xsd:element name="pfSelectionRsp">
<xsd:complexType>
<xsd:sequence>
<xsd:element name="result"
type="tns:responseCode"”></xsd:element>
</xsd:sequence>
</xsd:complexType>

</xsd:element>

[0207] An XML Elements for an example PF change notification procedure are defined
below. In some examples, one or more of the example XML elements below may be
transmitted by a WD or a WDC when performing a PF change notification procedure,
such as the example PF change notification procedure described above with reference to
FIG. 4C. For instance, when performing a PF change notification procedure, WDC 6
may send a pfChangeNotif element which may be similar to the pfChangeNotif element

defined below.
<l-- pfChangeNotif specifies the PF Change Notification. -->

<xsd:element name="pfChangeNotif">
<xsd:complexType>
<xsd:sequence>
<xsd:element name="changedPf" maxOccurs="unbounded">
<xsd:complexType>
<xsd:sequence>
<xsd:element name="pf"
type="tns:peripheralFunction"></xsd:element>
<xsd:element name="changeCode"
type="tns:pfChangeCode"></xsd:element>
</xsd:sequence>
</xsd:complexType>
</xsd:element>
</xsd:sequence>
</xsd:complexType>

</xsd:element>

[0208] A plurality of example XML Elements for an example WDN query procedure

are defined below. In some examples, one or more of the example XML elements
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below may be transmitted by a WD or a WDC when performing a WDN query
procedure, such as the example WDN query procedure described above with reference
to FIG. 4D. For instance, when performing a WDN query procedure, WD 4 may send a
wdnQueryReq element which may be similar to the wdnQueryReq element defined
below, and WDC 6 may send a wdnQueryRsp element which may be similar to the

wdnQueryRsp element defined below.
<!l-- wdnQueryReq specifies the WDN Query Request. -->
<xsd:element name="wdnQueryReq">
<xsd:complexType>
<xsd:sequence/>
</xsd:complexType>

</xsd:element>

<l-- wdnQueryRsp specifies the WDN Query Response. -->
<xsd:element name="wdnQueryRsp">

<xsd:complexType>

<xsd:sequence>
<xsd:element name="wdn" type="tns:dockingEnvironment"
maxOccurs="unbounded"” minOccurs="0"></xsd:element>

</xsd:sequence>

</xsd:complexType>

</xsd:element>

[0209] A plurality of example XML Elements for an example WDN selection procedure
are defined below. In some examples, one or more of the example XML elements
below may be transmitted by a WD or a WDC when performing a WDN selection
procedure, such as the example WDN selection procedure described above with
reference to FIG. 4E. For instance, when performing a WDN selection procedure, WD
4 may send a wdnSelectionReq element which may be similar to the wdnSelectionReq
element defined below, and WDC 6 may send a wdnSelectionRsp element which may

be similar to the wdnSelectionRsp element defined below.

<l-- wdnSelectionReq specifies the WDN Selection Request. -->
<xsd:element name="wdnSelectionReq">
<xsd:complexType>
<xsd:sequence>
<xsd:element name="wdnId"
type="xsd:integer"></xsd:element>
</xsd:sequence>

</xsd:complexType>
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</xsd:element>

<l-- wdnSelectionRsp specifies the WDN Selection Response. -->
<xsd:element name="wdnSelectionRsp”>
<xsd:complexType>
<xsd:sequence>
<xsd:element name="result"
type="tns:responseCode"”></xsd:element>
</xsd:sequence>
</xsd:complexType>

</xsd:element>

[0210] An XML Elements for an example WDN change notification procedure are
defined below. In some examples, one or more of the example XML elements below
may be transmitted by a WD or a WDC when performing a WDN change notification
procedure, such as the example WDN change notification procedure described above
with reference to FIG. 4F. For instance, when performing a WDN change notification
procedure, WDC 6 may send a wdnChangeNotif element which may be similar to the

wdnChangeNotif element defined below.
<!I-- wdnChangeNotif specifies the WDN Change Notification. -->
<xsd:element name="wdnChangeNotif">
<xsd:complexType>
<xsd:sequence>
<xsd:element name="changediWdn"” maxOccurs="unbounded">
<xsd:complexType>
<xsd:sequence>
<xsd:element name="wdn"
type="tns:dockingEnvironment"></xsd:element>
<xsd:element name="changeCode"
type="tns:wdnChangeCode"></xsd:element>
</xsd:sequence>
</xsd:complexType>
</xsd:element>
</xsd:sequence>
</xsd:complexType>

</xsd:element>

[0211] A plurality of example XML Elements for an example user type authentication
procedure are defined below. In some examples, one or more of the example XML
elements below may be transmitted by a WD or a WDC when performing a user type

authentication procedure, such as the example user type authentication procedure
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described above with reference to FIG. 4G. For instance, when performing a user type
authentication procedure, WD 4 may send a userTypeAuthReq element which may be
similar to the userTypeAuthReq element defined below, and WDC 6 may send a
userTypeAuthRsp element which may be similar to the userTypeAuthRsp element
defined below.

<l-- userTypeAuthReq specifies the User Type Authentication Request. -->
<xsd:element name="userTypeAuthReq” nillable="true">
<xsd:complexType>
<xsd:sequence>
<xsd:element name="userType"
type="xsd:string"></xsd:element>
<xsd:element name="passphrase”
type="xsd:string"></xsd:element>
</xsd:sequence>
</xsd:complexType>

</xsd:element>

<l-- userTypeAuthRsp specifies the User Type Authentication Response. -->
<xsd:element name="userTypeAuthRsp” nillable="true">

<xsd:complexType>

<xsd:sequence>

<xsd:element name="result"
type="tns:responseCode"”></xsd:element>

</xsd:sequence>

</xsd:complexType>

</xsd:element>

[0212] A plurality of example XML Elements for an example WDN creation procedure
are defined below. In some examples, one or more of the example XML elements
below may be transmitted by a WD or a WDC when performing a WDN creation
procedure, such as the example WDN creation procedure described above with
reference to FIG. 4H. For instance, when performing a WDN creation procedure, WD 4
may send a wdnCreateReq element which may be similar to the wdnCreateReq element
defined below, and WDC 6 may send a wdnCreateRsp element which may be similar to

the wdnCreateRsp element defined below.
<!l-- wdnCreateReq specifies the WDN Create Request. -->
<xsd:element name="wdnCreateReq">
<xsd:complexType>

<xsd:sequence>
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<xsd:element name="selectionStyle"
type="tns:pfSelectionStyle”></xsd:element>
<xsd:element name="pfSelection”
type="tns:peripheralFunctionSelection” maxOccurs="unbounded"></xsd:element>
</xsd:sequence>
</xsd:complexType>

</xsd:element>

<!l-- wdnCreateRsp specifies the WDN Create Response. -->
<xsd:element name="wdnCreateRsp">
<xsd:complexType>
<xsd:sequence>
<xsd:element name="result"
type="tns:responseCode"”></xsd:element>
<xsd:element name="wdnId"
type="xsd:integer"></xsd:element>
</xsd:sequence>
</xsd:complexType>

</xsd:element>

[0213] A plurality of example XML Elements for an example WDN modification
procedure are defined below. In some examples, one or more of the example XML
elements below may be transmitted by a WD or a WDC when performing a WDN
modification procedure, such as the example WDN modification procedure described
above with reference to FIG. 41. For instance, when performing a WDN modification
procedure, WD 4 may send a wdnModReq element which may be similar to the
wdnModReq element defined below, and WDC 6 may send a wdnModRsp element

which may be similar to the wdnModRsp element defined below.
<!l-- wdnModReq specifies the WDN Modify Request. -->
<xsd:element name="wdnModReq">
<xsd:complexType>
<xsd:sequence>
<xsd:element name="wdnId"
type="xsd:integer"></xsd:element>
<xsd:element name="pfSelection”
type="tns:peripheralFunctionSelection” maxOccurs="unbounded"></xsd:element>
</xsd:sequence>
</xsd:complexType>

</xsd:element>

<l-- wdnModRsp specifies the WDN Modify Response. -->
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<xsd:element name="wdnModRsp">
<xsd:complexType>
<xsd:sequence>
<xsd:element name="result"
type="tns:responseCode"”></xsd:element>
</xsd:sequence>
</xsd:complexType>

</xsd:element>

[0214] A plurality of example XML Elements for an example WDN deletion procedure
are defined below. In some examples, one or more of the example XML elements
below may be transmitted by a WD or a WDC when performing a WDN deletion
procedure, such as the example WDN deletion procedure described above with
reference to FIG. 4J. For instance, when performing a WDN deletion procedure, WD 4
may send a wdnDeleteReq element which may be similar to the wdnDeleteReq element
defined below, and WDC 6 may send a wdnDeleteRsp element which may be similar to

the wdnDeleteRsp element defined below.

<!l-- wdnDeleteReq specifies the WDN Delete Request. -->
<xsd:element name="wdnDeleteReq">

<xsd:complexType>

<xsd:sequence>

<xsd:element name="wdnId"

type="xsd:integer"></xsd:element>

</xsd:sequence>

</xsd:complexType>

</xsd:element>

<l-- wdnDeleteRsp specifies the WDN Delete Response. -->
<xsd:element name="wdnDeleteRsp">

<xsd:complexType>

<xsd:sequence>

<xsd:element name="results”
type="tns:responseCode"”></xsd:element>

</xsd:sequence>

</xsd:complexType>

</xsd:element>

<l-- wdnDeleteNotif specifies the WDN Delete Notification. -->
<xsd:element name="wdnDeleteNotif">
<xsd:complexType>

<xsd:sequence>
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<xsd:element name="wdnId"
type="xsd:integer"></xsd:element>
</xsd:sequence>
</xsd:complexType>

</xsd:element>

[0215] Example 1. A method comprising: determining, by a wireless dockee (WD),
one or more wireless docking environments (WDNs) associated with a wireless docking
center (WDC), wherein each WDN of the one or more WDNSs corresponds to at least
one peripheral function (PF) of one or more PFs that are each associated with the WDC;
and wirelessly accessing, by the WD, a respective at least one PF corresponding to a
particular WDN of the one or more WDNS associated with the WDC.

[0216] Example 2.  The method of example 1, wherein determining, by the WD, the
one or more WDNs associated with the WDC comprises: receiving, by the WD and
from the WDC, a message that identifies the one or more WDNs associated with the
WDC.

[0217] Example 3.  The method of any combination of examples 1-2, wherein, for
cach respective WDN of the one or more WDNs identified by the message, the message
indicates one or more of: an identification value of the respective WDN, a name of the
respective WDN, a WDN type of the respective WDN, and one or more PFs that
correspond to the respective WDN.

[0218] Example 4.  The method of any combination of examples 1-3, wherein the
WDN type of the respective WDN is from a plurality of WDN types, and wherein the
WDN plurality of WDN types includes one or more of: an office WDN type, an
entertainment WDN type, a public workplace WDN type, an audio only WDN type, and
an enterprise office WDN type.

[0219] Example 5.  The method of any combination of examples 14, further
comprising: selecting, by the WD, the particular WDN of the one or more WDNs
associated with the WDC.

[0220] Example 6.  The method of any combination of examples 1-5, wherein
selecting the particular WDN comprises: sending, by the WD and to the WDC, a request
to select the particular WDN; receiving, by the WD and from the WDC, a message
indicating whether or not the WDC accepts the request for the WD to select the
particular WDN; and responsive to determining that the WDC accepts the request,
wirelessly accessing, by the WD, the respective at least one PF corresponding to the

particular WDN.
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[0221] Example 7.  The method of any combination of examples 1-6, wherein the
request to select the particular WDN includes an identification value of the particular
WDN.

[0222] Example 8.  The method of any combination of examples 1-7, further
comprising one or more of: creating, by the WD, a new WDN that corresponds to a set
of PFs of the one or more PFs associated with the WDC; modifying, by the WD, an
existing WDN of the one or more WDNs associated with the WDC; and deleting, by the
WD, an existing WDN of the one or more WDNSs associated with the WDC.

[0223] Example 9.  The method of any combination of examples 1-8, wherein
creating comprises: sending, by the WD and to the WDC, a request to create the new
WDN, wherein the request indicates the set of PFs of the one or more PFs associated
with the WDC; and receiving, by the WD and from the WDC, a message indicating
whether or not the WDC accepts the request to create the new WDN.

[0224] Example 10. The method of any combination of examples 1-9, wherein the
request indicates that the set of PFs requested to correspond to the new WDN consists
of one or more PFs currently being accessed by the WD.

[0225] Example 11. The method of any combination of examples 1-9, wherein the
request individually identifies the set of PFs requested to correspond to the new WDN.
[0226] Example 12. The method of any combination of examples 1-11, wherein
modifying the existing WDN of the one or more WDNs associated with the WDC
comprises: sending, by the WD and to the WDC, a request to modify the existing WDN,
wherein the request indicates the existing WDN and a set of PFs requested to
correspond to the existing WDN; and receiving, by the WD and from the WDC, a
message indicating whether or not the WDC accepts the request to modify the existing
WDN.

[0227] Example 13. The method of any combination of examples 1-12, wherein
deleting the existing WDN of the one or more WDNSs associated with the WDC
comprises: sending, by the WD and to the WDC, a request to delete the existing WDN,
wherein the request indicates the existing WDN; and receiving, by the WD and from the
WDC, a message indicating whether or not the WDC accepts the request to delete the
existing WDN.

[0228] Example 14. The method of any combination of examples 1-13, further
comprising: receiving, by the WD and from the WDC, a message that includes

information regarding the one or more WDNs associated with the WDC; and receiving,
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by the WD and from the WDC and at a second, later, time, a second message indicates
that the information regarding the one or more WDNSs associated with the WDC has
changed.

[0229] Example 15. The method of any combination of examples 1-14, wherein at
least one of the WDNSs is a WD specific WDN created by the WD, and wherein
configuration information for the WD specific WDN is stored on one or both of the WD
and the WDC.

[0230] Example 16. The method of any combination of examples 1-15, wherein at
least one of the WDNSs is a WDC specific WDN not created by the WD, and wherein
configuration information for the WDC specific WDN is stored on the WDC.

[0231] Example 17. A wireless dockee (WD) comprising: a memory; one or more
processors; at least one module executable by the one or more processors to: determine
one or more wireless docking environments (WDNs) associated with a wireless docking
center (WDC), wherein each WDN of the one or more WDNSs corresponds to at least
one peripheral function (PF) of one or more PFs that are each associated with the WDC;
and wirelessly access a respective at least one PF corresponding to a particular WDN of
the one or more WDNS associated with the WDC.

[0232] Example 18. The WD of example 17, wherein the at least one module is
further executable by the one or more processors to perform any combination of the
method of examples 1-16.

[0233] Example 19. A wireless dockee (WD) comprising: means for determining one
or more wireless docking environments (WDNs) associated with a wireless docking
center (WDC), wherein each WDN of the one or more WDNSs corresponds to at least
one peripheral function (PF) of one or more PFs that are each associated with the WDC;
and means for wirelessly accessing a respective at least one PF corresponding to a
particular WDN of the one or more WDNS associated with the WDC.

[0234] Example 20. The WD of example 19, further comprising means for performing
any combination of the method of examples 1-16.

[0235] Example 21. A non-transitory computer-readable storage medium stores
instructions that, when executed, cause one or more processors of a wireless dockee
(WD) to: determine one or more wireless docking environments (WDNSs) associated
with a wireless docking center (WDC), wherein each WDN of the one or more WDNs
corresponds to at least one peripheral function (PF) of one or more PFs that are each

associated with the WDC; and wirelessly access a respective at least one PF
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corresponding to a particular WDN of the one or more WDNs associated with the
WDC.

[0236] Example 22. The non-transitory computer-readable storage medium of
example 21, further storing instructions that, when executed, cause one or more
processors of the WD to perform any combination of the method of examples 1-16.
[0237] Example 23. A method comprising: determining, by a wireless docking center
(WDC), one or more wireless docking environments (WDNs) associated with the WDC,
wherein each WDN of the one or more WDNSs corresponds to at least one peripheral
function (PF) of one or more PFs that are each associated with the WDC; and providing,
by the WDC and to a wireless dockee (WD), wireless access to a respective at least one
PF corresponding to a particular WDN of the one or more WDNs associated with the
WDC.

[0238] Example 24. The method of example 23, further comprising: sending, by the
WDC and to the WD, a message that identifies the one or more WDNs associated with
the WDC.

[0239] Example 25. The method of any combination of examples 23—24, wherein, for
cach respective WDN of the one or more WDNs identified by the message, the message
indicates one or more of: an identification value of the respective WDN, a name of the
respective WDN, a WDN type of the respective WDN, and one or more PFs that
correspond to the respective WDN.

[0240] Example 26. The method of any combination of examples 23-25, wherein the
WDN type of the respective WDN is from a plurality of WDN types, and wherein the
WDN plurality of WDN types includes one or more of: an office WDN type, an
entertainment WDN type, a public workplace WDN type, an audio only WDN type, and
an enterprise office WDN type.

[0241] Example 27. The method of any combination of examples 23-26, further
comprising: receiving, by the WDC and from the WD, a request to select the particular
WDN of the one or more WDNS associated with the WDC; sending, by the WDC and to
the WD, a message indicating whether or not the WDC accepts the request for the WD
to select the particular WDN; and responsive to determining that the WDC accepts the
request, providing, to the WD, the wireless access to the respective at least one PF

corresponding to the particular WDN.
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[0242] Example 28. The method of any combination of examples 23-27, wherein the
request to select the particular WDN includes an identification value of the particular
WDN.

[0243] Example 29. The method of any combination of examples 23-28, further
comprising one or more of: creating, by the WDC, a new WDN that corresponds to a set
of PFs of the one or more PFs associated with the WDC; modifying, by the WDC, an
existing WDN of the one or more WDNs associated with the WDC; and deleting, by the
WDC, an existing WDN of the one or more WDNSs associated with the WDC.

[0244] Example 30. The method of any combination of examples 23-29, wherein
creating comprises: receiving, by the WDC and from the WD, a request to create the
new WDN, wherein the request indicates the set of PFs of the one or more PFs
associated with the WDC; and sending, by the WDC and to the WD, a message
indicating whether or not the WDC accepts the request to create the new WDN.

[0245] Example 31. The method of any combination of examples 23-30, wherein the
request indicates that the set of PFs requested to correspond to the new WDN consists
of one or more PFs currently being accessed by the WD.

[0246] Example 32. The method any combination of examples 23-30, wherein the
request individually identifies the set of PFs requested to correspond to the new WDN.
[0247] Example 33. The method of any combination of examples 23-32, wherein
modifying the existing WDN of the one or more WDNs associated with the WDC
comprises: receiving, by the WDC and from the WD, a request to modify the existing
WDN, wherein the request indicates the existing WDN and a set of PFs requested to
correspond to the existing WDN; and sending, by the WDC and to the WD, a message
indicating whether or not the WDC accepts the request to modify the existing WDN.
[0248] Example 34. The method of any combination of examples 23-33, wherein
deleting the existing WDN of the one or more WDNSs associated with the WDC
comprises: sending, by the WD and to the WDC, a request to delete the existing WDN,
wherein the request indicates the existing WDN; and receiving, by the WD and from the
WDC, a message indicating whether or not the WDC accepts the request to delete the
existing WDN.

[0249] Example 35. The method of any combination of examples 23-34, further
comprising: sending, by the WDC and to the WD, a message that includes information
regarding the one or more WDNSs associated with the WDC; and responsive to

determining, at a second, later, time, that the information regarding the one or more
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WDNS associated with the WDC has changed, sending, by the WDC and to the WD, a
second message indicating that the information regarding the one or more WDNs
associated with the WDC has changed.

[0250] Example 36. The method of any combination of examples 23-35, wherein at
least one of the WDNSs is a WD specific WDN created by the WD, and wherein
configuration information for the WD specific WDN is stored on one or both of the WD
and the WDC.

[0251] Example 37. The method of any combination of examples 23-36, wherein at
least one of the WDNSs is a WDC specific WDN not created by the WD, and wherein
configuration information for the WDC specific WDN is stored on the WDC.

[0252] Example 38. A wireless docking center (WDC) comprising: a memory; one or
more processors; at least one module executable by the one or more processors to:
determine one or more wireless docking environments (WDNSs) associated with the
WDC, wherein each WDN of the one or more WDNSs corresponds to at least one
peripheral function (PF) of one or more PFs that are each associated with the WDC; and
provide, to a wireless dockee (WD), wireless access to a respective at least one PF
corresponding to a particular WDN of the one or more WDNs associated with the
WDC.

[0253] Example 39. The WDC of example 38, wherein the at least one module is
further executable by the one or more processors to perform any combination of the
method of examples 23-37.

[0254] Example 40. A wireless docking center (WDC) comprising: means for
determining one or more wireless docking environments (WDNSs) associated with the
WDC, wherein each WDN of the one or more WDNSs corresponds to at least one
peripheral function (PF) of one or more PFs that are each associated with the WDC; and
means for providing, by the WDC and to a wireless dockee (WD), wireless access to a
respective at least one PF corresponding to a particular WDN of the one or more WDNs
associated with the WDC.

[0255] Example 41. The WDC of example 40, further comprising means for
performing any combination of the method of examples 23-37.

[0256] Example 42. A non-transitory computer-readable storage medium stores
instructions that, when executed, cause one or more processors of a wireless docking
center (WDC) to: determine one or more wireless docking environments (WDNs)

associated with the WDC, wherein each WDN of the one or more WDNSs corresponds to
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at least one peripheral function (PF) of one or more PFs that are each associated with
the WDC; and provide, to a wireless dockee (WD), wireless access to a respective at
least one PF corresponding to a particular WDN of the one or more WDNs associated
with the WDC.

[0257] Example 43. The non-transitory computer-readable storage medium of
example 42, further storing instructions that, when executed, cause one or more
processors of the WDC to perform any combination of the method of examples 23-37.
[0258] It is to be recognized that depending on the example, certain acts or events of
any of the techniques described herein can be performed in a different sequence, may be
added, merged, or left out altogether (e.g., not all described acts or events are necessary
for the practice of the techniques). Moreover, in certain examples, acts or events may
be performed concurrently, e.g., through multi-threaded processing, interrupt
processing, or multiple processors, rather than sequentially.

[0259] In one or more examples, the functions described may be implemented in
hardware, software, firmware, or any combination thereof. If implemented in software,
the functions may be stored on or transmitted over as one or more instructions or code
on a computer-readable medium and executed by a hardware-based processing unit.
Computer-readable media may include computer-readable storage media, which
corresponds to a tangible medium such as data storage media, or communication media
including any medium that facilitates transfer of a computer program from one place to
another, ¢.g., according to a communication protocol. In this manner, computer-
readable media generally may correspond to (1) tangible computer-readable storage
media which is non-transitory or (2) a communication medium such as a signal or
carrier wave. Data storage media may be any available media that can be accessed by
one or more computers or one or more processors to retrieve instructions, code and/or
data structures for implementation of the techniques described in this disclosure. A
computer program product may include a computer-readable medium.

[0260] By way of example, and not limitation, such computer-readable storage media
can comprisc RAM, ROM, EEPROM, CD-ROM or other optical disk storage, magnetic
disk storage, or other magnetic storage devices, flash memory, or any other medium that
can be used to store desired program code in the form of instructions or data structures
and that can be accessed by a computer. Also, any connection is properly termed a
computer-readable medium. For example, if instructions are transmitted from a

website, server, or other remote source using a coaxial cable, fiber optic cable, twisted
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pair, digital subscriber line (DSL), or wireless technologies such as infrared, radio, and
microwave, then the coaxial cable, fiber optic cable, twisted pair, DSL, or wireless
technologies such as infrared, radio, and microwave are included in the definition of
medium. It should be understood, however, that computer-readable storage media and
data storage media do not include connections, carrier waves, signals, or other transitory
media, but are instead directed to non-transitory, tangible storage media. Disk and disc,
as used herein, includes compact disc (CD), laser disc, optical disc, digital versatile disc
(DVD), floppy disk and Blu-ray disc, where disks usually reproduce data magnetically,
while discs reproduce data optically with lasers. Combinations of the above should also
be included within the scope of computer-readable media.

[0261] Instructions may be executed by one or more processors, such as one or more
digital signal processors (DSPs), general purpose microprocessors, application specific
integrated circuits (ASICs), field programmable logic arrays (FPGAs), or other
equivalent integrated or discrete logic circuitry. Accordingly, the term “processor,” as
used herein may refer to any of the foregoing structure or any other structure suitable for
implementation of the techniques described herein. In addition, in some aspects, the
functionality described herein may be provided within dedicated hardware and/or
software modules configured for encoding and decoding, or incorporated in a combined
codec. Also, the techniques could be fully implemented in one or more circuits or logic
elements.

[0262] The techniques of this disclosure may be implemented in a wide variety of
devices or apparatuses, including a wireless handset, an integrated circuit (IC) or a set of
ICs (e.g., a chip set). Various components, modules, or units are described in this
disclosure to emphasize functional aspects of devices configured to perform the
disclosed techniques, but do not necessarily require realization by different hardware
units. Rather, as described above, various units may be combined in a codec hardware
unit or provided by a collection of interoperative hardware units, including one or more
processors as described above, in conjunction with suitable software and/or firmware.
[0263] Various examples have been described. These and other examples are within the

scope of the following claims.
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WHAT IS CLAIMED IS:

1. A method comprising:

determining, by a wireless dockee (WD), one or more wireless docking
environments (WDNs) associated with a wireless docking center (WDC), wherein each
WDN of the one or more WDNSs corresponds to at least one peripheral function (PF) of
one or more PFs that are cach associated with the WDC; and

wirelessly accessing, by the WD, a respective at least one PF corresponding to a

particular WDN of the one or more WDNS associated with the WDC.

2. The method of claim 1, wherein determining, by the WD, the one or more
WDNs associated with the WDC comprises:

receiving, by the WD and from the WDC, a message that identifies the one or
more WDNSs associated with the WDC.

3. The method of claim 2, wherein, for each respective WDN of the one or more
WDNs identified by the message, the message indicates one or more of:

an identification value of the respective WDN,

a name of the respective WDN,

a WDN type of the respective WDN, and

one or more PFs that correspond to the respective WDN.

4. The method of claim 3, wherein the WDN type of the respective WDN is from a
plurality of WDN types, and wherein the WDN plurality of WDN types includes one or
more of:

an office WDN type,

an entertainment WDN type,

a public workplace WDN type,

an audio only WDN type, and

an enterprise office WDN type.

5. The method of claim 1, further comprising:
selecting, by the WD, the particular WDN of the one or more WDNs associated
with the WDC.
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6. The method of claim 5, wherein selecting the particular WDN comprises:
sending, by the WD and to the WDC, a request to select the particular WDN;
receiving, by the WD and from the WDC, a message indicating whether or not

the WDC accepts the request for the WD to select the particular WDN; and
responsive to determining that the WDC accepts the request, wirelessly

accessing, by the WD, the respective at least one PF corresponding to the particular

WDN.

7. The method of claim 6, wherein the request to select the particular WDN

includes an identification value of the particular WDN.

8. The method of claim 1, further comprising one or more of:

creating, by the WD, a new WDN that corresponds to a set of PFs of the one or
more PFs associated with the WDC;

modifying, by the WD, an existing WDN of the one or more WDNSs associated
with the WDC; and

deleting, by the WD, an existing WDN of the one or more WDNSs associated
with the WDC.

9. The method of claim 8, wherein creating comprises:

sending, by the WD and to the WDC, a request to create the new WDN, wherein
the request indicates the set of PFs of the one or more PFs associated with the WDC;
and

receiving, by the WD and from the WDC, a message indicating whether or not
the WDC accepts the request to create the new WDN.

10.  The method of claim 9, wherein the request indicates that the set of PFs
requested to correspond to the new WDN consists of one or more PFs currently being

accessed by the WD.

11.  The method of claim 9, wherein the request individually identifies the set of PFs

requested to correspond to the new WDN.
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12.  The method of claim &, wherein modifying the existing WDN of the one or more
WDNs associated with the WDC comprises:

sending, by the WD and to the WDC, a request to modify the existing WDN,
wherein the request indicates the existing WDN and a set of PFs requested to
correspond to the existing WDN; and

receiving, by the WD and from the WDC, a message indicating whether or not
the WDC accepts the request to modify the existing WDN.

13.  The method of claim 8, wherein deleting the existing WDN of the one or more
WDNs associated with the WDC comprises:

sending, by the WD and to the WDC, a request to delete the existing WDN,
wherein the request indicates the existing WDN; and

receiving, by the WD and from the WDC, a message indicating whether or not
the WDC accepts the request to delete the existing WDN.

14. The method of claim 1, further comprising:

receiving, by the WD and from the WDC, a message that includes information
regarding the one or more WDNSs associated with the WDC; and

receiving, by the WD and from the WDC and at a second, later, time, a second
message indicates that the information regarding the one or more WDNSs associated with

the WDC has changed.

15.  The method of claim 1, wherein at least one of the WDNs is a WD specific
WDN created by the WD, and wherein configuration information for the WD specific
WDN is stored on one or both of the WD and the WDC.

16.  The method of claim 1, wherein at least one of the WDNs is a WDC specific
WDN not created by the WD, and wherein configuration information for the WDC
specific WDN is stored on the WDC.
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A wireless dockee (WD) comprising:
a memory;
ONe¢ Or MOre Processors;
at least one module executable by the one or more processors to:

determine one or more wireless docking environments (WDNs)
associated with a wireless docking center (WDC), wherein each WDN of the one
or more WDNSs corresponds to at least one peripheral function (PF) of one or
more PFs that are each associated with the WDC; and

wirelessly access a respective at least one PF corresponding to a

particular WDN of the one or more WDNS associated with the WDC.

The WD of claim 17, wherein the at least one module is executable by the one or

more processors to determine the one or more WDNs associated with the WDC by at

least:

receiving, from the WDC, a message that identifies the one or more WDNs

associated with the WDC.

19.

The WD of claim 18, wherein, for each respective WDN of the one or more

WDNs identified by the message, the message indicates one or more of:

20.

an identification value of the respective WDN,
a name of the respective WDN,
a WDN type of the respective WDN, and

one or more PFs that correspond to the respective WDN.

The WD of claim 19, wherein the WDN type of the respective WDN is from a

plurality of WDN types, and wherein the WDN plurality of WDN types includes one or

more of:

an office WDN type,

an entertainment WDN type,

a public workplace WDN type,
an audio only WDN type, and
an enterprise office WDN type.
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21.  The WD of claim 17, wherein the at least one module is further executable by
the one or more processors to:

select the particular WDN of the one or more WDNSs associated with the WDC.

22.  The WD of claim 21, wherein the at least one module is executable by the one or
more processors to select the particular WDN by at least:

sending, to the WDC, a request to select the particular WDN;

receiving, from the WDC, a message indicating whether or not the WDC accepts
the request for the WD to select the particular WDN; and

responsive to determining that the WDC accepts the request, wirelessly

accessing the respective at least one PF corresponding to the particular WDN.

23.  The WD of claim 22, wherein the request to select the particular WDN includes

an identification value of the particular WDN.

24, The WD of claim 17, wherein the at least one module is further executable by
the one or more processors to one or more of:

create a new WDN that corresponds to a set of PFs of the one or more PFs
associated with the WDC;

modify an existing WDN of the one or more WDNSs associated with the WDC;
and

delete an existing WDN of the one or more WDNSs associated with the WDC.

25.  The WD of claim 24, wherein the at least one module is executable by the one or
more processors to create the new WDN by at least:

sending, to the WDC, a request to create the new WDN, wherein the request
indicates the set of PFs of the one or more PFs associated with the WDC; and

receiving, from the WDC, a message indicating whether or not the WDC accepts

the request to create the new WDN.

26.  The WD of claim 25, wherein the request indicates that the set of PFs requested
to correspond to the new WDN consists of one or more PFs currently being accessed by

the WD.
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27.  The WD of claim 25, wherein the request individually identifies the set of PFs

requested to correspond to the new WDN.

28.  The WD of claim 17, wherein the at least one module is further executable by
the one or more processors to:

receive, from the WDC, a message that includes information regarding the one
or more WDNSs associated with the WDC; and

receive, from the WDC and at a second, later, time, a second message indicates
that the information regarding the one or more WDNSs associated with the WDC has
changed.

29.  The WD of claim 17, wherein at least one of the WDNSs is a WD specific WDN
created by the WD, and wherein configuration information for the WD specific WDN is
stored on one or both of the WD and the WDC.

30.  The WD of claim 17, wherein at least one of the WDNSs is a WDC specific
WDN not created by the WD, and wherein configuration information for the WDC
specific WDN is stored on the WDC.

31. A wireless dockee (WD) comprising:

means for determining one or more wireless docking environments (WDNs)
associated with a wireless docking center (WDC), wherein each WDN of the one or
more WDNSs corresponds to at least one peripheral function (PF) of one or more PFs
that are each associated with the WDC; and

means for wirelessly accessing a respective at least one PF corresponding to a

particular WDN of the one or more WDNS associated with the WDC.
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32. A non-transitory computer-readable storage medium stores instructions that,
when executed, cause one or more processors of a wireless dockee (WD) to:

determine one or more wireless docking environments (WDNSs) associated with
a wireless docking center (WDC), wherein each WDN of the one or more WDNs
corresponds to at least one peripheral function (PF) of one or more PFs that are each
associated with the WDC; and

wirelessly access a respective at least one PF corresponding to a particular WDN

of the one or more WDNs associated with the WDC.

33. A method comprising:

determining, by a wireless docking center (WDC), one or more wireless docking
environments (WDNs) associated with the WDC, wherein each WDN of the one or
more WDNSs corresponds to at least one peripheral function (PF) of one or more PFs
that are each associated with the WDC; and

providing, by the WDC and to a wireless dockee (WD), wireless access to a
respective at least one PF corresponding to a particular WDN of the one or more WDNs

associated with the WDC.

34.  The method of claim 33, further comprising:
sending, by the WDC and to the WD, a message that identifies the one or more
WDNss associated with the WDC.

35. The method of claim 34, wherein, for each respective WDN of the one or more
WDNs identified by the message, the message indicates one or more of:

an identification value of the respective WDN,

a name of the respective WDN,

a WDN type of the respective WDN, and

one or more PFs that correspond to the respective WDN.
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36.  The method of claim 35, wherein the WDN type of the respective WDN is from
a plurality of WDN types, and wherein the WDN plurality of WDN types includes one
or more of:

an office WDN type,

an entertainment WDN type,

a public workplace WDN type,

an audio only WDN type, and

an enterprise office WDN type.

37.  The method of claim 33, further comprising:

receiving, by the WDC and from the WD, a request to select the particular WDN
of the one or more WDNSs associated with the WDC;

sending, by the WDC and to the WD, a message indicating whether or not the
WDC accepts the request for the WD to select the particular WDN; and

responsive to determining that the WDC accepts the request, providing, to the
WD, the wireless access to the respective at least one PF corresponding to the particular

WDN.

38.  The method of claim 37, wherein the request to select the particular WDN

includes an identification value of the particular WDN.

39.  The method of claim 33, further comprising one or more of:

creating, by the WDC, a new WDN that corresponds to a set of PFs of the one or
more PFs associated with the WDC;

modifying, by the WDC, an existing WDN of the one or more WDNSs associated
with the WDC; and

deleting, by the WDC, an existing WDN of the one or more WDNs associated
with the WDC.
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40.  The method of claim 39, wherein creating comprises:

receiving, by the WDC and from the WD, a request to create the new WDN,
wherein the request indicates the set of PFs of the one or more PFs associated with the
WDC; and

sending, by the WDC and to the WD, a message indicating whether or not the
WDC accepts the request to create the new WDN.

41.  The method of claim 40, wherein the request indicates that the set of PFs
requested to correspond to the new WDN consists of one or more PFs currently being

accessed by the WD.

42.  The method of claim 40, wherein the request individually identifies the set of
PFs requested to correspond to the new WDN.

43.  The method of claim 39, wherein modifying the existing WDN of the one or
more WDNs associated with the WDC comprises:

receiving, by the WDC and from the WD, a request to modify the existing
WDN, wherein the request indicates the existing WDN and a set of PFs requested to
correspond to the existing WDN; and

sending, by the WDC and to the WD, a message indicating whether or not the
WDC accepts the request to modify the existing WDN.

44.  The method of claim 39, wherein deleting the existing WDN of the one or more
WDNs associated with the WDC comprises:

sending, by the WD and to the WDC, a request to delete the existing WDN,
wherein the request indicates the existing WDN; and

receiving, by the WD and from the WDC, a message indicating whether or not
the WDC accepts the request to delete the existing WDN.
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45.  The method of claim 33, further comprising:

sending, by the WDC and to the WD, a message that includes information
regarding the one or more WDNSs associated with the WDC; and

responsive to determining, at a second, later, time, that the information regarding
the one or more WDNSs associated with the WDC has changed, sending, by the WDC
and to the WD, a second message indicating that the information regarding the one or

more WDNSs associated with the WDC has changed.

46.  The method of claim 33, wherein at least one of the WDNSs is a WD specific
WDN created by the WD, and wherein configuration information for the WD specific
WDN is stored on one or both of the WD and the WDC.

47.  The method of claim 33, wherein at least one of the WDNs is a WDC specific
WDN not created by the WD, and wherein configuration information for the WDC
specific WDN is stored on the WDC.

48. A wireless docking center (WDC) comprising:

a memory;
ONe¢ Or MOre Processors;
at least one module executable by the one or more processors to:

determine one or more wireless docking environments (WDNs)
associated with the WDC, wherein each WDN of the one or more WDNs
corresponds to at least one peripheral function (PF) of one or more PFs that are
cach associated with the WDC; and

provide, to a wireless dockee (WD), wireless access to a respective at
least one PF corresponding to a particular WDN of the one or more WDNs

associated with the WDC.

49.  The WDC of claim 48, wherein the at least one module is further executable by
the one or more processors to:

send, to the WD, a message that identifies the one or more WDNs associated

with the WDC.
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50. The WDC of claim 49, wherein, for each respective WDN of the one or more
WDNs identified by the message, the message indicates one or more of:

an identification value of the respective WDN,

a name of the respective WDN,

a WDN type of the respective WDN, and

one or more PFs that correspond to the respective WDN.

51.  The WDC of claim 50, wherein the WDN type of the respective WDN is from a
plurality of WDN types, and wherein the WDN plurality of WDN types includes one or
more of:

an office WDN type,

an entertainment WDN type,

a public workplace WDN type,

an audio only WDN type, and

an enterprise office WDN type.

52.  The WDC of claim 48, wherein the at least one module is further executable by
the one or more processors to:

receive, from the WD, a request to select the particular WDN of the one or more
WDNSs associated with the WDC;

send, to the WD, a message indicating whether or not the WDC accepts the
request for the WD to select the particular WDN; and

responsive to determining that the WDC accepts the request, provide, to the
WD, the wireless access to the respective at least one PF corresponding to the particular

WDN.

53.  The WDC of claim 52, wherein the request to select the particular WDN

includes an identification value of the particular WDN.
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54.  The WDC of claim 48, wherein the at least one module is further executable by
the one or more processors to one or more of:

create a new WDN that corresponds to a set of PFs of the one or more PFs
associated with the WDC;

modify an existing WDN of the one or more WDNSs associated with the WDC;
and

delete an existing WDN of the one or more WDNSs associated with the WDC.

55.  The WDC of claim 54, wherein the at least one module is executable by the one
or more processors to create the new WDN by at least:

receiving, from the WD, a request to create the new WDN, wherein the request
indicates the set of PFs of the one or more PFs associated with the WDC; and

sending, to the WD, a message indicating whether or not the WDC accepts the

request to create the new WDN.

56.  The WDC of claim 55, wherein the request indicates that the set of PFs
requested to correspond to the new WDN consists of one or more PFs currently being

accessed by the WD.

57.  The WDC of claim 55, wherein the request individually identifies the set of PFs

requested to correspond to the new WDN.

58.  The WDC of claim 48, wherein the at least one module is further executable by
the one or more processors to:

send, to the WD, a message that includes information regarding the one or more
WDNss associated with the WDC; and

responsive to determining, at a second, later, time, that the information regarding
the one or more WDNs associated with the WDC has changed, send, to the WD, a
second message indicating that the information regarding the one or more WDNs

associated with the WDC has changed.

59.  The WDC of claim 48, wherein at least one of the WDNSs is a WD specific
WDN created by the WD, and wherein configuration information for the WD specific
WDN is stored on one or both of the WD and the WDC.
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60.  The WDC of claim 48, wherein at least one of the WDNs is a WDC specific
WDN not created by the WD, and wherein configuration information for the WDC
specific WDN is stored on the WDC.

61. A wireless docking center (WDC) comprising:

means for determining one or more wireless docking environments (WDNs)
associated with the WDC, wherein each WDN of the one or more WDNSs corresponds to
at least one peripheral function (PF) of one or more PFs that are each associated with
the WDC; and

means for providing, by the WDC and to a wireless dockee (WD), wireless
access to a respective at least one PF corresponding to a particular WDN of the one or

more WDNs associated with the WDC.

62. A non-transitory computer-readable storage medium stores instructions that,
when executed, cause one or more processors of a wireless docking center (WDC) to:

determine one or more wireless docking environments (WDNSs) associated with
the WDC, wherein each WDN of the one or more WDNSs corresponds to at least one
peripheral function (PF) of one or more PFs that are each associated with the WDC; and

provide, to a wireless dockee (WD), wireless access to a respective at least one
PF corresponding to a particular WDN of the one or more WDNs associated with the
WDC.



WO 2014/189659

1/16

PERIPHERAL
10A

12A

12B

PERIPHERAL
108

W

WIRELESS
DOCKING
CENTER
(WDC) &

PERIPHERAL
10N

X\12N

FIG. 1

PCT/US2014/036440

re

WIRELESS
DOCKEE (WD)

4




WO 2014/189659

2/16

PF Inquiry 204

PF Selection & Configuration 206

PF Service Setup 208

PCT/US2014/036440
200
wWDC /
6
_>
)

[ 300
WD wWDC
4 6
-+ —————- Docking Session Setup 302— - ——— - -
PF Inquiry 304
WD-Centric WDN Creation 306
- ————— Docking Session Teardown 308— — — — — >
<+ ————— - Docking Session Setup 310— ——— — — e -
WDN Selection 312
PF Service Setup 314
< —————————— - Data316 - - - - - - ———— - -

FlG . 3 - Example Docking Configuration & Control Procedures for WDNs



PCT/US2014/036440

WO 2014/189659

3/16

¥ 'Old

¢l

NOL-VOlL
STVY3HdRI3d

4 A 4 A
(06 ) gv (9% ) (06 ) 88 (98 )
37NAON 3TNAOWN I1NAOW I1NAOW I1NAON 3TNAOW
(NMO@YVAL J\TIND SS309V )\ NaM \NMOQYVvaL J\ TIND SS309V)\  NaAM
(W) 47 (W) (8 ) 4] (18 )
31NAOWN 3TNAOWN I1NAOW I1NAOW I1NAON IINAOW
(_ TOYINOI | dnl3s \_AY3IA0ISIA \_ TOYINOI | dnias \AYIA0DSIA
ot 7]

__ FINCOW JOIAYIS ONOOA SSTTFUIM L FINCOW J0IANIS ONMOOA SSTTFIIM |
NZSVes N8&-vee NZ6-V26 N8IVSL
(s)anaow (s)31naow (s)ainaow (s)31naow
JIIAN3S 4d OlLVOIlddvY JIIANSS 4d OlLVIIddY,
7S ¥ 55 76 71 57

3TNAOW 31NAOWN 31NAOW I1NAOW
4SY ‘RIWOD IINAOW IN 4SY WO IINAOW IN
(74 89
(S)321A30 39VYOLS (8)321A30 IOVYOLS
oz 0€ 0. 99
(SERILEMID — — (SERILELIN
74 79
77 (S)LINN "WINOD n ] » (S)LINN "WINOD 75
(S)¥0SS390¥d (S)¥0SS300Yd
7 9

(am) 33504 SSITTUIM

(2aM) ¥3LNID ONIMD0A SSTTIHIM




WO 2014/189659

PCT/US2014/036440

4/16

WIRELESS DOCKEE (WD) 4

WIRELESS DOCKING CENTER (WDC) € i

Service Advertiser z

Service Seeker

e SeekServioe ()}

Application PF Service Docking ASP ASP Docking PF Service Application
e 2 Service 76 u 34 Service 38
) 1}
: Docking |—AdvertiseService () Use Service

Pre-association
Discovery
| |

P2P Probe Request
Service Hash (s)
Hash Matchin) P2P ProbeResponse
Service Name (s), Advertisement ID

™

Name Match+ P2P Service Discovery Request
service_informatior Service Names, Service Infarmation Request
= ey List of Devices
Match P2P Service Discovery Response

Service Name, Advertisements ID, Service Status

*Docking

User

e —C. ions{)

SessionStatus

SessionStatus P2P Provision Discovery Request Initiated —»

H . - . . -
COI'I nectlon Set u p Requested Session Information, connedion capability | ConnedStatus
5 20 5 ConnedsStatus i ServlceRequestSent
p L4 ServiceRequest Received
5 asaws |
ServiceRequestDeferred N
P2P Provision Discovery Response i Connectstatus ]
& Session i status(1) ServiceRequest Deferred
User & seragept ———— i
Input +——ConfirnSession{)—»
Connedstatus P2P Provision Discovery Request ComnactStatus
3 N Ll
M s status(suceess), Session Information ServiceRequestAccept ed "

P2P Pravision Discovery Response I
Connection capability GroupFormationstarted

Conneastatus £ o
GroupFormationStarted,

P2P Group FormatloryJoln an existing

P2P Group
ConnedStatus ConnectStatus
lt—GroupFormation— -GroupFormationComple!
Complete te

Selected Devices

Input

Docking
ASP Session Setup
530

e REQUEST _SESSION -
session_mac, session_id, advertisement_id, session_information
| G —

ADDED_SESSION

. oy M

session_moe session_id .

Sesslonstatus K »
open Open

——

o)
< Portstatus " ALLOWED_PORT
session_mac, session_id, port; proto

e E— -1

—BoundPort))——3

ASP allows port

ALLOWED_PORT .
f—PortStatus—— session_mac, session_id, port, proto
e EE— 0

Socket conned:

Docking Config. &

Post -Association Peripheral /WDN Discovery

< »
o~ {Docking Configuration & Control Protocol) »
Control Protocolac igger &
4 sopfigure PF\ Peripheral/WDN Selection & Configuration i config PF
; 5 0 N (Docking Configuration & Control Protocol) '
PFR Service '\ Session Setup for the PF Servic
. L N > .
SeSS|on 5 F >t Optional Infxut ke
550 Stop session
« SP Session Removal for the PF Servic
SessionStatus REMOVE _SESSION -
-—— — . = s o J——
Closed session_miac session_id CloseSession(
Docking

ASP Session
Teardown
1560

ASP dosesincoming port 1fno ASP:

SessionStatus

Closed

FIG. 5
(DETAILED VIEWS IN FIGS. 5A-5D)



PCT/US2014/036440

WO 2014/189659

5/16

A1anoosiq uonjeivosse-ald bunjsoq
:sainpasold dnjag aoialag Buppdoq i4-iMmM- VG 914

.A JINSONLDIEAS SMe)S 99IA9S ‘q| SIUBWISILIBAPY ‘DWeN 9IS & B
: saolneq asuodsay £19A09s1(] 991A19S dZd I\l UOReWLIOJI |
Joisin 1sonbay UOIJeWLIOU| 39IAISS ‘SOWEN 9DIAIDG ELITIEL
- 1sonboy £19A09s1q 991A19S dZd e yojep sweN
| JUSWIASIHIBAPY ‘(S)owep 921A19S
asuodsay aqoid did BUIYDIEI YSeH 9IS
(s)yseH 991198 K1anoasiq
Jsenbay 8qoid dzd : uoljerdosse-aid
- ()eonag)R0S B> (joomues | " Buiyoo
aomagasn i ospionpy 1 o0q
8t | | |9€ ev1nt08 | ¥ 6 ‘9zeomies | 76 8z
uopeoyddy | | @dMeS 4d || Bunpooq dsv dsv Bunjooq | i @d1MeS dd | | uoneslddy

19)99g 99IAI8G M

7 (aM) 33000 SSTT1TMUIM |

V002 \

19SILIBAPY 99IAISG

9 (DaM) ¥ILNID ONIMO0A SST1TUIM




PCT/US2014/036440

WO 2014/189659

6/16

dnjag uodauuon bunyooq
:sa1npaso.d dnjag aoiaseg Bunjooq i4-iMmM - G 9|4

9j91dwo) 919[dwo?
<uojeuo4dnoio . uonewso4dnosm
snje)S)o8uULoY dnoig dzd Bupsixe ue SMyEIgI98UL0Y
ulofjuonewuo4 dnois ded
payels psyels
wonmiogioy | o SO0 ) vommosiros
Snje}g199uUu0) d Iquolsiroid ded snejgo8uu09
pajdaaay . . poydesoy
L qsenbayeoinag uoneULIOJU| UOISSAS (SSa0oNns)snje)s 1sanbayaoinIagy
snjejgOauL0n ¢ 1sonbay A1aro9siq UOISINOI] dZd : msum_wgomc.coo
()uoissaguuuod{ M
<«—)dodoyiosn
m Jasn
pawigjeq - 159NbaYUOISSAGH - UIOREULIOJU|UOISSIG
| ajsonbayedIAIeg (1)smeys . pauajsg :
snjejsiosuuo) mm:oawmﬁ a®>ouw_n_ UOISIAOId d2d W‘uwwq__uwmwu_twwv
. snjejg1oauL0)
jueg : [sETNELEN]
JsanboyaoIAeg— —)sanbaysoiiagm
TSR] - K1 1 ISR
ligeded uopoO3UUOI ‘UoljeWIOU| UOISSI] 07C
—— — i pojsonbay » 0¢s
paleniu] 1sanbay A19a09s1Q UOISIAOL] dZd : dn
— 9$ uoljosuuo
$991M9(Q snjejguolsseg STaSUoISsss } w:_ .“o 0
induy pajospes g 0 R Pod
198() SUOISSAG)IULI0Y M
g€ TS 3¢ soInIeS vs v6 SIoowes| | 76 %
uonesyiddy | | 99IM8S 4d || Bunpdoq dsv dsv | Buppooq || @dIAI9g 4d | | uopediddy

19)|99g 90IAI9g

¥ (@m) 3aM0504 SSATIUIM

W J9SILIDAPY 99IAISS

' 3(2aM) ¥ILNID ONIMOOd SSTTIUIM




PCT/US2014/036440

WO 2014/189659

7/16

dnjag uoIssag dSy Bunjvoq

1S94NPad0Id dnjog 991A188 Buiydoq 14-IpA - Om 014

308UU09 J84208 uojes|jddy m »
m|v_o<
oj04d qiod ‘pI_uolIsSas ‘OvW UOISSIS ——SnjejSlod—
: - _ —>
; ITRRERES LJ0d " @amoT1v
uwl‘w-_uﬁwtom‘ : pod :
—(odpunog—»:  smojje dsy
wl‘wz e Od— WV
JISHOd 0jo.d ‘uod ‘pruoissos ‘orw UOISSIS
nod aamomy ...
Cer T smesked >
smojle ggy | ¢ UHMOdPUnog—
uado ~ uado -
“smieiguorssas | - MOV— smyejguolsseg
: Pl UOISS9S 'JBW UOISSS
« - (Mpesy
YOV )
UONRWIOUI UOISSAS dnj)og uoISSas dSVY
———'pIJUBWIasI}AAPe ‘PITUOISSSES ‘ORI UOISSIS— ) Buyooqg
NOISS3S 1S3NDIY
8t 5 9¢ 9dl1Aleg 173 76 91 9d1M198 6 72
uoneolddy | | @d1MeS 4d | Bupjoog dsv dsv Bupooq || @o1Mes 4d | | uonedyddy

19)99g 99IAI8g

J9SILBAPY 99IAI9G

¥ (am) 33504 SSIT1ITUIM

| . 9(oam) ¥3LNID ONIOOA SSTT1TAIM




PCT/US2014/036440

WO 2014/189659

8/16

UMOPIBD] UOISSDS dSY Suj20(Q ‘U0ISSDS IIAIDS 4d {]020104d [0IIU0) .
13 uoieansiyuo) Supdpoq :sd4npadoud dnias a31a19s Suppoq -1 - ﬁ_m G_n_

19)09g 99I1AI9S

¥ (@m) 3aMo0a SSI1IT™UIM

N T e s 555 ¢
aAljoe 2Je UOISSag-dSy ou
11710d Buwosu 3503 dsy umonJesl
UOIIO0SSESIQ " gjigE B UOISS3S dSVY
<« P00 Ceeeeiii.......SUOISSOS ON . Bunjooqg
SNJeJSUOISSOg : 991A19S B} 10} :
aARoR 2JP UOISSAG-dSY Ou
41 viod Buiwosu| s9s0jd dSY : :
= AV — paso|4UOISSag—— pe
 Ouoissegesoiy s PITUOISSaS 'DBW UOISSaS s W
) NOISS3S IAOWIY snjejsuolssag
30IA3S J4d 9Y} 10} [PAOWSY LOISSIG dSY >
RAOW)
id
< elep 4d > 0SS |
uoIssag
20119 4d 9U) 10} dNJOG UOISSAS dSY 9IIAIRS dd
(10203014 [023u09 @ uonenBiyuos Bupjaoq)
uopeinByuo) g uoRdSes NaM[esayduad > (117
|020304d [0J3U0D
(10903014 [03u0) B uoneinbuos Buys0(q) % uoljeanbiyuon
fianoosig Nam/Iesaydua uonelnossy-}sod > Buyooq
H —— ety H w i je——— H -1 —
8¢ S | 9F 901AI0S | 74 76 | 97 99IAI0S | Z6 8l
uopeoyddy | | @dIM8S 4d || Buppooq | dsv dsv Bupjooq || 891MI9G Ad | | uoyesiddy

19SILDAPY 991AI0S

' 9(2am) ¥ILNID ONIDOA SSTTIHIM




WO 2014/189659

9/16

WD wWDC
4 6

PF Query Request—————p»

l«—— PF Query Response:

FIG 6A - PF Query Procedure

WD wDC
4 6

PF Selection & Configuration Request——

l«—PF Selection & Configuration Response:

FlG . 6B - PF Selection & Configuration Procedure

WD wWDC
4

l«——PF Change Notification

|- — — -PF Selection & Configuration Request — —pp

- —PF Selection & Configuration Response— — —

F1G. 6C - PF change Notification Procedure

PCT/US2014/036440



WO 2014/189659

WD
4

FIG.

WD
4

FIG

wD
4

[«—WDN Query Response:

ll——WDN Selection Response:

10 /16

PCT/US2014/036440

wDC
6

WDN Query Request——————

6D - WDN Query Procedure

wDC
4]

WDN Selection Request————p

. 6E - WDN Selection Procedure

WDC
[]
le—WDN Change Notification
—————— WDN Selection Request— — — — —p»
<@~ — — — -WDN Selection Response- — — — — —

FIG 6F - WDN Change Notification Procedure

WD
4

User Type Authentication Request——pm]

l«g——User Type Authentication Response

wWDC
6

FlG . GG - User Type Authentication Procedure



WO 2014/189659 PCT/US2014/036440

11/16

WD WDC
4 6

WDN Create Request———— ]

l«——WDN Create Response

F1G. 6H - wp-centric WDN Create Procedure

WD wDC
4 6

WDN Modify Request——p»

l«—WWDN Modify Response

FI1G. 6] - wp-centric WDN Modify Procedure

WD WDC
4 6

WDN Delete Request—————————»]
l«g—WDN Delete Response

FIG 6J - WD-Triggered WDN Delete Procedure

WD
4
|<7WDN Delete Notification——

FlG . GK WDC-Triggered WDN Delete Procedure



WO 2014/189659 PCT/US2014/036440

12/16

1504

Ny

¢——Connection Setup with WPA2——— |

1506
\—ASP Session Setup for the Docking Service—»

/

,T*User Type Authentication within Docking Service—~

Ale——ASP Session Setup for the PF Service A—(4 |
Lt Data of PF Service A > /'

Ale«——ASP Session Setup for the PF Service B——»-{4&
- Data of PF Service B -

FIG 7 - Example PF Services Setup



WO 2014/189659 PCT/US2014/036440

13/16
‘///—800
DOCKING
816
SOAP GENA
(COMMAND) (NOTIFICATION)
810 814
HTTP HTTP
808 812
TCP
804
IP
802

FIG. 8



WO 2014/189659

916

PCT/US2014/036440

14 /16
[ 900
918 920 922 944
AN N N AN
DOCKING SERVICE I \¢
906 DISPLAY || wsB
(OPTION)
N 908 210 N2 || OTHER PF
SERVICES
Y APPLICATION SERVICE PLATFORM N4A-914N
204

COMMUNICATIONS LAYER
902

FlG O - Wi-Fi Docking Architecture



WO 2014/189659 PCT/US2014/036440

15/16

1000

PERFORM DOCKING PRE-ASSOCIATION DISCOVERY

BETWEEN A WIRELESS DOCKEE AND A WIRELESS DOCKING | 1002

CENTER FOR INFORMATION ON PERIPHERAL FUNCTIONS
AVAILABLE VIA THE WIRELESS DOCKING CENTER

|

PERFORM DOCKING CONNECTION SETUP EXCHANGE
BETWEEN THE WIRELESS DOCKEE AND THE WIRELESS 1004
DOCKING CENTER

!

PERFORM DOCKING ASP (APPLICATION SERVICE
PLATFORM) SESSION SETUP BETWEEN THE WIRELESS [~ 1006
DOCKEE AND THE WIRELESS DOCKING CENTER

|

EXCHANGE DOCKING CONFIGURATION & CONTROL
PROTOCOL COMMUNICATIONS BETWEEN THE WIRELESS 1008
DOCKEE AND THE WIRELESS DOCKING CENTER

|

EXCHANGE PF (PERIPHERAL FUNCTION) SERVICE SESSION
COMMUNICATIONS (INCLUDING PERIPHERAL FUNCTION
DATA) BETWEEN THE WIRELESS DOCKEE AND THE
WIRELESS DOCKING CENTER

!

PERFORM DOCKING ASP (APPLICATION SERVICE
PLATFORM) SESSION TEARDOWN BETWEEN THE WIRELESS | 1012
DOCKEE AND THE WIRELESS DOCKING CENTER

 ~1010

FIG. 10



WO 2014/189659 PCT/US2014/036440

16 /16

DETERMINE, BY A WD, ONE OR MORE PFS ASSOCIATED 1100
WITH A WDC

ESTABLISH A DOCKING SESSION VIA A DIRECT WIRELESS 1102
CONNECTION BETWEEN THE WD AND THE WDC

SELECT, BY THE WD, AT LEAST ONE PF OF THE ONE OR 1104
MORE PFS ASSOCIATED WITH THE WDC

ACCESS, BY THE WD, THE AT LEAST ONE PF OF THE ONE 1106
OR MORE PFS ASSOCIATED WITH THE WDC

FIG. 11



INTERNATIONAL SEARCH REPORT

International application No

PCT/US2014/036440

A. CLASSIFICATION OF SUBJECT MATTER

INV. HO4W12/06 HO4W84/18
ADD.

HO4W76/02 HO4L29/08

According to International Patent Classification (IPC) or to both national classification and IPC

B. FIELDS SEARCHED

Minimum documentation searched (classification system followed by classification symbols)

HO4W HOAL

Documentation searched other than minimum documentation to the extent that such documents are included in the fields searched

Electronic data base consulted during the international search (name of data base and, where practicable, search terms used)

EPO-Internal, COMPENDEX, INSPEC, WPI Data

C. DOCUMENTS CONSIDERED TO BE RELEVANT

Category™ | Citation of document, with indication, where appropriate, of the relevant passages Relevant to claim No.

US 2012/265913 Al (SUUMAEKI JAN [FI] ET 1-62

abstract

figures 1A,2A,3
paragraphs [0001],
[0056] - [0081],

- [0132], [0145] - [0191]

[0006] -

abstract

figures 1-3

paragraphs [0001] - [0023],
[0056]

AL) 18 October 2012 (2012-10-18)

[0091] - [0124],

EP 2 555 490 A2 (SAMSUNG ELECTRONICS CO
LTD [KR]) 6 February 2013 (2013-02-06)

[0015],
[0127]

1-62

[0029] -

_/__

Further documents are listed in the continuation of Box C.

See patent family annex.

* Special categories of cited documents :

"A" document defining the general state of the art which is not considered
to be of particular relevance

"E" earlier application or patent but published on or after the international
filing date

"L" document which may throw doubts on priority claim(s) or which is
cited to establish the publication date of another citation or other
special reason (as specified)

"O" document referring to an oral disclosure, use, exhibition or other
means

"P" document published prior to the international filing date but later than
the priority date claimed

"T" later document published after the international filing date or priority
date and not in conflict with the application but cited to understand
the principle or theory underlying the invention

"X" document of particular relevance; the claimed invention cannot be
considered novel or cannot be considered to involve an inventive
step when the document is taken alone

"Y" document of particular relevance; the claimed invention cannot be
considered to involve an inventive step when the document is
combined with one or more other such documents, such combination
being obvious to a person skilled in the art

"&" document member of the same patent family

Date of the actual completion of the international search

23 July 2014

Date of mailing of the international search report

31/07/2014

Name and mailing address of the ISA/

European Patent Office, P.B. 5818 Patentlaan 2
NL - 2280 HV Rijswijk

Tel. (+31-70) 340-2040,

Fax: (+31-70) 340-3016

Authorized officer

Lopez Monclas, I

Form PCT/ISA/210 (second sheet) (April 2005)




INTERNATIONAL SEARCH REPORT

International application No

PCT/US2014/036440

C(Continuation). DOCUMENTS CONSIDERED TO BE RELEVANT

Category™

Citation of document, with indication, where appropriate, of the relevant passages

Relevant to claim No.

A

"Wi-Fi Peer-to-Peer (P2P) Specification
vl.2",

WI-FI PEER-TO-PEER (P2P) SPECIFICATION
V1.2, WI-FI ALLIANCE, US

vol. V1.2

14 December 2011 (2011-12-14), pages
1-159, XP008165048,

Retrieved from the Internet:
URL:https://www.wi-fi.org/knowledge-center
/published-specifications

abstract

page 14, Tine 1 - page 21, line 9

page 24, line 1 - page 75, line 16

1-62

Form PCT/ISA/210 (continuation of second sheet) (April 2005)




INTERNATIONAL SEARCH REPORT

Information on patent family members

International application No

PCT/US2014/036440
Patent document Publication Patent family Publication
cited in search report date member(s) date
US 2012265913 Al 18-10-2012  NONE
EP 2555490 A2 06-02-2013  EP 2555490 A2 06-02-2013
KR 20130015135 A 13-02-2013
US 2013034023 Al 07-02-2013

Form PCT/ISA/210 (patent family annex) (April 2005)




	Page 1 - front-page
	Page 2 - front-page
	Page 3 - description
	Page 4 - description
	Page 5 - description
	Page 6 - description
	Page 7 - description
	Page 8 - description
	Page 9 - description
	Page 10 - description
	Page 11 - description
	Page 12 - description
	Page 13 - description
	Page 14 - description
	Page 15 - description
	Page 16 - description
	Page 17 - description
	Page 18 - description
	Page 19 - description
	Page 20 - description
	Page 21 - description
	Page 22 - description
	Page 23 - description
	Page 24 - description
	Page 25 - description
	Page 26 - description
	Page 27 - description
	Page 28 - description
	Page 29 - description
	Page 30 - description
	Page 31 - description
	Page 32 - description
	Page 33 - description
	Page 34 - description
	Page 35 - description
	Page 36 - description
	Page 37 - description
	Page 38 - description
	Page 39 - description
	Page 40 - description
	Page 41 - description
	Page 42 - description
	Page 43 - description
	Page 44 - description
	Page 45 - description
	Page 46 - description
	Page 47 - description
	Page 48 - description
	Page 49 - description
	Page 50 - description
	Page 51 - description
	Page 52 - description
	Page 53 - description
	Page 54 - description
	Page 55 - description
	Page 56 - description
	Page 57 - description
	Page 58 - description
	Page 59 - description
	Page 60 - description
	Page 61 - description
	Page 62 - description
	Page 63 - description
	Page 64 - description
	Page 65 - description
	Page 66 - description
	Page 67 - description
	Page 68 - description
	Page 69 - description
	Page 70 - description
	Page 71 - description
	Page 72 - description
	Page 73 - description
	Page 74 - claims
	Page 75 - claims
	Page 76 - claims
	Page 77 - claims
	Page 78 - claims
	Page 79 - claims
	Page 80 - claims
	Page 81 - claims
	Page 82 - claims
	Page 83 - claims
	Page 84 - claims
	Page 85 - claims
	Page 86 - claims
	Page 87 - drawings
	Page 88 - drawings
	Page 89 - drawings
	Page 90 - drawings
	Page 91 - drawings
	Page 92 - drawings
	Page 93 - drawings
	Page 94 - drawings
	Page 95 - drawings
	Page 96 - drawings
	Page 97 - drawings
	Page 98 - drawings
	Page 99 - drawings
	Page 100 - drawings
	Page 101 - drawings
	Page 102 - drawings
	Page 103 - wo-search-report
	Page 104 - wo-search-report
	Page 105 - wo-search-report

