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(57) ABSTRACT 

One embodiment provides a method of delivering a remit 
tance from a first party to a third party via an intermediary 
party, in which an intermediary fee is chargeable by the inter 
mediary party. The method includes: receiving, at a payment 
system, a request to conduct a remittance transaction includ 
ing a transfer of a first value from a first party to an account of 
an intermediary party, and by the intermediary party to trans 
ferat least a portion of the first value to a third party; accessing 
reputation data associated with the intermediary party; and 
determining an intermediary fee chargeable by the interme 
diary party for the transfer of at least the portion of the first 
value to the third party, the determining of the intermediary 
fee being based on the reputation data. The reputation data 
can be information about the intermediary party, as well as the 
first party and/or the third party. 
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REPUTATION INTEGRATION INTO 
REMITTANCE DELVERY 

RELATED APPLICATION 

0001. This application is a continuation of U.S. patent 
application Ser. No. 1 1/642,030, filed Dec. 19, 2006, which is 
incorporated herein by reference in its entirety. 

TECHNICAL FIELD 

0002 The present application relates to a method and sys 
tem for delivering a remittance from a first party to a third 
party through an intermediary party over networks. 

BACKGROUND 

0003. With the development of computer and network 
related technologies, more users communicate over networks 
and participate e-commerce transactions, e.g. selling/buying 
items, bidding on goods, or transferring money over net 
works, thus, the trust and reputation of the parties involved in 
e-commerce transactions have important impacts on the ini 
tiation and Success of the e-commerce transactions. 

BRIEF DESCRIPTION OF THE DRAWINGS 

0004 Some embodiments are illustrated by way of 
examples, and not by way of limitations, in the figures of the 
accompanying drawings in which: 
0005 FIG. 1 is an overview diagram illustrating a remit 
tance delivery system having a client-server architecture con 
figured for exchanging data over a network in accordance 
with an embodiment of the application; 
0006 FIG. 2 is a block diagram illustrating payment and 
remittance modules in accordance with an embodiment of the 
application; 
0007 FIG. 3 is a high level entity-relationship diagram 
illustrating an embodiment of various tables maintained in a 
database; 
0008 FIG. 4 is a chart illustrating data structure of a repu 
tation table in accordance with an embodiment of the appli 
cation; 
0009 FIG. 5 is a flowchart illustrating a method of deter 
mining an intermediary fee chargeable by an intermediary 
party, through which the remittance is transferred, in accor 
dance with an embodiment of the application; 
0010 FIG. 6 is a flowchart illustrating a method of deliv 
ering a remittance from a first party to an account of a third 
party through an intermediary party in accordance with an 
embodiment of the application; 
0011 FIG. 7 is a flowchart illustrating a method of deliv 
ering a remittance from an account of a first party to an 
account of a third party through an intermediary party in 
accordance with another embodiment of the application; and 
0012 FIG. 8 is a block diagram illustrating a machine in 
the example form of a computer system, within which a set of 
sequence of instructions for causing the machine to perform 
any one of the methodologies discussed herein may be 
executed. 

DETAILED DESCRIPTION 

0013 Example methods and systems to deliver a remit 
tance from a first party to a third party through an intermedi 
ary party are described. In the following description, for 
purposes of explanation, numerous specific details are set 
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forth in order to provide a thorough understanding of example 
embodiments. It will be evident, however, to one skilled in the 
art that the embodiments of the invention may be practiced 
without these specific details. 
0014. The term “remittance' used in the following 
description denotes “a money transfer between any two pat 
ties”, the term “intermediary party’ denotes “a franchisee 
designated by a first party and/or third party for a remittance'. 
and the term “intermediary fee' denotes “the service charge 
by the intermediary party for the remittance transfer”. 
0015 FIG. 1 is an overview diagram illustrating a network 
system 100 having a client-server architecture configured tier 
exchanging data over a network 104 in accordance with an 
embodiment of the application. 
0016. In the embodiment, by virtue of the network system 
100, a first party 101 may transfera remittance to a third party 
105 via an intermediary party 103, and the intermediary party 
103 may charge an intermediary fee which is determined 
based. on the reputation of the intermediary party 103. 
0017. In another embodiment, the intermediary fee is also 
determined based on the reputation and/or risk scores of the 
first party 101 and/or the third party 105. 
0018. In some embodiments, the network system 100 has 
a client-server architecture configured for exchanging data 
over a network. The data may relate to various functions 
associated with the network system 100, for example, trans 
ferring remittances online, determining reputation of an inter 
mediary party, determining intermediary fee of the interme 
diary party. Although illustrated herein as a client-server 
architecture for simplicity, in other embodiments the network 
architecture may vary and include another kind of architec 
ture, for example, a peer machine in a peer-to-peer or distrib 
uted network environment. 

0019. In some embodiments, a network-based market 
place (payment and remittance system) 160 provides a plat 
form, where a first party 101 and/or a third party 105 can 
choose an intermediary party 103 as a franchisee to transfer 
remittance based on the reputation data/score as well as other 
factors, like the price, the location, business hours of the 
intermediary party 103. 
0020. The network-based marketplace 160 forms a data 
exchange platform and provides, via a network 104, server 
side functionalities to one or more clients. The one or more 
clients may utilize the network-based marketplace 160 to 
exchange data over the network 104. The data exchanged may 
include, but is not limited to, a fee schedule defined by the 
intermediary party 103, reputation data of an intermediary 
party 103 (such as a total number of transactions conducted 
by the intermediary party 103, a number of successful trans 
actions conducted by the intermediary party 103, a total value 
of transactions conducted by the intermediary party 103 over 
a predetermined amount of time, and feedback data received 
in connection with transactions conducted by the intermedi 
ary party 103), as well as reputation data and/or risk scores of 
a first party 101 and/or a third party 105. 
0021. In some embodiments, the network-based market 
place 160 includes an application program interface (API) 
server 114 and a web server 116, which are coupled to an 
application server 118, provide programmatic interface and 
web interface respectively to the application server 118. In an 
embodiment, the application server 118 hosts payment and 
remittance modules 120. The application server 118 is 
coupled to one or more databases servers 124 that facilitate 
access to one or more databases 126. 
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0022. In some embodiments, the API server 114 or the 
web server 116 may send, and receive data pertaining to the 
reputation of a merchant. In an embodiment, the API server 
114 may send and receive data to and from an application 
running on another client machine, e.g., a client machine 110 
or 112. The web server 116 may send and receive data to and 
from a webpage on a browser application, e.g., a web client 
106 or 109, operating on the client machine 110 or 112. In 
another embodiment, the first party 101 may use a mobile 
device (e.g., a cell phone, not shown in FIG. 1) instead of a 
client machine 110 in FIG. 1 as an interface for communicat 
ing with the network-based marketplace 160 to initiate/com 
plete the remittance transaction, as well as to update reputa 
tion data about the intermediary party 103. 
0023 FIG. 2 is a block diagram illustrating payment and 
remittance modules in accordance with an embodiment of the 
application. 
0024. In some embodiments, the payment and remittance 
modules 120 may provide a number of functions and services 
to users of the network-based marketplace 160. The payment 
and remittance modules 120 may include, but are not limited 
to, reputation determination module 200, fee determination 
module 202, value transfer module 204, transfer confirmation 
module 206, reputation update module 208, feedback module 
210, dispute resolution applications 224, fraud prevention 
applications 226, and messaging applications 228. 
0025. In some embodiments, the payment network-based 
marketplace 160 includes a web interface 116, a reputation 
determination module 200, a fee determination module 202, 
and a value transfer module 204. The web interface 116 
receives a request to conduct a remittance transaction to trans 
fer at least a portion of a first value from an account of a first 
party 101 to an account of a third party 105 via an interme 
diary party 103. The reputation determination module 200 
accesses a database 126 via a database server 124 to obtain 
reputation data associated with the intermediary party 103. 
0026. In an embodiment, the reputation data about the 
intermediary party 103 is a number of transactions conducted 
by the intermediary party 103. In another embodiment, the 
reputation data about the intermediary party 103 is a value of 
transactions conducted by the intermediary party 103 over a 
predetermined amount of time. In another embodiment, the 
reputation data about the intermediary party 103 is feedback 
data received in connection with transactions conducted by 
the intermediary party 103 from the first party 101 and/or the 
third party 105. In another embodiment, the reputation data 
about the intermediary party 103 is a number of successful 
transactions conducted by intermediary party 103. 
0027. In some embodiments, the fee determination mod 
ule 202, based on the reputation data of the intermediary party 
103, determines an intermediary fee chargeable by the inter 
mediary party 103 for transferring the at least a portion of the 
first value to the third party 105. The reputation of an inter 
mediary party 103, e.g., a franchisee, may affect the trust and 
preference of the users, as well as the service rate of the 
intermediary party 103. For example, an intermediary party 
103 having done more (e.g. 500) transactions successfully 
charges a higher (e.g. S10) withdrawal fee, while another 
intermediary party 103 having done less (e.g. 10) transactions 
Successfully charges a lower (e.g. S2) withdrawal fee in order 
to build up its reputation. 
0028. In an embodiment, the fee determination module 
202 also takes a fee schedule defined by the intermediary 
party 103 as a factor (or input) to determine the intermediary 
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fee chargeable by the intermediary party 103 for transferring 
the at least a portion of the first value to the third party 105. 
0029. In another embodiment, the fee determination mod 
ule 202 also takes the reputation data and/or risk scores of the 
first party 103 and/or the third party 105 as a factor to deter 
mine an intermediary fee chargeable by the intermediary 
party 103 for transferring the at least a portion of the first 
value to the third party 105. The intermediary party 103 may 
choose to change the intermediary fee based on reputation 
data and/or risk scores of the first party 101 and/or the third 
party 105. For example, the intermediary party 103 sees that 
the first party 101 has a history of routinely initiating charge 
backs and/or requesting refunds on transactions, the interme 
diary party 103 may choose to accept the remittance transac 
tion, but charge a higher intermediary fee to cover the risk of 
the remittance transaction. 

0030. In some embodiments, the value transfer module 
204 transfers the first value from the account of the first party 
101 to the account of the intermediary party 103. in an 
embodiment, the value transfer module 204 deducts the inter 
mediary fee from the first value, and retains the intermediary 
fee in the account of the intermediary party 103. In another 
embodiment, the value transfer module 204 credits the 
account of the intermediary party 103 with the intermediary 
fee, and debits the account of the first party 101 with the 
intermediary fee. 
0031. In some embodiments, the network-based market 
place 160 further includes a transfer confirmation module 
206, coupled to the value transfer module 204, to provide 
confirmation of the transfer of at least a portion of the first 
value to the third party 105. The value transfer module 204 
credits the account of the intermediary party 103 with the 
intermediary fee responsive to receiving a confirmation from 
the transfer confirmation module 206 of the transfer of at least 
a portion of the first value to the third party 105. The transfer 
of at least a portion of the first value from the intermediary 
party 103 to the third party 105, for example, can be a physical 
transfer of money. 
0032. In an embodiment, the transfer confirmation module 
206 receives a confirmation of the transfer of at least a portion 
of the first value to the third party 105 is received from the 
third party 105. In another embodiment, the transfer confir 
mation module 206 receives confirmation of the transfer of at 
least a portion of the first value to the third party 105 is 
received from the intermediary party 103. 
0033. In some embodiments, the payment and remittance 
system 160 further includes a reputation update module 208 
to update the reputation data associated with the intermediary 
party 103 based on the remittance transaction conducted. The 
feedback module 208 may receive the feedback information 
from the first party 101 and/or the third party 105. 
0034. In one embodiment, the reputation update module 
208 updates a count of remittance transactions conducted by 
the intermediary party 105. In another embodiment, the repu 
tation update module 208, after determining that the remit 
tance transaction has been Successfully completed, updates a 
count of successful remittance transactions completed by the 
intermediary party 103. In another embodiment, from a feed 
back module 210, the reputation update module 208 receives 
feedback information regarding the remittance transaction 
from the first party 101 and/or the third party 105 and updates 
the reputation databased on the received feedback informa 
tion. 
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0035. In some embodiments, in conjunction with one or 
more weighting functions and transaction attributes, the feed 
back module 210 uses the feedback provided by the first party 
101 and/or the third party 105 about the intermediary party 
103 to determine a new feedback value about the intermedi 
ary party 103, and then the reputation module 208 updates the 
reputation value about the intermediary party 103 based on 
the new feedback value. For example, the one or more weight 
ing functions may be applied among feedback indicators, 
Such as negative, neutral, and positive, to produce a weighted 
value for the new feedback value, which is from either the first 
party 101 or the third party 105. If the weighted value is less 
than Zero, it would result in a negative impact on the existing 
feedback value, and if greater than Zero, a positive impact. If 
the first party 101 or the third party 105 does not leave any 
feedback, the feedback module 210 would by default assume 
a neutral impact. The reputation of the intermediary party 103 
may suffer based on past transaction feedback. For example, 
the intermediary party's reputation may decline based on how 
many negative transactions the intermediary party has con 
ducted. 
0036. In other embodiments, the feedback module 210 
may conduct a credit check to obtain feedback scores about an 
intermediary party 103 from a third party source, e.g. from a 
bank, a financial entity, or a commercial entity. 
0037. In some embodiments, a messaging application 228 
of the network-based marketplace 160 may be used to deliver 
messages among users of the network-based marketplace 
160. The messages may be used by the payment and remit 
tance system 160, the first party 101, the third party 105, or the 
intermediary party 103 to communicate or exchange infor 
mation. 
0038. In an embodiment, the messaging application 228 
may be used in conjunction with a dispute resolution appli 
cation 224 to settle down disputes involved in remittance 
transactions among the first party 101, the third party 105, and 
the intermediary party 103. 
0039. In another embodiment, the messaging application 
228 may be used in conjunction with a fraud prevention 
application 226 to prevent frauds, which might happen during 
the process of the remittance transaction. 
0040 FIG. 3 is a high level entity-relationship diagram 
illustrating one embodiment of various tables 300 that may be 
maintained in the database 226 shown in FIG.1. These tables 
300 may be utilized by and support the payment and remit 
tance modules 120, 
0041. In some embodiments, a user table 302 may contain 
a record for each registered user of the network-based mar 
ketplace 160, which may include an identifier, an address and 
financial instrument information pertaining to each registered 
user. For example, a user may operate as a first party 101, a 
third party 105, or an intermediary party 103 within the pay 
ment and remittance modules 120. 

0042. In some embodiments, a remittance history table 
304 may contain a record for each remittance transaction 
performed via the network-based marketplace 160 during a 
certain period of time. For example, remittance history table 
304 may contain a remittance transaction identifier, the iden 
tifier of each of the first party 101, the third party 105 and the 
intermediary party 103, dates showing when the first party 
101 requests the remittance transaction and when the remit 
tance transaction is completed, the value of the remittance 
transaction requested, and an attribute identifier of the remit 
tance transaction. 
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0043. In some embodiments, a transaction table 310 may 
further contain more detailed information of each remittance 
transaction than the information maintained in remittance 
history table 304. For example, the transaction table 310 may 
further contain the information about the intermediary fee 
charged by the intermediary party 103. 
0044. In some embodiments, an attribute table 312 may 
contain attribute identifier, and attributes of a transaction, e.g. 
indicating whether the intermediary fee is paid by the first 
party 101 or by the third party 105. 
0045. In some embodiments, a reputation table 306 may 
contain an identifier of the each intermediary party 103, and 
reputation data of the each intermediary party 103 registered 
in of the network-based marketplace 160. 
0046. In some embodiments, a feedback table 308 may be 
utilized by the feedback module 210 to construct and main 
tain reputation information in the form of feedback values 
about the intermediary party 103 of the network-based mar 
ketplace 160. For example, the feedback values about the 
intermediary party 103 in the feedback table 308 can be used 
to update the reputation values about the intermediary party 
103 in the reputation table 306. 
0047 FIG. 4 illustrates data structure of a reputation table 
306 in accordance with an embodiment illustrated in FIG. 3. 
0048. In some embodiments, the fields or columns of the 
reputation table 306 shown in FIG. 4 include an identifier of 
the intermediary party 103, a number of transactions con 
ducted by the intermediary party 103, a number of positive 
feedbacks from the first party 101 or the third party 105, a 
number of negative feedbacks from the first party 101 or the 
third party 105, and a total value successfully transferred by 
the intermediary party 103. 
0049 FIG. 5 illustrates a method of determining an inter 
mediary fee chargeable by an intermediary party, through 
which the remittance is transferred, in accordance with an 
embodiment of the application. 
0050. At 502 of the embodiment, via the web server 116, 
the application server 118 receives a request to deliver a 
remittance from a first party 101 to an account of a third party 
105 through an intermediary party 103. 
0051. At 504, in some embodiments, the reputation deter 
mination module 200 access reputation data associated with 
the intermediary party 103. In an embodiment, the reputation 
data associated with the intermediary party 103 is stored in 
database(s) 126. In other embodiments, at 504, the reputation 
determination module 200 also access reputation data and/or 
risk scores of a first party 101 and/or a third party 105 stored 
in database(s) 126 or populated from other systems. 
0052. In an embodiment, the reputation data associated 
with the intermediary party 103 includes a number of remit 
tance transactions conducted by the intermediary party 103. 
In another embodiment, the reputation data associated with 
the intermediary party 103 is based on a value of remittance 
transactions conducted by the intermediary party 103 over a 
predetermined amount of time. In another embodiment, the 
reputation data associated with the intermediary party 103 
includes feedback data received in connection with remit 
tance transactions conducted by the intermediary party 103. 
In one embodiment, the feedback data is received from the 
first party 101. In another embodiment, the feedback data is 
received from the third party 105. In another embodiment, the 
reputation data associated with the intermediary party 103 
includes a number of Successful remittance transactions con 
ducted by the intermediary party 103. 
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0053. Then, at 506, the fee determination module 202 
determines an intermediary fee chargeable by the intermedi 
ary party 103 based on the reputation data about the interme 
diary party 103 accessed at 504. 
0054. In some embodiments, at 506, the fee determination 
module 202, based on the reputation data of the intermediary 
party 103, determines an intermediary fee chargeable by the 
intermediary party 103 for transferring the at least a portion of 
the first value to the third party 105. 
0055. In an embodiment, at 506, the fee determination 
module 202 also takes a fee schedule defined by the interme 
diary party 103 as a factor or an input to determine the inter 
mediary fee chargeable by the intermediary party 103 for 
transferring the at least a portion of the first value to the third 
party 105. 
0056. In another embodiment, at 506, the fee determina 
tion module 202 also takes the reputation data and/or risk 
scores of the first party 103 and/or the third party 105 as a 
factor to determine an intermediary fee chargeable by the 
intermediary party 103 for transferring the at least a portion of 
the first value to the third party 105. The intermediary party 
103 may choose to change the intermediary fee based on 
reputation data and/or risk scores of the first party 103 and/or 
the third party 105. For example, the intermediary party 103 
sees that the first party 101 has a history of routinely initiating 
chargebacks and/or requesting refunds on transactions, the 
intermediary party 103 may choose to accept the remittance 
transaction, but charge a higher intermediary fee to cover the 
risk of the remittance transaction. 

0057 FIG. 6 illustrates a method of delivering a remit 
tance from a first party to an account of a third party through 
an intermediary party in accordance with an embodiment of 
the application. 
0058. In the embodiment, at 602, the messaging applica 
tion 228 receives a request to deliver a remittance from an 
account of a first party 101 to an account of a third party 105 
through an intermediary party 103. 
0059. In an embodiment, at 602, the remittance is trans 
ferred from an account of the first party 101 to the account of 
the intermediary party 103. 
0060. In another embodiment, at 602, the remittance is 
transferred from the first party 101 in cash to the account of 
the intermediary party 103. 
0061. At 604 of the embodiment, the reputation determi 
nation module 200 accesses reputation data associated with 
the intermediary party 103. In an embodiment, the reputation 
determination module 200 obtains the reputation data asso 
ciated with the intermediary party 103 from a database 126. 
0062. At 606, the fee determination module 202 deter 
mines an intermediary fee chargeable by the intermediary 
party 103 based on the reputation data accessed at 604. 
0063. At 608, the value transfer module 204 transfers a 

first value from the first party 101 to the account of the 
intermediary party 103. 
0064. At 610, the value transfer module 204 deducts the 
intermediary fee from the first value of the first party 101 to 
obtain a net value of the first value, and retains the interme 
diary fee in the account of the intermediary party 103. 
0065. At 612, in an embodiment, the value transfer module 
204 transfers the net value of the first value from the account 
of the intermediary party 103 to the account of the third party 
105. In another embodiment, the transfer of the net value of 
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the first value from the intermediary party 103 to the third 
party 105 is a physical transfer of money, i.e., person-to 
person cash transfer. 
0066. Then, at 614, the reputation update module 208 
updates the reputation data associated with the intermediate 
party 103. 
0067. In an embodiment, after the remittance completed, 
the reputation update module 208 updates the number of 
remittance transactions conducted by the intermediary party 
103, and saves the number in the reputation table 306 shown 
in FIG. 4. 
0068. In another embodiment, after the transfer confirma 
tion module 206 confirming that the remittance transaction 
has been Successfully completed, the reputation update mod 
ule 208 updates the count of successful remittance transac 
tions completed by the intermediary party 103, and saves the 
count in the reputation table 306 shown in FIG. 4. 
0069. In another embodiment, the reputation update mod 
ule 208 receives feedback information in connection with the 
completed remittance transaction, updates the reputation data 
associated with the intermediary party 103 based on the 
received feedback information, and saves the reputation data 
in the reputation table 306 shown in FIG. 4. The feedback 
information is received from either the first party 101 or the 
third party 105. 
(0070 FIG. 7 illustrates a method of delivering a remit 
tance from an account of a first party to an account of a third 
party through an intermediary party in accordance with 
another embodiment of the application. 
0071. In the embodiment, at 702, the payment and remit 
tance modules 120 receive a request to deliver a remittance 
from an account of a first party 101 to an account of a third 
party 105 through an intermediary party 103. 
0072 At 704, the payment and remittance modules 120 
access reputation data associated with the intermediary party 
103. In an embodiment, the reputation data associated with 
the intermediary party 103 is stored in database(s) 126. 
(0073. At 706, the payment and remittance modules 120 
determine an intermediary fee chargeable by the intermediary 
party 103 based on the reputation data accessed. at 604. 
0074 At 708, the payment and remittance modules 120 
transfer a first value from the account of the first party 101 to 
the account of the intermediary party 103. 
(0075. At 710, the payment and remittance modules 120 
transfer the first value from the account of the intermediary 
party 103 to the account of the third party 105. 
0076. At 712, the payment and remittance modules 120 
credit the account of the intermediary party 103 with the 
intermediary fee, and debit the account of the first party 101 
with the intermediary fee. In an embodiment, after the trans 
fer confirmation module 206 receives a confirmation of the 
successful remittance transfer of the net value of the first 
value to the third party 105, the value transfer module 204 
credits the account of the intermediary party 103 with the 
intermediary fee determined at 706. 
0077. Then, at 714, the payment and remittance modules 
120 updates the reputation data associated with the interme 
diate party 103. 
0078. In an embodiment, after the remittance completed, 
the reputation update module 208 updates the count of remit 
tance transactions conducted by the intermediary party 103. 
and saves the count in the reputation table 306 shown in FIG. 
4. 
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0079. In another embodiment, after the transfer confirma 
tion module 206 confirming that the remittance transaction 
has been Successfully completed, the reputation update mod 
ule 208 updates the count of successful remittance transac 
tions completed by the intermediary party 103, and saves the 
count in the reputation table 306 shown in FIG. 4. 
0080. In another embodiment, the reputation update mod 
ule 208 receives feedback information in connection with the 
completed remittance transaction, updates the reputation data 
associated with the intermediary party 103 based on the 
received feedback information, and saves the reputation data 
in the reputation table 306 shown in FIG. 4. The feedback 
information is received from either the first party 101 or the 
third party 105. 
0081 FIG. 8 is a block diagram illustrating a machine in 
the example form of a computer system 800, within which a 
set of sequence of instructions for causing the machine to 
perform any one of the methodologies discussed herein may 
be executed. In alternative embodiments, the machine may be 
a server computer, a client computer, a personal computer 
(PC), a tablet PC, a set-top box (STB), a Personal Digital 
Assistant (PDA), a cellular telephone, a web appliance, a 
network router, Switch or bridge, or any machine capable of 
executing a set of instructions that specify actions to be taken 
by that machine. Further, while only a single machine is 
illustrated, the term “machine' shall also be taken to include 
any collection of machines that individually or jointly execute 
a set of instructions to perform any one or more of the meth 
odologies discussed herein. 
0082. The example computer system 800 includes a pro 
cessor 802 (e.g., a central processing unit (CPU) a graphics 
processing unit (GPU) or both), a main memory 804 and a 
static memory 806, which communicate with each other via a 
buS 808. 
0083. The computer system 800 may further include a 
video display unit 810 (e.g., a liquid crystal display (LCD) or 
a cathode ray tube (CRT)). The computer system 800 also 
includes an alphanumeric input device 812 (e.g., a keyboard), 
a cursor control device 814 (e.g., a mouse), a disk drive unit 
816, a signal generation device 818 (e.g., a speaker) and a 
network interface device 820. 

0084. The disk drive unit 816 includes a machine-readable 
medium 822 on which is stored one or more sets of instruc 
tions (e.g., software 824) embodying any one or more of the 
methodologies or functions described herein. The software 
824 may also reside, completely or at least partially, within 
the main memory 804 and/or within the processor 802 during 
execution thereof by the computer system 800, the main 
memory 804 and the processor 802 also constituting 
machine-readable media. 

I0085. The software 824 may further be transmitted or 
received over a network 826 via the network interface device 
820. 

0.086 While the machine-readable medium 822 is shown 
in an example embodiment to be a single medium, the term 
“machine-readable medium’ should be taken to include a 
single medium or multiple media (e.g., a centralized or dis 
tributed database, and/or associated caches and servers) that 
store the one or more sets of instructions. The term “machine 
readable medium’ shall also be taken to include any medium 
that is capable of storing, encoding or carrying a set of instruc 
tions for execution by the machine and that cause the machine 
to perform any one or more of the methodologies of the 
present invention. The term “machine-readable medium’ 
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shall accordingly be taken to include, but not be limited to, 
Solid-state memories, optical and magnetic media, and carrier 
wave signals. 
I0087 Thus, methods and systems for remittance delivery 
from a first party to a third party through an intermediary 
party have been described. Although the present invention has 
been described with reference to specific embodiments, it will 
be evident that various modifications and changes may be 
made to these embodiments without departing from the 
broader spirit and scope of the invention. Accordingly, the 
specification and drawings are to be regarded in an illustrative 
rather than a restrictive sense. 

1. A system for a network-based marketplace, the system 
comprising: 

an interface to receive a request to conduct a remittance 
transaction, the remittance transaction including a trans 
fer of a value from a first party to an account of an 
intermediary party, and a transfer of at least a portion of 
the value to a third party by the intermediary party; and 

a reputation determination module to access reputation 
data associated with the intermediary party; and 

a fee determination module to determine an intermediary 
fee chargeable by the intermediary party for the transfer 
of at least the portion of the first value to the third party 
based on the reputation data. 

2. The system of claim 1, further comprising a value trans 
fer module to transfer the value from an account of the first 
party to the account of the intermediary party, and to transfer 
at least the portion of the value to the third party. 

3. The system of claim 2, wherein the value transfer mod 
ule is to deduct the intermediary fee from the value, and to 
retain the intermediary fee in the account of the intermediary 
party. 

4. The system of claim 2, wherein the value transfer mod 
ule is to credit the account of the intermediary party with the 
intermediary fee. 

5. The system of claim 2, wherein the value transfer mod 
ule is to debit the account of the first part with the intermedi 
ary fee. 

6. The system of claim 2, further comprising a transfer 
confirmation module, coupled to the value transfer module, to 
provide confirmation of the transfer of at least the portion of 
the value to the third party. 

7. The system of claim 1, further comprising a reputation 
update module to update the reputation data associated with 
the intermediary party responsive to a completion of the 
remittance transaction. 

8. The system of claim 7, wherein the transfer confirmation 
module is to receive a confirmation of the transfer of at least 
the portion of the value to the third party from the third party. 

9. The system of claim 7, wherein the transfer confirmation 
mo is to receive a confirmation of the transfer of at least, the 
portion of the value to the third party from the intermediary 
party. 

10. A method of delivering a remittance over a network, 
comprising: 

receiving a request to conduct a remittance transaction, the 
remittance transaction including a transfer of a value 
from a first party to an account of an intermediary party, 
and a transfer of at least a portion of the value to a third 
party by the intermediacy party; 

accessing, using one or more processors, reputation data 
associated with the intermediary party; and 
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determining an intermediary tee chargeable by the inter 
mediary party for the transfer of at least the portion of the 
value to the third party, the determining of the interme 
diary fee being based upon the reputation data associ 
ated with the intermediary party. 

11. The method of claim 10, wherein the reputation data 
associated with the intermediary party includes a value of 
remittance transactions previously conducted by the interme 
diary party over a predetermined amount of time. 

12. The method of claim 11, wherein the more the value of 
remittance transactions previously conducted by the interme 
diary party over the predetermined amount of time, the more 
the intermediary fee. 

13. The method of claim 10, wherein the reputation data 
associated with the intermediary party includes a number of 
Successful transactions previously conducted by the interme 
diary party over a predetermined amount of time. 

14. The method of claim 13, wherein the more the number 
of Successful transactions previously conducted by the inter 
mediary party over the predetermined amount of time, the 
more the intermediary fee. 

15. The method of claim 10, wherein the reputation data 
associated with the intermediary party includes feedback data 
received from one or more first and/or third parties in con 
nection with remittance transactions previously conducted by 
the intermediary party. 

16. The method of claim 10, wherein the request is received 
by an interface of a server included in a payment system. 
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17. The method of claim 10, further comprising deducting 
the intermediary fee from the value, and retaining the inter 
mediary fee in the account of the intermediary party. 

18. The method of claim 10, further comprising creditingle 
account of the intermediary party with the intermediary fee 
with the intermediary fee responsive to confirmation of the 
transfer of at least the portion of the value to the third party. 

19. The method of claim 10, further comprising debiting 
the account of the first party with the intermediary fee respon 
sive to confirmation of the transfer of at least the portion of the 
value to the third party. 

20. A machine readable medium embodying instructions, 
which when executed by a machine, cause the machine to 
perform a method including: 

receiving a request to conduct a remittance transaction, the 
remittance transaction including a transfer of a value 
from a first party to an account of an intermediary party, 
and a transfer of at least a portion of the value to a third 
party by the intermediary party; 

accessing reputation data associated with the intermediary 
party; and 

determining an intermediary tee chargeable by the inter 
mediary party for the transfer of at least the portion of the 
value to the third party, the determining of the interme 
diary fee being based upon the reputation data associ 
ated with the intermediary party. 
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