Title: DISTRIBUTED MARKETING PLATFORM

Abstract: A system for providing access to a distributed marketing platform is disclosed. In particular, the system may be utilized to allow a local marketer to access marketing resources for one or more brands through the use of a sub-account. The system may generate the sub-account for the local marketer, which may be utilized by the local marketer to access a master account associated with a particular brand that the local marketer desires to connect with. Access to the master account and its resources may be granted to the sub-account if the local marketer submits valid key and account information to an online portal associated with the master account. Additionally, the sub-account may be allowed to connect to other master accounts associated with other brands by using the online portal and without violating master account agreements of direct solicitation and cross-promotion of the master accounts to the sub-account.
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Distributed Marketing Platform

Field of the Invention

[0001] The present application relates to marketing resource management systems and methods, and more particularly, to systems and methods for providing access to a distributed marketing platform.

Background

[0002] In today's technology driven society, people and businesses are increasingly utilizing communication networks, such as the Internet or other networks, to access various types of software services, perform job functions, access various types of resources, consume various types of content, conduct and participate in business transactions, and carry out a variety of other tasks and functions. For example, a local marketer or affiliate of a national brand may access a custom website developed by a national brand to access various types of marketing resources provided by the national brand. Such marketing resources may include, but are not limited to, direct mail materials, promotional catalogs, electronic mail promotional materials, marketing programs, national brand advertisements, and other marketing resources. The local marketer may utilize such resources to promote the national brand and products associated with the national brand directly to the local marketer's customers.

[0003] Currently, however, local marketers are often relegated to using a different website or other software-based marketing platform for accessing various types of marketing resources for each different national brand that the local marketers are affiliated with or choose to be affiliated with. As a result, this forces the local marketers to adapt to multiple different software platforms, which may not offer the same types of services, may provide different ways of accessing similar marketing resources or services, may offer varying levels of reliability, and may provide different user experiences. Additionally, when local marketers generate data when using the various software platforms, such data cannot readily be shared between the platforms. As a result, local marketers often have to spend additional time and resources to unnecessarily replicate this data.

[0004] While currently existing marketing platforms often have some advantages, there are also quite a few disadvantages associated with such platforms. For example, traditional marketing platforms often require spending a significant amount of resources to train company employees to learn how to effectively use each different platform for each national brand, are often difficult to integrate with the local marketer's existing systems, and are often
not readily customizable. Additionally, as the widespread use of mobile devices, such as smartphones, laptops, and computer tablets continues to increase, along with the proliferation of social networking, people are increasingly utilizing such mobile devices to access marketing resources, to perform work, and to interact with other people. As a result, software-based marketing platforms need to continue to evolve to satisfy ever-changing needs and demands.

Summary

[0005] A system and accompanying methods for providing access to a distributed marketing platform are disclosed. In particular, the systems and methods may allow for a local marketer or affiliate to access the various marketing resources or other content provided by multiple brands within the same cohesive online portal, while also ensuring that agreements between the local marketers and the national brands are not violated and that confidential information from one brand is kept separate from another brand. For the purposes of this disclosure, a local marketer or affiliate may be associated with a sub-account, and a brand may be associated with a master account. Each brand may register a master account with the online portal and upload or otherwise provide various types of marketing resources to the online portal so that they are made accessible to authorized sub-accounts. In order to authorize a designated sub-account with access to the brand’s marketing resources, the master account may generate a unique key, set up rules associated with accessing the marketing resources, and associate the rules with the key. The master account may transmit the key to a potential new sub-account, and a user associated with the sub-account may submit a key into the online portal.

[0006] If the online portal determines that the key submitted by the user of the sub-account is not valid and does not match the key generated by the master account, then the sub-account may be prevented from registering with the online portal and, as a result, may be prevented from accessing the resources of the master account. However, if the online portal determines that the key submitted by the user of the sub-account was valid and matches the key generated by the master account, then the system may enable the sub-account to register with the online portal. Once registered, the sub-account may access the resources of the master account via the online portal. This process may be repeated for additional master accounts such that the sub-account may gain access to multiple master accounts for varying brands within the same online portal. When a user of the sub-account logs into the online portal, the online portal may present each master account that the sub-account is connected to
as a separate "network" on a graphical user interface so as to ensure that a given master account is separately accessible from another master account. As a result, a user of the sub-account may seamlessly access multiple master accounts within the same online portal and experience similar user experiences when accessing the different master accounts.

[0007] In one embodiment, a system for providing access to a distributed marketing platform is disclosed. The system may include a memory that stores instructions and a processor that executes the instructions to performing various operations of the system. The processor may be associated with an online portal that is associated with a master account of a particular brand. An operation of the system may include transmitting a first key to a device of a user. The key may be utilized to provide access to resources, such as marketing resources, provided by the master account. The system may then perform an operation comprising receiving, at the online portal, a second key from the device of the user. The system may perform another operation that comprises transmitting, to the device of the user, a prompt to register a sub-account with the online portal if the system determines that the second key matches the first key. In one embodiment, the sub-account may identify the user as a local affiliate or local marketer of a brand of the master account. The system may then perform an operation that comprises receiving, from the device of the user, a request to register the sub-account with the online portal in response to the prompt that was sent to the user. The system may proceed to determine if the request to register the sub-account with the online portal is approved. If the request to register the sub-account with the online portal is approved, then the system may perform an operation that comprises providing the sub-account with access to the online portal so that the sub-account can access the resources provided by the master account. The sub-account's level of access to the resources provided by the master account may be based on rules that are set by the master account that are associated with the first key and the sub-account.

[0008] In another embodiment, a method for providing access to a distributed marketing platform is disclosed. The method may incorporate a memory that stores instructions and a processor that executes the instructions to perform at least a portion of the method. The method may include receiving, from a device of a user, a first request to access an online portal associated with a master account. The online portal may be utilized to provide access to resources provided by the master account. Additionally, the method may include receiving, from a device of the master account, a data packet including a master account identifier, a third party identifier, and a key in response to the first request to access the online portal. The master account identifier may uniquely identify the master account and the
third party identifier may uniquely identify the user. The method may also include determining if the user has a sub-account with the online portal based on the master account identifier and the third party identifier of the data packet. In one embodiment, the sub-account may identify the user as a local affiliate of a brand of the master account. Then, the method may include transmitting, to the device of the user, a prompt to register the sub-account with the online portal if the user is determined to not have the sub-account with the online portal. The method may include receiving, from the device of the user, a request to register the sub-account with the online portal in response to the prompt. Furthermore, the method may include determining if the key and the request to register the sub-account with the online portal have been approved. Moreover, the method may include providing the sub-account with access to the online portal if the key and the request to register the sub-account with the online portal are determined to be approved. Having access to the online portal may provide the sub-account with access to the resources provided by the master account.

[0009] According to another exemplary embodiment, a computer-readable device having instructions for providing access to a distributed marketing platform is provided. The computer instructions, which when loaded and executed by a processor, may cause the processor to perform operations including, but not limited to: receiving, from a device of a user, a request to access an online portal associated with a master account, wherein the online portal provides access to resources provided by the master account; receiving, from a device of the master account, a data packet including a master account identifier, a third party identifier, and a key in response to the request to access the online portal, wherein the master account identifier uniquely identifies the master account, wherein the third party identifier uniquely identifies the user; determining, by utilizing instructions from memory that are executed by a processor, if the user has a sub-account with the online portal based on the master account identifier and the third party identifier of the data packet, wherein the sub-account identifies the user as a local affiliate of a brand of the master account; and providing the sub-account with access to the online portal if the user is determined to have the sub-account, if the key is approved, and if information in a file of the user matches with the master account identifier and the third party identifier of the data packet.

[0010] These and other features of the systems and methods for providing access to a distributed marketing platform are described in the following detailed description, drawings, and appended claims.
Brief Description of the Drawings

[0011] Figure 1 is a schematic diagram of a system for providing access to a distributed marketing platform according to an embodiment of the present disclosure.

[0012] Figure 2 features a web page of an online portal that displays existing master account networks and potential new networks to a user of a sub-account of the system of Figure 1.

[0013] Figure 3 features a web page illustrating a login page for logging into a sub-account of the system of Figure 1.

[0014] Figure 4 features a web page illustrating a failed login attempt when a user inputs invalid information into the web page of Figure 3.

[0015] Figure 5 features a web page illustrating an error that occurs when an unauthorized user inputs information into the web page of Figure 3.

[0016] Figure 6 features a web page that enables a user of the system of Figure 1 to find a previously made account or to create a new account for the online portal of the system.

[0017] Figure 7 features a web page that is returned when a user selects the option to find a previously made account from the web page of Figure 6, wherein the web page enables the user to search for the previously made account based on a user identification associated with a sub-account.

[0018] Figure 8 features a web page that is returned when a user selects the option to find a previously made account from the web page of Figure 6, wherein the web page enables the user to search of the previously made account based on contact information associated with a sub-account.

[0019] Figure 9 features a web page that is returned that display possible results when a user inputs contact information associated with a sub-account into the web page of Figure 8.

[0020] Figure 10 features a web page that is returned that prompts a user to log into the online portal when a sub-account is found in the online portal for a user.

[0021] Figure 11 features a web page that is returned when a user attempts to recover a password associated with a sub-account by clicking on a link in the web page of Figure 10.

[0022] Figure 12 features a web page that is returned when a user inputs information to recover the password into the web page of Figure 11.

[0023] Figure 13 features a web page that is returned when a user inputs information to recover his or her user identification into the web page of Figure 10.
Figure 14 features a web page that is returned when a user inputs information to recover the user identification into the web page of Figure 13.

Figure 15 features a web page that is returned when a user selects the option to create a new sub-account from the web page of Figure 6.

Figure 16 is a flow diagram illustrating a sample method for providing access to a distributed marketing platform according to an embodiment of the present disclosure.

Figure 17 is a flow diagram illustrating a sample method for providing access to a distributed marketing platform using a single sign-on application programming interface according to an embodiment of the present disclosure.

Figure 18 is a schematic diagram illustrating sales networks between master account, sub-accounts, and consumers.

Figure 19 is a schematic diagram of a machine in the form of a computer system within which a set of instructions, when executed, may cause the machine to perform any one or more of the methodologies of the system for providing access to a distributed marketing platform.

**Detailed Description of the Invention**

A system 100 and accompanying methods for providing access to a distributed marketing platform are disclosed. The system 100 and methods may enable a local marketer to access the marketing resources, content, and other materials provided by one or more brands (e.g. companies, organizations, etc.) within the same online portal. The online portal of the system 100 may be configured to operate in such a way so as to ensure that agreements between the local marketer and the brands are not violated, and that confidential or proprietary information from one brand is kept separate from another brand. As described herein, a local marketer or affiliate may be associated with a sub-account, and each particular brand may be associated with a master account. The local marketer may promote, sell, offer to sell, or otherwise market various products and services of the brand to customers of the local marketer. In order to assist the local marketer in accessing marketing resources provided by the brand, each brand may register its own master account with the online portal of the system 100 and provide the resources to the online portal so that the resources may be made accessible to authorized sub-accounts. In order to authorize a new sub-account, the master account may generate a unique key, set up rules associated with accessing the marketing resources and/or the master account, and associate the rules with the key and the potential new sub-account. The master account may transmit the key to the potential new
sub-account, and a user associated with the sub-account may submit a key to the online portal for processing by the system 100.

[0031] Once the key is submitted by the user associated with the potential new sub-account, the system 100 may determine if the submitted key is valid based on whether or not the submitted key matches the key generated by the master account. If the system 100 determines that the submitted key does not match the key generated by the master account, then the sub-account may be prevented by the system 100 from registering with the online portal. As a result, the system 100 may prevent the sub-account from accessing the resources of the master account, and, thus, prevent unauthorized access. However, if the system 100 determines that the submitted key is valid and matches the key generated by the master account, then the system 100 may enable the sub-account to register with the online portal. Once registered, the sub-account may be allowed to access the resources of the master account via the online portal of the system 100. Notably, this process may be repeated for each additional master account that the sub-account wishes to connect with. As the process is repeated for additional master accounts, the sub-account may gain access to the resources for each of the additional master accounts separately within the same online portal of the system 100. Furthermore, when a user of the sub-account logs into the online portal of the system 100, the online portal may present each master account that the sub-account is connected to as a separate "network" on a graphical user interface presented by the system 100. This may ensure that each master account and its associated resources are separately accessible from another master account and its associated resources. Thus, a user of the sub-account may seamlessly access multiple master accounts within the same online portal of the system 100 and experience a similar user experience when accessing the different master accounts.

[0032] Referring to the drawings and in particular to Figures 1-15, a system 100 for providing access to a distributed marketing platform is schematically illustrated. The system 100 may include any number of components for performing the operative functions disclosed herein. For example, the system 100 may include a master account device 105, a first sub-account device 125, a second sub-account device 130, an intranet 129, a communications network 140, a server 145, and a database 150. The master account device 105 may include a memory 106 that stores instructions and a processor 107 that executes the instructions from memory 106 to perform various operations for the master account device 105. Additionally, the first sub-account device 125 may include a memory 126 and a processor 127, and the second sub-account device 130 may include a memory 131 and a processor 132. The memories and processors of the first and second sub-account devices 125 and 130 may be
used for performing various operations for each of the sub-account devices 125 and 130 respectively.

[0033] In one embodiment, the master account 105, the first sub-account device 125, and the second sub-account device 130 may be any type of computer device, such as, but not limited to, a computer, a server, a laptop, a mobile device, a tablet, a smartphone, or any other suitable computing device. In one embodiment, the master account device 105, the first sub-account device 125, and the second sub-account device 130 may include displays that that are configured to present various types of media content, web pages, graphical user interfaces associated with the online portal, and anything else. Illustratively, the master account device 105 is shown as a laptop, the first sub-account device 125 is shown as a mobile device, such as a smartphone, and the second sub-account device 130 is shown as a tablet.

[0034] The system 100 may perform any of the operative functions disclosed in the present disclosure by utilizing the processing capabilities of server 145 and the storage capacity of the database 150. An online portal of the system 100 may run on the server 145, and files and data associated with the online portal may be stored on the database 150. In one embodiment, the online portal may be a website, a social media application, a mobile application, or other software application, which may be utilized to link master accounts and sub-accounts with each other so that resources of the masters accounts may be accessed by authorized sub-accounts. In one embodiment, the online portal may be made accessible through a social media page. In one embodiment, the server 145 may include one or more memories 146 and one or more processors 147 that may be configured to process any of the various functions of the system 100, such as the functions of the online portal.

[0035] The one or more processors 147 may be software, hardware, or a combination of hardware and software. Additionally, the memory 146 of the server 145 can store instructions that the processors 147 may execute to perform various operations of the system 100. For example, the server 145 may assist in processing loads handled by the various devices in the system 100 and any other suitable operations conducted in the system 100, or otherwise. In one embodiment, multiple servers 145 may be utilized to process the functions of the system 100. The server 145 and other devices in the system 100, may utilize the database 150 to store data generated or received by the online portal, marketing resources and information uploaded by master accounts into the online portal, account information for master and sub-accounts, device information, social networking information, or any other information that is associated with the system 100. In one embodiment, multiple databases 150 may be utilized to store data in the system 100.
The intranet 129 of the system 100 may be a network that utilizes internet protocol or other protocols to connect various devices and programs within an organization that is associated with the master account. The intranet 129 may include an internal website, separate portal, or other similar application that is managed and run by the organization associated with the master account. In one embodiment, the internal website of the intranet 129 may include marketing resources and other information associated with the master account and the organization itself. Notably, the intranet 129 may be a private network and may be restricted to users within the organization. In one embodiment, the second sub-account device 130 may be permitted to have access to the intranet 129 by the organization associated with the master account.

Furthermore, the communications network 140 of the system 100 may be utilized to link all the devices in the system 100 to one another such that information and data may be transferred between devices in the system 100. The communications network 140 may include, but is not limited to including, a wireless network, an ethernet network, a satellite network, a broadband network, a cellular network, a private network, a cable network, the Internet, an internet protocol network, any network, or any combination thereof. Notably, the system 100 may utilize a combination of software and hardware to perform the operative functions and services of the system 100 disclosed herein.

Although Figure 1 illustrates a specific example configuration of the various components of the system 100, the system 100 may include any configuration of the components, which may include using a greater or lesser number of the components. For example, the system 100 is illustratively shown as including a master account device 105, a first sub-account device 125, an intranet 129, a second sub-account device 130, a communications network 140, a server 145, and a database 150. However, the system 100 may include any number of master account devices 105, any number of first sub-account devices 125, any number of intranets 129, any number of second sub-account devices 130, any number of communication networks 140, any number of servers 145, any number of databases 150, or any number of any of the other components in the system 100. Furthermore, in one embodiment, substantial portions of the functionality of the system 100 may be performed by the server 145 without the need for the database 150.

Operatively, the system 100, as shown in Figure 1, may be configured to provide a sub-account with access to marketing resources provided by a master account through the use of a distributed marketing platform that is provided by an online portal of the system 100. However, before the sub-account is provided with access to a particular master account's
resources, the master account may register with the online portal. In one embodiment, the registration of the master account may be performed by having the master account device 105 send a request, along with registration information, to the server 145 via a graphical user interface of the online portal and via the communications network 140. The request and registration information may include parameters such as, but not limited to, an organization name of the organization associated with the master account, an organization address, an organization contact, and other information. Once the request and registration information are received by the server 145, the server 145 can process the request and information by utilizing the processor 147. If the server 145 determines that the request and registration information include the required parameters defined by the online portal, then the server 145 may allow the master account to be created and registered for the organization.

[0040] Once the master account is created and registered with the online portal, the server 145 may transmit a prompt via the graphical user interface of the online portal to a user of the master account. In one embodiment, the prompt may indicate that the user of the master account should set a user identification (user ID) and password for the master account. The user of the master account may input a desired user ID and password into the graphical user interface of the online portal via the master account device 105. The server 145 may receive the user ID and password and associate the user ID and password with the master account. In one embodiment, the user ID and password may be utilized by a user of the master account to log into the online portal of the system 100 whenever they desire to access the online portal. The user of the master account may proceed to log into the online portal using the user ID and password, and, once the user ID and password are confirmed to be valid, the user may directly access the online portal.

[0041] When the user of the master account logs in and accesses the online portal of the system 100, the user may upload or otherwise transmit information about the organization associated with the master account to the online portal by utilizing the master account device 105. This information may include, but is not limited to, marketing resources, marketing programs, marketing information, organization information, information associated with the user of the master account, and other information. Marketing resources may include, but is not limited to, marketing distribution funds, which may or may not be specific to a particular marketing campaign; marketing templates that may be adjusted by an organization or local marketer; media content, such as video, audio, or other content; social media content; direct mail resources, which may include information related to directly accessing, distributing, and using direct mail promotional materials; and electronic promotional materials, such as
electronic-mail promotional materials, digital advertisements, and digital promotional materials. Marketing information may include, but is not limited to, information associated with various products and services provided by the organization; information for local marketers that is associated with how local marketers should market various products and services provided by the organization associated with the master account; information relating to purchasing marketing materials from the organization; information relating to customizing promotional materials; information relating to planning a marketing campaign for a particular product, service, geographic region, and/or demographic; information relating to automated marketing campaigns and programs; information relating to restrictions associated with marketing products and services of the organization; and information relating to the use of marketing distribution funds.

[0042] Marketing programs may be specific marketing campaigns developed by the organization for various local marketers to access through the online portal of the system 100. The marketing programs may be streamed or uploaded to the online portal as a file, such as a digital document file, digital video, and/or digital application that may include specific instructions and promotional materials for a local marketer to use in marketing a particular product or service of the organization. Organization information may include, but is not limited to, contact information, information associated with agreements with local marketers, and information identifying local marketers associated with the organization. Information associated with the user of the master account may include a name of the user, an address of the user, personal preferences of the user, personal preferences associated with using the online portal, and other such information.

[0043] Once the user of the master account accesses the online portal, the user may access an account management or network management area of the online portal. The account management or network management area may be used by the user of the master account to set preferences associated with the account, and to generate a unique key. In one embodiment, the unique key may be utilized by the master account to allow certain designated local marketers to create a sub-account so as to gain access to the various resources available for the master account through the online portal. In one embodiment, the user of the master account may generate the key himself or may have the online portal generate the key. The key may be a unique combination of digital characters, such as text characters or other types of characters; a unique file, such as an image file, text file, or even a media file; and/or a unique web link or other link. If the user of the master account decides to create the key himself, he can, depending on the type of key he wants to use, type the
unique text characters into a field of the online portal, upload a unique media file to the online portal, or upload a unique link to the online portal. However, if the user of the master account wants the online portal to generate the key, the user may select an option on the graphical user interface of the online portal to generate the key. The user may also specify the type of key to the online portal. If the option to generate the key is selected, the server 145 may generate the key at random or may generate a specific type of key that the user of the master account selects.

[0044] Once the key is generated, the user of the master account can set certain rules that may be associated with the key. The rules associated with the key may specify how long the key may be used, how often the key may be used, what local marketers are authorized to use the key, what portions of the online portal a particular local marketer may access, what specific resources provided by the master account that a local marketer can access, what the local marketer may do with resources provided by the master account, what sub-group a sub-account of the local marketer may be automatically associated with, what marketing funds the local marketer may access, what the marketing funds are based on (e.g., credit/percent/credit with percent abated), when the local marketer can access funds or features of the online portal, and any other rule associated with accessing anything provided by the organization associated with the master account. Once the key and its associated rules are set, the user of the master account may transmit the key, along with instructions for using the key and a link to the online portal, to a selected local marketer, such as a local marketer associated with first sub-account device 125, a local marketer associated with second sub-account device 130, or both. The key may be transmitted to the selected local marketer using the master account device 105, the server 145, or both. In certain embodiments, the key may be transmitted to the selected local marketer via email, via text message, via a peer-to-peer connection, or through any other electronic distribution means.

[0045] In one sample scenario, assume the local marketer associated with the first sub-account device 125 was the local marketer that was sent the key. The local marketer that is associated with the first sub-account device 125 may view or otherwise access the key, and access either a generic landing page for the online portal or a custom landing page associated with the organization that is associated with the master account. Once the local marketer accesses the landing page presented by the online portal, the local marketer may enter the key in a field on the landing page, along with account registration information for creating a sub-account with the online portal. In one embodiment, the local marketer may be prompted by the online portal to enter the account registration information associated with the sub-account.
only after the key has been determined to be valid. The account registration information may include information identifying the local marketer, information identifying users associated with the local marketer, a user ID for the sub-account, a password for the sub-account, or any other information associated with the local marketer. The server 145 may analyze the key entered by the local marketer to determine if the key entered by the local marketer matches the key generated on behalf of the master account. If the key entered by the local marketer does not match the key generated for the master account, then the server 145 may transmit a notification to the first sub-account device 125 indicating that the key submitted by the local marketer is invalid, that access to the online portal is denied, and that the sub-account will not be created.

However, if the server 145 determines that the key entered by the local marketer does match the key generated for the master account, then the server 145 may proceed to determine if the key entered by the local marketer and the registration information need further approval from the organization associated with the master account. If the server 145 determines that the key entered by the local marketer and the registration information does not need further approval from the organization associated with the master account, then the server 145 may proceed to process the rules associated with the key and process the registration information for creating the sub-account for the local marketer. Once the rules associated with the key and the registration information are processed, the server 145 may create the sub-account for the local marketer subject to the rules associated with the key. The server 145 may then proceed to transmit a notification to the first sub-account device 125 via the online portal to indicate to the local marketer that the sub-account has been created and that the key has been approved.

However, if the server 145 determines that the key entered by the local marketer and the registration information does need further approval from the organization associated with the master account, then the server 145 may proceed to place the pending sub-account in an approval queue and transmit a notification through the online portal to the master account. The notification may indicate that organization associated with the master account must approve the sub-account before they sub-account may officially register with the online portal and gain access to the resources of the master account. By placing the pending sub-account in the approval queue, it may serve to ensure that only users that are intended, by the organization associated with the master account, to have access to the online portal are actually given access to the online portal. If the organization associated with the master account disapproves of the sub-account registration, then the server 145 may transmit a
notification to the first sub-account device 125 indicating that the sub-account registration has been rejected. However, if the organization associated with the master account approves of the sub-account registration, then the server 145 may transmit a notification to the first sub-account device 125 indicating that the sub-account registration has been approved.

[0048] If the sub-account has been approved by the organization, the server 145 may proceed to process the rules associated with the key and process the registration information for creating the sub-account for the local marketer. The server 145 may then create the sub-account for the local marketer subject to the rules associated with the key. The server 145 may then transmit a notification to the first sub-account device 125 via the online portal to indicate that the sub-account has been created and that the key has been approved. A user of the first sub-account device can then log into the online portal using a user ID and password combination, and access approved resources of the master account. In one embodiment, the rules may specify a particular sub-group of the master account that the sub-account should be affiliated with. The sub-group may specify sub-accounts based on what marketing distribution funds the sub-account can use, what marketing resources the sub-account can access, along with other restrictions placed by the rules associated with the sub-group. The local marketer can continue to access, via the online portal, the resources provided by the master account until the organization associated with the master account indicates otherwise. In one embodiment, as shown in the webpage 200 of Figure 2, the user of the sub-account may view each master account that they are currently linked to and view potential new master accounts that they could potentially link to, such as via the graphical user interface of the online portal. The potential new master accounts may be displayed to the user of the sub-account based on the local marketer's industry, the local marketer's activity with the online portal, or other factors.

[0049] In another sample scenario, assume the local marketer associated with the second sub-account device 130 is seeking to access the resources associated with the master account. In this scenario, a user of the second sub-account device 130 may be a previously existing user on the organization's intranet 129, and may be provided with an action to log onto the online portal. The action to log onto the online portal may be included in a link provided through a separate portal within the intranet 129 of the organization associated with the master account. When the user of the second sub-account device 130 clicks on the link, a data packet (e.g. extensible markup language (XML) packet or other suitable packet) may be sent by the separate portal within the intranet 129 of the organization over a secure connection to the online portal of the system 100. In one embodiment, the data packet may
be sent by utilizing a single sign-on application programming interface provided by system 100 that allows the separate portal within the intranet 129 to communicate with the online portal of the system 100. In one embodiment, the data packet may include a master account identifier, a third party identifier, a key associated with accessing the master account, information associated with the user, information associated with the organization, and/or other information. The master account identifier may be an identifier that uniquely identifies the master account that is registered with the online portal of the system 100, and the third party identifier may be an identifier that is unique to the organization and specifically identifies the user of the second sub-account device 130. In one embodiment, the data packet may not include a user ID or password from the user of the second sub-account device 130.

[0050] Once the online portal of the system 100 receives the data packet, the server 145 may analyze the data packet, and, based on the identifiers in the data packet, may determine if the user of the second sub-account device 130 is a previously existing user of the online portal of the system 100 that has a sub-account. If the server 145 determines that a sub-account does not exist for the user of the second sub-account device 130, then the server 145 may execute instructions to cause the online portal of the system 100 to display a registration screen to the user of the second sub-account device 130 to create the sub-account. In one embodiment, the server 145 may pre-populate the registration screen with information that was sent in the data packet to the online portal of the system 100. The user of the second sub-account 130 may view the registration screen, adjust any information if necessary, select a user ID and password for the sub-account, and submit the information in the registration screen to the online portal using the second sub-account device 130.

[0051] Once the information is submitted to the online portal, the server 145 may associate the rules associated with the key with the sub-account and enforce the rules on the user of the second sub-account device 130 when he or she accesses the resources of the master account or accesses the online portal. Additionally, the server 145 may store or otherwise set a file on an application of the user of the second sub-account device that may include at least the master account identifier, the third party identifier, an identifier for the new sub-account, along with account information associated with the sub-account. For example, the file may be an internet cookie that is stored in connection with a browser that the user is using to access the online portal of the system 100.

[0052] If, however, the server 145 determines that the sub-account does actually exist for the user of the second sub-account device after analyzing the data packet, the server 145 may compare the information from the data packet with a cookie (or other similar file) that was
previously stored in connection with the user of the second sub-account device 130. If the cookie is found and the information from the data packet matches the information in the previously stored cookie, the server 145 may log the user of the second sub-account device 130 automatically into the online portal and the user may be given access to the master account's resources. If, however, the cookie is not found, the cookie has been deleted, or the cookie is found and information in the cookie does not match the information in the data packet, the server 145 may prompt the user of the second sub-account device 130 for his or her user credentials for logging into the sub-account. The user of the second sub-account device 130 may then proceed to enter in his or her user ID and password for the online portal and access the resources of the master account. In one embodiment, the user of the second sub-account device 130 may enter the user ID and password for the online portal on a generic login page of the online portal, a custom landing page provided by the master account, and/or through a single sign-on provided by the intranet 129. When the user of the second sub-account device 130 successfully logs into the online portal, the user may be presented with a web page as shown in Figure 2, which can display each master account that the user is currently linked to and view potential new master accounts that the user could potentially link to. As described herein, the potential new master accounts may be displayed to the user of the sub-account based on the local marketer's industry, the local marketer's activity with the online portal, or other desired factors.

[0053] In one embodiment, the system 100 may allow a user to select an account to log into based on information entered into the online portal. For example, as shown in web page 300 of Figure 3, the user of first sub-account device 125 or second sub-account device 130 may have entered in information into the online portal and been provided with a list of accounts to log into so as to access resources for a given master account. The user may then proceed to input his or her login credentials and proceed accordingly. If the user does not input proper login credentials, then the online portal may display a page as shown in the web page 400 of Figure 4, which states that the login credentials were invalid. If there is an error with a login attempt, such as the detection of an unauthorized user, a web page 500 as shown in Figure 5 may be displayed to the user, which may indicate that an error occurred with the login attempt.

[0054] In one embodiment, the system 100, as shown the web page 600 in Figure 6, may provide a user with the option to find a previously existing sub-account or the option to create a new sub-account. If the user selects the option to find a previously existing sub-account, the user may be presented with a web page as shown in the web pages 700 and 800 of Figures
7 and 8. If the user selects an option to search for an account based on user ID, then the online portal may present the web page as shown in Figure 7. The user may enter in a user ID and the online portal may display search results associated with the entered user ID. If, however, the user selects an option to search for an account based on contact information for the user or other contact information, the online portal may present the web page as shown in Figure 8. The user may enter in contact information, such as, but not limited to, a company name, an email address, a zip code, a phone number, or other similar information, and the online portal may display search results based on such information.

[0055] The web page 900 of Figure 9 illustrates sample search results presented by the online portal based on a search for a previously existing account. The user may be given the option to log into accounts provided in the search results. If the user selects the option to log into an account from the search results, the user may be presented with web page 1000, as shown in Figure 10, where the user may enter in the user's user ID and password. If the user forgot his password, the user may click a link on the web page 1000 to recover his password. Once the user clicks on the link on the web page 1000 to recover his password, the user may be presented with a web page 1100, as shown in Figure 11, to enter in his user ID for the sub-account to recover the password. Once the user enters his user ID, a web page 1200, as shown in Figure 12, may be presented, which states that an e-mail or other notification was sent including the requested password.

[0056] If the user forgot his user ID, the user may click a link on the web page 1000 to recover his user ID. Once the user clicks on the link on the web page 1000 to recover his user ID, the user may be presented with a web page 1300, as shown in Figure 13, to enter in his email address for the sub-account to recover the user ID. Once the user enters his email address, a web page 1400, as shown in Figure 14, may be presented, which states that an e-mail or other notification was sent including the requested user ID. If the user does not have a pre-existing sub-account, the user may be presented with web page 1500, as shown in Figure 15, which may allow the user to enter in information for registering a sub-account with the online portal of the system 100.

[0057] In another embodiment, the system 100 may also include providing the ability to search the marketing resources of the master account based on a specified keyword. The system 100 may use the keyword to search the selected master account for content and information associated with the keyword, and retrieve the content and/or information that match the keyword or are related to the keyword. If the system 100 retrieves content, the system 100 may send instructions to a device of the local marketer that cause the device to
display the content and/or information. In one embodiment, the system 100 may be utilized
to determine statistics associated with the marketing resources, the master accounts, and the
sub-accounts. For example, the system 100 may determine statistics that reveal the most
effective local marketers, the least effective local marketers, the local marketers that need the
most resources, the local marketers that need fewer resources, which marketing materials are
most often used, which marketing materials are rarely used, which marketing materials are
the most effective, and which marketing materials are least effective. Such information may
be determined by the server 145 based on accesses made by the devices in the system 100 to
the online portal.

[0058] As shown in Figure 16, an exemplary method 1600 for providing access to a
distributed marketing platform is schematically illustrated. The method 1600 may include, at
step 1602, transmitting a first key to a device of a user associated with a local marketer for
creating a sub-account for accessing the online portal of the system 100. In one embodiment,
the key may be provided to the device of the user via e-mail or other communications means.
In one embodiment, the key may be transmitted with the assistance of the server 145,
database 150, the master account device 105, any combination thereof, or any other
appropriate device. At step 1604, the method 1600 may include receiving, at the online
portal, a second key, along with registration information from the device of the user
associated with the local marketer. In one embodiment, only the second key may be sent at
this stage of the method 1600. In one embodiment, the second key and registration
information may be sent by the first sub-account device 125, the second sub-account device
130, or other appropriate device.

[0059] At step 1606, the method 1600 may include determining if the second key
matches the first key. In one embodiment, the server 145 may perform the determination
with or without the assistance of other devices in the system 100. If the second key is
determined not to match the first key, then the method 1600 may include transmitting a
notification to the device of the user indicating that the key is invalid and that access to the
online portal is denied at step 1608. If, however, the second key is determined to match the
first key, then the method 1600, at step 1610, may include determining if the second key and
registration information need further approval by the organization associated with the master
account. If the second key and registration information need further approval, then the
method 1600, at step 1612, may include determining if the organization has approved the
second key and the registration information. This determination may be performed by having
the server 145 analyze the master account to determine if a user associated with the master
account submitted information into the online portal that indicates that the second key and/or registration information has been approved.

[0060] If the server’s 145 analysis indicates that the master account approved the second key and registration information, the method 1600 may proceed to step 1614, which involves having the server 145 process the rules associated with the key and process the registration information for the sub-account. At step 1616, the method 1600 may include creating the sub-account for the local marketer and allowing the sub-account to access the resources of the master account. If the server 145’s analysis indicates that the master account has not approved the second key and registration information, the method 1600 may proceed to step 1608. If, however, the second key and the registration information do not need approval by the organization associated with the master account, the method 1600 may proceed directly to step 1614 from step 1610. Notably, method 1600 may incorporate any of the functionality described herein for the systems and methods presented herein.

[0061] As shown in Figure 17, an exemplary method 1700 for providing access to a distributed marketing platform is schematically illustrated. The method 1700 may include, at step 1702, receiving a request to access the online portal so as to access resources provided by a master account from a user. In one embodiment, the request may be received via a single sign-on application accessed from the intranet 129 associated with the master account. The request may be received by first sub-account device 125, second sub-account device 130, or another appropriate device. At step 1704, the method 700 may include receiving a data packet in response to the request to access the online portal. The data packet may be received from a separate portal within the intranet 129 of the master account via the master account device 105. In one embodiment, the data packet may include a master account identifier, a third party identifier and a key from a master account device, such as master account device 105. At step 1706, the method 1700 may include determining if the user has a sub-account registered with the online portal based on an examination of the data packet. The server 145, database 150, any combination thereof, or any other appropriate device may perform this operation.

[0062] If the examination of the data packet indicates that the user does have a sub-account registered with the online portal, the method 1700, at step 1708, may include determining if a cookie (or other similar file) for the user matches the information provided in the data packet. The server 145, database 150, any combination thereof, or any other appropriate device may perform this operation. If the cookie is found and the information matches the information in the packet, the user may be allowed to access the online portal.
automatically. If the cookie is not found or the information in the cookie does not match the information from the data packet, the method 1700, at step 1710, may include prompting the user for a user ID and password to log into the online portal. The prompt may be sent by the server 145. At step 1712, the method 1700 may include receiving the login credentials for the user and determining if there is a match in the system 100 for the user ID and password provided. If the server 145 determines that there is no match for the login credentials, the method 1700 may include repeating step 1710. If the server 145 determines that there is a match for the login credentials, the method 1700 may include, at step 1714, setting a cookie (or other similar file) with the current data for the user. The cookie may include the master account identifier, the third party identifier, and a sub-account identifier associated with the online portal. The cookie may be set by the server 145, or other appropriate device, and stored in the database 150 or on another appropriate device. At step 1716, the method 1700 may include allowing the sub-account to access the online portal and the resources of the master account subject to the rules associated with the key.

[0063] If, at step 1706, the examination of the data packet indicates that the user does not have a sub-account registered with the online portal, the method 1700, at step 1708, may include prompting the user to create a sub-account with the online portal. The server 145, or other appropriate device, may provide the prompt via the online portal. At step 1720, the method 1700 may include receiving registration information for creating the sub-account from the user. This information may be transmitted from the first sub-account device 125, the second sub-account device 130, or other appropriate device. At step 1722, the method 1700 may include processing the rules associated with the key and processing the registration information for the sub-account. The processing may be performed by the server 145 or other appropriate device. Once the processing is complete, the method 1700 may proceed to steps 1714 and 1716 respectively so that the user of the new sub-account may access the online portal and the resources of the master account. Notably, method 1700 may incorporate any of the functionality described herein for the systems and methods presented herein.

[0064] As disclosed herein, the system 100 and methods allow local marketers to "network" with one or more brands (i.e. master accounts) to gain access to the marketing resources and programs that the local marketer needs to access to effectively promote and sell the brands' products and services to consumers. In one embodiment and as described herein, when a user of the sub-account logs into the online portal, the online portal may present each master account that the sub-account is connected to as a separate "network" on a graphical user interface of the online portal so as to ensure that a given master account is separately
accessible from another master account. As a result, a user of the sub-account may access multiple master accounts within the same online portal and experience similar user experiences when accessing the different master accounts that the sub-account is connected to. In one embodiment, each sub-account may inherit the module access of each master account that it is linked with, as well as the marketing programs and marketing materials of each master account that has given the sub-account access.

[0065] In one embodiment, additional master accounts from the same industry may join and connect with the system 100, and sell to, connect to, or otherwise interact with the same set of sub-accounts of other master accounts that were previously connected to the system 100. As an example and referring also to Figure 18, a jewelry manufacturer, "Manufacturer A," may often sell through may of the same independent stores or retailers (Stores 1-6) as other jewelry manufacturers, such as "Manufacturer B" and Manufacturer C." For example, Manufacturer A and Manufacturer B may both sell to Store 2 and Store 3. In one embodiment, the manufacturers in Figure 18 may correspond to master accounts and the stores may correspond to sub-accounts. As another example, travel agents may sign up with the system 100 as a sub-account of a franchise or buying group master account (e.g. a master account associated with a cruise planner), but also may sign up with the online portal through supplier websites, such as websites for cruise lines. In order to connect the travel agent to more than one master account that may be relevant to the travel agent, the system 100 may implement the concept of "networking groups."

[0066] A sub-account may network with any master account in the networking groups of the master accounts that they are connected to. In certain embodiments, there may be several types of networking groups, which may be set by the online portal or administrators of the online portal. For example, there may be a closed networking group type, a restricted networking group type, and an open networking group type. The networking group types may be set based on the industry associated with a master account, regulations related to the organization associated with the master account, the type of sub-accounts that would generally connect with the master account, by contractual agreement, or for any other desired purpose or reason. A closed networking group type may be a networking group in which a particular master account has direct control over a sub-account and through one or more business arrangements, can preclude the sub-account from marketing the products and services of a different master account. For example, a franchisor, which may be a master account, may have direct control over a franchisee, which may be a sub-account. The franchisor (master account) may prevent the franchisee (sub-account) from networking with
other master accounts that are not associated with the franchisor. Another non-limiting example of a closed networking group scenario may occur in the context of an employer and employee relationship. If the employer is associated with the master account and the employee is associated with the sub-account, the sub-account may be prevented from networking with other master accounts that are not related to the master account for the employer. For example, an insurance company can allow their entire sales force to access the online portal, while at the same time preventing their entire sales force from accessing market resources, market programs, and accounts of other insurance companies or other types of companies that are connected to the online portal of the system 100.

[0067] A restricted networking group type may be a networking group in which a master account may allow a sub-account that is connected to the master account to access other master accounts, but may allow the online portal or the administrators of the online portal to control which additional networks (i.e. master accounts) that a user of the sub-account may view or access. In one embodiment, as long as the sub-account is not part of a closed network, the sub-account may inherit, as an aggregate, all restricted networking groups of all of the master accounts that they are linked to. As a result, when a sub-account logs into the online portal, the sub-account may be allowed to see and access more and more master accounts as they add additional master accounts to their network, such as illustrated in Figure 2. In one embodiment, a sub-account may connect with a master account that is not listed in a restricted network, but may only do so by utilizing key, such as by using the processes described herein. As an example of a restricted networking group type, an organization may have multiple brands, companies, or both, that are utilizing the online portal to provide access to marketing programs and resources. The organization may want users to be able to view and access each of the master accounts associated with each of the multiple brands and companies associated with the organization.

[0068] An open networking group type may be a networking group in which a master account may sell through a local channel network that it does not directly control. In one embodiment of an open networking group, there may be no direct business agreements or contracts between a given master account and sub-account that indicate to the sub-account that the sub-account cannot access goods and services from another master account. For example, open networking groups may be common in relationships between cruise lines (i.e. master accounts) and travel agents (sub-accounts), jewelry manufacturers and jewelry retailers, and optical manufacturers and optical retailers. In one embodiment, a sub-account may access any master account that the sub-account wants to connect to as long as the sub-
account has the correct key for the particular master account it wants to connect to. In one embodiment, the sub-account may locate other master accounts by utilizing a search function contained in the online portal of the system 100.

[0069] In a preferred embodiment, each master account can only have one networking group, and, as a result, only one networking group type. In certain other embodiments, a master account may have multiple networking group types and multiple networking groups. In one embodiment, only a primary master account may own or have a closed networking group. A primary master account may be the main master account for a particular organization. The organization, however, may have other secondary master accounts that are associated with the primary master account. These other master accounts may not be closed in nature, and may be restricted or open. In one embodiment, if a master account has an open networking group type, then no networking group needs to be created for the master account by the system 100, and a given sub-account may access all master accounts in the system 100, such as by utilizing accurate corresponding keys for these additional master accounts. In one embodiment, if a master account has a restricted networking group type, then by default, a sub-account may view or access only those master accounts that are associated with the master account the sub-account is already connected to.

[0070] In one embodiment, the administrators of the online portal or the online portal itself may control the sub-accounts networking abilities and settings by using the concept of networking groups. For example, the online portal administrators may set up a network group for a master account when the master account itself is created. Based on account types defined in service level agreements with the organization associated with the master account, the administrator of the online portal can set the primary master account as a closed network, and set secondary master accounts associated with the organization as restricted networking groups or even as open networking groups. In one embodiment, if a sub-account is signing up with the online portal for the first time, they may login by using a key provided by a particular master account or be automatically logged in using the single-sign-on process described herein. In one embodiment, once the sub-account signs up with the online portal and a given master account, the online portal may only display the master accounts that they are connected or may connect to on a "My Network Page" of the online portal.

[0071] In certain embodiments, various scenarios involving networking group types may operate as follows:

[0072] 1. If a sub-account is already networked with a master account in an open networking group, then the sub-account may network to additional master accounts in an
open networking group and access the additional master accounts' resources via the online portal. In one embodiment, the sub-account may network to these additional master accounts by using the appropriate keys for each of the additional master accounts.

[0073] 2. If a sub-account is already networked with a master account in an open networking group and the sub-account is attempting to network to a master account in a restricted networking group, the sub-account may network to the master account in the restricted group, and view and access all master accounts the sub-account is connected to via the online portal.

[0074] 3. If a sub-account is already networked with a master account in an open networking group and is attempting to network to a master account in a closed networking group, the sub-account may be allowed to network to the master account in the closed networking group, but only if the sub-account terminates the sub-account's networking relationship with any previous master accounts that the sub-account is connected to. In one embodiment, the online portal may provide a prompt to the sub-account, which asks the sub-account if they truly want to terminate the relationship with the previous master accounts before actually terminating the relationships.

[0075] 4. If a sub-account is already networked with a master account in a restricted networking group and the sub-account is attempting to network to a master account in an open networking group, the sub-account may network to the master account in the open networking group and access all master accounts via the online portal.

[0076] 5. If a sub-account is already networked with a master account in a restricted networking group and the sub-account is attempting to network to a master account in a restricted networking group, the sub-account may network to the master account in the restricted networking group. In one embodiment, the sub-account may view and access all master accounts in the restricted networking group of the new master account that the sub-account networked to, such as via the online portal.

[0077] 6. If a sub-account is already networked with a master account in a restricted networking group and the sub-account is attempting to network to a master account in a closed networking group, the sub-account may be allowed to network to the master account in the closed networking group, but only if the sub-account terminates the sub-account's networking relationship with any previous master accounts that the sub-account is connected to that are outside the network of the master account that the sub-account is trying to network to. In one embodiment, the online portal may provide a prompt to the sub-account, which asks the sub-account if they truly want to terminate the relationship with the previous master accounts.
accounts before the relationships are terminated.

7. If a sub-account is already networked with a master account in a closed networking group and the sub-account is attempting to network to a master account in an open networking group, the sub-account may network to the master account in the open networking group only if the master account is part of the closed network of the previous master account that the sub-account was already connected to. In one embodiment, the sub-account may be prevented by the system 100 from accessing master accounts that are outside of the closed networking group of the previous master account.

8. If a sub-account is already networked with a master account in a closed networking group and the sub-account is attempting to network to a master account in a restricted networking group, the sub-account may only network to the master account in the restricted networking group if the master account is part of the closed network of the previous master account that the sub-account was already connected to. In one embodiment, the sub-account may be prevented by the system 100 from accessing master accounts that are outside of the closed networking group of the previous master account that the sub-account was already connected to.

9. If a sub-account is already connected with a master account in a closed networking group and the sub-account is attempting to network to a master account in a closed networking group, the sub-account may only network to the new master account if the new master account is part of the closed networking group of the previous master account that the sub-account was already connected to. Otherwise, the sub-account may be prevented by the system 100 from accessing the new master account.

10. If a sub-account is already connected with a master account in a closed networking group and the sub-account is attempting to network to a master account in any networking group, the sub-account may only network to the new master account if the new master account is part of the closed networking group of the previous master account that the sub-account was already connected to. Otherwise, the sub-account may be prevented by the system 100 from accessing the new master account.

In one embodiment, the system 100 and methods described herein may further include utilizing any of the various components described in the system 100 to perform any of the operative functions disclosed herein. Furthermore, it is important to note that the methods described above may incorporate any of the functionality, devices, and/or features of the system 100 and subsystems described above, or otherwise, and are not intended to be limited to the description or examples provided herein.
Referring now also to Figure 19, at least a portion of the methodologies and techniques described with respect to the exemplary embodiments of the system 100 can incorporate a machine, such as, but not limited to, computer system 1900, or other computing device within which a set of instructions, when executed, may cause the machine to perform any one or more of the methodologies or functions discussed above. The machine may be configured to facilitate various operations conducted by the system 100. For example, the machine may be configured to, but is not limited to, assist the system 100 by providing processing power to assist with processing loads experienced in the system 100, by providing storage capacity for storing instructions or data traversing the system 100, or by assisting with any other operations conducted by or within the system 100.

In some embodiments, the machine operates as a standalone device. In some embodiments, the machine may be connected (e.g., using a communications network 140 or even the intranet 129 if necessary) to and assist with operations performed by other machines, such as, but not limited to, the server 145, the database 150, other devices in the system 100, or any combination thereof. The machine may be connected with any component in the system 100. In a networked deployment, the machine may operate in the capacity of a server or a client user machine in server-client user network environment, or as a peer machine in a peer-to-peer (or distributed) network environment. The machine may comprise a server computer, a client user computer, a personal computer (PC), a tablet PC, a laptop computer, a desktop computer, a control system, a network router, switch or bridge, or any machine capable of executing a set of instructions (sequential or otherwise) that specify actions to be taken by that machine. Further, while a single machine is illustrated, the term "machine" shall also be taken to include any collection of machines that individually or jointly execute a set (or multiple sets) of instructions to perform any one or more of the methodologies discussed herein.

The computer system 1900 may include a processor 1902 (e.g., a central processing unit (CPU), a graphics processing unit (GPU, or both), a main memory 1904 and a static memory 1906, which communicate with each other via a bus 1908. The computer system 1900 may further include a video display unit 1910 (e.g., a liquid crystal display (LCD), a flat panel, a solid state display, or a cathode ray tube (CRT)). The computer system 1900 may include an input device 1912 (e.g., a keyboard), a cursor control device 1914 (e.g., a mouse), a disk drive unit 1916, a signal generation device 1918 (e.g., a speaker or remote control) and a network interface device 1920.
The disk drive unit 1916 may include a machine-readable medium, computer-readable device, or machine-readable device 1922 on which is stored one or more sets of instructions 1924 (e.g., software) embodying any one or more of the methodologies or functions described herein, including those methods illustrated above. The instructions 1924 may also reside, completely or at least partially, within the main memory 1904, the static memory 1906, or within the processor 1902, or a combination thereof, during execution thereof by the computer system 1900. The main memory 1904 and the processor 1902 also may constitute machine-readable media.

Dedicated hardware implementations including, but not limited to, application specific integrated circuits, programmable logic arrays and other hardware devices can likewise be constructed to implement the methods described herein. Applications that may include the apparatus and systems of various embodiments broadly include a variety of electronic and computer systems. Some embodiments implement functions in two or more specific interconnected hardware modules or devices with related control and data signals communicated between and through the modules, or as portions of an application-specific integrated circuit. Thus, the example system is applicable to software, firmware, and hardware implementations.

In accordance with various embodiments of the present disclosure, the methods described herein are intended for operation as software programs running on a computer processor. Furthermore, software implementations can include, but not limited to, distributed processing or component/object distributed processing, parallel processing, or virtual machine processing can also be constructed to implement the methods described herein.

The present disclosure contemplates a machine readable medium, computer-readable device, or machine-readable or device 1922 containing instructions 1924 so that a device connected to the communications network 140 or even the intranet 129 can send or receive voice, video or data, and to communicate over the communications network 140 (or intranet 129) using the instructions. The instructions 1924 may further be transmitted or received over the communications network 140 or even the intranet 129, via the network interface device 1920.

While the machine-readable medium or device 1922 is shown in an example embodiment to be a single medium, the term "machine-readable medium" should be taken to include a single medium or multiple media (e.g., a centralized or distributed database, and/or associated caches and servers) that store the one or more sets of instructions. The term "machine-readable medium" shall also be taken to include any medium or device that is
capable of storing, encoding or carrying a set of instructions for execution by the machine
and that cause the machine to perform any one or more of the methodologies of the present
disclosure.

[0091] The term "machine-readable medium" shall accordingly be taken to include, but
not be limited to: solid-state memories such as a memory card or other package that houses
one or more read-only (non-volatile) memories, random access memories, or other re-
-writable (volatile) memories; magneto-optical or optical medium such as a disk or tape; or
other self-contained information archive or set of archives is considered a distribution
medium equivalent to a tangible storage medium. Accordingly, the disclosure is considered
to include any one or more of a machine-readable medium or a distribution medium, as listed
herein and including art-recognized equivalents and successor media, in which the software
implementations herein are stored.

[0092] The illustrations of arrangements described herein are intended to provide a
general understanding of the structure of various embodiments, and they are not intended to
serve as a complete description of all the elements and features of apparatus and systems that
might make use of the structures described herein. Many other arrangements will be apparent
to those of skill in the art upon reviewing the above description. Other arrangements may be
utilized and derived therefrom, such that structural and logical substitutions and changes may
be made without departing from the scope of this disclosure. Figures are also merely
representational and may not be drawn to scale. Certain proportions thereof may be
exaggerated, while others may be minimized. Accordingly, the specification and drawings
are to be regarded in an illustrative rather than a restrictive sense.

[0093] Thus, although specific arrangements have been illustrated and described herein, it
should be appreciated that any arrangement calculated to achieve the same purpose may be
substituted for the specific arrangement shown. This disclosure is intended to cover any and
all adaptations or variations of various embodiments and arrangements of the invention.
Combinations of the above arrangements, and other arrangements not specifically described
herein, will be apparent to those of skill in the art upon reviewing the above description.
Therefore, it is intended that the disclosure not be limited to the particular arrangement(s)
disclosed as the best mode contemplated for carrying out this invention, but that the invention
will include all embodiments and arrangements falling within the scope of the appended
claims.

[0094] The foregoing is provided for purposes of illustrating, explaining, and describing
embodiments of this invention. Modifications and adaptations to these embodiments will be
apparent to those skilled in the art and may be made without departing from the scope or spirit of this invention. Upon reviewing the aforementioned embodiments, it would be evident to an artisan with ordinary skill in the art that said embodiments can be modified, reduced, or enhanced without departing from the scope and spirit of the claims described below.
We claim:

1. A system for providing access to a distributed marketing platform, the system comprising:
   a memory that stores instructions;
   a processor associated with an online portal that is associated with a master account, wherein the processor executes the instructions to performing operations, the operations comprising:
   transmitting a first key to a device of a user, wherein the key is utilized to provide access to resources provided by the master account;
   receiving, at the online portal, a second key from the device of the user;
   transmitting, to the device of the user, a prompt to register a sub-account with the online portal if the second key matches the first key, wherein the sub-account identifies the user as a local affiliate of a brand of the master account;
   receiving, from the device of the user, a request to register the sub-account with the online portal in response to the prompt;
   determining if the request to register the sub-account with the online portal is approved; and
   providing the sub-account with access to the online portal so that the sub-account can access the resources provided by the master account if the request to register the sub-account with the online portal is determined to be approved, wherein a level of the access to the resources provided by the master account is based on rules that are set by the master account that are associated with the first key and the sub-account.

2. The system of claim 1, wherein the operations further comprise transmitting, to the device of the user, a notification that the request to register the sub-account with the online portal has been denied if the request to register the sub-account is determined not to be approved.

3. The system of claim 1, wherein the operations further comprise providing the sub-account with access to the resources provided by the master account subject to the level of the access to the resources that is based on the rules set by the master account that are associated with the first key and the sub-account.
4. The system of claim 1, wherein the operations further comprise transmitting a notification that indicates that the sub-account cannot register with the online portal if the second key does not match the first key.

5. The system of claim 1, wherein the operations further comprise generating the first key, and wherein the first key comprises a unique combination of characters.

6. The system of claim 1, wherein the operations further comprise associating the rules that are set by the master account with the first key and the sub-account.

7. The system of claim 1, wherein the operations further comprise transmitting, to the device of the user, an indication of an assignment of the sub-account to a subgroup associated with the master account, wherein the assignment to the subgroup is based on the rules that are set by the master account.

8. The system of claim 6, wherein the subgroup contains a plurality of sub-accounts, wherein at least a portion of rules associated each of the plurality of sub-accounts match the rules that are set by the master account that are associated with the key and the sub-account.

9. A method for providing access to a distributed marketing platform, the method comprising:

   receiving, from a device of a user, a first request to access an online portal associated with a master account, wherein the online portal provides access to resources provided by the master account;

   receiving, from a device of the master account, a data packet including a master account identifier, a third party identifier, and a key in response to the first request to access the online portal, wherein the master account identifier uniquely identifies the master account, wherein the third party identifier uniquely identifies the user;

   determining, by utilizing instructions from memory that are executed by a processor, if the user has a sub-account with the online portal based on the master account identifier and the third party identifier of the data packet, wherein the sub-account identifies the user as a local affiliate of a brand of the master account;

   transmitting, to the device of the user, a prompt to register the sub-account with the online portal if the user is determined to not have the sub-account with the online portal;

   receiving, from the device of the user, a request to register the sub-account with the
online portal in response to the prompt;

determining if the key and the request to register the sub-account with the online portal have been approved; and

providing the sub-account with access to the online portal if the key and the request to register the sub-account with the online portal are determined to be approved, wherein the access to the online portal provides access to the resources provided by the master account.

10. The method of claim 9, further comprising limiting a level of the access to the resources provided by the master account based on rules that are set by the master account that are associated with the key and the sub-account.

11. The method of claim 9, further comprising receiving the data packet in response to the first request to access the online portal associated with the master account, wherein the first request to access the online portal associated with the master account is a single sign-on request.

12. The method of claim 9, further comprising storing a file associated with a browser of the user when the request to register the sub-account with the online portal is approved, wherein the file comprises the master account identifier, the third party identifier, and a sub-account identifier associated with the online portal.

13. The method of claim 12, further comprising receiving a second request to access the online portal after the sub-account is registered with the online portal, and further comprising enabling the sub-account, in response to the second request, to access the resources provided by the master account based on matching information in the file with the master account identifier and the third party identifier of the data packet.

14. The method of claim 12, further comprising receiving a second request to access the online portal after the sub-account is registered with the online portal, and further comprising transmitting instructions to cause the device of the user to present a login screen to enter a username and a password if the file is not found.

15. The method of claim 14, further comprising enabling the sub-account, in response to the second request, to access the online portal if the username and the password are received from the device of the user.
16. The method of claim 9, further comprising registering the sub-account with the online portal if the request to register the sub-account has been approved.

17. The method of claim 9, further comprising transmitting, to the device of the user, an indication of an assignment of the sub-account to a subgroup associated with the master account, wherein the assignment to the subgroup is based on rules that are set by the master account that are associated with the key and the sub-account.

18. The method of claim 9, wherein the resources provided by the master account comprise one or more of marketing programs, marketing materials, marketing funds, and marketing assets.

19. The method of claim 9, further comprising enabling the sub-account to access a different master account using the online portal.

20. A computer-readable device comprising instructions, which when executed by a processor, cause the processor to perform operations comprising:

   receiving, from a device of a user, a request to access an online portal associated with a master account, wherein the online portal provides access to resources provided by the master account;

   receiving, from a device of the master account, a data packet including a master account identifier, a third party identifier, and a key in response to the request to access the online portal, wherein the master account identifier uniquely identifies the master account, wherein the third party identifier uniquely identifies the user;

   determining, by utilizing instructions from memory that are executed by a processor, if the user has a sub-account with the online portal based on the master account identifier and the third party identifier of the data packet, wherein the sub-account identifies the user as a local affiliate of a brand of the master account; and

   providing the sub-account with access to the online portal if the user is determined to have the sub-account, if the key is approved, and if information in a file of the user matches with the master account identifier and the third party identifier of the data packet.
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