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may also include tracking each fragment within the released plurality of fragments using the smart contract.

[Continued on next page]



WO 2019/076624 A1 | [I1 1000000 00 00 0 000 O

(74) Agent: LITHERLAND, David; [BM United Kingdom
Limited, Intellectual Property Law, Hursley Park, Winches-
ter Hampshire SO21 2JN (GB).

(81) Designated States (unless otherwise indicated, for every
kind of national protection available). AE, AG, AL, AM,
AQ, AT, AU, AZ, BA, BB, BG, BH, BN, BR, BW,BY, BZ,
CA, CH, CL,CN, CO, CR, CU, CZ,DE, DJ, DK, DM, DO,
DZ, EC, EE, EG, ES, FI, GB, GD, GE, GH, GM, GT, HN,
HR, HU, ID, IL, IN, IR, IS, JO, JP, KE, KG, KH, KN, KP,
KR,KW,KZ,LA,LC,LK,LR,LS, LU, LY, MA, MD, ME,
MG, MK, MN, MW, MX, MY, MZ, NA, NG, NI, NO, NZ,
OM, PA, PE, PG, PH, PL, PT, QA, RO, RS, RU, RW, SA,
SC, SD, SE, SG, SK, SL, SM, ST, SV, SY, TH, TJ, TM, TN,
TR, TT, TZ, UA, UG, US, UZ, VC, VN, ZA, ZM, ZW.

(84) Designated States (unless otherwise indicated, for every
kind of regional protection available): ARIPO (BW, GH,
GM, KE, LR, LS, MW, MZ, NA, RW, SD, SL, ST, SZ, TZ,
UG, ZM, ZW), Eurasian (AM, AZ, BY, KG, KZ, RU, TJ,
TM), European (AL, AT, BE, BG, CH, CY, CZ, DE, DK,
EE, ES, FL, FR, GB, GR, HR, HU, IE, IS, IT, LT, LU, LV,
MC, MK, MT, NL, NO, PL, PT, RO, RS, SE, SI, SK, SM,
TR), OAPI (BF, BJ, CF, CG, CI, CM, GA, GN, GQ, GW,
KM, ML, MR, NE, SN, TD, TG).

Published:
—  with international search report (Art. 21(3))



PQO!182n1RNRNT
WO 2019/076624 PCT/EP2018/076763

1

BLOCKCHAIN ENABLED CROWDSOURCING

BACKGROUND

[0001] The present invention relates generally to the field of computing, and more particularly to

crowdsourcing.

[0002] The United States has provided protection for individuals with disabilities by enacting the 21t Century

Communications and Video Accessibility Act (CVAA) through the Federal Communications Commission. The CVAA
updated previous accessibility laws by ensuring newer technologies are accessible to individuals with disabilities.
New technologies may include communications access and video programming through updated broadband
services, digital innovation and mobile innovation. Audio and video closed captioning and scene descriptions may
require a large amount of resources to fulfill the vast content required by the updated technology for the advanced

communication services.

SUMMARY

[0003] Embodiments of the present invention disclose a method, computer system, and a computer program
product for blockchain enabled crowdsourcing. The present invention may include receiving an asset from a content
provider. The present invention may also include deploying a smart contract based on the received asset, wherein
the deployed smart contract includes a plurality of compensation rules. The present invention then may include
partitioning the received asset into a plurality of fragments based on the deployed smart contract. The present
invention may further include releasing the partitioned plurality of fragments into a blockchain network. The present
invention may also include tracking each fragment within the released plurality of fragments using the smart

contract.

BRIEF DESCRIPTION OF THE DRAWINGS

[0004] These and other objects, features and advantages of the present invention will become apparent from
the following detailed description of illustrative embodiments thereof, which is to be read in connection with the
accompanying drawings. The various features of the drawings are not to scale as the illustrations are for clarity in
facilitating one skilled in the art in understanding the invention in conjunction with the detailed description. In the
drawings:

FIG. 1 illustrates a networked computer environment according to at least one embodiment;
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FIG. 2 is a block diagram of the blockchain enabled crowdsourcing system network according to at least one
embodiment;

FIG. 3 is an operational flowchart illustrating a process for blockchain enabled crowdsourcing according to at least
one embodiment;

FIG. 4 is a block diagram of internal and external components of computers and servers depicted in FIG. 1
according to at least one embodiment;

FIG. 5is a block diagram of an illustrative cloud computing environment including the computer system depicted in
FIG. 1, in accordance with an embodiment of the present disclosure; and

FIG. 6 is a block diagram of functional layers of the illustrative cloud computing environment of FIG. 5, in

accordance with an embodiment of the present disclosure.

DETAILED DESCRIPTION

[0005] Detailed embodiments of the claimed structures and methods are disclosed herein; however, it can be
understood that the disclosed embodiments are merely illustrative of the claimed structures and methods that may
be embodied in various forms. This invention may, however, be embodied in many different forms and should not
be construed as limited to the exemplary embodiments set forth herein. Rather, these exemplary embodiments are
provided so that this disclosure will be thorough and complete and will fully convey the scope of this invention to
those skilled in the art. In the description, details of well-known features and techniques may be omitted to avoid

unnecessarily obscuring the presented embodiments.

[0006] The present invention may be a system, a method, and/or a computer program product at any
possible technical detail level of integration. The computer program product may include a computer readable
storage medium (or media) having computer readable program instructions thereon for causing a processor to carry

out aspects of the present invention.

[0007] The computer readable storage medium can be a tangible device that can retain and store
instructions for use by an instruction execution device. The computer readable storage medium may be, for
example, but is not limited to, an electronic storage device, a magnetic storage device, an optical storage device, an
electromagnetic storage device, a semiconductor storage device, or any suitable combination of the foregoing. A
non-exhaustive list of more specific examples of the computer readable storage medium includes the following: a
portable computer diskette, a hard disk, a random access memory (RAM), a read-only memory (ROM), an erasable
programmable read-only memory (EPROM or Flash memory), a static random access memory (SRAM), a portable
compact disc read-only memory (CD-ROM), a digital versatile disk (DVD), a memory stick, a floppy disk, a
mechanically encoded device such as punch-cards or raised structures in a groove having instructions recorded

thereon, and any suitable combination of the foregoing. A computer readable storage medium, as used herein, is



WO 2019/076624 PCT/EP2018/076763

3

not to be construed as being transitory signals per se, such as radio waves or other freely propagating
electromagnetic waves, electromagnetic waves propagating through a waveguide or other transmission media (e.g.,

light pulses passing through a fiber-optic cable), or electrical signals transmitted through a wire.

[0008] Computer readable program instructions described herein can be downloaded to respective
computing/processing devices from a computer readable storage medium or to an external computer or external
storage device via a network, for example, the Internet, a local area network, a wide area network and/or a wireless
network. The network may comprise copper transmission cables, optical transmission fibers, wireless transmission,
routers, firewalls, switches, gateway computers and/or edge servers. A network adapter card or network interface in
each computing/processing device receives computer readable program instructions from the network and forwards
the computer readable program instructions for storage in a computer readable storage medium within the

respective computing/processing device.

[0009] Computer readable program instructions for carrying out operations of the present invention may be
assembler instructions, instruction-set-architecture (ISA) instructions, machine instructions, machine dependent
instructions, microcode, firmware instructions, state-setting data, configuration data for integrated circuitry, or either
source code or object code written in any combination of one or more programming languages, including an object
oriented programming language such as Smalltalk, C++, or the like, and procedural programming languages, such
as the “C” programming language or similar programming languages. The computer readable program instructions
may execute entirely on the user's computer, partly on the user's computer, as a stand-alone software package,
partly on the user's computer and partly on a remote computer or entirely on the remote computer or server. In the
latter scenario, the remote computer may be connected to the user's computer through any type of network,
including a local area network (LAN) or a wide area network (WAN), or the connection may be made to an external
computer (for example, through the Intemet using an Internet Service Provider). In some embodiments, electronic
circuitry including, for example, programmable logic circuitry, field-programmable gate arrays (FPGA), or
programmable logic arrays (PLA) may execute the computer readable program instructions by utilizing state
information of the computer readable program instructions to personalize the electronic circuitry, in order to perform

aspects of the present invention.

[0010] Aspects of the present invention are described herein with reference to flowchart illustrations and/or
block diagrams of methods, apparatus (systems), and computer program products according to embodiments of the
invention. It will be understood that each block of the flowchart illustrations and/or block diagrams, and
combinations of blocks in the flowchart illustrations and/or block diagrams, can be implemented by computer

readable program instructions.
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[0011] These computer readable program instructions may be provided to a processor of a general purpose
computer, special purpose computer, or other programmable data processing apparatus to produce a machine,
such that the instructions, which execute via the processor of the computer or other programmable data processing
apparatus, create means for implementing the functions/acts specified in the flowchart and/or block diagram block
or blocks. These computer readable program instructions may also be stored in a computer readable storage
medium that can direct a computer, a programmable data processing apparatus, and/or other devices to function in
a particular manner, such that the computer readable storage medium having instructions stored therein comprises
an article of manufacture including instructions which implement aspects of the function/act specified in the

flowchart and/or block diagram block or blocks.

[0012] The computer readable program instructions may also be loaded onto a computer, other
programmable data processing apparatus, or other device to cause a series of operational steps to be performed
on the computer, other programmable apparatus or other device to produce a computer implemented process, such
that the instructions which execute on the computer, other programmable apparatus, or other device implement the

functions/acts specified in the flowchart and/or block diagram block or blocks.

[0013] The flowchart and block diagrams in the Figures illustrate the architecture, functionality, and operation
of possible implementations of systems, methods, and computer program products according to various
embodiments of the present invention. In this regard, each block in the flowchart or block diagrams may represent a
module, segment, or portion of instructions, which comprises one or more executable instructions for implementing
the specified logical function(s). In some alternative implementations, the functions noted in the blocks may occur
out of the order noted in the Figures. For example, two blocks shown in succession may, in fact, be executed
substantially concurrently, or the blocks may sometimes be executed in the reverse order, depending upon the
functionality involved. It will also be noted that each block of the block diagrams and/or flowchart illustration, and
combinations of blocks in the block diagrams and/or flowchart illustration, can be implemented by special purpose
hardware-based systems that perform the specified functions or acts or carry out combinations of special purpose

hardware and computer instructions.

[0014] The following described exemplary embodiments provide a system, method and program product for
blockchain enabled crowdsourcing. As such, the present embodiment has the capacity to improve the technical field
of crowdsourcing by generating audio and video closed captioning and video scene descriptions using blockchain
enabled crowdsourcing. More specifically, content providers may allow volunteer participants, via crowdsourcing on
a blockchained system environment, to create the work product to provide closed captioning and scene description
information to the content providers in fragments to keep the full asset or script from becoming available to the

public.
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[0015] As previously described, the United States has provided protection for individuals with disabilities by
enacting the 215t Century Communications and Video Accessibility Act (CVAA) through the Federal

Communications Commission. The CVAA updated previous accessibility laws by ensuring newer technologies are
accessible to individuals with disabilities. New technologies may include communications access and video
programming through updated broadband services, digital innovation and mobile innovation. Audio and video
closed captioning and scene descriptions may require a large amount of resources to fulfill the vast content required

by the updated technology for the advanced communication services.

[0016] Expecting content providers to provide closed captioning and scene description support for each
movie to enable access for an individual who may be impaired may not be realistic. Additionally, financial

infeasibility may create a hardship for content providers or small studios to create the large amount of content
required to update the communication services to impaired individuals. Therefore, it may be advantageous to,
among other things, enable interested third-parties and individuals to create the additional material needed by

utilizing decentralized blockchain technologies.

[0017] According to at least one embodiment, individuals may be enabled to create the additional material
that may be needed to update the content to be aligned with the advanced communication services offered by
content providers. An individual (e.g., advocate, volunteer, participant) or more than one individual (e.g., advocates,
volunteers, participants) may operate as a third-party to provide supporting material to create a community based
crowdsourcing model. Empowering individuals with the tools to create updated content may provide an effective
solution. Crowdsourcing may allow interested individuals to donate or invest time to produce scene descriptions and
closed captioning content. Volunteers may provide support to a particular community the volunteer is familiar with or
a member of, such as committees or societies that may be specialized to meet the needs of that particular

community.

[0018] Coordinating the participants and providing incentives for the contribution of a participant’s work by
using decentralized blockchain technologies may provide a solution without imposing an unrealistic demand of
resources from the content providers. The blockchain enabled crowdsourcing program may incorporate
decentralized blockchain technologies to empower communities to create scene descriptions, closed captions and
other supportive material that may allow content providers to meet the commitment imposed by the recently
enacted laws that require upgraded technologies for individuals with disabilities. Content providers may include
entities such as small, mid-sized and large production studios, content generator websites, general web content

contributors, lecturers, and academia.

[0019] Blockchain may be used to ensure accurate descriptions and compliance for the content provided by

the participants. Blockchain may be leveraged to provide a trusted assessment (i.e., ranking) of the caption, the
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scene description, commentary or other material associated the project. The blockchain enabled crowdsourcing
program may manage the work distribution to allow the community of participants to asynchronously submit work
contributions. Scores for each participant’s contribution may be created to allow participants to build a reputation
based on the quality of work produced and uploaded. The reputation scores may also be incorporated to choose
the best work product (e.g., caption, scene description or additional material). Captioning placement and where to
position the overlay content may be determined by the content provider. The community of participants may also
provide suggestions about where to position the overlay content on the screen related to the scene. Community
suggestions may include, for example, placing the overlay content 2 inches from the bottom of the screen or to not

place the overlay content in a particular part of the screen since that region is visually key to the scene.

[0020] Automated tools (e.g., language translation) and manual processing by human experts may be
combined to provide solutions to work quality and to reach a large audience for the source and timing of the
caption. Additionally, the blockchain enabled crowdsourcing program may be used to generate an audio version of
a book. For example, a participant may provide the audio version of a book by uploading the audio file (e.g., wav or
mp3 file) or a link to the audio file via a computing device with a microphone capable of transmitting data over a
communication network. A participant may also provide, for example, the audio for a specific character in a book,
story, poetry material or script and different versions of the audio may be submitted by the crowdsourcing

community with different accents and languages, for example, a male or female narrator with an English accent.

[0021] The blockchain enabled crowdsourcing program may include a smart contract or multiple smart
contracts. A smart contract may make available appropriate fragments of each asset to the user (e.g., participant) to
bid on a caption. An asset may include a complete body of work, for example, a full script from the studio.
Additionally, an asset may include protected or sensitive data. A fragment may be partitions or sections of the
asset. When an asset is split into a large number of fragments, the complete body of work may be difficult to piece
together by participants, which may keep the asset protected. Selecting the best work product (e.g., completed
fragments) from a set of participants who have submitted a contribution may ensure more robust and reliable
material. The selection process may be done in a task driven fashion that may reward participants who have
volunteered time. Rewards may include, for example, free online movies, free tickets, or a points type reward
system. Ranking the participants may provide a way for each participant to build a reputation and once the
reputation reaches a certain level, or reaches a certain score, the participant may charge a fee (e.g., money or
currency) for the participant’s work product. Once the work product is available, the content provider may decide
how to show the generated material (i.e., work product mapping between the generated material and frames) and
may compose the best version of the work product, for example, the best version of the scene description for the
movie or video. Additionally, alternate versions may be provided, for example, a version that requires parental

approvals. The alternate versions may include embedding a natural language application into a smart contract.
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[0022] The blockchain enabled crowdsourcing program may provide a method for content providers to
distribute the assets to allow crowdsourcing community participants to supply work product to enable individuals
with visual or hearing impairment to access, for example, scene descriptions, closed captions and other supportive
material. The assets may be split into fragments that may be scrambled and protected by the blockchain network to
protect ownership rights. Fragments in the blockchained network may be scrambled by combining different asset
fragments. Assets may be split into workable fragments using cognitive or natural language techniques or may be
done manually. Cognitive and natural language programs and processes may detect a speaker’s change or a
scene change. Cognitive and natural language programs and processes may include, for example, natural
language processing (NLP). NLP may process structured and unstructured data into meaningful information. NLP
may analyze a scene from, for example, a video clip or a movie, to find a meaningful or useful location to partition
the asset into fragments. An NLP system may be created and trained by rules or machine learning and NLP

processing may be executed on, for example, a computer or a server.

[0023] Content providers may release material on a case by case basis. Examples of the type of material
content providers may release include audio tracks, timing information, raw video footage (i.e., incomplete video
footage), scripts or storyboards. The content provider may use discretion as to what material will be released. The
content provider may then deploy a smart contract with the required logic and permissions to coordinate the
crowdsourcing work (i.e., project, asset, fragment). The smart contract may be invoked for each fragment of the
original material to install each fragment in the blockchain. Each transaction may be unlinkable and may get
shuffled with other transactions on the blockchain network. Each fragment may be included in a shuffled transaction
and each participant may have a fragment available to work on. Transactions may include a fragment of original
material deployed to a participant through a blockchained network and invoking a smart contract for the distributed

material (i.e., asset broken into fragments for participants).

[0024] Each asset is broken into multiple fragments. The fragments may be scrambled. The larger the
number of fragments that each asset is broken up into, the smaller the chances that multiple participants can
collude to recreate the whole asset. For example, one whole asset is a script for a movie. If the script is broken up
into 3 fragments, a participant working on 1 fragment may be able to speak to the two other participants working on
the 2 other fragments and access the entire script. If the script is broken up into 1,000 fragments, the chances of

the participants obtaining access to the entire script is much less likely.

[0025] Once fragments are distributed on the blockchain network, any participant may retrieve a fragment
(i.e., transaction) to work on by invoking one function of the content provider’s smart contract. The fragment
retrieval process may require a certificate from the participant to keep track of the participant’s access. Once the
participant finishes creating the content (i.e., work product) for the fragment, the participant may upload or submit

the content to the blockchain network, which may invoke another function of the content provider’s smart contract.
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One other function of the smart contract may include uploading the content created for the fragment along with a
user identifier (e.g., username) to associate the work with the participant who created the work for future reference
(i.e., computing reputation scores). Each fragment may be processed by multiple participants without each
participant's knowledge about another participant. Content providers may track the progress of the process at any
moment by invoking another function from the smart contract that only the owner of the material may invoke. One
other function of the smart contract may include tracking the progress of how many fragments are left to process to

complete one asset.

[0026] Work product generated by the participants may need to be curated to compose the best version of
the collected material. The curation process may also include crowdsourcing on a blockchain network or
crowdvoting for real-time content curation using a blockchain. Once the curated version of the work product is
created, a content provider may decide the best way to present the generated material with the final product (e.g., a
movie or a television show). Content providers may use the best version of the collected material available and after
a certain period of time, replace or update parts of the material with new segments that have been improved upon
by the crowdsourcing community. The generated material may be applied to static content or dynamic content, for
example, a caption or a scene description may be used for movies on physical media, streaming content, studio
content or consumer content. A reputation score may then be generated for a participant or the multiple
participants, for example, based on the number of contributions and feedback that was provided during the curation
process. The computation for the score may be provided by the blockchain network through the system chaincode

or may be tailored by a content provider and implemented in the smart contract associated with a particular asset.

[0027] Referring to FIG. 1, an exemplary networked computer environment 100 in accordance with one
embodiment is depicted. The networked computer environment 100 may include a computer 102 with a processor
104 and a data storage device 106 that is enabled to run a software program 108 and a blockchain enabled
crowdsourcing program 110a. The networked computer environment 100 may also include a server 112 that is
enabled to run a blockchain enabled crowdsourcing program 110b that may interact with a database 114 and a
communication network 116. The networked computer environment 100 may include a plurality of computers 102
and servers 112, only one of which is shown. The communication network 116 may include various types of
communication networks, such as a wide area network (WAN), local area network (LAN), a telecommunication
network, a wireless network, a public switched network and/or a satellite network. It should be appreciated that FIG.
1 provides only an illustration of one implementation and does not imply any limitations with regard to the
environments in which different embodiments may be implemented. Many modifications to the depicted

environments may be made based on design and implementation requirements.

[0028] The client computer 102 may communicate with the server computer 112 via the communications

network 116. The communications network 116 may include connections, such as wire, wireless communication
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links, or fiber optic cables. As will be discussed with reference to FIG. 4, server computer 112 may include internal
components 902a and external components 904a, respectively, and client computer 102 may include internal
components 902b and external components 904b, respectively. Server computer 112 may also operate in a cloud
computing service model, such as Software as a Service (SaaS), Platform as a Service (PaaS), or Infrastructure as
a Service (laaS). Server 112 may also be located in a cloud computing deployment model, such as a private cloud,
community cloud, public cloud, or hybrid cloud. Client computer 102 may be, for example, a mobile device, a
telephone, a personal digital assistant, a netbook, a laptop computer, a tablet computer, a desktop computer, or any
type of computing devices capable of running a program, accessing a network, and accessing a database 114.
According to various implementations of the present embodiment, the blockchain enabled crowdsourcing program
110a, 110b may interact with a database 114 that may be embedded in various storage devices, such as, but not

limited to a computer/mobile device 102, a networked server 112, or a cloud storage service.

[0029] According to the present embodiment, a user using a client computer 102 or a server computer 112
may use the blockchain enabled crowdsourcing program 110a, 110b (respectively) to generate audio and video
closed captioning and video scene descriptions. The blockchain enabled crowdsourcing method is explained in

more detail below with respect to FIGS. 2 and 3.

[0030] Referring now to FIG. 2, a block diagram illustrating a blockchain enabled crowdsourcing system
network 200 according to at least one embodiment is depicted. The blockchain enabled crowdsourcing system
network 200 may operate on computers (e.g., computer 102), servers (e.g., server 112), smart phones, tablets, or a
device capable of sending and receiving IO operations and processing data. The devices may communicate and be

connected via a communication network 116.

[0031] The asset 202 may be broken up into multiple fragments and the fragments may be scrambled.
Assets 202 may be presented to the blockchain enabled crowdsourcing system network 200 by a content provider
204, for example, in the form of an audio track, a script, a storyboard, timing information or raw video footage (i.e.,
incomplete video footage). Examples of a content provider 204 may include studios, content generator websites,
general web content contributors, lecturers, and academia. The content provider 204 may release an asset in the
blockchain 206 (i.e., uploading an asset saved on a computer 102 into the blockchained enabled crowdsourcing
system network 200 operating on a server 112 and using a communication network 116). The asset 202 may be
scrambled fragments or unscrambled fragments. Fragments may be manually split up by a content provider 204 or

the fragments may be split up using cognitive or natural language processing technigues.

[0032] Then the blockchain of asset fragments 208 may be hashed. Hashing the asset fragments 208 into a
blockchain log may consist of a ledger of transactions or a log of asset fragments 208. Once a certain number of

asset fragments 208 are received, the asset fragments 208 may be hashed using an algorithm that may turn a large
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amount of data into a fixed length hash. After the content provider 204 releases the asset 202 into the blockchain
network at 208, the blockchain enabled crowdsourcing program 110a, 110b may require the asset 202 to be
governed by a smart contract 210. The smart contract 210 may make appropriate fragments of the asset 202
available to participants. A content provider 204 may also use a smart contract 210 to query the quantity of the
unprocessed asset fragments 212 (i.e., the content provider 204 can check to see how many asset fragments 208
are finished and how many more asset fragments 208 are needed to complete the project or asset 202).
Unprocessed asset fragments 212 may be, for example, the number of asset fragments 208 outstanding before the

project is finished.

[0033] Advocates 214 may be participants who are donating time towards completing a fragment of an asset
202. An advocate 214 may either retrieve a fragment from the blockchain network 216 or submit fragment content
218 to the blockchain network through the smart contract 210 associated with the fragment. The smart contract 210
parameters may be created by the content provider 204 and the smart contract 210 may also update the
participant’s reputation 220. Participants may be ranked or scored to create a reputation. Smart contract 210
parameters may include the number of fragments to create for an asset 202, the reputation score reward for each
processed fragment, additional rewards, if any, for each fragment, and the period of time the fragments will be
available for advocates to process the fragments. The process for ranking and scoring may include collecting the
reputation score rewards for each processed fragment plus any additional reward, such as the completion of work

in a given time frame or submitting a high volume of completed fragments.

[0034] Referring now to FIG. 3, an operational flowchart illustrating the exemplary blockchain enabled
crowdsourcing process 300 used by the blockchain enabled crowdsourcing program 110a, 110b according to at

least one embodiment is depicted.

[0035] At 302, an asset 202 is received. The content provider 204 may produce and provide an asset 202 to
the blockchain enabled crowdsourcing system network 200. For example, the content provider 204 uploads the
asset 202 using a computer 102 where the asset 202 is saved on the computer data storage device 106 and the
asset 202 is processed through the blockchain enabled crowdsourcing program 110a, 110b on a computer or a
server 112. An asset 202 may be material used to create closed captioning information, for example, a movie, a
script or raw video footage. The material or asset 202 released by the content provider 204 into the blockchain
enabled crowdsourcing system network 200 may be audio tracks, timing information, raw video footage, scripts or
storyboards. The content provider 204 may release assets 202 at the studio’s discretion and the content provider
204 may choose the type of material to be released on a case by case basis. The released asset 202 may enable a
crowdsourcing community to create scene descriptions for closed captions and other supportive material to enable

access for a hearing impaired or visually impaired individual.
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[0036] Next, at 304, a smart contract 210 is deployed. A content provider 204 may deploy a smart contract
210 with particular permissions associated with the crowdsourcing work (i.e., asset 202). The permissions set by
the content provider 204 may include work rules, compensation rules, special privileges and tracking the progress
of an asset 202. A smart contract 210 may be invoked for each fragment of the asset 202 (i.e., original material) to
be installed or uploaded into the blockchained enabled crowdsourcing network 200. An example of a work rule may
include a parental approval version requirement instructing that the content avoids specific words, recommends
which specific words should be not be translated or recommends how to describe the avoided word in a scene. One
other work rule may include an assignment of varying importance for each fragment. For example, the most
important scenes can only be processed by a subject matter expert (SME), a professional person doing closed
captioning or an advocate with a high reputation score (i.e., higher than a certain value or threshold value). An
additional rule may include a content provider 204 specifying a limit on the number of characters to display in a
specific segment. The character limit may be specified manually by the content provider 204 or may be
automatically generated using a machine learning (ML) approach. For example, the ML approach can learn from all
of the received fragments over time and is able compute an estimate of the average closed caption length for
similar scenes. One other rule may include deciding which fragments may have higher and lower importance, for
example, some fragments may be important to a scene and may not be left out and others may not be necessary if
a deadline is approaching, thus the fragments that are available to an asset 202 may be used and the less

important fragments may be added as they get uploaded by a participant.

[0037] A compensation rule, for example, may include reputation score rewards, additional rewards if the
fragment is completed in a given time period, codes (e.g., points, tokens or discounts) for accessing exclusive

online content, or codes for redeeming movie tickets or other rewards. Special privileges and tracking asset 202
progress may include allowing the content provider 204 to inquire about the status of an asset 202 to know how

many fragments are outstanding before the asset 202 work product is complete.

[0038] One smart contract 210 may include permissions associated with submitting asset fragments 208 to
the blockchained network by a content provider 204 (i.e., content owner). An example of the smart contract 210
pseudo code for a content provider 204 to submit or upload asset fragments 208 is shown below.
function submit_fragment(fragment, ownershipPubkey,
ownershipSignature) {
if (IverifySignature(hash(fragment), ownershipPubkey,
ownershipSignature) {
return error;
}
var fragmentID = hash(fragment);

ledgerState.put(fragmentID ,fragment);
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var ownerKey = hash(ownershipPubkey);

var ownerFragments = ledgerState.get(ownerKey);
ownerFragments.add(fragmentlD);
ledgerState.put(ownerKey, ownerFragments);

return fragmentlD;

}

[0039] One other smart contract 210 may include permissions associated with requesting, for example, by a
participant (e.g., advocate 214), a fragment to work on. An example of the smart contract 210 pseudo code for a
participant to request a fragment to work on is shown below.
function get_fragment(userCert, fragmentID) {
if (verifyUserCertificate(userCert, fragmentID)) {
return error;

}
return ledgerState.get(feedbackID);

}
Where verifyUserCertificate may verify that a certificate is signed by a valid Certificate Authority (CA), may verify
that fragmentID is on the CA’s authorized fragments, and may verify that fragmentlD is on the user certificate
(userCert). A CA may certify, digitally, the ownership of a public or private key (e.g., hypertext transfer protocol
secure (HTTPS) or secure sockets layer (SSL) server certificates).

[0040] One other smart contract 210 may include permissions associated with submitting a contribution of
work product for a fragment. An example of the smart contract 210 pseudo code for a participant to submit a work
product fragment back into the blockchain enabled crowdsourcing system network 200 is shown below.
function submit_contribution(userCertificate, fragmentID,
encryptedContribution) {
if (verifyUserCertificate(userCert, fragmentID)) {
return error;
}
var contributionsKey = fragmentID + “_contributions”;
var contributions = ledgerState.get(contributionsKey);
contributions.add(encryptedContribution);

ledgerState.put(contributionsKey, contributions);
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[0041] One other smart contract 210 may include permissions associated with obtaining a contribution of
work product for a fragment. An example of the smart contract 210 pseudo code for a content provider 204 to
receive a participant’s contribution of a fragment work product is shown below.
function get_contributions(fragmentID, ownerPubkey,
ownershipSignature) {
var ownerKey = hash(ownershipPubkey);
var ownerFragments = ledgerState.get(ownerKey);
for (id: ownerFragments) {
if (id == fragmentID) {
var contributionsKey = fragmentlD + “_contributions”;

return ledgerState.get(contributionsKey);

}
}

return error;

}

[0042] One other smart contract 210 may include permissions associated with an optional smart contract 210
to create a CA. An example of the smart contract 210 pseudo code for permission to create a CA is shown below.
function create_ca(caPubkey, fragmentList, ownershipPubkey,
ownershipSignature) {
if ('verifySignature(hash(caPubkey+fragmentList), ownershipPubkey,
ownershipSignature) {
return error;
}
var ownerKey = hash(ownershipPubkey);
var ownerFragments = ledgerState.get(ownerKey);
for (fragmentID : fragment_list) {
if (lvalidFragment(fragmentID, ownerFragments) {

return error;

}

}
var caKey = hash(caPubkey);

ledgerState.put(caKey, fragmentList);

return;
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[0043] Using a CA may be beneficial since a CA may be responsible for the creation of user certificates in
complex scenarios. However, using a CA may not be required in the blockchain enabled crowdsourcing system
network 200. For example, a CA may assign tasks to its members by creating certificates with different fragment
identifications for each user. Also, a CA may have a face to face interaction with its members in order to authorize

the member to contribute work product to a project.

[0044] Then at 306, the asset 202 is partitioned and the work distribution is processed. The transaction of
associating a smart contract 210 with a fragment may be unlinkable and may be shuffled with other transactions on
the blockchain network. A released asset 202 may consist of scrambled fragments or unscrambled fragments. The
asset 202 released by the content provider 204 may be split up or partitioned into fragments. The number of
fragments may be decided by the content provider 204. The more fragments created from an asset 202, the better
the chance that participants will not be able to piece together the asset 202 by colluding with other participants.
Splitting the fragments may be done manually or may be done using cognitive or natural language processing
techniques. Cognitive and natural language processing techniques may, for example, detect a speaker’s change in

voice or a scene’s change in a movie.

[0045] Next at 308, the asset partitions (i.e., fragments) are released in the blockchain. The blockchain
enabled crowdsourcing program 110a, 110b may send the partitioned assets (i.e., fragments) to be hashed by the
blockchain of asset fragments 208. The released fragments may be associated with the smart contract’s 210
particular permissions provided at 304. The blockchain may log and hash the fragments, the associated smart
contract 210 and permissions to create an immutable account of the data entered into the blockchained enabled

crowdsourcing system network 200.

[0046] For example, 10,000 fragments for the storyboard (i.e., asset 202) of a new animation movie are
generated and released. The required work is to generate scene descriptions based on the storyboard. The
storyboard information may be fragmented manually, by the content provider 204, or using an automated process
such as NLP. Each fragment would then be hashed and scrambled with other asset fragments 208 released into

the blockchain network.

[0047] At 310, accessibility information is generated for each partition or fragment. The accessibility
information may be associated with the crowdsourcing community. Crowdsourcing for accessibility may utilize the
Web Content Accessibility Guidelines (WCAG) standards. Required access permissions may be applied to each
fragment to control which participants may be allowed access to the fragments. If no access permissions are
required, then every participant may be able to retrieve fragments to work on. An accessibility example may include

a platform where a user may request a task to be performed by an individual or a human and the individual would
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receive a micro payment for the services rendered. Generating accessibility information may make the fragment

accessible for a participant to access, via a smart contract 210, and complete.

[0048] Accessibility information may also be generated for a fragment that had been previously released and
not completed by a participant. For example, if a participant A had received a fragment to complete, however,
participant A did not complete the fragment within the specified time, the fragment may become accessible for
participant B to work on and complete. Also, one fragment, for example, may be completed by more than one

participant so accessibility may be provided to more than one participant at the same time.

[0049] Then at 312, progress is sent by a notification, using a smart contract 210. A content provider 204
may be notified of the progress of an asset's 202 work product using the smart contract 210. By inquiring through
the smart contract 210 permissions, the content provider 204 may obtain notification information, for example, on a
computer or server 112, regarding how many fragments of a particular asset 202 are outstanding before the asset

202 work product is complete.

[0050] Next at 314, each fragment’s progress is tracked using the smart contract 210. As each participant
finishes and uploads the fragment work product back into the blockchain enabled crowdsourcing system network
200, the progress is tracked. For example, a participant using a computer 102 uploads the completed fragment, via
a communication network 116, and this submission of work is tracked by the smart contract 210. The smart contract
210 may track, for example, how many fragments of an asset 202 have been received or uploaded by the

participant and how many fragments are outstanding for a particular asset 202 to be complete.

[0051] Then, at 316, the blockchain enabled crowdsourcing program 110a, 110b determines if the work has
been completed. According to at least one embodiment, the blockchain enabled crowdsourcing program 110a,
110b may determine that work may be complete when a participant submits the completed work fragment (e.g.,
upload the completed fragment via computer 102) to the blockchain enabled crowdsourcing system network 200
and the content provider 204 is then notified (e.g., on a computing device by an alert) via the smart contract 210.
Once there is a predetermined number, amount or percentage of notifications for an asset 202, the content provider
204 may determine the work is complete. The predetermined amount of notifications may depend on the context of

a particular asset 202.

[0052] For example, if there are 1,000 fragments, 1 notification for each unigue fragment (i.e., 1,000
notifications) may be sufficient to determine the work of the fragment is complete, however, each complete
notification may not ensure the quality of work produced. One other way to determine completed work may include
the content provider 204 requiring a predetermined number of notifications with a specified level of quality before

determining the work is complete. For each notification via the smart contract 210, the content produced by the
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advocates may be analyzed, manually or automatically (e.g., manually by a content provider 204 or automatically
by NLP), to determine the quality of the work product and the completed fragment may be accepted or rejected by
the content provider 204. For example, if there are 1,000 fragments that require a predetermined level of quality

before being considered complete, the work or asset 202 is not considered complete until all 1,000 fragments that

are returned by the participants meet the predetermined level of quality.

[0053] An alternate embodiment may allow a participant to submit the work product for one or more
fragments and each fragment may be recorded into the ledger and can be queried later by the content provider 204.

The number of fragments that a participant may submit at one time may vary.

[0054] If the blockchain enabled crowdsourcing program 110a, 110b determined that the work has not been
completed at 316, the blockchain enabled crowdsourcing program 110a, 110b will return to generate accessibility

information for each partition or fragment at 310.

[0055] If the blockchain enabled crowdsourcing program 110a, 110b determined that the work has been
completed at 316, the blockchain enabled crowdsourcing program 110a, 110b will apply the smart contract’s 210
compensation rules at 318. Compensation rules may allow the participants to be rewarded by the time volunteered
to work on a fragment. Rewards may include, for example, free online movies, free tickets, or a points type reward

system. Once a participant has built a positive reputation, the participant may be rewarded by money or currency.

[0056] Triggering the execution of the compensation rules may use a pull model or a push model. A pull
model may allow information to be requested from a server 112 and a push model may transmit information to a
device without an explicit request. The decision to execute the compensation rules may be done at specific time
intervals or may be triggered by an event (e.g., work completed and uploaded by a participant). For example, the
work may have been completed and submitted with acceptable quality by a participant, however, the participant
may not be compensated until a later time based on the business agreement between the participant and the
content provider 204. A smart contract 210 may also periodically query the information in the ledger to determine
the list of participants that have completed the work, notify the content providers 204 and trigger the compensation
rules to reward or pay the participants. Providing compensation at certain intervals of time may be efficient in some

scenarios, for example, when an asset 202 is split into a large number of fragments.

[0057] Then at 320, each participant’s reputation score is updated or assigned. Scores for each participant’s
contribution may be created to allow participants to build a reputation based on the quality of work produced and
uploaded. The reputation scores may also be incorporated to choose the best participant work product, such as
caption, scene description or additional material. The higher the reputation score, the more weight may be

associated with a quality work product. Ranking a participant may also be associated with a participant’s score. For
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example, if the same fragment was created by multiple participants, the participant score and ranking may provide
the best version of the scene description for the movie or video. Additionally, alternate versions may be provided,
for example, a version that requires parental approvals. The alternate versions may include embedding a natural

language application into a smart contract 210.

[0058] It may be appreciated that FIGS. 2 and 3 provide only an illustration of one embodiment and do not
imply any limitations with regard to how different embodiments may be implemented. Many modifications to the

depicted embodiment(s) may be made based on design and implementation requirements.

[0059] FIG. 4 is a block diagram 900 of internal and external components of computers depicted in FIG. 1 in
accordance with an illustrative embodiment of the present invention. It should be appreciated that FIG. 4 provides
only an illustration of one implementation and does not imply any limitations with regard to the environments in
which different embodiments may be implemented. Many modifications to the depicted environments may be made

based on design and implementation requirements.

[0060] Data processing system 902, 904 is representative of any electronic device capable of executing
machine-readable program instructions. Data processing system 902, 904 may be representative of a smart phone,
a computer system, PDA, or other electronic devices. Examples of computing systems, environments, and/or
configurations that may represented by data processing system 902, 904 include, but are not limited to, personal
computer systems, server computer systems, thin clients, thick clients, hand-held or laptop devices, multiprocessor
systems, microprocessor-based systems, network PCs, minicomputer systems, and distributed cloud computing

environments that include any of the above systems or devices.

[0061] User client computer 102 and network server 112 may include respective sets of interal components
902 a, b and external components 904 a, b illustrated in FIG. 4. Each of the sets of internal components 902 a, b
includes one or more processors 906, one or more computer-readable RAMs 908 and one or more computer-
readable ROMs 910 on one or more buses 912, and one or more operating systems 914 and one or more
computer-readable tangible storage devices 916. The one or more operating systems 914, the software program
108 and the blockchain enabled crowdsourcing program 110a in client computer 102, and the blockchain enabled
crowdsourcing program 110b in network server 112, may be stored on one or more computer-readable tangible
storage devices 916 for execution by one or more processors 906 via one or more RAMs 908 (which typically
include cache memory). In the embodiment illustrated in FIG. 4, each of the computer-readable tangible storage
devices 916 is a magnetic disk storage device of an internal hard drive. Alternatively, each of the computer-
readable tangible storage devices 916 is a semiconductor storage device such as ROM 910, EPROM, flash
memory or any other computer-readable tangible storage device that can store a computer program and digital

information.
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[0062] Each set of internal components 902 a, b also includes a R/W drive or interface 918 to read from and
write to one or more portable computer-readable tangible storage devices 920 such as a CD-ROM, DVD, memory
stick, magnetic tape, magnetic disk, optical disk or semiconductor storage device. A software program, such as the
software program 108 and the blockchain enabled crowdsourcing program 110a, 110b can be stored on one or
more of the respective portable computer-readable tangible storage devices 920, read via the respective R/W drive

or interface 918 and loaded into the respective hard drive 916.

[0063] Each set of internal components 902 a, b may also include network adapters (or switch port cards) or
interfaces 922 such as a TCP/IP adapter cards, wireless wi-fi interface cards, or 3G or 4G wireless interface cards
or other wired or wireless communication links. The software program 108 and the blockchain enabled
crowdsourcing program 110a in client computer 102 and the blockchain enabled crowdsourcing program 110b in
network server computer 112 can be downloaded from an external computer (e.g., server) via a network (for
example, the Internet, a local area network or other, wide area network) and respective network adapters or
interfaces 922. From the network adapters (or switch port adaptors) or interfaces 922, the software program 108
and the blockchain enabled crowdsourcing program 110a in client computer 102 and the blockchain enabled
crowdsourcing program 110b in network server computer 112 are loaded into the respective hard drive 916. The
network may comprise copper wires, optical fibers, wireless transmission, routers, firewalls, switches, gateway

computers and/or edge servers.

[0064] Each of the sets of external components 904 a, b can include a computer display monitor 924, a
keyboard 926, and a computer mouse 928. External components 904 a, b can also include touch screens, virtual
keyboards, touch pads, pointing devices, and other human interface devices. Each of the sets of internal
components 902 a, b also includes device drivers 930 to interface to computer display monitor 924, keyboard 926,
and computer mouse 928. The device drivers 930, R/W drive or interface 918 and network adapter or interface 922

comprise hardware and software (stored in storage device 916 and/or ROM 910).

[0065] It is understood in advance that although this disclosure includes a detailed description on cloud
computing, implementation of the teachings recited herein are not limited to a cloud computing environment.
Rather, embodiments of the present invention are capable of being implemented in conjunction with any other type

of computing environment now known or later developed.

[0066] Cloud computing is a model of service delivery for enabling convenient, on-demand network access to
a shared pool of configurable computing resources (e.g., networks, network bandwidth, servers, processing,
memory, storage, applications, virtual machines, and services) that can be rapidly provisioned and released with
minimal management effort or interaction with a provider of the service. This cloud model may include at least five

characteristics, at least three service models, and at least four deployment models.
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[0067] Characteristics are as follows:

On-demand self-service: a cloud consumer can unilaterally provision computing capabilities, such as server time
and network storage, as needed automatically without requiring human interaction with the service’s provider.
Broad network access: capabilities are available over a network and accessed through standard mechanisms that
promote use by heterogeneous thin or thick client platforms (e.g., mobile phones, laptops, and PDAs).

Resource pooling: the provider's computing resources are pooled to serve multiple consumers using a multi-tenant
model, with different physical and virtual resources dynamically assigned and reassigned according to demand.
There is a sense of location independence in that the consumer generally has no control or knowledge over the
exact location of the provided resources but may be able to specify location at a higher level of abstraction (e.g.,
country, state, or datacenter).

Rapid elasticity: capabilities can be rapidly and elastically provisioned, in some cases automatically, to quickly scale
out and rapidly released to quickly scale in. To the consumer, the capabilities available for provisioning often appear
to be unlimited and can be purchased in any quantity at any time.

Measured service: cloud systems automatically control and optimize resource use by leveraging a metering
capability at some level of abstraction appropriate to the type of service (e.g., storage, processing, bandwidth, and
active user accounts). Resource usage can be monitored, controlled, and reported providing transparency for both

the provider and consumer of the utilized service.

[0068] Service Models are as follows:

Software as a Service (SaaS): the capability provided to the consumer is to use the provider’'s applications running
on a cloud infrastructure. The applications are accessible from various client devices through a thin client interface
such as a web browser (e.g., web-based e-mail). The consumer does not manage or control the underlying cloud
infrastructure including network, servers, operating systems, storage, or even individual application capabilities, with
the possible exception of limited user-specific application configuration settings.

Platform as a Service (PaaS): the capability provided to the consumer is to deploy onto the cloud infrastructure
consumer-created or acquired applications created using programming languages and tools supported by the
provider. The consumer does not manage or control the underlying cloud infrastructure including networks, servers,
operating systems, or storage, but has control over the deployed applications and possibly application hosting
environment configurations.

Infrastructure as a Service (laaS): the capability provided to the consumer is to provision processing, storage,
networks, and other fundamental computing resources where the consumer is able to deploy and run arbitrary
software, which can include operating systems and applications. The consumer does not manage or control the
underlying cloud infrastructure but has control over operating systems, storage, deployed applications, and possibly

limited control of select networking components (e.g., host firewalls).
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[0069] Deployment Models are as follows:

Private cloud: the cloud infrastructure is operated solely for an organization. It may be managed by the organization
or a third party and may exist on-premises or off-premises.

Community cloud: the cloud infrastructure is shared by several organizations and supports a specific community
that has shared concerns (e.g., mission, security requirements, policy, and compliance considerations). It may be
managed by the organizations or a third party and may exist on-premises or off-premises.

Public cloud: the cloud infrastructure is made available to the general public or a large industry group and is owned
by an organization selling cloud services.

Hybrid cloud: the cloud infrastructure is a composition of two or more clouds (private, community, or public) that
remain unique entities but are bound together by standardized or proprietary technology that enables data and

application portability (e.g., cloud bursting for load-balancing between clouds).

[0070] A cloud computing environment is service oriented with a focus on statelessness, low coupling,
modularity, and semantic interoperability. At the heart of cloud computing is an infrastructure comprising a network

of interconnected nodes.

[0071] Referring now to FIG. 5, illustrative cloud computing environment 1000 is depicted. As shown, cloud
computing environment 1000 comprises one or more cloud computing nodes 100 with which local computing
devices used by cloud consumers, such as, for example, personal digital assistant (PDA) or cellular telephone
1000A, desktop computer 1000B, laptop computer 1000C, and/or automobile computer system 1000N may
communicate. Nodes 100 may communicate with one another. They may be grouped (not shown) physically or
virtually, in one or more networks, such as Private, Community, Public, or Hybrid clouds as described hereinabove,
or a combination thereof. This allows cloud computing environment 1000 to offer infrastructure, platforms and/or
software as services for which a cloud consumer does not need to maintain resources on a local computing device.
It is understood that the types of computing devices 1000A-N shown in FIG. 5 are intended to be illustrative only
and that computing nodes 100 and cloud computing environment 1000 can communicate with any type of

computerized device over any type of network and/or network addressable connection (e.g., using a web browser).

[0072] Referring now to FIG. 6, a set of functional abstraction layers 1100 provided by cloud computing
environment 1000 is shown. It should be understood in advance that the components, layers, and functions shown
in FIG. 6 are intended to be illustrative only and embodiments of the invention are not limited thereto. As depicted,

the following layers and corresponding functions are provided:

[0073] Hardware and software layer 1102 includes hardware and software components. Examples of
hardware components include: mainframes 1104; RISC (Reduced Instruction Set Computer) architecture based

servers 1106; servers 1108; blade servers 1110; storage devices 1112; and networks and networking components
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1114. In some embodiments, software components include network application server software 1116 and database

software 1118.

[0074] Virtualization layer 1120 provides an abstraction layer from which the following examples of virtual
entities may be provided: virtual servers 1122; virtual storage 1124; virtual networks 1126, including virtual private

networks; virtual applications and operating systems 1128; and virtual clients 1130.

[0075] In one example, management layer 1132 may provide the functions described below. Resource
provisioning 1134 provides dynamic procurement of computing resources and other resources that are utilized to
perform tasks within the cloud computing environment. Metering and Pricing 1136 provide cost tracking as
resources are utilized within the cloud computing environment, and billing or invoicing for consumption of these
resources. In one example, these resources may comprise application software licenses. Security provides identity
verification for cloud consumers and tasks, as well as protection for data and other resources. User portal 1138
provides access to the cloud computing environment for consumers and system administrators. Service level
management 1140 provides cloud computing resource allocation and management such that required service
levels are met. Service Level Agreement (SLA) planning and fulfillment 1142 provide pre-arrangement for, and
procurement of, cloud computing resources for which a future requirement is anticipated in accordance with an
SLA.

[0076] Workloads layer 1144 provides examples of functionality for which the cloud computing environment
may be utilized. Examples of workloads and functions which may be provided from this layer include: mapping and
navigation 1146; software development and lifecycle management 1148; virtual classroom education delivery 1150;
data analytics processing 1152; transaction processing 1154; and blockchain enabled crowdsourcing 1156. A
blockchain enabled crowdsourcing program 110a, 110b provides a way to generate audio and video closed

captioning and video scene descriptions using blockchain enabled crowdsourcing.

[0077] The descriptions of the various embodiments of the present invention have been presented for
purposes of illustration, but are not intended to be exhaustive or limited to the embodiments disclosed. Many
modifications and variations will be apparent to those of ordinary skill in the art without departing from the scope of
the described embodiments. The terminology used herein was chosen to best explain the principles of the
embodiments, the practical application or technical improvement over technologies found in the marketplace, or to

enable others of ordinary skill in the art to understand the embodiments disclosed herein.



WO 2019/076624 PCT/EP2018/076763

22

CLAIMS

1. A method for blockchain enabled crowdsourcing, the method comprising:
receiving an asset from a content provider;
deploying a smart contract based on the received asset, wherein the deployed smart contract includes a
plurality of compensation rules;
partitioning the received asset into a plurality of fragments based on the deployed smart contract;
releasing the partitioned plurality of fragments into a blockchain network; and

tracking each fragment within the released plurality of fragments using the smart contract.

2. The method of claim 1, further comprising:
generating a plurality of accessibility information for each released fragment; and
notifying the content provider of a progress associated with each released fragment using the smart

contract.

3. The method of claim 1, further comprising:
determining a released fragment has been completed by a participant;
applying the plurality of compensation rules based on the determined completed fragment; and

creating a participant reputation score based on the determined completed fragment.

4, The method of claim 1, further comprising:
determining a released fragment has not been completed by a participant;
generating a plurality of accessibility information for each released partitioned fragment; and
notifying the content provider of a progress associated with each released fragment using the smart

contract.

5. The method of claim 1, further comprising:
determining a released fragment has not been completed by a participant within a deadline; and
triggering an action to obtain the determined fragment that has not been completed, wherein the action is
selected from the group consisting of hiring a professional to complete the fragment, increasing a compensation
reward for a crowdsourcing community to complete the fragment, and deciding an importance value of the
fragment, wherein the fragment having a low importance value is ignored when exceeding the deadline, and

wherein the fragment having the low importance value is added to the received asset at a later time.

6. The method of claim 1, wherein the smart contract associates a plurality of permissions with each

partitioned fragment, wherein the associated plurality of permissions are selected from the group consisting of a
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plurality of work rules, a plurality of compensation rules and a plurality of special privileges, and wherein the smart

contract tracks a progress of each partitioned fragment.

7. The method of claim 1, wherein the smart contract associates a plurality of permissions with the asset,
wherein the associated plurality of permissions are selected from the group consisting of a plurality of work rules, a
plurality of compensation rules and a plurality of special privileges, and wherein the asset is selected from the group

consisting of a script, a video clip, an audio track, a storyboard and a timing information.

8. The method of claim 1, wherein the plurality of fragments are dispersed into a blockchain enabled
crowdsourced network, and wherein the participants are a part of the crowdsourced network that work on a plurality

of separate fragments.

9. A computer system for blockchain enabled crowdsourcing, comprising:

one or more processors, one or more computer-readable memories, one or more computer-readable
tangible storage medium, and program instructions stored on at least one of the one or more tangible storage
medium for execution by at least one of the one or more processors via at least one of the one or more memories,
wherein the computer system is capable of performing a method comprising:

receiving an asset from a content provider;

deploying a smart contract based on the received asset, wherein the deployed smart contract includes a
plurality of compensation rules;

partitioning the received asset into a plurality of fragments based on the deployed smart contract;

releasing the partitioned plurality of fragments into a blockchain network; and

tracking each fragment within the released plurality of fragments using the smart contract.

10. The computer system of claim 9, further comprising:
generating a plurality of accessibility information for each released fragment; and
notifying the content provider of a progress associated with each released fragment using the smart

contract.

1. The computer system of claim 9, further comprising:
determining a released fragment has been completed by a participant;
applying the plurality of compensation rules based on the determined completed fragment; and

creating a participant reputation score based on the determined completed fragment.

12. The computer system of claim 9, further comprising:

determining a released fragment has not been completed by a participant;
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generating a plurality of accessibility information for each released partitioned fragment; and
notifying the content provider of a progress associated with each released fragment using the smart

contract.

13. The computer system of claim 9, further comprising:
determining a released fragment has not been completed by a participant within a deadline; and
triggering an action to obtain the determined fragment that has not been completed, wherein the action is
selected from the group consisting of hiring a professional to complete the fragment, increasing a compensation
reward for a crowdsourcing community to complete the fragment, and deciding an importance value of the
fragment, wherein the fragment having a low importance value is ignored when exceeding the deadline, and

wherein the fragment having the low importance value is added to the received asset at a later time.

14. The computer system of claim 9, wherein the smart contract associates a plurality of permissions with
each partitioned fragment, wherein the associated plurality of permissions are selected from the group consisting of
a plurality of work rules, a plurality of compensation rules and a plurality of special privileges, and wherein the smart

contract tracks a progress of each partitioned fragment.

15. The computer system of claim 9, wherein the smart contract associates a plurality of permissions with the
asset, wherein the associated plurality of permissions are selected from the group consisting of a plurality of work
rules, a plurality of compensation rules and a plurality of special privileges, and wherein the asset is selected from

the group consisting of a script, a video clip, an audio track, a storyboard and a timing information.

16. The computer system of claim 9, wherein the plurality of fragments are dispersed into a blockchain
enabled crowdsourced network, and wherein the participants are a part of the crowdsourced network that work on a

plurality of separate fragments.

17. A computer program product for blockchain enabled crowdsourcing, comprising:

one or more computer-readable storage media and program instructions stored on at least one of the one
or more tangible storage media, the program instructions executable by a processor to cause the processor to
perform a method comprising:

receiving an asset from a content provider;

deploying a smart contract based on the received asset, wherein the deployed smart contract includes a
plurality of compensation rules;

partitioning the received asset into a plurality of fragments based on the deployed smart contract;

releasing the partitioned plurality of fragments into a blockchain network; and

tracking each fragment within the released plurality of fragments using the smart contract.
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18. The computer program product of claim 17, further comprising:
generating a plurality of accessibility information for each released fragment; and
notifying the content provider of a progress associated with each released fragment using the smart

contract.

19. The computer program product of claim 17, further comprising:
determining a released fragment has been completed by a participant;
applying the plurality of compensation rules based on the determined completed fragment; and

creating a participant reputation score based on the determined completed fragment.

20. The computer program product of claim 17, further comprising:
determining a released fragment has not been completed by a participant;
generating a plurality of accessibility information for each released partitioned fragment; and
notifying the content provider of a progress associated with each released fragment using the smart

contract.
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