(57) Abrégé/Abstract:
A message system, including at least one server configured to receive a message from an originating device for delivery to at least one recipient device via a first delivery channel; and wherein the at least one server is further configured to select an alternate delivery channel in the event that delivery of the message via the first delivery channel cannot be effected, is disclosed. The invention further discloses a method for routing messages including the steps of receiving at a server a message from an originating device for delivery to a to at least one recipient; forwarding the message to the at least one recipient device via a first...
(57) Abstract (continued):
delivery channel, awaiting receipt of acknowledgement message from said least one recipient device, and in the event that no acknowledgment message is received, the at least one server resends the message to said at least one recipient device via an alternate delivery channel.
(57) Abstract: A message system, including at least one server configured to receive a message from an originating device for delivery to at least one recipient device via a first delivery channel; and wherein the at least one server is further configured to select an alternate delivery channel in the event that delivery of the message via the first delivery channel cannot be effected, is disclosed. The invention further discloses a method for routing messages including the steps of receiving a message from an originating device for delivery to a recipient device; forwarding the message to the at least one recipient device via a first delivery channel; awaiting receipt of an acknowledgement message from said at least one recipient device, and in the event that no acknowledgement message is received, the at least server resends the message to said at least one recipient device via an alternate delivery channel.
EXTENDED MESSAGING PLATFORM

FIELD OF THE INVENTION

5 The present application relates to systems and methods for providing extended messaging services. In particular although not exclusively the present invention relates to providing extended messaging and/or file sharing services within a mobile communications network.

10 DISCUSSION OF THE BACKGROUND ART

The most prolific form of messaging employed in mobile communication systems is the Short Message Service (SMS). Typically Messages are sent from the originating device to a Short Message Service Centre (SMSC) which provides a store-and-forward mechanism. Transmission of short messages between the SMSC and the handset is done using the Mobile Application Part (MAP) of the SS7 protocol. Messages are sent with the MAP mo- and mt-ForwardSM operations, whose payload length is limited by the constraints of the signalling protocol to precisely 140 octets \(140 \text{ octets} = 140 \times 8 \text{ bits} = 1120 \text{ bits}\). Short messages can be encoded using a variety of alphabets: the default GSM 7-bit alphabet (shown below), the 8-bit data alphabet, and the 16-bit UTF-16/UCS-2 alphabet.

Depending on which alphabet the subscriber has configured in the handset, this leads to the maximum individual Short Message sizes of 160 7-bit characters, 140 8-bit characters, or 70 16-bit characters (including spaces). Support of the GSM 7-bit alphabet is mandatory for GSM handsets and network elements,[15] but characters in languages such as Arabic, Chinese, Korean, Japanese or Cyrillic alphabet languages (e.g. Russian) must be encoded using the 16-bit UCS-2 character encoding (Unicode). Routing data and other metadata is additional to the payload size.
If a recipient is not reachable, the SMSC queues the message for later retry. Some
SMSCs also provide a “forward and forget” option where transmission is tried only
once. Accordingly message delivery is best effort, so there are no guarantees that
a message will actually be delivered to its recipient and delay or complete loss of a
message is not uncommon, particularly when sending between networks.

In recent years additional message services such as instant message and email
have migrated to the mobile environment. In the standard desktop environment
Instant Messaging (IM) provided real-time text-based or near real-time
communication between two or more participants over a network. Thus the key
distinction between IM from such services as email is the perceived synchronicity of
the communication between users, messaging is done in real or near real-time.
Instant messages are typically logged in a local message history which closes the
gap to the persistent nature of emails and facilitates quick exchange of information
like URLs or document snippets (which can be unwieldy when communicated via
telephone). IM allows effective and efficient communication, featuring immediate
receipt of acknowledgment or reply.

Mobile Instant Messaging (MIM) differs slightly to that of standard desktop IM
application. MIM is a presence enabled messaging service which attempts to
transpose the desktop messaging experience to the usage scenario of being on the
move. While several of the core ideas of the desktop experience on one hand
apply to a connected mobile device, others do not. For example some of the form
factor and mobility related differences need to be taken into account in order to
create a really adequate, powerful and yet convenient mobile experience such as
bandwidth, memory size, availability of media formats, keypad based input, screen
output, CPU performance and battery power are core issues that desktop device
users and even nomadic users with connected network.

As mentioned above as mobile data networks can be unreliable and messages may
go missing (message delivery being best effort). Existing mobile Instant Messaging
(IM) “gateway” products treat IM messages as “casual chat”. As such there is no guarantee that the message will be delivered to the intended recipient as MIM do not see the loss of a message as being of consequence. As such the current implementations of MIM are not readily suited to a business environment or other applications where the delivery of information is critical.

As discussed above most existing messaging systems (e.g. SMS) offer limited storage capacity. In the case of SMS a local PC backup/archive may be required to provide any sort of message backup capability and then the process is manual in nature. A user wishing to save messages must perform this manual process prior to deleting messages on their mobile device to free up space for new messages.

Accordingly there is a need to provide a reliable messaging solution that will be accepted by a casual as well as a business or critical user. It would also be advantageous to provide a facility to enable users to backup messages sent and received for later review.

SUMMARY OF THE INVENTION

Disclosure of the Invention

Accordingly in one aspect of the present invention there is provided an extended message system said system including:

- at least one server configured to receive a message from a originating device for delivery to at least one recipient device via a first delivery channel; and
- wherein the at least one server is further configured to select an alternate delivery channel in the event that delivery of the message via the first delivery channel cannot be effected;

Alternatively the originating device may be configured to select an alternate delivery channel in the event that the delivery of the message via the first delivery channel cannot be effected.
The messaging network may be considered to comprise an Originating Device, at least one server and one or more recipients (these may be mobile devices or Email or other recipient types).

A message may be considered to be a textual message or may be some other type of data message or file such as, but not limited to, a picture, music file or document.

The principle of assurance of delivery is applied in all legs of message transmission. Accordingly the originating device may include one or more predefined rules sets, for governing how the message is transmitted. The rule set may include information relating to the period of time the originating device waits before resending the message on the first delivery channel, how often and for how long the retries continue on the first delivery channel before switching to an alternate delivery channel. The message may include a retry counter which is incremented on each attempt of the originating device to deliver the message to the at least one server. The system may enable the user to reconfigure the rule set in accordance with their preferences.

The originating device may display an indicator to the user providing information on the delivery status of the message.

The first delivery channel may be an Internet Protocol (IP) based messaging channel and the message may be an instant message or chat message. Preferably the alternate delivery channel is an SMTP, MIME, POP, IMAP or similar messaging channel. Suitably the alternate delivery channel may be an SS7 or similar messaging channel. In instances where an alternate delivery is utilised for delivery of the message the originating device or the at least one server may reformat the message to comply with the alternate delivery channel's messaging standard.
Preferably the originating device is adapted to receive an acknowledgement message from said at least one server on receipt of the message via the first messaging channel.

5 Where no acknowledgment message is returned to the originating device, the originating device applies the business rules and user settings of the sender to determine the action to take. Typically this may include a defined number of retry attempts and subsequently a switch to the alternate delivery channel on which delivery is to be affected. It may also require the intervention of the user to determine what action to take. Further it may include a delivery by the primary delivery channel to the server with instructions included in the message header to direct the server to switch to the secondary delivery channel.

Once the message has reached the said at least one server it must be routed on to the one or more recipients. The at least one server will first attempt to deliver the message using the delivery channel specified by the user of the originating device.

The server may include one or more predefined rules sets, for governing how the message is transmitted. The rule set may include information relating to the period of time the at least one server waits before resending the message on the first delivery channel, how often and for how long the retries continue on the first delivery channel before switching to an alternate delivery channel. The message may include a retry counter which is incremented on each attempt of the server to deliver the message to the at least one recipient device. The system may enable the user to reconfigure the rule set in accordance with their preferences. Alternately, the server may divest the responsibility to manage retries to the originating device.

30 Preferably the at least one server is adapted to receive an acknowledgement message from said at least one recipient device on receipt of the message via the
first messaging channel. The system may also be configured such that the at least
one server notifies the originating device of the receipt of the message by the least
one recipient device. This end to end notification is only required to provide
assured delivery when the originating device is managing the retry process. Where
this is not the case and the at least one server remains in control of the process
and maintains the assuredness of delivery it is not mandatory for the receipt
acknowledgement to be returned to the originating device. The acknowledgement
message may be any suitable format, provided that it contains at a minimum,
sufficient information to associate the acknowledgement with the message. The
acknowledgement may for example include a serial number, a timestamp, a unique
ID or the like. The unique ID may be generated from the serial number and time
stamp associated with the receipt of the message.

Alternately the server may simply pass through the acknowledgement of receipt to
the originating device. In this approach the originating device takes more
responsibility for driving the assurance of delivery to the recipient device.

Where no acknowledgment message is returned to the at least one server, the
server applies the business rules and user settings of the sender and recipient to
determine the action to take. Typically this may include a defined number of retry
attempts and subsequently a switch to the alternate delivery channel on which
delivery is to be affected.

The at least one server may be coupled to a database. The server maybe
configured to periodically write a log of each attempt to deliver a message, along
with network specific information to the database. The database may also be used
as a message repository for all messages passing through the delivery server. The
system may provide the user with a suitable interface to access all messages sent
from and received by the user.
In a further aspect of the present invention there is provided a method for routing messages said method including the steps of:

- receiving at a server a message from an originating device for delivery to the at least one recipient;

- forwarding the message to the at least one recipient device via a first delivery channel

- awaiting receipt of acknowledgement message from said least one recipient device, and in the event that no acknowledgment is received message the server resend the message to said at least one recipient device via an alternate delivery channel.

The method may include the step of resending the message via the first delivery channel a predetermined number of times before resending the message via the alternate delivery channel. Suitably the step of resending the message via the first delivery channel includes the step of incrementing a retry counter associated with the message. The method may optionally include the step of initiating at the originating device transfer of the message via an alternate delivery channel in the event of failure to affect delivery via the first delivery channel prior (i.e. originating device has ability of to override retry of first delivery channel).

Suitably the step of forwarding the message via the alternate delivery channel further includes the step of reformatting the message to comply with the channel's messaging standard.

The method may also incorporate processing on the receiving device to identify duplicate messages. In a scenario where poor network reliability exists, messages may be sent on several occasions before the sending at least one server or originating device gets a response back to indicate successful receipt. Where this is due to the receipt failing to be transmitted, rather than the message itself, the result can be duplicate messages arriving on the receiving device. This is addressed by utilising the unique identifier contained in messages as described.
above. The receiving device looks at the unique identifier in previously received messages and does not re-display a message previously received and displayed.

In a further aspect of the invention an indicator may be displayed to the user indicating the delivery status of a message. In one approach, where message retries are controlled by the originating device, there is preferably a warning to a user attempting to exit from the sending application that a message has not yet been confirmed as being delivered and that retries are still outstanding.

10 BRIEF DETAILS OF THE DRAWINGS

In order that this invention may be more readily understood and put into practical effect, reference will now be made to the accompanying drawings, which illustrate preferred embodiments of the invention, and wherein:

15 FIG. 1 is a schematic block diagram of an extended message system according to one embodiment of the present invention.

FIG. 2 is a flow chart depicting the signalling between various points in the messaging system according to one embodiment of the invention

20 DESCRIPTION OF EMBODIMENTS OF THE INVENTION

With reference to Fig 1 there is illustrated a messaging system 100 according to one embodiment of the present invention. In the context of the present invention, a message may be considered to be a textual message or may be some other type of data message or file such as, but not limited to, a picture, music file, or document.

As shown, an originating device 101 (e.g. mobile hand set, PDA, portable computer or the like) is employed by the user to create a message via the devices messaging application 102. In this case the messaging application is a mobile IM application. Once the user has created the desired message, the user then selects one or more recipients 107 from their contact or Buddy List 103. The recipients 107 may be
members of the same network 104 or members of a different network 106. Once the recipients 107 are selected the device's messaging application 102 then forwards the message via the network 104 to the delivery server 105 complete with information regarding the intended recipients and the preferred delivery channel to be employed for message to the recipient device(s) 107. The preferred delivery channels can be data (Internet Protocol/IP) based messaging (e.g. instant messaging or chat), SMS, MMS, email or any other defined messaging format. Once the originating device 101 has forwarded the message to the delivery server 105 it expects to receive an acknowledgment message/packet from the delivery server 105 confirming the receipt of the message. The specific format of the acknowledgment is not critical provided it can be readily associated with the original sent message. There are a number of approaches for associating the acknowledgment message with the original sent message. For example the association may be done via the use of a serial number, a timestamp or the like which are used to generate a unique message ID which associates the acknowledgment message with the original sent message.

If the originating device 101 fails to receive an acknowledgment it waits for a predetermined time, based on a predefined rule set, before attempting to resend the message. The predefined rule set not only defines the period of time the device waits before resending the message but they also define how often and for how long the retries will continue. For example the rule set may be configured to allow the sending device 101 a maximum of 10 retries, each retry being at 5 minute intervals after the original attempt to send the message. After exhausting the maximum number of retries the sending device 101 is still unable to complete message delivery, it may then after a predetermined period attempt to affect delivery via an alternate method to route the message to the delivery server 105.

Further, if a user attempts to log off or exit the originating device client application while messages remain outstanding to be sent, the originating device client
application will inform user as to the delivery status of the message and provide alternate delivery options prior to completing the log off or exit.

As shown in Fig 1 the delivery server 105 in this case is coupled to at least one email server 108 and/or at least one messaging centre (SMSC, MMSC) 109 to provide a plurality of redundant delivery channels. In the event that the message is unable to be routed to the recipient device(s) via the primary delivery channel (i.e. the messages native format) the delivery server will switch to the next preferred delivery format. For example the delivery server 105 may switch from IM to SMS to effect delivery of the message.

Alternatively the originating device 101 may prompt the user to select an alternative delivery channel in the event the message cannot be delivered via the primary deliver channel selected by the user. In some instances a user may select a delivery channel that the server knows is not available for example the user may select IP based messaging but the server knows the receiving device is unavailable to receive this type of message. In this instance the delivery server 105 converts the message to an alternate message format (SMS, email etc) for delivery via an alternate delivery channel (e.g. email gateway 108, SMSC109).

The primary delivery channel may include a set of instructions included in the message header to direct the server to switch to the secondary delivery channel.

Each time a message is sent (and resent) by the delivery server 105, it carries a retry counter, which is counted from 0 (initial delivery) upwards. For each retry, the counter is then incremented to indicate retrials. Based on the rule set configured on the delivery server, the delivery server can then choose to attempt alternative delivery methods for a message based on the retry count. This allows for converting the message to an SMS, MMS or email after a specified number of retries. In the original iteration, a message will be attempted for delivery via SMS starting from the third retrial.

A log of each attempt to deliver the message along with network information including cell site etc is stored by the server in database 110. In such instances the
delivery server 105 may be coupled to the HLR (Home Location Register) of the network 104. When a message fails to be successfully delivered, a log record is written to the database 110. The log not only includes information on the unsuccessful delivery it also includes the HLR information relating to the receiving mobile device. Subsequent analysis of the data thus provided using standard data analysis tools can reveal specific network areas that require maintenance and or upgrades. Such logging can identify specific carrier coverage issues or other network inadequacies. In addition the database 110 can be used as a storage facility for user messages which is discussed in greater detail below.

Fig 2 depicts the signalling employed by the messaging system 100 according to one embodiment of the present invention. To effect delivery of the message the delivery server 105 needs to firstly identify the intended recipient(s) 107 and the users preferred delivery channel. Each client device (originating or receiving 101, 107) in the network communicates with the server using a time-based heartbeat transaction 213, this allows the server to track the presence of all devices in the network. In the present example each client device sends a heartbeat to the server every 10 minutes. If the server does not receive a heartbeat when it is expected, it marks that client device as offline.

The heartbeat transaction is not only utilised to show the presence of the client device but the level of services currently available to the client device. For example where the user has indicated a preferred delivery using for example IM communications, the server checks to confirm the recipient 107 is connected to the server and is available to receive messages via the information provided through recipient device's heartbeat. In some instances the receiving device 107 may not be ready or able to receive an IM message, the delivery server 105 then attempts to send the message to each recipient using the applicable alternate delivery channel such as an SMS 209, Email 207 or other suitable messaging format. For each delivery approach, a confirmation/acknowledgment message is expected from the recipient (or delivery agent, as the case may be in the case of SMS and Email) as
the message has been delivered. This will then be passed on to the original sender of the message. As mentioned above the specific format of the confirmation message is not critical provided it allows the system to associate the confirmation with the originally sent message.

As shown in Fig 2, originating device 101 forwards the IM message 201 to the delivery server 105 for delivery to the recipient device 107 via the primary deliver channel 202. The delivery server 105 sends an acknowledgement message back to the originating device 101. The delivery server on-sends the IM message to the recipient device 107. The recipient device 107 then sends back an acknowledgement message 203 to the delivery server 105, the delivery server 105 then optionally advises the sending device 101 of successful end-to-end delivery of the message 204. In the event that the primary delivery 202 channel is unavailable delivery server 105 then attempts to route the message via an alternate delivery channel such as email 205 via email gateway 108, or SMS 206 via SMSC 109.

Where email is the selected alternate delivery route, the delivery server 105 converts the message from its native format to the appropriate email format before forwarding the message 205 to the email gateway. Email gateway 108 then forwards the message 207 to the recipient device 107, the recipient device then sends back an acknowledgement message 208. Similarly where SMS or MMS is selected as the alternate delivery channel the delivery server 105 converts the message form its native format to an appropriately sized SMS packet before forwarding the message the SMSC 109. Message truncation may optionally be performed in this instance however in the current embodiment of the invention as many SMS message packets are sent as are required to deliver the message in its entirety to the recipient device(s) 107. The SMSC 109 then forwards the message 209 to the recipient device 107, the recipient device then the sends back an acknowledgement message 210. In the illustrated example the server does not look for a confirmation for messages 211, 212 (shown in dashed outline) sent via email
or SMS via email servers and/or SMSC/SMS gateway since both of these formats are considered acceptably reliable. However, it will be appreciated by those of ordinary skill in the art that such a verification procedure could be readily incorporated into the system.

As mentioned above the routing of messages from the delivery server 105 to the recipient device 107 may be done via a set of predetermined rules implemented on the delivery server 105. The rule set governs the number of retry attempts; the alternate delivery channels to be employed and their order; the time for which retries will be continued; the frequency of retry attempts. The following table shows one example of a rule set which is applied for routing messages with a textual messaging system according to one embodiment of the present invention:

<table>
<thead>
<tr>
<th>Client Device</th>
<th>User Status</th>
<th>Offline Settings</th>
<th>Routing Action</th>
</tr>
</thead>
<tbody>
<tr>
<td>Online</td>
<td>Available or Not-Available</td>
<td>SMS</td>
<td>• Attempt to deliver using default method (IP). • Retry delivery in the event of non-receipt of confirmation message. • Switch to SMS (secondary delivery approach) after expiry of delivery attempts (in current iteration of invention, 3 retries over 15 minutes).</td>
</tr>
<tr>
<td>Online</td>
<td>Available or Not-Available</td>
<td>Email</td>
<td>• Attempt to deliver using default method (IP). • Retry delivery in the event of non-receipt of confirmation message. • Switch to Email (secondary delivery approach) after expiry of delivery attempts (in current iteration 3 retries over 15 minutes).</td>
</tr>
<tr>
<td>Online</td>
<td>Invisible</td>
<td>As per above (SMS or Email)</td>
<td>• As per above – Invisible status does not affect the delivery approach.</td>
</tr>
<tr>
<td>Online</td>
<td>Do Not Disturb</td>
<td>n/a</td>
<td>Save message on the server until the user changes their status.</td>
</tr>
<tr>
<td>Offline</td>
<td>Available or Not-Available</td>
<td>SMS</td>
<td>Sever knows user's client device is not able to receive IP message. • Switch immediately to SMS (user defined offline delivery method)</td>
</tr>
</tbody>
</table>
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<table>
<thead>
<tr>
<th>Client Device</th>
<th>User Status</th>
<th>Offline Settings</th>
<th>Routing Action</th>
</tr>
</thead>
</table>
| Offline      | Available or     | Wake-Up         | Sever knows user's client device is not able to receive IP message.  
|              | Not-Available    |                 | • Attempt client application wake-up using SS7 or SMS.  
|              |                  |                 | • Send message using IP channel. Follow normal assured delivery attempts if message receipt confirmation is not received (as for online/sms above) |
| Offline      | Available or     | Email           | Server knows user's client device is not available to receive message.  
|              | Not-Available    |                 | • Switch immediately to Email (user defined offline delivery method)                                                                 |
| Offline      | Available or     | save on server  | Server knows user's client device is not available to receive message.  
|              | Not-Available    |                 | • Do not attempt to deliver message – save message in file on server for immediate delivery next time this user logs on to a device.         |
| Offline      | Invisible        | SMS or Wake-Up  | As for Offline SMS or Wake-up (above). Invisible status does not affect delivery approach.                                                |
| Offline      | Invisible        | Email or save on server | As for Offline Email (above). Invisible status does not affect delivery approach.                                                           |
| Offline      | Do Not Disturb   | n/a             | Save message on the server until the user changes their status.                                                                              |

Table 1: exemplary rule set for message routing

In another embodiment of the invention where the message comprises a picture or other file, the alternate delivery channel may be configured as MMS or some other file transfer protocol.

The user may configure the rule set to suit their preferences e.g. via an online interface or the like. The change in rule status is then communicated to the delivery server which modifies the operation of the rule set for the particular user. In the present example the user can define how a message is routed to them based on their status setting, their offline settings and their current network presence. As mentioned above the heartbeat transaction informs the delivery server of the user's presence. However the availability of the user to receive messages is determined
based on a combination of the user defined Status setting, their "Offline Settings" and whether they are connected (logged in):

- SMS routing when offline, this informs the server to route messages via SMS when the client device's status is set offline;
- Email routing which routes messages to email when the user is not logged on to a client device;
- Wake-Up which allows the system to wake up the client application on the receiving device using SS7 or SMS0 then present the message to the user;
- Save to Server which informs the server to save messages on the server until the user logs back in to their client device.

Thus availability becomes user defined attribute which enable the user to modify the application of the system's rules set. As shown in table 1 there a number of statuses within the system that a user may choose from depending on whether the user is online or offline. The four main status types are, available, not available, do not disturb and invisible. In Network, if the offline settings chosen by a user allow the timely delivery of a message via an alternate delivery channel, the status chosen by a user is retained when offline. If an in-network user chooses offline settings that do not permit timely delivery such as Email or "save-on-server, their availability will show as "unavailable to communicate" when they are offline. For "Out of Network" users of a client device, limited offline settings are available i.e. save-on-server and Email. Thus an offline out-of-network user is always considered to be "unavailable to communicate".

In addition to the above the system may also present the user with the ability to assign various characteristics to a message, for example Message importance. Message importance can be set to Normal or High by the sender. The message importance is held as data in the message header and is used throughout the network to determine message processing.
If the user selects High importance, message delivery rules through the network, server infrastructure and receiving device, treat the message differently. Typically High Importance messages are charged by the carrier at a premium rate.

5 For High Importance messages the following changes to normal processing under the rule set occur:

- retries from the sending device to the server occur every 1 minute for a maximum of 3 retries. In the event of a failure to send the message the sender is alerted on the sending device and given options to continue or switch to an alternate delivery channel.

- retries from the server to the receiving device occur every 1 minute for a maximum of 3 retries before switching to an alternate channel

- High importance messages will never only be routed to Email. If the receiver has specified Email in their Offline Settings, then messages will be copied to Email but also routed to SMS.

- on the receiving device a special alert tone will sound for a high importance message.

- on the receiving device a request will be shown to the user requesting acknowledgement of receipt and this will be sent as a message back to the original sender (with time/date acknowledged)

- Messages will be tagged on database 110 (discussed below) as High Importance

As briefly mentioned above the database 110 may be used as a remote storage facility. This "StoreIT" functionality provides a full message archive facility of all messages sent to and from the delivery server 105. Access to messages is provided via a website. A user can log in and then use extensive search facilities and tagging to access their messages. Sufficient storage is provided such that the user need never delete a message.
The delivery server writes each message sent and received in an asynchronous process to a data storage facility 110. Messages are typically written separately for each sender/recipient. Storage requirements can be reduced by writing a single copy of a message and using links to associate that message with multiple send/receivers. Tradeoffs would be accepted in this approach with slow search performance.

Tagging of message can be performed automatically if for example the message contains certain characteristics:

- Contain a web link
- Contain a number that meets criteria to suggest it is a phone number
- Contain an address (based on a database of key words such as "street", "apartment", "st.", "apt", etc.)

The "StoreIT" user interface also provides the ability via a PC version of the messaging client, to forward and reply to messages. The web interface may include the following:

- the ability to Log in using same user-ID and password as the users mobile messaging application;
- Access to all sent and received messages;
- Message meta data including time/date sent, recipients/sender information
- Tagging of messages (user selectable tags as well as automated tags, for example tagging messages that contain web links or numbers)
- Messaging options (reply to the message, send a new message etc)
- Access to the Buddy List
- Message archive management (deleting some or all messages for selected or all recipients)
- User settings (turn off StoreIT, turn off for specific recipients, turn on for specific recipients etc)
It is to be understood that the above embodiments have been provided only by way of exemplification of this invention, and that further modifications and improvements thereto, as would be apparent to persons skilled in the relevant art, are deemed to fall within the broad scope and ambit of the present invention described herein. In particular, the following additions and/or modifications (non-exhaustive) can be made without departing from the scope of the invention:

- The management of retries may be performed by the originating device 101 instead of the delivery server 105.

- The acknowledgement of receipt may by-pass the delivery server 105. In this approach, the originating device 101 is configured to provide the assurance of delivery to the recipient device 107.

- The originating device 101 may be configured to display an indicator to the user providing information on the delivery status of the message.

- The originating device 101 may be configured to select an alternate delivery channel in the event that the delivery of the message via the first delivery channel cannot be effected.

- In instances where an alternate delivery is utilised for delivery of the message either the originating device or the at least one server may reformat the message to comply with the alternate delivery channel's messaging standard.

- When no acknowledgement message is returned to the originating device, in addition to the business rules and user settings as described in the embodiments, the primary delivery channel may be further configured to send a message to the delivery server 105; the delivery server 105 including instructions in the message header to direct the server to switch to the secondary delivery channel.

- An indicator may be displayed to the user to indicate the delivery status of a message. As an example, where message retries are controlled by the originating device, there is a warning to a user attempting to exit from the sending application that a message has not yet been confirmed as being delivered and that retries are still outstanding.
CLAIMS

1. A message system said system including:
   at least one server configured to receive a message from a originating
   device for delivery to at least one recipient device via a first delivery channel; and
   wherein the at least one server is further configured to select an alternate
   delivery channel in the event that delivery of the message via the first delivery
   channel cannot be effected.

2. The messaging system of claim 1 wherein the first delivery channel is an
   Internet Protocol channel and the message is an instant message.

3. The messaging system of claim 1 wherein the first delivery channel is
   selected from at least one of SMTP, MIME, POP, IMAP channel and said message
   is an email message

4. The messaging system of claim 1 wherein the first delivery channel is an
   SS7 channel and the message is an SMS or MMS.

5. The messaging system of any one of claims 1 to 4 wherein the server is
   configured to reformat the message to comply with the alternate delivery channel's
   messaging standard.

6. The messaging system of claim 1 wherein the at least one server is adapted
   to receive an acknowledgement message from said at least one recipient device on
   receipt of the message via the first messaging channel, wherein said at least one
   server notifies the originating device of the receipt of the message by the least one
   recipient device.
7. The messaging system of claim 6 wherein the originating device may instruct the server to immediately send the message via the alternate delivery channel on failure to receive the acknowledgement message.

8. The messaging system of claim 6 or 7 wherein the acknowledgement message includes a serial number, a timestamp or a unique ID which associates the acknowledgement message with the message sent by the originating device.

9. The messaging system of any one of the preceding claims wherein the server further includes one or more predefined rules sets, for governing how the message is transmitted to the at least one recipient device.

10. The messaging system of claim 9 wherein the predefined rule set includes information relating to the period of time the server waits before resending the message on the first delivery channel and the maximum amount of times the server is to retry delivery of the message on the first delivery channel before switching to an alternate delivery channel.

11. The messaging system of claim 10 wherein the message includes a retry counter which is incremented on each attempt of the server to deliver the message to the at least one recipient device.

12. The messaging system of claim 11 wherein the at least one server maybe configured to periodically write a log of each attempt to deliver a message, along with network specific information to the database.

13. The messaging system of claim 12 wherein a copy of all messages passing through the at least one server are stored in the database for later retrieval by a user.
14. The messaging system of any one of the preceding claims wherein duplicate messages on the recipient device are not displayed to users based on a unique identifier.

15. A method for routing messages said method including the steps of:
   receiving at a server a message from an originating device for delivery to at least one recipient device;
   forwarding the message to the at least one recipient device via a first delivery channel
   awaiting receipt of an acknowledgement message from said at least one recipient device, and in the event that no acknowledgment message is received, the at least one server resends the message to said at least one recipient device via an alternate delivery channel.

16. The method of claim 15 wherein the first delivery channel is an Internet Protocol (IP) channel and the message is an instant message.

17. The method of claim 15 wherein the first delivery channel is selected from at least one of SMTP, MIME, POP, IMAP channel and said message is an email message.

18. The method of claim 15 wherein the first delivery channel is an SS7 channel and the message is an SMS or MMS.

19. The method of any one of claims 15 to 18 wherein the server is configured to reformat the message to comply with the alternate delivery channel's messaging standard.

20. The method of any one of claims 15 to 19 further including the step of resending the message via the first delivery channel a predetermined number of times before attempting to send the message via the alternate delivery channel.
21. The method of claim 20 wherein the step of resending the message via the first delivery channel includes the step of incrementing a retry counter associated with the message.

22. The method of any one of claims 15 to 22 wherein duplicate messages on the recipient device are not displayed to users based on a unique identifier.

23. The method of any one of claims 15 to 22 wherein the server stores a copy of all messages for later retrieval by a user.

24. The method of any one of claims 15 to 23 wherein the server automatically tags messages based on system defined content rules as well as user defined rules for later searching by the user.

25. A method for routing messages said method including the steps of:
   - receiving at a server a message from an originating device for delivery to at least one recipient device;
   - forwarding the message to the at least one recipient device via a primary delivery channel;
   - awaiting receipt of an acknowledgement message from said at least one recipient device and forwarding the acknowledgement back to the originating device and, in the event that no acknowledgment message is received by the originating device, the originating device resends the message to said server indicating that the message be routed to the recipient device using an alternate delivery channel.

26. The method of claim 25 wherein the first delivery channel is an Internet Protocol (IP) channel and the message is an instant message.
27. The method of claim 25 wherein the first delivery channel is selected from at least one of SMTP, MIME, POP, IMAP channel and said message is an email message.

28. The method of claim 25 wherein the first delivery channel is an SS7 channel and the message is an SMS or MMS.

29. The method of any one of claims 25 to 28 where in the server is configured to reformat the message to comply with the alternate delivery channel's messaging standard.

30. The method of any one of claims 25 to 29 further including the step of resending the message via the first delivery channel a predetermined number of times before attempting to send the message via the alternate delivery channel.

31. The method of claim 30 wherein the step of resending the message via the first delivery channel includes the step of incrementing a retry counter associated with the message.

32. The method of any one of claims 25 to 32 wherein duplicate messages on the recipient device are not displayed to users based on a unique identifier.

33. The method of any one of claims 25 to 32 wherein the server stores a copy of all messages for later retrieval by a user.

34. The method of any one of claims 25 to 33 wherein the server automatically tags messages based on system defined content rules as well as user defined rules for later searching by the user.

35. The method of any one of claims 25 to 34 wherein the originating device displays an indicator to the user as to the delivery status of a message.
36. The method of any one of claims 25 to 35 wherein the originating device will warn a user that a message has not been delivered before performing a shut down or log out operation.