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(57)【特許請求の範囲】
【請求項１】
　ＵＥによって実行される、ワイヤレスネットワークサービスを検出するための方法であ
って、
　ネットワークからの１つまたは複数のブロードキャストメッセージを発見することと、
ここにおいて、前記１つまたは複数のブロードキャストメッセージは、無認可周波数帯域
中でセルラー無線アクセス技術（ＲＡＴ）を介してサービスプロバイダネットワークにア
クセスするためのサービスを広告する、
　前記サービスプロバイダネットワークに関係するサービスプロバイダを識別することに
基づいて、前記ネットワークを選択することに関係する１つまたは複数のユーザ定義ポリ
シーまたは事業者定義ポリシーを決定することと、前記１つまたは複数のユーザ定義ポリ
シーまたは事業者定義ポリシーは、サービングネットワークの異なるタイプからのハンド
オーバのために前記ネットワークのタイプの選択が許可されているかどうかを示し、前記
ネットワークの前記タイプは、バックエンドネットワーク構成要素の第１のセットに関連
し、前記サービングネットワークの前記異なるタイプは、バックエンドネットワーク構成
要素の第２のセットに関連し、
　前記１つまたは複数のユーザ定義ポリシーまたは事業者定義ポリシーに少なくとも部分
的に基づいて、前記サービングネットワークからのハンドオーバのために前記ネットワー
クを選択することと、前記ネットワークを選択することは、前記１つまたは複数のユーザ
定義ポリシーまたは事業者定義ポリシーによって示されるように、前記サービングネット
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ワークの前記異なるタイプからのハンドオーバのために前記ネットワークの前記タイプの
選択が許可されていると決定することに少なくとも部分的に基づく、
を備える、方法。
【請求項２】
　前記１つまたは複数のユーザ定義ポリシーまたは事業者定義ポリシーのうちの少なくと
も１つが、ワイヤレスローカルエリアネットワークと、前記無認可周波数帯域中で前記セ
ルラーＲＡＴを使用して通信する前記ネットワークの両方に関する、請求項１に記載の方
法。
【請求項３】
　前記ネットワークからの前記１つまたは複数のブロードキャストメッセージを発見する
ことが、ワイヤレスローカルエリアネットワーク（ＷＬＡＮ）と、前記無認可周波数帯域
中で前記セルラーＲＡＴを使用して通信するネットワークの両方を含む複数のネットワー
クからの複数のブロードキャストメッセージを探索することを備える、請求項１に記載の
方法。
【請求項４】
　インターフェースを介して利用可能なネットワークのリストを与えることをさらに備え
、ここにおいて、利用可能なネットワークの前記リストが、少なくとも１つのＷＬＡＮの
識別子と、前記無認可周波数帯域中で前記セルラーＲＡＴを使用して通信する少なくとも
１つのネットワークの別の識別子とを含む、請求項３に記載の方法。
【請求項５】
　前記無認可周波数帯域中で前記セルラーＲＡＴを使用して通信する前記少なくとも１つ
のネットワークについて証明書が記憶されているかどうかを、前記インターフェースを介
して示すことをさらに備える、請求項４に記載の方法。
【請求項６】
　前記複数のネットワークを探索することが、前記複数のネットワークを探索することよ
り前に定義された１つまたは複数のユーザ定義ポリシーまたは事業者定義ポリシーに少な
くとも部分的に基づく、請求項３に記載の方法。
【請求項７】
　前記ネットワークを選択することが、前記１つまたは複数のユーザ定義ポリシーまたは
事業者定義ポリシーに少なくとも部分的に基づいて、前記無認可周波数帯域中で前記セル
ラーＲＡＴを使用して通信するネットワークおよびＷＬＡＮを使用して同時に通信するた
めの前記ネットワークを選択することを備える、請求項３に記載の方法。
【請求項８】
　前記１つまたは複数のユーザ定義ポリシーまたは事業者定義ポリシーが、前記ＷＬＡＮ
と、前記セルラーＲＡＴを使用して通信する前記ネットワークとへの同時接続が可能にさ
れるかどうかを示す、請求項３に記載の方法。
【請求項９】
　前記サービスプロバイダネットワークに関係する第２のネットワークが、前記無認可周
波数帯域中で前記セルラーＲＡＴを介してモバイルネットワーク事業者（ＭＮＯ）ネット
ワークへのアクセスを広告すると決定することと、
　１つまたは複数の上位レイヤに前記ネットワークと前記第２のネットワークとを報告す
ることと、ここにおいて、前記ネットワークを選択することが、前記ネットワークまたは
前記第２のネットワークを選択することを含む、
をさらに備える、請求項１に記載の方法。
【請求項１０】
　前記ネットワークを選択することにおける認証の失敗を検出することに少なくとも部分
的に基づいて、ブラックリストに前記ネットワークのネットワーク識別子を追加すること
をさらに備える、請求項１に記載の方法。
【請求項１１】
　前記ブラックリストに前記ネットワーク識別子を追加することが、前記ネットワーク識
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別子を有する他のネットワークと前記ネットワークを区別することを可能にするために、
前記ブラックリストに、パブリックランドモバイルネットワーク、限定加入者グループ、
サービスプロバイダ、またはホームノードＢ識別子を追加することを備える、請求項１０
に記載の方法。
【請求項１２】
　構成された時間期間の後に前記ブラックリストから前記ネットワークを削除することを
さらに備える、請求項１０に記載の方法。
【請求項１３】
　前記ネットワーク上で前記ＵＥを認証するために前記ネットワークに証明書を与えるこ
とをさらに備え、ここにおいて、前記証明書が、前記サービスプロバイダネットワークの
サービスプロバイダに関係する別のネットワークの選択に関する、請求項１に記載の方法
。
【請求項１４】
　ワイヤレスネットワークサービスを検出するためのＵＥ装置であって、
　ネットワークからの１つまたは複数のブロードキャストメッセージを発見するための手
段と、ここにおいて、前記１つまたは複数のブロードキャストメッセージは、無認可周波
数帯域中でセルラー無線アクセス技術（ＲＡＴ）を介してサービスプロバイダネットワー
クにアクセスするためのサービスを広告する、
　前記サービスプロバイダネットワークに関係するサービスプロバイダを識別することに
基づいて、前記ネットワークを選択することに関係する１つまたは複数のユーザ定義ポリ
シーまたは事業者定義ポリシーを決定するための手段と、前記１つまたは複数のユーザ定
義ポリシーまたは事業者定義ポリシーは、サービングネットワークの異なるタイプからの
ハンドオーバのために前記ネットワークのタイプの選択が許可されているかどうかを示し
、前記ネットワークの前記タイプは、バックエンドネットワーク構成要素の第１のセット
に関連し、前記サービングネットワークの前記異なるタイプは、バックエンドネットワー
ク構成要素の第２のセットに関連し、
　前記１つまたは複数のユーザ定義ポリシーまたは事業者定義ポリシーに少なくとも部分
的に基づいて、前記サービングネットワークからのハンドオーバのために前記ネットワー
クを選択するための手段と、前記ネットワークを選択するための前記手段は、前記１つま
たは複数のユーザ定義ポリシーまたは事業者定義ポリシーによって示されるように、前記
サービングネットワークの前記異なるタイプからのハンドオーバのために前記ネットワー
クの前記タイプの選択が許可されていると決定することに少なくとも部分的に基づいて前
記ネットワークを選択する、
を備える、ＵＥ装置。
【請求項１５】
　請求項１ないし１３のいずれか一項に記載の方法の全てのステップを実施するためにコ
ンピュータ実行可能であるプログラム命令を備えたコンピュータプログラム。
【発明の詳細な説明】
【技術分野】
【０００１】
優先権の主張
　[0001]本特許出願は、本出願の譲受人に譲渡され、参照により本明細書に明確に組み込
まれる、２０１５年５月５日に出願された「TECHNIQUES FOR NETWORK SELECTION IN UNLI
CENSED FREQUENCY BANDS」と題する非仮出願第１４／７０４，５３９号、および２０１４
年５月６日に出願された「APPARATUS AND METHOD FOR LTE OVER UNLICENSED NETWORK SEL
ECTION」と題する仮出願第６１／９８９，３０８号の優先権を主張する。
【背景技術】
【０００２】
　[0002]ワイヤレス通信システムは、音声、データなど、様々なタイプの通信コンテンツ
を提供するために広く展開されている。これらのシステムは、利用可能なシステムリソー
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ス（たとえば、帯域幅および送信電力）を共有することによって複数のユーザとの通信を
サポートすることが可能な多元接続システムであり得る。そのような多元接続システムの
例としては、符号分割多元接続（ＣＤＭＡ）システム、時分割多元接続（ＴＤＭＡ）シス
テム、周波数分割多元接続（ＦＤＭＡ）システム、３ＧＰＰ（登録商標）ロングタームエ
ボリューション（ＬＴＥ（登録商標）：Long Term Evolution）システム、および直交周
波数分割多元接続（ＯＦＤＭＡ）システムがある。
【０００３】
　[0003]概して、ワイヤレス多元接続通信システムは、複数のユーザ機器デバイス（ＵＥ
）のための通信を同時にサポートすることができる。各ＵＥは、順方向リンクおよび逆方
向リンク上での送信を介して、発展型ノードＢ（ｅＮＢ）など、１つまたは複数の基地局
と通信する。順方向リンク（またはダウンリンク）は、ｅＮＢからＵＥへの通信リンクを
指し、逆方向リンク（またはアップリンク）は、ＵＥからｅＮＢへの通信リンクを指す。
この通信リンクは、単入力単出力、多入力単出力または多入力多出力（ＭＩＭＯ）システ
ムを介して確立され得る。この点について、ＵＥは、１つまたは複数のｅＮＢを介してワ
イヤレスネットワークにアクセスすることができる。
【０００４】
　[0004]これらのシステムのためのネットワーク展開は、一般に固定され、したがって、
ｅＮＢは、所与のネットワーク上でＵＥのためのサブスクリプション情報を取得および／
または検証するために、ＵＥに関係するホームネットワークと通信する。ワイヤレスネッ
トワークは、一般に、ＵＥをそれの国際モバイル加入者識別子（ＩＭＳＩ）および／また
は他の識別情報を使用して識別することに基づき得る、ワイヤレスネットワークのＵＥ加
入者に関係する情報を管理するためのホーム加入者サーバ（ＨＳＳ）を採用する。この点
について、ＵＥにワイヤレスネットワークアクセスを与えるｅＮＢは、ＵＥのサブスクリ
プションを検証するために、（たとえば、１つまたは複数のネットワークノードを渡る(t
raverse)ことによって）ＵＥのＨＳＳと通信することができる。多くの例では、ｅＮＢは
、訪問先ネットワーク上にあり得、サブスクリプションを検証するためにＵＥのホームネ
ットワーク上のＨＳＳにアクセスすることができる。
【０００５】
　[0005]しかしながら、認証がサードパーティネットワークの所有者によって管理され、
および／または無認可スペクトル中の周波数帯域が通信のために使用される、サードパー
ティネットワークを介した他のコンテキストにおいて、ＵＥが、１つまたは複数のワイヤ
レスネットワーク技術を使用して通信することを可能にしたいという要望がある。
【発明の概要】
【０００６】
　[0006]以下で、１つまたは複数の態様の基本的理解を与えるために、そのような態様の
簡略化された概要を提示する。この概要は、すべての企図された態様の包括的な概観では
なく、すべての態様の主要または重要な要素を識別するものでも、いずれかまたはすべて
の態様の範囲を定めるものでもない。その唯一の目的は、後で提示するより詳細な説明の
導入として、１つまたは複数の態様のいくつかの概念を簡略化された形で提示することで
ある。
【０００７】
　[0007]一例によれば、ワイヤレスネットワークサービスを検出するための方法が提供さ
れる。本方法は、ユーザ機器（ＵＥ）において、無認可周波数中でセルラー無線アクセス
技術（ＲＡＴ）を介してサービスプロバイダネットワークへのアクセスを広告するネット
ワークを発見することを含む。本方法はまた、ＵＥによって、ネットワークを選択するこ
とに関係する１つまたは複数のユーザ定義ポリシーまたは事業者定義ポリシーを決定する
ことと、１つまたは複数のユーザ定義ポリシーまたは事業者定義ポリシーに少なくとも部
分的に基づいて、アクセスのためのネットワークを選択することとを含む。
【０００８】
　[0008]別の例では、ワイヤレスネットワークサービスを検出するための装置が提供され
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る。本装置は、無認可周波数中でセルラー無線アクセス技術（ＲＡＴ）を介してサービス
プロバイダネットワークへのアクセスを広告するネットワークを発見するように構成され
たネットワーク発見構成要素と、ネットワークを選択することに関係する１つまたは複数
のユーザ定義ポリシーまたは事業者定義ポリシーを決定するように構成されたユーザ定義
ポリシー構成要素または事業者定義ポリシー構成要素と、１つまたは複数のユーザ定義ポ
リシーまたは事業者定義ポリシーに少なくとも部分的に基づいて、アクセスのためのネッ
トワークを選択するように構成されたネットワーク接続構成要素とを含む。
【０００９】
　[0009]また別の例では、ワイヤレスネットワークサービスを検出するための装置が提供
される。本装置は、無認可周波数中でセルラー無線アクセス技術（ＲＡＴ）を介してサー
ビスプロバイダネットワークへのアクセスを広告するネットワークを発見するための手段
と、ネットワークを選択することに関係する１つまたは複数のユーザ定義ポリシーまたは
事業者定義ポリシーを決定するための手段と、１つまたは複数のユーザ定義ポリシーまた
は事業者定義ポリシーに少なくとも部分的に基づいて、アクセスのためのネットワークを
選択するための手段とを含む。
【００１０】
　[0010]別の例では、ワイヤレスネットワークサービスを検出するためのコンピュータ実
行可能コードを備えるコンピュータ可読記憶媒体が提供される。コードは、無認可周波数
中でセルラー無線アクセス技術（ＲＡＴ）を介してサービスプロバイダネットワークへの
アクセスを広告するネットワークを発見するためのコードと、ネットワークを選択するこ
とに関係する１つまたは複数のユーザ定義ポリシーまたは事業者定義ポリシーを決定する
ためのコードと、１つまたは複数のユーザ定義ポリシーまたは事業者定義ポリシーに少な
くとも部分的に基づいて、アクセスのためのネットワークを選択するためのコードとを含
む。
【００１１】
　[0011]上記および関係する目的を達成するために、１つまたは複数の態様は、以下で十
分に説明し、特に特許請求の範囲で指摘する特徴を備える。以下の説明および添付の図面
に、１つまたは複数の態様のいくつかの例示的な特徴を詳細に記載する。ただし、これら
の特徴は、様々な態様の原理が採用され得る様々な方法のうちのほんのいくつかを示すも
のであり、この説明は、すべてのそのような態様およびそれらの均等物を含むものとする
。
【００１２】
　[0012]開示する態様について、開示する態様を限定するためにではなく、例示するため
に与える、添付の図面とともに以下で説明し、同様の表示は同様の要素を示す。
【図面の簡単な説明】
【００１３】
【図１】[0013]本明細書で説明する態様による、ホットスポットアクセスを与えるための
例示的なシステムを示す図。
【図２】[0014]本明細書で説明する態様による、ワイヤレス通信サービスをオフロードす
るための例示的なシステムを示す図。
【図３】[0015]本明細書で説明する態様による、様々なタイプのネットワークを選択する
ための例示的なシステムを示す図。
【図４】[0016]本明細書で説明する態様による、様々なタイプのネットワークを選択する
ための例示的な方法を示す図。
【図５】[0017]本明細書で説明する態様による、様々なタイプのネットワークを選択する
ための例示的な方法を示す図。
【図６】[0018]本明細書で説明する態様による、多元接続ワイヤレス通信システムを示す
図。
【図７】[0019]通信システムのブロック図。
【発明を実施するための形態】
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【００１４】
　[0020]次に、図面を参照しながら様々な態様について説明する。以下の説明では、説明
のために、１つまたは複数の態様の完全な理解を与えるために多数の具体的な詳細を記載
する。ただし、そのような（１つまたは複数の）態様は、これらの具体的な詳細なしに実
施され得ることは明らかであろう。
【００１５】
　[0021]本明細書では、モバイルネットワーク事業者（ＭＮＯ）ネットワーク、無認可周
波数スペクトル中でセルラー無線アクセス技術（ＲＡＴ）を使用して動作するネットワー
ク、および／またはワイヤレスローカルエリアネットワーク（ＷＬＡＮ）間でのネットワ
ーク選択を与えることに関係する様々な態様について説明する。１つの特定の展開では、
ネットワークは、関係するＭＮＯのＲＡＴを使用するユーザ機器（ＵＥ）からの通信がＭ
ＮＯにアクセスすることを可能にすることができ、ＭＮＯネットワークへのバックエンド
アクセスを与えるために既存のローカルエリアネットワーク（ＬＡＮ）の構成要素を利用
することができる。これらの様々なタイプのネットワーク間での選択は、１つまたは複数
のユーザ選好、事業者ポリシー、ターゲットネットワークのタイプ、現在使用されている
ネットワークのタイプなどに基づいて、自動選択または手動選択によって行われ得る。さ
らに、そのようなネットワークにアクセスするためのブラックリスティングが定義され得
、ここで、ネットワークはあいまいな識別子を使用し得る。
【００１６】
　[0022]特定の例では、ＭＮＯネットワークは、ネットワークアクセスを与えるためにＵ
Ｅと通信することを可能にするために、ロングタームエボリューション（ＬＴＥ）または
同様のＲＡＴを利用することができる。本明細書で説明するように、ＬＴＥはまた、ＬＴ
Ｅアドバンスト（ＬＴＥ－Ａ）を指すことがある。その上、ＬＴＥは、ＬＴＥのための本
明細書で説明する態様が、実質的にどんなワイヤレスワイドエリアネットワーク（ＷＷＡ
Ｎ）／セルラーネットワークにも適用可能であり得るような、ＷＷＡＮまたはセルラーネ
ットワークの一例を表し得る。この点について、ワイヤレスネットワークカバレージを拡
張するために無認可スペクトルを介したＬＴＥ（ＬＴＥ－Ｕ：LTE over unlicensed spec
trum）も展開され得る。無認可スペクトルを介したＬＴＥは、競合ベース無線周波数帯域
またはスペクトルを含み得る、無認可周波数帯域中でＬＴＥを使用して動作するネットワ
ークを指すことがある。
【００１７】
　[0023]例示的な展開では、ＬＴＥ－Ｕ　ｅＮＢが、ＬＴＥを使用する無線アクセスネッ
トワーク（ＲＡＮ）中で通信し、（たとえば、ＭＮＯまたはそれ以外にアクセスするため
の）既存のサービスプロバイダワイヤレスＬＡＮ（ＷＬＡＮ）中でネットワークアクセス
を与える。これは、ＬＴＥ－Ｕ－ＷＬＡＮ（ＬＴＥ－Ｕ－Ｗ）と呼ばれる。別の展開では
、ＬＴＥ－Ｕ　ｅＮＢが、（たとえば、ＭＮＯまたはそれ以外と通信するための）ネット
ワークアクセスを与えるために、モバイルネットワークのバックエンド構成要素を含むＭ
ＮＯによって制御される環境において通信する。これは、ＬＴＥ－Ｕ－ＭＮＯ（ＬＴＥ－
Ｕ－Ｍ）と呼ばれる。また別の例では、ＬＴＥ－Ｕ　ｅＮＢは、ＭＮＯネットワークから
ＬＴＥ－Ｕ－ＭにＵＥトラフィックをオフロードすることを可能にし、それは、ＬＴＥ－
Ｕ－オフロード（ＬＴＥ－Ｕ－Ｏ）ネットワークと呼ばれる。ネットワークアクセスのた
めにＬＴＥ、ＬＴＥ－Ｕ－Ｍ、ＬＴＥ－Ｕ－Ｗ、ＬＴＥ－Ｕ－Ｏ、および／またはＷＬＡ
Ｎネットワーク間で選択することの様々な態様について、本明細書で説明する。
【００１８】
　[0024]本出願で使用する「構成要素」、「モジュール」、「システム」などの用語は、
限定はしないが、ハードウェア、ファームウェア、ハードウェアとソフトウェアの組合せ
、ソフトウェア、または実行中のソフトウェアなど、コンピュータ関連のエンティティを
含むものとする。たとえば、構成要素は、限定はしないが、プロセッサ上で実行されるプ
ロセス、プロセッサ、オブジェクト、実行ファイル、実行スレッド、プログラム、および
／またはコンピュータであり得る。例として、コンピューティングデバイス上で実行され
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るアプリケーションと、そのコンピューティングデバイスの両方が構成要素であり得る。
１つまたは複数の構成要素がプロセスおよび／または実行スレッド内に常駐することがで
き、１つの構成要素が１つのコンピュータ上に局所化され、および／または２つ以上のコ
ンピュータ間に分散され得る。さらに、これらの構成要素は、様々なデータ構造を記憶し
ている様々なコンピュータ可読媒体から実行することができる。これらの構成要素は、ロ
ーカルシステム、分散システム中の、および／または他のシステムを用いるインターネッ
トなどのネットワーク上の別の構成要素と信号を介して対話する１つの構成要素からのデ
ータなど、１つまたは複数のデータパケットを有する信号によるなど、ローカルプロセス
および／またはリモートプロセスを介して通信することができる。
【００１９】
　[0025]さらに、本明細書では、ワイヤード端末またはワイヤレス端末であり得る端末に
関する様々な態様について説明する。端末は、システム、デバイス、加入者ユニット、加
入者局、移動局、モバイル、モバイルデバイス、リモート局、リモート端末、アクセス端
末、ユーザ端末、端末、通信デバイス、ユーザエージェント、ユーザデバイス、ユーザ機
器、またはユーザ機器デバイスと呼ばれることもある。ワイヤレス端末は、セルラー電話
、衛星電話、コードレス電話、セッション開始プロトコル（ＳＩＰ）電話、ワイヤレスロ
ーカルループ（ＷＬＬ）局、携帯情報端末（ＰＤＡ）、ワイヤレス接続機能を有するハン
ドヘルドデバイス、コンピューティングデバイス、またはワイヤレスモデムに接続された
他の処理デバイスであり得る。さらに、本明細書では基地局に関する様々な態様について
説明する。基地局は、（１つまたは複数の）ワイヤレス端末と通信するために利用され得
、アクセスポイント、アクセスノード、ノードＢ、発展型ノードＢ（ｅＮＢ）、または何
らかの他の用語で呼ばれることもある。
【００２０】
　[0026]さらに、「または」という用語は、排他的な「または」ではなく、包括的な「ま
たは」を意味するものとする。すなわち、別段に規定されていない限り、または文脈から
明らかでない限り、「ＸはＡまたはＢを採用する」という句は、自然包括的並べ替えのい
ずれかを意味するものとする。すなわち、「ＸはＡまたはＢを採用する」という句は、Ｘ
がＡを採用する場合、ＸがＢを採用する場合、またはＸがＡとＢの両方を採用する場合の
いずれによっても満たされる。さらに、本出願と添付の特許請求の範囲とで使用する冠詞
「ａ」と「ａｎ」は、別段に規定されていない限り、または単数形を対象とすべきである
と文脈から明らかでない限り、概して、「１つまたは複数」を意味すると解釈されるべき
である。
【００２１】
　[0027]本明細書で説明する技法は、ＣＤＭＡ、ＴＤＭＡ、ＦＤＭＡ、ＯＦＤＭＡ、ＳＣ
－ＦＤＭＡおよび他のシステムなど、様々なワイヤレス通信システムのために使用され得
る。「システム」および「ネットワーク」という用語は、しばしば互換的に使用される。
ＣＤＭＡシステムは、ユニバーサル地上波無線アクセス（ＵＴＲＡ：Universal Terrestr
ial Radio Access）、ｃｄｍａ２０００などの無線技術を実装し得る。ＵＴＲＡは、広帯
域ＣＤＭＡ（Ｗ－ＣＤＭＡ（登録商標））およびＣＤＭＡの他の変形態を含む。さらに、
ｃｄｍａ２０００は、ＩＳ－２０００、ＩＳ－９５およびＩＳ－８５６規格をカバーする
。ＴＤＭＡシステムは、モバイル通信用グローバルシステム（ＧＳＭ（登録商標）：Glob
al System for Mobile Communications）などの無線技術を実装し得る。ＯＦＤＭＡシス
テムは、発展型ＵＴＲＡ（Ｅ－ＵＴＲＡ：Evolved UTRA）、ウルトラモバイルブロードバ
ンド（ＵＭＢ：Ultra Mobile Broadband）、ＩＥＥＥ８０２．１１（ＷｉＦｉ（登録商標
））、ＩＥＥＥ８０２．１６（ＷｉＭＡＸ（登録商標））、ＩＥＥＥ８０２．２０、Ｆｌ
ａｓｈ－ＯＦＤＭ（登録商標）などの無線技術を実装し得る。ＵＴＲＡおよびＥ－ＵＴＲ
Ａは、ユニバーサルモバイルテレコミュニケーションシステム（ＵＭＴＳ：Universal Mo
bile Telecommunication System）の一部である。３ＧＰＰロングタームエボリューショ
ン（ＬＴＥ）は、ダウンリンク上ではＯＦＤＭＡを採用し、アップリンク上ではＳＣ－Ｆ
ＤＭＡを採用するＥ－ＵＴＲＡを使用するＵＭＴＳのリリースである。ＵＴＲＡ、Ｅ－Ｕ
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ＴＲＡ、ＵＭＴＳ、ＬＴＥおよびＧＳＭは、「第３世代パートナーシッププロジェクト」
（３ＧＰＰ：3rd Generation Partnership Project）と称する団体からの文書に記載され
ている。さらに、ｃｄｍａ２０００およびＵＭＢは、「第３世代パートナーシッププロジ
ェクト２」（３ＧＰＰ２：3rd Generation Partnership Project 2）と称する団体からの
文書に記載されている。さらに、そのようなワイヤレス通信システムは、不対無認可スペ
クトル、８０２．ｘｘワイヤレスＬＡＮ（ＷＬＡＮ）、ＢＬＵＥＴＯＯＴＨ（登録商標）
および任意の他の短距離または長距離ワイヤレス通信技法をしばしば使用するピアツーピ
ア（たとえば、モバイルツーモバイル）アドホックネットワークシステムをさらに含み得
る。
【００２２】
　[0028]いくつかのデバイス、構成要素、モジュールなどを含むことができるシステムに
関して、様々な態様または特徴を提示する。様々なシステムは、追加のデバイス、構成要
素、モジュールなどを含むことができ、および／または各図に関連して論じるデバイス、
構成要素、モジュールなどのすべてを含むとは限らないことを理解および諒解されたい。
これらの手法の組合せも使用され得る。
【００２３】
　[0029]図１を参照すると、ネットワークサービスへのワイヤレスアクセスを与えること
を可能にするワイヤレス通信システム１００が示されている。システム１００は、（たと
えば、１つまたは複数の他のコロケートされる、または遠隔に位置するネットワークノー
ドを介して）バックエンドサービスプロバイダネットワーク１０４へのアクセスを与える
ために、１つまたは複数のＵＥからのワイヤレス通信を受信するためのセルを与えること
ができる、ＷＷＡＮホットスポット１０２を含む。この例では、ＷＷＡＮホットスポット
１０２中に示された構成要素は、一般に、ＬＴＥ、ＧＳＭなどのワイヤレス通信サービス
を使用して特定のＭＮＯへのアクセスを与えるために通信し得る。この例では、ＷＷＡＮ
ホットスポット１０２は、バックエンドサービスプロバイダネットワーク１０４へのアク
セスを与えるために、ＬＴＥ、ＧＳＭなど、無認可周波数帯域中のセルラーＲＡＴを使用
するセルを与えることができる。したがって、たとえば、ＵＥ１０６は、セルラーＲＡＴ
を使用して、ホットスポット１０２中に含まれ得るサービングゲートウェイ（ＳＧＷ）／
パケットデータネットワーク（ＰＤＮ）ゲートウェイ（ＰＧＷ）１１０および／またはモ
ビリティ管理エンティティ（ＭＭＥ）１１２にアクセスするために、ｅＮＢ１０８と通信
する。ＵＥ１０６は、本明細書で説明する１つまたは複数のＵＥを含むことができ、した
がって、（たとえば、ＷＷＡＮホットスポット１０２、ＷｉＦｉホットスポット１５０な
どによって）アクセスが広告される１つまたは複数のネットワークを発見するためのネッ
トワーク発見構成要素３１０、１つまたは複数のポリシーに少なくとも部分的に基づいて
ネットワークのうちの１つまたは複数と通信するためのネットワーク接続構成要素３１２
、および／または少なくとも時間期間の間、認証が失敗するネットワークにアクセスする
ための後続の試みを防ぐために、ブラックリストにそのネットワークを追加するためのネ
ットワークブラックリスティング構成要素３１４を含み得る。
【００２４】
　[0030]ＵＥ１０６は、限定はしないが、スマートフォン、セルラー電話、モバイルフォ
ン、ラップトップコンピュータ、タブレットコンピュータ、または別のデバイス（たとえ
ば、コンピュータに接続されたモデム）にテザリングされる、スタンドアロンデバイスで
あり得る他のポータブルネットワーク化デバイスなど、任意のタイプのモバイルデバイス
を含むことができる。さらに、ＵＥ１０６は、当業者によって、移動局、加入者局、モバ
イルユニット、加入者ユニット、ワイヤレスユニット、リモートユニット、モバイルデバ
イス、モバイル通信デバイス、ワイヤレスデバイス、ワイヤレス通信デバイス、リモート
デバイス、モバイル加入者局、アクセス端末、モバイル端末、ワイヤレス端末、リモート
端末、ハンドセット、端末、ユーザエージェント、モバイルクライアント、クライアント
、または何らかの他の好適な用語で呼ばれることもある。概して、ＵＥ１０６は、ポータ
ブルであると見なされるのに十分に小型で軽量であり得、本明細書で説明する１つまたは
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複数のＯＴＡ通信プロトコルを使用してオーバージエア通信リンクを介してワイヤレス通
信するように構成され得る。さらに、いくつかの例では、ＵＥ１０６は、複数の別個のサ
ブスクリプション、複数の無線リンクなどを介して複数の別個のネットワーク上での通信
を可能にするように構成され得る。
【００２５】
　[0031]ｅＮＢ１０８は、マクロセルアクセスポイント、スモールセルアクセスポイント
などのアクセスポイントを含み得る。本明細書で使用する「スモールセル」という用語は
、アクセスポイントまたはアクセスポイントの対応するカバレージエリアを指すことがあ
り、ここで、この場合のアクセスポイントは、たとえば、マクロネットワークアクセスポ
イントまたはマクロセルの送信電力あるいはカバレージエリアと比較して、比較的低い送
信電力あるいは比較的小さいカバレージを有する。たとえば、マクロセルは、限定はしな
いが、半径数キロメートルなど、比較的大きい地理的エリアをカバーし得る。対照的に、
スモールセルは、限定はしないが、自宅、建築物、または建築物のフロアなど、比較的小
さい地理的エリアをカバーし得る。したがって、スモールセルは、限定はしないが、ＢＳ
、アクセスポイント、フェムトノード、フェムトセル、ピコノード、マイクロノード、ノ
ードＢ、ｅＮＢ、ホームノードＢ（ＨＮＢ：home Node B）またはホーム発展型ノードＢ
（ＨｅＮＢ：home evolved Node B）など、装置を含み得る。したがって、本明細書で使
用する「スモールセル」という用語は、マクロセルと比較して比較的低い送信電力および
／または比較的小さいカバレージエリアセルを指す。
【００２６】
　[0032]一般的なＬＴＥ展開では、たとえば、ＭＭＥ１１２は、ＵＥ１０６に、ベアラセ
ットアッププロシージャ、ＳＧＷ／ＰＧＷ１１０および他のコアＭＮＯネットワーク構成
要素（たとえば、ＨＳＳ）へのアクセスなどを与え、ＳＧＷ／ＰＧＷ１１０は、ＵＥ１０
６に、インターネット接続および／または他の外部ノードへのアクセスを与える。しかし
ながら、図示された例では、ＳＧＷ／ＰＧＷ１１０およびＭＭＥ１１２は、ＵＥ１０６に
、サービスプロバイダ（ＳＰ）データネットワーク１２０へのアクセスを与える。ＳＰデ
ータネットワーク１２０は、ＷｉＦｉホットスポット１５０のためのネットワークアクセ
スを与えることに関することができ、また、この例では、（たとえば、認証、課金、また
は他の目的のためにＵＥ１０６のホームネットワークにアクセスするために、ならびに／
あるいはワイヤレスネットワークサービスを与えるための他のネットワークノードにアク
セスするために）ＵＥ１０６にさらにインターネット１２４へのアクセスを与えるために
、ＷＷＡＮホットスポット１０２によって利用され得る。この構成は、ＬＴＥ－Ｕ－Ｗ展
開と呼ばれることがある。
【００２７】
　[0033]この点について、ＭＭＥ１１２は、ＳＰデータネットワーク１２０を介してサー
ビスプロバイダネットワーク１０４の構成要素にアクセスするためにＵＥ１０６がｅＮＢ
１０８を介して通信するために、ベアラをセットアップすることができることを諒解され
たい。これは、ＵＥ１０６とｅＮＢ１０８との間の無線ベアラならびにｅＮＢ１０８およ
びＳＧＷ／ＰＧＷ１１０および／またはネットワーク１０４の追加の構成要素の間のデー
タベアラをセットアップすることを含むことができる。さらに、ネットワーク１０４中の
いくつかの要素と通信するためのユーザおよび制御プレーン通信が機能しなくなることが
ある。その上、たとえば、セキュリティは、本明細書でさらに説明するように、ＵＥ１０
６とＭＭＥ１１２との間の非アクセス層（ＮＡＳ：non-access stratum）レイヤにわたっ
て、拡張認証プロトコル（ＥＡＰ）または同様のセキュリティ機構を使用するように変更
され得る。
【００２８】
　[0034]ネットワーク１０４は、ネットワーク１０４にアクセスするためのＵＥ１０６の
証明書を確立し、検証するためのＡＡＡサーバ１２２をさらに含む。ＳＰデータネットワ
ーク１２０はまた、インターネット１２４へのアクセスを与えることができる。場合によ
っては、証明書のセットのための１つまたは複数のアクセスポリシーを定義することがで



(10) JP 6545714 B2 2019.7.17

10

20

30

40

50

きるポリシーサーバ１２６、サブスクリプションエラーおよび／またはタイムアウトを解
決することができるサブスクリプション改善サーバ（subscription remediation server
）１２８、ならびに／あるいはネットワーク１０４にアクセスするためのサブスクリプシ
ョン証明書を管理するためのオンラインサインアップ（ＯＳＵ）サーバ１３０など、追加
のサーバが同様にネットワーク１０４に含まれ得る。ＯＳＵサーバ１３０は、ネットワー
ク１０４へのサブスクリプションベースのアクセスを管理するための１つまたは複数の証
明書を取得するために、認証局１３２と通信することができる。一例では、ネットワーク
１０４はまた、それへのＷｉＦｉまたは他のワイヤレスアクセスを可能にするためにルー
タ（図示せず）を含むことができる。
【００２９】
　[0035]一例では、ｅＮＢ１０８は、利用可能なサービスを示す１つまたは複数のメッセ
ージをブロードキャストすることによって、ＵＥ１０６によって発見可能であるＬＴＥ－
Ｕ－Ｗネットワークサービスを広告することができる。ＵＥ１０６は、本明細書でさらに
説明するように、ｅＮＢ１０８からのブロードキャストメッセージを検出することができ
、１つまたは複数のポリシーを使用して（たとえば、ブロードキャストメッセージ中の情
報に基づいて）ｅＮＢ１０８との接続を確立すべきかどうかを決定することができる。こ
れは、（たとえば、サービスセット識別情報（ＳＳＩＤ：service set identification）
などのネットワーク識別子を広告することによって）ＷｉＦｉホットスポット１５０の存
在を広告するために、そのホットスポットの構成要素によって使用される機構と同様であ
り得る。したがって、ＬＴＥ－Ｕ－Ｗ展開では、サービスプロバイダは、プロビジョニン
グ、アカウンティング、ポリシー、認証などのために、ＷｉＦｉホットスポット１５０の
ために使用されるものと同じであるコアネットワーク要素をＷＷＡＮホットスポット１０
２のために使用することができ、したがって、ＵＥ１０６は、いくつかの例では、証明書
がサービスプロバイダおよび／または関係するネットワーク１０４に関することができる
ので、ＷＷＡＮホットスポット１０２またはＷｉＦｉホットスポット１５０にアクセスす
るために同じ証明書を使用することができる。さらに、いくつかの例では、ＵＥ１０６の
汎用加入者識別モジュール（ＵＳＩＭ：universal subscriber identity module）は、（
たとえば、ホットスポット１０２がインターネット１２４を介してＭＮＯ構成要素にアク
セスすることができる、および／またはＷＷＡＮホットスポット１０２が場合によっては
ＬＴＥ－Ｕ－Ｍアクセスを与える）ＷＷＡＮホットスポット１０２にアクセスするための
証明書を与えるために使用され得る。さらに、ＷＷＡＮホットスポット１０２とＷｉＦｉ
ホットスポット１５０の両方のために、オンラインサインアップがＯＳＵサーバ１３０を
介して可能であり得ることを諒解されたい。
【００３０】
　[0036]図２を参照すると、ネットワークサービスへのワイヤレスアクセスを与えること
を可能にするワイヤレス通信システム２００が示されている。システム２００は、ＬＴＥ
ネットワークからのトラフィックをオフロードする（ＬＴＥ－Ｕ－Ｏ）ために使用され得
る、ＭＮＯのためのＬＴＥ－Ｕ（ＬＴＥ－Ｕ－Ｍ）を与える無線アクセスネットワーク（
ＲＡＮ）２０２を含み、ここで、ＲＡＮ２０２は、いくつかのＵＥのための証明書を管理
するホームＰＬＭＮ（ＨＰＬＭＮ：home ＰＬＭＮ）発展型パケットコア（ＥＰＣ：evolv
ed packet core）２０６へのアクセスを可能にするために、訪問先パブリックランドモバ
イルネットワーク（ＰＬＭＮ：public land mobile network）ＥＰＣ２０４と通信する。
ＶＰＬＭＮ　ＥＰＣ２０４はまた、認証されたＵＥにインターネット１２４へのアクセス
を与える。ＲＡＮ２０２は、訪問先ＰＬＭＮ（ＶＰＬＭＮ：visiting PLMN）ＥＰＣ２０
４の構成要素および／またはインターネット１２４と通信することを可能にするｅＮＢ１
０８およびローカルゲートウェイ（ＬＧＷ）２１０を備える。ＶＰＬＭＮ　ＥＰＣ２０４
は、この例では、ＵＥ１０６のためのＨＰＬＭＮではないので、訪問先ＰＬＭＮと呼ばれ
る。ＶＰＬＭＮ　ＥＰＣ２０４は、（別個のデバイスとして示された）ＳＧＷ／ＰＧＷ１
１０とＭＭＥ１１２とを備える。ＨＰＬＭＮ　ＥＰＣ２０６は、ＡＡＡサーバ２１２がＵ
Ｅ１０６のためのＨＰＬＭＮ　ＥＰＣのＡＡＡ機能を管理するので、ネットワーク１０４
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のＡＡＡサーバ１２２（図１）とは異なり得るＡＡＡサーバ２１２と、いくつかのＵＥの
サブスクリプション情報を記憶するためのＨＳＳ２１４とを含む。
【００３１】
　[0037]この例では、ＶＰＬＭＮ　ＥＰＣ２０４およびＨＰＬＭＮ　ＥＰＣ２０６は、Ｖ
ＰＬＭＮ　ＥＰＣ２０４がＵＥ１０６のサブスクリプション情報をＨＰＬＭＮ　ＥＰＣ２
０６を用いて検証したことに基づいて、ＨＰＬＭＮ　ＥＰＣ２０６のＨＳＳ２１４に関係
するＵＥに、インターネット１２４または他のネットワークリソースへのアクセスを与え
るための一般的なモバイルネットワークとして機能することができる。ＲＡＮ２０２は、
（たとえば、ＬＧＷ２１０を使用して）インターネット１２４を介してＶＰＬＭＮ　ＥＰ
Ｃ２０４に接続するサードパーティにおいて展開され得る。この例では、ｅＮＢ１０８は
、ＵＥ１０６と通信するために、図１中のｅＮＢ１０８の場合と同様に、無認可周波数ス
ペクトル中で動作し、ＵＥ１０６に、ＲＡＮ２０２が接続するＶＰＬＭＮ　ＥＰＣ２０４
、および／またはＵＥ１０６に関係するＨＰＬＭＮ　ＥＰＣ２０６を渡ることによってイ
ンターネット１２４へのアクセスを与える。したがって、たとえば、ＵＥ１０６は、ＲＡ
Ｎ２０２にアクセスするために汎用加入者識別モジュール（ＵＳＩＭ）証明書を使用する
ことができ、そこでは、ＲＡＮ２０２は、ＨＰＬＭＮ　ＥＰＣ２０６にアクセスすること
によって証明書を検証する。この点について、ＵＥ１０６は、ＲＡＮ２０２にオフロード
することによってインターネット１２４を利用することができ、そこでは、ＲＡＮ２０２
は、ＨＰＬＭＮ　ＥＰＣ２０６を介してＵＥ１０６を認証することが可能である。
【００３２】
　[0038]次に図３～図５を参照すると、態様は、本明細書で説明するアクションまたは機
能を実行し得る１つまたは複数の構成要素および１つまたは複数の方法に関して示される
。図４～図５において以下で説明する動作は、特定の順序でおよび／または例示的な構成
要素によって実行されるものとして提示されるが、アクションの順序およびアクションを
実行する構成要素は、実装形態に応じて変更され得ることを理解されたい。その上、以下
のアクション、機能、および／または説明する構成要素は、特別にプログラムされたプロ
セッサ、特別にプログラムされたソフトウェアまたはコンピュータ可読媒体を実行するプ
ロセッサによって、あるいは説明するアクションまたは機能を実行することが可能なハー
ドウェア構成要素および／またはソフトウェア構成要素の任意の他の組合せによって実行
され得ることを理解されたい。
【００３３】
　[0039]図３は、１つまたは複数のユーザ定義ポリシーまたは事業者定義ポリシーに少な
くとも部分的に基づいてアクセスするための、複数のタイプのワイヤレスネットワークか
ら選択するためのシステム３００を示している。システム３００は、ワイヤレスネットワ
ークにアクセスするためにネットワークエンティティ３０２および／またはネットワーク
エンティティ３０４と通信するＵＥ１０６を含む。ネットワークエンティティ３０２／３
０４は、たとえば、ｅＮＢ１０８などのｅＮＢ、あるいは１つまたは複数の利用可能なネ
ットワークに関する情報をＵＥ１０６に通信することができるＷＷＡＮホットスポット１
０２またはＷｉＦｉホットスポット１５０の他の構成要素を含み得る。
【００３４】
　[0040]ＵＥ１０６は、可能な選択のための１つまたは複数のネットワークがＬＴＥネッ
トワーク、ＬＴＥ－Ｕ－Ｗネットワーク、ＬＴＥ－Ｕ－Ｍネットワーク、ＬＴＥ－Ｕ－Ｏ
ネットワークなどを含み得る、１つまたは複数のネットワークを発見するためのネットワ
ーク発見構成要素３１０、１つまたは複数のユーザ定義ポリシーまたは事業者定義ポリシ
ー、１つまたは複数のネットワークのタイプ、現在のサービングネットワークのタイプな
どに少なくとも部分的に基づいて、場合によっては、１つまたは複数のネットワークのう
ちの少なくとも１つに接続するためのネットワーク接続構成要素３１２、ならびに／ある
いは１つまたは複数のネットワークへの認証が失敗した場合、ネットワークのブラックリ
ストにその１つまたは複数のネットワークを追加するための随意のネットワークブラック
リスティング構成要素３１４を含み得る。
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【００３５】
　[0041]ネットワーク接続構成要素３１２は、場合によっては、１つまたは複数のユーザ
定義ポリシーまたは事業者定義ポリシーに少なくとも部分的に基づいて、アクセスのため
のネットワークを選択するための自動選択構成要素３２０、アクセスのためのネットワー
クの手動選択を可能にするための手動選択構成要素３２２、１つまたは複数のネットワー
ク（たとえば、またはネットワークのタイプ、いくつかのサービスプロバイダなど）にア
クセスすることに関係する１つまたは複数のユーザ定義ポリシーを定義および管理するた
めのユーザ定義ポリシー構成要素３２４、１つまたは複数のネットワークにアクセスする
ための（たとえば、ＵＥ１０６に関係するＭＮＯによって定義される）１つまたは複数の
事業者定義ポリシーを定義および管理するための事業者定義ポリシー構成要素３２６、１
つまたは複数の発見されたネットワークに関係するサービスプロバイダを識別するための
サービスプロバイダ識別構成要素３２８、ならびに／あるいは１つまたは複数の発見され
たネットワークにアクセスするための証明書を記憶および与えるための証明書提供構成要
素３３０を含み得る。
【００３６】
　[0042]図４は、ネットワークに関する受信された情報に基づいて、アクセスすべきネッ
トワークを選択するための例示的な方法４００を示している。図４の方法４００は、ブロ
ック４０２において、無認可周波数帯域中でセルラーＲＡＴを介してサービスプロバイダ
ネットワークへのアクセスを広告するネットワークを発見することを含む。ネットワーク
発見構成要素３１０は、無認可周波数帯域中でセルラーＲＡＴを介してサービスプロバイ
ダネットワークへのアクセスを広告するネットワークを発見することができる。一例では
、ＵＥ１０６は、ワイヤレスネットワークアクセスを受信するためにネットワークエンテ
ィティ３０２と通信することができ、ネットワーク発見構成要素３１０は、ネットワーク
エンティティ３０４を発見することができる。たとえば、ネットワークエンティティ３０
４は、（たとえば、無認可周波数帯域を介してセルラーＲＡＴを使用して）この点につい
て発見を可能にするために、信号をブロードキャストすることができる。したがって、ネ
ットワーク発見構成要素３１０は、１つまたは複数の期間（たとえば、ネットワークエン
ティティ３０２によって構成された、またはさもなければそれとネゴシエートされた測定
期間など）中に、無認可周波数帯域中で信号を受信するように構成され得る。ネットワー
ク接続構成要素３１２は、本明細書でさらに説明するように、ネットワークアクセスを受
信するためにネットワークエンティティ３０４に追加または代替として接続すべきかどう
かを決定することができる。説明したように、ネットワークエンティティ３０２および３
０４は、同様のＲＡＴを使用するネットワークに関することができるが、異なる周波数ス
ペクトル、異なるＲＡＴを使用するネットワーク、同じサービスプロバイダネットワーク
を活用するネットワークなどにおいて通信し得る。一例では、ネットワークまたは関係す
るネットワークエンティティ３０２／３０４は、ＷｉＦｉ、認可周波数スペクトル中のＬ
ＴＥ、ネットワークアクセスサービスを広告し与えるために無認可周波数スペクトル中の
ＬＴＥ　ＲＡＴなど、を利用することができる。本明細書でさらに説明するように、ネッ
トワーク発見構成要素３１０は、ネットワークおよび／または様々なスペクトル中で様々
なＲＡＴを利用する他のネットワークを発見することができる。
【００３７】
　[0043]方法４００は、ブロック４０４において、ネットワークに関係する１つまたは複
数のユーザ定義ポリシーまたは事業者定義ポリシーを決定することを含む。ネットワーク
接続構成要素３１２は、ネットワークに関係する（たとえば、ユーザ定義ポリシー構成要
素３２４を介して）１つまたは複数のユーザ定義ポリシーまたは（たとえば、事業者定義
ポリシー構成要素３２６を介して）事業者定義ポリシーを決定することができる。たとえ
ば、ユーザ定義ポリシー構成要素３２４は、ＵＥ１０６のユーザによって定義される１つ
または複数のポリシーを定義することおよび／またはさもなければそれを記憶することを
可能にすることができる。たとえば、ＵＥ１０６は、ユーザがＵＥ１０６の入出力デバイ
ス（たとえば、タッチスクリーン、キーボード、マウス、ディスプレイなど）を介してポ
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リシーを定義することを可能にするためのインターフェース、ユーザがポリシーのための
１つまたは複数のリモートまたはローカル記憶ロケーションを指定することを可能にする
ためのインターフェース、ユーザがＵＥ１０６にポリシーをダウンロードすることを可能
にするためのインターフェースなどを含み得る。たとえば、ユーザ定義ポリシーは、発見
時に選択するために、１つまたは複数のネットワーク、ネットワークタイプ、いくつかの
プロバイダによって運営されるネットワークなどを指定することがあり、ここで、その選
択は、ルールのセット（たとえば、他のものよりいくつかのネットワークまたはネットワ
ークタイプを選好するためのルール、ネットワークに証明書を与えることに関係するルー
ルなど）に基づき得る。さらに、ポリシーは、いくつかのネットワーク、ネットワークの
タイプ、いくつかの事業者／サービスプロバイダに関係するネットワークへの同時接続が
、別のネットワーク、ネットワークのタイプ、ある事業者／サービスプロバイダに関係す
るネットワークに接続されたとき、（たとえば、オフロードするために）可能にされるか
どうか、ハンドオーバおよび／または再選択が、ネットワーク、ネットワークのタイプ、
事業者／サービスプロバイダのネットワークなどの間で可能にされるかどうかなど、いく
つかのネットワーク、ネットワークのタイプ、いくつかの事業者／サービスプロバイダに
関係するネットワークなどを選択するためのいくつかのパラメータを指定し得る。別の例
では、ポリシーは、いくつかのネットワーク、ネットワークのタイプ、ある事業者／サー
ビスプロバイダに関係するネットワークなどへの接続を可能にするために、時刻を指定し
得る。その上、一例では、ユーザ定義ポリシーは、本明細書でさらに説明するように、Ｕ
Ｅ１０６がそれのための証明書を記憶しているネットワークに接続するためのパラメータ
を含み得る。
【００３８】
　[0044]同様に、事業者定義ポリシー構成要素３２６は、ネットワークから（たとえば、
ネットワークエンティティ３０２から、ＵＥ１０６のサブスクリプション関係情報を含み
得る１つまたは複数のコアネットワーク構成要素からネットワークエンティティ３０２を
介してなど）プロビジョニングされ得る、事業者定義ポリシーを受信することを可能にす
ることができる。別の例では、事業者定義ポリシー構成要素３２６は、ＵＥ１０６（たと
えば、ＵＥ１０６のＵＳＩＭまたは他のストレージ）などに記憶されたポリシーを受信す
ることを可能にすることができる。たとえば、事業者定義ポリシーは、上記で説明したよ
うに、いくつかのネットワーク、ネットワークタイプ、いくつかの事業者／サービスプロ
バイダによって運営されるネットワークなどに接続することに関係する１つまたは複数の
パラメータを定義し得る。たとえば、事業者定義ポリシーは、別のネットワーク、ネット
ワークのタイプ、同じまたは異なる事業者／サービスプロバイダに関係するネットワーク
などへの同時接続として、あるいはそれらにハンドオーバすることにおいて、ネットワー
ク、ネットワークのタイプ、ある事業者／サービスプロバイダに関係するネットワークな
どに接続することに関係するパラメータを定義し得る。
【００３９】
　[0045]一例では、ブロック４０４において１つまたは複数のユーザ定義ポリシーまたは
事業者定義ポリシーを決定することは、場合によっては、ブロック４０６において、ネッ
トワークのタイプまたはサービスプロバイダネットワークに関係するサービスプロバイダ
に関係する、１つまたは複数のユーザ定義ポリシーまたは事業者定義ポリシーを決定する
ことを含み得る。したがって、たとえば、１つまたは複数のユーザ定義ポリシーまたは事
業者定義ポリシーは、ネットワーク発見構成要素３１０によって発見された、ネットワー
クのタイプの、またはネットワークのサービスプロバイダに関係する、ネットワークを選
択することに対応することができ、ユーザ定義ポリシー構成要素３２４および／または事
業者定義ポリシー構成要素３２６は、（たとえば、現在のサービングネットワークのタイ
プ、時刻、ネットワークについて証明書が記憶されているかどうかなどにさらに基づいて
）ネットワークを選択すべきかどうかを決定する際に、１つまたは複数のポリシーを取得
し、実施することができる。
【００４０】
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　[0046]いずれの場合も、ネットワーク接続構成要素３１２は、アクセスのために選択す
べきネットワークを決定する際に、ユーザ定義ポリシー構成要素３２４および／または事
業者定義ポリシー構成要素３２６において定義されたポリシーを実施することができる。
したがって、方法４００は、４０８において、１つまたは複数のユーザ定義ポリシーまた
は事業者定義ポリシーに少なくとも部分的に基づいて、アクセスのためのネットワークを
選択することを含む。したがって、ネットワーク発見構成要素３１０がネットワークエン
ティティ３０４を発見したとき、ネットワーク接続構成要素３１２は、上記で説明したよ
うに、ネットワークエンティティ３０４を選択することが、ユーザ定義ポリシー構成要素
３２４または事業者定義ポリシー構成要素３２６において定義された１つまたは複数のユ
ーザ定義ポリシーまたは事業者定義ポリシーに従うことを保証することに基づいて、（ネ
ットワークエンティティ３０２に加えて、またはそれの代わりに）アクセスのためのネッ
トワークエンティティ３０４を選択すべきかどうかを決定することができ、ネットワーク
接続構成要素３１２は、したがって、１つまたは複数のユーザ定義ポリシーまたは事業者
定義ポリシーに少なくとも部分的に基づいてアクセスのためのネットワークを選択するこ
とができる。ブロック４０８においてアクセスのためのネットワークを選択することは、
場合によっては、ブロック４１０において、ネットワークのタイプまたはサービングネッ
トワークのタイプに少なくとも部分的に基づいてネットワークを選択することを含むこと
ができる。たとえば、説明したように、１つまたは複数のポリシーは、ネットワークの選
択が、ネットワークのタイプおよび／またはＵＥ１０６を現在サービスしているネットワ
ークのタイプに基づいて許可されるかどうかを指定することができる。特定の例では、ネ
ットワーク接続構成要素３１２は、ハンドオーバ／再選択のためのネットワークを選択し
得、ここで、ネットワークはサービングネットワークと同じまたは同様のタイプのもので
ある（たとえば、ここで、ネットワークエンティティ３０２と３０４の両方がネットワー
クのＬＴＥ－Ｕ－Ｗタイプに関連し、自動選択構成要素３２０がハンドオーバ／再選択の
ためのネットワークを選択し得る、ここで、同時接続がＵＥ１０６では可能にされないが
、発見されたネットワークがより好ましい発展型パケットコア（ＥＰＣ）接続性を有して
いると決定される、など）。別の例では、ネットワーク接続構成要素３１２は、サービス
ネットワークからトラフィックをオフロードするためのネットワークを選択し得る（たと
えば、ここで、１つまたは複数のポリシーが、サービングネットワークまたはサービング
ネットワークのタイプと、発見されたネットワークまたはネットワークのタイプとへの同
時接続を可能にする）。
【００４１】
　[0047]その上、ブロック４０８においてネットワークを選択することは、ネットワーク
に認証を要求することと、ハンドオーバ／再選択においてまたはオフロード能力において
その後ネットワークと通信することとを含み得る。本明細書で説明するように、認証を要
求することは、ネットワークの決定されたサービスプロバイダおよび／または同種のもの
のための前に記憶された証明書に関係する、モバイルネットワークにアクセスするために
使用されるＵＥ１０６の汎用加入者モバイル識別（ＵＳＩＭ）からのものであり得る、記
憶された証明書をネットワークに与えることに基づき得る。ネットワーク接続構成要素３
１２は、別のネットワークからハンドオーバすること（たとえば、異なるＲＡＴ間のハン
ドオーバ／再選択であり得る、ネットワークエンティティ３０２からネットワークエンテ
ィティ３０４へのハンドオーバ／再選択）の一部として、ＵＥ１０６におけるスループッ
トを改善し、および／またはネットワークエンティティ３０２におけるリソースを温存す
るために、サービングネットワークから別のネットワークに（たとえば、ネットワークエ
ンティティ３０２からネットワークエンティティ３０４に）トラフィックをオフロードす
ることの一部としてなど、ネットワークを選択するおよび／またはネットワークに接続し
得ることを諒解されたい。
【００４２】
　[0048]ネットワークエンティティ３０４を選択することは、自動または手動であり得、
したがって、ネットワーク接続構成要素３１２は、自動選択構成要素３２０および／また
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は手動選択構成要素３２２を含むことができる。自動選択構成要素３２０は、１つまたは
複数のユーザ定義ポリシーまたは事業者定義ポリシーに基づいて、発見されたネットワー
クエンティティを評価することができ、（たとえば、ハンドオーバ／再選択、通信をオフ
ロードすること、またはサービングセルとの他のインターワーキング／モビリティのため
に）ネットワークエンティティを自動的に選択することができ、ここで、そうすることは
、１つまたは複数のポリシーに準拠する。手動選択構成要素３２２は、ネットワークエン
ティティの手動発見および選択を可能にすることができる。たとえば、手動選択構成要素
３２２は、ＵＥ１０６のインターフェース上に、発見されたネットワークエンティティの
リストを与えることができ、（たとえば、ハンドオーバ／再選択、通信をオフロードする
ことまたはサービングセルとの他のインターワーキング／モビリティのための）ネットワ
ークエンティティの選択を可能にすることができる。手動選択構成要素３２２がまた、イ
ンターフェース上に提示されたネットワークエンティティおよび／またはインターフェー
スを介して選択されたネットワークエンティティが１つまたは複数のユーザ定義ポリシー
または事業者定義ポリシーに準拠することを検証することができることを諒解されたい。
【００４３】
　[0049]方法４００は、場合によっては、ブロック４１２において、ネットワークを選択
することにおける認証の失敗を検出することに少なくとも部分的に基づいて、ブラックリ
ストにネットワークを追加することを含み得る。ネットワークブラックリスティング構成
要素３１４は、ネットワーク接続構成要素３１２によってネットワークを選択することに
おける認証の失敗を検出することに少なくとも部分的に基づいて、ＵＥ１０６によって記
憶される、またはさもなければそれに関連付けられ得るブラックリストにネットワークを
追加することができる。たとえば、証明書提供構成要素３３０は、１つまたは複数のネッ
トワーク、ネットワークのタイプ、特定のサービスプロバイダによって運営されるネット
ワークなどにアクセスするための証明書のリストを記憶し得る。これは、説明したように
、ＭＮＯによって構成されていることがあるＵＥ１０６のＵＳＩＭに記憶された証明書、
１つまたは複数のネットワークから受信された証明書、特定のネットワーク、ネットワー
クタイプ、またはサービスプロバイダのために（たとえば、ＵＥ１０６のインターフェー
スを使用して）入力された証明書などを含むことができる。ネットワーク接続構成要素３
１２は、ネットワークエンティティ３０４によって与えられるネットワークに関係するこ
とができる、（たとえば、自動選択構成要素３２０によってまたは手動選択構成要素３２
２を介して選択される）ネットワークに接続するための証明書を利用することができる。
ネットワークエンティティ３０４が（たとえば、１つまたは複数の試みの後に）失敗した
認証によりＵＥ１０６からの選択要求を拒否する場合、ネットワークブラックリスティン
グ構成要素３１４は、ブラックリストにネットワークおよび／またはサービスプロバイダ
の識別子を追加することができる。
【００４４】
　[0050]したがって、自動選択構成要素３２０は、ネットワークがブラックリスト中にな
いことを保証するために、そのネットワークに選択すると決定したとき、ブラックリスト
を取得することができる（たとえば、場合によっては、自動選択構成要素３２０は、ネッ
トワークを選択しないことがある）。同様に、一例では、手動選択構成要素３２２は、１
つまたは複数のネットワークがブラックリスト中にないことを保証するために、その１つ
または複数のネットワークのリストを提示すると決定したとき、ブラックリストを取得す
ることができる（たとえば、場合によっては、手動選択構成要素３２２は、手動ネットワ
ーク選択のためにインターフェース上に提示するためのリスト中にそのネットワークを含
めることを控えることができる）。ネットワークブラックリスティング構成要素３１４が
、同様に、他の理由（たとえば、品質、スループットなどが平均しきい値を下回る場合な
ど）のために、ブラックリストに、１つまたは複数のネットワーク、ネットワークタイプ
、サービスプロバイダ識別子などを追加し得ることを諒解されたい。その上、ＷＷＡＮホ
ットスポットの管理されない展開により、複数のネットワークが同じネットワーク識別子
を使用し得ることを諒解されたい。したがって、方法４００は、場合によっては、ブロッ
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ク４１４において、構成された時間期間の後にブラックリストからネットワークを削除す
ることを含み得る。ネットワークブラックリスティング構成要素３１４は、構成された時
間期間の後にブラックリストからネットワークを削除することができる。これは、ＵＥ１
０６が、場合によっては、時間期間の後に同様の識別子をもつ他のネットワークへのアク
セスを試みることを可能にする。時間期間が、ネットワークエンティティなどから受信さ
れた、ＵＥ１０６の構成において構成され得ることを諒解されたい。
【００４５】
　[0051]図５に、インターフェースを介した選択のためのネットワークのリストを与える
ための例示的な方法５００を示す。方法５００は、ブロック４０２において、無認可周波
数帯域中でセルラーＲＡＴを介してサービスプロバイダネットワークへのアクセスを広告
するネットワークを発見することを含み得る。ネットワーク発見構成要素３１０は、説明
したように、無認可周波数帯域中でセルラーＲＡＴを介してサービスプロバイダネットワ
ークへのアクセスを広告するネットワークを発見することができる。一例では、ブロック
４０２においてネットワークを発見することは、ブロック５０２において、ＷＬＡＮと、
無認可周波数帯域中でセルラーＲＡＴを使用して通信するネットワークとの両方を含む複
数のネットワークを探索することを含み得る。本明細書でさらに説明するように、ネット
ワーク発見構成要素３１０は、ＷＬＡＮと、無認可周波数帯域中でセルラーＲＡＴを使用
して通信するネットワークの両方を含む複数のネットワークを探索することができる。た
とえば、ネットワーク発見構成要素３１０は、ＷＬＡＮおよび／または無認可周波数帯域
中で複数のネットワークに関係する１つまたは複数のネットワークエンティティ（たとえ
ば、ネットワークエンティティ３０４）からの信号を探索することができる。一例では、
説明したように、ネットワーク発見構成要素３１０は、ハンドオーバ／再選択、オフロー
ディングなどのためのネットワークをそれを介して探索するための１つまたは複数の周波
数および／または関係するＲＡＴで構成され得る。説明したように、ネットワーク発見構
成要素３１０は、この点について１つまたは複数のネットワークを発見することができ、
それの自動または手動選択のために、ネットワーク接続構成要素３１２にその１つまたは
複数のネットワークを報告することができる。
【００４６】
　[0052]方法５００はまた、場合によっては、ブロック５０４において、少なくとも１つ
のＷＬＡＮまたは無認可周波数帯域中でセルラーＲＡＴを使用して通信する少なくとも１
つのネットワークを含む利用可能なネットワークのリストを、インターフェースを介して
与えることを含み得る。手動選択構成要素３２２は、少なくとも１つのＷＬＡＮまたは無
認可周波数帯域中でセルラーＲＡＴを使用して通信する少なくとも１つのネットワーク（
たとえば、ＬＴＥ－Ｕ－Ｗネットワーク）を含む利用可能なネットワークのリストを、（
たとえば、ＵＥ１０６の）インターフェースを介して与え得る。たとえば、手動選択構成
要素３２２は、ＬＴＥ－Ｕ－ＭネットワークエンティティはＬＴＥネットワークエンティ
ティと同様であり得ることから、ＬＴＥ－Ｕ－Ｍネットワークの選択が自動であり得るの
で、（ＬＴＥ－Ｕ－Ｍネットワークも、ＬＴＥ－Ｕ－Ｗ能力を広告しない限り）リスト中
にＬＴＥ－Ｕ－Ｍネットワークを与えないことがある。いずれの場合も、手動選択構成要
素３２２は、ネットワークのリストを与え得、ＬＴＥ－Ｕ－ＷネットワークをＷＬＡＮネ
ットワークと区別するために１つまたは複数のアイコンまたは他のグラフィカル表現を含
み得る。その上、説明したように、手動選択構成要素３２２が、説明したように、ネット
ワークのリストが１つまたは複数のユーザ定義ポリシーまたは事業者定義ポリシーに準拠
すると決定したことに基づいてネットワークのリストを与え得ることを諒解されたい。
【００４７】
　[0053]方法５００はまた、場合によっては、ブロック５０６において、無認可周波数帯
域中でセルラーＲＡＴを使用して通信する少なくとも１つのネットワークについて証明書
が記憶されているかどうかを、インターフェースを介して示すことを含み得る。手動選択
構成要素３２２は、無認可周波数帯域中でセルラーＲＡＴを使用して通信する少なくとも
１つのネットワークについて証明書が記憶されているかどうかを、（たとえば、ＵＥ１０
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６の）インターフェースを介して示すことができる。たとえば、手動選択構成要素３２２
は、ネットワークについて証明書が記憶されていることを示す、ネットワークのリスト中
のネットワークのためのアイコンまたは他のグラフィカル図を含み得る。したがって、ユ
ーザは、たとえば、利用可能な場合、それについての証明書がすでに記憶されているネッ
トワークを選択し得る。
【００４８】
　[0054]方法５００はまた、場合によっては、ブロック５０８において、１つまたは複数
のユーザ定義ポリシーまたは事業者定義ポリシーに少なくとも部分的に基づいて、アクセ
スのためのネットワークを選択することを含み得る。ネットワーク接続構成要素３１２は
、説明したように、（たとえば、ハンドオーバ／再選択、オフローディングなどのための
）ネットワークの選択が１つまたは複数のポリシーに従うことを保証するために、１つま
たは複数のユーザ定義ポリシーまたは事業者定義ポリシーに少なくとも部分的に基づいて
アクセスのためのネットワークを選択し得る。
【００４９】
　[0055]上記で説明した１つまたは複数の例では、１つまたは複数のユーザ定義ポリシー
または事業者定義ポリシーは、ネットワークのサービスプロバイダに基づき得る。したが
って、ＵＥ１０６はまた、場合によっては、ネットワークエンティティ３０４にバックエ
ンドサポートを与えるサービスプロバイダを決定するためのサービスプロバイダ識別構成
要素３２８を含むことができる。たとえば、サービスプロバイダは、関係するネットワー
クエンティティ（たとえば、ネットワークエンティティ３０４）からブロードキャスト信
号または他の信号中で識別子を広告し得、サービスプロバイダの識別子に関係する１つま
たは複数のユーザ定義ポリシーまたは事業者定義ポリシーを決定することに少なくとも部
分的に基づいて、ネットワーク接続構成要素３１２はネットワークを選択すべきかどうか
を決定することができ、あるいは、手動選択構成要素３２２は手動選択のためのネットワ
ークの識別子を提示すべきかどうかを決定することができる。その上、一例では、ＵＥ１
０６は、場合によっては、説明したように、ネットワークエンティティ３０４を介してネ
ットワークにアクセスするためにネットワークエンティティ３０４に証明書を与えるため
の証明書提供構成要素３３０を含み得る。一例では、証明書提供構成要素３３０は、識別
されたサービスプロバイダに少なくとも部分的に基づいて証明書を与え得る。たとえば、
ネットワークエンティティ３０４は、ＵＥ１０６が（たとえば、サブスクリプションまた
はそれ以外によって）それに関連付けられるサービスプロバイダに対応し得、証明書提供
構成要素３３０は、サービスプロバイダのための証明書を所有し得る。この例では、サー
ビスプロバイダ識別構成要素３２８は、自動的にまたは手動で選択されたサービスプロバ
イダに関係するサービスプロバイダを識別することができ、証明書提供構成要素３３０は
、証明書を取得し、その証明書をネットワークエンティティ３０４に与えることができる
。さらに、たとえば、証明書提供構成要素３３０は、所与のネットワークエンティティ／
サービスプロバイダのための証明書の手動指定およびプロビジョニング、（たとえば、Ｏ
ＳＵサーバに関係するインターフェースと対話することに基づいて）ネットワークエンテ
ィティに関係するＯＳＵサーバを介して証明書を受信することなどを可能にすることがで
き、証明書提供構成要素３３０は、次いで、その証明書を、証明書提供構成要素３３０が
ネットワーク上で認証されたＵＥ１０６のための証明書を記憶しているネットワークを選
択するためのネットワーク接続構成要素３１２に与えることができる。
【００５０】
　[0056]特定の例では、接続性についておよびアクセス間のモビリティについてＬＴＥ－
Ｕネットワークを選択する際に、ＵＥ１０６は、以下のルールのうちの１つまたは複数を
考慮して、選択を実行し得る。
【００５１】
　[0057]（１）ＬＴＥとＬＴＥ－Ｕ－Ｗとの間の、およびＬＴＥとＬＴＥ－Ｕ－Ｍとの間
のモビリティ（たとえば、ハンドオーバ／再選択）および／またはインターワーキング（
たとえば、オフローディング）について、ネットワーク接続構成要素３１２は、共通のコ
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アネットワークを介するＷＬＡＮアクセスのセッション継続性として使用されるＬＴＥ－
Ｕ－Ｗネットワークとのシステムレベルにおけるインターワーキングおよびモビリティ（
たとえば、インターネットプロトコル（ＩＰ）レベルモビリティ）を実行することができ
る。そのような場合、ネットワーク接続構成要素３１２は、アクセス間の、詳細にはＬＴ
Ｅ／ＬＴＥ－Ｕ－Ｍネットワーク（たとえば、またはネットワークエンティティ３０２な
どの関係するネットワークエンティティ）とＬＴＥ－Ｕ－Ｗネットワーク（たとえば、ま
たはネットワークエンティティ３０４などの関係するネットワークエンティティ）との間
のモビリティについて３ＧＰＰによって定義される機構（たとえばＳ２ａ、Ｓ２ｂまたは
非シームレスＷＬＡＮオフロード（ＮＳＷＯ：Non Seamless WLAN Offload））を使用す
ることができる。
【００５２】
　[0058]（２）ＬＴＥとＬＴＥ－Ｕ－Ｍとの間のモビリティ／インターワーキングについ
て、ＬＴＥネットワークエンティティがＬＴＥとＬＴＥ－Ｕ－Ｍとの間のｅＮＢレベルに
おけるモビリティを制御している場合、緊密なインターワーキングが可能であり得る。こ
の例では、ネットワーク接続構成要素３１２は、ＬＴＥ無線機とＬＴＥ－Ｕ－Ｍ無線機の
両方が同時に使用され、ＩＰデータが両方の無線機上で送信および受信され得る、無線リ
ンク制御（ＲＬＣ：radio link control）アグリゲーションを実行する能力を含む、ＬＴ
Ｅ無線機機構に基づいて、ＬＴＥネットワーク（たとえば、またはネットワークエンティ
ティ３０２などの関係するネットワークエンティティ）とＬＴＥ－Ｕ－Ｍネットワーク（
たとえば、またはネットワークエンティティ３０４などの関係するネットワークエンティ
ティ）との間のモビリティ／選択を実行することができる。ＬＴＥ－Ｕ－Ｍネットワーク
エンティティを検出したとき、ネットワーク接続構成要素３１２は、このネットワークエ
ンティティを、ＬＴＥ無線機機構を使用する能力により（たとえば、ＬＴＥセルを与える
）別の通常のＬＴＥネットワークエンティティと見なすことができ、一例では、自動選択
構成要素３２０は、ハンドオーバ／再選択またはＬＴＥネットワークからのオフローディ
ングのための発見されたＬＴＥ－Ｕ－Ｍネットワークを自動的に選択することができる。
【００５３】
　[0059]（３）ＬＴＥ／ＬＴＥ－Ｕ－Ｍネットワーク（たとえば、またはネットワークエ
ンティティ３０２などの関係するネットワークエンティティ）とＬＴＥ－Ｕ－Ｗネットワ
ーク（たとえば、またはネットワークエンティティ３０４などの関係するネットワークエ
ンティティ）との間のモビリティ／インターワーキングについて、ネットワーク接続構成
要素３１２は、セルラーとＷＬＡＮとの間のモビリティ／インターワーキングについて３
ＧＰＰにおいて定義されるシステムレベルインターワーキング機構を利用することができ
る。自動選択構成要素３２０と手動選択構成要素３２２とを介するそのようなネットワー
クのための例示的な自動および手動発見／選択について、以下でさらに説明する。モビリ
ティについて、たとえば、ネットワーク接続構成要素３１２は、Ｓ２ａ、Ｓ２ｂまたはＮ
ＳＷＯなど、３ＧＰＰ機構を使用することができる。その上、ＬＴＥ－Ｕネットワークが
、旧来の３ＧＰＰサービスを与える事業者ネットワーク（たとえば、ＬＴＥ－Ｕ－Ｍ）と
、ＬＴＥ－Ｕ－Ｍアクセスを与えるためにバックエンド上でＭＮＯに接続することに基づ
くＷＷＡＮホットスポットサービス（たとえば、ＬＴＥ－Ｕ－Ｗ）との両方として運営さ
れ得ることを諒解されたい。利用可能なネットワークを走査するときに、ネットワーク発
見構成要素３１０はＬＴＥ－Ｕネットワークを検出し、アクセス層（ＡＳ）は利用可能な
ＬＴＥ－Ｕ－Ｗネットワークと利用可能なＬＴＥ－Ｕ－Ｍネットワークとの両方を上位レ
イヤに示す。ネットワーク接続構成要素３１２は、次いで、１つまたは複数のユーザ定義
ポリシーまたは事業者定義ポリシーあるいはＬＴＥ－Ｕ－ＷまたはＬＴＥ－Ｕ－Ｍである
ネットワークまたはネットワークのタイプの他の考慮事項などに基づいて、３ＧＰＰアク
セスまたはこのネットワーク上のＷＷＡＮホットスポット機能に接続すべきかどうかを決
定することができる。
【００５４】
　[0060]（４）ＬＴＥ－Ｕ－ＷネットワークとＷＬＡＮネットワークとの間のモビリティ
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／インターワーキングについて、ＬＴＥ－Ｕ－ＷおよびＷＬＡＮは、ネットワーク接続構
成要素３１２がユーザ定義ポリシーまたは事業者定義ポリシー、ネットワークタイプなど
、および／あるいはアクセスの測定または報告された品質、ユーザ選好、サービスプロバ
イダポリシーなど、追加の考慮事項に基づいて、一方または他方を選択することができる
ような、２つの代替オフロード技術と見なされ得る。一例では、ネットワーク接続構成要
素３１２中の接続マネージャは、選択、証明書を与えることなどでは、ＬＴＥ－Ｕ－Ｗネ
ットワークとＷＬＡＮネットワークとを同様に扱うことができる。その上、自動選択構成
要素３２０および／または手動選択構成要素３２２は、（選択およびトラフィックステア
リングポリシーのために）ＬＴＥ－Ｕ－Ｗについて、ＷｉＦｉについて定義されるように
、ネットワークの選択および／またはネットワークのリストを提示するための、ＷＬＡＮ
ネットワーク選択（ＷＬＡＮ＿ＮＳ）、ならびにアクセスネットワーク発見および選択機
能（ＡＮＤＳＦ：access network discovery and selection function）サポートなどの
３ＧＰＰ機構を利用することができる。
【００５５】
　[0061]ネットワーク選択を実行するための上記の例示的なルールを使用して、ネットワ
ーク発見構成要素３１０によってＬＴＥ－Ｕネットワークの利用可能性を検出すると、手
動選択構成要素３２２は、ネットワークがＬＴＥ－Ｕ－Ｍであるのか、ＬＴＥ－Ｕ－Ｗで
あるのか、両方であるのかを決定することができ、（たとえば、ＬＴＥ－Ｕ－Ｍの場合）
１つのＭＮＯネットワークのみの、または（たとえば、ＬＴＥ－Ｕ－Ｗの場合）ＷＷＡＮ
ホットスポットの、または（ＭＮＯネットワークおよびホットスポットの場合）両方の存
在を上位レイヤに報告し得る。一例では、説明したように、手動選択構成要素３２２は、
（たとえば、ＷＬＡＮネットワークとともに）ＬＴＥ－Ｕ－Ｗネットワークを表示し得る
が、ＬＴＥ－Ｕ－Ｍネットワークを表示しないことがある。ＬＴＥ－Ｕ－Ｗネットワーク
の利用可能性を検出すると、ネットワーク接続構成要素３１２は、上記で説明したおよび
ここでさらに説明する様々な考慮事項に基づいて、ＬＴＥ－Ｕ－Ｗに接続すべきかどうか
および／またはどのＬＴＥ－Ｕ－Ｗネットワークに接続すべきかを選択することができる
。
【００５６】
　[0062]一例では、ネットワーク接続構成要素３１２は、使用中の現在の技術（たとえば
ＬＴＥ、ＷＬＡＮ、ＬＴＥ－Ｕ－Ｍなど）（たとえば、ネットワークエンティティ３０２
の技術）に基づいて、ＬＴＥ－Ｕ－Ｗネットワークに接続すべきかどうかおよび／または
どのＬＴＥ－Ｕ－Ｗネットワークに接続すべきかを選択することができる。これは、たと
えば、ネットワーク接続構成要素３１２中で構成され得、および／あるいは、１つまたは
複数のユーザ定義ポリシーまたは事業者定義ポリシーに基づき得る。説明したように、ネ
ットワーク接続構成要素３１２は、ユーザ定義ポリシー構成要素３２４または事業者定義
ポリシー構成要素３２６中のユーザ定義ポリシーまたは事業者定義ポリシー（たとえば事
業者ポリシー）に基づいて、ＬＴＥ－Ｕ－Ｗネットワークに接続すべきかどうかおよび／
またはどのＬＴＥ－Ｕ－Ｗネットワークに接続すべきかを選択することができる。たとえ
ば、事業者ポリシーは、システムレベルモビリティ（たとえば、Ｓ２ａ、Ｓ２ｂ、ＮＳＷ
Ｏ）または無線アクセスネットワーク（ＲＡＮ）／ｅＮＢレベルインターワーキングに関
することができる。したがって、たとえば、ネットワーク発見構成要素３１０は、ＬＴＥ
－Ｕ－Ｗネットワークと相互作用するＰＬＭＮを示す、ＬＴＥ－Ｕ－Ｗネットワークまた
は関係するネットワークエンティティによって広告された情報を取り出すために、（たと
えば、アクセスネットワーククエリプロトコル（ＡＮＱＰ：access network query proto
col）プロシージャを使用して、Ｓ２ａ接続性をサポートするＬＴＥ－Ｕ－Ｗネットワー
クを発見することができる。ネットワーク接続構成要素３１２は、Ｓ２ａをサポートしな
いネットワークに優先してＳ２ａをサポートするネットワークを選択するように、ハンド
オーバ／再選択、オフローディングなどのためのネットワークを選択する際にＳ２ａをサ
ポートするネットワークを選好し得る。
【００５７】
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　[0063]したがって、一例では、ユーザ定義ポリシー構成要素３２４および／または事業
者定義ポリシー構成要素３２６は、システム間ルーティングポリシー（ＩＳＲＰ：inter-
system routing policy）、アクセスポイント名間（Ｉｎｔｅｒ－ＡＰＮ：inter-access 
point name）ルーティングポリシー（ＩＡＲＰ：Inter-APN routing policy）、ＷＬＡＮ
選択ポリシー（ＷＬＡＮＳＰ：WLAN selection policy）など、ＡＮＤＳＦポリシーに関
係する１つまたは複数のポリシーを含み得、それらのポリシーは、ＵＥ１０６がどのよう
に３ＧＰＰアクセス（たとえば、ＬＴＥ）を介して、およびＬＴＥ－Ｕ－ＷまたはＷＬＡ
Ｎを介してトラフィックをルーティングすることができるかを示すことができる。一例で
は、１つまたは複数のポリシーは、ＵＥのＨＰＬＭＮによって与えられる無認可ホットス
ポット選択ルール（たとえば、ＷＬＡＮＳＰとして指定され得る、ＷＬＡＮとＬＴＥ－Ｕ
－Ｗの両方または他のＷＷＡＮホットスポットのための選択ルール）をＵＥが選好すべき
か否かを示し得る。ネットワーク接続構成要素３１２は、したがって、説明したように、
１つまたは複数のポリシーに基づいて１つまたは複数のネットワークを選択することがで
きる。
【００５８】
　[0064]ＵＥ１０６が所与の通信リソース上でＬＴＥとＬＴＥ－Ｕ－Ｗとを介した同時動
作が可能でない場合、たとえば、ＵＥ１０６がＷＬＡＮアクセスを介してＥＰＣに接続さ
れるとき、ＩＡＲＰルールおよび／またはユーザ定義ポリシー／選好は、トラフィックが
、指定されたパケットデータネットワーク（ＰＤＮ）接続内でルーティングされるべきで
あるのか、選択されたＬＴＥ－Ｕ－ＷまたはＷＬＡＮホットスポットにオフロードされる
べきであるのかを決定するために使用され得る。同様に、ネットワーク接続構成要素３１
２は、ＥＰＣ接続性が、ＬＴＥ－Ｕ－ＷまたはＷＬＡＮホットスポットアクセスよりも選
好されるのか、３ＧＰＰアクセスよりも選好されるのかを決定するために、システム間モ
ビリティポリシー（ＩＳＭＰ：inter-system mobility policy）を利用することができる
。ＥＰＣ接続性が、ＬＴＥ－Ｕ－ＷまたはＷＬＡＮホットスポットアクセスよりも選好さ
れる（たとえば、ＡＮＤＳＦポリシー中の最も優先度の高いＩＳＭＰルールがＬＴＥ－Ｕ
－ＷまたはＷＬＡＮ技術／ネットワークに対応する）とき、ＷＬＡＮＳＰルールは、最も
選好されるＬＴＥ－Ｕ－ＷまたはＷＬＡＮホットスポットアクセスネットワークを決定す
るために使用され得る。
【００５９】
　[0065]さらに、ネットワーク選択は、ＵＥ１０６がＬＴＥとＬＴＥ－Ｕ－Ｗとを介した
同時動作が可能である場合、ユーザ定義ポリシー構成要素３２４または事業者定義ポリシ
ー構成要素３２６中のポリシー（たとえば、ＷＬＡＮＳＰ）に基づいて（および／または
ユーザが、手動選択構成要素３２２によって与えられるリスト中のＬＴＥ－Ｕ－Ｗネット
ワークを手動で選択することに基づいて）、ＬＴＥ－Ｕ－Ｗネットワークを、ネットワー
ク発見構成要素３１０が発見および報告することができ、ならびに／またはネットワーク
接続構成要素３１２が選択することができるように、さらに、ＵＥ能力に基づき得る。こ
の例では、ネットワークエンティティ３０２は、ＬＴＥネットワークに相関し得、ネット
ワークエンティティ３０４は、１つまたは複数のポリシーに基づいて他の利用可能なネッ
トワークのうちの最も選好されるＬＴＥ－Ｕ－Ｗネットワークに相関し得る。ＵＥ１０６
がＷＬＡＮネットワークに接続され（たとえば、ネットワークエンティティ３０４がＷＬ
ＡＮ／ＷｉＦｉホットスポットであり）、ＩＳＲＰがＬＴＥ－Ｕ－Ｗネットワークを選好
する場合、ＵＥ１０６がＬＴＥ－Ｕ－Ｗネットワークに遭遇し得ること、または新しいデ
ータフローが、すでに発見されたＬＴＥ－Ｕ－Ｗネットワークを選好するルールをトリガ
することが可能である。いずれの場合も、ネットワーク接続構成要素３１２は、それがＷ
ＬＡＮネットワークから切断することを意味する場合でも、ＬＴＥ－Ｕ－Ｗネットワーク
に接続し得る。ロケーションにおける見込み、時刻、またはいくつかのネットワーク、ネ
ットワークのタイプ、いくつかのサービスプロバイダのネットワークなどを選好すること
について指定され得る他のパラメータなど、ポリシーに関係する他のイベントが、ネット
ワーク接続構成要素３１２に、異なるネットワーク、ネットワークのタイプ、あるサービ
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スプロバイダに関連するネットワークなどを選択させ得る。いずれの場合も、ＬＴＥとＬ
ＴＥ－Ｕ－Ｗとの間のトラフィックステアリングが、ＡＮＤＳＦポリシー、あるいはＵＥ
１０６中で構成されるか、またはさもなければそれにプロビジョニングされるポリシーに
基づき得ることを諒解されたい。
【００６０】
　[0066]ＵＥ１０６がＬＴＥとＬＴＥ－Ｕ－Ｗとを介した同時動作が可能である場合、な
らびにＵＥ１０６がＷＬＡＮにすでに接続されている（たとえば、ネットワークエンティ
ティ３０２がＷＬＡＮネットワークエンティティである）場合、ユーザ定義ポリシー構成
要素３２４または事業者定義ポリシー構成要素３２６中のポリシー（たとえば、ＷＬＡＮ
ＳＰ）に基づいて（および／またはユーザが、手動選択構成要素３２２によって与えられ
るリスト中のＬＴＥ－Ｕ－Ｗネットワークを手動で選択することに基づいて）、（たとえ
ば、ネットワークエンティティ３０４に関係する）ＬＴＥ－Ｕ－Ｗネットワークを、ネッ
トワーク発見構成要素３１０は発見することができ、ネットワーク接続構成要素３１２は
選択することができる。この点について、ネットワーク接続構成要素３１２は、ＬＴＥ、
ＬＴＥ－Ｕ－ＷおよびＷＬＡＮに同時に接続することができ、ここで、ＬＴＥ－Ｕ－Ｗネ
ットワークおよびＷＬＡＮネットワークは、１つまたは複数のポリシーに基づいて他の利
用可能なＬＴＥ－Ｕ－ＷネットワークおよびＷＬＡＮネットワークのうちの最も選好され
るもの（および／または最も選好されるサービスプロバイダに関係するもの）であり得る
。ＬＴＥとＬＴＥ－Ｕ－ＷとＷＬＡＮとの間のトラフィックステアリングは、ＡＮＤＳＦ
ポリシー（たとえば、ＩＳＲＰ、ＩＡＲＰなど）、あるいはＵＥ１０６中で構成されるか
、またはさもなければそれにプロビジョニングされるポリシーに基づく。たとえば、多元
接続ＰＤＮ接続性（ＭＡＰＣＯＮ：multiple-access PDN connectivity）のためのＩＳＲ
Ｐ、ＩＰフローモビリティ（ＩＦＯＭ）のためのＩＳＲＰ、ＮＳＷＯのためのＩＳＲＰな
どは、説明したように、ＰＤＮ接続確立、ＩＰフロー、オフローディングなどを決定する
ために、（たとえば、３ＧＰＰおよびＷＬＡＮネットワークとともに）優先アクセスネッ
トワークのリスト中にＬＴＥ－Ｕ－Ｗネットワークを含めることができる。
【００６１】
　[0067]特定の例では、自動選択において、ネットワーク接続構成要素３１２は、セルラ
ーおよびＷＬＡＮ接続性を制御することができ、セルラーからＷＬＡＮまたはＬＴＥ－Ｕ
－Ｗのいずれかあるいは同時に両方へのオフロードと、発見されたネットワークのための
ＷＬＡＮとＬＴＥ－Ｕ－Ｗとの間のハンドオーバ／再選択とを選択することができる。Ｗ
ＬＡＮネットワーク選択について３ＧＰＰによって定義された機構（たとえばＲｅｌ．１
２およびそれ以降からの３ＧＰＰ技術仕様書（ＴＳ）２３．４０２／ＴＳ２４．３０２中
で定義されたＡＮＤＳＦおよびＷＬＡＮ＿ＮＳ機構に基づく機構）は、ＬＴＥ－Ｕ－Ｗを
考慮するために拡張され得る。たとえば、ネットワーク発見構成要素３１０は、ＷＬＡＮ
ワイヤレス通信について定義されたようにＨｏｔｓｐｏｔ２．０を使用してＷＬＡＮネッ
トワーク特徴を発見することのほかに、Ｈｏｔｓｐｏｔ２．０を使用することと同様にＬ
ＴＥ－Ｕ－Ｗ特徴をも発見することができ、ネットワーク接続構成要素３１２は、ネット
ワーク選択を実行するときにそのような特徴を考慮することができる。ユーザ定義ポリシ
ー構成要素３２４および事業者定義ポリシー構成要素３２６中のユーザ定義ポリシーおよ
び事業者定義ポリシーは、ＷＬＡＮとＬＴＥ－Ｕ－Ｗとのためにポリシーを混合し、およ
び／またはポリシーをＷＬＡＮとＬＴＥ－Ｕ－Ｗの両方に適用するものと見なすことがで
きる。たとえば、ポリシールールが、選好されるネットワークのリストを含むとき、リス
トは、ＷＬＡＮネットワークの識別子（たとえば、サービスセット識別子（ＳＳＩＤ））
とＬＴＥ－Ｕ－Ｗネットワークの識別子（たとえば、ホームノードＢ（ＨＮＢ）名）の両
方を含むことができる。別の例では、ポリシールールが、選択されたネットワークによっ
てサポートされるべき選好されるサービスプロバイダのリストを含むとき、ネットワーク
接続構成要素３１２は、ネットワークアクセスのための選好されるサービスプロバイダを
サポートするＷＬＡＮネットワークとＬＴＥ－Ｕ－Ｗネットワークの両方を考慮すること
ができる（ならびに／あるいは手動選択構成要素３２２は、手動選択のためのインターフ
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ェース上にネットワークを提示するための選好されるサービスプロバイダをサポートする
ＷＬＡＮネットワークとＬＴＥ－Ｕ－Ｗネットワークの両方を考慮することができる）。
たとえば、ネットワーク発見構成要素３１０は、この点について、選好されるサービスプ
ロバイダに関係するＷＬＡＮネットワークおよび／またはＬＴＥ－Ｕ－Ｗネットワークを
探索し得、これは、説明したように、１つまたは複数のＲＡＴなどの信号について、１つ
または複数の関係する周波数帯域を探索することを含み得る。
【００６２】
　[0068]ＵＥ１０６に関連する事業者（たとえば、ＵＥ１０６のためのホームＰＬＭＮの
ＭＮＯ）および／またはＵＥ１０６に関連するユーザは、ＬＴＥ－Ｕ－Ｗが同時に使用さ
れ得るかどうか、およびどんな条件の下でそれらが使用され得るかを示すポリシーを定義
することができ、それらは、たとえば、事業者定義ポリシー構成要素３２６および／また
はユーザ定義ポリシー構成要素３２４によって記憶され、および／または管理され得る。
一例では、所与のポリシーが、「同時ＬＴＥ－Ｕ－ＷおよびＷＬＡＮ」の指示を含むこと
ができる。指示が設定されたとき、ＵＥ１０６がＬＴＥに接続され、ＬＴＥとＬＴＥ－Ｕ
－Ｗとを介した同時送信、ＬＴＥ－Ｕ－ＷとＷＬＡＮとを介した同時接続などが可能であ
る場合、ネットワーク接続構成要素３１２は、利用可能であるときに、およびポリシーに
おいて定義された条件に従って、ＷＬＡＮネットワークと発見されたＬＴＥ－Ｕ－Ｗネッ
トワークとの両方に接続することができる。ネットワーク接続構成要素３１２がＬＴＥ、
ＬＴＥ－Ｕ－ＷおよびＷＬＡＮに、またはＬＴＥ－Ｕ－ＷおよびＷＬＡＮに同時に接続す
るとき、ＵＥ１０６は、どのデータ（たとえば、インターネットプロトコル（ＩＰ））ト
ラフィックがどのアクセスを介して（たとえば、どちらのネットワークエンティティ３０
２／３０４に）搬送されるかを決定するために、ＡＮＤＳＦポリシー（たとえばシステム
間ルーティングポリシー（ＩＳＲＰ））またはデバイス中で構成されたポリシーを使用す
ることができる。
【００６３】
　[0069]手動選択において、これらの特定の例では、ＬＴＥ－Ｕ－Ｗは、ＷＬＡＮホット
スポットと同じサービスプロビジョニングモデルを達成するために、ＷＬＡＮネットワー
クとしてデバイス中で扱われ、ＷＬＡＮと同じ接続性フレームワーク内で管理され得る。
したがって、たとえば、利用可能なネットワークのための手動走査において、手動選択構
成要素３２２は、利用可能なＷＬＡＮネットワークと利用可能なＬＴＥ－Ｕ－Ｗネットワ
ークの両方を含む利用可能なネットワークのリストを、インターフェースを介して提示す
ることができる。そのようなリストでは、ＬＴＥ－Ｕ－ＷネットワークのＨＮＢ名は、Ｌ
ＴＥ－Ｕ－Ｗネットワークの識別情報を示すために、ＷＬＡＮネットワークのＳＳＩＤの
ように使用され得る。このプロセスの一部として、手動選択構成要素３２２は、インター
フェース上に他のＬＴＥ－Ｕネットワーク（たとえば、ＬＴＥ－Ｕ－Ｏネットワークまた
はＬＴＥ－Ｕ－Ｍネットワークはユーザによって手動で選択されるべきでないので、ＬＴ
Ｅ－Ｕ－ＯネットワークまたはＬＴＥ－Ｕ－Ｍネットワーク）を示さないことがある。
【００６４】
　[0070]さらに、ＷＬＡＮネットワークの手動発見において、ＷＬＡＮホットスポットに
関連する（１つまたは複数の）サービスプロバイダがＵＥ１０６のインターフェース上に
示されるのと同様に、手動選択構成要素３２２は、インターフェースを介してＨｏｔｓｐ
ｏｔ２．０の場合のように発見可能なＷＷＡＮ（たとえば、ＬＴＥ－Ｕ－Ｗ）ホットスポ
ットに関連する（１つまたは複数の）サービスプロバイダまたは他の情報（アイコン、名
前など）を示し得る。たとえば、手動選択構成要素３２２は、ディスプレイ上にリスト中
のＷＬＡＮネットワークおよび／またはＬＴＥ－Ｕ－Ｗネットワークをリストし得、各Ｌ
ＴＥ－Ｕ－Ｗネットワークは、ＬＴＥ－Ｕ－ＷとしてＬＴＥ－Ｕ－Ｗネットワークを識別
する識別子の近くにアイコンを有し得、および／または各ＷＬＡＮは、ＷＬＡＮとしてネ
ットワークを識別するアイコンを有し得る。この機構では、手動選択構成要素３２２は、
どのホットスポットに接続すべきかのユーザ選択を可能にするために、利用可能なホット
スポット（たとえば、ＷＬＡＮまたはＬＴＥ－Ｕ－Ｗ）に関連する技術をユーザに提示し
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得る。さらに、証明書提供構成要素３３０が、ＵＥ１０６がＬＴＥ－Ｕ－Ｗホットスポッ
トにアクセスするための証明書をすでにプロビジョニングされている（たとえば、ＵＥ１
０６がホットスポットとの認証を可能にする証明書を有する）と（たとえば、走査／探索
中に発見されたＬＴＥ－Ｕ－Ｗホットスポットの特徴に基づいて）決定した場合、証明書
提供構成要素３３０は、（たとえば、ＷＬＡＮ／ＬＴＥ－Ｕ－Ｗネットワークのリスト中
の関係する（１つまたは複数の）ネットワークのための）適切なアイコンの使用によって
ユーザにそのような情報を提示し得る。証明書提供構成要素３３０は、一例では、手動選
択構成要素３２２による手動走査中に、ＵＥ１０６がそれのための証明書を有するサービ
スプロバイダを、ＬＴＥ－Ｕ－Ｗホットスポットによってサポートされるサービスプロバ
イダのリストと比較することによって、ＵＥ１０６がＬＴＥ－Ｕ－Ｗホットスポットのた
めにプロビジョニングされるかどうかを発見し得る。説明したように、たとえば、サービ
スプロバイダ識別構成要素３２８は、ＬＴＥ－Ｕ－Ｗホットスポットに関連する１つまた
は複数のサービスプロバイダを決定することができ、証明書提供構成要素３３０は、証明
書のストアがＬＴＥ－Ｕ－Ｗホットスポットに関連する１つまたは複数のサービスプロバ
イダのための証明書を含むかどうかを決定し得る。
【００６５】
　[0071]一例では、ＬＴＥ－Ｕネットワークが手動選択構成要素３２２を介して手動で追
加されると、そのようなネットワークは、ネットワーク発見構成要素３１０が動的に発見
するＷＬＡＮネットワークおよびＬＴＥ－Ｕネットワークのリストとともに使用され得る
。ＵＥ１０６またはそれのユーザが、選択されたネットワークがＷＬＡＮであるのかＬＴ
Ｅ－Ｕ－Ｗであるのかに気づいている必要がなく、むしろホットスポットが、名前または
サービスプロバイダ名によって選択され得ることを諒解されたい。これは、サービスプロ
バイダがＷＬＡＮとＬＴＥ－Ｕ－Ｗとをホットスポットとして互換可能なように展開する
ことを可能にする。上記で説明したような、Ｈｏｔｓｐｏｔ２．０のような機構の再利用
は、効率的でフレキシブルな展開モデルと接続性確立とを可能にすることができる。特定
のサービスプロバイダをサポートするＬＴＥ－Ｕネットワークが、（たとえば、手動選択
構成要素３２２による、またはさもなければネットワークのための証明書が取得されるよ
うな）選択のためのネットワークのリストに追加されるとき、サービスプロバイダ識別情
報（およびＬＴＥ－Ｕ－Ｗ　ｅＮＢの後ろのＳＰを発見する能力）を使用することによっ
て、証明書提供構成要素３３０は、他のネットワーク（たとえば、サービスプロバイダ識
別構成要素３２８によって識別される同じサービスプロバイダを有するネットワーク）中
のネットワークについて証明書を記憶および再利用することができる。一例では、証明書
提供構成要素３３０は、サービスプロバイダのネットワークについて証明書を記憶し、サ
ービスプロバイダの別のネットワークのための認証を要求する際に、それらの証明書を再
利用することができ、ここで、それらのネットワークは異なるＲＡＴを使用する（たとえ
ば、同じまたは同様の／関係するサービスプロバイダを有するＬＴＥ－Ｕ－Ｗネットワー
クおよびＷＬＡＮネットワーク）。
【００６６】
　[0072]上記の例では、ＬＴＥ－Ｕ－Ｗなどのネットワークのためのネットワーク識別子
空間は管理されないことがあり、たとえば、（ＷＬＡＮの場合と同様であり得るように）
いかなるエンティティも、異なるネットワークによって使用される識別子を管理しない。
これは、異なるサービスプロバイダをもつ２つのネットワークが同じまたは同様のネット
ワーク識別子を使用することができることを暗示する。これにより、ネットワーク接続構
成要素３１２は（たとえば第２のネットワークは、ＵＥ１０６に証明書を与えるネットワ
ークとのローミング契約を有しないか、またはさもなければ証明書提供構成要素３３０か
らの証明書を有効化することができないので）第１のネットワーク識別子を使用して第１
のネットワークへのアクセスを獲得するが、同じネットワーク識別子を有する第２のネッ
トワークへはアクセスを獲得しないということになり得る。説明したように、この例では
、ネットワークブラックリスティング構成要素３１４は、認証の失敗を決定することがで
き、ネットワークへの後続のアクセス試行を防ぐために、ブラックリストをネットワーク
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に関する追加情報とともにポピュレートし得る。ネットワークブラックリスティング構成
要素３１４は、この点についてブラックリストにネットワーク情報を追加することができ
る。ネットワークがネットワークブラックリスティング構成要素３１４によってブラック
リストに追加されるとき、ネットワーク接続構成要素３１２は、アクセスを試みる前に後
続のネットワークがブラックリスト中にないことを保証することができ、したがって、（
たとえば、ネットワークが手動選択構成要素３２２を介して手動で追加されない限り）ブ
ラックリストに載せられたネットワークへのアクセスは回避される。ブラックリストに追
加されたネットワーク情報は、ネットワークのパブリックランドモバイルネットワーク（
ＰＬＭＮ）識別子（存在する場合）、限定加入者グループ（ＣＳＧ）識別子、ＨＮＢ名、
サポートされるサービスプロバイダなどを含むことができ、これらは、そのネットワーク
を、ＵＥ１０６が接続することができる同じ識別子をもつネットワークと区別するのを助
けることができる。この点について、ネットワーク接続構成要素３１２は、アクセス／認
証を要求する前に、ネットワークまたは関係するネットワークエンティティの識別子に関
してだけでなく、場合によっては、ＰＬＭＮ識別子、ＣＳＧ識別子、ＨＮＢ名などに関し
てもブラックリストをフィルタ処理することに基づいて、ネットワーク発見構成要素３１
０によって発見されたネットワーク（または関係するネットワークエンティティ）がブラ
ックリスト中にあるかどうかを決定することができる。ネットワークブラックリスティン
グ構成要素３１４が、説明したように、（たとえばサービスプロバイダ、デバイスの製造
業者などによってＵＥ１０６中で構成された）あらかじめ定義された時間期間の間、その
ようなネットワークをブラックリストに載せることができ、時間期間の後にそのネットワ
ークをブラックリストから削除することができることを諒解されたい。
【００６７】
　[0073]図６を参照すると、一実施形態による多元接続ワイヤレス通信システムが示され
ている。アクセスポイント６００（ＡＰ）は複数のアンテナグループを含み、あるアンテ
ナグループは６０４と６０６とを含み、別のアンテナグループは６０８と６１０とを含み
、追加のアンテナグループは６１２と６１４とを含む。図６では、アンテナグループごと
に２つのアンテナのみが示されているが、アンテナグループごとにより多いまたはより少
ないアンテナが利用され得る。アクセス端末６１６（ＡＴ）はアンテナ６１２および６１
４と通信しており、アンテナ６１２および６１４は、順方向リンク６２０上でアクセス端
末６１６に情報を送信し、逆方向リンク６１８上でアクセス端末６１６から情報を受信す
る。アクセス端末６２２はアンテナ６０４および６０６と通信しており、アンテナ６０４
および６０６は、順方向リンク６２６上でアクセス端末６２２に情報を送信し、逆方向リ
ンク６２４上でアクセス端末６２２から情報を受信する。ＦＤＤシステムでは、通信リン
ク６１８、６２０、６２４および６２６は、通信のための異なる周波数を使用することが
できる。たとえば、順方向リンク６２０は、逆方向リンク６１８によって使用される周波
数とは異なる周波数を使用することができる。ＡＴ６１６および／または６２２は、本明
細書で説明するように、ＵＥ１０６であり得、および／またはそれを含み得、したがって
、（たとえば、ＷＷＡＮホットスポット、ＷｉＦｉホットスポットなどによって）アクセ
スが広告される１つまたは複数のネットワークを発見するためのネットワーク発見構成要
素３１０、１つまたは複数のポリシーに少なくとも部分的に基づいてネットワークのうち
の１つまたは複数と通信するためのネットワーク接続構成要素３１２、および／または少
なくとも時間期間の間、認証が失敗するネットワークにアクセスするための後続の試みを
防ぐために、ブラックリストにそのネットワークを追加するためのネットワークブラック
リスティング構成要素３１４など、ＵＥ１０６の１つまたは複数の構成要素を含み得る。
【００６８】
　[0074]アンテナの各グループ、および／またはアンテナが通信するように設計されたエ
リアは、しばしば、アクセスポイントのセクタと呼ばれる。本実施形態では、アンテナグ
ループはそれぞれ、アクセスポイント６００によってカバーされるエリアのセクタ中でア
クセス端末に通信するように設計される。
【００６９】
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　[0075]順方向リンク６２０および６２６上の通信では、アクセスポイント６００の送信
アンテナは、異なるアクセス端末６１６および６２２に対して順方向リンクの信号対雑音
比を改善するためにビームフォーミングを利用する。また、アクセスポイントが、ビーム
フォーミングを使用して、それのカバレージ中にランダムに分散されたアクセス端末に送
信するほうが、アクセスポイントが単一のアンテナを介してすべてのそれのアクセス端末
に送信するよりも、近隣セル中のアクセス端末への干渉が小さくなる。
【００７０】
　[0076]その上、アクセス端末６１６および６２２は、ネットワークエンティティを発見
し、関係する選択プロシージャを実行するために、上記でＵＥ１０６に関して説明した、
ＵＥ機能を与えることができる。同様に、この点について、アクセスポイント６００は、
本明細書で説明するように、ＵＥ１０６がネットワークアクセスのためにそれに通信し、
および／またはそれを選択することができるネットワークエンティティ３０２／３０４を
含むことができる。
【００７１】
　[0077]図７は、ＭＩＭＯシステム７００における送信機システム７１０（アクセスポイ
ントとしても知られる）および受信機システム７５０（アクセス端末としても知られる）
の一実施形態のブロック図である。一例では、受信機システム７５０は、本明細書で説明
するように、ＵＥ１０６であり得、および／またはそれを含み得、したがって、（たとえ
ば、ＷＷＡＮホットスポット、ＷｉＦｉホットスポットなどによって）アクセスが広告さ
れる１つまたは複数のネットワークを発見するためのネットワーク発見構成要素３１０、
１つまたは複数のポリシーに少なくとも部分的に基づいてネットワークのうちの１つまた
は複数と通信するためのネットワーク接続構成要素３１２、および／または少なくとも時
間期間の間、認証が失敗するネットワークにアクセスするための後続の試みを防ぐために
、ブラックリストにそのネットワークを追加するためのネットワークブラックリスティン
グ構成要素３１４など、ＵＥ１０６の１つまたは複数の構成要素を含み得る。送信機シス
テム７１０において、いくつかのデータストリームのトラフィックデータがデータソース
７１２から送信（ＴＸ）データプロセッサ７１４に与えられる。さらに、送信機システム
７１０および／または受信機システム７５０は、それらの間のワイヤレス通信を可能にす
るために、本明細書で説明するシステム（図１～図３、および図６）および／または方法
（図４および図５）を採用することができることを諒解されたい。たとえば、本明細書で
説明するシステムおよび／または方法の構成要素または機能は、以下で説明するメモリ７
３２および／または７７２あるいはプロセッサ７３０および／または７７０の一部であり
得、ならびに／あるいは開示する機能を実行するためにプロセッサ７３０および／または
７７０によって実行され得る。
【００７２】
　[0078]一実施形態では、各データストリームは、それぞれの送信アンテナを介して送信
される。ＴＸデータプロセッサ７１４は、コード化データを与えるために、各データスト
リームのトラフィックデータを、そのデータストリームのために選択された特定のコーデ
ィング方式に基づいてフォーマットし、コーディングし、インターリーブする。
【００７３】
　[0079]各データストリームのコード化データは、ＯＦＤＭ技法を使用してパイロットデ
ータで多重化され得る。パイロットデータは、典型的には、知られている方法で処理され
、チャネル応答を推定するために受信機システムにおいて使用され得る知られているデー
タパターンである。各データストリームの多重化されたパイロットデータおよびコード化
データは、次いで、変調シンボルを与えるために、そのデータストリーム用に選択された
特定の変調方式（たとえば、ＢＰＳＫ、ＱＳＰＫ、Ｍ－ＰＳＫ、またはＭ－ＱＡＭ）に基
づいて変調（たとえば、シンボルマッピング）される。各データストリームのデータレー
ト、コーディング、および変調は、プロセッサ７３０によって実行される命令によって決
定され得る。
【００７４】
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　[0080]次いで、すべてのデータストリームの変調シンボルがＴＸ　ＭＩＭＯプロセッサ
７２０に与えられ、ＴＸ　ＭＩＭＯプロセッサ７２０はさらに（たとえば、ＯＦＤＭ用に
）その変調シンボルを処理することができる。ＴＸ　ＭＩＭＯプロセッサ７２０は、次い
で、ＮT個の変調シンボルストリームをＮT個の送信機（ＴＭＴＲ）７２２ａ～７２２ｔに
与える。いくつかの実施形態では、ＴＸ　ＭＩＭＯプロセッサ７２０は、データストリー
ムのシンボルと、シンボルの送信元のアンテナとにビームフォーミング重みを適用する。
【００７５】
　[0081]各送信機７２２は、１つまたは複数のアナログ信号を与えるために、それぞれの
シンボルストリームを受信および処理し、さらに、ＭＩＭＯチャネルを介して送信するの
に適した被変調信号を与えるために、それらのアナログ信号を調整（たとえば、増幅、フ
ィルタ処理、およびアップコンバート）する。送信機７２２ａ～７２２ｔからのＮT個の
被変調信号は、次いで、それぞれＮT個のアンテナ７２４ａ～７２４ｔから送信される。
【００７６】
　[0082]受信機システム７５０において、送信された被変調信号は、ＮR個のアンテナ７
５２ａ～７５２ｒによって受信され、各アンテナ７５２からの受信信号は、それぞれの受
信機（ＲＣＶＲ）７５４ａ～７５４ｒに与えられる。各受信機７５４は、サンプルを与え
るためにそれぞれの受信信号を調整（たとえば、フィルタ処理、増幅、およびダウンコン
バート）し、調整された信号をデジタル化し、さらに、対応する「受信」シンボルストリ
ームを与えるために、それらのサンプルを処理する。
【００７７】
　[0083]次いで、ＲＸデータプロセッサ７６０が、ＮR個の受信機７５４からＮR個の受信
シンボルストリームを受信し、ＮT個の「検出」シンボルストリームを与えるために特定
の受信機処理技法に基づいて処理する。ＲＸデータプロセッサ７６０は、次いで、データ
ストリームのためのトラフィックデータを復元するために、各検出シンボルストリームを
復調し、デインターリーブし、復号する。ＲＸデータプロセッサ７６０による処理は、送
信機システム７１０におけるＴＸ　ＭＩＭＯプロセッサ７２０およびＴＸデータプロセッ
サ７１４によって実行される処理を補足するものである。
【００７８】
　[0084]プロセッサ７７０は、どのプリコーディング行列を使用すべきかを周期的に決定
する。プロセッサ７７０は、行列インデックス部分とランク値部分とを備える逆方向リン
クメッセージを構築する。
【００７９】
　[0085]逆方向リンクメッセージは、通信リンクおよび／または受信データストリームに
関する様々なタイプの情報を備えることができる。逆方向リンクメッセージは、次いで、
データソース７３６からいくつかのデータストリームのトラフィックデータをも受信する
ＴＸデータプロセッサ７３８によって処理され、変調器７８０によって変調され、送信機
７５４ａ～７５４ｒによって調整され、送信機システム７１０に返信される。
【００８０】
　[0086]送信機システム７１０において、受信機システム７５０からの被変調信号は、受
信機システム７５０によって送信された逆方向リンクメッセージを抽出するために、アン
テナ７２４によって受信され、受信機７２２によって調整され、復調器７４０によって復
調され、ＲＸデータプロセッサ７４２によって処理される。次いで、プロセッサ７３０は
、ビームフォーミング重みを決定するためにどのプリコーディング行列を使用すべきかを
決定し、次いで、抽出されたメッセージを処理する。
【００８１】
　[0087]プロセッサ７３０および７７０は、それぞれ送信機システム７１０および受信機
システム７５０における動作を指示（たとえば、制御、調整、管理など）することができ
る。それぞれのプロセッサ７３０および７７０は、プログラムコードおよびデータを記憶
するメモリ７３２および７７２に関連付けられ得る。たとえば、プロセッサ７３０および
７７０は、ＵＥ１０６、ｅＮＢ１０８、ネットワークエンティティ３０２／３０４などに
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関して本明細書で説明する機能を実行することができ、および／または対応する構成要素
のうちの１つまたは複数を動作させることができる。同様に、メモリ７３２および７７２
は、機能または構成要素を実行するための命令、および／あるいは関係するデータを記憶
することができる。
【００８２】
　[0088]本明細書で開示した実施形態に関して説明した様々な例示的なロジック、論理ブ
ロック、モジュール、構成要素、および回路は、汎用プロセッサ、デジタル信号プロセッ
サ（ＤＳＰ）、特定用途向け集積回路（ＡＳＩＣ）、フィールドプログラマブルゲートア
レイ（ＦＰＧＡ）または他のプログラマブル論理デバイス、個別ゲートまたはトランジス
タロジック、個別ハードウェア構成要素、あるいは本明細書で説明した機能を実行するよ
うに設計されたそれらの任意の組合せを用いて実装または実行され得る。汎用プロセッサ
はマイクロプロセッサであり得るが、代替として、プロセッサは、任意の従来のプロセッ
サ、コントローラ、マイクロコントローラ、または状態機械であり得る。プロセッサはま
た、コンピューティングデバイスの組合せ、たとえば、ＤＳＰとマイクロプロセッサとの
組合せ、複数のマイクロプロセッサ、ＤＳＰコアと連携する１つまたは複数のマイクロプ
ロセッサ、あるいは任意の他のそのような構成として実装され得る。さらに、少なくとも
１つのプロセッサは、上記で説明したステップおよび／またはアクションのうちの１つま
たは複数を実行するように動作可能な１つまたは複数のモジュールを備え得る。例示的な
記憶媒体は、プロセッサが記憶媒体から情報を読み取り、記憶媒体に情報を書き込むこと
ができるようにプロセッサに結合され得る。代替として、記憶媒体はプロセッサに一体化
され得る。さらに、いくつかの態様では、プロセッサおよび記憶媒体はＡＳＩＣ中に常駐
し得る。さらに、ＡＳＩＣはユーザ端末中に常駐し得る。代替として、プロセッサおよび
記憶媒体は、ユーザ端末中に個別構成要素として常駐し得る。
【００８３】
　[0089]１つまたは複数の態様では、説明した機能、方法、またはアルゴリズムは、ハー
ドウェア、ソフトウェア、ファームウェア、またはそれらの任意の組合せで実装され得る
。ソフトウェアで実装される場合、機能は、１つまたは複数の命令またはコードとして、
コンピュータプログラム製品に組み込まれ得る、コンピュータ可読媒体上に記憶されるか
、あるいはコンピュータ可読媒体上で送信され得る。コンピュータ可読媒体は、ある場所
から別の場所へのコンピュータプログラムの転送を可能にする任意の媒体を含む、コンピ
ュータ記憶媒体と通信媒体の両方を含む。記憶媒体は、コンピュータによってアクセスさ
れ得る任意の利用可能な媒体であり得る。限定ではなく例として、そのようなコンピュー
タ可読媒体は、ＲＡＭ、ＲＯＭ、ＥＥＰＲＯＭ（登録商標）、ＣＤ－ＲＯＭまたは他の光
ディスクストレージ、磁気ディスクストレージまたは他の磁気ストレージデバイス、ある
いは命令またはデータ構造の形態の所望のプログラムコードを搬送または記憶するために
使用され得、コンピュータによってアクセスされ得る、任意の他の媒体を備えることがで
きる。また、実質的にいかなる接続もコンピュータ可読媒体と呼ばれ得る。たとえば、ソ
フトウェアが、同軸ケーブル、光ファイバーケーブル、ツイストペア、デジタル加入者回
線（ＤＳＬ）、または赤外線、無線、およびマイクロ波などのワイヤレス技術を使用して
、ウェブサイト、サーバ、または他のリモートソースから送信される場合、同軸ケーブル
、光ファイバーケーブル、ツイストペア、ＤＳＬ、または赤外線、無線、およびマイクロ
波などのワイヤレス技術は、媒体の定義に含まれる。本明細書で使用するディスク（disk
）およびディスク（disc）は、コンパクトディスク（disc）（ＣＤ）、レーザーディスク
（登録商標）（disc）、光ディスク（disc）、デジタル多用途ディスク（disc）（ＤＶＤ
）、フロッピー（登録商標）ディスク（disk）およびｂｌｕ－ｒａｙ（登録商標）（disc
）を含み、ディスク（disk）は、通常、データを磁気的に再生し、ディスク（disc）は、
通常、データをレーザーで光学的に再生する。上記の組合せもコンピュータ可読媒体の範
囲内に含まれるべきである。
【００８４】
　[0090]上記の開示は、例示的な態様および／または実施形態について論じたが、添付の
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特許請求の範囲によって定義された説明した態様および／または実施形態の範囲から逸脱
することなく、様々な変更および改変を本明細書で行うことができることに留意されたい
。さらに、説明した態様および／または実施形態の要素は、単数形で説明または請求され
得るが、単数形への限定が明示的に述べられていない限り、複数形が企図される。さらに
、任意の態様および／または実施形態の全部または一部は、別段に記載されていない限り
、任意の他の態様および／または実施形態の全部または一部とともに利用され得る。
　以下に本願の出願当初の特許請求の範囲に記載された発明を付記する。
［Ｃ１］　ワイヤレスネットワークサービスを検出するための方法であって、
　ユーザ機器（ＵＥ）において、無認可周波数帯域中でセルラー無線アクセス技術（ＲＡ
Ｔ）を介してサービスプロバイダネットワークへのアクセスを広告するネットワークを発
見することと、
　前記ＵＥによって、前記ネットワークを選択することに関係する１つまたは複数のユー
ザ定義ポリシーまたは事業者定義ポリシーを決定することと、
　前記１つまたは複数のユーザ定義ポリシーまたは事業者定義ポリシーに少なくとも部分
的に基づいて、アクセスのための前記ネットワークを選択することと
を備える、方法。
［Ｃ２］　前記ネットワークに関係する前記１つまたは複数のユーザ定義ポリシーまたは
事業者定義ポリシーを決定することが、前記サービスプロバイダネットワークに関係する
サービスプロバイダまたは前記ネットワークのタイプを有するネットワークを選択するこ
とに関係する、前記１つまたは複数のユーザ定義ポリシーまたは事業者定義ポリシーを決
定することを備える、Ｃ１に記載の方法。
［Ｃ３］　アクセスのための前記ネットワークを選択することが、さらに、アクセスのた
めの前記ネットワークを選択することの前に、前記ネットワークのタイプまたはサービン
グネットワークの別のタイプのうちの少なくとも１つに少なくとも部分的に基づく、Ｃ１
に記載の方法。
［Ｃ４］　前記１つまたは複数のユーザ定義ポリシーまたは事業者定義ポリシーのうちの
少なくとも１つが、ワイヤレスローカルエリアネットワークと、前記無認可周波数帯域中
で前記セルラーＲＡＴを使用して通信する前記ネットワークの両方に関する、Ｃ１に記載
の方法。
［Ｃ５］　前記ネットワークを発見することが、ワイヤレスローカルエリアネットワーク
（ＷＬＡＮ）と、前記無認可周波数帯域中で前記セルラーＲＡＴを使用して通信するネッ
トワークの両方を含む複数のネットワークを探索することを備える、Ｃ１に記載の方法。
［Ｃ６］　インターフェースを介して利用可能なネットワークのリストを与えることをさ
らに備え、ここにおいて、利用可能なネットワークの前記リストが、少なくとも１つのＷ
ＬＡＮの識別子と、前記無認可周波数帯域中で前記セルラーＲＡＴを使用して通信する少
なくとも１つのネットワークの別の識別子とを含む、Ｃ５に記載の方法。
［Ｃ７］　前記無認可周波数帯域中で前記セルラーＲＡＴを使用して通信する前記少なく
とも１つのネットワークについて証明書が記憶されているかどうかを、前記インターフェ
ースを介して示すことをさらに備える、Ｃ６に記載の方法。
［Ｃ８］　前記複数のネットワークを探索することが、前記１つまたは複数のユーザ定義
ポリシーまたは事業者定義ポリシーに少なくとも部分的に基づく、Ｃ５に記載の方法。
［Ｃ９］　前記ネットワークを選択することが、前記１つまたは複数のユーザ定義ポリシ
ーまたは事業者定義ポリシーに少なくとも部分的に基づいて、前記ネットワークおよびＷ
ＬＡＮを使用して同時に通信するための前記ネットワークを選択することを備える、Ｃ５
に記載の方法。
［Ｃ１０］　前記１つまたは複数のユーザ定義ポリシーまたは事業者定義ポリシーが、前
記ＷＬＡＮと、前記セルラーＲＡＴを使用して通信する前記ネットワークとへの同時接続
が可能にされるかどうかを示す、Ｃ５に記載の方法。
［Ｃ１１］　前記サービスプロバイダネットワークに関係する第２のネットワークが、前
記無認可周波数帯域中で前記セルラーＲＡＴを介してモバイルネットワーク事業者（ＭＮ
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Ｏ）ネットワークへのアクセスを広告すると決定することと、
　１つまたは複数の上位レイヤに前記ネットワークと前記第２のネットワークとを報告す
ることと、ここにおいて、前記ネットワークを選択することが、前記ネットワークまたは
前記第２のネットワークを選択することを含む、
をさらに備える、Ｃ１に記載の方法。
［Ｃ１２］　前記ネットワークを選択することにおける認証の失敗を検出することに少な
くとも部分的に基づいて、ブラックリストに前記ネットワークのネットワーク識別子を追
加することをさらに備える、Ｃ１に記載の方法。
［Ｃ１３］　前記ブラックリストに前記ネットワーク識別子を追加することが、前記ネッ
トワーク識別子を有する他のネットワークと前記ネットワークを区別することを可能にす
るために、前記ブラックリストに、パブリックランドモバイルネットワーク、限定加入者
グループ、サービスプロバイダ、またはホームノードＢ識別子を追加することを備える、
Ｃ１２に記載の方法。
［Ｃ１４］　構成された時間期間の後に前記ブラックリストから前記ネットワークを削除
することをさらに備える、Ｃ１２に記載の方法。
［Ｃ１５］　前記ネットワークを選択することが、ハンドオーバ、再選択、またはオフロ
ーディングのための前記ネットワークを選択することを備える、Ｃ１に記載の方法。
［Ｃ１６］　前記ネットワーク上で前記ＵＥを認証するために前記ネットワークに証明書
を与えることをさらに備え、ここにおいて、前記証明書が、前記サービスプロバイダネッ
トワークのサービスプロバイダに関係する別のネットワークの選択に関する、Ｃ１に記載
の方法。
［Ｃ１７］　ワイヤレスネットワークサービスを検出するための装置であって、
　無認可周波数帯域中でセルラー無線アクセス技術（ＲＡＴ）を介してサービスプロバイ
ダネットワークへのアクセスを広告するネットワークを発見するように構成されたネット
ワーク発見構成要素と、
　前記ネットワークを選択することに関係する１つまたは複数のユーザ定義ポリシーまた
は事業者定義ポリシーを決定するように構成されたユーザ定義ポリシー構成要素または事
業者定義ポリシー構成要素と、
　前記１つまたは複数のユーザ定義ポリシーまたは事業者定義ポリシーに少なくとも部分
的に基づいて、アクセスのための前記ネットワークを選択するように構成されたネットワ
ーク接続構成要素と
を備える、装置。
［Ｃ１８］　前記ユーザ定義ポリシー構成要素または前記事業者定義ポリシー構成要素が
、前記サービスプロバイダネットワークに関係するサービスプロバイダまたは前記ネット
ワークのタイプを有するネットワークを選択することに関係する、前記１つまたは複数の
ユーザ定義ポリシーまたは事業者定義ポリシーを決定するように構成された、Ｃ１７に記
載の装置。
［Ｃ１９］　前記ネットワーク接続構成要素が、さらに、アクセスのための前記ネットワ
ークを選択することの前に、前記ネットワークのタイプまたはサービングネットワークの
別のタイプのうちの少なくとも１つに少なくとも部分的に基づいて、アクセスのための前
記ネットワークを選択するように構成された、Ｃ１７に記載の装置。
［Ｃ２０］　前記１つまたは複数のユーザ定義ポリシーまたは事業者定義ポリシーのうち
の少なくとも１つが、ワイヤレスローカルエリアネットワークと、前記無認可周波数帯域
中で前記セルラーＲＡＴを使用して通信する前記ネットワークの両方に関する、Ｃ１７に
記載の装置。
［Ｃ２１］　前記ネットワーク発見構成要素が、ワイヤレスローカルエリアネットワーク
（ＷＬＡＮ）と、前記無認可周波数帯域中で前記セルラーＲＡＴを使用して通信するネッ
トワークの両方を含む複数のネットワークを探索することに少なくとも部分的に基づいて
、前記ネットワークを発見するように構成された、Ｃ１７に記載の装置。
［Ｃ２２］　インターフェースを介して利用可能なネットワークのリストを与えるように
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構成された手動選択構成要素をさらに備え、ここにおいて、利用可能なネットワークの前
記リストが、少なくとも１つのＷＬＡＮの識別子と、前記無認可周波数帯域中で前記セル
ラーＲＡＴを使用して通信する少なくとも１つのネットワークの別の識別子とを含む、Ｃ
２１に記載の装置。
［Ｃ２３］　前記ネットワーク発見構成要素が、前記１つまたは複数のユーザ定義ポリシ
ーまたは事業者定義ポリシーに少なくとも部分的に基づいて、前記複数のネットワークを
探索するように構成された、Ｃ２１に記載の装置。
［Ｃ２４］　前記ネットワーク接続構成要素が、前記１つまたは複数のユーザ定義ポリシ
ーまたは事業者定義ポリシーに少なくとも部分的に基づいて、前記ネットワークおよびＷ
ＬＡＮを使用して同時に通信するための前記ネットワークを選択するように構成された、
Ｃ２１に記載の装置。
［Ｃ２５］　前記ネットワークを選択することにおける認証の失敗を検出することに少な
くとも部分的に基づいて、ブラックリストに前記ネットワークのネットワーク識別子を追
加するように構成されたネットワークブラックリスティング構成要素をさらに備え、ここ
において、前記ブラックリストに前記ネットワーク識別子を追加することが、前記ネット
ワーク識別子を有する他のネットワークと前記ネットワークを区別することを可能にする
ために、前記ブラックリストに、パブリックランドモバイルネットワーク、限定加入者グ
ループ、サービスプロバイダ、またはホームノードＢ識別子を追加することを備える、Ｃ
２１に記載の装置。
［Ｃ２６］　ワイヤレスネットワークサービスを検出するための装置であって、
　無認可周波数帯域中でセルラー無線アクセス技術（ＲＡＴ）を介してサービスプロバイ
ダネットワークへのアクセスを広告するネットワークを発見するための手段と、
　前記ネットワークを選択することに関係する１つまたは複数のユーザ定義ポリシーまた
は事業者定義ポリシーを決定するための手段と、
　前記１つまたは複数のユーザ定義ポリシーまたは事業者定義ポリシーに少なくとも部分
的に基づいて、アクセスのための前記ネットワークを選択するための手段と
を備える、装置。
［Ｃ２７］　決定するための前記手段が、前記サービスプロバイダネットワークに関係す
るサービスプロバイダまたは前記ネットワークのタイプを有するネットワークを選択する
ことに関係する、前記１つまたは複数のユーザ定義ポリシーまたは事業者定義ポリシーを
決定する、Ｃ２６に記載の装置。
［Ｃ２８］　前記ネットワークを選択することにおける認証の失敗を検出することに少な
くとも部分的に基づいて、ブラックリストに前記ネットワークのネットワーク識別子を追
加するための手段をさらに備え、ここにおいて、前記ブラックリストに前記ネットワーク
識別子を追加することが、前記ネットワーク識別子を有する他のネットワークと前記ネッ
トワークを区別することを可能にするために、前記ブラックリストに、パブリックランド
モバイルネットワーク、限定加入者グループ、サービスプロバイダ、またはホームノード
Ｂ識別子を追加することを備える、Ｃ２６に記載の装置。
［Ｃ２９］　ワイヤレスネットワークサービスを検出するためのコンピュータ実行可能コ
ードを備えるコンピュータ可読記憶媒体であって、前記コードが、
　無認可周波数帯域中でセルラー無線アクセス技術（ＲＡＴ）を介してサービスプロバイ
ダネットワークへのアクセスを広告するネットワークを発見するためのコードと、
　前記ネットワークを選択することに関係する１つまたは複数のユーザ定義ポリシーまた
は事業者定義ポリシーを決定するためのコードと、
　前記１つまたは複数のユーザ定義ポリシーまたは事業者定義ポリシーに少なくとも部分
的に基づいて、アクセスのための前記ネットワークを選択するためのコードと
を備える、コンピュータ可読記憶媒体。
［Ｃ３０］　前記ネットワークを選択することにおける認証の失敗を検出することに少な
くとも部分的に基づいて、ブラックリストに前記ネットワークのネットワーク識別子を追
加するためのコードをさらに備え、ここにおいて、前記ブラックリストに前記ネットワー
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ク識別子を追加することが、前記ネットワーク識別子を有する他のネットワークと前記ネ
ットワークを区別することを可能にするために、前記ブラックリストに、パブリックラン
ドモバイルネットワーク、限定加入者グループ、サービスプロバイダ、またはホームノー
ドＢ識別子を追加することを備える、Ｃ２９に記載のコンピュータ可読記憶媒体。
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