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【公報種別】特許法第１７条の２の規定による補正の掲載
【部門区分】第６部門第３区分
【発行日】平成21年7月9日(2009.7.9)

【公開番号】特開2007-316952(P2007-316952A)
【公開日】平成19年12月6日(2007.12.6)
【年通号数】公開・登録公報2007-047
【出願番号】特願2006-145883(P2006-145883)
【国際特許分類】
   Ｇ０６Ｆ  21/00     (2006.01)
   Ｈ０４Ｎ   1/21     (2006.01)
   Ｈ０４Ｎ   1/44     (2006.01)
   Ｇ０６Ｆ  21/24     (2006.01)
【ＦＩ】
   Ｇ０６Ｆ  15/00    ３３０Ｚ
   Ｈ０４Ｎ   1/21    　　　　
   Ｈ０４Ｎ   1/44    　　　　
   Ｇ０６Ｆ  12/14    ５６０Ｂ
   Ｇ０６Ｆ  12/14    ５２０Ｃ

【手続補正書】
【提出日】平成21年5月22日(2009.5.22)
【手続補正１】
【補正対象書類名】特許請求の範囲
【補正対象項目名】全文
【補正方法】変更
【補正の内容】
【特許請求の範囲】
【請求項１】
　１つ以上の記憶領域を有するデータ記憶手段を備え、前記記憶領域に記憶したデータを
管理する情報処理装置であって、
　前記記憶領域に対して設定され、前記記憶領域に記憶されたデータに対する操作権限を
示す情報を含む第１セキュリティ情報を記憶するセキュリティ記憶手段と、
　前記記憶領域に記憶されているデータを外部機器に送信する際、前記セキュリティ記憶
手段に記憶された当該記憶領域に設定された前記第１セキュリティ情報に応じて、前記デ
ータに対する第２セキュリティ情報を設定する設定手段と、
　前記記憶領域に設定された前記第１セキュリティ情報が変更されたことに応じて前記設
定手段によって設定された前記第２セキュリティ情報を変更する変更手段と、
を有することを特徴とする情報処理装置。
【請求項２】
　前記設定手段は、前記セキュリティ記憶手段に記憶されている前記外部機器へ送信する
データに関する前記第１セキュリティ情報の内容を、前記情報処理装置が管理しないデー
タのセキュリティ情報を管理することが可能なセキュリティ管理サーバに前記第２セキュ
リティ情報として設定し、
　前記変更手段は、前記第１セキュリティ情報が変更されたことに基づいて、前記セキュ
リティ管理サーバに設定された前記第２セキュリティ情報を変更することを特徴とする請
求項１に記載の情報処理装置。
【請求項３】
　前記記憶領域に記憶されているデータの送信先のメールアドレスをＩＰアドレスに変更
する手段を更に有することを特徴とする請求項１又は２に記載の情報処理装置。



(2) JP 2007-316952 A5 2009.7.9

【請求項４】
　前記第１及び第２セキュリティ情報は、データの変更、消去、送信、カラー印刷の可否
、及びデータの有効期限を示す情報のいずれかを含むことを特徴とする請求項１乃至３の
いずれか１項に記載の情報処理装置。
【請求項５】
　１つ以上の記憶領域を有するデータ記憶手段を備え、前記記憶領域に記憶したデータを
管理する情報処理装置におけるデータ管理方法であって、
　前記記憶領域に対して設定され、前記記憶領域に記憶されたデータに対する操作権限を
示す情報を含む第１セキュリティ情報を記憶するセキュリティ記憶工程と、
　前記記憶領域に記憶されているデータを外部機器に送信する際、前記セキュリティ記憶
工程で記憶された当該記憶領域に設定された前記第１セキュリティ情報に応じて、前記デ
ータに対する第２セキュリティ情報を設定する設定工程と、
　前記記憶領域に設定された前記第１セキュリティ情報が変更されたことに応じて前記設
定手段によって設定された前記第２セキュリティ情報を変更する変更工程と、
を有することを特徴とするデータ管理方法。
【請求項６】
　１つ以上の記憶領域を有するデータ記憶手段を備え、前記記憶領域に記憶したデータを
管理する情報処理装置にデータ管理方法を実行させるためのプログラムであって、
　前記データ管理方法は、
　前記記憶領域に対して設定され、前記記憶領域に記憶されたデータに対する操作権限を
示す情報を含む第１セキュリティ情報を記憶するセキュリティ記憶工程と、
　前記記憶領域に記憶されているデータを外部機器に送信する際、前記セキュリティ記憶
工程で記憶された当該記憶領域に設定された前記第１セキュリティ情報に応じて、前記デ
ータに対する第２セキュリティ情報を設定する設定工程と、
　前記記憶領域に設定された前記第１セキュリティ情報が変更されたことに応じて前記設
定工程で設定された前記第２セキュリティ情報を変更する変更工程とを有することを特徴
とするプログラム。
【手続補正２】
【補正対象書類名】明細書
【補正対象項目名】０００７
【補正方法】変更
【補正の内容】
【０００７】
　上記目的を達成するために本発明の一態様に係る情報処理装置は以下のような構成を備
える。即ち、
　１つ以上の記憶領域を有するデータ記憶手段を備え、前記記憶領域に記憶したデータを
管理する情報処理装置であって、
　前記記憶領域に対して設定され、前記記憶領域に記憶されたデータに対する操作権限を
示す情報を含む第１セキュリティ情報を記憶するセキュリティ記憶手段と、
　前記記憶領域に記憶されているデータを外部機器に送信する際、前記セキュリティ記憶
手段に記憶された当該記憶領域に設定された前記第１セキュリティ情報に応じて、前記デ
ータに対する第２セキュリティ情報を設定する設定手段と、
　前記記憶領域に設定された前記第１セキュリティ情報が変更されたことに応じて前記設
定手段によって設定された前記第２セキュリティ情報を変更する変更手段と、を有するこ
とを特徴とする。
【手続補正３】
【補正対象書類名】明細書
【補正対象項目名】０００８
【補正方法】変更
【補正の内容】



(3) JP 2007-316952 A5 2009.7.9

【０００８】
　上記目的を達成するために本発明の一態様に係る情報処理装置におけるデータ管理方法
は以下のような工程を備える。即ち、
　１つ以上の記憶領域を有するデータ記憶手段を備え、前記記憶領域に記憶したデータを
管理する情報処理装置におけるデータ管理方法であって、
　前記記憶領域に対して設定され、前記記憶領域に記憶されたデータに対する操作権限を
示す情報を含む第１セキュリティ情報を記憶するセキュリティ記憶工程と、
　前記記憶領域に記憶されているデータを外部機器に送信する際、前記セキュリティ記憶
工程で記憶された当該記憶領域に設定された前記第１セキュリティ情報に応じて、前記デ
ータに対する第２セキュリティ情報を設定する設定工程と、
　前記記憶領域に設定された前記第１セキュリティ情報が変更されたことに応じて前記設
定手段によって設定された前記第２セキュリティ情報を変更する変更工程と、を有するこ
とを特徴とする。
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