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SYSTEMAND METHOD FOR ADMINISTRATING 
A WIRELESS COMMUNICATION NETWORK 

CROSS-REFERENCE TO RELATED 
APPLICATION 

0001. This application claims priority from U.S. Provi 
sional Application Ser. No. 60/270,097, filed on Feb. 20, 
2001. The complete disclosure of this provisional applica 
tion, including drawings and claims, is hereby incorporated 
into this application by reference. This application is also a 
continuation of U.S. Ser. No. 10/079,317, filed on Feb. 20, 
2002, the complete disclosure of which, including the draw 
ings and the claims, is hereby incroporated into this appli 
cation by reference. 

FIELD OF THE INVENTION 

0002 The present invention is directed toward the field of 
wireless communications in general, and in particular to 
administrating a wireless communication system. 

BACKGROUND OF THE INVENTION 

0003. In a typical wireless computer communication sys 
tem, the source of the information to be transmitted or 
received requires a user to have a recognized user id on a 
messaging server. Messaging servers typically deal with the 
transmission and reception of data within an Enterprise. 
Enterprise servers as described herein are distinct from the 
messaging servers and control the transmission and recep 
tion of data to and from wireless mobile communications 
devices via wireless communication networks outside of the 
Enterprise. 
0004 The messaging servers and their permissions for 
access are distinct from the Enterprise servers and their 
permission of access. Thus, when adding a new user to a 
messaging server, if the user is to be enabled for mobile 
messaging functions, the user must also be recognized by an 
Enterprise server. Traditionally, this would require that the 
administrator be familiar with the procedures of both the 
messaging servers and the Enterprise servers, which may be 
quite disparate systems. For example, a messaging server 
may be a Microsoft Exchange Server and the Enterprise 
server a BlackBerryTM Enterprise Server, each of which has 
a different administration interface. An example of Such an 
Enterprise server is disclosed in U.S. Pat. No. 6,219,694, 
which was issued to the assignee of the present application 
on Apr. 17, 2001 and is hereby incorporated by reference. 
Further, for security reasons it may not be advisable to 
provide administrators the passwords required to modify 
user access on both Exchange and Enterprise servers. 
0005 Thus, there is a need for an interface that will 
permit an administrator to administer user accounts on 
messaging and Enterprise servers without requiring famil 
iarity of the administration interfaces of either. Further, there 
is a need for an interface that provides restricted access to a 
limited set of administration functions to protect the security 
of both Exchange servers and Enterprise servers. The 
present invention addresses this need. 

SUMMARY OF THE INVENTION 

0006. According to an aspect of the invention, a system 
for administrating a wireless communication network com 
prises an enterprise user administration service, an enter 
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prise user administration client connected to the service, one 
or more messaging servers connected to the service, and an 
enterprise server connected to the one or more messaging 
servers to enable communications between the one or more 
messaging servers and a wireless communication network. 
0007. In accordance with another aspect of the invention, 
a method for administrating a wireless communication net 
work comprises the steps of waiting for a user administra 
tion request from a user administration client, receiving the 
request at a user administration service and determining if 
the request is an add user request to enable one or more users 
for wireless communications, a delete user request to disable 
one or more users for wireless communications, a list users 
request to generate a list of users enabled for wireless 
communications, a verify users request to verify that one or 
more particular users have been enabled for wireless com 
munications, or another administration request associated 
with wireless communications, and acting upon the request 
at the user administration service. 

0008. In an alternate embodiment of the invention, a 
system for administrating a wireless communication net 
work comprises an enterprise user administration compo 
nent, an administration user interface connected to the 
component, one or more messaging servers connected to the 
component, one or more enterprise server agents connected 
to the component and to a respective one of the messaging 
servers, and a router connected to the component and to the 
one or more enterprise server agents to enable communica 
tions between the one or more messaging servers and a 
wireless communication network. 

0009. A system for administrating a wireless communi 
cation network according to a still further aspect of the 
invention comprises means for waiting for a user adminis 
tration request from a user administration client, means for 
receiving the request at a user administration service and 
determining if the request is an add user request to enable 
one or more users for wireless communications, a delete user 
request to disable one or more users for wireless commu 
nications, a list users request to generate a list of users 
enabled for wireless communications, a verify users request 
to verify that one or more particular users have been enabled 
for wireless communications, or another administration 
request associated with wireless communications, and 
means for acting upon the request at the user administration 
service. 

0010. A computer readable medium containing instruc 
tions for administrating a wireless communication network 
in accordance with another aspect of the invention com 
prises instructions for waiting for a user administration 
request from a user administration client, receiving the 
request at a user administration service and determining if 
the request is an add user request to enable one or more users 
for wireless communications, a delete user request to disable 
one or more users for wireless communications, a list users 
request to generate a list of users enabled for wireless 
communications, a verify users request to verify that one or 
more particular users have been enabled for wireless com 
munications, or another administration request associated 
with wireless communications, and acting upon the request 
at the user administration service. 

0011) A system for administrating a wireless communi 
cation network, in accordance with a further aspect of the 
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invention comprises an enterprise server connected to one or 
more messaging servers and a wireless gateway and con 
figured to enable communications between the messaging 
servers and a wireless communication network through the 
wireless gateway, an enterprise server user administration 
service, the service having administration authority to per 
form any of a plurality of administration functions for the 
one or more messaging servers, and an enterprise server user 
administration client connected to the service, the client 
providing a user interface to the service for a limited set of 
the plurality of administration functions of the enterprise 
server user administration service. 

BRIEF DESCRIPTION OF THE DRAWINGS 

0012 For a better understanding of the present invention, 
and to show more clearly how it can be carried into effect, 
reference will now be made, by way of example only, to the 
accompanying drawings in which: 

0013 FIG. 1 is a block diagram of a wireless communi 
cations system; 
0014 FIG. 2 is a block diagram of a first Enterprise 
server system; 

0015 FIG. 3 is a block diagram of the system of FIG. 2 
incorporating a user administration system; 

0016 FIG. 4 is a logical flowchart of the functions of the 
user administration system of FIG. 3; 
0017 FIG. 5 is a block diagram of a second Enterprise 
server system; 

0018 FIG. 6 is a block diagram of a third Enterprise 
server system; and 

0019 FIG. 7 is a block diagram of the system of FIG. 6 
incorporating a user administration system. 

DETAILED DESCRIPTION OF THE DRAWINGS 

0020 Referring now to FIG. 1, a block diagram of a 
wireless communications system is shown generally as 10. 
System 10 illustrates the transfer of user data items such as 
internal message 12, external message 14 or outgoing mes 
sage 16 between the user's desktop computer 18 and the 
user's wireless mobile communications device 20, herein 
after referred to primarily as a “mobile device'. Internal 
message 12 represents an internal message sent from desk 
top computer 22 or 24 to the users office computer 18 via 
network 26. Although only desktop computers 22, 24 and 
users office computer 18 are shown connected to network 
26, as one skilled in the art can appreciate any number of 
other computers may be connected to network 26. Further, 
it is not the intent of the inventors to restrict the present 
invention to a LAN as shown in FIG. 1. Any number of 
networks that connect systems capable of receiving and 
transmitting data are considered by the inventors to be a 
network 26. 

0021 External message 14 represents an external mes 
sage from a sender that is not directly connected to network 
26 such as a message from the user's mobile device 20, some 
other user's mobile device (not shown), or any user con 
nected to Wide Area Network (WAN) 28. External message 
14 may also be a command message from the user's mobile 
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device 20 to the user's office computer 18. Outgoing mes 
sage 16 is internal message 12 with an outer envelope. 

0022. A redirection system, embodied in FIG. 1 as the 
redirection program 30 running on users office computer 
18, repackages internal message 12 as outgoing message 16 
by providing an outer envelope that contains the addressing 
information of user's mobile device 20. 

0023 Messages 14 and 16 are transmitted via WAN 28, 
which is preferably the Internet, which utilizes the Trans 
mission Control Protocol/Internet Protocol (“TCP/IP”) to 
Exchange information, but which, alternatively could be any 
other type of WAN. Network 26 and WAN 28 are connected 
via communication link 34, which is typically a high band 
width link such as a T1 or T3 line. WAN 28 is in turn is 
connected to a wireless gateway 32, via connection 36. 
Connection 36 serves as a bridge between WAN 28 and one 
or more other networks, such as an RF wireless network, 
cellular network, satellite network, or other synchronous or 
asynchronous land-line connection. 

0024 Wireless gateway 32 communicates via link 38 
through one or more wireless networks 40 to any of a 
plurality of mobile devices 20. 
0.025 System 10 includes the ability to redirect certain 
message attachments to an attachment processor 42 if redi 
rection program 30 determines that the user's mobile device 
20 cannot receive and process attachments to a message 12. 
The attachment processor 42 may for example be a FAX 
machine, a printer, a system for displaying images (such as 
Video) or a machine capable of processing and playing audio 
files, such as a voice mail system. Also, the user may have 
specified that certain attachments are not to be forwarded to 
user's mobile device 20, even if the mobile device 20 can 
process those attachments. By way of example, consider an 
E-mail sent to a user that includes three attachments—a 
word processing document, a video clip and an audio clip. 
Redirection program 30 could be configured to send the text 
of the E-mail to user's mobile device 20, to send the word 
processing document to a networked printer located near the 
user, to send the video clip to a store accessible through a 
secure connection through the Internet, and to send the audio 
clip to the user's voice mail system. This example is not 
intended to limit the breadth and scope of the invention, but 
rather to illustrate the variety of possibilities embodied in the 
redirection concept. 

0026. The mobile device 20 is preferably a hand-held 
two-way wireless paging computer, a wirelessly enabled 
palm-top computer, a mobile telephone with data messaging 
capabilities, or a wirelessly enabled laptop computer, but 
could, alternatively be other types of mobile data commu 
nication devices capable of sending and receiving messages 
via wireless network(s) 40 and link 38. Although it is 
preferable for system 10 to operate in a two-way commu 
nications mode, system 10 could be beneficially used in a 
“one and one-half or acknowledgment paging environment, 
or even with a one-way paging system. The mobile device 
20 includes software program instructions that work in 
conjunction with redirection program 30 to enable the 
seamless, transparent redirection of user-selected data items. 
0027. A user of system 10 can configure redirection 
program 30 to push certain user-selected data items to the 
user's mobile device 20 when redirection program 30 
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detects that a particular user-defined event trigger (or trigger 
point) has taken place. This is made possible by wireless 
gateway 32, which implements this routing and push func 
tionality. User-selected data items may include: E-mail 
messages, calendar events, meeting notifications, address 
entries, journal entries, personal alerts, alarms, warnings, 
stock quotes, news bulletins, etc., but could, alternatively, 
include any other type of message that is transmitted to 
users office computer 18, or that computer 18 acquires 
through the use of intelligent agents, such as data that is 
received after the computer 18 initiates a search of a 
database or a website or a bulletin board. In some instances, 
only a portion of the data item is transmitted to mobile 
device 20 in order to minimize the amount of data trans 
mitted via link 38. In these instances, mobile device 20 can 
optionally send a command message to the host system to 
receive more or all of the data item if the user desires to 
receive it. 

0028 FIG. 1 shows internal message 12 being commu 
nicated over network 26 from a desktop computer (22, 24) 
to the users office computer 18. Also shown in FIG. 1 is 
external message 14, which could be an E-mail message 
from an Internet user, or could be a command message from 
the user's mobile device 20. Once message 12 or 14 reaches 
the primary message store of users office computer 18, it 
can be detected and acted upon by redirection program 30. 
Redirection program 30 can use many methods of detecting 
new messages. A preferred method of detecting new mes 
sages is using the Microsoft(R) Messaging API (MAPI), in 
which programs, such as redirection program 30, register for 
notifications or advise syncs when changes to a mailbox 
take place. Other methods of detecting new messages for 
forwarding to mobile devices such as 20 could also be used, 
since the administration aspects of the present invention are 
not dependent upon any particular message detection 
scheme. 

0029. In operation, when the message 12 is received at 
the user's office computer 18, redirection program 30 detects 
its presence and prepares message 12 for redirection to the 
user's mobile device 20. In preparing the message for 
redirection, redirection program 30 could compress internal 
message 12, could compress the message header, and could 
also or instead encrypt the entire message 12 or portions 
thereof to create a secure link to the user's mobile device 20. 

0030 Also programmed into the redirection program 30 
is the address of the user's mobile device 20, the type of 
device, and whether mobile device 20 can accept certain 
types of attachments, such as word processing or voice 
attachments. If the user's mobile device 20 cannot accept 
these types of attachments, then redirector software 30 can 
be programmed to route the attachments to an appropriate 
machine 42. 

0031. After the redirection program 30 has determined 
that a particular message such as 12 should be redirected, 
and it has prepared the message for redirection, the Software 
30 then sends internal message 12 to a message store located 
in the user's mobile device 20, using whatever means are 
necessary. In a preferred embodiment the message 12 is sent 
back over network 26, WAN 28, and through link 38 to 
wireless device 20. Redirection program 30 preferably 
repackages internal message 12 as an E-mail with an outer 
envelope to create outgoing message 16. The outer envelope 
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contains the addressing information of the user's mobile 
device 20, although alternative repackaging techniques and 
protocols could be used, Such as a TCP/IP repackaging and 
delivery method. Wireless gateway 32 requires this outer 
envelope information in order to know where to send 
outgoing message 16. Wireless gateway 32 acts as a central 
routing point for all mobile devices 20 in one or more 
wireless networks. It also implements a method to allow 
pushing of data items to such devices and thus provides for 
"always on, always connected' type of operation of the 
user's mobile device 20. No dial-up or other user-initiated 
connection is required for retrieval of the data items. Those 
skilled in the art will appreciate that most WANs, like the 
Internet for example, do not allow direct pushing of infor 
mation to a network endpoint. 
0032. Once outgoing message 16 is received by the user's 
mobile device 20, the outer envelope is removed and the 
message 12 is placed in the memory store within the user's 
mobile device 20. By repackaging and removing the outer 
envelope in this manner, the present invention causes the 
user's mobile device 20 to appear to be at the same physical 
location as the users office computer 18, thus creating a 
transparent system. 

0033. In the case where message 14 is representative of 
an external message from a computer connected to WAN 18 
to the users office computer 18, and computer 18 has been 
configured to redirect messages 14, then in a similar manner 
to message 12, message 14 Would be repackaged with an 
outer envelope to create message 16. Message 16 would then 
be transmitted to user's mobile device 20. In the case where 
message 14 is representative of a command message from 
user's mobile device 20 to user's office computer 18, the 
message 14 is not redirected, but is acted upon by user's 
office computer 18. 

0034). If message 16 is an E-mail message, the user at the 
user's mobile device 20 sees the original subject, senders 
address, destination address, carbon copy and blind carbon 
copy. When the user replies to message 16, (thus creating a 
message 14) the Software operating at the user's mobile 
device 20 adds a similar outer envelope to the reply message 
to cause the reply message to be routed first to the user's 
office computer 18, which then removes the outer envelope 
and redirects the message to the final destination, such as 
back to desktop computer 22. In a preferred embodiment, 
this results in the outgoing redirected message from the 
users office computer 18 being sent using the E-mail 
address of the computer 18, rather than the address of the 
mobile device 20. Thus it will appear to the recipient of the 
message that the message originated from the users office 
computer 18 and not mobile device 20. Any replies to the 
redirected message will then be sent to the users office 
computer 18, which if it is still in redirection mode, will 
repackage the reply and send it to the user's mobile device 
20, as described above. 

0035) In an alternative embodiment to the configuration 
of system 10 shown in FIG. 1, a server may be utilized to run 
redirection program 30. Thus rather than requiring each user 
to run redirection program 30 on their office computer 18, a 
server could service multiple users. Such a configuration is 
particularly advantageous for use with message servers such 
as a Microsoft Exchange Server, which is normally operated 
so that all user messages are kept in one central location or 
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mailbox store on the server instead of in a store within each 
users office computer 18. This configuration has the addi 
tional advantage of allowing a single system administrator to 
configure and keep track of all users having messages 
redirected. If the system includes encryption keys, these too 
can be kept at one place for management and update 
purposes. 

0.036 Referring now to FIG. 2, a block diagram of a first 
Enterprise server system is shown generally as 50. System 
50 shows an implementation where the redirection program 
30 is running on an Enterprise server 52 rather than on 
individual desktop computers. Messaging servers are shown 
in FIG. 2 as Microsoft Exchange servers. For the purpose of 
clarity, only three Exchange servers 54a, 54b and 54c are 
shown. The presence of particular desktop computers, work 
stations and other network servers will be obvious to those 
skilled in the art, and has been indicated generally by the 
dotted line 26 which represents network 26 of FIG. 1. Those 
skilled in the art will also appreciate that the Exchange 
servers 54a, 54b and 54c, will also normally be connected 
through the firewall 60 or other components to receive 
electronic messages from the WAN 28 or other network. 
Thus, although these connections have not been shown to 
avoid congestion in the drawings, the Exchange servers 54a, 
54b and 54c in FIG. 2, as well as those in FIG. 3 and the 
server shown in FIGS. 5 and 6, are preferably connected to 
enable typical messaging functions both within the network 
26 and between workstations connected in the network 26 
and external messaging systems. As described above, an 
server Such as 52 operates in conjunction with the messaging 
servers such as the Exchange servers 54a, 54b and 54c (or 
server 204 in FIGS. 5 and 6) to enable communication of 
messages and other data items between messaging servers 
and mobile devices. 

0037. It is assumed that E-mail is stored at Exchange 
servers 54a, 54b and 54c in the network 26, or alternatively 
forwarded to Enterprise server 52 when redirection is initi 
ated. 

0038 Enterprise server 52 accesses Exchange servers 
54a, 54b and 54C in network 26 from which redirection is to 
be enabled and implements redirection program 30 (see FIG. 
1). Network 26 is preferably a corporate network which 
extends throughout corporate premises or an entire corporate 
Enterprise. Enterprise server 52 accesses Exchange servers 
54a, 54b and 54c via MAPI clients 56a, 56b and 56c 
respectively in order to detect incoming E-mail messages 
which should be redirected from desktop systems in network 
26 to associated mobile devices 20. Enterprise server 52 also 
couples Exchange servers 54a, 54b and 54c through WAN 
28 to wireless gateway 32. 
0039. Although Enterprise server 52 requires a connec 
tion through firewall 60 to WAN 28, the integrity of the 
firewall 60 is not compromised. Enterprise server 52 ini 
tiates its connection to WAN 28 only in an outbound 
direction. Unauthorized access to network 26 from outside 
firewall 60 through the Enterprise server connection is 
thereby prevented. When a connection to wireless gateway 
32 through WAN 28 is established, Enterprise server 52 
maintains the connection, thereby avoiding operations to 
re-establish the connection every time a message or infor 
mation is to be redirected to a mobile device 20. This open 
connection between Enterprise server 52 and the wireless 

Jan. 4, 2007 

gateway 32, once established, provides for "always on, 
always connected functionality of a wireless device 20. 
0040 Enterprise server 52 is also coupled to a data store 
62 in which a variety of information, such as user informa 
tion, configuration information, logging information and 
messages or portions thereof may be retained. 
0041) System 50 system operates as described above to 
continuously redirect messages and possibly other data 
items from user accounts associated with Exchange servers 
54a, 54b, 54c in network 26 to corresponding mobile 
devices 20a, 20b and 20c as required. Information associ 
ated with the desktop systems is thereby mirrored on the 
mobile devices 20a, 20b and 20c. 
0.042 Enterprise server 52 implements MAPI clients 56a, 
56b, and 56c to interface with each Exchange server 54a, 
54b and 54c. Although multiple Exchange servers are shown 
in FIG. 2, relatively small networks with few users may have 
only a single Exchange server, such that a single MAPI 
client would be implemented in Enterprise server 52. In the 
event that further Exchange servers are added to an existing 
network 26 after installation of Enterprise server 52, a 
corresponding number of new MAPI clients would be added 
to Enterprise server 52 to enable redirection of messages 
from such additional Exchange servers, provided that the 
capacity of Enterprise server 52 is not exceeded. 
0.043 MAPI clients 56a, 56b and 56c are configured to 
receive notifications of changes to any mailboxes on the 
Exchange servers 54a, 54b or 54c which are “wirelessly 
enabled' or configured for redirection of incoming messages 
to a mobile device 20a, 20b or 20c. Enterprise server 52 
maintains a list of users whose mailboxes are wirelessly 
enabled and thereby determines for which mailboxes the 
MAPI clients should receive notifications. In preferred 
embodiments of the invention, MAPI clients 56a, 56b and 
56c are designed to implement a desired notification scheme 
in order to provide for a more simple installation of Enter 
prise server 52 with an existing network 26. Redirection 
functionality can thereby be provided while requiring mini 
mal changes to the Exchange servers on the existing network 
26. 

0044) Enterprise server 52 will normally be configured to 
respond to only particular selected mailbox changes among 
the many possible changes that may occur within a user's 
mailbox. Even though Exchange servers 54a, 54b and 54c 
may provide notifications of all changes to all mailboxes, 
only certain changes to wirelessly enable mailboxes will 
require any action by Enterprise server 52. For example, 
although the Exchange servers may provide notifications to 
MAPI clients 54a, 54b and 54c when messages are moved 
from one folder to another within a user's mailbox or deleted 
from a folder or folders in a user's mailbox, no redirection 
operations may be required by Enterprise server 52. When a 
new message arrives at a wirelessly-enabled mailbox how 
ever, Enterprise server 52 must respond to the associated 
notification from an Exchange server by executing opera 
tions to redirect the new message to the user's mobile device 
20, provided that redirection has been enabled. Any deter 
minations of the type of mailbox change notification and 
whether or not any redirection functions are necessary are 
preferably made within Enterprise server 52. As described 
above, Such an arrangement would minimize network 
changes required to incorporate a redirection system accord 
ing to the invention into an existing network 26. 
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0045 Although Enterprise server 52 is shown outside 
network 26, in some implementations Enterprise server 52 
will be running as a service within network 26, as a 
Windows NTR service for example. As such, those skilled 
in the art will appreciate that administration functions for 
Enterprise server 52 may be integrated with other network 
service administrative arrangements. Since Enterprise server 
52 operates in conjunction with Exchange servers 54a, 54b 
and 54c. Enterprise server administration could be inte 
grated with Exchange server administration, as an Exchange 
extension for example. When an existing user's mailbox is 
to be enabled for redirection of messages to a wireless 
device 20, an Exchange administrator may add the user to 
Enterprise server 52 through a mailbox extension. For a new 
user, the Exchange administrator may add the user's mail 
box on an Exchange server and also add the user to Enter 
prise server 52 during a single login session. 

0046 Although such integrated administration may be 
convenient under Some circumstances, there are also some 
associated disadvantages. For example, simply enabling an 
existing user's mailbox for wireless redirection of messages 
by adding the user to Enterprise server 52 requires inter 
vention by either an Exchange administrator or an Enterprise 
server administrator with Exchange administration permis 
sion or privileges. Therefore, Exchange administrators must 
be familiar with both Exchange servers and Enterprise 
server 52, or Enterprise server administrators must have full 
Exchange administration permissions. For an Exchange 
administrator, the increased workload and knowledge 
required to administer the additional Enterprise server 52 
would likely be perceived as a negative impact of installing 
a network redirection solution. On the other hand, in the 
interest of maintaining network control and integrity, net 
work administrators normally strive to minimize the number 
of network accounts having administration privileges. 
Granting a full set of Exchange administrative permissions 
to an Enterprise server administrator is thus contrary to Such 
common network administration principles. 
0047 FIG. 3 is a block diagram of the system of FIG. 2 
incorporating a user administration system and is shown 
generally as 80. Administration of Enterprise server 52 may 
be accomplished through an administration service and 
client arrangement shown in system 80. In system 80, 
Enterprise user administration service 82, is installed and 
executed on a computer which can communicate with 
Exchange servers 54a, 54b and 54c, and has Exchange 
administration rights. Service 82 may instead run on one or 
more of Exchange servers 54a, 54b and 54c. As will be 
apparent, administration rights are normally associated with 
network accounts instead of particular computers. Provided 
that a computer user logs on using an account having 
Exchange administration rights or a computer is configured 
to run under a specific account having Exchange adminis 
tration rights, service 82 may be executed on that computer. 

0.048 Enterprise user administration service 82 prefer 
ably runs in the background on the computer on which it is 
installed. An Enterprise server administration client 84 is 
similarly installed on a computer in network 26 and com 
municates with service 82 to perform Enterprise server 
administration functions, as discussed below. 

0049. Although Enterprise user administration service 82 
must be running on a computer having Exchange server 
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administration permissions, client 84 may be installed on 
any computer within network 26 which can communicate 
with the computer on which service 82 is running. Enterprise 
server administration features are thereby provided through 
client 84 without requiring Exchange administration privi 
leges or permissions. Administration functions for Enter 
prise server 52 remain integrated with Exchange server 
administration, in that the service 82 performs Enterprise 
server administration through Exchange administration 
arrangements as described above. However, client 84 
requires no Exchange administration permissions; only the 
service 82 requires such administration rights. 
0050 Thus system 80 thereby provides for flexibility in 
assignment of Exchange administration rights to Enterprise 
server administrators. 

0051 Enterprise user administration service 82 is pref 
erably configured to provide for common Enterprise server 
administration functions, including but in no way limited to: 
adding users to an Enterprise server 52, deleting users from 
an Enterprise server 52, listing all users on an Enterprise 
server 52, and verifying that a particular user exists on a 
particular Enterprise server 52. As such, only a restricted set 
of Exchange administration rights is available to Enterprise 
server administrators through administration client 84. Even 
though service 82 may have full Exchange administration 
rights, it is tailored to provide only specific Enterprise server 
administration functions to client 84. Therefore, Enterprise 
administration for existing Exchange users through Enter 
prise user administration client 84 requires no intervention 
by EXchange administrators. 
0052 FIG. 4 is a logical flowchart of the functions of the 
user administration system of FIG. 3. Administration pro 
cessing at client 84 starts at a step 90 when an administration 
function is entered or selected. The administration request is 
then sent to service 82, which performs the actual admin 
istration function or functions specified in the administration 
request from the client 84. In preferred embodiments, client 
84 is adapted to provide for only a limited set of specific 
Enterprise server administration functions, preferably 
including the most frequently executed administration func 
tions. Client 84 may also possibly provide for other admin 
istration functions for which the messaging system owner or 
operator wishes to avoid Exchange administrator interven 
tion. By providing for more Enterprise server administration 
functions through client 84 and service 82, network and 
Exchange administrator involvement in Enterprise server 
administration may be minimized. However, such broader 
administration functionality through client 84 and service 82 
would effectively provide access to a higher level of 
Exchange administration rights through client 84. Therefore, 
network and/or Exchange administrators must trade off ease 
of Enterprise server administration against assignment of 
Exchange administration rights. 
0053. In the example illustrated in FIG. 4, client 84 
provides the user administration functions of adding 92, 
deleting 94, listing 96, verifying 98 and other requests 100. 

0054 When service 82 determines that an add user 
request has been sent by client 84, a user information record 
must be created, either on an Exchange server 54a, 54b or 
54c or in the data store 62 associated with Enterprise server 
52. User information, such as a user name, a mailbox name 
and a wireless device, is requested by service 82 where 
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necessary at step 102 or may be initially supplied by client 
84 with the add user request and is stored in a user 
information record in data store 62 at step 104. At step 106 
a test is made to determine if the add user request relates to 
a single user. If the request is for a single user, control 
returns to step 90 and the service 82 and client 84 revert to 
a background or waiting state until a further administration 
request is made at client 84. 
0.055 The administration system of FIG. 4 also supports 
multiple-user administration with a single client request. An 
administration request from client 84 may specify a list of 
users or an identifier for a file containing a list of users for 
which the same administration function is to be performed. 
In the example of adding a user, if at step 106 it is 
determined that the request is not restricted to a single user, 
it is then determined a step 108 whether or not the previously 
executed add user function was associated with the last user 
in the multiple-user list. If so, then the multiple-user request 
has been completed and control is returned to step 90. If the 
request has not yet been completed for all users in a list or 
file however, processing continues at step 110 to select a 
next user from the list or file, after which control returns to 
step 102. 

0056. A delete user administration function begins at step 
94 and is executed in a similar manner to the add user 
function, except that an existing user information record is 
deleted at step 112. Steps 114, 116 and 118 provide multiple 
user request functionality as described above with regard to 
the add user function. 

0057. A list users request begins at step 96. At step 120 
existing user records are accessed and a list of Enterprise 
server users is returned to client 84 at step 122. Although not 
shown in FIG. 4, a multiple Enterprise server list request 
may also be supported by the user administration system. A 
multiple server list request would be processed similarly to 
a multiple user request, with the list user operations being 
repeated for all Enterprise servers specified in the request. 
However, Such a list request would only be appropriate in a 
messaging system with more than one Enterprise server, 
since the list request generates a list of all of the users of an 
Enterprise server. 
0.058 A verify user request begins at step 98. At step 124 
user information records are accessed. Service 82 checks all 
user information stored by Enterprise server 52 and returns 
a result to client 84 at step 126. Since an administrator may 
need to verify that a number of users exist on Enterprise 
server 52, a multiple-user verify request is supported and 
processed as described above and is represented at steps 128, 
130 and 132. 

0059. The add user, delete user, list users and verify user 
administration functions are common Enterprise server 
administration functions that could be performed through a 
client 84 and service 82. These functions are for illustrative 
purposes only, it is not the intent of the inventors to limit the 
invention to these functions only. Other Enterprise server 
user administration functions, indicated generally at steps 
100 and 134 could also be performed through a client 
service arrangement. 

0060. As described above, this administration arrange 
ment assumes that the user has an existing Exchange mail 
box. Therefore, new users must first be added to an 
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Exchange server 54a, 54b or 54c by an Exchange adminis 
trator before the Enterprise user administration client 84 can 
be used to add the user to Enterprise server 52. Adding the 
user to an Exchange server would be required for all new 
Exchange users, regardless of whether or not an Enterprise 
server 52 is provided in network 26, and thus does not 
represent any new work for an Exchange administrator. 
0061 Enterprise user administration client 84 can be 
installed and run on any computer in network 26 that can 
communicate with a computer that is running service 82. As 
described above, service 82 may only be executed by a user 
with Exchange administration rights or on a computer 
running under an account with Exchange administration 
rights. Client 84 requires no such administration rights and 
thus can be either made accessible to any users or restricted 
to any particular users or Enterprise server administrators, in 
accordance with the preferences of the system administra 
tors. Restricted client arrangements embody a higher degree 
of control over Enterprise server administration, whereas 
unrestricted or all-user access to client 84 or at least specific 
client functions provides for remote administration of an 
Enterprise server. For example, client 84 might be included 
as part of a Software package which is installed at a desktop 
computer in a network from which messages are to be 
redirected. Every user could then run client 84 to perform 
some or all of the supported Enterprise server administration 
functions. Alternatively, client 84 may be configured to 
execute an add user or other administration procedure auto 
matically, for example the first time a user connects a mobile 
device 20 to the user's desktop system 18. 
0062 Client 84 may be implemented as a command line 

utility, in which administration functions Supported by client 
84 are invoked by entering a properly formatted text com 
mand according to a predetermined syntax. For multiple 
user administration functions, a list of users could be either 
Supplied as part of the command, or a file containing Such a 
list could be specified in the command. Alternatively, the 
administration commands could instead be built into a 
custom web-based interface, a graphical user interface 
(GUI) or automated scripts. A web-based, network-based or 
other shared interface offers the additional advantage that 
client component 84 could be installed on only a single 
computer or a relatively small number of computers and 
invoked by any user from any computer within the network. 
0063 Although the description above refers to adding 
users to Enterprise server 52, user information may actually 
be stored on an Exchange server 54a, 54b or 54c. In such 
systems, the user information is preferably stored in 
Exchange folders accessible by Enterprise server 52. Enter 
prise server 52 may instead store user information in data 
store 62. As will be apparent to those skilled in the art, 
regardless of where user information is stored, on an 
Exchange server or in data store 62 associated with Enter 
prise server 52, when a user is added, user information is 
written to the appropriate storage location. Deleting a user 
from Enterprise server 52 causes corresponding user infor 
mation to be either erased or overwritten. 

0064. In order to execute the list users function or the 
verify user function, Enterprise server 52 accesses the user 
information, wherever it is stored. 
0065. The function of adding a user to Enterprise server 
52 effectively enables the user's mailbox on an Exchange 
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server for message redirection to the user's mobile device 
20. Similarly, by deleting a user from Enterprise server 52, 
message redirection to a mobile device 20 is disabled. Each 
mobile device 20 has a unique identification number, gen 
erally called a personal identification number or PIN, asso 
ciated therewith. Adding a user to Enterprise server 52 
creates a correspondence between the user's mailbox on an 
Exchange server and the particular wireless device 20 to 
which messages addressed to the user are to be redirected. 
The user information which is stored in either an Exchange 
server or a data store 62 when the user is added to Enterprise 
server 52 includes the particular PIN for the user's mobile 
device 20. The user information also preferably includes the 
user name, mailbox name, E-mail address or other informa 
tion which identifies the user or mailbox from which redi 
rection is enabled. 

0066. In addition to user identification and PIN informa 
tion stored to user records when a user is added to Enterprise 
server 52, an indication of the redirection status of the user's 
office computer 18 is also stored with the Enterprise server 
user information. The status indicator would store at least 
the latest redirection status, such as "running to indicate 
that incoming messages are currently being redirected to the 
user's mobile device 20, or “disabled to indicate that 
message redirection is not currently active. Other or further 
status information may also be stored with the user infor 
mation, including for example the name of Enterprise server 
52 through which messages for the user are to be redirected, 
statistical information relating to the number of messages 
sent to or from the wireless device, the number of messages 
pending to the wireless device, the number of messages that 
have expired before being sent to the wireless device, the 
number of messages not sent to the wireless device in 
accordance with filtering rules, the times that messages were 
last sent to or received from the wireless device, the time of 
last contact with the wireless device, the result of the most 
recent transaction involving the wireless device, and the 
like. 

0067 Referring back to FIG. 2, in traditional messaging 
schemes such as those based on MAPI, a messaging session 
is conducted between a messaging client and a messaging 
server over Some communication means, which as shown in 
FIG. 2 may involve a network connection between a MAPI 
client 56a, 56b, or 56c., and an Exchange server 54a, 54b or 
54C. 

0068 A first problem with traditional messaging occurs 
when communication with a server is interrupted: the ses 
sion hangs up and the client blocks until the service is 
stopped and started again. This blocking problem affects any 
system that uses traditional messaging clients such as MAPI 
clients to access messaging servers such as Exchange serv 
ers. In system 50 of FIG. 2. Enterprise server 52 can also 
block, in a similar way that a traditional messaging client 
can. However, the blocking problem is compounded in 
systems such as 50 because several messaging sessions can 
be operating on Enterprise server 52 when multiple MAPI 
clients 56a, 56b and 56c are implemented. A fault in any one 
messaging session can cause Enterprise server 52 to hang 
up, thereby blocking communications between the wireless 
gateway 32 and all Exchange servers 54a, 54b and 54c, not 
only the server with the faulty messaging session. 
0069. A second problem is encountered in large deploy 
ments, such as when several Exchange servers exist in 
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various locations, often as a result of the progressive growth 
of an organization. As new Exchange servers and corre 
sponding MAPI clients are added, their number can quickly 
exceed the capacity of a single Enterprise server 52. One 
possible solution is to add another Enterprise server in the 
same corporate network. However, a further Enterprise 
server would introduce another connection through the 
corporate firewall 60 over WAN 28. Also, when a user 
changes location and is moved from one Enterprise server to 
another, new routing information must be obtained. Central 
administration of such distributed systems presents a further 
challenge. 

0070 Referring now to FIG. 5, a block diagram of a 
second Enterprise server system is shown generally as 150. 
System 150 illustrates an alternative Enterprise server archi 
tecture which overcomes the above potential problems. In 
system 150, functions of a distributed Enterprise server 152 
are distributed among distinct server components, each of 
which may be running on a dedicated computer. Distributed 
Enterprise server 152 comprises multiple Enterprise server 
agents 154a, 154b and 154c, connected to a router 156; the 
agents and router are also connected to Enterprise server 
administration 158. 

0.071) Each agent (154a, 154b, 154c) monitors mailboxes 
on a specific Exchange server (54a, 54b, 54c) and, when 
required, sends new messages to the user's wireless device 
20 (not shown) via router 156 and wireless gateway 32. 
Agents 154a, 154b and 154C also manage incoming mes 
sages that are initiated by wireless devices 20. As in System 
50 (FIG. 2) there is a one-to-one relation between the 
number of MAPI clients and the number of Exchange 
servers, although each MAPI client 160a, 160b and 160c in 
the distributed Enterprise server 152 is implemented in a 
separate agent 154a, 154b and 154c, preferably on a differ 
ent computer than all other MAPI clients and agents. Each 
agent 154a, 154b and 154c comprises a MAPI client and a 
router interface 162a, 162b and 162c respectively. Although 
there may be many agents in distributed Enterprise server 
152, each agent is designed to monitor mailboxes on a single 
Exchange server. The one to one relationship between 
Exchange servers 54a, 54b, 54c and agents 154a, 154b and 
154c provides for both fault tolerance and scalability. 

0072) If a MAPI session between an Exchange server, 
54a for example, and its corresponding agent 154a fails and 
causes the agent 154a to block, other Exchange servers 54b 
and 54c, and agents 154a and 154b can continue to operate 
without failure. This provides fault tolerance with respect to 
messaging session failure, which overcomes the above 
blocking problem discussed above with regard to the con 
figuration of server 52 of FIG. 3. 
0073 System 150 also facilitates expansion of Enterprise 
server capacity. When a new Exchange server is added, a 
corresponding agent is added to Enterprise server 152 to 
handle the new Exchange server. Thus only one Enterprise 
server system component instead of an entire Enterprise 
server is required to accommodate new Exchange servers. In 
system 50 of FIG. 3, a new Enterprise server 52 would tend 
to be under utilized at first, and as further Exchange servers 
are added, the Enterprise server would saturate to capacity. 
With the distributed Enterprise server system architecture of 
system 150, the messaging server load is always distributed 
between the agents 154a, 154b and 154c. Intercommunica 
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tion between the agents 154a, 154b and 154c also provides 
for load balancing among the agents. Messaging server load 
can thus be distributed equally among all operable agents. 

0074 Each agent 154a, 154b and 154c may possibly run 
on a dedicated computer, but is preferably implemented on 
the same computer that is operating the corresponding 
Exchange server 54a, 54b or 54c. 

0075 A router protocol is used in communications 
between agents 154a, 154b and 154c, which may for 
example act as router clients 162a, 162b, and 162c. The 
router clients are connected to a router protocol server 164 
of router 156. In a preferred embodiment, the router protocol 
is a proprietary BlackBerry Enterprise Server (“BES”) 
Router Protocol (“BRP”). BRP is a TCP/IP-based commu 
nication protocol and is the point-to-point protocol used as 
part of the process of passing data between an agent 154a, 
154b or 154C and a user's mobile device 20 via router 156 
and wireless gateway 32. 

0.076 Router 156 further comprises a wireless gateway 
interface 166. Similar to router protocol server 164, gateway 
interface 168 may also be embodied as a gateway protocol 
(GP) client. The gateway protocol governs communications 
between the Enterprise server 152 and wireless gateway 32 
via WAN 28 and is preferably a TCP/IP-based protocol. One 
example of Such a protocol is described in International 
(PCT) Patent Application S/N PCT/CAO1/01814, entitled 
“Wireless Router System and Method” and filed on Dec. 21, 
2001. 

0077. In system 150, router 156 acts as a client in order 
to communicate with wireless gateway 32. Router 156, as a 
router server, is responsible for communicating with all 
router clients in the Enterprise system 150, and in particular 
with the agents 154a, 154b, 156c and their router clients 
162a, 162b and 162c. Router 156 multiplexes many router 
protocol sessions from several agents into a single session 
using the gateway protocol. Such as the above proprietary 
SRP. Router 156 also transfers messages from the agents 
154a, 154b and 154c to wireless gateway 32 via the single 
gateway protocol client connection to wireless gateway 32. 

0078 Router 156 maintains a list of in-process transac 
tions and their current state in Storage, thereby providing 
transaction persistence. Once a message is successfully sent 
to router 156 and saved to message store 168, it need not be 
resent by agent 154a, 154b or 154c. 

0079) When router 156 receives a message from a user's 
mobile device 20, through wireless gateway 32, a device/ 
agent lookup table 170 is accessed to determine which 
particular agent is handling the user's Exchange server 
messaging account. 

0080 Messages destined for mobile devices 20 do not 
require any lookup and are passed on to the wireless gateway 
32. Preferably, mobile device and agent information is 
extracted from outgoing messages and compared to the 
information in table 170 to ensure that the user information 
database 172 and the mobile device/agent lookup table 170 
remain synchronized. 

0081 Enterprise server administration 158 stores admin 
istration and configuration information in a user information 
database 172. 
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0082 In order to administer all the routers 156 and 
agents, an administration user interface (“UI”) 174 is pro 
vided, which may be either dialog or web based. The user 
administration of Enterprise server 152 is substantially the 
same as described above in relation to Enterprise server 52. 
The administration UI 174 acts as a client to Enterprise 
server administration 158, which requires Exchange server 
administration rights. In the distributed Enterprise server 
152 however, the administration arrangement must be 
adapted to accommodate the various server components. For 
example, Enterprise server administration 158 must provide 
for addition of new agents to work with agents 154a, 154b 
and 154c. In systems 50 and 80 (FIGS. 2 and 3), any new 
MAPI clients are preferably integrated with Enterprise 
server 52. When a new agent is to be added in the distributed 
Enterprise server 152, however, various information records 
must be updated or created and stored. For any new agent, 
an identification of the router 156 to which the agent is to be 
connected and the machine or computer on which the agent 
will run, the name of the agent, the particular Exchange 
server that the agent should monitor (which will normally be 
a new Exchange server) and the network account under 
which the agent will run as a network service must be 
specified by an Enterprise server administrator. 
0083 Enterprise server administration 158 will assign a 
router ID and an authentication key to a new agent and 
generate an agent ID. The server domain name for the 
corresponding Exchange server will be retrieved by Enter 
prise server administration 158 through its interface with the 
particular Exchange server. The new agent will then be 
installed on the computer specified by the administrator and 
appropriate registry settings will be created. The final step in 
adding a new agent involves updating configuration infor 
mation used by router 156. It will be apparent to those 
skilled in the art that a more conventional scheme of 
administering Enterprise server 152 through the network 
and/or Exchange administration arrangements, although less 
practical, is also possible. 

0084. In system 150, a central system administration 
scheme is preferred. Since each agent (154a, 154b, 154c) 
and router 156 have address, user and configuration infor 
mation associated therewith, and furthermore require access 
to Such information for other system components, a single 
store for all administration information is particularly desir 
able. User information database 172 is the primary store for 
all administration and configuration information, including 
user administration information as described above, agent 
information, router information and wireless gateway infor 
mation. User information database 172 is normally acces 
sible to all Enterprise server components through the Enter 
prise server administration 158 and appropriate client 
interfaces. Although only one Such administration client 
interface 176 is shown in FIG. 5, all components requiring 
access to user information database 172 must communicate 
with Enterprise server administration 158. As will be appar 
ent, the administration interfaces may also be implemented 
as clients to one or more services of Enterprise server 
administration 158. 

0085. This central user information storage arrangement 
is in contrast with systems 50 and 80, in which administra 
tion information is preferably stored on the Exchange serv 
ers. In order to provide Some measure of backup however, 
additional data stores may be provided for each agent 154a, 
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154b and 154c and/or router 156. One such separate store for 
router 156 is device/agent lookup table 170. If for any reason 
router 156 cannot access the user information database 172 
through server administration 158, then it will access lookup 
table 170 to determine to which agent a message received 
from a mobile device 20 should be forwarded. Similarly, in 
time periods during which user information database 172 is 
inaccessible, router 156 could extract device and agent 
information from outgoing redirected messages and update 
lookup table 170 accordingly in order to ensure that lookup 
table 170 is as accurate as possible. 
0.086 Although the architecture of systems 80 and 150 
are different, overall operation of system 150 is substantially 
the same as described above for system 80. When a user has 
been properly added to the Enterprise server 152, message 
notifications from the Exchange servers are processed to 
determine whether or not a message is to be redirected. Any 
appropriate message filter rules are applied and when the 
message is to be redirected to a wireless device, the message 
is sent by the corresponding agent to router 156 for storage 
in message store 168 and transmission to the appropriate 
wireless device 20 through the wireless gateway 32. 
0087 Thus, the alternative architecture of FIG. 5 offers 
several advantages over the architecture of FIG. 3. First, the 
ability to have both Exchange server and agent on a single 
computer decreases the likelihood that traditional messaging 
failures will occur, as intra-computer communication 
instead of network communication can be used for messag 
ing sessions. Distribution of various Enterprise server func 
tions also allows several messaging sessions to be multi 
plexed efficiently into a single wireless gateway protocol 
session. A significant result of this multiplexing is that if a 
traditional messaging session hangs at a particular agent, the 
gateway session at the router can continue for all other 
agents, such that the multiplexed session has effectively 
been made tolerant to faults in traditional messaging. Even 
though the optimal agent, at a single computer, is unlikely to 
fail, the multiplexing is an additional safeguard for tradi 
tional messaging servers, which are not hosted on the agent 
computer. 

0088. The distributed architecture of system 150 further 
addresses the problem of scalability inherent in system 80. 
The addition of an Exchange server to system 150 requires 
deployment of only a single component of Enterprise server 
152, namely an agent. Ideally, the new agent is integrated 
with the Exchange server on the same computer. 
0089. The redirection systems described above are 
adapted to operate in conjunction with messaging systems 
using Microsoft Exchange. However, redirection systems in 
accordance with the invention are not limited to Such 
messaging systems. A further embodiment of the invention, 
as described below, provides a network server level redi 
rection arrangement generally similar to those described 
above, but adapted for operation with Lotus(R DominoTM 
SWCS. 

0090 Referring now to FIG. 6 a block diagram of a third 
Enterprise server system is shown generally as 200. As will 
be apparent, the overall structure of system 200 is very 
similar to system 50 (FIG. 2), the differences being that 
Exchange servers 54a, 54b and 54c have been replaced by 
a single domino server 204 and that MAPI clients 56a, 56b 
and 56c have been replaced by a single RPC client 206. 
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0091. In system 200, network messaging functions in 
network 26 are provided using a Lotus Domino server 204. 
A client, such as Lotus Notes for example, enables users (not 
shown) in network 26 to access their E-mail messages, 
calendar records, tasks and the like from Domino server 204. 
Such user clients typically interface with Domino server 204 
through a Domino Remote Procedure Call (“RPC) scheme. 
Unlike Exchange servers 54a, 54b, and 54c Domino server 
204 Supports not only messaging or primarily E-mail clients 
but also other types of clients, including browser clients for 
example, through RPC. 

0092. In an RPC scheme, an RPC client sends a proce 
dure call to an RPC service. The RPC service then executes 
the procedure and if necessary returns a result to the RPC 
client. In system 200, an RPC client 206 on Enterprise server 
52 sends procedure calls to Domino server 204, which then 
performs the called procedures. One such procedure call 
would be the polling signal, in response to which Domino 
server 204 returns information relating to polled user mail 
boxes, as discussed in further detail below. 

0093. As shown in FIG. 6, Enterprise server 202 includes 
an RPC client 206 as an interface between Enterprise server 
202 and Domino server 204. Through RPC client 206, 
Enterprise server 202 accesses information stored on 
Domino server 204, thereby enabling redirection of selected 
information, Such as a user's E-mail messages, from 
Domino server 204 to the user's wireless device 20. It will 
be apparent to those skilled in the art that network 26 may 
include multiple Domino servers (not shown) in addition to 
Domino server 204. In such systems, either multiple Enter 
prise servers are installed to share message redirection load, 
or multiple RPC clients are implemented in a single Enter 
prise server 202. Each Enterprise server in a multiple 
Enterprise server installation would preferably be config 
ured to manage messaging traffic for a distinct group of 
users, normally all users on a single associated Domino 
server. However, the implementation of multiple RPC cli 
ents in each of the Enterprise servers, allowing any Enter 
prise server to communicate with any Domino server in the 
network, would provide for more balanced and dynamic 
load sharing. The operation of system 200 will be described 
below for a single Domino server 204. Operation of a 
multiple Domino server and multiple Enterprise server sys 
tem will be apparent therefrom. 
0094. Unlike the Exchange server redirection systems 
described above, Enterprise server 202 does not rely on 
mailbox change notifications from Domino server 204. 
Instead, Enterprise server 202 preferably polls Domino 
server 204 for new E-mail messages or other data items for 
redirection. A polling interval or amount of time between 
consecutive polls of Domino server 204 by Enterprise server 
202 is preferably configured when a user is added to 
Enterprise server 202, which effectively enables the user for 
wireless redirection of information. Although the polling 
interval is configurable to suit the particular network 26 in 
which Domino server 204 is operating, experimentation has 
shown a reasonable polling interval to be twenty seconds. 
Setting a shorter polling interval potentially provides for a 
shorter latency time between the arrival of a new message at 
Domino server 204 and its detection by Enterprise server 
202, which thereby provides for shorter delay between the 
arrival of the message and its redirection to a mobile device 
20. However, a shorter polling interval requires more fre 
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quent polling and response signaling between Domino 
server 204 and Enterprise server 202 and increases the time 
and processing resources that Domino server 204 must 
dedicate to polling related functions. Those skilled in the art 
will appreciate that higher network traffic may cause further 
signaling problems on network 26. Also, since a Domino 
server may support many additional messaging and non 
messaging functions, the increased time and resource allo 
cations for short-interval polling may be further undesirable. 
A longer polling interval reduces the amount of signaling 
and related Domino server processing, but may increase the 
delay between message arrival at Domino server 204 and 
redirection of the message by Enterprise server 202 to a 
mobile device 20. Selection of a polling interval thereby 
involves a trade-off between signaling and processing con 
straints and responsiveness or latency between message 
arrival and redirection. 

0.095 Different polling intervals may be set for specific 
users or a single polling interval may be set for all users on 
an Enterprise server 202. A combined polling interval 
scheme may also be used, in which particular users or a 
groups of users, network administrators for example, are 
configured for shorter polling intervals, whereas a longer 
polling interval is set for other users. Such a multiple 
interval scheme provides flexibility within a single installa 
tion, effectively allowing different redirection service levels. 
Users requiring Substantially real-time message redirection 
could be assigned a shorter polling interval instead of a 
normal or default polling interval. 
0096 Enterprise server 202 is preferably integrated with 
Domino server 204 and in such a system would therefore be 
operating within network 26. Domino server 204 is normally 
implemented as a network function or service, running as a 
network service in Windows NT for example. As will be 
apparent to those skilled in the art however, Domino servers 
such as server 204 may instead be implemented on other 
platforms. Regardless of the network platform upon which 
Domino server 204 is running, the interfaces between desk 
top computers (not shown) in network 26 and Enterprise 
server 202 with Domino server 204 may be implemented 
with substantially the same RPC clients. As such, redirection 
system components at both desktop computers and Enter 
prise server 202 are platform independent. 

0097 Enterprise server 202, through its RPC client 206, 
polls Domino server 204 to check for new messages in all 
mailboxes which have been enabled for wireless message 
redirection. The timing of such polling is determined by the 
polling interval as discussed above. A single polling signal 
may request Domino server mailbox information for all 
users currently existing on Enterprise server 202. Alterna 
tively, a distinct polling signal may be used to poll a mailbox 
for each user on Enterprise server 202, such that Enterprise 
server 202 sends a polling signal to Domino server 204 for 
each user in an Enterprise server user list. Enterprise server 
202 and the polling signals it generates may instead be 
configurable to provide for polling of Domino server 204 for 
only certain groups of users for example. 

0098. In the interest of simplifying polling related pro 
cessing at Domino server 204 and reducing network traffic 
by limiting the amount of information in a response signal, 
a selective polling scheme in which mailbox information is 
requested for only specific users, may also be used. In Such 
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a polling scheme, a user mailbox is polled or included in a 
polling signal only when redirection for the particular user 
is currently active. Since normal Enterprise server 202 
operations require that Enterprise server 202 determine 
whether or not a message or information is to be redirected 
to a user's mobile device 20, the selective polling feature can 
be provided with little or no additional processing by 
Enterprise server 202. Alternatively, where Enterprise server 
202 is integrated with Domino server 204, a determination 
of whether or not redirection is currently active for a 
particular user, or analogously for which users redirection is 
currently active, may possibly be made by Domino server 
204. In such systems, when Domino server 204 is polled by 
Enterprise server 202, Domino server 204 includes in its 
response signal information for all mailboxes for which 
redirection is currently active. 

0099. In network redirection systems for Lotus Domino 
messaging servers, Enterprise server 202 is preferably inte 
grated with Domino server 204. It will be apparent to those 
skilled in the art that this integration may possibly be 
accomplished by implementing Enterprise server 202 as a 
task running on Domino server 204. Administration func 
tions for Enterprise server 202 in such systems may then be 
integrated with Domino server administrative arrangements. 
When a user's existing mailbox is to be enabled for redi 
rection, a Domino server administrator adds the user to 
Enterprise server 202 using an Enterprise server adminis 
tration utility installed on a computer from which Domino 
server administration functions can be performed. For a new 
user, the Domino server administrator may add the user's 
mailbox on Domino server 204 and also add the user to 
Enterprise server 202. 

0100. As described above with regard to system 50 (FIG. 
2) integrated Enterprise server 202/Domino server 204 
administration also has the associated disadvantage that 
simply enabling an existing user's mailbox for wireless 
redirection of messages by adding the user to Enterprise 
server 202 requires intervention by either a Domino server 
administrator or an Enterprise server administrator with 
Domino server administration permission or privileges. 
Domino server administrators must therefore be familiar 
with both Domino server 204 and Enterprise server 202, or 
Enterprise server administrators must have full Domino 
server administration permissions. As such, either Domino 
server administrators workloads are increased, or control of 
network administration functions must be relaxed. In many 
networks or organizations, neither of these options would be 
a desirable alternative. 

0101 Referring now to FIG. 7, a block diagram of the 
system of FIG. 6 incorporating a user administration system 
is shown generally as 220. System 220 is similar to system 
80 of FIG. 3 and operates in the same manner. As with 
system 80, Enterprise user administration service 222 is 
preferably installed and executed in the background on 
Domino server 204 or on a computer which can communi 
cate with the Domino server 204 and has Domino server 
administration rights. Enterprise user administration client 
224 is similarly installed on a computer in network 26 and 
communicates with the service 222 to perform Enterprise 
server administration functions. 

0102 Enterprise server user administration through client 
224 and service 222 proceeds substantially as described 
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above for client 84 and service 82 of system 80 (FIG. 3), 
except that client 224 and service 222 are preferably imple 
mented using RPC. Where more than one Domino server 
204 is installed in the network, service 222 preferably 
communicates with and is able to administer all of the 
Domino servers. 

0103 Service 222 runs on a computer or under a network 
account having Domino server administration permissions, 
whereas client 224 may be installed on virtually any com 
puter that can communicate with the computer on which 
service 222 is running. Administration functions are thus 
provided through client 224, which does not require Domino 
server administration privileges or permissions, even though 
the administration functions for Enterprise server 202 
remain integrated with service 222. Service 222 performs 
the Enterprise server administration tasks requested by client 
224 through Domino server administration arrangements. 
0104. As in system 80, system 220 provides for flexibility 
in assignment of Domino server administration rights to 
Enterprise server administrators. Service 222, like service 
82, is preferably configured to provide for common Enter 
prise server administration functions such as adding users to 
an Enterprise server, deleting users from an Enterprise 
server, listing all users on an Enterprise server, and verifying 
that a particular user exists on a particular Enterprise server. 
Even though service 222 may have full Domino server 
administration rights, it may be configured to provide only 
specific Enterprise server administration functions to client 
224. Service 222 may be provide any selected Enterprise 
server administration tasks through client 224 to avoid the 
necessity for intervention by Domino server administrators. 
0105 The Enterprise server administration functions 
described above with regard to FIG. 4 are also provided in 
the client-service arrangement in a Domino server messag 
ing system and are accomplished substantially as described 
with regard to FIG. 4. The following description of Enter 
prise server user add, delete, list and verify functions in a 
Domino server system is therefore relatively brief and 
relates primarily to differences in Enterprise server user 
administration functions in Domino server systems as com 
pared to Exchange server systems. 
0106 Referring back to FIG. 4, the overall processing 
involved in Enterprise server user administration for 
Domino server systems is as shown in FIG. 4. An existing 
Domino server mailbox is enabled for redirection to a 
wireless device 20 through an add user administration 
request by client 224 at step 92. Before a new user may be 
added on Enterprise server 202, a mailbox for the new user 
must first be added to Domino server 204. In response to the 
add user request from client 224, service 222 creates a user 
information record at step 104 either on Domino server 204 
or in data store 62 associated with Enterprise server 202, 
including user information Such as a user name, a mailbox 
name and a wireless device identifier. Multiple-user admin 
istration with a single client request is also supported in 
Domino server systems. 
0107 A delete user administration function at step 94 
proceeds substantially as described above, to delete or 
overwrite a user information record at step 112 to thereby 
effectively disable one or more Domino server mailboxes 
with respect to wireless redirection. 
0108) Enterprise server list users function at step 96 and 
verify users at step 98 are also performed by the Domino 
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server system client 224 and service 222 as described above, 
except that the user records that are accessed are stored on 
either Domino server 204 or Enterprise server data store 62. 

0.109 The add user, delete user, list users and verify user 
administration functions are common Enterprise server 
administration functions which are likely be executed rela 
tively frequently and therefore should be performed through 
a client 224 and service 222. However, these particular 
functions are for illustrative purposes only; the invention is 
not limited thereto. Further or different Enterprise server 
user administration functions could be performed through a 
client-service arrangement, as indicated generally at steps 
100 and 134. 

0110. In another implementation, system 220 may be 
reconfigured to mirror that of system 150 (FIG. 5) to 
overcome the same problems addressed by system 150. In 
this case, Exchange servers 54a, 54b and 54c would be 
replaced by Domino servers and MAPI clients 160a, 160b 
and 160c in Enterprise server agents 154a, 154b and 154c 
would be replaced by RPC clients. Internal protocols, 
including for example the router protocol, administration 
protocol and gateway protocol, are preferably Substantially 
the same for Enterprise servers operating in conjunction 
with Exchange servers and Domino servers. Overall opera 
tions of a distributed Enterprise server implemented with 
one or more Domino servers is also Substantially the same 
as described above for the Exchange server-based system 
150 and thus will be readily understood by those skilled in 
the art to which the present invention pertains. 
0111. The versatility of Enterprise server systems in 
accordance with the instant invention will be particularly 
apparent from the ability to simply adapt an agent (154a, 
154b, 154c) of system 150 (see FIG.5) to communicate with 
the particular messaging system in network 26. Agent opera 
tions and all other agent interfaces are common for all 
messaging systems. Inter-agent communication interfaces, 
agent to router interfaces (preferably BRP, as described 
above) and agent to administration interfaces are preferably 
independent of the network messaging system. The user 
administration is also Substantially independent of the mes 
saging system, except for its interface with the messaging 
servers and perhaps administration command and informa 
tion formats. At Router 156, communications with the 
agents preferably use BRP, communications with the user 
administration is preferably messaging system independent 
except with respect to information formats for example, and 
the gateway protocol will also be independent of the net 
work messaging system. It will therefore be apparent that the 
basic Enterprise server system including agents, a user 
administration and a router can therefore be adapted to 
provide data item or message redirection for networks using 
messaging systems other than Microsoft Exchange and 
Lotus Domino. 

0112 Redirection functionality may be provided not only 
for messages in a network, but also for other data items, 
including but not limited to tasks or task lists, calendar 
events such as appointments and appointment requests, 
address book or contact information and similar data items 
relating to common messaging system features. Particularly 
in networks using Domino servers, many non-messaging 
data items could also be redirected. As those skilled in the 
art will appreciate, messaging is but one feature Supported 



US 2007/0005688 A1 

by Domino servers. Any documents, databases, information 
downloaded by Domino server browser clients and the like 
may also be redirected to a user's wireless device 20. 
0113. In addition, the use of common internal Enterprise 
server system protocols facilitates migration of Enterprise 
server features for any particular network messaging system 
or platform to any other network messaging system or 
platform. 

0114. Although the invention has been described with 
reference to certain specific embodiments, various modifi 
cations thereof will be apparent to those skilled in the art 
without departing from the spirit and scope of the invention 
as outlined in the claims appended hereto. 

What is claimed as the invention is: 
1. A system for configuring an enterprise server that 

directs electronic messages between a messaging server and 
one or more wireless mobile devices, the enterprise server 
being configurable via the messaging server and its admin 
istration functions, comprising: 

an enterprise user administration service program oper 
ating on a computing device in communication with 
and having administration rights to the messaging 
server, and 

a user administration client in communication with the 
enterprise user administration service program for con 
figuring the enterprise server, 

wherein the enterprise user administration service pro 
gram serves as an interface between the user adminis 
tration client and the messaging server, and enables the 
user administration client to perform one or more 
messaging server administration functions in order to 
configure the enterprise server. 

2. The system of claim 1, wherein the enterprise user 
administration service program provides the user adminis 
tration client access to a limited set of messaging server 
administration functions. 

3. The system of claim 1, wherein the user administration 
client does not require administration rights to the messag 
ing server independent of the administration rights of the 
enterprise user administration service program. 

4. The system of claim 2, wherein the administration 
rights of the enterprise user administration service program 
enable a full set of messaging server administration func 
tions, and wherein the enterprise user administration service 
program restricts the user administration client to the limited 
set of messaging server administration functions. 

5. The system of claim 1, wherein the enterprise user 
administration service program executes on the messaging 
SeVe. 

6. The system of claim 1, wherein the enterprise user 
administration service program executes on a computer that 
is coupled to the messaging server via a computer network. 

7. The system of claim 1, wherein the enterprise user 
administration service program provides the user adminis 
tration client with one or more messaging server adminis 
tration functions selected from a group consisting of adding 
a user to the enterprise server, deleting a user from the 
enterprise server, generating a list of enterprise server users, 
and Verifying an enterprise server user. 

8. The system of claim 1, wherein the enterprise user 
administration service program enables the user administra 
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tion client to perform messaging server administration func 
tions to configure the messaging server. 

9. A system for administering an enterprise server con 
figured to direct electronic messages between a messaging 
server and a plurality of mobile devices over a wireless 
communication network, wherein user administration func 
tions for the enterprise server are performed via the mes 
saging server using messaging server administration func 
tions, comprising: 
means for configuring administration rights of the mes 

Saging server, 
means for receiving a user administration request for the 

enterprise server from a user administration client, the 
user administration request specifying one or more 
messaging server administration functions; and 

means for Submitting the user administration request to 
the messaging server to perform one or more user 
administration functions to the enterprise server, 

wherein the user administration client does not have 
administration rights to the messaging server. 

10. The system of claim 9, wherein the messaging server 
is provided a limited set of administration rights to the 
messaging server. 

11. The system of claim 9, further comprising: 
means for receiving a second user administration request 

for the messaging server from the user administration 
client; and 

means for Submitting the second user administration 
request to the messaging server to perform one or more 
user administration to the messaging server. 

12. A computer-readable medium encoded with software 
instructions for administering an enterprise server config 
ured to direct electronic messages between a messaging 
server and a plurality of mobile devices over a wireless 
communication network, wherein user administration func 
tions for the enterprise server are performed via the mes 
saging server using messaging server administration func 
tions, the computer-readable medium comprising software 
instructions to: 

configure administration rights of the messaging server, 
receive a user administration request for the enterprise 

server from a user administration client, the user 
administration request specifying one or more messag 
ing server administration functions; and 

Submit the user administration request to the messaging 
server to perform one or more user administration 
functions to the enterprise server. 

13. The computer-readable medium of claim 12, further 
comprising Software instructions to: 

receive a second user administration request for the 
messaging server from the user administration client; 
and 

Submit the second user administration request to the 
messaging server to perform one or more user admin 
istration to the messaging server. 

14. A system for configuring a first server in communi 
cation with a second server and one or more mobile devices, 
the first server being configurable via the second server and 
its administration functions, comprising: 
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an administration service program operating on a com 
puting device in communication with and having 
administration rights to the second server; and 

an administration client in communication with the 
administration service program for configuring the first 
server; 

wherein the administration service program serves as an 
interface between the administration client and the 
second server, and enables the administration client to 
perform one or more second server administration 
functions in order to configure the first server. 

15. The system of claim 14, wherein the administration 
service program provides the administration client access to 
a limited set of second server administration functions. 

16. The system of claim 14, wherein the administration 
client does not require administration rights to the second 
server independent of the administration rights of the admin 
istration service program. 

17. The system of claim 16, wherein the administration 
rights of the administration service program enable a full set 
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of second server administration functions, and wherein the 
administration service program restricts the administration 
client to the limited set of second server administration 
functions. 

18. The system of claim 14, wherein the administration 
service program executes on the second server. 

19. The system of claim 14, wherein the administration 
service program executes on a computer that is coupled to 
the second server via a computer network. 

20. The system of claim 14, wherein the administration 
service program provides the administration client with one 
or more second server administration functions selected 
from a group consisting of adding a user to the first server, 
deleting a user from the first server, generating a list of first 
server users, and verifying a first server user. 

21. The system of claim 1, wherein the administration 
service program enables the administration client to perform 
second server administration functions to configure the 
second server. 


