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(57) ABSTRACT 
A storage controller includes a command pointer register. The 
command pointer register points to a chain of commands in 
memory, and also includes a security status field to indicate a 
security status of the first command in the command chain. 
Each command in the command chain may also include a 
security status field that indicates the security status of the 
following command in the chain. 
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SECURE CONTROLLER FOR BLOCK 
ORIENTED STORAGE 

FIELD 

The present invention relates generally to integrated cir 
cuits, and more specifically to integrated circuits that include 
storage controllers. 

BACKGROUND 

A microprocessor may include the ability to run in various 
modes. For example, Some processor cores licensable from 
ARM Holdings plc, Cambridge, UK, can run in a user mode 
as well as a privileged mode. Privileged mode is typically 
used by operating system (OS) processes, and user mode is 
typically used by application processes. 

Processors may also include the ability to run processes in 
a secure mode or non-secure mode, and may be able to access 
secure resources and non-secure resources. For example, 
secure processes may be able to access secure resources, and 
non-secure processes may be able to access non-secure 
SOUCS. 

BRIEF DESCRIPTION OF THE DRAWINGS 

FIG. 1 shows a block diagram of an electronic system; 
FIG. 2 shows a storage controller and a command chain in 

memory; 
FIGS. 3 and 4 show block diagrams of storage controllers; 
FIG. 5 shows a flowchart in accordance with various 

embodiments of the present invention; and 
FIG. 6 shows a system diagram in accordance with various 

embodiments of the present invention. 

DESCRIPTION OF EMBODIMENTS 

In the following detailed description, reference is made to 
the accompanying drawings that show, by way of illustration, 
specific embodiments in which the invention may be prac 
ticed. These embodiments are described in sufficient detail to 
enable those skilled in the art to practice the invention. It is to 
be understood that the various embodiments of the invention, 
although different, are not necessarily mutually exclusive. 
For example, a particular feature, structure, or characteristic 
described herein in connection with one embodiment may be 
implemented within other embodiments without departing 
from the spirit and scope of the invention. In addition, it is to 
be understood that the location or arrangement of individual 
elements within each disclosed embodiment may be modified 
without departing from the spirit and scope of the invention. 
The following detailed description is, therefore, not to be 
taken in a limiting sense, and the scope of the present inven 
tion is defined only by the appended claims, appropriately 
interpreted, along with the full range of equivalents to which 
the claims are entitled. In the drawings, like numerals refer to 
the same or similar functionality throughout the several 
views. 

FIG. 1 shows a block diagram of an electronic system. 
System 100 includes system-on-chip (SOC) 110 and off-chip 
storage 150. In some embodiments, SOC 110 is an integrated 
circuit that includes many components. As shown in FIG. 1, 
SOC 110 includes processor 112, bus mastering device 114, 
storage controllers 116 and 118, and on-chip storage 120. As 
used herein, the term "system-on-chip’ and the acronym 
“SOC do not imply any particular level of integration. For 
example, in some embodiments, an SOC may include only a 
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2 
processor and a storage controller, or a bus mastering device 
and a storage controller. Also for example, in Some embodi 
ments, an SOC may include all of the components shown in 
FIG. 1 in addition to others. 

Storage devices 120 and 150 may be any type of block 
oriented storage devices. For example, on-chip storage 120 
may be block oriented Flash memory. Also for example, 
off-chip storage 150 may be a disk drive, block oriented Flash 
memory, or the like. Accordingly, storage controllers 116 and 
1 18 may be Flash controllers, hard disk controllers, or any 
other type of block oriented controllers. 

Storage controllers 116 and 118 are command-chain 
driven bus-mastering devices that read a list of commands 
from memory and then perform data transfers between the 
storage that it controls and devices elsewhere in system 100. 
For example, on-chip storage 120 may be a Flash memory 
device, and storage controller 118 may be a Flash controller. 
Also for example, off chip storage 150 may be a disk drive, 
and storage controller 116 may be a disk drive controller. 
Examples of command chains in memory are described 
below with reference to FIG. 2. 

Processor 112 and bus mastering device 114 are examples 
of bus mastering devices. For example, processor 112 may 
take control of bus 130 when communicating with other 
components within SOC 110. Also for example, other bus 
mastering device 114 may be a direct memory access (DMA) 
controller that may take control of bus 130 to communicate 
with other components within SOC 110. Any number of 
processors and bus mastering devices may be included in 
SOC 110 without departing from the scope of the present 
invention. 

Processor 112 is any processor that may run in a secure 
mode or a non-secure mode. For example, processor 112 may 
be a processor core capable of running in a privileged mode 
and a user mode, or any number of modes with varying 
security levels. Likewise, bus mastering device 114 may be 
any other type of device that may run in a secure mode, a 
non-secure mode, or modes with varying security levels. Fur 
ther, in Some embodiments, bus mastering device 114 may be 
a bus mastering device that is limited to running in only a 
secure mode or only a non-secure mode. 

Processor 112 and bus mastering device 114 communicate 
with storage controllers 116 and 118 over bus 130. In some 
embodiments, bus 130 includes one or more signal paths that 
carry information to identify the security mode in which the 
bus master is operating. For example, processor 112 may 
asserta single bit on bus 130 to signify whether processor 112 
is operating in secure mode or non-secure mode. In other 
embodiments, processor 112 may assert a plurality of bits on 
bus 130 to indicate the security level at which processor 112 
is operating. In these various embodiments, bus 130 may 
include a varying number of signal paths to accommodate the 
bits that signify the secure mode or security level. 

Storage controllers 116 and 118 communicate with off 
chip storage 150 and on-chip storage 120, respectively. Off 
chip storage controller 116 provides an interface between a 
bus master in SOC 110 and off-chip storage 150, and on-chip 
storage controller 118 provides an interface between a bus 
master in SOC 110 and on-chip storage 120. For example, 
control signal lines 162 are coupled between storage control 
ler 116 and off-chip storage 150, and control signal lines 119 
are coupled between storage controller 118 and on-chip stor 
age 120. 

Storage controllers 116 and 118 receive information from, 
and provide information to, bus masters on bus 130. For 
example, a bus master may request that a storage controller 
perform one or more transactions in a storage device. In 
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addition, a bus master may provide information describing 
the security mode or security level of the process requesting a 
transaction. For example, processor 112 may be running in a 
secure mode, and may request on-chip storage controller 118 
to perform a block read or block write in on chip storage 120. 

In some embodiments, storage controllers 116 and 118 
perform block oriented transactions by reading a chain of 
commands from memory, and performing operations associ 
ated with the commands. For example, storage controller 118 
may read a chain of commands and perform a block transfer 
in on-chip storage 120. Command chains are described more 
fully below with reference to FIG. 2. 

In some embodiments, storage controllers 116 and 118 
partition storage devices into multiple partitions. Partitions 
may be defined as secure partitions and non-secure partitions. 
Partitions may also be defined as partitions having varying 
levels of security. Further, partitions may be defined as 
regions in a storage device. For example, on-chip storage 
controller 118 may partition on-chip storage 120 into secure 
partition 122 and non-secure partition 124, where the parti 
tions are shown separated at boundary 126. Also for example, 
off-chip storage controller 116 may partition off-chip storage 
120 into secure partition 152 and non-secure partition 154 
where the partitions are shown separated at boundary 156. 
Although each of on-chip storage 120 and off-chip storage 
150 are shown having two partitions, this is not a limitation of 
the present invention. Any number of partitions may exist in 
a storage device. 
The storage controllers may utilize various different appa 

ratus to allow the specification of secure partitions and non 
secure partitions. For example, in some embodiments of the 
present invention, each storage controller may maintain a 
range register and a direction bit. The range register may be 
programmed with a value that specifies a point in the storage 
device that divides the secure partition from the non-secure 
partition. For example, storage controller 118 may have a 
range register programmed with a value corresponding to the 
boundary shown at 126, and storage controller 116 may have 
a range register programmed with a value corresponding to 
the boundary shown at 156. The direction bit may be pro 
grammed to specify which side of the boundary is secure, and 
which side is non-secure. Example embodiments of storage 
controllers using range registers and direction bits are 
described in more detail below. 

Off-chip storage controller 116 may control any number of 
storage devices. For example, as shown in FIG. 1, Storage 
controller 116 provides control signal lines 162 to off-chip 
storage 120, and control signal lines 164 to other storage 
devices (not shown). Within SOC 110, control signal lines are 
provided between off-chip storage controller 116 and a chip 
boundary at 117. 

FIG. 2 shows a storage controller and a command chain in 
memory. Storage controller 210 is shown in FIG. 2 having 
command pointer register 220 and command register 270. 
Command pointer register 220 includes an address field 222 
and a security field 224. Address field 222 may be written 
with the address of a first command in a command chain, and 
security field 224 may be written with information describing 
the security status of the first command in the command 
chain. 
Command chain 260 is a list of commands including three 

commands shown at 230,240, and 250. Each command is part 
of a node in the list of commands. For example, a first node in 
the list includes command 230, address field 232, and security 
field 234; a second node in the list includes command 240, 
address field 242, and security field 244; and a third node in 
the list includes command 250, address field 252, and security 
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4 
field 254. Each command is pointed to by an address field of 
the previous node in the list or the pointer register in the 
storage controller. For example, command 250 is pointed to 
by address field 242, command 240 is pointed to by address 
field 232, and command 230 is pointed to by address field 
222. 

Storage controller 210 may perform a transaction in a 
storage device by executing the commands in command chain 
260. In the process of executing the commands, storage con 
troller 210 may copy them into command register 270. For 
example, when command chain 260 is executed, storage con 
troller 210 may begin by copying command 230 into com 
mand field 272 of command register 270, and copying secu 
rity field 234 into security field 274 of command register 270. 
Command register 270 may or may not be visible to bus 
masters outside storage controller 210. 
As shown in FIG. 2, in some embodiments, the security 

fields may include one or more secure/non-secure bit(s) 
describing the security status of the command that follows. 
For example, in some embodiments, a single bit may be 
utilized to indicate that the following command is either 
secure or non-secure. Also for example, in Some embodi 
ments, multiple bits may be utilized to indicate a security 
level of the command that follows. In still further embodi 
ments, multiple bits may be utilized to signify a region of a 
block oriented storage device that may be accessed by the 
command that follows. The regions may be arranged in a 
hierarchy of more trusted to less trusted regions. For example, 
levels of security may be applied to the different regions. 
An example is now described in which security fields 

include a single bit to signify that the following command is 
eithersecure or non-secure. In the example of FIG.2, security 
field 224 would include a single bit set to “secure' to indicate 
that command 230 is a secure command. A secure command 
is a command that may access secure or non-secure areas of 
block oriented storage and other storage within the system. In 
operation, storage controller 210 copies command 230 and 
secure/non-secure bit 234 into command field 272 and secu 
rity field 274, respectively. Storage controller 210 then 
executes the command, and follows the pointer to command 
240. This process repeats until all commands in the chain are 
executed. 

If the command chain begins with a secure command, any 
number of secure commands may follow. In these embodi 
ments, the secure/non-secure bit is set to “secure' in each 
security field, and the storage controller can access secure and 
non-secure areas of the block oriented storage. Further, if the 
command chain begins with a secure command, the com 
mand chain may transition from secure commands to non 
secure commands. For example, as shown in FIG. 2, Security 
field 244 would include a bit to signify that the following 
command is non-secure. 

If the command chain begins with a non-secure command, 
any number of non-secure commands may follow. In these 
embodiments, the secure/non-secure bit is set to “non-se 
cure' in each security field, and the storage controller can 
only access non-secure areas of the block oriented storage. If 
the command chain begins with a non-secure command, 
attempting to transition to secure commands will either cause 
an error or cause an exception to be raised to a bus master. For 
example, ifa command is non-secure, and a Subsequent com 
mand is secure, Storage controller 210 may alert abus master 
that a non-secure command chain is attempting to execute a 
secure command. The bus master may then scrutinize the 
behavior, and either allow it or abort it. 

Security field 224 can only be set to “secure' by a bus 
master operating in secure mode. A non-secure bus master 
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may only set security field 224 to non-secure. If a non-secure 
bus master attempts to set security field 224 to “secure.” an 
exception may be raised. This may occur when a non-secure 
process in a processor is attempting to cause storage control 
ler 210 to execute a chain of secure commands. 

Storage controller 210 may include one command pointer 
register that is written to each time a command chain is to be 
executed. In some embodiments, the storage controller may 
include multiple command pointer registers. For example, in 
a multi-processor system, a storage controller may include a 
separate command pointer register for each of several proces 
SOS. 

FIG. 3 shows a block diagram of a storage controller. In 
some embodiments, storage controller 300 may be utilized as 
a standalone storage controller, and in other embodiments, 
storage controller 300 may be a storage controller in a system 
on a chip. For example, storage controller 300 may be utilized 
as on-chip storage controller 118, or off-chip storage control 
ler 116 (FIG. 1). Storage controller 300 includes control 
block 302, command pointer register 220, command register 
270, and register set 310. Command pointer register 220 and 
command register 270 are described above with reference to 
FIG. 2. Register set 310 includes range register 312, direction 
register 314, and write enable register 316. 

In some embodiments, register set 310 and control block 
302 represent a storage partitioning mechanism that may be 
used to logically partition a storage device into secure and 
non-secure partitions. For example, range register 312 may be 
used to hold the value of a boundary between secure and 
non-secure partitions such as the boundary at 126 in on-chip 
storage 120 or the boundary at 156 in off-chip storage 150 
(FIG.1). Also for example, direction register 314 may include 
a direction bit that signifies which direction the secure parti 
tion lies from the boundary, or which direction the non-secure 
partition lies from the boundary. In some embodiments, 
direction register 314 may include one direction bit, and in 
other embodiments, direction register 314 may include a plu 
rality of bits. For example, in Some embodiments, a direction 
bit may be included in a register that also includes other bits, 
Such as control or status bits. 

Write enable register 316 may be utilized to determine 
whether a particular storage partition may be written to by a 
non-secure process. For example, when storage controller 
300 is performing a non-secure transaction that includes a 
write operation, control block302 may consult the contents of 
write enable register 316 to determine if a non-secure write 
operation may write to a non-secure partition. 

Control block 302 may be any type of control circuit 
capable of performing operations within storage controller 
300. For example, control block 302 may include a state 
machine, a microcontroller, or the like. In operation, control 
block 302 receives requests for transactions on bus 130. For 
example, a bus master may utilize bus 130 to write a value into 
command pointer register 220 to start execution of a com 
mand chain, such as command chain 260 (FIG. 2). Further, 
control block 302 receives a secure/non-secure indication on 
bus 130 to indicate whether a secure process is requesting the 
transaction (a "secure transaction') or a non-secure process is 
requesting the transaction (a "non-secure transaction'). As 
described above with reference to FIG. 2, a secure process 
may set the security field in command pointer register to 
“secure, whereas a non-secure process may not. 

Control block 302 may also include circuitry to raise an 
exception to a bus master on bus 130. For example, control 
block 302 may include circuitry to detect if a non-secure 
command is followed by a secure command, and may raise an 
exception to a bus master in response. Further, control block 
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6 
302 may detect if a non-secure command is attempting to 
access secure memory, and may raise an exception in 
response. 

In some embodiments, register set 310 includes additional 
configuration bits. For example, additional configuration bits 
might be instantiated to control whether an error is signaled, 
and how it is signaled. Additional status registers may also 
exist to capture details (such as the address) of an aborted 
transaction to aid in determining the source of the error. In 
Some embodiments, all of the resources within register set 
310 are secure resources that can only be written by a secure 
transaction. 

FIG. 4 shows a block diagram of a storage controller. In 
some embodiments, storage controller 400 may be utilized as 
a standalone storage controller, and in other embodiments, 
storage controller 400 may be a storage controller in a system 
on a chip. For example, storage controller 400 may be utilized 
as on-chip storage controller 118, or off-chip storage control 
ler 116 (FIG. 1). Storage controller 400 includes control 
block 402, command pointer register 220, command register 
270, and register sets 410, 420, and 430. 

In some embodiments, each of register sets 410, 420, and 
430 includes a range register, a direction register, and a write 
enable register, or equivalent structures. In some embodi 
ments, the operation of each of the register sets 410, 420, and 
430 corresponds to register set 310 (FIG.3). Further, each of 
register sets 410, 420, and 430 may represent an independent 
storage partitioning mechanism. FIG. 4 shows n+1 register 
sets, where n is any integer. 

In operation, each register set may be used to logically 
partition a storage device or a block in a storage device. For 
example, a block oriented Flash memory device may include 
n+1 blocks, and the n+1 register sets may be used to partition 
each of the blocks into secure and non-secure partitions. 

In some embodiments, storage controller 400 may be used 
to control multiple external storage devices. For example, 
storage controller 400 may be used as storage controller 116, 
and signal lines 404 may correspond to signal lines 162 and 
164 (FIG. 1). In other embodiments, storage controller 400 
may be used to control an internal storage device. For 
example, storage controller 400 may be used as on-chip Stor 
age controller 118, and signal lines 404 may correspond to 
signal lines 119 (FIG. 1). In these embodiments, on-chip 
storage 120 (FIG.1) may include multiple physically separate 
storage blocks, or may include one large physical storage 
block that may be divided into multiple secure partitions and 
multiple non-secure partitions. 

In some embodiments, storage controller 400 may be uti 
lized to partition a storage device into partitions with varying 
levels of security. For example, registers within register sets 
410, 420, and 430 may be utilized to define a range of loca 
tions within a storage device for each security level. In some 
embodiments, storage controller 400 may be utilized to par 
tition a storage device into regions that are identified by 
number. For example, registers within register sets 410, 420, 
and 430 may be utilized to define a range of locations within 
a storage device for each region. 

Storage controllers, processors, memories, systems-on 
chip, registers, and other embodiments of the present inven 
tion can be implemented in many ways. In some embodi 
ments, they are implemented in integrated circuits. In some 
embodiments, design descriptions of the various embodi 
ments of the present invention are included in libraries that 
enable designers to include them in custom or semi-custom 
designs. For example, any of the disclosed embodiments can 
be implemented in a synthesizable hardware design lan 
guage. Such as VHDL or Verilog, and distributed to designers 
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for inclusion in standard cell designs, gate arrays, custom 
devices, or the like. Likewise, any embodiment of the present 
invention can also be represented as a hard macro targeted to 
a specific manufacturing process. For example, storage con 
troller 118 (FIG.1) may be represented as polygons assigned 
to layers of an integrated circuit. 

FIG. 5 shows a flowchart in accordance with various 
embodiments of the present invention. In some embodiments, 
method 500, or portions thereof, is performed by a storage 
controller or a control block within a storage controller, 
embodiments of which are shown in the various figures. In 
other embodiments, method 500 is performed by a control 
circuit, an integrated circuit, a system on a chip, or an elec 
tronic system. Method 500 is not limited by the particular 
type of apparatus or software element performing the method. 
The various actions in method 500 may be performed in the 
order presented, or may be performed in a different order. 
Further, in some embodiments, some actions listed in FIG. 5 
are omitted from method 500. 
Method 500 is shown beginning with block 510. At 510, 

method 500 executes a chain of commands pointed to by a 
command pointer register in a storage controller. Each com 
mand in the chain of commands includes a secure/non-secure 
bit that identifies the security status of the following com 
mand in the command chain. 
At 520, exception processing is performed if a first com 

mand is non-secure and a Subsequent command is secure. 
This may occur when a non-secure command includes a 
secure/non-secure bit that identifies the next command in the 
chain as secure. Exception processing may be performed by 
raising an exception to a device external to the storage con 
troller. For example, an exception may be raised to a proces 
sor or other bus master. Exception processing may also be 
performed completely within the storage controller. 

At 530, exception processing is performed if a non-secure 
command attempts to access secure memory. This exception 
processing may be performed by raising an exception to a 
device external to the storage controller, or the exception 
processing may be performed completely within the storage 
controller. 

FIG. 6 shows a system diagram in accordance with various 
embodiments of the present invention. FIG. 6 shows system 
600 including system-on-chip (SOC) 610, off-chip storage 
620, receiver 630, and antennas 640. SOC 610 may include 
one or more storage controllers capable of partitioning Stor 
age devices into secure and non-secure partitions as described 
with reference to the various embodiments of the invention. 
For example, SOC 610 may include storage controller 116 or 
118 (FIG. 1), 300 (FIG. 3), or 400 (FIG. 4). 

In systems represented by FIG. 6, SOC 610 is coupled to 
receiver 630 by conductor 612. Receiver 630 receives com 
munications signals from antennas 640 and also communi 
cates with SOC 610 on conductor 612. In some embodiments, 
receiver 630 provides communications data to SOC 610. Also 
in some embodiments, SOC 610 provides control informa 
tion to receiver 630 on conductor 612. 

Example systems represented by FIG. 6 include cellular 
phones, personal digital assistants, wireless local area net 
work interfaces, and the like. Many other systems uses for 
SOC 610 exist. For example, SOC 610 may be used in a 
desktop computer, a network bridge or router, or any other 
system without a receiver. 

Receiver 630 includes amplifier 632 and demodulator (de 
mod) 634. In operation, amplifier 632 receives communica 
tions signals from antennas 640, and provides amplified sig 
nals to demod 634 for demodulation. For ease of illustration, 
frequency conversion and other signal processing is not 
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shown. Frequency conversion can be performed before or 
after amplifier 632 without departing from the scope of the 
present invention. In some embodiments, receiver 630 may be 
a heterodyne receiver, and in other embodiments, receiver 
630 may be a direct conversion receiver. In some embodi 
ments, receiver 630 may include multiple receivers. For 
example, in embodiments with multiple antennas 640, each 
antenna may be coupled to a corresponding receiver. 

Receiver 630 may be adapted to receive and demodulate 
signals of various formats and at various frequencies. For 
example, receiver 630 may be adapted to receive time domain 
multiple access (TDMA) signals, code domain multiple 
access (CDMA) signals, global system for mobile communi 
cations (GSM) signals, orthogonal frequency division multi 
plexing (OFDM) signals, multiple-input-mulitple-output 
(MIMO) signals, spatial-division multiple access (SDMA) 
signals, or any other type of communications signals. The 
various embodiments of the present invention are not limited 
in this regard. 

Antennas 640 may include one or more antennas. For 
example, antennas 640 may include a single directional 
antenna or an omni-directional antenna. As used herein, the 
term omni-directional antenna refers to any antenna having a 
Substantially uniform pattern in at least one plane. For 
example, in some embodiments, antennas 640 may include a 
single omni-directional antenna Such as a dipole antenna, or a 
quarter wave antenna. Also for example, in Some embodi 
ments, antennas 640 may include a single directional antenna 
Such as a parabolic dish antenna or a Yagi antenna. In still 
further embodiments, antennas 640 include multiple physical 
antennas. For example, in some embodiments, multiple 
antennas are utilized for multiple-input-multiple-output 
(MIMO) processing or spatial-division multiple access 
(SDMA) processing. 

Storage device 620 may be any type of block oriented 
storage device. For example, storage device 620 may be Flash 
memory, a disk drive, or the like. In some embodiments, 
storage device 620 is logically partitioned into secure and 
non-secure partitions by a storage controller within SOC 610. 
In other embodiments, memory 620 is partitioned into parti 
tions having varying levels of security. 

Although SOC 610 and receiver 630 are shown separate in 
FIG. 6, in some embodiments, the circuitry of SOC 610 and 
receiver 630 are combined in a single integrated circuit. Fur 
thermore, receiver 630 can be any type of integrated circuit 
capable of processing communications signals. For example, 
receiver 630 can be an analog integrated circuit, a digital 
signal processor, a mixed-mode integrated circuit, or the like. 

Although the present invention has been described in con 
50 junction with certain embodiments, it is to be understood that 
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modifications and variations may be resorted to without 
departing from the spirit and Scope of the invention as those 
skilled in the art readily understand. Such modifications and 
variations are considered to be within the scope of the inven 
tion and the appended claims. 
What is claimed is: 
1. A storage controller comprising a partitioning mecha 

nism to partition a storage device into secure and non-secure 
partitions, wherein the partitioning mechanism comprises at 
least one register to define a range of locations in the storage 
device, and wherein the partitioning mechanism is coupled to 
be responsive to a secure/non-secure signal; and 

a command pointer register to point to a chain of com 
mands, wherein the command pointer register having at 
least one bit to signify the security status of a first com 
mand of the chain of commands, and wherein each com 
mand of the chain of commands is part of a node in the 
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chain of commands, said each node including command, 
address field of next command, and a storage area to 
indicate a security status of next command. 

2. The storage controller of claim 1 wherein the at least one 
bit to signify the security status of the first command includes 
a plurality of bits to signify a region of a block oriented 
storage device that may be accessed by the first command. 

3. The storage controller of claim 1 wherein the at least one 
bit to signify the security status of the first command includes 
a plurality of bits to signify a security level of the first com 
mand. 

4. The storage controller of claim 1 further comprising a 
command register into which commands from the chain of 
commands are copied as they are executed. 

5. The storage controller of claim 4 wherein the command 
register includes at one bit to signify the security status of a 
command in the command register. 

6. The storage controller of claim 1 wherein the partition 
ing mechanism comprises a first register to define a boundary 
between secure and non-secure partitions, and a second reg 
ister to define which side of the boundary includes the secure 
partition. 

7. An integrated circuit comprising: 
a processor; 
a storage controller including: 

a mechanism to partition a storage device into secure and 
non-secure partitions, wherein the partitioning 
mechanism comprises at least one register to define a 
range of locations in the storage device, and wherein 
the partitioning mechanism is coupled to be respon 
sive to a secure/non-secure signal; and 

a command pointer register to point to a chain of com 
mands in memory, the command pointer register hav 
ing a secure/non-secure bit to indicate a security sta 
tus of a first command in the chain of commands, 
wherein each command of the chain of commands is 
part of a node in the chain of commands, said each 
node including command, address field of next com 
mand, and a storage area to indicate a security status 
of next command; and 

a bus interconnecting the processor and the storage con 
troller, the bus including a signal path to identify a secu 
rity status of a transaction, wherein the signal path 
includes at least one conductor to identify the transac 
tion as secure or non-secure. 
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8. The integrated circuit of claim 7 wherein the storage 

controller includes a command register into which commands 
in the chain of commands are copied as they are executed. 

9. The integrated circuit of claim 8 wherein the command 
register includes at least one bit to indicate a security status of 
a command in the command register. 

10. The integrated circuit of claim 7 wherein the storage 
controller includes circuitry to raise an exception to the pro 
cessorifa secure command follows a non-secure command in 
the chain of commands. 

11. The integrated circuit of claim 7 wherein the signal path 
includes multiple conductors to identify a security level of the 
memory transaction. 

12. The integrated circuit of claim 7 further comprising a 
storage device to be partitioned by the storage controller. 

13. The integrated circuit of claim 7 further comprising 
control signal lines coupled between the storage controller 
and a boundary of the integrated circuit. 

14. A system comprising: 
an antenna, 
a receiver coupled to the antenna; and 
an integrated circuit coupled to the receiver, 
wherein the integrated circuit including: 

a processor, 
a storage controller including a mechanism to partition a 

storage device into secure and non-secure partitions, 
and including a command pointer register to point to 
a chain of commands in memory, the command 
pointer register having a secure/non-secure bit to indi 
cate the status of a first command in the chain of 
commands, wherein each command of the chain of 
commands is part of a node in the chain of commands, 
said each node including command, address field of 
next command, and a storage area to indicate a secu 
rity status of next command; and 

abus interconnecting the processor and the storage con 
troller, the bus including a signal path to identify a 
security status of a storage controller transaction. 

15. The system of claim 14 wherein the storage controller 
includes a command register into which commands in the 
chain of commands are copied as they are executed. 

16. The system of claim 15 wherein the command register 
includes at least one bit to indicate a security status of a 
command in the command register. 
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