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1
SAFETY FEATURES FOR PORTABLE
ELECTRONIC DEVICE

Matter enclosed in heavy brackets [ ] appears in the
original patent but forms no part of this reissue specifica-
tion; matter printed in italics indicates the additions
made by reissue; a claim printed with strikethrough
indicates that the claim was canceled, disclaimed, or held
invalid by a prior post-patent action or proceeding.

CROSS REFERENCE TO RELATED
APPLICATIONS

This application is a reissue of U.S. Pat. No. 8,565,820,
issued Oct. 22, 2013, which is a divisional of U.S. patent
application Ser. No. 12/755,377, filed Apr. 6, 2010, now U.S.
Pat. No. 8,270,933, issued [Sept.] Sep. 18, 2012, which
claims benefit of U.S. Provisional Application No. 61/166,
860, filed Apr. 6, 2009, and is a continuation-in-part and
claims priority to U.S. patent application Ser. No. 12/394,
413, filed Feb. 27, 2009, now U.S. Pat. No. 8,280,438,
issued Oct. 2, 2012, which is a continuation of U.S. patent
application Ser. No. 11/285,556, filed Nov. 22, 2005, now
U.S. Pat. No. 7,505,784, issued Mar. 17, 2009, which claims
benefit of U.S. Provisional Application No. 60/720,528, filed
[Sept.] Sep. 26, 2005, all of which are incorporated herein by
reference.

TECHNICAL FIELD

Methods and apparatuses for managing one or more
cellular mobile devices and cellular mobile device opera-
tions are disclosed. The methods and apparatuses include
software for cellular mobile devices that can automatically
detect when a cellular device user is driving, intelligently
manage inbound activity to the user, and alert the user in a
manner allowing the user to remain focused on the driving
activity while at the same time remaining connected auto-
matically and transparently to other cell phone users via
social networks, text messaging and emails.

BACKGROUND

There are a variety of safety concerns associated with
using portable electronic devices (e.g., cellular telephones)
while driving a vehicle or during other activities. A variety
of measures have been taken to address such concerns,
including legal measures.

Smart phones and mobile devices have made it easier to
remain connected with peers at all times, but when using a
mobile device while driving serves as a distraction that can
be dangerous to not only the driver but to other drivers on
the roads. In addition, research has shown that people who
multitask are not able to focus as effectively as those who do
a single task at a time. Showing that activities that divide our
attention while driving increase the risk for the driver and for
other drivers on the road. Some of the tasks affected by
distracted driving include lane positioning, speed control,
car following, situation awareness, and hazard recognition.

The use of a mobile device is not limited to voice
communications. Texting continues to be on the rise and
several studies have shown that texting while driving
increases distraction while driving. An 18 month study by
the Virginia Tech Transportation Institute concluded that the
risk of crashing was 23 times greater when drivers were
texting than when not texting. Several states across the
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United States have placed bans of differing degrees on cell
phone use. For example, some states have banned hand-held
cell phones, while others have only banned the act of texting.
Other states have banned all cell phone use while driving,
while others have partial bans or bans only for young
drivers.

While distracted driving seems to focus on teenage use,
recent studies have shown that parents and adults do not
practice safe driving habits, regardless of local safe driving
laws. A safe driving solution is needed that eliminates
distractions but allows drivers to remain connected with
friends, family, co-workers and social networks.

Solutions have been proposed which disable or turn off a
mobile device when it is detected that the mobile device is
traveling at a certain speed. In this case, the mobile device
detects its traveling speed, and based on this it may turn off
the mobile device or block certain functions, such as texting.
However, a primary problem is that the mobile device
cannot tell the difference of when the user of the mobile
device is driving or when the user is a passenger in a vehicle,
a bus, a train, etc. U.S. Pat. No. 7,590,405 takes a different
approach by disabling the mobile device as soon as it
connected with a control system and then allowing it to be
enabled under certain circumstances.

Other solutions include the use of geographic indicators,
via GPS, to disable a mobile device when the device is in an
area designated as not allowing mobile device use while
driving. It has been shown the disabling of a portable
electronic device based on the traveling speed of the device,
as 1s shown in U.S. Pat. Nos. 6,108,532, 6,188,315, 6,266,
589, and 6,311,078.

Geofencing is a virtual perimeter on a geographic area
using a location-based service, such as GPS, that can gen-
erate notifications when a target device enters or exits the
virtual perimeter. The notification may include location of
the device and may be sent to a mobile device or an email
account. Geofencing can be used to notify parents when a
child leaves a designated area. Geofencing has also been
used to designate places of work, customer sites, and secure
areas. Crossing a geofence may trigger sending a message to
a user or can be linked to immobilization of equipment or
disablement of features of a device. A mobile device may be
disabled based on a geographic location, such as geofencing,
or by identifying regional use restrictions as is shown in U.S.
Pat. Nos. 6,937,868, 6,961,561, 6,973,333, and 7,343,148.

Most of these references deal with preventing use of the
device if the device is moving or within a certain area. This
assumes that the user is the driver of the vehicle moving, or
someone who is not authorized to use a device within the
geographic area. There are situations where a user is a
passenger in a car, a bus, a train, or not subject to geographic
user restrictions, and needs the ability to override a disable-
ment. Examples of overriding disablement are shown in
U.S. Pat. Nos. 6,731,925 and 7,065,349.

The use of a timer in association with an activation
function or a disablement function has been proposed. For
example, once it has been determined that a device is
moving above a certain speed threshold, or within a geo-
graphic area, but the device is in use at the time one of these
events occurs, the timer determines how long such use can
continue. Other timer based functions include waiting a
period of time before disablement or activation, even if the
device is not in use, if the period of time of a disabling event
is short. Examples of the use of a timer in association with
an activation function or a disablement function have been
shown in U.S. Pat. Nos. 6,771,946 and 7,065,349.



US RE48,400 E

3

It has further been shown that it may be desirable to send
notifications or alerts to a second user who attempts to
communicate with a first user whose device has been
disabled. The notice or alert sent to the user of the second
device would include specific information about the state of
the first device, such as whether the user is currently driving
or if the user of the first device is in an area where the device
cannot be used. The sending of these notifications or alerts
would be triggered by the disablement function. Examples
of sending such notifications or alerts are shown in U.S. Pat.
Nos. 6,937,868, 6,496,703, 6,311,078, and 7,065,349.

An alternative is altering how specific features operate
versus disabling those functions. Some art is directed to
enabling some calls, such as 911 calls while not allowing
others, however, the alteration focuses on whether certain
functions can be used. For example, the text function would
be blocked completely unless it was used through a hands-
free, voice-based system. Examples of this are shown in
U.S. Pat. Nos. 6,937,868, 6,687,497, 7,433,680, and 7,590,
405.

U.S. Pat. No. 6,690,940 shows a system for selectively
disabling use of at least selected features of a stand-alone
electronic device under a predetermined set of conditions.
The system establishes a state of the set of conditions as
being satisfied or unsatisfied, communicates the state to the
electronic device, and disables the selected features if the
state is satisfied. In one embodiment, the system may
advantageously be used to prevent vehicular accidents by at
least partially disabling non-emergency use of a wireless
telephone in a moving vehicle. In another embodiment, the
system may be used to disable features of an electronic
device within a predetermined area having a boundary that
is independent of a communications network cell.

Users need a solution that minimizes distractions while
driving, but which allows them to remain connected with
other users with minimal intervention from the user.

BRIEF DESCRIPTION OF THE DRAWINGS

FIG. 1 is a schematic view of an exemplary portable
electronic device system;

FIG. 2 is a block diagram showing an exemplary set of
steps that may be performed by the system shown in FIG. 1;

FIG. 3 is a high level view of an embodiment, illustrating
the relationship between the speed detection logic, the safety
circuit, and policy management;

FIG. 4 illustrates an embodiment of the dashboard inter-
face;

FIG. 5 illustrates options for preferences accessible
through the dashboard interface in accordance with an
embodiment;

FIG. 6 illustrates safe driving options accessible through
the dashboard interface in accordance with an embodiment;

FIG. 7 is an architectural diagram of the system in
accordance with an embodiment;

FIG. 8 illustrates a portable electronic device product
stack in accordance with an embodiment; and

FIG. 9 is a client architecture in accordance with an
embodiment.

DETAILED DESCRIPTION OF ILLUSTRATIVE
EMBODIMENTS

Methods and apparatuses for managing one or more
portable electronic devices and portable electronic device
functions are described herein. The methods and apparatuses
include software for portable electronic devices that can
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automatically detect when a portable electronic device user
is driving (or which can be activated in other ways), intel-
ligently manage inbound activity to the user, and alert the
user in a manner that allows the user to remain focused on
his or her driving activity while at the same time remaining
connected via the portable electronic device, automatically
and transparently to other users, friends, family, customers
and other important contacts via social networks, text mes-
saging, emails, instant messages and other communication
methods.

From herein the term “safe mode,” “driving mode,” and
“safe driving mode” will be used to refer to the behavior of
a portable electronic device being modified when it is
detected that the portable electronic device is traveling at
driving speed, or when one or more user defined safety
thresholds are met. The safe mode is activated by the safety
circuit, disclosed herein. Although references may be made
herein to a cellular phone or cellular device as an example
of the portable electronic device, the description is not
limited to use on cellular type devices alone. Any type of
communication device using any type of communications
network could likewise practice the embodiment illustrated
herein.

Likewise, the following description should not be used to
limit the scope of the embodiments and the invention
disclosed herein. Other examples, features, aspects, embodi-
ments, and advantages of the invention will become appar-
ent to those skilled in the art from the following description.
As will be realized, embodiments are capable of other
different and obvious aspects, all without departing from the
invention. For example, factors other than speed can be used
to activate a safety feature or invoke a safety policy. Instead
of measure speed, the portable electronic device could detect
movement that is unrelated to speed. If a user is wearing a
phone on their hip or has the phone in a bag or pocket, the
phone will move in a manner different than if the same
device was in a car or vehicle. This non-liner movement
could be measured and used to determine that the user is
walking or running. So as to prevent the user from being in
danger in traffic on a busy street, a safety policy could be
evoked when such movement is detected to prevent the user
from using features or functions of the device while moving
in this fashion. Likewise, when this type of movement is
detected, the safety policy could be set to understand the
user was no longer driving and could therefore stop blocking
functions or features that were being blocked. Other forms
of movement could be used for similar purposes.

Accordingly, the drawings and descriptions should be
regarded as illustrative in nature and not restrictive. It should
therefore be understood that the inventor contemplates a
variety of embodiments that are not explicitly disclosed
herein.

An embodiment adds to or extends the functionality of a
portable electronic device, its applications and the commu-
nications network it utilizes while a user with the device is
driving. It includes the ability to determine the speed at
which a motor vehicle is operating. This speed detection
ability is accomplished by various means, including by
known GPS systems, by processing location information
from cell site information, by a combination of handset and
network based information, by network based information
alone, by vehicle equipment, by equipment added on to the
vehicle, or even by manual entry. An embodiment improves
the safety of a driver while using a mobile device, its
applications and services by allowing the driver of a motor
vehicle to keep focused on the road and hands on the
steering wheel instead of on the mobile device.
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An embodiment manages incoming and outgoing calls,
alerts, and messages while a user is driving a motor vehicle.
For example, in response to an incoming call or a text based
communication the portable electronic device can record the
incoming communication on the portable electronic device,
while suppressing any visual or audio alerts until the user
has stopped driving. The actions taken by the portable
electronic device when a user is driving can be defined
according to a safety policy. The safety policy can be broad,
such as disabling all functions of the portable electronic
device when in safe mode. The safety policy can also be very
detailed, such as suppressing alerts for emails, auto-reply to
text messages, and automatic status updates of social net-
work sites.

Embodiments are not restricted to having a safety policy.
An embodiment can disable or modify the behavior of one
or more functions of the portable electronic device while the
user is driving using a default set of options. In this case the
user can have the option to override.

An embodiment manages and integrates third party appli-
cations. An embodiment enhances the answering and
responding to incoming calls, emails, text messages in the
environment of a portable electronic device, including the
notification and answering “tone” or “message” that audibly
alerts the user and if applicable provides hands-free and
voice-based mechanisms to respond. An embodiment also
transmits status messages transparently and automatically
while the user is driving a motor vehicle.

In an embodiment, the user can control the operation of
the portable electronic device when engaged in safe mode by
voice-recognized actions, including the audio output control
and input commands. The device may receive specialized
notifications, such as personalized ring-tones, to alert the
user of different incoming messages based on type of
message and sender of the message. A priority list and/or
contact list may also be enabled on the mobile device, for
later synchronization with other devices, or other manipu-
lation. The priority list is used to filter and respond to alerts,
notifications, tones and messages based on a set of policies
or rules.

For example, an embodiment operates when a motor
vehicle is being driven. An embodiment detects when the
device is in a moving vehicle from an initial stopped
position, at the beginning of a user’s journey. This detection
may be accomplished by several means, including by known
GPS systems, by processing location information from cell
site information, by a combination of handset and network
based information, by network based information alone, by
vehicle equipment, by equipment added on to the vehicle, or
even by manual entry. Other location based detection ser-
vices can be used to determine when the user is in a motor
vehicle, including connection with a cradle or charger,
connection with a BLUETOOTH system in a motor vehicle,
connection with a personal navigation device, activation of
some other type of key or token mechanism associated with
the vehicle, or the like.

An embodiment provides near-real-time status of the
portable electronic device in terms of “speed”. When the
system determines that the device is moving faster than a
pre-determined threshold speed, such as 10 miles per hour,
an embodiment automatically engages so as to restrict
incoming and/or outgoing activity and to enhance access to
certain applications and services provided by the portable
electronic device to make them safer to the user. The speed
can then be monitored on a regular basis to determine if it
stays consistently above the threshold speed so that the
desired restricted activity stays engaged. The user may also
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manually opt out of the safe driving application, by entering
a special code, pressing a designated button on the portable
electronic device, or by issuing a voice command. The
manner in which a user chooses to manually opt out of the
safe driving application will depend on a set of policy
settings specified by the user. Moreover, an embodiment
operates so as to distinguish between temporary speed limits
below the threshold. An embodiment thus engages when the
portable electronic device is detected to be moving above a
threshold, remains engaged through various driving activi-
ties (including routine stop-and-go travel situations), and
disengages when the user reaches his or her destination or
selectively makes a specific action to disengage the appli-
cation.

An embodiment allows the user to remain focused while
driving by auto-replying to incoming calls, text messages,
email, instant messages, or other types of incoming mes-
sages. Auto-replies inform the other party that the user is
busy driving. Status messages can also be sent to a pre-
determined list of contacts based on status changes of the
portable electronic device. These status messages provide
information about the state of the user which may include
location, speed, direction, or geo-location information for a
third-party application. The status messages may also be
posted to social networking sites, a blog, or to any other
website with an API that supports the posting of status
messages.

In FIG. 1, an exemplary portable electronic device system
(10) is shown, comprising a portable electronic device (20)
and a speed detector (30). In one embodiment, the portable
electronic device (20) comprises a cell phone. As used
herein, the term “cell phone” shall be read to also include
devices having walkie-talkie features. Also as previously
noted, a portable electronic device (20) may comprise a
variety of other electronic devices, including but not limited
to cellular devices, mobile devices, portable digital assis-
tants (PDA’s), laptop computers, netbooks, smartbooks,
MP3 players such as I-PODS and the like, other telecom-
munications devices, other data processing devices, and the
like. Other suitable examples of a portable electronic device
(20) will be apparent to those of ordinary skill in the art.

In the embodiment illustrated in FIG. 1, a local portion
(34) of the speed detector (30) is integral with the portable
electronic device (20). It will be appreciated that the entirety
of speed detector (30) may be integral with or otherwise
local to the portable electronic device (20). Alternatively, the
entirety of speed detector (30) may be separate from, outside
of, or otherwise remote relative to the portable electronic
device (20). Still other suitable relative configurations of
portable electronic device (20) and speed detector (30) will
be apparent to those of ordinary skill in the art. Exemplary
embodiments of the portable electronic device (20) and the
speed detector (30) will be discussed in greater detail below,
while other embodiments will be apparent to those of
ordinary skill in the art in view of the teachings herein.

The speed detector (30) of the present example comprises
a remote portion (32) and a local portion (34). In this
example, the remote portion (32) is positioned outside of the
portable electronic device (20); while the local portion (34),
to the degree it exists at all, is positioned within the portable
electronic device (20). The remote portion (32) is in com-
munication with the local portion (34). The speed detector
(30) further comprises a speed detection logic (50) in
communication with the local portion (34). Of course, the
speed detection logic (50) may be in communication with
remote portion (32) in addition to or as an alternative to
being in communication with local portion (34).
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In the present example, the speed detector (30) is operable
to determine the speed at which the portable electronic
device is traveling (e.g., linear speed), and is configured to
communicate a signal from the speed detection logic (50)
that is indicative of that detected speed. Various methods and
devices for accomplishing such speed detection will be
described in greater detail below, while others will be
apparent to those of ordinary skill in the art in view of the
teachings herein. Furthermore, other signals could be used in
place of a signal indicative of detected speed, such as a
manual signal, some form of signal indicating that the phone
is in a vehicle, or that the vehicle is turned on, etc.

In one embodiment, the speed detector (30) comprises a
Global Positioning System (GPS). In particular, a remote
portion (32) of the speed detector (30) comprises one or
more GPS satellites; while a local portion (34) of the speed
detector comprises a GPS receiver. Various ways in which a
GPS system may be used in accordance with several
embodiments will be discussed in greater detail herein,
while others will be apparent to those of ordinary skill in the
art in view of the teachings herein. In addition, components
other than GPS systems that are suitable for providing a
speed detector (30) will be apparent to those of ordinary skill
in the art.

In another embodiment, speed is determined using land-
based signal triangulation techniques. In this embodiment,
the portable electronic device (20) comprises a transmitter/
receiver as a local portion (34) of a speed detector (30); with
a remote portion (32) of the speed detector (30) comprising
a plurality of fixed base stations. For instance, three fixed
base stations may send a signal, with the transmitter/receiver
sending a responding signal. The time it takes for these
signals to arrive may be used in a mathematical triangulation
algorithm to calculate an approximate position of the cell
phone, with changes in position leading to speed. Suitable
triangulation techniques for obtaining traffic information
and providing emergency response are disclosed in U.S. Pat.
No. 6,901,264, the disclosure of which is incorporated by
reference herein. Of course, any number of base stations
may be used, as may any other variation of the triangulation
techniques described above. Similarly, any other type of
speed detector (30) may be used.

The portable electronic device (20) of the present example
comprises a safety circuit (40). In the present example,
safety circuit (40) resides within the portable electronic
device (20). However, it will be appreciated that all or part
of safety circuit (40) may reside outside of the portable
electronic device (20). The safety circuit (40) comprises a
safety logic (42), a threshold logic (44), and a timer (46). In
the present example, the speed detection logic (50) is also
part of the safety circuit (40) (i.e., in addition to being part
of the speed detector (30)). The timer (46) is operable to
communicate a signal indicative of time, such as a periodic
pulse or the like. The timer (46) is in communication with
the speed detection logic (50), the threshold logic (44), and
the safety logic (42) in this example. Those of ordinary skill
in the art will appreciate, however, that timer (46) may be in
communication with less than all of these components, or
may be otherwise substituted, supplemented, or omitted
altogether.

In one embodiment, the remote portion (32) and the local
portion (34) of speed detector (30) are operable to determine
positioning of the portable electronic device (20). The
remote portion (32) and local portion (34) of speed detector
(30) are further operable to communicate such positioning
information to the speed detection logic (50). With at least
two sets of positioning information, the speed detection
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logic (50) is operable to calculate a distance traveled by the
portable electronic device (20). Using the timing signal
communicated by the timer (46), the speed detection logic
(50) is operable to calculate the speed at which the portable
electronic device (20) is traveling by dividing the distance
traveled by the time taken to travel that distance. The speed
detection logic (50) then communicates a signal to the
threshold logic (44) indicative of the speed calculated by the
speed detection logic (50). Of course, a variety of alternative
methods and techniques may be used to determine the speed
at which portable electronic device (20) is traveling, all of
which are contemplated herein.

In another embodiment, the speed detector (30) is con-
figured to take positioning readings at predetermined time
intervals. In this embodiment, the timer (46) is used to
communicate the passage of such time intervals to the speed
detector (30). Thus, with the time interval between first and
second positions being known, the timer (46) need not be in
communication with the speed detection logic (50). That is,
the value of the predetermined time interval may be already
incorporated into the speed detection logic (50). In yet
another embodiment, the timer (46) communicates passage
of a predetermined time interval to the speed detection logic
(50), and the speed detection logic (50) uses such a com-
munication to command the local portion (34) and/or remote
portion (32) of the speed detector (30) to take positioning
readings at such times. Still other suitable structural and
logical configurations will be apparent to those of ordinary
skill in the art.

The threshold logic (44) in this example is configured to
compare the speed indicated by the signal communicated by
the speed detection logic (50), the speed signal, to a thresh-
old value. When the value of the speed signal exceeds the
threshold value, the threshold logic (44) is configured to
communicate a threshold exceeded signal to the safety logic
(42) to indicate that the threshold has been exceeded. In one
embodiment, where the threshold logic (44) is further in
communication with the timer (46), the threshold logic (44)
is configured such that it will communicate the threshold
exceeded signal to the safety logic (44) only when the speed
threshold has been exceeded for a certain amount of time. In
other words, in this embodiment, the threshold logic (44) is
configured to determine the amount of time during which the
portable electronic device (20) is traveling beyond a thresh-
old speed.

In another embodiment, the threshold logic (44) simply
communicates a threshold exceeded signal to the safety
logic (42) when the threshold speed has been exceeded, and
the safety logic (42), being in communication with the timer
(46), determines whether the threshold speed has been
exceeded for a certain amount of time. In either case, it will
be appreciated that the threshold exceeded signal commu-
nicated by threshold logic (44) may be substantially instan-
taneous (e.g., a single pulse) to indicate that the threshold
has been exceeded, may be continuous during the time that
the threshold is being exceeded, or may have any other
duration(s) or properties.

In the present example, the safety logic (42) is operable to
communicate one or more signals to another component of
the portable electronic device (20). Such a signal may be
communicated in response to an indication from the thresh-
old logic (44) that the speed threshold has been exceeded,
that the speed threshold has been exceeded for a certain
period of time, or in response to any other condition(s). In
this example, the signal(s) communicated by the safety logic
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(42) is configured to disable one or more functions of the
portable electronic device (20), as will be described in
greater detail below.

It will be appreciated that safety logic (42) may be
configured such that different signals may be communicated
by safety logic (42) in response to different speed thresholds
being exceeded and/or other different conditions, with such
different signals being communicated from safety logic (42)
effecting the disablement of different functions of the por-
table electronic device (20). In other words, safety logic (42)
may be configured to disable a variety of functions of
portable electronic device (20) in response to a variety of
conditions, including combinations thereof. By way of
example only, the conditions triggering such a response from
the safety logic (42) may comprise one or both of speed and
time. As another example, where a plurality of functions
may be disabled in response to a plurality of conditions, the
particular function(s) disabled may be dependent upon a
particular condition or particular conditions. Other suitable
conditions and responses will be apparent to those of ordi-
nary skill in the art.

A flow diagram is provided in FIG. 2 to illustrate several
possible steps that may be used in performing exemplary
methods in accordance with several embodiments described
herein. In block (100), the portable electronic device (20) is
being used. In block (110), a first position of the portable
electronic device (20) is determined. In block (120), a
second position of the portable electronic device (20) is
determined. It will be appreciated that such positioning
determinations (110, 120) may be performed using one or
both of the remote portion (32) and the local portion (34) of
the speed detector (30), and/or using any other suitable
component(s).

In block (130), the lapse of time between the portable
electronic device (20) being in the first and second positions
is determined. It will be appreciated that such a lapse of time
determination (130) may be performed using the speed
detection logic (50) and/or timer (46), and/or using any other
suitable component(s). It will also be appreciated that the
lapse of time may be a predetermined value as described
above. In other words, the positioning determinations (110,
120) may be made at predetermined time intervals, such that
the lapse of time between the two positions is predeter-
mined. The timer (46) may be used to provide such a
predetermined time interval. Suitable time intervals for
making positioning determinations (110, 120) in such an
embodiment will be apparent to those of ordinary skill in the
art.

In yet another embodiment, predetermined time intervals
are used by default, with ad hoc time intervals being
determined (130) where the second position cannot be
determined (120) for whatever reason at the expiration of the
default predetermined time interval. For instance, where a
speed detector (30) comprises a GPS system, a predeter-
mined time interval for making positioning determinations
(110, 120) may be used by default, with an ad hoc time
interval being determined (130) when the second position
cannot be determined (120) at the expiration of the prede-
termined time interval when communication of the GPS
system breaks down due to temporary interference with or
obstruction of the GPS signal. Still other variations will be
apparent to those of ordinary skill in the art.

In block (140), the distance traveled by the portable
electronic device (20) between the first and second positions
is determined. Such a distance traveled determination (140)
may be performed by the speed detection logic (50) and/or
any other suitable component(s). This distance traveled
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determination (140) may be based on the first and second
positions determined in blocks (110) and (120), or may be
otherwise determined.

Next, in block (150), the speed at which the portable
electronic device (20) is traveling is determined. Such a
speed determination (150) may be performed by the speed
detection logic (50) and/or any other suitable component(s).
In one embodiment, the speed is calculated by dividing the
distance traveled, as determined in block (140), by the time
taken to travel that distance, as determined in block (130).
Of course, any other methods and/or components may be
used to determine the speed at which the portable electronic
device (20) is traveling.

In block (160), the speed calculated in block (150) is
compared to a threshold. Such a threshold comparison (160)
may be performed by the threshold logic (44) and/or any
other suitable component(s). In one embodiment, the speed
threshold is approximately equal to average walking speed
(e.g., 2-4 mph). In another embodiment, the speed threshold
is approximately equal to average running speed (e.g., 4-10
mph). In yet another embodiment, the speed threshold is
approximately 25 mph. In addition, it will be appreciated
that several thresholds may be used. For instance, the
applicable threshold may depend on a variety of conditions
(e.g., location, the type of device, etc.). In another embodi-
ment, a speed threshold is set by a consumer as described in
greater detail below. Still other suitable speed threshold
values, as well as ways in which the use of speed thresholds
may be varied, will be apparent to those of ordinary skill in
the art.

In block (170), it is determined whether the speed calcu-
lated in block (150) is in excess of the threshold. This
determination (170) may be performed by the threshold
logic (44) and/or any other suitable component(s). If the
determination of block (170) is that the speed of the portable
electronic device (20) is not above the threshold, the method
may proceed to block (180), which comprises continuing to
permit normal use of the portable electronic device (20). In
such a situation, the method may proceed back to block
(110), to determine positioning, time lapse, distance trav-
eled, speed, etc. again.

It will be appreciated that some level of data processing
may be required in order to determine speed (150) and/or to
compare the determined speed to a threshold (160). In one
embodiment, the processing is performed locally (e.g.,
within the portable electronic device (20)). In another
embodiment, the processing is performed remotely (i.e.,
remote from the portable electronic device (20)). Of course,
the processing may also comprise a combination of local and
remote processing.

As shown in FIG. 2, a variety of responses may be
provided upon a determination (170) that the speed is in
excess of the threshold. One exemplary response is to simply
turn off the portable electronic device (20), as shown in
block (200). For instance, all further use of the portable
electronic device (20) may be prevented until the speed falls
back below the threshold when the portable electronic
device (20) is turned back on.

Another exemplary response is to disable one or more
functions of the portable electronic device (20), as shown in
block (210), and as will be described in greater detail below.
It will be appreciated that the above responses (200, 210)
may be provided via a signal from the safety logic (42)
and/or any other suitable component(s). In one embodiment,
the portable electronic device (20) is a telecommunications
device that provides voice communication and text messag-
ing. In this embodiment, transmission of such voice and text
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is blocked as part of a function disabling response (210). In
another version of this embodiment, text messaging capa-
bilities are disabled while voice communication is permit-
ted. Other variations will be apparent to those of ordinary
skill in the art. The disablement of a function (210) of a
portable electronic device (20) may be referred to herein as
a “blocking function.” Thus, as used herein, it will be
appreciated that a “blocking function” is operable to block,
disable, or otherwise affect another function of a portable
electronic device (20).

In another embodiment, the portable electronic device
(20) is a telecommunications device that provides walkie-
talkie communication. For instance, an example of such a
portable electronic device (20) in this embodiment may be
a cell phone that has a walkie-talkie or push to talk feature.
In this embodiment, the walkie-talkie functioning of the
portable electronic device (20) is disabled as part of a
function disabling (210) response. Of course, other varia-
tions with such a device may be used.

In another embodiment, the portable electronic device
(20) has a display screen. An example of such a portable
electronic device (20) in this embodiment may be an I-POD
or MP3-type player, cell phone, PDA, etc. In this embodi-
ment, the display screen is disabled, blocked or is pro-
grammed to show a specific screen or set of screens as part
of a function disabling response (210).

While several examples of complete or partial disable-
ment of one or more functions have been described above,
it will be appreciated that any other functions may be
disabled as part of a function disabling response (210),
including but not limited to disablement of incorporated
games, cameras, internet access, applications, etc., including
combinations thereof. In addition, where more than one
speed threshold is used, certain responses may be associated
with a particular threshold. Similarly, as will be described in
greater detail below, certain responses may be provided at
different time intervals during a period at which the speed is
above a threshold.

Yet another exemplary response is to measure the time
during which the speed is above the threshold, as shown in
block (220). By comparing such time during which the
speed is above the threshold against a time limit, a deter-
mination may be made as to whether the time limit has been
exceeded, as shown in block (230). If the time limit has not
yet been exceeded, the time during which the speed is above
the threshold may continue to be measured (220) and
compared against a time limit to determine (210) whether
the time limit has been exceeded. Upon determining (230)
that the time limit has been exceeded, a response; such as
turning off the device (200) or disabling one or more
functions of the device (210), may be provided. It will also
be appreciated that more than one time limit may be used.
For instance, a variety of time limits may be used, with one
of the time limits being selected based on the speed calcu-
lated in block (150) or based on any other condition(s). Still
other ways in which one or more time limits may be used
will be apparent to those of ordinary skill in the art. It will
also be appreciated that the timer (46) and/or any other
suitable device may be used to measure (220) the time
during which the speed is above the threshold and/or deter-
mine (230) whether a time limit has been exceeded.

In yet another embodiment, the portable electronic device
(20) is configured to be selectively coupled with one or more
hands-free devices, as will be described in greater detail
below. In such an embodiment, as shown in block (240), a
determination is made as to whether the hands-free device is
being used. If it is determined (240) that a hands-free device
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is being used, the method may include continuing to permit
normal use of the portable electronic device (20) as shown
in block (180). In another embodiment, partial use of the
portable electronic device (20) is permitted in response to
determining (240) that a hands-free device is being used. In
the present example, if it is determined (240) that a hands-
free device is not being used, a response, such as turning off
the device (200) or disabling one or more functions of the
device (210), is provided. In yet another embodiment, the
type of response provided upon a determination (240) that a
hands-free device is or is not being used is dependent upon
the type of hands-free device being used. Still other ways in
which a response may be provided upon a determination
(240) that a hands-free device is or is not being used will be
apparent to those of ordinary skill in the art.

For instance, in one embodiment of the cell phone
example, transmission and reception of voice-only commu-
nications is permitted when a hands-free earpiece and micro-
phone attachment is used. In this example, the cell phone
may further permit voice activated dialing and/or voice
activated answering.

While several exemplary steps have been described above
with reference to FIG. 2, it will be appreciated that any of
those steps may be varied, substituted, omitted, or supple-
mented in any suitable way. It will also be appreciated that
the steps need not be performed in the order shown. By way
of example only, the time lapse determination (130) may be
performed after the distance traveled determination (140).
Alternatively (e.g., where the time lapse is predetermined),
the time lapse determination (130) may be omitted. As
another example, the determination (240) of whether a
hands free device is being used may be performed before the
first position determination (110), such that the first position
determination (110) and the steps thereafter are simply not
performed when it has been a determined that a hands-free
device is being used (240). Still other ways in which the
methods shown in FIG. 2 may be varied will be apparent to
those of ordinary skill in the art.

While several embodiments have been described in gen-
eral terms above, further embodiments will be described
below in more specific terms in the context of a cell phone
as a portable electronic device (20). It will be appreciated,
however, that all of the embodiments described herein,
regardless of the specificity of such descriptions, are merely
exemplary.

In one embodiment, as described above and below, a
portable electronic device is provided with a safety feature
that is configured to implement policies regarding how and
when the device can be used under certain circumstances,
such as preventing use of a cell phone when the user and cell
phone are traveling beyond a certain speed. It will be
appreciated that a variety of techniques for detecting speed
may be used, and that a variety of responses may be
employed upon the detection of a certain speed. Several of
such techniques and responses are described herein, while
others will be apparent to those of ordinary skill in the art.

In the present example, a cell phone includes a GPS
receiver. It will be appreciated that, by being able to deter-
mine the approximate positioning of an object, such GPS
systems may also be used to determine the speed of an
object. For instance, and as described above, the speed of an
object may be determined by dividing the distance traveled
by the object (e.g., calculated by taking two positioning
readings) by time taken by the object to travel that distance
(e.g., the time between the two positioning readings). A GPS
system may thus be used to determine the linear traveling
speed of a cell phone, and hence, the speed of a user of the
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cell phone. It will be appreciated that the accuracy or
precision of positioning readings that are used to determine
speed need not be great per se. In other words, in one
embodiment, the actual location of the device is relatively
unimportant, while the change in location of the device is
more important. Alternatively, a device may be used where
the actual location of the device is more important. In
another embodiment, the actual location of the device and
the change in location of the device are simply irrelevant
(e.g., the speed is determined using an alternative tech-
nique).

In an embodiment, if the cell phone is equipped with an
accelerometer (which many are so as to protect the phone by
shutting it off prior to hitting the ground when the phone has
been dropped), the detection of acceleration can be used in
place of speed. As previously noted, the vehicle itself can
also communicate with the phone or an intermediate device
that is in communication with the vehicle, which can in turn
communicate information about the vehicle, or about the
user, to the phone. For example, the vehicle could be
equipped with devices (sensors, detectors, etc.) that deter-
mine the relative position or closeness of various electronic
devices within the vehicle and provide signals to the cell
phone in the driver’s position that result in the phone being
subject to restrictions on use, while other phones in the
vehicle are not. Thus, while several devices and techniques
for determining speed (150) have been described above, it
will be appreciated that a variety of alternative devices and
techniques may be used to determine speed (150). Such
alternatives will be apparent to those of ordinary in the art.

In an embodiment, the cell phone could be configured to
detect its speed when it is turned on, and before permitting
further use. Subject to some conditions, the cell phone will
permit further use upon being turned on only if the speed is
below a certain threshold. If the speed is below the thresh-
old, the cell phone will permit use until that threshold is
exceeded. Thus, it will be appreciated that the cell phone
may continue to monitor speed during use of the cell phone.
Such monitoring may be substantially continuous, periodic,
or be triggered by any suitable event(s) or condition(s).

Upon detecting that the speed has exceeded a speed
threshold, or some other threshold have been met or
exceeded or some other condition met, the cell phone of the
present example is configured to provide one or more
responses. For instance, such responses may be provided in
the form of response functions or blocking functions. In one
embodiment, a cell phone is simply turned off when the
speed is above a threshold, and all further use of the cell
phone is prevented until the speed falls back below the
threshold when the cell phone is turned back on. In another
embodiment, the cell phone remains on during the response,
but the cell phone is configured to block transmission and
reception of voice and text messaging (e.g., through stan-
dard telephony protocol, via a walkie-talkie feature, or
otherwise, including combinations thereof), to conceal the
display screen, and to disable incorporated games, cameras,
internet access, applications, etc. Of course, a variety of
alternative responses may be employed upon the detection
that the speed has exceeded a threshold. When one or more
response functions have been affected, the cell phone or
other portable electronic device (20) may be considered to
be in a “safe mode.”

It will be appreciated that a portable electronic device (20)
may optionally further comprise a feature configured to at
least partially override the response/blocking function(s)
under certain conditions. For instance, in one embodiment of
the cell phone example, a feature is configured to override
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the blocking of transmission and reception of voice-only
communications when a hands-free earpiece and micro-
phone attachment is used. Such overriding may occur
regardless of whether the earpiece and/or microphone is
hard-wired or wireless. In this example, the cell phone may
further permit voice activated dialing and/or voice activated
answering. Of course, a variety of other conditions may
trigger the overriding of one or more blocking functions.
Other conditions, as well as other blocking functions that
may be at least partially overridden, will be apparent to those
of ordinary skill in the art.

As used herein, terms such as “override,” “overridden,”
etc., shall be understood to refer to instances where one or
more signals that effect a response blocking/alerting func-
tion are present, but at least one of those one or more signals
are nullified by one or more separate override signals.

Such terms shall also be understood to refer to an instance
where at least one signal to effect a blocking function is
simply removed. In addition, such terms shall be understood
to include an instance where speed detection, threshold
comparison, and/or some other portion of the methods
described herein is not performed in response to the pres-
ence of a condition such as use of a hands-free device. In
addition, the terms shall include all functional equivalents of
these instances.

In yet another embodiment, at least a portion of the
blocking function(s) is/are overridden when the user is a
passenger in a car, train, airplane, etc. Alternatively, a
portable electronic device (20) may be configured such that
the speed detecting and/or blocking functions may be
enabled only when the user is in a car or is driving a car.

In one example of this embodiment, such positioning of
the user is determined by comparing GPS or other position-
ing data to a map, two-dimensional model of an environ-
ment, three-dimensional model of an environment, or the
like. For instance, where a map or model includes streets,
and the resolution of the GPS or other technology permits
the determination of whether a user is closer to the middle
of the street or the edge of the street (depending on the side
of the street in which cars are generally driven in the user
area and the side of the car in which the driver usually sits,
the position of the user in a car (e.g., driver side or passenger
side) may be inferred.

Such intra-vehicle positioning may be used to prevent the
disablement of cell phone features despite a non-driving
user’s traveling speed being beyond the threshold. In other
words, where the user of a portable electronic device (20) is
a passenger in a car traveling at a speed above the threshold,
and it is determined that the user is a passenger and not the
driver of the car, one or more blocking functions may be
prevented based on the determination that the user is a
passenger and not the driver. Still other ways in which the
status of a user of a portable electronic device (20) may he
determined (e.g., whether the user is a driver or a passenger
in a car), and ways in which such a determination may be
used to influence the functioning of one or more components
of a portable electronic device system (10) (e.g., a safety
circuit (40)), will be apparent to those of ordinary skill in the
art.

With respect to trains, ferries, boats, places, etc., a map or
model may include data representing train tracks or a lack on
nearby roads, such that it may be determined with the GPS
that the user is traveling beyond the threshold speed over the
train tracks, over water, in the air, etc., versus on a road. In
this example, the portable electronic device (20) may con-
tinue to function as if the user were not moving at all, in spite
of the fact that the user is traveling beyond the threshold
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speed. With respect to airplanes and the like, the speed
detector (30) or other technology may provide altitude data
sufficient to infer that the user is not driving a car. In another
embodiment, an additional speed threshold is provided,
whereby the cell phone will not switch to a safe mode when
the speed exceeds this additional threshold. For instance,
this additional threshold may be a speed at which airplanes
typically travel, beyond a speed at which automobiles typi-
cally travel. In this example, a safe mode may be activated
when the detected speed is between two thresholds, and not
activated when the speed is below the first threshold or
above the second threshold. Other ways for determining the
position of a user within a vehicle, whether the user is
driving a vehicle, and/or what type of vehicle a user is in,
and ways in which such a determination may be used to
influence the functioning of one or more components of a
portable electronic device system (10) (e.g., a safety circuit
(40)), will be apparent to those of ordinary skill in the art.

Notwithstanding the various potential overrides, such as
those described above, the one or more responses to the
detection of the speed exceeding the threshold may cease or
otherwise be removed when the speed falls below the
threshold. For instance, after detecting that the speed has
exceeded the threshold, and implementing the response(s),
the cell phone of the present example may continue to
perform speed detecting functions on a periodic or other
basis to determine whether the speed has fallen below the
threshold. Upon detecting that the speed has fallen below the
threshold, the cell phone of the present example may remove
the blocking function(s) and permit unrestrained use until
the speed again exceeds the threshold.

Alternatively, a timer, such as the timer (46) shown in
FIG. 1, may be used such that blocking functions are
removed only when the speed remains below the threshold
for a certain period of time. For instance, in one embodi-
ment, normal use of a portable electronic device (20) is
permitted immediately upon a determination that the speed
has fallen below the threshold. In another embodiment,
normal use of a portable electronic device (20) is permitted
only upon a determination that the speed has fallen below
the threshold for a certain period of time. In yet another
embodiment, using a tiered approach, a plurality of time
periods are used as milestones, such that one or more
functions are re-enabled at certain times after the speed has
fallen below the threshold. Still other ways in which a timer
(46), counter, or similar device may be used after the speed
has fallen back below the threshold, including but not
limited to the use of such a device to influence the re-
enablement of one or more functions of a portable electronic
device (20), will be apparent to those of ordinary skill in the
art.

It should be appreciated, that at a certain level, the
functions and operations of the safety circuit (40), the speed
detector (30) or even the speed threshold are interchange-
able. For instance, once the safety circuit has been activated,
it can be configured to continue applying a policy, such as
blocking, restricting, automatically replying, etc.) irrespec-
tive of whether the current speed of the portable electronic
device (20) remains above the threshold, as long as the speed
detector (30) is able to establish that the user of the device
is still driving. This is important so the device does not
suddenly become operable just because the driver is stopped
at a light or railway crossing for some extended period of
time. Thus, the current speed does not need to be the only
factor to be considered when determining whether the policy
is to continue being applied or if the safe driving mode of the
device should remain active.
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For example, as discussed above, a timer (46) or other
device may be used such that the blocking functions are
applied only when the speed exceeds the threshold for a
certain period of time, or may be applied to allow the
blocking functions to continue to be applied even though the
speed does not exceed the threshold for some period of time.
In another embodiment, where the portable electronic device
(20) is a cell phone, normal use of the cell phone is at least
partially permitted after the speed has exceeded a threshold,
but a timer (46) or other device is used to place time limits
on individual telephone communications made during the
period that the speed is above the threshold. For instance, a
cell phone may be configured such that telephone calls are
only permitted to last one minute if the calls are made,
received, or otherwise in progress during the time that the
speed is above the threshold. Of course, any other duration
limit may be used. In yet another embodiment of the cell
phone example, a timer (46) is used to govern the frequency
of telephone calls during the period that the speed is above
the threshold. For instance, if a call ends during the period
that the speed is above the threshold, a timer (46) may be
used to prevent another call from being made and/or
received until a certain amount of time has passed, so as to
prevent users from circumventing the one minute time limit
by stringing together calls.

Other ways in which a timer (46) or similar device may
be used will be apparent to those of ordinary skill in the art.
It will also be appreciated that a timer (46) may be substi-
tuted or supplemented in any suitable way. For instance, and
without limitation, a counter or other device may be used to
limit the number and/or frequency of calls made on a cell
phone when the speed is above the threshold and/or within
a certain period of time. For example, repeated calls to the
same number could be blocked after a first or second call.
The call frequency limit and the time limit placed on
individual telephone communications made while the device
is in safe mode may also apply when the device is used in
hands-free mode.

In yet another variation, the cell phone of the present
example may be configured to determine whether its speed
has fallen below the threshold only when the user attempts
to turn the cell phone on. For instance, in the embodiment
where the cell phone is turned off when the speed exceeds
the threshold, such as in the step indicated by block (200) in
FIG. 2, the speed detection will cease until the cell phone is
turned back on.

In embodiments where GPS or similar technologies are
used to detect speed or position, it will be appreciated that
occasions may arise where environmental factors or other
factors may adversely affect the functioning of the GPS or
other device. For instance, a GPS signal may be blocked
while a user is traveling in a tunnel, between skyscrapers,
etc., such that the speed of the portable electronic device
(20) cannot be determined. In such situations, the portable
electronic device (20) may be configured to default to a
particular mode. In one embodiment, a portable electronic
device (20) defaults to a safe mode when the speed cannot
be detected due to GPS signal blockage or other reasons. In
another embodiment, a portable electronic device (20)
defaults to a fully operational mode when the speed cannot
be detected due to GPS signal blockage or other reasons. In
yet another embodiment, alternative speed detecting
devices/techniques are used when a default speed detecting
device/technique ceases to yield satisfactory results. Other
ways in which the inability to detect speed may be addressed
will be apparent to those of ordinary skill in the art.
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In an embodiment, as noted above, an accelerometer may
be used to determine the traveling speed of the portable
electronic device when external speed detection signals are
lost. For example, GPS or land based signal triangulation
signals may be lost in tunnels or parking lots. The acceler-
ometer can use the last detected speed to continue providing
an estimate of the traveling speed of the device. The accel-
erometer may be integrated in the device, it may be external
to the device and to the vehicle, or it can be integrated in the
vehicle. In another embodiment, the current traveling speed
can be received from the car via a wireless connection, such
as a BLUETOOTH connection or other type of similar
connection.

Alternatively, the portable electronic device may be
docked into a port on the car, allowing for the traveling
speed of the car to be transmitted directly to the portable
electronic device. The traveling speed transmitted from the
car may come directly from the vehicle’s computer or it may
be received from a built-in navigation system in the vehicle.
In yet another embodiment, the traveling speed of the device
would be received from an external stand-alone navigation
system. Navigation systems provide geo-spatial positioning,
most commonly by using GPS data. Popular navigation
systems are manufactured by TOMTOM, GARMIN,
MAGELLAN, and NAVIGON. The portable electronic
device could connect with the external stand-alone naviga-
tion system or it could receive the positioning information
wirelessly if supported by the external stand-alone naviga-
tion system. Alternatively, the external navigation system
may connect to the portable electronic device via a port. In
such instance, the third party speed or position reporting
device could direct the operation of the phone, or the phone
could respond in some way to the third party devices. If the
portable electronic device has built-in GPS, then location
information could be queried directly from the built-in GPS
of the portable electronic device via an API. Location
information could also be queried from the portable elec-
tronic device if the portable electronic device can deduce
location information via Wi-Fi or via cellular towers.

The location requests and the calculation of the current
speed based on the location requests can have a detrimental
effect on the battery life of a portable electronic device.
Typically, location requests to be built in GPS or in assisted
GPS (A-GPS) systems on a mobile device are singular in
nature, such as “Where are you?” An application, either
local or remotely will request updates on a specified time
interval, such as every three minutes. These requests when
done frequently, such as every few seconds, for real-time
location or speed status, can have a negative impact on the
battery life of the portable electronic device. In addition, a
local or a remote request may be made to determine the
average speed of the mobile device, by taking a location
request at two defined intervals, and then calculating the
speed. As a consequence, calculating the average speed on
a regular interval will also significantly drain the battery life
of a device.

In an embodiment, the battery life of the portable elec-
tronic device is maximized by changing the frequency of
location/speed requests and the speed calculation based on
user behavior and various trigger events, such that the
frequency of location requests is made to match usage
patterns by a specific user over time. For example, the
frequency of location requests may initially be set to 30
seconds. However, after analyzing the usage by a specific
user, it may be determined that the frequency of location/
speed requests should be set to 30 seconds from 3 pm to 5
pm and to 5 minutes every other time.
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A baseline time interval, baseline interval, for checking
the traveling speed of the portable electronic device will be
based on a number of factors. The baseline interval could be
“0” in the case where the speed is only checked once the
device has been paired with another token or device, such as
occurs when using a hands-free interface with a BLU-
ETOOTH device. In an embodiment, the baseline interval
would be set to 30 seconds. However, any other time may be
used for the baseline interval. The actual frequency of the
location requests can fluctuate, by increasing or decreasing
the baseline interval, based on certain pre-defined events.
The frequency of the baseline interval may increase with
events, with and without the use of the current location
information, such as: the presence of a charger or other
electrical source that would initiate charging of the portable
electronic device; making or receiving phone calls; sending,
receiving, or reading emails; sending, receiving, or reading
text messages; the device being restarted or turned on; a
location update of the mobile device via an external signal;
and calendar events.

The amount of time, or running time, that a baseline
interval is active can be based on the type of event that
triggered the change in the baseline interval. For example,
the baseline interval may increase from 30 seconds to 10
seconds, with the baseline interval remaining at 10 seconds
for a period of 10 minutes (running time of 10 minutes),
immediately after the mobile device is powered on. After the
10 minute running time period, the baseline interval may be
changed to 15 seconds for the next 10 minutes, and after this
second 10 minute running time period, the baseline interval
might be set back 30 seconds until the next event is received.
Alternatively, if a call is received, and the device is not
engaged in safe mode, then the baseline interval could be set
to 15 seconds until the call terminates or until five minutes
after the call terminates. There are many variations for
running times for baseline intervals, with the running time
depending on the events occurring and on the specific usage
patterns of the user.

In an embodiment, the day of the week and the time of day
would be used to determine the value to use for the baseline
interval. In another embodiment, the safe driving mode may
be automatically enabled during a set of specified hours,
without the speed checking, and allowing the user to exit to
passenger mode if necessary.

In yet another embodiment, a policy can be used to
specify settings and preferences related to the maximization
of the battery life. For example, a battery saving policy can
be created which specifies that a user is more likely to be
driving during the 7 am to 9 am and the 4 pm to 7 pm
commuting hours. The baseline interval could then be auto-
matically increased during this time period to 10 seconds.
Alternatively, the baseline checking could be reduced to
every two minutes during non-commuting hours, or longer
when the device is on, but not in use. The policy may also
specify to only do the baseline checking during the specified
driving hours.

In an alternative embodiment, the days and time of day
when the portable electronic device has the most activity can
be saved and stored on a data file for further analysis. The
data file can then be analyzed to automatically identify times
of day when the baseline interval should be increased or
decreased. Peaks in the data file (local maxima) may rep-
resent times during which the user is most likely to be using
the device. Valleys (local minima) may represent times
during which the user is least likely to be using the device.
The baseline interval can then be set based on the identified
peaks and valleys. The height, or depth, and width of the
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peaks and valleys could be further used to specify the
running time and the value of the baseline interval. For
example, a baseline interval can be set proportional to the
height or depth, of the corresponding peak or valley. The
running time can be set proportional to the width of the peak
or valley. If a peak is wide, then the running time of the
baseline interval may be set to one hour, while a narrow peak
may be set to a running time of 10 minutes.

In an embodiment, the usage patterns can be displayed
visually to the user, either on the portable electronic device
via the dashboard. The usage patterns can be displayed using
various graphical and numerical representations. A numeri-
cal representation may consist of displaying one hour block
periods, such as “1 pm-2 pm”, with a number next to the
block period specifying the corresponding average amount
of activity. On the other hand, a visual representation may
consist of a line plot, with the height of the line at a point in
time representing the corresponding average amount of
activity. The visualization of the usage patterns can also be
used by the user or administrator to set baseline intervals and
running times based on personal preference. The user activ-
ity and usage patterns can be further segmented by activity
type. The user may then set the baseline interval based on the
times of day of most text messaging user activity, while
ignoring activity associated with phone calls. A battery life
policy may also specify that only the peaks and valleys of
one type of activity or a combination of user activities are to
be used for such purposes. This would allow a user to define
a battery life policy based on text messaging only, or text
messaging and email, etc.

In an embodiment, the baseline interval can be reduced
based on the remaining battery life of the portable electronic
device. The baseline interval may be set to 30 seconds when
the battery is at least half full. When the battery is less than
half full, the baseline interval may be reduced to every
minute or every two minutes, etc.

In yet another embodiment, usage patterns could be used
to train a machine learning algorithm in order to automati-
cally adjust the baseline interval and the running time of the
baseline interval based on the usage patterns of the user. The
machine learning algorithm could range from a simple
decision tree to a support vector machine. For example, if
using a decision tree, a branch of the decision tree may be:
if the current time is 3 pm and if the device has not been
engaged in safe mode for at least two hours, and if a call has
been received in the last five minutes, then increase the
baseline interval to 15 seconds for a period of 30 minutes.
The day and time of day, along with the corresponding
action or event at that point in time can be stored in a file.
For example, an entry in the file can be: “10-04-09 14:00;
incoming phone call; duration 10 minutes; driving false;”.
The first field specifies the exact date, the second field
specifies the type of event or communication received, the
third field specifies the duration of the event; and the last
field specifies whether the device was engaged in safe mode
at the time of the event. The information can be converted
into a format suitable for training a machine learning algo-
rithm, as is known in the art. For example, there may be a
total of 20 possible events, for which receiving an incoming
call is the fifth event. In that case the incoming phone call
event can be represented by the number 5. The driving status
of either true or false can be represented as 1 for true and 0
for false.

It will also be appreciated that features described herein
may be subject to consumer activation. In other words, a
consumer may be given the choice of having the speed or
motion detection and/or response functions activated or
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otherwise enabled. For instance, a parent may purchase a
pair of cell phones—one for himself/herself and one for
his/her child.

The parent may activate the speed or motion detection and
response functions with respect to his/her child’s cell phone,
but refrain from activating the functions with respect to
his/her own cell phone. The cell phone manufacturer, service
provider, parent, or other entity, may activate or otherwise
enable the speed detection and response functions in the cell
phone(s) accordingly. For example, a state may pass a law
requiring all phones sold within that state to be equipped
with safe driving technology and for the safe driving fea-
tures to be activated when the phone is activated. Accord-
ingly, as used herein, the term “consumer” shall be read to
include, but not necessarily be limited to, a retail seller of a
portable electronic device (20), a provider of services asso-
ciated with a portable electronic device (20), a purchaser of
a portable electronic device (20), a user of a portable
electronic device (20), the parent or another person associ-
ated with a user of a portable electronic device (20), a
manufacturer of a portable electronic device (20), etc.

In one embodiment, at least a portion of a safety circuit
(40) of a portable electronic device (20) is subject to
selective consumer activation and deactivation. In such
embodiments, the selective activation/deactivation of at
least a portion of the safety circuit (40) may provide selec-
tive activation/deactivation of one or more of the safety
logic (42), the threshold logic (44), the speed or motion
detection logic (50), and/or any other component. For ease
of convenience in this specification, the speed or motion
detection and the idea of detecting speed or some other type
of motion will be referred to herein as speed detection, even
though other types of motion could also be detected and
utilized in the same manner as speed. In another embodi-
ment, a consumer preference logic is present, and is con-
figured to selectively override a signal communicated from
and/or within the safety circuit (40). Still other logical and
structural configurations for providing selective activation/
deactivation of features described herein will be apparent to
those of ordinary skill in the art.

Selective consumer activation/deactivation includes the
ability to manually engage safe driving mode, to manually
disengage safe driving mode, and to temporarily disengage
safe driving mode for a period of time. Safe driving mode
can be manually engaged and disengaged by selecting the
corresponding safe driving application in the portable elec-
tronic device, by pressing a designated key in the portable
electronic device, by pressing a soft key, by entering a code,
by issuing a voice command, etc. A user may also be able to
send a message or a request to a third party to allow the user
to deactivate the safety circuit at a particular time, for a
period of time, or in other circumstances. Options to disen-
gage safe driving mode may be more accessible, such as by
simply tapping the display screen of the portable electronic
device, or pressing any key. Manually disengaging safe
driving mode is useful for when the user is a passenger in a
vehicle, a bus, a train, a plane, other methods of public
transport, etc.

In an embodiment, the speed detection logic can also
include logic for determining if the mobile device is in the
position of a driver or a passenger in a car/truck or similar
type of vehicle, or not in a vehicle on a roadway, such as a
bus, train, ferry, boat, plane, etc. For example, through
utilization of GPS data, a measurement could be made of the
relative position of the mobile device from a centerline of a
roadway upon which the vehicle was travelling. If the
mobile device was within a certain threshold distance to the
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centerline, the mobile device would be assumed to be in the
possession of a driver and if the mobile device was outside
of the threshold distance, the mobile device would be
assumed to in the possession of a passenger. Similar types of
analysis could be performed on mobile devices that were
determined to be moving, but not on roadways because the
user was in a train, boat, ferry, plane, etc.

In an embodiment, safe driving mode may be temporarily
disengaged for a period of time, such as for one minute, 5
minutes, etc. The temporary disengagement of the safe
driving mode will be referred to herein as a snooze. The
snooze feature can be accessible through a key, a soft key,
to a tap of the display screen, to a voice command, or to a
menu option. The snooze may also allow the user to com-
plete one task, before enabling the safe driving mode again.
For example, the user could press the snooze button and
send one text message. After the text message was sent, then
the safe driving mode would re-engage automatically. In an
alternative embodiment, the duration time of the snooze
feature is adjusted according to usage patterns. For example,
if the user constantly activates the snooze feature, then the
duration time of the snooze may be increased accordingly.
Alternatively, the duration time may be reduced if the
portable electronic device is only used for a small portion of
the total duration time of the snooze.

The policy determining the selective activation of features
described herein may further comprise the use of a code. For
instance, a parent may use a code to activate the policy and
features on a child’s cell phone. Such a code may be used
locally (e.g., input into the cell phone itself), remotely (e.g.,
submitted via a telephone to a service provider or via the
Internet, etc.), or combinations thereof. It will also be
appreciated that, regardless of whether a code is used to
activate the features, a code may additionally or alternatively
be required to de-activate the policy and/or features
described herein.

In one embodiment, the policy, such as speed detection
and/or response features described herein, may be provided
by default with a portable electronic device (20), such that
de-activation of those features is required in order to disable
such features. In another embodiment, the policy described
herein may be de-activated by delimit, such that activation
of the features included in the policy is required in order to
initially enable such features. In yet another embodiment, a
consumer may be provided the option of selecting their own
policy, such as selection from among a plurality of available
features for activation and/or the option of otherwise con-
figuring the provision of such features. For instance, a
consumer may be given the option of selecting the type of
response provided through the portable electronic device
(20) when the speed has exceeded the threshold, a time
period that must lapse with the speed above the threshold
before a response is provided, the speed threshold itself, or
any other configuration selection. Still other ways in which
policies and features may be selectively configured, acti-
vated, and/or de-activated, including but not limited to code
alternatives and methods of using the same, will be apparent
to those of ordinary skill in the art.

Alternatively, portable electronic devices described
herein. may be provided with the speed detection and
response functions enabled regardless of consumer prefer-
ence for those functions. Accordingly, it will be appreciated
that input indicating a consumer preference need not be
permitted.

In another embodiment, an alert system is provided, either
as part of a policy or separately. For instance, referring back
to the parent-child example above, a system may be con-
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figured to provide an alert (e.g., e-mail, voice mail, text
message, etc.) to the parent when it is detected that the child
has started to drive (exceeded the target threshold), has
stopped driving (exited the application or attempted to exit
the application including exiting the application as a pas-
senger) or has attempted to use the cell phone while trav-
eling beyond the speed threshold. As another example, an
alert or other indication that use of the portable electronic
device (20) has been attempted while the speed is above the
threshold may be recorded in a storage medium within the
portable electronic device (20), in a storage medium remote
from the portable electronic device (20) (e.g., a storage
medium associated with a consumer), or elsewhere. In yet
another embodiment, the user of the portable electronic
device (20) is provided with an alert. For instance, where the
portable electronic device (20) has a speaker or display
screen, an alert may be provided through such an interface
to inform the user that the portable electronic device (20) is
not functioning normally due to the speed being above the
threshold, etc. Other forms of alerts, recipients of alerts, and
conditions for sending alerts are discussed below and others
will be apparent to those of ordinary skill in the art.

In an embodiment, when a portable electronic device
engages in safe mode, the behavior of the portable electronic
device can be modified according to one or more safety
policies. The safety policies consist of one or more rules and
consumer preferences that specify how the behavior of the
portable electronic device is to be modified when the device
engages in safe mode. Safety policies also specify the
triggers for engaging in safe mode, preferences for overrid-
ing the safe mode, and triggers for disengaging sate mode.
This is in contrast to known attempts at controlling a
portable electronic device while driving, which simply shut
down the device completely or shut down completely certain
functions of the device, without any auto-reply features, no
user defined safety policies for controlling how the behavior
of the mobile device is modified when in driving mode, and
no user or administrator override.

FIG. 3 is a high level view of an embodiment, illustrating
the relationship between the speed detection logic, the safety
circuit, and the policy management system. Once the appli-
cation is launched, various speed detection methods are used
to determine the speed of the portable electronic device. The
speed may be detected with any of the listed methods, using
a combination of one or more methods, using a user pre-
ferred method, averaging the result from one or more
methods, etc. Speed detection also depends on whether the
user is driving or if the user is a passenger. If the user is a
passenger, then the safe mode can be disabled manually, or
it can be temporarily disabled with the snooze feature. As
described more fully above, battery saving techniques also
affect the way in which speed detection is carried out. For
example, the battery saving technique can specify to only
activate speed detection between certain periods of time, or
to decrease or increase the frequency of speed detection
based on usage patterns.

The speed calculated from the speed detection module is
passed to the safety circuit. The safety circuit, in conjunction
with the policy management system, determines the action
to take based on a set of safety policies. A basic safety policy
may consist of disabling all features of the portable elec-
tronic device when the speed is above a speed threshold for
a period of time. An advanced safety policy may disable
only text based communications, while allowing incoming
calls only if a hands-free device is attached to the portable
electronic device. Many additional variations are possible,
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such as disabling one or more features (phone, contacts,
calendar, camera, mapping, games, etc.) among a plurality
of features.

The preferences associated with the consumer input logic
and safety policies, forming at least part of the policy
management system, can be managed via an interface in the
portable electronic device, via a web or a network based
interface, or a combination of them. The interface can allow
a user or an administrator to manage and monitor safe
driving of a portable electronic device and policies associ-
ated therewith. The interface allows for various user man-
agement options, including the creation, deletion, and modi-
fication of policy settings. The interlace may also support
various levels of control. A basic level of control can be
provided to individual consumers. This basic level of control
can allow the consumer or user to provide account and
profile information for applications or sites that the user may
want modified or restricted when engaged in safe mode. For
example, the user may enter information for an email
account, so that when the device engages in safe mode
emails received are stored without displaying an alert or are
played to the user via audio by converting the email text to
speech using a text to speech converter. The user in addition
may enter profile information for social networking sites in
order to enable the posting of status messages to the social
networking sites when the device engages in safe mode.
Examples of social networking sites for which status updates
may be posted include FACEBOOK, MYSPACE, TWIT-
TER, and LINKEDIN, among others.

The interface can also provide an administrator level of
control to consumers or administrators managing more than
one portable electronic device. For example, a parent may
have administrative level of control to set safety policies and
device preferences for the portable electronic devices of the
family. The policies defined at the administrator level may
be applied to one or more portable electronic devices, or to
a specific portable electronic device. For instance, a com-
pany administrator may set policies for one or more portable
electronic devices used by employees.

Other levels of controls may be defined. For example, an
intermediate level of control may provide customization of
policies, while the basic level of control may only provide
the use of one or more predetermined default safety policies.
From here on the on device, web or network based appli-
cation or interface for user and administrator control will be
referred to as a “dashboard”.

The administrator level of control allows for the creation
of users and groups, distribution of policies to users and
groups, remote authorization of certain functions, and moni-
toring via remote user tracking. Policies may be assigned to
single users or to a group of users. For example, an admin-
istrator could create a user, with a safety policy disabling all
voice and text messaging functionality when in safe mode.
Alternatively, the administrator could create a second user,
with a second safety policy disabling only text messaging
when in safe mode. A safety policy specifies the triggers for
engaging the portable electronic device in safe mode, and a
set of preferences for allowing a user to selectively override
some of the disabled or modified features when in safe
mode. For example, the administrator may specify that a
portable electronic device is to engage in safe mode when
the traveling speed of the device exceeds 30 miles per hour,
with the user being able to selectively override the safe mode
by entering a pin number. In an embodiment, the dashboard
when accessed by an administrator can display a list of all
existing users.
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A new user could be created by providing basic informa-
tion about the user, such as the name and other contact
information. At a minimum, a new user could be identified
by the number associated with the portable electronic device
designated to the user. A group could be created by selecting
one or more users and assigning them a unique group label,
or by dragging one or more users into a box denoting the
new group. Alternative graphical representations for denot-
ing individual users and groups of users could be used as
well. Users could be added and deleted from any group,
groups could be renamed, and policies associated with a
particular group may also be modified at any time by the
administrator.

In an embodiment, the policies created for a group would
override any preexisting policies associated with an indi-
vidual user belonging to the group. The dashboard can also
allow for exceptions for a specific user in a group. For
example, a parent may create a group for all the children in
the family and assign a single policy to the children group,
but a geofencing notification may be assigned to the portable
electronic device used by a child who has been grounded.

The dashboard can allow for remote authorization or
denial of specific functions of a portable electronic device.
For example, a policy may be created by an administrator
which requires remote authorization of a selective override
when a device is engaged in safe mode. For example, a user
needing to make a call with the portable electronic device
when engaged in safe mode may press a button that auto-
matically sends a message to the administrator, informing
the administrator of the override request. The administrator
may allow the user to override the safe mode by accepting
the request through the dashboard or deny the request as
well. Requests can be approved or denied in other ways,
such as email, text message or any other similar type of
application or mechanism. A second user may request online
access on the portable electronic device when the device is
engaged in safe mode. The administrator could approve or
disapprove such request remotely through the dashboard or
other system. When a user requests the use of a function for
which remote approval is required, the portable electronic
device could display to the user a message stating that the
function requested requires administrator approval. Alterna-
tively, the device could play a recorded message, instead of
displaying a message, in order to prevent the user from
having to take his/her eyes off the road in order to look at the
message displayed on the portable electronic device. A
second message may also be displayed, or a recorded
message played, to the user when the requested function is
either approved or denied remotely by the administrator.

When remote authorization is requested, a message can be
sent either to the device of the administrator or it could be
delivered to an inbox that can be viewed through the
dashboard. The message can be SMS, MMS, email, an
instant message, or a combination of one or more of these,
or a message format not yet developed.

The dashboard provides an administrator with monitoring
of user via remote user tracking Remote user tracking can
provide information about the user of a portable electronic
device in real-time or on request by the administrator.
Remote user tracking in real time could display on the
dashboard a set of information about a user based on the
status of the portable electronic device, such as current
location, current speed, start location, or target destination.
This information could be updated on a regular time interval,
such as every 30 seconds, every minute, or at some other
predefined time interval. The information for all users cur-
rently engaged in safe mode may also be displayed through
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the dashboard. For example, if there are a total of 10 users,
and only three users are currently driving with the portable
electronic device engaged in safe mode, then the information
for the three users could be displayed on a table with the
status information updated regularly. Alternatively, a visual
indicator for the current location of a user of the portable
electronic device could be displayed on a map or on a
third-party website, such as GOOGLE MAPS or YAHOO
MAPS.

Remote user tracking could also provide a location or
status update about a user by sending a ping or message to
the user. For example, the administrator could select a user
from a list of users, and send a text message, email, or some
other type of query to the user. For example, the query could
be a text message with the phrase “location”. The receiving
portable electronic device would receive the location or
status update query, and respond with the current status of
the portable electronic device, such as “123-456-7890 (First
Name Last Name) is currently driving westbound on Route
7 in Vienna, Va.” The message returned can also depend on
the specific query sent to the portable electronic device. For
example, the administrator could send a query consisting of
the phrase “status,” with the return message consisting of
either “Driving” or “Not Driving” depending on whether the
remote portable electronic device is engaged in safe mode.
In an embodiment, the remote user tracking would be
provided through the dashboard. In another embodiment, the
administrator would be able to ping the remote portable
electronic device by sending a message directly from the
administrator’s portable electronic device. In yet another
embodiment, a second user may query the location or status
of a first portable electronic device by sending a query. A
privacy setting may be included when creating a safety
policy, allowing a user to control under what circumstances
and which contacts can query the location or status of the
user.

In an embodiment, policy settings and preferences would
allow users flexible control and a high degree of customi-
zation, allowing users to specify exactly how the behavior of
the portable electronic device is modified when engaged in
safe mode. Policies can be defined for safe driving mode
functions, speed triggers, telephony functions, SMS/MMS,
email, instant messaging, third patty applications, contacts,
voice portal control, exit/passenger mode or selective over-
rides, remote authorization, remote status updates and que-
ries, and administrative notifications and alerts.

Policies for safe driving mode functions allow for con-
figuration of keypad access, audible announcements, alerts
and notifications sent to contacts based on various triggers or
conditions, and status updates of social networks and third-
party applications. Alerts and notifications can be sent to
contacts via SMS, email, or instant messaging. Status
updates can be posted on various public or private social
networks, including FACEBOOK, TWITTER, MYSPACE,
and LINKED-IN. The notifications, alerts, and status
updates can be sent when the user starts safe driving; when
the user stops safe driving, either because the vehicle came
to a stop or because of selective override; when the user
reaches a location specific trigger or based on geofencing; or
based on some other policy customization.

The dashboard may allow a user to designate a virtual
perimeter using geofencing. For example, a parent could
designate a virtual perimeter around certain areas in the city,
so that if the parent’s child were to drive outside of the city
beyond the virtual perimeter it would generate and send a
notification to the portable electronic device of the parent.
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Geofencing is well known in the art and could be imple-
mented using GPS technology and could be provided by
third-party applications.

Message customization through the dashboard allows a
user or administrator to customize the types of messages or
updates sent to contacts depending on one or more condi-
tions. The format and content included in messages sent to
contacts may also be configured. The user or administrator
may also record voice messages, or write the content of
status updates sent to contacts. In an embodiment, when the
mobile device enters safe mode, a message could be sent to
a set of contacts informing them that the user is busy driving
and including a link to a third-party website where the
contacts could view the exact location of the user. The
mapping function could also be disabled to maintain privacy.
The user may also choose to include advertising or spon-
sorship information on the message. For example, if the
portable device is owned by a company, but being used by
an employee, then messages or call attempts made to the
employee while the employee’s portable device is in safe
mode could send messages including advertising informa-
tion of the company along with the status update.

The safety policy or policies manage access to commu-
nication functions, and other functions provided by the
device or provided across the network. The safety policy
control can be exercised internally by the software on the
portable electronic device, or it can be distributed across the
device and the network, or only on the network. For
example, if the device engaged in safe mode and the safety
policy control is exercised on the network only, then a
message could be sent to a remote server, which would then
tag the mobile device as being in safe driving mode. This can
consequently trigger a lockup for the corresponding safety
policy, in order to handle all incoming communications and
outgoing communications according to the user’s prefer-
ence. If the mobile device is called by another party, then the
corresponding action can be taken first on the network side
before it even reaches the mobile device. For example, if a
user has designated all calls to be blocked except for the
priority contacts, then calls from non-priority contacts
would be suppressed on the network side, delivering the
calls only after a message is received on the server or
network that the mobile device has exited safe driving mode.

In another embodiment, control of the safety policy could
be exercised on the portable electronic device. For example,
if all alerts associated with voice and text communications
are to be suppressed, then the portable electronic device
could store records of the voice and text communications
locally on the device, without playing any alerts to the user,
delivering the corresponding alerts only after the device has
exited safe driving mode.

FIG. 4 illustrates an embodiment of the dashboard 400,
consisting of menu options account management 402, con-
tacts 404, preferences 406, safety announcements 408, stats
and safety log 410, and voice services 412. Account man-
agement 402 provides users with options to manage personal
information, including the primary mobile number, contact
information, password information, etc. Contacts 404
includes options for adding new contacts, deleting contacts,
editing contact information, assigning contacts to a priority
group or to a user defined group, recording call ringers, and
assigning a call ringer to a contact or group. Preferences 406
allow users to specify how to modify the behavior of the
portable electronic device when engaged in safe mode.
Safety announcements 408 provide configuration options for
audio safety announcements, which can be played when the
portable electronic device engages in safe mode, or played
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in response to other user defined events. Stats and safety logs
410 allow a user to view and analyze usage patterns. In the
case of consumer/administrator use, or a user having control
over other devices (such as the parents in a family), usage
patterns for other users can be viewed.

Voice portal 412 provides a set of voice-based services
and allows the user to set configuration options related to the
set of voice services, which allow a user to use and control
the portable electronic device via voice commands while
engaged in safe mode. Voice services may include the ability
to have text or email read to the user while in safe driving
mode, as previously described, but could also include ser-
vices, such an enabling a user to respond to and create text,
email and other types of message, regardless of whether
those voice services are enabled directly on the portable
electronic device, enabled through the network connected to
the device, or spread across both the network and the device
in some manner. As with other types of features and func-
tions described herein, the voice service could also be
subject to policy controls.

FIG. 5 illustrates an embodiment of the preferences panel
406 available through the dashboard 400. The preferences
panel 406 includes phone call options 502 and auto-reply
options 504. With the phone call options 502 the user can
specify from who to accept calls, whether to silence all
announcements of inbound phone calls, and whether to
enable outbound calling using a voice dialer or an alternative
hands-free interface. The auto-reply options 504 allow the
user to specify whether to auto-reply unanswered calls, to
incoming calls, to incoming text messages, or to do a
combination of these. While not illustrated in FIG. 5, other
auto-reply options can include customization of content in
auto-reply messages, and the assignment of custom auto-
reply messages to contacts or a group. The preferences panel
can also be expanded by adding options enabling users to
define highly customized safety policies.

FIG. 6 illustrates an embodiment of driving options
available through the preferences panel 406. Driving options
allow the user to specify actions to be executed when the
portable electronic device engages in safe mode and when it
exits safe mode. For example, the user can specify the
portable electronic device to be set to an operating mode
after exiting safe driving mode. The operating mode can
include normal mode, vibrate mode, loud mode, quiet mode,
phone mode, or off. The user can also specify whether the
portable electronic device should engage in safe mode
manually or automatically using speed detection. Driving
options further enable the user to configure how priority
contacts are notified of status updates while the user is
driving. Messages or status updates can also be automati-
cally sent to social networking sites, such as TWITTER or
FACEBOOK. To enable driving status updates in social
networking sites, the user can enter the corresponding
account information for each supported social networking
account. In an embodiment, the user can enter a digital
identity, such as OPENID, and status updates would be
automatically posted to the corresponding sites.

FIG. 7 illustrates a high level architecture of an embodi-
ment, consisting of the main components and their relation-
ships. The client 700 consists of the portable electronic
device. The client 700 may access the web services and
dashboard 702 via an HTTP connection. Alternatively, the
web services and dashboard 702 may be accessed via an
HTTP connection using a device or system other than the
client 700. In addition, the client 700 has access to a set of
voice services 704.
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The web services and dashboard 702 consist of the
interface enabling the user to control all aspects related to
policies and allows the user to manage his’/her account
information. Services accessible through the dashboard 702
include a registration and customer database, software man-
agement, profile management, ringer management, auto-
replies and reply management, safety log and usage report-
ing, product support, and help. As previously described
herein, the dashboard 702 also allows the user to manage the
triggers for engaging in safe driving mode, how the client
behaves when engaged in safe mode, and when it exits safe
mode. If the user receives email on the portable electronic
device, then through the dashboard the email account infor-
mation can be provided, enabling auto-replies to be sent to
contacts who send email to the user while driving. Other
configurations include email response preferences, SMS
response preferences, account information for social net-
works, preferences related to status messages in social
networks, status updates to instant messaging accounts,
syncing of contacts with external email applications or other
contact management software, voice services management,
preferences related to triggers for location or speed, etc. In
addition, if the user pays for the safe driving service, then the
dashboard enables users to manage payments and billing
related to the safe driving service.

The set of voice services 704 allow the user to manage
messages received, to manage status updates posted to social
networks, and other media content. The set of voice services
allows a user to listen to incoming email and SMS messages,
and to respond accordingly using voice commands. In an
embodiment, a user may listen to podcasts or RSS feeds
using voice commands as well.

The advertising server 706 interacts with the web services
and dashboard 702 by providing advertising content sent to
the client 700 according to the preferences and policies
defined. The advertising server may also communicate with
the set of voice services 704 in order to deliver audio
advertisements to the client 700 while actively using the
voice services 704.

An embodiment restricts keypad access while in safe
mode. In an embodiment, keypad access would be disabled
by ignoring all key presses while the portable device is in
safe mode. Alternatively, keypad access may be restricted to
one or more convenience keys, soft keys, or on-screen
buttons. In an embodiment, keypad access would be enabled
by simply touching the screen of the mobile device if the
device has touch screen support. Keypad access may also be
restricted to numeric access only, so that a user could still
dial numbers but not be allowed to do text messaging, email,
or instant messaging. This could be further restricted by
having context sensitive menus in the device when the
device is in safe mode, and only list available functions in
the menus of the device. Numeric access could be further
restricted by allowing the user to only dial emergency
numbers such as 911, or other convenience numbers such as
411. Also, the user may only be allowed to dial numbers to
a specified group of contacts. The keypad access restriction
may be configurable by the user or by the administrator
through a safety policy.

Audible announcements consist of notifications given to a
user or consumer of a portable electronic device via audible
cues in response to one or more events or triggers. Through
the dashboard a user can select the audible announcements
from a pre-recorded list by default by the dashboard in
response to certain triggers or events. Alternatively, the user
or administrator may custom record audible announcements
to be associated with certain triggers or events. In an
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embodiment, a list of possible events or triggers would be
displayed on the dashboard. A user would be able to assign
a specific audible announcement for each listed event. The
announcements can be emitted based on a variety of events,
such as when the mobile device enters safe mode and when
it exits safe mode, when the device reaches a specific
location, or when a boundary of geofencing is encountered.

The device could also emit an audible announcement
based on proximity marketing depending on the location of
the portable device. For example, if a user drives past a
restaurant, the user could receive an announcement on the
portable device regarding the daily specials at the restaurant.
The proximity marketing announcements could be delivered
to the user in email, SMS, MMS, or in an alternative format.
The proximity marketing announcements, if consisting of
text, can be converted from text to speech, so that the content
could be played via audio to the user. Alternatively, the
marketing announcements may simply consist of an audio
file which can be played to the user via audio. The audible
announcements could also provide the user with speed
reminders above specified thresholds. For example, if the
user has been driving over 70 miles per hour for at least five
minutes, then an audible announcement could inform the
user that he or she is exceeding a moderate speed limit.

Custom audible announcements could also be associated
with specific message types received by the portable elec-
tronic device when in safe mode. The audible announce-
ments could also be contact specific. For example, if a text
message is received from a first contact when the device is
in safe mode, the device could emit a first audible announce-
ment. If a text message is received by a second contact, then
a custom message recorded by the user could play, such as
“Text message from Mike.” Other voice-based services
could also be trigged in a similar manner, such as playing a
customer announcement that applies to the sender of a
message, and then follows with the reading of the message.
Likewise, the user could direct that a custom message, or
even standard message, be sent to another panty through
voice direction. These and further audible announcement
options may be customized by the user or administrator or
be a default setting of the application.

In an embodiment, a set consisting of one or more
thresholds which trigger the portable device to engage in
safe mode and to exit safe mode may be customized with a
safety policy through the dashboard. The triggers can be
associated with certain speeds. For example, the device may
engage in safe mode when the speed of the portable device
exceeds 30 miles per hour. The device may also engage in
safe mode when the speed of the portable device exceeds 40
miles per hour for at least 2 minutes. The device may also
be configured to engage in safe mode based on the current
day and time. For example, the device may be set to engage
in safe mode between the times of 7:30 am and 8:30 am and
4:30 pm and 5:30 pm, during the regular commuting times
of the user of the mobile device.

The dashboard may provide speed, timer, and date con-
trols to define triggers and thresholds. For example, a
calendar and clock view would enable a user to specify days
and times of day during which the device should automati-
cally engage in safe mode. A speed view may allow a user
to enter a number specifying the speed limit to use as the
speed threshold. The user may also enter an amount of time,
or simply slide a slider, which represents the amount of time
that a traveling speed of the device must be over the
threshold in order to engage in safe mode. Other views and
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controls may also be provided that allow the user to specify
the various triggers and thresholds for engaging in safe
mode and exiting safe mode.

Policy settings can allow a user to customize the behavior
of telephony functions of the portable electronic device
when engaged in safe mode. In an embodiment, the duration
of received calls may be limited to a time amount (referred
to as a time limit or a safe mode call time limit), such as 30
seconds, one minute, two minutes, or some other predeter-
mined time interval. As noted above, the frequency of calls
may also be limited to an amount, such as a total of two calls
allowed while the device is in safe mode. This call frequency
limit would prevent a user from doing multiple short calls in
order to circumvent the portable device being in safe mode.
The dashboard can also provide customization of other
telephony features based on a set of policies including
outgoing and incoming phone call management, and cus-
tomization of auto-reply and responses. Auto-reply and
response messages can also be customized for other types of
communication including SMS, MMS, email, and instant
messaging.

The dashboard allows a user to manage incoming and
outgoing phone call management. For example, the user can
designate a safety policy which blocks all outbound voice
communications except to a set of emergency numbers, such
as 911. A set or pre-programmed numbers can also be
associated with soft keys, convenience keys, or on-screen
buttons when the device is in safe mode. Voice activated
dialing may also be supported by pressing a specific key or
having a specific word uttered by the user. For example, the
user could utter the voice command “Dial” or “Help” or
“Information” and this would allow for the user to dial to a
set of numbers such as a spoken number, 911, 411, or other
preset number such as the user’s home number, the office
number, or for one or more priority contacts. Alternatively,
the voice command to dial could allow the user to dial any
number via the voice portal, further described herein.

All incoming communications to the portable electronic
device are managed as a matter of a safety policy including
phone calls, push-to-talk, instant messaging, WAP push,
SMS, MMS, email, as well as local reminders and alerts
from applications such as tasks lists, calendars, among
others. For example, a safety policy may configure the
portable electronic device to forward all calls to voice mail,
to automatically answer calls received based on a number of
rings, or answer incoming calls based on a specific voice
command, such as “Answer.” The user may also specify
through the dashboard a set of contacts from which calls are
allowed while the mobile device is in safe mode. For
example, the user may allow calls from all contacts in the
user’s address book or from a specific group of contacts. The
safety policy can also be configured to allow the user to
answer the mobile device using a hands-free interface.
Incoming phone call management may allow the user to
specify audible announcements associated with calls and
other communications. The user can select an audible
announcement from a list of available audio announcements.
For example, an audible announcement could play a mes-
sage informing the user of an incoming call, such as “Call
from Mike.” Alternatively, when receiving a text message,
the audible announcement could play “Text message has
been received and will be saved.” The audible announce-
ments can be selected by default or custom recorded by the
user for a specific contact or for a group of contacts, or for
the type of communication received. A first audible
announcement could be used when receiving a voice com-
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munication and a second audible announcement could be
used when receiving a text message.

In an embodiment, the dashboard may allow the user to
configure policies and preferences specific to third party
applications. For example, a user may provide account
information for social networking sites in order to post
automatic status messages when the user’s portable elec-
tronic device is in safe mode. The user may also configure
the behavior of third-party applications when in safe mode.
For example, a user may disable appointment alerts for a
calendar application when in safe mode. In the same context,
the dashboard policies can be configured to permit certain
pre-determined applications to work when in safe driving
mode.

Safety policies related to contacts can allow a user or
administrator to specify priorities for a specific group of
contacts, including behavior for handling for calls, email,
SMS, instant messaging, or other types of media and com-
munication. Policies for contacts would include the setting
of customized ring tones or other types of announcements,
notifications and alerts for a specific contact, for a group of
contacts, or for other numbers. The ring tones may be a
default or a downloaded tune, or it can be a recorded
message by the user. For example, the user could assign one
or more contacts to a family group, and record a voice
message stating “Call from family” when a call from a
member of the family group is received while engaged in
safe mode. The contact policy may also include a set of rules
specifying when and how often to send notifications to one
or more contacts when in safe driving mode. For example,
the user may specify a policy to send a notification when the
device engages in safe driving mode and when it exits the
safe mode. The user may also enable auto-reply to commu-
nications received while in safe mode. Further, if auto-reply
is enabled the dashboard provides options to edit the content
of the messages sent as auto responses.

The content of the messages can be edited by typing a
message into a textbox, by selecting a message from a list of
available messages, or by recording a voice message. The
user may also specify one or more fields of information
which should be sent to the one or more contacts as status
updates. For example, the user may specify that status
messages include only the current speed and a link to a map
on a third-party website showing the current location of the
user. The user may further customize how the user’s location
is shared with contacts or other calling parties. For example,
all information available with respect to the user’s current
location may be shared with contacts from the address book
or with a specific group of contacts, whereas a less descrip-
tive message would be shared with calling parties who are
not in the user’s address book or which do not belong to a
group having the proper access permissions.

Policies may also be used to invoke a set of voice-based
services that would allow the user to interact with the phone
and other services using voice commands. The voice ser-
vices include text to speech (the reading of messages),
speech to text (dictation and transcription of messages), and
command control (utterance of certain words to manage the
device or application tasks). These voice services can be
local to the device or remote or a combination of both. The
voice based services consist of modules that allow the user
to control a set of device functions via voice commands. The
voice services policies allow the user to define access to
applications, services and content via voice commands, and
to customize the specific voice commands used respectively.

The exit or passenger mode policies allow the user to
specify the selective override, and how to exit into passenger
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mode when the device is engaged in safe driving mode. The
policy options include allowing for passenger mode, never
allowing for passenger mode, allowing access to passenger
mode by remote authorization, and requiring the use of a
password in order to exit to passenger mode.

Policies for remote authorization allow a user or admin-
istrator to specify which users or group of users require
remote authorization. Policies may specify the function or
group of functions on the portable electronic device which
require remote authorization. For example, a policy may
prevent all text messaging while in safe mode and that policy
cannot be overridden by the user, but remote authorization
could be used to override the policy.

The dashboard may provide control of notifications and
alerts sent to the administrator in response to one or more
events defined by a policy. Notifications and alerts may be
specified for a variety of events, including geofencing and
other location specific triggers, alerts based on speed thresh-
olds, and notifications or alerts based on a driving curfew,
such as the time of day or day of week. For example, a parent
may set a time of day for a driving curfew, while an
administrator for a company may specify a day of week
curfew on a portable electronic device owned by the com-
pany. The administrative alerts and notifications can be
received by the administrator in an inbox on the dashboard
or as a message on the administrator’s portable electronic
device.

In an embodiment, a set of a predetermined operating
modes/templates or policy settings would be available for
use, such as “safe,” “safer,” and “safest.” The safe operating
mode allows for voice communication only, including the
use of the voice portal for voice commands. The safer
operating mode allows the user to set policies for certain
features of the device. The safest operating mode would
disable all communications with the mobile device, although
certain exceptions might be allowed. Alternatively, the user
may configure each of the operating modes or define a new
operating mode by modifying one of the predetermined
operating modes based on the user’s needs. For example, a
user may like the safe operating mode, but may want to
disable the use of the voice portal for text messaging. In the
preferred embodiment, the user can selectively override the
operating mode by entering a password or code.

The dashboard allows an administrator to distribute a set
of policies remotely to a single user or a group of users. In
an embodiment, the administrator would distribute the safe
driving application, customized according to a set of poli-
cies, and other associated files to one or more portable
electronic devices through the dashboard. Once a set of
policies have been defined, and a group of users has been
selected, the administrator could select a distribute button or
menu time, which sends a message to all of the correspond-
ing users. The message would be received by the users on
their corresponding portable electronic device, the message
including a link allowing the users to download the appli-
cation with a set policy. Alternatively, the message could be
received directly by the device, without requiring any user
interaction, and a set of instructions within the message can
instruct the portable electronic device to change or update
the local safety policy and related configuration parameters.

In an embodiment, the dashboard allows the administrator
to monitor all safe driving mode activity. The driving
activity of one or more designated users may be periodically
uploaded to a remote server or to the network and saved to
a safety log accessible through the dashboard by the admin-
istrator. The safety log may consist of safety event entries in
a simple text file, viewable over the dashboard. Entries in the
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safety log may include the day and time when a portable
electronic device engaged in safe mode, then the device
exited safe mode, functions used on the device when
engaged in safe mode, and overrides. The safety log could
also contain phone numbers called or calling, types of events
that were averted while in safe mode, calls attempted to be
made or actually made to or from the device and the length
of such calls while in safe mode, and many other operational
aspects of the device while in safe mode. Alternatively, the
administrator may define additional events that generate an
entry stored in the safety log. For example, the administrator
may be interested in text messaging use while engaged in
safe mode. The administrator may specify that whenever a
text message is received on a portable electronic device
engaged in safe mode, an entry in the safety log will be
generated containing the day and time of receipt and the
sender’s contact information.

The safety log may be stored in a database or in a text or
XML file and displayed through the dashboard using various
graphical representations. For example, the safety log may
be organized by group, by each contact, or by the type of
event, and presented through the dashboard on a tabular
form. The safety log could be available for download to a
local storage device.

In an embodiment, an audio message is played when the
portable electronic device engages in safe mode. The mes-
sage played can be selected by the user from a predeter-
mined list of messages or it can be custom recorded by the
user, with the corresponding options available through the
dashboard. For example, the message may remind the user
to be safe, or it may state “Device has engaged in safe mode,
all alerts will be suppressed.” In an embodiment, a message
would be immediately sent to a set of contacts when the
portable electronic device engages in safe mode, with the set
of contacts possibly being friends, family, or belonging to
another group defined and customized by the user through
the dashboard. A message or status update may also be
posted to one or more third-party sites, including social
networking sites. The message sent to select contacts can be
sent via SMS, MMS, email, or by sending an instant
message to one or more contacts. The instant messaging
status of the user may also be changed to “Busy,” “Driving,”
or to another user defined status message.

The activation of safe driving mode can also change the
network-based ring-back tone. The voice mail greeting can
also be changed in order to inform callers that the user is
busy driving.

While in safe driving mode, third-party applications run-
ning locally on the portable electronic device or running
remotely would be sent a notification to make these third-
party applications “safe driving aware.” For example, if the
user has a calendar application on the device, then the
calendar application would be notified of the driving status,
enabling the calendar application to suppress any appoint-
ment alerts until the end of the safe driving mode. Through
the dashboard or via an API directly in the application, the
user may further customize how to modify the behavior of
third-party applications when engaged in safe driving mode,
ranging from completely disabling a third-party application,
to a simple modification of the behavior of the third-party
application.

The voice portal allows for the control of a set of
functions of the portable electronic device via voice com-
mands. The voice services include text to speech (the
reading of messages), speech to text (dictation and transcrip-
tion of messages), and command control (utterance of cer-
tain words to manage the device or application tasks). The
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voice commands can allow a user to send text messages,
send mails, respond to instant messages, and post status
updates to third party websites such as social networking
sites. The voice portal can include support for calls to 411,
911, and other specified numbers by the user. Responding to
SMS, email, and instant messages via voice based services
can be supported by allowing the user to record a voice
message and sending the message via MMS to the caller or
sender of the message. The recorded voice response by the
user can be attached to the message sent to the original caller
or sender, or a link could be provided that redirects the
original caller or sender to a website where the recorded
voice response can be played. The voice commands can
allow a user to listen to text based communication using a
text to speech converter, including text and email messages,
and instant messages. The voice command can also be
customized to support access to other functions of the
portable electronic device or be integrated with third party
applications running locally on the device or remotely. The
use of text to speech converters is well known in the art.

In an embodiment, when the device receives an incoming
SMS or other text based communication, and based on
policy, an audible alert would be played for the user noti-
fying them of such message and either automatically, via a
voice command or through a key press, a voice service
(either local or in the network) would be triggered that
would enable the user to listen and respond to the message.
Assuming the user can receive the message per the current
safety policy, the user will hear a message. For example, the
user may hear: “Mike you have a new text message,”
followed by a set of options enabling the user to listen to the
message, respond to the message, listen to other messages in
the inbox, etc. The text message will still be on the device
when the user returns to standard mode. The same sequence
would apply for other communication types such as an
MMS, email, or instant message.

In an embodiment, the incoming call information could be
played to the user using a text to speech converter. The user
may assign a priority to contacts, allowing incoming com-
munications from said contacts to be played to the user via
audible announcements. Alternatively, the user may specify
that all incoming communication to be received and played
to the user with audible announcement. The text to speech
converter could announce the information displayed by the
caller line identification, including the name and phone
number of the calling party. For example, if the incoming
call is from a priority contact, the text to speech converter
could announce “Call from Mike,” where “Mike” is the
name in the user’s address book associated with the contact
making the call. Alternatively, if the only available infor-
mation is a phone number, then the text to speech converter
could play a message stating “Call from number 123-4567.”
Incoming calls received while the mobile device is in safe
mode may also be suppressed until the mobile device has
exited safe mode. When the incoming call is received, a
message may be automatically sent to the calling party
informing the calling party that the user received the call but
is busy driving. The message may be sent via email, SMS,
instant messaging, or it can be a message recorded by the
user.

In an embodiment, sending messages via SMS, MMS, or
email via the keypad would be disabled. However, this may
be controlled via a safety policy. The user can assign a set
of contacts or a group to be priority or non-priority. Priority
and non-priority groups may be given different access
privileges to contacting the user while the user’s portable
electronic device is engaged in safe mode. The user may
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define further priority levels, such as high priority, medium
priority, low priority, etc. Messages from non-priority con-
tacts may land quietly on the portable device, with an
auto-response sent to the sending party. In yet another
embodiment, text messaging may be supported with voice
commands via the voice portal or through a hands-free
interface. For example, the voice commands would allow
the user to listen to a received message by having a text to
speech converter convert the text message into an audio file
that can be played to the user. Voice commands may also be
used to respond to messages received. When a message is
received, an audible notification may also be played to the
user if the message was sent by a contact belonging to a
priority contact.

Instant messaging while the portable electronic device is
in safe mode would change the status of the user to “Driv-
ing,” “Busy,” “Away,” or some other custom message writ-
ten by the user. Instant messaging may be disabled by
locking the keypad. Alternatively, instant messages received
from non-priority contacts may land quietly on the portable
device, with auto-responses sent to the sender party inform-
ing that the user is busy driving. In an embodiment, voice
commands would allow the user to listen to incoming instant
messages, using a text to speech converter, and respond to
the instant messages. If a priority instant message was
received, then the device could play an audible notification
to the user informing of the message received. The outright
blocking of instant messaging may only be overridden by an
administrator or remote authorizer, as noted above, or over-
ridden by the user, depending on different circumstances.

In an embodiment, parties interested in reaching a user
who is busy driving may assign a priority to the message
sent or the call being made. For example, a contact may send
a text message or an email to the user, assigning a high
priority to the message. Alternatively, when placing a call an
extra digit could be pressed in order to indicate that the call
should be considered of high priority. An audible notification
could be played to the user when a high priority message or
call is received. For example, the message could play “A
high priority message has been received from Mike,” or “A
high priority message has been received from number 123-
4567.” This would inform the user that an urgent message or
call was received. In an embodiment, the number of high
priority messages or calls received by a portable electronic
device while engaged in safe driving mode would be limited
by a priority message limit or a priority call limit. This
would prevent users from circumventing the safe mode of
the mobile device by always receiving calls and messages
marked as high priority. This would also prevent calling
parties or parties sending a message to a driving user from
assigning a high priority to every call or message sent in
order to ensure that the driving user receives the call or
message immediately.

Akey in an embodiment relates to not only modifying the
behavior of standard features of a mobile when in safe
driving mode, but also the ability to allow third-party
applications installed on the portable electronic device to be
driving aware. Notifications can be sent to all or to a select
set of third-party applications running locally on the portable
electronic device or running remotely. The manner in which
each third party application uses the driving aware informa-
tion will depend on the type of third-party application and
functions provided by the third-party application. In an
embodiment, all alerts associated with third-party applica-
tions would be suppressed. For example, alerts for a task or
a calendar application would be suppressed until exiting safe
driving mode. Alternatively, alerts generated by third-party
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applications can be voice enhanced. For example, text alerts
can be converted to audible announcements using a text to
speech converter. The use of voice commands can also be
used to manage the third party applications, if supported. A
predefined set of voice commands may be used to access
specific third-party applications, or to access a subset of
functionality within those third-party applications. For
example, if the user was interested in using a navigation
application, the user could say the command “Navigation”
and this could start the corresponding application, providing
audio feedback of the user’s current location. The enhance-
ment and modification of the behavior of third-party appli-
cations when engaged in safe driving mode can be custom-
ized via the dashboard.

The access to third party applications while in safe driving
mode could also be based on soft keys, convenience keys, or
an on-screen button. In another embodiment, a set of appli-
cation programming interfaces (APIs) could be provided for
use by third-party applications. Third party applications can
use the set of APIs to interface with the safety circuit/logic/
policy or dashboard in order to obtain driving information
and the preferences of the safety policy. For example, the
API can include query calls for getting the current traveling
speed, getting the average traveling speed for the last 10
minutes, getting contact information for calls received while
the device is in driving mode, getting the current safety
policy, etc.

FIG. 8 illustrates a production product stack for a portable
electronic device such as a smart phone. The basic set of
services provided consist of application launch and appli-
cation exit 800. These services include features such as auto
speed detection launch, manual launch, manual exit, display
screen with voice services soft key and exit key, and lock
keyboard or screen. Safety announcements 802 make up the
next level of the product stack. Safety announcements
include a set of announcements included by default with the
application, personal announcements recorded by the user,
celebrity announcements consisting of announcements made
by a plurality of celebrities, and ZoomSafer “Push”. Zoom-
Push is the ability to push audio files and other types of files
to the device, which are then played or activated based on
specific triggers, such as starting to drive. This permits the
administrator, consumer, carrier or software providers to
create their own unique messages and other communications
and have them played or activated on the device, even
though the user did not create or request them.

Start/stop driving notifications 804 include start notifica-
tions, which send an SMS, email, IM, or other multimedia
message to a set of contacts when the portable electronic
device engages in safe mode. Notifications also include
auto-replies to received calls, entails, and SMS. Stop noti-
fications can be configured similarly to the start notifica-
tions, informing a set of contacts that the user has reached
his/her destination. Notifications are also sent to social
media sites including FACEBOOK, TWITTER,
MYSPACE, LINKED-IN, FRIENDFEED, HIS, etc.

The communications management layer 806 controls
behavior of the portable electronic device for handling
inbound communications, keypad lock, enabling calls to
emergency numbers, allowing for calls with voice dialing.
These features include handling of inbound emergency calls,
and the interface to the voice services. The ringers layer 808
includes the functionality to create, update, and delete
ringers. The ringers can be created by the user or the user
may use a third party ringer.

The basic voice based services layer 810 consists of the
core functionality allowing users to listen and create mes-
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sages via voice commands. The core functionality also
includes the ability to update social media. The advanced
voice based services layer 812 extends the advanced voice
based services. The additional features include in-context
outbound dialing, and other additional voice-based services,
such as controlling third-party applications via voice com-
mands. The advanced voice services include text to speech
(the reading of messages), speech to text (dictation and
transcription of messages), and command control (utterance
of certain words to manage the device or application tasks).

All of the layers communicate with the safety log 814
which keeps track of all activity when engaged in safe
driving mode. The safety log can also track usage patterns.

FIG. 9 shows the main components in an embodiment of
the client architecture. The client architecture consists of
speed indicator 900, over-the-air programming (OTA) web
services 902, user status 904, safety announcements 906,
event listener 908, start/stop driving alerts 910, screen
display 912, policy engine 914, service status 916, rules/
actions 918, auto-replies 920, and contact manager 922. The
client architecture shows a set of modules which can imple-
ment all of the functionality related to safe driving mode.
Each component can be implemented as a class in an
object-oriented programming language. Alternatively, one
or more classes can cover the implementation of a single
component.

The speed indicator 900 is concerned with implementa-
tion of all speed detection aspects. The speed indicator 900
can implement functions related to speed computation,
obtaining GPS information, and the battery saving tech-
niques, among others. Over-the-air web services 902 con-
sists of the functionality allowing for the system, policies,
settings, and updates to be distributed to the portable elec-
tronic device via HT'TP or via JavaScript Object Notation
(JSON). The user status 904 is concerned with tracking the
state of the portable electronic device, which may be normal
(not driving), driving, passenger, or other. Passenger mode
includes manually disabling safe driving mode or the use of
the snooze feature. Safety announcements 906 is concerned
with the implementation of audio announcements played to
the user in response to one or more events, such as when the
user starts to drive or when the user stops driving. A safety
announcement may consist of an audio file, played to the
user, or it may consist of a text file, which is converted to
audio using a text-to-speech (TTS) system.

The event listener 908 handles all events related to the
portable electronic device. The event listener 908 can asso-
ciate events of interest with corresponding event handlers.
For example, the event listener 908 can detect the event
associated with an incoming call. Once an incoming call is
received, the event listener 908 informs the corresponding
event handler, which then assumes the responsibility of
performing the necessary actions in response to the event.
Driving alerts 910 provides a wrapper to various user
accounts, enabling driving alerts and status updates to be
sent to the corresponding user accounts. For example, these
accounts may include FACEBOOK, LINKEDIN, TWIT-
TER, SMS, instant messaging, and email. Screen display
912 consists of functionality used to control the locking of
the display screen when engaged in safe mode. Screen
display 912 also may consist of implementation of a safe
driving screen allowing limited but easy access through the
use of custom keys, soft keys, and voice services.

The policy engine 914 integrates several modules to
manage the modification of the behavior of the portable
electronic device according to one or more safety policies.
The policy engine 914 uses the event listener 908 to detect
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events. The user status 904 provides the policy engine 914
with the status of the portable electronic device. Based on
the status, the policy engine queries the service status 916 to
determine the degree of functionality that can be provided to
the user. The contact status allows the policy engine to
determine whether the other party is a priority contact. All
of these factors are used to take the appropriate action using
the rules/actions 918 module. The actions taken, as previ-
ously described, can range from suppressing an alert asso-
ciated with the event to allowing the call via voice services.
If one of the actions is to send an auto-reply to the other
party, then the auto-replies 920 module handles such pro-
cessing by responding with an appropriate message via
email, SMS, instant message, or other. The contact manager
922 manages the user’s contacts, allowing other modules to
query whether a calling party is a priority contact, part of a
group, etc.

While the present invention has been illustrated and
described herein in terms of several embodiments and
alternatives, it is to be understood that the techniques
described herein can have a multitude of additional uses and
applications. Accordingly, the invention should not be lim-
ited to just the particular description and various drawing
figures contained in this specification that merely illustrate a
preferred embodiment and application of the principles of
the invention.

What is claimed:

1. A portable electronic device system, comprising:

a portable electronic device configured to provide a
plurality of functions, wherein the portable electronic
device includes one or more applications;

a motion detection logic configured to receive data from
a motion detector and to communicate one or more
signals indicative of movements of the portable elec-
tronic device unrelated to speed, wherein the motion
detector comprises an accelerometer;

a safety logic configured to receive the one or more
signals;

a threshold logic configured to compare the movements to
one or more thresholds and generate one or more
threshold signals;

and a safety policy of the portable electronic device, the
safety policy indicating a consumer preference relating
to modification of one or more functions from the
plurality of functions and modification of behavior of at
least one of the one or more applications in response to
the one or more threshold signals;

wherein the portable electronic device is configured to
modify a behavior of the at least one application and
the one or more functions in accordance with the safety
policy based on the one or more threshold signals.

2. The system as recited in claim 1, wherein the portable
electronic device comprises one or more from the group
consisting of a cellular phone, a telecommunications device,
a mobile device, a data processing device, a portable digital
assistant (PDA), a laptop computer, a netbook, a smartbook,
or an MP3 player.

3. The system as recited in claim 1, further comprising an
alert system configured to send an alert to one or more
recipients according to one or more events defined in the
safety policy.

4. The system as recited m claim 3, wherein the alert
comprises one or more from the group consisting of an
audial alert and a text alert.

5. The system as recited in claim 3, wherein the one or
more recipients include a consumer of the portable elec-
tronic device and a second consumer.
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6. The system as recited in claim 3, wherein the one or
more functions include a voice communication function,
wherein the alert system is configured to send the alert to a
second consumer in response to the portable electronic
device receiving a voice communication from the second
consumer.

7. The system as recited in claim 3, wherein the one or
more functions include a text messaging function, wherein
the alert system is configured to send the alert to a second
consumer in response to the portable electronic device
receiving a text communication from the second consumer.

8. The system as recited in claim 7, wherein the text
communication comprises one or more from the group
consisting of a text message, an email, a multimedia mes-
sage, and an instant message.

9. The system as recited in claim 3, wherein the safety
policy includes account information for one or more third-
party websites, wherein the alert comprises a status message
posted on the one or more third-party websites.

10. The system as recited in claim 3, wherein the one or
more recipients include a third-party application.

11. The system as recited in claim 10, wherein the
third-party application is located within the portable elec-
tronic device.

12. The system as recited in claim 10, wherein the
third-party application is located remotely to the portable
electronic device.

13. The system as recited in claim 3, wherein the alert
includes additional information comprising one or more of
a status information of the portable electronic device, an
advertising content, a sponsorship content, and another form
of content.

14. The system as recited in claim 1, further comprising
a dashboard displayed on a display of a computer or the
portable electronic device, the dashboard configured to
receive one or more edits to the safety policy.

15. The system as recited in claim 14, wherein the one or
more edits comprise one or more of deletion of the safety
policy, creation of a new safety policy, and modification of
the safety policy or the new safety policy.

16. The system as recited in claim 14, wherein the
dashboard is configured to receive one or more edits to one
or more administrative safety policies.

17. The system as recited in claim 16, wherein the
dashboard is configured to assign a policy from the one or
more administrative safety policies to a second consumer.

18. The system as recited in claim 14, wherein the
dashboard is configured to modify remotely a behavior of a
function from the one or more functions.

19. The system as recited in claim 14, wherein the
dashboard is configured to send a query to the portable
electronic device to obtain a status information of the
portable electronic device.

20. The system as recited in claim 19, wherein the one or
more functions include a text messaging function, wherein
the query comprises a text communication sent to the
portable electronic device.

21. The system as recited in claim 20, wherein the text
communication comprises one or more from the group
consisting of an email, a text message, a multimedia mes-
sage, an instant message, and another form of message.

22. The system as recited in claim 1, wherein the safety
policy includes a keypad access policy of the portable
electronic device.

23. The system as recited in claim 1, wherein the safety
policy defines the one or more threshold signals.
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24. The system as recited in claim 1, wherein the portable
electronic device includes one or more third-party applica-
tions, wherein the safety policy defines a modification of
behavior of the one or more third-party applications in
response to the one or more threshold signals.

25. The system as recited in claim 24, wherein the
modification of behavior of the one or more third-party
applications includes suppression of an alert associated with
the one or more third-party applications or conversion of the
alert into an audible announcement with a text to speech
converter.

26. The system as recited in claim 1, the portable elec-
tronic device including a list of contacts, wherein the safety
policy defines a priority level for one or more contacts from
the list of contacts.

27. The system as recited in claim 26, wherein the one or
more functions invoked in response to an action initiated by
a contact from the list of contacts, and wherein the portable
electronic device is configured to modify the behavior of the
one or more functions based on the priority level of the
contact.

28. The system as recited in claim 26, wherein a ring tone
invoked in response to an action initiated by a contact from
the list of contacts is based on the priority level of the
contact.

29. The system as recited in claim 26, further comprising
an alert system, wherein an audible alert played in response
to an action initiated by a contact from the list of contacts is
based on the priority level of the contact.

30. The system as recited in claim 29, wherein the audible
alert is configured to play a contact information associated
with the contact.

31. The system as recited in claim 30, wherein the contact
information includes a name of the contact, a phone number
of the contact, and the priority level of the contact.

32. The system as recited in claim 1, wherein the data
from the motion detector includes positioning data for the
portable electronic device.

33. The system as recited in claim 1, wherein the motion
detector comprises a GPS data receiver.

[34. The system as recited in claim 1, wherein the motion
detector comprises an accelerometer.]

35. The system as recited in claim 1, wherein the motion
detector comprises a navigation system.

36. The system as recited in claim 1, wherein the safety
policy defines one or more additional events, wherein the
portable electronic device is configured to modity the behav-
ior of the one or more functions in response to occurrence of
the one or more additional events.

37. The system as recited in claim 36, wherein the
portable electronic device is in communication with one or
more hands-free devices, wherein the one or more additional
events include detecting the one or more hands-free devices.

38. The system as recited in claim 37, wherein the one or
more hands-free devices include a BLUETOOTH system.

39. The system as recited in claim 36, wherein the one or
more additional events comprise one or more of the group
consisting of detection of the presence of a charger, detec-
tion of the presence of a cradle, detection of the presence of
a BLUETOOTH system, detection of the presence of a
navigation device, detection of the presence of a token
mechanism associated with a vehicle, and occurrence of a
calendar event.

40. The system as recited in claim 36, wherein an event
entry is stored on a safety log associated with the portable
electronic device in response to the one or more additional
events.
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41. The system as recited in claim 1, wherein a threshold
entry is stored on a safety log associated with the portable
electronic device in response to the one or more threshold
signals.

42. The system as recited in claim 1, wherein the portable
electronic device includes a speaker and a microphone, the
system further comprising a set of voice services, wherein
the set of voice services is configured to control the one or
more functions based on one or more voice commands.

43. The system as recited in claim 42, wherein the set of
voice services is located within the portable electronic
device.

44. The system as recited in claim 42, wherein the set of
voice services is located remotely to the portable electronic
device.

45. The system as recited in claim 42, wherein the set of
voice services is configured to override the modification of
the behavior of the one or more functions.

46. The system as recited in claim 42, wherein the set of
voice services is configured to control one or more third-
party applications within the portable electronic device and
one or more remote third-party applications during modifi-
cation of the behavior of the one or more third-party
applications and the one or more remote third-party appli-
cations.

47. The system as recited in claim 42, wherein the one or
more functions include a text messaging function, wherein
a text to speech converter converts a text communication
received by the portable electronic device into audio played
by the portable electronic device system.

48. The system as recited in claim 42, wherein the one or
more functions include a text messaging function, wherein
a speech to text converter converts audio to a text commu-
nication.

49. The system as recited in claim 42, wherein the one or
more functions include a voice communication function, and
wherein the one or more voice commands are interpreted as
a command to perform at least one of answering a voice
communication initiated by a second consumer and received
by the portable electronic device, listening to a contact
information associated with the second consumer, listening
to voice mail messages, and initiating a second voice com-
munication to a third consumer.

50. The system as recited in claim 42, wherein the one or
more functions include a text messaging function, wherein
the one or more voice commands are interpreted as a
command to perform at least one of listening to a text
communication received by the portable electronic device
and converted to audio with a text to speech converter,
listening to a contact information associated with the text
communication, dictating audio converted to a second text
communication with a speech to text converter, and respond-
ing to the text communication.

51. The system as recited in claim 1, wherein the one or
more functions include a voice communication function,
wherein the safety policy defines a modification of a ring-
back tone played to a second consumer initiating a voice
communication to the portable electronic device.

52. The system as recited in claim 1, wherein the one or
more functions include a voice communication function,
wherein the safety policy defines a modification of a voice
mail greeting played to a second consumer initiating a voice
communication to the portable electronic device.

53. A method comprising:

detecting movements of a portable electronic device unre-

lated to speed, the portable electronic device configured
to provide a plurality of functions, wherein the portable
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electronic device includes one or more applications,
wherein detecting movements includes receiving data
from a motion detector of the portable electronic
device, and wherein the motion detector comprises an
accelerometer,

comparing the movements to one or more thresholds;

determining whether the movements are in excess of the

one or more thresholds; and

modifying a behavior of one or more functions from the

plurality of functions and at least one of the one or
morve applications in response to determining that the
movements exceed the one or more thresholds and in
accordance with a definable safety policy.

54. The method as recited in claim 53, wherein the
portable electronic device comprises one or more from the
group consisting of a cellular phone, a telecommunications
device, a mobile device, a data processing device, a portable
digital assistant (PDA), a laptop computer, a netbook, a
smartbook, or an MP3 player.

55. The method as recited in claim 53, further comprising
sending an alert to one or more recipients according to one
or more events defined in the safety policy.

56. The method as recited in claim 55, wherein the alert
comprises one or more from the group consisting of an
audial alert and a text alert.

57. The method as recited in claim 55, wherein the one or
more recipients include a consumer of the portable elec-
tronic device and a second consumer.

58. The method as recited in claim 55, wherein the one or
more functions include a voice communication function,
wherein sending the alert includes sending the alert to a
second consumer in response to the portable electronic
device receiving a voice communication from the second
consumer.

59. The method as recited in claim 55, wherein the one or
more functions include a text messaging function, wherein
sending the alert includes sending the alert to a second
consumer in response to the portable electronic device
receiving a text communication from the second consumer.

60. The method as recited in claim 59, wherein the text
communication comprises one or more from the group
consisting of a text message, an email, a multimedia mes-
sage, and an instant message.

61. The method as recited in claim 55, wherein the safety
policy includes account information for one or more third-
party websites, wherein sending the alert includes posting
the alert as a status message on the one or more third-party
websites.

62. The method as recited in claim 55, wherein the one or
more recipients include a third-party application.

63. The method as recited in claim 62, wherein the
third-party application is located within the portable elec-
tronic device.

64. The method as recited in claim 62, wherein the
third-party application is located remotely to the portable
electronic device.

65. The method as recited in claim 55, wherein the alert
includes additional information comprising one or more of
a status information of the portable electronic device, an
advertising content, a sponsorship content, and another form
of content.

66. The method as recited in claim 53, further comprising:

displaying a dashboard on a display of the portable

electronic device, wherein the dashboard is configured
to receive one or more edits to the safety policy.

67. The method as recited in claim 66, wherein the one or
more edits comprise one or more of deletion of the safety
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policy, creation of a new safety policy, and modification of
the safety policy or the new safety policy.

68. The method as recited in claim 66, wherein the
dashboard is configured to receive one or more edits to one
or more administrative safety policies.

69. The method as recited in claim 68, further comprising
assigning a policy from the one or more administrative
safety policies to a second consumer.

70. The method as recited in claim 66, further comprising
remotely modifying a behavior of a function from the one or
more functions.

71. The method as recited in claim 66, further comprising
sending a query to the portable electronic device to obtain a
status information of the portable electronic device.

72. The method as recited in claim 71, wherein the one or
more functions include a text messaging function, wherein
the query comprises a text communication sent to the
portable electronic device.

73. The method as recited in claim 72, wherein the text
communication comprises one or more from the group
consisting of an email, a text message, a multimedia mes-
sage, an instant message, and another form of message.

74. The method as recited in claim 53, wherein the safety
policy includes a keypad access policy of the portable
electronic device.

75. The method as recited in claim 53, wherein the safety
policy defines the one or more thresholds.

76. The method as recited in claim 53, wherein the
portable electronic device includes one or more third-party
applications, the method further comprising modifying an
application behavior of the one or more third-party appli-
cations is response to determining that the movements
exceed the one or more thresholds.

77. The method as recited in claim 76, wherein modifying
the application behavior of the one or more third-party
applications comprises:

suppressing an alert associated with the one or more

third-party applications; and

converting the alert into an audible announcement with a

text to speech converter.

78. The method as recited in claim 53, wherein the
portable electronic device includes a list of contacts wherein
the safety policy comprises a priority level of one or more
contacts from the list of contacts.

79. The method as recited in claim 78, further comprising
modifying the behavior of the one or more functions
invoked in response to an action initiated by a contact from
the list of contacts based on the priority level of the contact.

80. The method as recited in claim 78, further comprising
modifying a ring tone invoked in response to an action
initiated by a contact from the list of contacts based on the
priority level of the contact.

81. The method as recited in claim 78, further comprising
playing an audible alert invoked in response to an action
initiated by a contact from the list of contacts based on the
priority level of the contact.

82. The method as recited in claim 81, wherein playing
the audible alert includes playing a contact information
associated with the contact.

83. The method as recited in claim 82, wherein the contact
information includes a name of the contact, a phone number
of the contact, and the priority level of the contact.

84. The method as recited in claim 53, wherein detecting
movements includes receiving data from a motion detector,
wherein the data received from the motion detector includes
positioning data for the portable electronic device.
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85. The method as recited in claim 53, wherein detecting
movements includes receiving data from a motion detector,
wherein the motion detector comprises a GPS data receiver.

[86. The method as recited in claim 53, wherein detecting
movements includes receiving data from a motion detector,
wherein the motion detector comprises an accelerometer.]

87. The method as recited in claim 53, [wherein detecting
movements includes receiving data from a motion detector,]
wherein the motion detector further comprises a navigation
system.

88. The method as recited in claim 53, further comprising:

modifying the behavior of the one or more functions in

response to determining an occurrence of one or more
additional events defined in the safety policy.

89. The method as recited in claim 88, wherein the one or
more additional events include detecting use of one or more
hands-free devices in combination with the portable elec-
tronic device.

90. The method as recited in claim 89, wherein the one or
more hands-free devices include a BLUETOOTH system.

91. The method as recited in claim 88, wherein the one or
more additional events comprise one or more of the group
consisting of detection of the presence of a charger, detec-
tion of the presence of a cradle, detection of the presence of
a BLUETOOTH system, detection of the presence of a
navigation device, detection of the presence of a token
mechanism associated with a vehicle, and an occurrence of
calendar event.

92. The method as recited in claim 88, further comprising
storing an event entry on a safety log associated with the
portable electronic device in response to the one or more
additional events.

93. The method as recited in claim 53, further comprising
storing a threshold entry on a safety log associated with the
portable electronic device in response to the one or more
thresholds.

94. The method as recited in claim 53, wherein the
portable electronic device includes a speaker and a micro-
phone, wherein modifying the behavior of the one or more
functions includes enabling control of the one or more
functions with a set of voice services.

95. The method as recited in claim 94, wherein the set of
voice services is located within the portable electronic
device.

96. The method as recited in claim 94, wherein the set of
voice services is located remotely to the portable electronic
device.

97. The method as recited in claim 94, further comprising
overriding the behavior of the one or more functions with the
set of voice services.

98. The method as recited in claim 94, further comprising
enabling use of one or more third-party applications within
the portable electronic device and one or more remote
third-party applications with the set of voice services.

99. The method as recited in claim 94, wherein the one or
more functions include a text messaging function, the
method further comprising:

converting a text communication received by the portable

electronic device into audio with a text to speech
converter; and

playing the audio.

100. The method as recited in claim 94, wherein the one
or more functions include a text messaging function, further
comprising:

receiving audio; and

converting the audio to a text communication with a

speech to text converter.
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101. The method as recited in claim 94, wherein the one
or more functions include a voice communication function,
wherein enabling control of the one or more functions with
a set of voice services comprises at least one of:

interpreting one or more voice commands as a command

to answer a voice communication initiated by a second
consumer and received by the portable electronic
device;

interpreting one or more voice commands as a command

to listen to a contact information associated with the
second consumer;

interpreting one or more voice commands as a command

to listen to voice mail messages; and

interpreting one or more voice commands as a command

to initiate a second voice communication to a third
consumer.

102. The method as recited in claim 94, wherein the one
or more functions include a text messaging function,
wherein enabling control of the one or more functions with
a set of voice services comprises:

converting a text communication received by the portable

electronic device to an audio with a text to speech
converter; and

interpreting one or more voice commands as a command

to perform one or more of playing the audio, playing a
contact information associated with the text communi-
cation, converting dictated audio to a second text
communication with a speech to text converter, and
responding to the text communication.

103. The method as recited in claim 53, wherein the one
or more functions include a voice communication function,
the method further comprising modifying a ring-back tone
played to a second consumer initiating a voice communica-
tion to the portable electronic device, wherein the manner in
which the ring-back tone is modified is defined in the safety
policy.

104. The method as recited in claim 53, wherein the one
or more functions include a voice communication function,
the method further comprising modifying a voice mail
greeting played to a second consumer initiating a voice
communication to the portable electronic device, wherein
the manner in which the voice mail greeting is modified is
defined in the safety policy.

105. A system comprising:

means for detecting movements of a portable electronic

device unrelated to speed, the portable electronic
device configured to provide a plurality of functions,
wherein the portable electronic device includes one or
more applications, wherein the means for detecting
movements of the portable electronic device unrelated
to speed comprises an accelerometer,

means for comparing the movements to one or more

thresholds;

means for determining whether the movements are in

excess of the one or more thresholds;

means for modifying a behavior of one or more functions

from the plurality of functions in response to determin-
ing that the movements exceed the one or more thresh-
olds and in accordance with a definable safety policy;
and

means for modifying an application behavior of the one or

more applications in response to determining that the
movements exceed the one or more thresholds.

106. The system as recited in claim 105, wherein the
portable electronic device comprises one or more from the
group consisting of a cellular phone, a telecommunications
device, a mobile device, a data processing device, a portable
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digital assistant (PDA), a laptop computer, a netbook, a
smartbook, or an MP3 player.

107. The system as recited in cairn 105, further compris-
ing:

means for sending an alert to one or more recipients

according to one or more events defined in the safety
policy.

108. The system as recited in claim 107, wherein the one
or more recipients include a third-party application.

109. The system as recited in claim 105, further compris-
ing:

means for displaying a dashboard on a display of the

portable electronic device, wherein the dashboard is
configured to receive one or more edits to the safety
policy.

110. The system as recited in claim 105, wherein the one
or more applications comprise one or more third-party
applications, the application behavior is an application
behavior of one of the one or more third-party applications.

111. The system as recited in claim 110, wherein the
means for modifying the application behavior of the one or
more third-party applications comprises:

means for suppressing an alert associated with the one or

more third-party applications; and

means for converting the alert into an audible announce-

ment with a text to speech converter.

112. The system as recited in claim 105, wherein the
portable electronic device includes a speaker and a micro-
phone, wherein the means for modifying the behavior of the
one more functions comprises means for enabling control of
the one or more functions with a set of voice services.

113. The system as recited in claim 112, further compris-
ing:

means for enabling use of one or more third-party appli-

cations within the portable electronic device and one or
more remote third-party applications with the set of
voice services.

114. A computer readable medium having instructions
embodied thereon, the instructions comprising:

instructions to detect movements of a portable electronic

device unrelated to speed responsive to data received
from an accelerometer, the portable electronic device
configured to provide a plurality of functions, wherein
the portable electronic device includes one or more
applications;

instructions to compare the movements to one or more

thresholds;

instructions to determine whether the movements are in

excess of the one or more thresholds;

instructions to modify a behavior of one or more functions

from the plurality of functions in response to determin-
ing that the movements exceed the one or more thresh-
olds and in accordance with a definable safety policy;
and

instructions to modify an application behavior of the one

or more applications in response to determining that the
movements exceed the one or more thresholds.

115. The computer readable medium as recited in claim
114, wherein the portable electronic device comprises one or
more from the group consisting of a cellular phone, a
telecommunications device, a mobile device, a data process-
ing device, a portable digital assistant (PDA), a laptop
computer, a netbook, a smartbook, or an MP3 player.

116. The computer readable medium as recited claim 114,
the instructions further comprising:
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instructions to send an alert to one or more recipients
according to one or more events defined in the safety
policy.

117. The computer readable medium as recited in claim
116, wherein the one or more recipients include a third-party
application.

118. The computer readable medium as recited in claim
114, the instructions further comprising:

instructions to display a dashboard on a display of the

portable electronic device, wherein the dashboard is
configured to receive one or more edits to the safety
policy.

119. The computer readable medium as recited in claim
114, wherein the one or more applications comprise one or
more third-party applications, the application behavior is an
application behavior of one of the one or more third-party
applications.

120. The computer readable medium as recited in claim
119, wherein the instructions to modify the application
behavior of the one or more third-party applications com-
prise:

instructions to suppress an alert associated with the one or

more third-party applications; and

instructions to convert the alert into an audible announce-

ment with a text to speech converter.

121. The computer readable medium as recited in claim
114, wherein the portable electronic device includes a
speaker and a microphone, wherein the instructions to
modify the behavior of the one more functions includes
instructions to enable control of the one or more functions
with a set of voice services.

122. The computer readable medium as recited in claim
121, the instructions further comprising:

instructions to enable use of one or more third-party

applications within the portable electronic device and
one or more remote third-party applications with the set
of voice services.

10

15

20

25

30

48

123. The system of claim 1, wherein the portable elec-
tronic device system is included in a vehicle.

124. A system comprising:

a vehicle;

a computer, the computer being included in the vehicle;

and

a portable electronic device system, comprising:

a portable electronic device configured to provide a
plurality of functions;

a motion detection logic configured to receive data from
a motion detector and to communicate one or more
signals indicative of movements of the portable elec-
tronic device unrelated to speed, wherein the motion
detector comprises an accelerometer;

a safety logic configured to receive the ome or more
signals;

a threshold logic configured to compare the movements to
one or move thresholds and generate one or more
threshold signals;

and a safety policy of the portable electronic device, the
safety policy indicating a consumer preference relating
to modification of one or more functions from the
plurality of functions;

wherein the portable electronic device is configured to
modify a behavior of the one or more functions in
accordance with the safety policy based on the one or
morve threshold signals.

125. The system of claim 124, wherein the portable
electronic device is communicatively coupled to the com-
puter.

126. The system of claim 124, wherein the motion detec-
tion logic, the safety logic, the threshold logic, and the safety
policy are included in the portable electronic device.
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