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【手続補正書】
【提出日】平成19年12月25日(2007.12.25)
【手続補正１】
【補正対象書類名】明細書
【補正対象項目名】発明の名称
【補正方法】変更
【補正の内容】
【発明の名称】通信装置、及びその制御方法、プログラム、記憶媒体
【手続補正２】
【補正対象書類名】明細書
【補正対象項目名】特許請求の範囲
【補正方法】変更
【補正の内容】
【特許請求の範囲】
　　【請求項１】　第１の外部装置から受信したデータを第２の外部装置に転送する通信
装置であって、
　前記第１の外部装置から第１のデータを受信する受信手段と、
　前記受信手段が前記第１の外部装置から前記第１のデータを受信する際に、当該第１の
外部装置から送信された認証情報を取得する取得手段と、
　前記受信手段が受信した第１のデータに前記取得手段が取得した認証情報を付加するこ
とにより第２のデータを生成する生成手段と、
　前記生成手段により生成された第２のデータを前記第２の外部装置に対して送信する送
信手段と、
を備えることを特徴とする通信装置。
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　　【請求項２】　前記第１の外部装置は、ファクシミリ通信を実行することが可能なフ
ァクシミリ装置であって、
　前記受信手段は、前記第１の外部装置からファクシミリ通信を用いて送信された前記第
１のデータを受信し、
　前記取得手段は、前記受信手段が前記第１のデータを受信する際に実行されるファクシ
ミリ通信における手順信号から前記認証情報を取得する
ことを特徴とする請求項１に記載の通信装置。
　　【請求項３】　前記取得手段は、前記受信手段が前記第１のデータを受信する際に実
行されるファクシミリ通信において、前記第１の外部装置からパスワード信号として送信
されてきた情報を前記認証情報として取得することを特徴とする請求項２に記載の通信装
置。
　　【請求項４】　前記第２の外部装置は、電子メール通信を実行することが可能な電子
メール装置であって、
　前記生成手段は、前記受信手段が受信した前記第１のデータを所定のフォーマットに変
換した後で、前記認証情報を付加することにより前記第２のデータを生成し、
　前記送信手段は、前記生成手段により生成された前記第２のデータが添付された電子メ
ールを前記第２の外部装置に送信する
ことを特徴とする請求項１から３のいずれか１項に記載の通信装置。
　　【請求項５】　前記受信手段が受信した前記第１のデータの転送先を決定する決定手
段を更に備え、
　前記送信手段は、前記決定手段により決定された転送先に対して、前記生成手段により
生成された前記第２のデータを送信することを特徴とする請求項１から４のいずれか１項
に記載の通信装置。
　　【請求項６】　前記決定手段により決定された転送先の種別に応じて、前記生成手段
により生成された前記第２のデータ、及び前記第１のデータに基づいて生成されたデータ
であって前記認証情報が付加されていない第３のデータのいずれか一方を送信するよう前
記送信手段を制御する制御手段を更に備えることを特徴とする請求項５に記載の通信装置
。
　　【請求項７】　前記制御手段は、前記決定手段により決定された転送先の種別が電子
メール装置またはファイルサーバ装置である場合に、前記生成手段により生成された前記
第２のデータを送信するよう前記送信手段を制御することを特徴とする請求項６に記載の
通信装置。
　　【請求項８】　前記制御手段は、前記決定手段により決定された転送先の種別がイン
ターネットファクシミリ装置である場合に、前記第３のデータを送信するよう前記送信手
段を制御することを特徴とする請求項６または７に記載の通信装置。
　　【請求項９】　前記決定手段は、前記受信手段が前記第１の外部装置から前記第１の
データを受信する際に、当該第１の外部装置から送信された指定情報に基づいて前記転送
先を決定することを特徴とする請求項５から８のいずれか１項に記載の通信装置。
　　【請求項１０】　前記第１の外部装置は、ファクシミリ通信を実行することが可能な
ファクシミリ装置であって、
　前記受信手段は、前記第１の外部装置からファクシミリ通信を用いて送信された前記第
１のデータを受信し、
　前記決定手段は、前記受信手段が前記第１のデータを受信する際に実行されるファクシ
ミリ通信における手順信号として前記第１の外部装置から送信された前記指定情報に基づ
いて前記転送先を決定する
ことを特徴とする請求項９に記載の通信装置。
　　【請求項１１】　前記指定情報とは、前記受信手段が前記第１のデータを受信する際
に実行されるファクシミリ通信において、前記第１の外部装置からサブアドレス信号とし
て送信されてきた情報であることを特徴とする請求項１０に記載の通信装置。
　　【請求項１２】　前記生成手段が前記第２のデータを生成する際に、当該第２のデー
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タに対してセキュリティ属性を設定する設定手段を更に備えることを特徴とする請求項１
から１１のいずれか１項に記載の通信装置。
　　【請求項１３】　前記設定手段が設定するセキュリティ属性とは、前記第２のデータ
を閲覧するために前記認証情報の入力を必要とすることを示す属性であることを特徴とす
る請求項１２に記載の通信装置。
　　【請求項１４】　前記設定手段は、前記生成手段が前記第２のデータを生成する際に
、当該第２のデータに対して複数の異なるセキュリティ属性を設定することを特徴とする
請求項１２または１３に記載の通信装置。
　　【請求項１５】　前記取得手段が取得する認証情報とは異なる他の認証情報を登録す
る登録手段を更に備え、
　前記設定手段は、前記取得手段が取得した認証情報を必要とする第１のセキュリティ属
性および前記登録手段により登録された他の認証情報を必要とする第２のセキュリティ属
性を前記第２のデータに対して設定することを特徴とする請求項１４に記載の通信装置。
　　【請求項１６】　前記取得手段は、前記受信手段が前記第１の外部装置から前記第１
のデータを受信する際に、当該第１の外部装置から送信された第１の認証情報および第２
の認証情報を取得し、
　前記設定手段は、前記取得手段が取得した前記第１の認証情報を必要とする第１のセキ
ュリティ属性および前記取得手段が取得した前記第２の認証情報を必要とする第２のセキ
ュリティ属性を前記第２のデータに対して設定することを特徴とする請求項１４に記載の
通信装置。
　　【請求項１７】　第１の外部装置から受信したデータを第２の外部装置に転送する通
信装置の制御方法であって、
　前記第１の外部装置から第１のデータを受信する受信工程と、
　前記受信工程で前記第１の外部装置から前記第１のデータを受信する際に、当該第１の
外部装置から送信された認証情報を取得する取得工程と、
　前記受信工程で受信した第１のデータに前記取得工程で取得した認証情報を付加するこ
とにより第２のデータを生成する生成工程と、
　前記生成工程で生成された第２のデータを前記第２の外部装置に対して送信する送信工
程と、
を備えることを特徴とする通信装置の制御方法。
　　【請求項１８】　前記第１の外部装置は、ファクシミリ通信を実行することが可能な
ファクシミリ装置であって、
　前記受信工程では、前記第１の外部装置からファクシミリ通信を用いて送信された前記
第１のデータを受信し、
　前記取得工程では、前記受信工程で前記第１のデータを受信する際に実行されるファク
シミリ通信における手順信号から前記認証情報を取得する
ことを特徴とする請求項１７に記載の通信装置の制御方法。
　　【請求項１９】　前記取得工程では、前記受信工程で前記第１のデータを受信する際
に実行されるファクシミリ通信において、前記第１の外部装置からパスワード信号として
送信されてきた情報を前記認証情報として取得することを特徴とする請求項１８に記載の
通信装置の制御方法。
　　【請求項２０】　前記第２の外部装置は、電子メール通信を実行することが可能な電
子メール装置であって、
　前記生成工程では、前記受信工程で受信した前記第１のデータを所定のフォーマットに
変換した後で、前記認証情報を付加することにより前記第２のデータを生成し、
　前記送信工程では、前記生成工程で生成された前記第２のデータが添付された電子メー
ルを前記第２の外部装置に送信する
ことを特徴とする請求項１７から１９のいずれか１項に記載の通信装置の制御方法。
　　【請求項２１】　前記受信工程で受信した前記第１のデータの転送先を決定する決定
工程を更に備え、
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　前記送信工程では、前記決定工程で決定された転送先に対して、前記生成工程で生成さ
れた前記第２のデータを送信することを特徴とする請求項１７から２０のいずれか１項に
記載の通信装置の制御方法。
　　【請求項２２】　前記決定工程で決定された転送先の種別に応じて、前記生成工程で
生成された前記第２のデータ、及び前記第１のデータに基づいて生成されたデータであっ
て前記認証情報が付加されていない第３のデータのいずれか一方を送信するよう前記送信
工程を制御する制御工程を更に備えることを特徴とする請求項２１に記載の通信装置の制
御方法。
　　【請求項２３】　前記制御工程では、前記決定工程で決定された転送先の種別が電子
メール装置またはファイルサーバ装置である場合に、前記生成工程で生成された前記第２
のデータを送信するよう前記送信工程を制御することを特徴とする請求項２２に記載の通
信装置の制御方法。
　　【請求項２４】　前記制御工程では、前記決定工程で決定された転送先の種別がイン
ターネットファクシミリ装置である場合に、前記第３のデータを送信するよう前記送信工
程を制御することを特徴とする請求項２２または２３に記載の通信装置の制御方法。
　　【請求項２５】　前記決定工程では、前記受信工程で前記第１の外部装置から前記第
１のデータを受信する際に、当該第１の外部装置から送信された指定情報に基づいて前記
転送先を決定することを特徴とする請求項２１から２４のいずれか１項に記載の通信装置
の制御方法。
　　【請求項２６】　前記第１の外部装置は、ファクシミリ通信を実行することが可能な
ファクシミリ装置であって、
　前記受信工程では、前記第１の外部装置からファクシミリ通信を用いて送信された前記
第１のデータを受信し、
　前記決定工程では、前記受信工程で前記第１のデータを受信する際に実行されるファク
シミリ通信における手順信号として前記第１の外部装置から送信された前記指定情報に基
づいて前記転送先を決定する
ことを特徴とする請求項２５に記載の通信装置の制御方法。
　　【請求項２７】　前記指定情報とは、前記受信工程で前記第１のデータを受信する際
に実行されるファクシミリ通信において、前記第１の外部装置からサブアドレス信号とし
て送信されてきた情報であることを特徴とする請求項２６に記載の通信装置の制御方法。
　　【請求項２８】　前記生成工程で前記第２のデータを生成する際に、当該第２のデー
タに対してセキュリティ属性を設定する設定工程を更に備えることを特徴とする請求項１
７から２７のいずれか１項に記載の通信装置の制御方法。
　　【請求項２９】　前記設定工程で設定するセキュリティ属性とは、前記第２のデータ
を閲覧するために前記認証情報の入力を必要とすることを示す属性であることを特徴とす
る請求項２８に記載の通信装置の制御方法。
　　【請求項３０】　前記設定工程では、前記生成工程で前記第２のデータを生成する際
に、当該第２のデータに対して複数の異なるセキュリティ属性を設定することを特徴とす
る請求項２８または２９に記載の通信装置の制御方法。
　　【請求項３１】　前記取得工程で取得する認証情報とは異なる他の認証情報を登録す
る登録工程を更に備え、
　前記設定工程では、前記取得工程で取得した認証情報を必要とする第１のセキュリティ
属性および前記登録工程で登録された他の認証情報を必要とする第２のセキュリティ属性
を前記第２のデータに対して設定することを特徴とする請求項３０に記載の通信装置の制
御方法。
　　【請求項３２】　前記取得工程では、前記受信工程で前記第１の外部装置から前記第
１のデータを受信する際に、当該第１の外部装置から送信された第１の認証情報および第
２の認証情報を取得し、
　前記設定工程では、前記取得工程で取得した前記第１の認証情報を必要とする第１のセ
キュリティ属性および前記取得工程で取得した前記第２の認証情報を必要とする第２のセ
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キュリティ属性を前記第２のデータに対して設定することを特徴とする請求項３０に記載
の通信装置の制御方法。
　　【請求項３３】　請求項１７から３２のいずれか１項に記載の通信装置の制御方法を
コンピュータに実行させるためのプログラム。
　　【請求項３４】　請求項１７から３２のいずれか１項に記載の通信装置の制御方法を
コンピュータに実行させるためのプログラムを記憶したコンピュータ読み取り可能な記憶
媒体。
【手続補正３】
【補正対象書類名】明細書
【補正対象項目名】０００５
【補正方法】変更
【補正の内容】
　　　【０００５】
　　【課題を解決するための手段】
　上記目的を達成するために、本発明の通信装置は、第１の外部装置から受信したデータ
を第２の外部装置に転送する通信装置であって、前記第１の外部装置から第１のデータを
受信する受信手段と、前記受信手段が前記第１の外部装置から前記第１のデータを受信す
る際に、当該第１の外部装置から送信された認証情報を取得する取得手段と、前記受信手
段が受信した第１のデータに前記取得手段が取得した認証情報を付加することにより第２
のデータを生成する生成手段と、前記生成手段により生成された第２のデータを前記第２
の外部装置に対して送信する送信手段とを備えることを特徴とする。
【手続補正４】
【補正対象書類名】明細書
【補正対象項目名】０００６
【補正方法】変更
【補正の内容】
【０００６】
　また、本発明の通信装置の制御方法は、第１の外部装置から受信したデータを第２の外
部装置に転送する通信装置の制御方法であって、前記第１の外部装置から第１のデータを
受信する受信工程と、前記受信工程で前記第１の外部装置から前記第１のデータを受信す
る際に、当該第１の外部装置から送信された認証情報を取得する取得工程と、前記受信工
程で受信した第１のデータに前記取得工程で取得した認証情報を付加することにより第２
のデータを生成する生成工程と、前記生成工程で生成された第２のデータを前記第２の外
部装置に対して送信する送信工程とを備えることを特徴とする。
【手続補正５】
【補正対象書類名】明細書
【補正対象項目名】０００７
【補正方法】削除
【補正の内容】
【手続補正６】
【補正対象書類名】明細書
【補正対象項目名】０００８
【補正方法】削除
【補正の内容】
【手続補正７】
【補正対象書類名】明細書
【補正対象項目名】０００９
【補正方法】削除
【補正の内容】
【手続補正８】
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【補正対象書類名】明細書
【補正対象項目名】００１０
【補正方法】削除
【補正の内容】
【手続補正９】
【補正対象書類名】明細書
【補正対象項目名】００１１
【補正方法】削除
【補正の内容】
【手続補正１０】
【補正対象書類名】明細書
【補正対象項目名】００１２
【補正方法】削除
【補正の内容】
【手続補正１１】
【補正対象書類名】明細書
【補正対象項目名】００１３
【補正方法】削除
【補正の内容】
【手続補正１２】
【補正対象書類名】明細書
【補正対象項目名】００１４
【補正方法】削除
【補正の内容】
【手続補正１３】
【補正対象書類名】明細書
【補正対象項目名】００１５
【補正方法】削除
【補正の内容】
【手続補正１４】
【補正対象書類名】明細書
【補正対象項目名】００１６
【補正方法】削除
【補正の内容】
【手続補正１５】
【補正対象書類名】明細書
【補正対象項目名】００１７
【補正方法】削除
【補正の内容】
【手続補正１６】
【補正対象書類名】明細書
【補正対象項目名】００１８
【補正方法】削除
【補正の内容】
【手続補正１７】
【補正対象書類名】明細書
【補正対象項目名】００１９
【補正方法】削除
【補正の内容】
【手続補正１８】
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【補正対象書類名】明細書
【補正対象項目名】００２０
【補正方法】削除
【補正の内容】
【手続補正１９】
【補正対象書類名】明細書
【補正対象項目名】００２１
【補正方法】削除
【補正の内容】
【手続補正２０】
【補正対象書類名】明細書
【補正対象項目名】００２２
【補正方法】削除
【補正の内容】
【手続補正２１】
【補正対象書類名】明細書
【補正対象項目名】００２３
【補正方法】削除
【補正の内容】
【手続補正２２】
【補正対象書類名】明細書
【補正対象項目名】００２４
【補正方法】削除
【補正の内容】
【手続補正２３】
【補正対象書類名】明細書
【補正対象項目名】００２５
【補正方法】削除
【補正の内容】
【手続補正２４】
【補正対象書類名】明細書
【補正対象項目名】００２６
【補正方法】削除
【補正の内容】
【手続補正２５】
【補正対象書類名】明細書
【補正対象項目名】００２７
【補正方法】削除
【補正の内容】
【手続補正２６】
【補正対象書類名】明細書
【補正対象項目名】００２８
【補正方法】削除
【補正の内容】
【手続補正２７】
【補正対象書類名】明細書
【補正対象項目名】００２９
【補正方法】削除
【補正の内容】
【手続補正２８】
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【補正対象書類名】明細書
【補正対象項目名】００３０
【補正方法】削除
【補正の内容】
【手続補正２９】
【補正対象書類名】明細書
【補正対象項目名】００３１
【補正方法】削除
【補正の内容】
【手続補正３０】
【補正対象書類名】明細書
【補正対象項目名】００３２
【補正方法】削除
【補正の内容】
【手続補正３１】
【補正対象書類名】明細書
【補正対象項目名】０１３７
【補正方法】変更
【補正の内容】
　　　【０１３７】
　　【発明の効果】
　以上説明したように、本発明によれば、第１の外部装置から受信したデータを第２の外
部装置に転送する際に、当該データの機密性を維持することが可能となる。
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