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(57)【特許請求の範囲】
【請求項１】
　通信ソフトウェアにおいて音声によりサービスを起動する方法であって：
　ユーザ端末によって、ユーザが通信ソフトウェアを用いて別の人と通信する際に、前記
ユーザが入力した音声情報を収集するステップ（１０１、５０２）と；
　前記ユーザ端末によって、前記音声情報を認識し（５０３）、前記音声情報が特定コマ
ンドを含む場合には、対応するサービスを起動するステップ（１０２、５０４）と；　サ
ービス処理装置が、前記ユーザ端末によって収集された前記音声情報に含まれている取引
データを取得するため前記音声情報に音声認識を実施し（５１０）、前記サービスを処理
できるようにするために（１０３、５１１）、前記ユーザ端末によって、サービス情報と
、前記音声情報とを前記サービス処理装置へ送信するステップ（５０７）と；
を備える、
　通信ソフトウェアにおいて音声によりサービスを起動する方法。
【請求項２】
　前記ユーザ端末によって、前記ユーザが許可されたユーザであるかどうかを認証するス
テップ；をさらに備える、
　請求項１に記載の方法。
【請求項３】
　前記ユーザが許可されたユーザであるかどうかを認証する前記ステップは、
　前記ユーザ端末によって、前記ユーザが許可されたユーザであるかどうかを、前記ユー
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ザの入力操作を認証することによって、又は、前記ユーザの生体特徴を認証することによ
って判定するステップ；を備える、
　請求項２に記載の方法。
【請求項４】
　前記ユーザが許可されたユーザであるかどうかを認証する前記ステップは、前記ユーザ
端末によって、声紋認識を適用するステップを備える、
　請求項２に記載の方法。
【請求項５】
　前記サービス情報は、サービスＩＤと、前記通信ソフトウェアを介して通信している様
々な参加ユーザの識別子とを少なくとも含む、
　請求項１に記載の方法。
【請求項６】
　前記サービス情報と、前記音声情報とを前記サービス処理装置へ送信する前記ステップ
の後に、前記方法は、前記ユーザ端末によって、前記サービス処理装置から送信されたサ
ービスオーダーを受信するステップ；をさらに備える、
　請求項１に記載の方法。
【請求項７】
　前記サービス処理装置によって、前記ユーザ端末から送信された、前記サービス情報と
、前記音声情報とを受信するステップ（２０１）と；
　前記サービス処理装置によって、前記サービス情報と、前記音声情報に含まれている前
記取引データとに基づいて前記サービスを処理するステップ（２０２）と；
をさらに備える、
　請求項１に記載の方法。
【請求項８】
　前記サービス処理装置によって、前記音声情報中の前記取引データを認識するステップ
；をさらに備える、
　請求項７に記載の方法。
【請求項９】
　前記ユーザ端末から送信された、前記サービス情報と、前記音声情報とを受信する前記
ステップは、前記サービス処理装置によって、前記サービス情報と、前記音声情報とを現
在送信しているユーザが許可されたユーザであるかどうかを認証するステップ；をさらに
備え、
　任意で、前記ユーザが許可されたユーザであるかどうかを検証するステップは、前記サ
ービス処理装置によって、前記ユーザ端末によって送信された音声情報に対して声紋認識
を実行することによって決定される、
　請求項７に記載の方法。
【発明の詳細な説明】
【技術分野】
【０００１】
　本出願は、通信技術の分野、特に、通信ソフトウェアにおいて音声により業務（ビジネ
ス）を起動する方法及びこれに対応する装置に関する。
【背景技術】
【０００２】
　自動決済技術はますます成熟度を増し、様々なタイプの決済形式が次第に普及し、日常
生活において人々に利用されるようになった。例えば、モバイルバンキング技術、電子銀
行（e-bank）などは、交通、税金、ファイナンス、セキュリティのように人々の日常生活
のあらゆる分野に関与してきている。通信ネットワークシステムによって実施される自動
支払い及び自動送金の支払い技術は、人々の日常生活に優れた利便性を提供する。
【０００３】
　一方で、現在のインスタントメッセージング技術は利用者に迅速で効率的な通信プラッ
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トフォームを提供するので、オンラインユーザはインターネット上で迅速で即時的な情報
のインタラクション対話（やりとり）を行うことができ、また、インターネットを使用し
、インスタントメッセージングソフトウェアで様々な請求代金（financial charge）の支
払処理を実施することができる。これにより、利用者は便宜的かつ迅速にオンライン支払
を実施することが可能になる。
【０００４】
　既存のインスタントメッセージングソフトウェアによっては、利用者（支払先）は、集
金（collection of money）オーダー（命令）を確立することで、相対する側（支払元）
への集金を開始できる。しかし、支払先は、支払元とのチャットインターフェースを終え
てから、集金機能を選択するボタンをクリックし、続いて、集金を実施する操作工程に従
って一連の操作及びクリックを実行する。したがって、操作が複雑である。
【発明の概要】
【発明が解決しようとする課題】
【０００５】
　本出願の実施の形態の目的は、通信ソフトウェアにおいて音声により業務を起動する方
法及びこれに関連する装置を提供し、従来技術におけるチャットソフトウェアでの業務機
能モジュールの呼び出し操作が複雑である問題を解決し、ユーザが業務機能を用いる際に
向上したユーザエクスペリエンスを体験できるようにすることである。
【課題を解決するための手段】
【０００６】
　本出願の実施の形態は、通信ソフトウェアにおいて音声により業務を起動する方法を提
供し、当該方法は：
　ユーザが通信ソフトウェアを用いて別の人と通信する際に、ユーザが入力した音声情報
を収集するステップと；
　音声情報を認識し、音声情報が特定のコマンドを含む場合には、対応する業務を起動す
るステップと；
　業務処理装置が業務を処理できるようにするために、業務情報と、取引データを含む情
報とを業務処理装置へ送信するステップとを備える。
【０００７】
　本出願の実施の形態は、通信ソフトウェアにおいて音声により業務を起動する方法をさ
らに提供し、当該方法は：
　ユーザ端末から送信された業務情報と取引データを含む情報とを受信するステップと；
　業務情報と取引データを含む情報とに基づいて業務を処理するステップとを備える。
【０００８】
　本出願の実施の形態は、通信ソフトウェアにおいて音声により業務を起動する装置をさ
らに提供し、当該装置は：
　ユーザが通信ソフトウェアを用いて別の人と通信する場合に、ユーザが入力した音声情
報を収集するように構成された収集ユニットと；
　音声情報を認識し、音声情報が特定コマンドを含む場合には、対応する業務を起動する
ように構成されたコマンド認識ユニットと；
　業務処理装置が業務を処理できるように、業務情報と、取引データを含む情報とを業務
処理装置へ送信するように構成された送信ユニットとを備える。
【０００９】
　本出願の実施の形態は、業務処理装置をさらに提供し、当該装置は：
　ユーザ端末から送信された業務情報と取引データを含む情報とを受信するように構成さ
れた受信ユニットと；
　業務情報と取引データを含む情報とに基づいて業務を処理するように構成された処理ユ
ニットとを備える。
【００１０】
　本出願の各実施の形態で提供される技術的解決から分かるように、ユーザ端末上の通信
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ソフトウェアにおいて、音声により業務を起動する解決法を追加することで、ユーザのチ
ャット中に業務を開始できるようになる。ユーザは、チャットインターフェースを終了さ
せ複雑なクリック操作を実行することなく業務機能を使用できる。したがって、ユーザに
とって複雑な操作は著しく単純化され、これによりユーザはより優れたユーザエクスペリ
エンスを体験できる。
【００１１】
　当然ながら、本出願を実施するあらゆる製品や方法は、上で述べた全ての利点を同時に
達成する必要はない。
【図面の簡単な説明】
【００１２】
　本出願の実施の形態又は従来技術の技術的解決を一層明確に説明するために、実施の形
態又は従来技術の説明に用いる添付図面を以下、簡単に説明する。以下で説明する添付図
面は単に本出願のいくつかの実施の形態であり、当業者は、これらの添付図面からこれ以
外の図面を創造的な努力なく導き出せることは明らかである。
【００１３】
【図１】本出願の一の実施の形態による、通信ソフトウェアにおいて音声により業務を起
動する方法のフローチャートである。
【図２】本出願の一の実施の形態による、通信ソフトウェアにおいて音声により業務を起
動する方法のフローチャートである。
【図３】本出願の一の実施の形態による、通信ソフトウェアにおいて音声により業務を起
動する装置の概略の構造図である。
【図４】本出願の一の実施の形態による業務処理装置の概略の構造図である。
【図５】本出願の一の実施の形態による、通信ソフトウェアにおいて音声により業務を起
動するデータフロー図である。
【図６】本出願の一の実施の形態による、通信ソフトウェアにおいて音声により業務を起
動する別のデータフロー図である。
【発明を実施するための形態】
【００１４】
　本出願の実施の形態は、通信ソフトウェアにおいて音声により業務を起動する方法及び
これに対応する装置を提供する。
【００１５】
　当業者が本出願の技術的解決をより深く理解できるように、本出願の実施の形態におい
て、添付図面を参照しつつ、本出願の実施の形態における技術的解決を明瞭かつ完全に以
下で説明する。説明する実施の形態は、本出願の実施の形態のすべてではなく、その一部
であることは明らかである。本出願の実施の形態に基づいて当業者が創造的な努力をせず
に導き出されたすべての実施の形態は何れも本出願の保護範囲内に含まれるものとする。
【００１６】
　図１は、本出願の一の実施の形態による、通信ソフトウェアにおいて音声により業務を
起動する方法のフローチャートである。この方法は、支払い業務などの業務を音声によっ
て起動するために、インスタントメッセージングに適用できる。支払い業務とは、具体的
に、別のユーザなどへの送金又は支払いであってよい。
【００１７】
　具体的に、図１に示す実施の形態の方法は下記のステップを含んでよい。
　ステップ１０１：ユーザが通信ソフトウェアを用いて別の一人と通信する際に、ユーザ
が入力した音声情報を収集する。
　ステップ１０２：音声情報を認識し、音声情報に特定のコマンドが含まれていれば、こ
れに対応する業務を起動する。
　ステップ１０３：業務処理装置に当該業務を処理させるために、業務情報と、取引デー
タを含む情報とを業務処理装置へ送信する。
【００１８】
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　この実施の形態は、インスタントメッセージングシステムに適用でき、このシステムは
携帯電話、タブレットコンピュータ、コンピュータのようなユーザ端末を含んでよい。こ
のシステムは、インスタントメッセージングサーバをさらに含んでもよい。各ユーザは、
自分の端末を使ってインスタントメッセージングサーバにアカウントを登録し、ユーザ間
でインスタントメッセージングを実施できる。インスタントメッセージングシステムはＱ
Ｑ、Ｗｅｃｈａｔ、Ｌａｉｗａｎｇなどであってよい。通信ソフトウェアは、具体的には
、ＱＱソフトウェア、Ｗｅｃｈａｔアプリケーション、Ｌａｉｗａｎｇアプリケーション
などであってよい。
【００１９】
　この実施の形態では、ステップ１０２からステップ１０３はユーザ端末によって実行さ
れてよく、具体的には、ユーザ端末が、インスタントメッセージングにてユーザの音声情
報を収集することで対応の業務を起動し、この業務を業務処理装置へ送信して処理する。
本明細書において、業務処理装置は、具体的にはインスタントメッセージングサーバであ
ってよい。あるいは、ユーザ端末が、インスタントメッセージングサーバを介して別体の
業務処理装置へ業務を送信することであってもよい。
【００２０】
　本出願の一の実施の形態として、この方法は、ユーザが正規ユーザであるかどうか認証
するステップをさらに含む。ユーザが正規ユーザであるかを認証するこのステップは、ユ
ーザが通信ソフトウェアを開始する時に実施できる。ユーザが正規ユーザである場合に、
ユーザは通信ソフトウェアの使用を許可され、正規ユーザでない場合には、ユーザは通信
ソフトウェアの使用を拒否される。さらに、今、音声情報を入力しているユーザが正規ユ
ーザであるかどうかを認証してもよく、これは、通信ソフトウェアの開始後に相対する側
への送信のための情報を入力するユーザが正規ユーザであるかどうかの認証を含んでもよ
く、又は、特定のコマンドを入力しているユーザが正規ユーザであるかの認証を含んでも
よい。以降に示す、ユーザが正規ユーザであるかどうかを認証する方法は、個別に又は組
み合わせて用いることができる。
【００２１】
　本出願の一の実施の形態として、ユーザが正規ユーザかどうかを認証するステップは、
具体的に、ユーザが正規ユーザかどうかを、ユーザの入力操作を認証することにより、又
は、ユーザの生体特徴を認証することにより判定するステップを含んでよい。
【００２２】
　本出願の一の実施の形態として、入力操作は、ユーザが入力した文字列で形成されたパ
スワード、ユーザのスライド入力、ユーザによるキー押しの組み合わせのうち少なくとも
１つを含む。
【００２３】
　本出願の一の実施の形態として、生体特徴は、ユーザの指紋、ユーザの顔画像、ユーザ
の声紋のうち少なくとも１つを含む。
【００２４】
　本出願の一の実施の形態として、ユーザが正規ユーザであるかどうかを、ユーザの音声
を認証することで判定するステップは、ユーザが正規ユーザであるかどうかを声紋認識に
よって認証するステップを含む。
【００２５】
　本出願の一の実施の形態として、音声情報を認識するステップは、音声情報に含まれる
取引データを認識するステップをさらに含む。
【００２６】
　本出願の一の実施の形態として、業務情報と、取引データを含む情報とを業務処理装置
へ送信するステップは、業務情報と取引データとを業務処理装置へ送信するステップをさ
らに含む。
【００２７】
　本出願の一の実施の形態として、業務情報と、取引データを含む情報とを業務処理装置
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へ送信するステップは、業務情報と音声情報とを業務処理装置へ送信するステップをさら
に含む。
【００２８】
　本出願の一の実施の形態として、業務情報と、取引データを含む情報とを受信した後に
、業務装置は、業務オーダーのようなオーダー（命令）情報をさらに生成し、これをユー
ザ端末へ戻してもよい。業務オーダーは、音声情報に従って業務処理装置により認識され
た業務情報と取引データとを含んでよい。
【００２９】
　本出願の一の実施の形態として、業務情報は業務ＩＤと、通信ソフトウェアを介して通
信している様々な参加ユーザの識別子とを少なくとも含む。
【００３０】
　上で述べた本出願の実施の形態の方法により、ユーザ端末上の通信ソフトウェアにおい
て音声により業務を起動する解決策を追加することで、ユーザがチャット中に金銭取引業
務を開始できるようになる。ユーザは、チャットインターフェースを終えて複雑なクリッ
ク操作を実行することなく金銭取引業務を使用できるため、ユーザにとって複雑な操作は
著しく単純化され、これによりユーザはさらに優れたユーザエクスペリエンスを体験でき
る。さらに、金銭取引業務を開始する音声情報の声紋認識によれば、金銭取引業務を開始
しているユーザが正規ユーザであると確信できるので、別の人がインテリジェント端末を
使って金銭取引業務を開始する危険要因を回避できる。一方で、同一の音声情報を認証に
用いることができ（取引指示と声紋認証内容の両方）、ユーザは本出願の方法をより便利
に使えるようになる。
【００３１】
　図２は、本出願の一の実施の形態による、通信ソフトウェアにおいて音声により業務を
起動する方法のフローチャートである。
　ステップ２０１：ユーザ端末から送信された業務情報と、取引データを含む情報とを受
信する。
　ステップ２０２：業務情報と、取引データを含む情報とに基づいて業務を処理する。
【００３２】
　本出願の一の実施の形態として、取引データを含む情報は音声情報であり、この方法は
、音声情報中の取引データを認識するステップをさらに含む。
【００３３】
　本出願の一の実施の形態として、ユーザ端末が送信した業務情報と、取引データを含む
情報とを受信するステップは、その業務情報と取引データを含む情報とを、今送信してい
るユーザが、正規ユーザであるかどうかを認証するステップをさらに含む。
【００３４】
　本出願の一の実施の形態として、ユーザが正規ユーザであるかどうかは、ユーザ端末か
ら送信された音声情報に声紋認識を実施することで判定される。
【００３５】
　本出願の一の実施の形態として、業務情報は、業務ＩＤと、通信ソフトウェアを介して
通信している様々な参加ユーザの識別子とを少なくとも含む。業務情報と、取引データを
含む情報とを受信すると、業務装置は業務を処理して業務オーダーなどのオーダー（命令
）情報を形成し、これを、業務に関与している複数のユーザ端末へ戻す。業務は支払業務
を含んでよく、支払業務とは具体的には別のユーザへの送金又は支払などの業務であって
よい。
【００３６】
　上で述べた本出願の実施の形態の方法によれば、ユーザ端末上で音声機能により起動さ
れた業務情報を受信することで、チャットサービスをユーザに提供する工程中に金銭取引
業務への応答を行うことができる。ユーザは、チャットインターフェースを終えてから複
雑なクリック操作を実行することなく金銭取引業務を使用できるので、ユーザにとって複
雑な操作は著しく単純化され、よって、ユーザはより優れたユーザエクスペリエンスを体
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験できる。さらに、金銭取引業務を開始する音声情報の声紋認識により、金銭取引業務を
開始するユーザが正規ユーザであると確信できるので、別の人がインテリジェント端末を
用いて金銭取引業務を開始する危険要因を回避できる。一方で、同一の音声情報を認証に
用いることができ（取引指示と声紋認証内容の両方）、ユーザは本出願の方法をより便利
に使えるようになる。
【００３７】
　図３は、本出願による、通信ソフトウェアにおいて音声により業務を起動する装置の概
略の構造図である。
【００３８】
　この装置は、ユーザが通信ソフトウェアを用いて別の人と通信する場合に、ユーザが入
力した音声情報を収集するように構成された収集ユニット３０１と；
　音声情報を認識し、音声情報が特定のコマンドを含む場合には、対応する業務を起動す
るように構成されたコマンド認識ユニット３０２と；
　業務装置が業務を処理できるように、業務情報と、取引データを含む情報とを業務処理
装置へ送信するように構成された送信ユニット３０３とを備える。
【００３９】
　本出願の一の実施の形態として、この装置は、業務処理装置から送信された業務オーダ
ーを受信するように構成された受信ユニット３０４をさらに含む。
【００４０】
　本出願の一の実施の形態として、この装置は、ユーザが正規ユーザであるかどうかを認
証するように構成された認証ユニット３０５をさらに含む。ユーザが正規ユーザであるか
どうかを認証ユニットが認証する特定のステップについては、図１に示す実施の形態の方
法を参照できるため、ここでは繰り返さない。
【００４１】
　本出願の一の実施の形態として、認証ユニット３０５は、ユーザが正規ユーザであるか
どうかを声紋認識によって認証する。
【００４２】
　この実施の形態では、受信ユニット及び送信ユニットが、携帯電話（又は、タブレット
コンピュータのようなインテリジェント端末）のＷｉＦｉモジュール、ＧＰＲＳ、又は３
Ｇ、４Ｇネットワークを用いてデータの送受信を行うことができる。収集ユニットは携帯
電話（又は、タブレットコンピュータのようなインテリジェント端末）のマイクロフォン
であってよい。コマンド認識ユニットは、従来技術の音声認識モジュールを用いて、音声
中の特定の言葉を認識することにより特定のコマンドを認識できる。認証ユニットは、次
のようなユーザの入力操作によってユーザの正当性を認証することができる。例えば、仮
想キーボード（又は物理的キーボード）をクリックすることによる認証情報の入力、スラ
イディングによる認証情報の入力、指紋認識モジュールなどの生体特徴認識モジュールを
用いた指紋入力情報の認証、マイクロフォン及び声紋認識モジュールを用いた音声入力情
報の認証、カメラ及び人物顔認識モジュールを用いた人物顔のアバターの入力情報の認証
。
【００４３】
　上で述べた本出願の実施の形態の装置により、ユーザ端末上の通信ソフトウェアにおい
て音声により業務を起動する解決法を追加することで、ユーザはチャット中に金銭取引業
務を開始することができる。ユーザは、チャットインターフェースを終えて複雑なクリッ
ク操作を実行することなく金銭取引業務を行えるので、ユーザにとって複雑な操作が著し
く単純化され、これによりユーザはより優れたユーザエクスペリエンスを体験することが
できる。さらに、金銭取引業務を開始する音声情報の声紋認識により、金銭取引業務を開
始しているユーザが正規ユーザであると確信できるので、別の人がインテリジェント端末
を用いて金銭取引業務を開始する危険要因を回避できる。一方で、同一の音声情報を認証
に用いることができ（取引指示と声紋認証内容の両方）、ユーザは本出願の方法をより便
利に使えるようになる。
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【００４４】
　図４は、本出願の一の実施の形態による、業務処理装置の概略の構造図である。
【００４５】
　この装置は、ユーザ端末から送信された業務情報と、取引データを含む情報とを受信す
るように構成された受信ユニット４０１と、業務を業務情報と、取引データを含む情報と
に基づいて処理するように構成された処理ユニット４０２とを含む。
【００４６】
　本出願の一の実施の形態として、装置は、取引データを含む情報が音声情報である場合
に、この音声情報中の取引データを認識するように構成された音声認識ユニット４０３を
さらに含む。
【００４７】
　本出願の一の実施の形態として、装置は、業務情報と、取引データを含む情報とを今送
信しているユーザが正規ユーザであるかどうかを認証するように構成された認証ユニット
４０４をさらに含む。
【００４８】
　本出願の一の実施の形態として、認証ユニット４０４は、ユーザが正規ユーザであるか
どうかを、ユーザ端末から送信された音声情報に声紋認識を実施することで判定するよう
に構成された声紋認識ユニットである。
【００４９】
　この実施の形態では、受信ユニットは、例えばイーサネット（登録商標）接続デバイス
などを含むコンピュータの通信ユニットであってよい。コンピュータのＣＰＵ、特定の設
定をしたＤＳＰ、シングルチップマイクロコンピュータのようなデバイスを用いて、オー
ダー生成ユニットを実現することができる。音声認識ユニットは音声認識モジュールを用
いて実現できる。音声認識モジュールは従来技術の音声認識アルゴリズムを使用できるた
め、ここでは説明を繰り返さない。認証ユニットは、受信した文字列を事前に記憶されて
いる認証情報と比較することによって、認証目的を達成できる。例えば、認証ユニットは
、ユーザ端末から送信され、受信した文字列認証情報を、事前に記憶されている認証情報
と比較するか、受信した生体特徴を、事前に記憶されている認証情報と比較することで、
認証目的を達成できる。例えば、認証ユニットは、ユーザ端末から受信した指紋情報を事
前に記憶されている指紋認証情報と比較するか、ユーザ端末から受信した音声情報を事前
に記憶されている声紋認証情報と比較するか、又は、ユーザ端末から受信した人物顔のア
バター情報を事前に記憶されている人物顔認証情報と比較する。
【００５０】
　上で述べた本出願の実施の形態の装置によれば、ユーザ端末上で音声機能により起動し
た業務情報を受信することで、チャットサービスをユーザに提供する工程中に金銭取引業
務への応答を行うことができる。ユーザは、チャットインターフェースを終えてから複雑
なクリック操作を実行しなくても金銭取引業務を行えるため、ユーザにとって複雑な操作
が著しく単純化され、これによりユーザは一層優れたユーザエクスペリエンスを体験する
ことができる。さらに、金銭取引業務を開始する音声情報の声紋認識により、金銭取引業
務を開始しているユーザが正規ユーザであると確信できるので、別の人がインテリジェン
ト端末を使って金銭取引業務を開始する危険要因を回避できる。一方で、同一の音声情報
を認証に用いることができ（取引指示と声紋認証内容の両方）、ユーザは本出願の方法を
より便利に使えるようになる。
【００５１】
　図５は、本出願の一の実施の形態による、通信ソフトウェアにおいて音声により業務を
起動するデータフロー図である。この実施の形態を特定のアプリケーションのシナリオを
例にして説明する。この実施の形態は、通信ソフトウェアを介してチャット中のユーザ端
末Ａ及びユーザ端末Ｂと、ユーザ端末が開始した業務を対応処理する業務処理装置とを含
む。ユーザ端末Ａとユーザ端末Ｂは、携帯電話、タブレットコンピュータ、コンピュータ
などを含んでよい。通信ソフトウェアはＱＱソフトウェア、Ｗｅｃｈａｔアプリケーショ
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ン、Ｌａｉｗａｎｇアプリケーションなどであってよい。当然ながら、別の実施の形態で
は、チャット通信状態にあるユーザ端末数はさらに多くてよい。
【００５２】
　ステップ５０１：ユーザ端末Ａがユーザ端末Ｂとの間のチャット通信を実施する。
　通信はテキスト式チャット通信又は音声式通信を含んでよい。ここで、音声式通信とは
、チャットソフトウェアにおいてユーザが音声でショートメッセージを入力して送信する
チャット通信方式を指す。
【００５３】
　ステップ５０２：ユーザ端末Ａは、ユーザが入力した音声情報を、マイクロフォンを介
して収集する。
　このステップで収集される音声情報はチャット内容と特定の指示を含んでよい。例えば
、ユーザ端末Ａが携帯電話のマイクロフォンを使って音声情報「こんにちは」を入力し、
これをユーザ端末Ｂへ送信すると、ユーザ端末Ｂが音声情報で「こんにちは」と応答し、
次に、ユーザ端末Ａがマイクロフォンを介して「全能なるＡｌｉｐａｙ集金、あなたに１
００元請求したい」と入力する。音声情報は特定コマンド「全能なるＡｌｉｐａｙ集金」
と、取引データ「あなたに１００元請求したい」を含んでいる。
【００５４】
　ステップ５０３：ユーザ端末Ａのコマンド認識ユニットが、ユーザが入力した全ての音
声情報を認識する。
　音声認識にはユーザ端末Ａ内の音声認識モジュールを使えるので、ここでは説明を繰り
返さない。
【００５５】
　ステップ５０４：認識した音声情報に特定コマンドが含まれているかどうかを判定し、
特定コマンドが含まれている場合にはステップ５０５を、特定コマンドが含まれていない
場合にはステップ５０６を実行する。
　この実施例では、ユーザ端末Ａが、ユーザが入力した音声情報「こんにちは」には特定
コマンドが含まれていないと認識し、ステップ５０６を実行して音声情報をチャット内容
として通常送信する。ユーザが入力した「全能なるＡｌｉｐａｙ集金、あなたに１００元
請求したい」には、特定コマンド「全能なるＡｌｉｐａｙ集金」が含まれている。当然な
がら、別の実施の形態では、特定コマンドは、一般的なチャット音声情報と違ったもので
ある限り、これとは別のものであってよい。
【００５６】
　ステップ５０５：入力された音声情報に声紋認識を実施し、この声紋認識が成功した場
合にはステップ５０７を、失敗した場合にはステップ５０８を実行する。
　このステップでは、ユーザは、比較的正確な声紋モデルを取得する前に、携帯電話の声
紋認識のトレーニングを実行する。声紋モデルは、隠れマルコフモデル（ＨＭＭ）、ガウ
ス混合モデル（ＧＭＭ）、サポートベクターマシン（ＳＶＭ）などであってよい。次に、
実行中の音声情報に声紋認識を実施する。例えば、現在業務を開始しているユーザが正規
ユーザであるかどうかを確認するために、「全能なるＡｌｉｐａｙ集金」を声紋モデルと
照合する。こうすることで、従来技術で発生した、携帯電話を別の人が用いた場合に、取
引を開始した友人への金銭取引によって金銭損失が生じる可能性を回避できる。一方で、
ユーザが声紋情報をアップロードしたサーバが攻撃されて情報漏洩が生じた場合にユーザ
の個人情報が漏洩してしまう問題を回避するために、手元の携帯電話で声紋認識を実施す
る。
【００５７】
　当然ながら、別の実施の形態では、このステップでユーザが正規ユーザであるかどうか
を認証することは、ユーザがユーザ端末Ａのタッチ画面又はキーボード上でパスワードを
入力することでさらに代用でき（又は、例えば、電源キーと音量下げキーを同時に押すな
どの、キーを組み合わせて押すこともパスワードとしてさらに使用できる）、パスワード
が正確である場合にのみ、実行中の業務が正規ユーザによって開始されていると証明でき
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る。あるいは、例えば、ユーザ端末Ａのタッチ画面上で指によるスライド操作を用いるこ
とで、スライド操作の進路が所定の進路であれば、実行中の業務が正規ユーザによって開
始されたものであると証明できる。同様に、さらに指紋認識方式を用いてもよい。既存の
携帯電話の多くは指紋認識ユニットを設けており、ユーザが指紋認識ユニットに圧力をか
けたり指紋認識ユニットで指紋サンプルを取ったりすると、その指紋は事前に記憶されて
いる指紋と比較される。比較結果が一致した場合は、実行中の業務が正規ユーザによって
開始されたと証明される。別の例として、現在、業務を開始しているユーザが正規ユーザ
であるかどうかを、携帯電話のカメラで現在のユーザの人物顔画像を採取し、人物顔認識
を実施することによってもさらに認証できる。これ以外にも多くの認証方法を利用できる
が、本出願では説明を繰り返さない。
【００５８】
　別の実施の形態として、このステップの声紋認識（又は、その他の認証方法）を業務処
理装置においても実施できる。この場合には、業務処理装置へ事前に声紋サンプルデータ
ベース（又は、別の認証方法で必要な対応データ）を設定しておくことができる。業務要
求が送信されると、リモートエンドでユーザを認証するために、音声情報又は別の認証方
法で必要なデータが業務処理装置へ送信される。
【００５９】
　上で述べた実施の形態から分かるように、声紋を使った認識は好ましい実施の形態であ
る。なぜなら、ユーザが音声情報（すなわち、特定コマンド及び取引データを含んでいる
）を入力している間にユーザ正当性の認証を実行することが可能であり、ユーザはさらな
る認証情報を再び入力する必要がないので、ユーザは対応の業務をより便宜的かつ迅速に
起動させることができ、これによりユーザエクスペリエンスが向上するからである。
【００６０】
　他の実施の形態では、ユーザの正当性の認証をさらにステップ５０１の前又は後に設定
するか、あるいは同時に実行することもできる。この認証は、ユーザが通信ソフトウェア
を開始するときに実行されるため、ユーザの正当性が保証される。あるいは、この認証は
、ユーザＡがユーザＢとチャット通信を実施するときに実行することもできる。例えば、
チャットソフトウェアの使用工程中にチャット目的で音声ショートメッセージが入力され
た際に、ユーザの正当性を認証するために声紋認識が実施される。あるいは、別のステッ
プにおいて認証を行ってもよい。例えば、特定のコマンドが含まれているかどうかを判定
するために、ユーザが入力した音声情報に音声認識を実施する工程において、声紋認識を
実施してユーザの正当性を認証する。この認証方法については先の説明で包括的に述べて
おり、異なる点は認証のタイミングだけであることから、ここでは認証方法についての説
明を繰り返さない。
【００６１】
　ステップ５０６：チャット内容としての音声情報を通常送信する。
【００６２】
　ステップ５０７：集金業務モジュールを開始して、業務処理装置への集金業務要求を開
始する。
　このステップでは、集金業務要求は業務情報と音声情報を含む。業務情報は、業務ＩＤ
（集金業務を表す）と、チャット通信における異なる参加ユーザ識別子（ユーザ端末Ａ及
びユーザ端末Ｂのユーザの一意識別子、又はＳＩＭカードの一意識別子など）を含む。音
声情報は「全能なるＡｌｉｐａｙ集金、あなたに１００元請求したい」を含み、音声情報
は取引データ「あなたに１００元請求したい」を含む。
【００６３】
　ステップ５０８：エラー情報がユーザに対して表示され、集金業務モジュールは開始さ
れない。
【００６４】
　ステップ５０９：業務処理装置がユーザ端末Ａから送信された集金業務要求を構文解析
する。
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　業務情報から、現在処理対象である業務（業務ＩＤに従って取得）、この業務に関与す
るユーザ（ユーザ識別子を介して取得）、音声情報が取得される。
【００６５】
　ステップ５１０：音声情報に含まれている取引データを取得するために、音声情報に音
声認識を実施する。
　このステップでは、音声情報に含まれている取引データを取得するために、音声認識ユ
ニットを用いて音声情報に認識を実施してもよい。高性能コンピュータを用いて構成され
た業務処理装置は、比較的正確な音声認識結果を提供することができる、言い換えれば、
音声情報中の正確な取引データを取得することができる。
【００６６】
　この実施例では、認識される取引データは「あなたに１００元請求したい」である。実
行中の通信の意味解析及びユーザ識別子によって、支払先はユーザ端末Ａ、支払元はユー
ザ端末Ｂ、取引金額は１００元であることが判定される。
【００６７】
　ステップ５１１：業務を処理し、業務オーダーを生成し、この業務オーダーを業務に関
係しているユーザ端末Ａとユーザ端末Ｂに送信する。
　業務ＩＤ及び業務に関与するユーザに従って、また、取引データに従って対応の業務を
処理し、業務オーダーを生成して、この集金業務に関わる双方に送信する。ユーザ端末Ａ
に送信する業務オーダーは通知であり、ユーザ端末Ｂに送信する業務オーダーは支払要求
である。ユーザ端末Ｂは、従来技術の業務工程に従って支払操作を実行してもよい。
【００６８】
　図６は、本出願の一の実施の形態による、通信ソフトウェアにて音声で業務を起動する
別のデータフロー図である。
【００６９】
　この実施の形態は、通信ソフトウェアを用いてチャット中のユーザ端末Ａ、ユーザ端末
Ｂ、ユーザ端末Ｃと、これらユーザ端末が開始した業務を対応処理するように構成された
業務処理装置とを含む。
【００７０】
　ステップ６０１において、ユーザ端末Ａ、ユーザ端末Ｂ、ユーザ端末Ｃがチャット通信
を実施する。
【００７１】
　ステップ６０２：ユーザ端末Ａは、ユーザが入力した音声情報を、マイクロフォンを介
して収集する。
　この実施の形態では、図５に示す実施の形態と同一の内容については説明を繰り返さな
い。このステップにおいて、特定の指示を含む音声情報は「全能なるＡｌｉｐａｙ集金、
ユーザ端末Ｃに１００元を支払いたい」である。
【００７２】
　ステップ６０３：ユーザ端末Ａのコマンド認識ユニットが、ユーザが入力した全ての音
声情報を認識する。
　このステップでは、音声情報「全能なるＡｌｉｐａｙ集金、ユーザ端末Ｃに１００元を
支払いたい」が完全に認識される。言い換えれば、特定の指示「全能なるＡｌｉｐａｙ集
金」が認識されるだけでなく、取引データ「ユーザ端末Ｃに１００元を支払いたい」も認
識される。実行中の通信の意味解析及びユーザ識別子によって次の取得データが取得され
る。支払元はユーザ端末Ａ、支払先はユーザ端末Ｃ、取引金額は１００元である。
【００７３】
　ステップ６０４：認識された音声情報が特定コマンドを含んでいるかどうかを判定し、
特定コマンドを含む場合にはステップ６０５を、含まない場合にはステップ６０６を実行
する。
【００７４】
　ステップ６０５：入力された音声情報に声紋認識を実施し、声紋認識が成功した場合に
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はステップ６０７を、失敗した場合にはステップ６０８を実行する。
　このステップでは、ユーザ正当性の認証を声紋認識によって行うが、これは図５に示す
実施の形態のようなその他の認証方法を用いて実施してもよいため、ここでは説明を繰り
返さない。
【００７５】
　さらに、このステップでのユーザ正当性の認証は、業務処理装置内で実施してもよい。
この場合には、ユーザ正当性の認証に必要なデータが業務処理装置へ送信される必要があ
る。
【００７６】
　ステップ６０７：業務処理装置への支払業務要求を開始するために、支払業務モジュー
ルを開始する。
　このステップでは、支払業務要求が業務情報と取引データとを含む。業務情報は業務Ｉ
Ｄ（集金業務を表す）と、チャット通信の各参加者のユーザ識別子（ユーザ端末Ａ、ユー
ザ端末Ｂ、ユーザ端末Ｃ）とを含む。取引データは、支払元がユーザ端末Ａであり、支払
先がユーザ端末Ｃであり、取引金額が１００元である。
【００７７】
　ステップ６０８：エラー情報がユーザに対して表示され、支払業務モジュールは開始さ
れない。
【００７８】
　ステップ６０９：業務処理装置が、ユーザ端末Ａが送信した集金業務要求を構文解析す
る。
　業務情報から現在処理対象である業務（業務ＩＤに従って取得）が取得され、また、取
引データから、支払元がユーザ端末Ａであり、支払先がユーザ端末Ｃであり、取引金額が
１００元であることが取得される。すでに音声認識をユーザ端末Ａで実施しているので、
このステップでの構文解析に音声認識は不要であり、また、ユーザ端末Ａから送信された
支払業務要求は文字形式の業務情報と取引データとを含む。
【００７９】
　ステップ６１０：業務処理装置は業務を処理し、業務オーダーを生成して、これを当該
の業務に関連するユーザ端末Ａとユーザ端末Ｃに送信する。
　業務オーダーは業務ＩＤ及び業務に関与するユーザに従って、また、取引データに従っ
て生成される。業務オーダーは支払業務に関わる双方に送信される。ユーザ端末Ａに送信
される業務オーダーは支払要求であり、ユーザ端末Ａは従来技術の業務工程に従って支払
操作を実行してもよい。ユーザ端末Ｃに送信される業務オーダーは集金通知である。
【００８０】
　上で述べた本出願の実施の形態における方法及び装置によって、ユーザ端末にて音声機
能で起動することにより、ユーザにチャットサービスを提供している工程中に、金銭取引
業務に対する応答を行うことができる。ユーザは、チャットインターフェースを終えて複
雑なクリック操作を実行することなく金銭取引業務を行えるので、ユーザにとって複雑な
操作は著しく単純化され、これによりユーザは一層優れたユーザエクスペリエンスを体験
することができる。さらに、金銭取引業務を開始する音声情報の声紋認識によれば、金銭
取引業務を開始しているユーザが正規ユーザであると確信できるので、別の人がインテリ
ジェント端末を使って金銭取引業務を開始する危険要因を回避できる。一方で、同一の音
声情報を認証に用いることができ（取引指示と声紋認証内容の両方）、ユーザは本出願の
方法をより便利に使えるようになる。
【００８１】
　技術の向上は、ハードウェアの改良（例えば、ダイオード、トランジスタ、スイッチの
ような回路構造の改良）、又はソフトウェアの改良（方法手順の改良）として明確に区別
できる。しかし、技術の開発に伴い、現在、多くの方法手順の改良はハードウェア回路構
造の直接の改良とみなされ得る。ほぼ全ての設計者は、改良した方法手順をハードウェア
回路に組み込むことで、この方法手順に対応したハードウェア回路構造を得ている。その
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ため、方法手順はハードウェアエンティティ（実体）モジュールを用いて改良することが
できないと仮定することは不可能である。例えば、プログラマブル論理デバイス（ＰＬＤ
）（例えば、フィールドプログラマブルゲートアレイ（ＦＰＧＡ））はこのような集積回
路であり、その論理機能はユーザプログラミングデバイスによって決定される。設計者は
、専用の集積回路チップ２の設計及び製造をチップメーカに依頼するのではなく、デジタ
ルシステムを１つのＰＬＤの中に統合するよう独自でプログラムする。さらに、現在、プ
ログラミングは、集積回路チップを手作業で製造するのではなく、ほとんどが「論理コン
パイラ」ソフトウェアを用いて実施されている。このソフトウェアは、プログラムの開発
及び書き込みに使用されるソフトウェアコンパイラと類似しており、また、コンパイリン
グ前のオリジナルコードはハードウェア記述言語（ＨＤＬ）と呼ばれる特定のプログラミ
ング言語で書かれている必要がある。ＨＤＬには、ＡＢＥＬ（Advanced Boolean Express
ion Language）、ＡＨＤＬ（アルテラハードウェア記述言語：Altera Hardware Descript
ion Language）、Ｃｏｎｆｌｕｅｎｃｅ、ＣＵＰＬ（コーネル大学プログラミング言語：
Cornell University Programming Language）、ＨＤＣａｌ、ＪＨＤＬ（Ｊａｖａ（登録
商標）ハードウェア記述言語：Java Hardware Description Language）、Ｌａｖａ、Ｌｏ
ｌａ、ＭｙＨＤＬ、ＰＡＬＡＳＭ、ＲＨＤＬ（Ｒｕｂｙハードウェア記述言語：Ruby Har
dware Description Language）など種々あり、中でも、ＶＨＤＬ（超高速集積回路ハード
ウェア記述言語：Very-High-Speed Integrated Circuit Hardware Description Language
）とＶｅｒｉｌｏｇ２が現在最も一般的に使用されている。当業者は、上で述べたいくつ
かのハードウェア記述言語を用いて方法手順を論理的にプログラミングし、これを集積回
路に組み込むことで、論理方法手順を実施するためのハードウェア回路を容易に得られる
ことも熟知しているはずである。
【００８２】
　制御装置は任意の適切な方法で実現できる。例えば、制御装置はマイクロプロセッサ又
はプロセッサ、コンピュータ読取り可能な媒体の形態であってよく、コンピュータ読取り
可能な媒体は、（マイクロ）プロセッサ、論理ゲート、スイッチ、特定用途向け集積回路
（ＡＳＩＣ）、プログラマブル論理制御装置、埋込型マイクロコントローラによって実行
可能な、コンピュータ読取り可能なプログラムコード（例えばソフトウェア又はファーム
ウェア）を記憶する。制御装置の例は次のマイクロコントローラを非限定的に含む。ＡＲ
Ｃ６２５Ｄ、Ａｔｍｅｌ　ＡＴ９１ＳＡＭ、Ｍｉｃｒｏｃｈｉｐ　ＰＩＣ１８Ｆ２６Ｋ２
０、Ｓｉｌｉｃｏｎｅ　Ｌａｂｓ　Ｃ８０５１Ｆ３２０。メモリ制御装置をメモリの制御
論理の一部として実現してもよい。
【００８３】
　当業者は、制御装置を純粋なコンピュータ読取り可能なプログラムコードを用いて実現
するだけでなく、制御装置に、論理ゲート、スイッチ、特定用途向け集積回路、プログラ
マブル論理制御装置、埋込型マイクロコントローラの形態にて同じ機能を実施させるよう
、方法ステップを論理的にプログラムできることも熟知している。したがって、このよう
な制御装置はハードウェアコンポーネントとみなすことができ、また、制御装置に内蔵さ
れ、様々な機能を実施するように構成された装置もハードウェアコンポーネント内部の構
造体とみなすことができる。あるいは、様々な機能を実施するように構成された装置は、
方法を実施するためのソフトウェアモジュールと、ハードウェアコンポーネント内の構造
体の両方、とみなすこともできる。
【００８４】
　上記の実施の形態で例証したシステム、装置、モジュール又はユニットは、具体的には
、コンピュータチップ又はエンティティ（実体）、もしくは、特定の機能を持った製品を
用いて実現することができる。
【００８５】
　説明を容易にするために、前述の装置を、機能に関連した種々のユニットに分割して説
明した。本出願を実施する際には、種々のユニットの機能は、同一もしくは複数のソフト
ウェア及び／又はハードウェアで実施できることは明らかである。
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【００８６】
　上で述べた実施方法の説明に基づき、当業者は、本出願がソフトウェア及び必要なユニ
バーサルハードウェアプラットフォームで実施できることを明確に理解できる。この理解
に基づき、本質的な本出願の技術的解決、又は従来技術に寄与する部分は、ソフトウェア
製品の形態で実施され得る。このソフトウェア製品は、ＲＯＭ／ＲＡＭ、磁気ディスク、
又は光学ディスクのような記憶媒体に記憶できる。また、このソフトウェア製品は、コン
ピュータデバイス（パーソナルコンピュータ、サーバ、ネットワークデバイスなどであっ
てよい）に本出願の実施の形態又は実施の形態の特定部分に記載の方法を実行させること
が可能ないくつかのインストラクション（命令、指示）を含んでいる。
【００８７】
　本明細書の実施の形態は段階的に説明されており、種々の実施の形態の同一又は類似の
部分は相互参照によって得られ、それぞれの実施の形態は他の実施の形態とは異なる部分
を強調している。特に、システムの実施の形態は方法の実施の形態と基本的に類似するの
で、説明は簡単である。関連部分については、方法の実施の形態における該当部分の説明
を参照されたい。
【００８８】
　本出願は様々な汎用（ユニバーサル）又は専用のコンピュータシステム環境又は構成に
適用できる。例えば、パーソナルコンピュータ、サーバコンピュータ、ハンドヘルド型機
器又はポータブル機器、タブレット機器、マルチプロセッサシステム、マイクロプロセッ
サベースシステム、セットトップボックス、プログラム可能な家電用電子デバイス、ネッ
トワークＰＣ、ミニコンピュータ、メインフレームコンピュータ、及び上記の任意のシス
テム又は機器を含む分散コンピューティング環境である。
【００８９】
　本出願は、プログラムモジュールなど、コンピュータによって実行されるコンピュータ
で実行可能なインストラクション（命令、指示）の一般的な文脈内において記述され得る
。一般に、プログラムモジュールは、特定タスクの実行又は特定の抽象データ型の実装の
ための、ルーチン、プログラム、オブジェクト、コンポーネント、データ構造などを含む
。本出願は分散コンピューティング環境でも実施することができ、分散コンピューティン
グ環境では、タスクは、通信ネットワークを介して接続されているリモート処理デバイス
を用いて実行される。分散コンピューティング環境では、プログラムモジュールは記憶装
置を含むローカル及びリモートのコンピュータ記憶媒体内に配置されてよい。
【００９０】
　本出願を実施の形態によって説明したが、当業者は、本出願の精神から逸脱せずに本出
願に多くの変形及び変更を加えることが可能であり、これらの変形及び変更は、本出願の
精神から逸脱せずに添付する特許請求の範囲に含まれるものであることを理解するはずで
ある。
［第１の局面］
　通信ソフトウェアにおいて音声により業務を起動する方法であって：
　ユーザが通信ソフトウェアを用いて別の人と通信する際に、前記ユーザが入力した音声
情報を収集するステップと；
　前記音声情報を認識し、前記音声情報が特定コマンドを含む場合には、対応する業務を
起動するステップと；
　業務処理装置が前記業務を処理できるようにするために、業務情報と、取引データを含
む情報とを前記業務処理装置へ送信するステップと；を備える、
　通信ソフトウェアにおいて音声により業務を起動する方法。
［第２の局面］
　前記ユーザが正規ユーザであるかどうかを認証するステップ；をさらに備える、
　第１の局面に記載の方法。
［第３の局面］
　前記ユーザが正規ユーザであるかどうかを認証する前記ステップは、前記ユーザが正規
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ユーザであるかどうかを、前記ユーザの入力操作を認証することによって、又は、前記ユ
ーザの生体特徴を認証することによって判定するステップ；をさらに備える、
　第２の局面に記載の方法。
［第４の局面］
　現在音声情報を入力している前記ユーザが正規ユーザであるかどうかを認証する前記ス
テップは、声紋認識によって認証される、
　第２の局面に記載の方法。
［第５の局面］
　前記音声情報が認識されると、前記音声情報内に含まれている取引データがさらに認識
される、
　第１の局面に記載の方法。
［第６の局面］
　業務情報と、取引データを含む情報とを業務処理装置へ送信する前記ステップは、具体
的に、前記業務情報と前記取引データとを前記業務処理装置へ送信するステップ；を備え
る、
　第５の局面に記載の方法。
［第７の局面］
　業務情報と、取引データを含む情報とを業務処理装置へ送信する前記ステップは、具体
的に、前記業務情報と前記音声情報とを前記業務処理装置へ送信するステップ；を備え、
　前記音声情報は、取引データを含む、
　第１の局面に記載の方法。
［第８の局面］
　前記業務情報は、業務ＩＤと、前記通信ソフトウェアを介して通信している様々な参加
ユーザの識別子とを少なくとも含む、
　第１の局面に記載の方法。
［第９の局面］
　業務情報と、取引データを含む情報とを業務処理装置へ送信する前記ステップの後に、
前記方法は、前記業務処理装置から送信された業務オーダーを受信するステップ；をさら
に備える、
　第１の局面に記載の方法。
［第１０の局面］
　通信ソフトウェアにおいて音声により業務を起動する方法であって：
　ユーザ端末から送信された業務情報と、取引データを含む情報とを受信するステップと
；
　前記業務情報と、前記取引データを含む情報とに基づいて業務を処理するステップと；
を備える、
　通信ソフトウェアにおいて音声により業務を起動する方法。
［第１１の局面］
　前記取引データを含む情報は、音声情報であり、
　前記方法は、前記音声情報中の前記取引データを認識するステップ；をさらに備える、
　第１０の局面に記載の方法。
［第１２の局面］
　ユーザ端末から送信された、前記業務情報と、前記取引データを含む情報とを受信する
ステップは、前記業務情報と、前記取引データを含む情報とを現在送信しているユーザが
正規ユーザであるかどうかを認証するステップ；をさらに備える、
　第１０の局面に記載の方法。
［第１３の局面］
　前記ユーザが正規ユーザであるかどうかは、前記ユーザ端末から送信された前記音声情
報に声紋認識を実施することにより判定される、
　第１２の局面に記載の方法。
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［第１４の局面］
　前記業務情報は、業務ＩＤと、前記通信ソフトウェアを介して通信している様々な参加
ユーザの識別子と；を少なくとも備える、
　第１０の局面に記載の方法。
［第１５の局面］
　通信ソフトウェアにおいて音声により業務を起動する装置であって：
　ユーザが通信ソフトウェアを用いて別の人と通信する場合に、前記ユーザが入力した音
声情報を収集するように構成された収集ユニットと；
　前記音声情報を認識し、前記音声情報が特定コマンドを含む場合には、対応する業務を
起動するように構成されたコマンド認識ユニットと；
　業務処理装置が前記業務を処理できるように、業務情報と、取引データを含む情報とを
前記業務処理装置へ送信するように構成された送信ユニットと；を備える、
　通信ソフトウェアにおいて音声により業務を起動する装置。
［第１６の局面］
　前記ユーザが正規ユーザであるかどうかを認証するように構成された認証ユニット；を
さらに備える、
　第１５の局面に記載の装置。
［第１７の局面］
　前記認証ユニットは、前記ユーザが正規ユーザであるかどうかを声紋認識によって認証
する、
　第１６の局面に記載の装置。
［第１８の局面］
　前記業務処理装置から送信された業務オーダーを受信するように構成された受信ユニッ
ト；をさらに備える、
　第１５の局面に記載の装置。
［第１９の局面］
　業務処理装置であって：
　ユーザ端末から送信された業務情報と取引データを含む情報とを受信するように構成さ
れた受信ユニットと；
　前記業務情報と取引データを含む情報とに基づいて業務を処理するように構成された処
理ユニットと；を備える、
　業務処理装置。
［第２０の局面］
　前記取引データを含む情報が音声情報である場合に、前記音声情報中の前記取引データ
を認識するように構成された音声認識ユニット；をさらに備える、
　第１９の局面に記載の装置。
［第２１の局面］
　前記業務情報と、前記取引データを含む情報とを現在送信しているユーザが正規ユーザ
であるかどうかを認証するように構成された認証ユニット；をさらに備える、
　第１９の局面に記載の装置。
［第２２の局面］
　前記認証ユニットは、前記ユーザが正規ユーザであるかどうかを、前記ユーザ端末から
送信された前記音声情報に声紋認識を実施することで判定するように構成された声紋認識
ユニットである、
　第２１の局面に記載の装置。
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