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1
SYSTEMS AND METHODS FOR BACKING UP
MULTIMEDIA DATA

BACKGROUND

In the digital age, organizations increasingly rely on digi-
tally-stored data. To protect against data loss, an organization
may use a backup system to back up important data. In some
situations, the organization may also use an archival system to
preserve data or offload lesser-used data to a more economical
storage device.

Multimedia files, such as image files, audio files, and video
files, may consume backup or archival space in disproportion
to their importance. For example, the size of an incidental
video embedded in an email may outstrip the size of the actual
email text by a factor of millions. This imbalance may be
especially pronounced in the case of high-fidelity multimedia
files (e.g., image files with a high resolution, audio files with
a high bitrate, etc.). Nevertheless, multimedia files may con-
tain vital information, either standing alone or as context for
understanding or interpreting accompanying text. Accord-
ingly, the instant disclosure identifies a need for efficiently
backing up multimedia files.

SUMMARY

As will be described in greater detail below, the instant
disclosure generally relates to systems and methods for back-
ing up multimedia data. Systems and methods described
herein may separate one or more enhancement layers of a
multimedia file from a base layer of the multimedia file and
treat the base layer and the enhancement layer differently
when backing up and/or archiving the multimedia file (e.g.,
by giving the enhancement layer a lower priority than the base
layer). For example, a method may include identifying a
multimedia file subject to a data repository policy, identifying
a base layer and at least one enhancement layer of the multi-
media file, identifying an alternate data repository for the
enhancement layer, separating the enhancement layer from
the multimedia file, applying the data repository policy to the
base layer, and applying the alternate repository policy to the
enhancement layer.

Examples of the data repository policy include a backup
policy and an archival policy. The alternate data repository
policy may differ from the data repository policy in a variety
of'ways. For example, the data repository policy may specify
a target storage volume for the multimedia file (including the
base layer), whereas the alternate data repository policy may
specify an alternate target storage volume for the enhance-
ment layer. The alternate target storage volume for the
enhancement layer may be a volume better suited for lower-
priority data. For example, the alternate target storage volume
may have a lower fault tolerance than the target storage vol-
ume and/or otherwise have a lower performance rating than
the target storage volume.

The alternate data repository policy may also specify that
the enhancement layer may be overwritten by data with a
higher priority (e.g., if a storage device on which the enhance-
ment layer is backed up or archived becomes full). In some
examples, the multimedia file may be stored in association
with an email account. In these examples, the alternate data
repository policy may specify that the enhancement layer
may be discarded if a quota associated with the email account
is exceeded. Generally, the alternate data repository policy
may, in a variety of ways, specity a trade-off between pre-

20

25

30

35

40

45

50

55

60

65

2

serving the enhancement layer for the quality of the multime-
dia file and discarding the enhancement layer for data reposi-
tory efficiency.

The systems described herein may separate the enhance-
ment layer from the multimedia file by, first, separating the
multimedia file into multimedia data and non-multimedia
data. The systems described herein may then separate the
multimedia data into one or more base layers and one or more
enhancement layers using a multimedia codec corresponding
to the multimedia file. In some examples, the systems
described herein may also identify a compression scheme
used for the multimedia data and use the compression scheme
when separating the multimedia data into the base layer and
the enhancement layer.

The systems described herein may also restore a previously
divided multimedia file from a data repository. For example,
a system may identify a request to restore a multimedia file
from a data repository, determine that data within the multi-
media file was separated due to an alternate data repository
policy applied to at least one enhancement layer within the
multimedia file, determine that the enhancement layer is still
available, retrieve the base layer and the enhancement layer
from the data repository, and then reconstruct the multimedia
file with the base layer and the enhancement layer. The data
repository may include a backup and/or an archive.

Features from any of the above-mentioned embodiments
may be used in combination with one another in accordance
with the general principles described herein. These and other
embodiments, features, and advantages will be more fully
understood upon reading the following detailed description in
conjunction with the accompanying drawings and claims.

BRIEF DESCRIPTION OF THE DRAWINGS

The accompanying drawings illustrate a number of exem-
plary embodiments and are a part of the specification.
Together with the following description, these drawings dem-
onstrate and explain various principles of the instant disclo-
sure.

FIG. 1 is a block diagram of an exemplary system for
backing up multimedia data.

FIG. 2 is a block diagram of another exemplary system for
backing up multimedia data.

FIG. 3 is a flow diagram of an exemplary method for
backing up multimedia data.

FIG. 4 is a flow diagram of another exemplary method for
restoring backed up multimedia data.

FIG. 5 is a block diagram of an exemplary computing
system capable of implementing one or more of the embodi-
ments described and/or illustrated herein.

FIG. 6 is a block diagram of an exemplary computing
network capable of implementing one or more of the embodi-
ments described and/or illustrated herein.

Throughout the drawings, identical reference characters
and descriptions indicate similar, but not necessarily identi-
cal, elements. While the exemplary embodiments described
herein are susceptible to various modifications and alternative
forms, specific embodiments have been shown by way of
example in the drawings and will be described in detail
herein. However, the exemplary embodiments described
herein are not intended to be limited to the particular forms
disclosed. Rather, the instant disclosure covers all modifica-
tions, equivalents, and alternatives falling within the scope of
the appended claims.

DETAILED DESCRIPTION OF EXEMPLARY
EMBODIMENTS

As will be described in greater detail below, the instant
disclosure generally relates to systems and methods for back-
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ing up multimedia data. Systems and methods described
herein may separate one or more enhancement layers of a
multimedia file from a base layer of the multimedia file and
treat the base layer and the enhancement layer differently
when backing up and/or archiving the multimedia file (e.g.,
by giving the enhancement layer a lower priority than the base
layer).

By separating enhancement layers from multimedia files
and treating the enhancement layers with a lower priority,
these systems and methods may reduce the strain that large
multimedia files put on data repositories and associated com-
puting resources (e.g., storage space, network bandwidth,
etc.) while still preserving and protecting enough of the mul-
timedia file to keep important information that the multime-
dia file may contain intact.

The following will provide, with reference to FIGS. 1-2,
detailed descriptions of exemplary systems for backing up
multimedia data. Detailed descriptions of corresponding
computer-implemented methods will also be provided in con-
nection with FIGS. 3-4. In addition, detailed descriptions of
an exemplary computing system and network architecture
capable of implementing one or more of the embodiments
described herein will be provided in connection with FIGS. 5
and 6, respectively.

FIG. 1 is a block diagram of an exemplary system 100 for
backing up multimedia data. As illustrated in this figure,
exemplary system 100 may include one or more modules 102
for performing one or more tasks. For example, and as will be
explained in greater detail below, exemplary system 100 may
include an identification module 104 programmed to identify
a multimedia file subject to a data repository policy, identify
a base layer and at least one enhancement layer of the multi-
media file, and identify an alternate data repository policy for
the enhancement layer. Exemplary system 100 may also
include separation module 106 programmed to separate the
enhancement layer from the multimedia file.

In addition, and as will be described in greater detail below,
exemplary system 100 may include an application module
108 programmed to apply the data repository policy to the
base layer and to apply the alternate data repository policy to
the enhancement layer. Although illustrated as separate ele-
ments, one or more of modules 102 in FIG. 1 may represent
portions of a single module or application.

In certain embodiments, one or more of modules 102 in
FIG. 1 may represent one or more software applications or
programs that, when executed by a computing device, may
cause the computing device to perform one or more tasks. For
example, as will be described in greater detail below, one or
more of modules 102 may represent software modules stored
and configured to run on one or more computing devices, such
as the devices illustrated in FIG. 2 (e.g., computing system
202 and/or backup system 206), computing system 510 in
FIG. 5, and/or portions of exemplary network architecture
600 in FIG. 6. One or more of modules 102 in FIG. 1 may also
represent all or portions of one or more special-purpose com-
puters configured to perform one or more tasks.

Exemplary system 100 in FIG. 1 may be deployed in a
variety of ways. For example, all or a portion of exemplary
system 100 may represent portions of a cloud-computing or
network-based environment, such as exemplary system 200
illustrated in FIG. 2. Cloud-computing environments may
provide various services and applications via the Internet.
These cloud-based services (e.g., software as a service, plat-
form as a service, infrastructure as a service, etc.) may be
accessible through a web browser or other remote interface.
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Various functions described herein may be provided through
aremote desktop environment or any other cloud-based com-
puting environment.

As shown in FIG. 2, system 200 may include a computing
system 202 in communication with a backup system 206 via
a network 204. Backup system 206 may be configured to
provide one or more backup and/or archiving services to
computing system 202. In one embodiment, and as will be
described in greater detail below, computing system 202 may
include identification module 104, separation module 106,
and application module 108.

Identification module 104 may be programmed to identify
a multimedia file 210 subject to a data repository policy 222.
Identification module 104 may also be programmed to iden-
tify a base layer 212 of multimedia file 210 and an enhance-
ment layer 214 of multimedia file 210. Identification module
104 may further be programmed to identify an alternate data
repository policy 224 for enhancement layer 214. Separation
module 106 may be programmed to separate enhancement
layer 214 from multimedia file 210. Application module 108
may be programmed to apply data repository policy 222 to
base layer 212 (e.g., along with metadata for multimedia file
210). Application module 108 may also be programmed to
apply alternate data repository policy 224 to enhancement
layer 214.

Computing system 202 generally represents any type or
form of computing device capable of reading computer-ex-
ecutable instructions. Examples of computing system 202
include, without limitation, laptops, desktops, servers, cellu-
lar phones, personal digital assistants (PDAs), multimedia
players, embedded systems, combinations of one or more of
the same, exemplary computing system 510 in FIG. 5, or any
other suitable computing device.

Backup system 206 generally represents any type or form
of computing device that is capable of backing up, archiving,
and/or storing data. Examples of backup system 206 include,
without limitation, application servers configured to run cer-
tain software applications, backup servers configured to pro-
vide backup services, and/or storage devices.

Network 204 generally represents any medium or architec-
ture capable of facilitating communication or data transfer.
Examples of network 204 include, without limitation, an
intranet, a wide area network (WAN), a local area network
(LAN), a personal area network (PAN), the Internet, power
line communications (PL.C), a cellular network (e.g., a GSM
Network), exemplary network architecture 600 in FIG. 6, or
the like. Network 204 may facilitate communication or data
transfer using wireless or wired connections. In one embodi-
ment, network 204 may facilitate communication between
computing system 202 and backup system 206.

FIG. 3 is a flow diagram of an exemplary computer-imple-
mented method 300 for backing up multimedia data. The
steps shown in FIG. 3 may be performed by any suitable
computer-executable code and/or computing system. In some
embodiments, the steps shown in FIG. 3 may be performed by
one or more of the components of system 100 in FIG. 1 and/or
system 200 in FIG. 2.

As illustrated in FIG. 3, at step 302 one or more of the
systems described herein may identify a multimedia file sub-
ject to a data repository policy. For example, at step 302
identification module 104 may, as part of computing system
202, identify multimedia file 210 subject to data repository
policy 222.

As used herein, the term “multimedia” may refer to
images, audio, video, and/or any other content form that may
be stored and/or presented at multiple levels of fidelity. A
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“multimedia file” may refer to any file, attachment, embed-
ded object, or other data entity containing multimedia data.

Identification module 104 may perform step 302 in a vari-
ety of contexts. For example, identification module 104 may
identify the multimedia file because the multimedia file is
located in a directory and/or volume configured for backup
and/or archival. In other examples, identification module 104
may identify the multimedia file as an attachment in an email,
as an embedded object in a document (such as a slide presen-
tation document or a word processor document), or in a
variety of other contexts.

In some examples, identification module 104 may identify
the multimedia file based on one or more traits of the multi-
media file. For example, the fidelity of the multimedia data of
some users (e.g., graphic designers, advertisers, etc.) may be
critical, while the fidelity of the multimedia data of other
users may be less important. Accordingly, identification mod-
ule 104 may identify only those files owned by specified users
(or, conversely, only exclude identifying files owned by speci-
fied users). Likewise, identification module 104 may identify
only multimedia files of certain file types, of certain minimum
sizes, in certain directories, etc.

As used herein, the phrase “data repository policy” may
refer to any policy for backingup, archiving, and/or otherwise
storing a file. A data repository policy may be defined by a set
of rules, by a configuration setting, and/or simply by default
behaviors of a data repository system.

In some examples, the data repository policy may include
a backup policy. As used herein, the phrase “backup policy”
may refer to any policy to backup, duplicate, mirror, and/or
otherwise protect data. The backup policy may include one or
more of a variety of directives, configurations, and/or
defaults, such as a backup schedule, a target backup volume,
standards for guaranteeing preservation of the data, etc. In
other examples, the data repository policy may include an
archival policy. As used herein, the phrase “archival policy”
may refer to any policy to archive data, e.g., for long-term
storage, for remote storage, for secure storage, etc. The archi-
val policy may include one or more of a variety of directives,
configurations, and/or defaults, such as a target backup vol-
ume and standards for guaranteeing preservation of the data.

At step 304 one or more of the systems described herein
may identify a base layer and at least one enhancement layer
of the multimedia file. For example, at step 304 identification
module 104 may, as part of computing system 202, identify
base layer 212 and enhancement layer 214.

Asused herein, the phrase “base layer” may refer a layer of
data (e.g., a bitstream) required to constitute a multimedia
object with a minimum level of fidelity (e.g., a minimum
resolution and/or accuracy for an image, a minimum bitrate
for audio, etc.). In some examples, the base layer may be
defined as part of a multimedia codec. In other examples, a
multimedia codec may allow for near-arbitrary levels of fidel-
ity (e.g., using embedded zero-tree wavelet coding, fine
granularity scalability, etc.). In these examples, the base layer
may constitute the extent of a bitstream required to render the
multimedia object at a predetermined level of fidelity (e.g.,
the systems described herein may be configured to require a
bitrate of 32 kilobytes per second as a minimum level of
fidelity for audio files).

Likewise, the phrase “enhancement layer” may refer to a
layer of data used to improve the fidelity of a multimedia
object beyond the level of fidelity provided by the base layer.
In some examples, the enhancement layer may be defined as
part of a multimedia codec. In other examples, a multimedia
codec may allow for near-arbitrary levels of fidelity. In these
examples, the enhancement layer may constitute a portion of
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a bitstream beyond that which is required to render the mul-
timedia object at a predetermined level of fidelity. The
enhancement layer may improve the fidelity of the multime-
dia object beyond what the base layer provides according to a
variety of metrics. For example, the enhancement layer may
facilitate a greater spacial resolution, a greater color resolu-
tion, a greater frame rate, a greater sampling frequency, and/
ora greater signal-to-noise ratio in the multimedia object. The
enhancement layer may also provide other functionality in
the multimedia object such as error detection.

Identification module 104 may perform step 304 in any
suitable manner. For example, identification module 104 may
identify the base layer and the enhancement layer according
to the container of the multimedia file and the codec or codecs
used for the multimedia data stored within the container.

At step 306 one or more of the systems described herein
may identify an alternate data repository policy for the
enhancement layer. For example, at step 306 identification
module 104 may, as part of computing system 202, identify
alternate data repository policy 224 for enhancement layer
214.

The alternate data repository policy may differ from the
data repository policy in a variety of ways. For example, the
datarepository policy may specify a target storage volume for
the multimedia file, and the alternate data repository policy
may specify an alternate target storage volume for the
enhancement layer. In some examples, the alternate target
storage volume may include a volume with a lower fault
tolerance than the target storage volume. Additionally or
alternatively, the alternate target storage volume may include
a volume with a lower performance rating than the target
storage volume (e.g., in terms of speed, guarantees to deliver
data within a certain timeframe, etc.). By allocating the alter-
nate target storage volume for the enhancement layer, the
systems described herein may conserve space for more
important data on more reliable and/or better performing
volumes.

In some examples, the alternate data repository policy may
specify that the enhancement layer be backed up less fre-
quently than the base layer. Additionally or alternatively, the
alternate data repository policy may specify that the enhance-
ment layer may be overwritten by data with a higher priority.
For example, if the enhancement layer is backed up to a
storage device that subsequently fills up, instead of allowing
a subsequent backup attempt to fail, the systems described
herein may allow a subsequent backup attempt to overwrite
the enhancement layer (while, e.g., preserving the base layer).
As another example, a long-term archival system may be
configured to redundantly store archived data to allow for
multiple devices failures over the lifetime of the archival
system. Ifan unexpectedly large number of devices within the
archival system fail, the systems described herein may allow
the enhancement layer to be discarded in order to preserve an
acceptable redundancy level for the remaining data.

In some examples, the multimedia file may be associated
with an email account. In these examples, the alternate data
repository policy may specify that the enhancement layer
may be discarded if a quota associated with the email account
is exceeded (i.e., would be exceeded if the enhancement layer
were not discarded and a new email were allowed). Accord-
ingly, an email user who has filled his quota may continue to
send and receive emails by automatically (or with user
approval) discarding enhancement layer data.

Generally, the alternate data repository policy may specify
any sort of trade-off between preserving the enhancement
layer for the quality of the multimedia file and discarding the
enhancement layer for data repository efficiency. For
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example, the alternate repository policy may specify a for-
mula for how much enhancement layer data to preserve given
available space on a storage device and costs to apparently
quality of the multimedia object. If the multimedia file
includes multiple enhancement layers, the alternate data
repository policy may assign varying priorities to the
enhancement layers such that enhancement layers across
multimedia files may be discarded evenly (e.g., rather than
preserving all enhancement layers for one multimedia file
while discarding all enhancement layers for another multi-
media file in the same volume).

At step 308 one or more of the systems described herein
may separate the enhancement layer from the multimedia file.
For example, at step 308 separation module 106 may, as part
of computing system 202, separate enhancement layer 214
from multimedia file 210.

Separation module 106 may perform step 308 in a variety
of ways. For example, separation module 106 may separate
the multimedia file into multimedia data and non-multimedia
data (e.g., metadata of the multimedia file). For example,
separation module 106 may follow a container format of the
multimedia file to extract the multimedia data. Once separa-
tion module 106 has extracted the multimedia data from the
multimedia file, separation module 106 may separate the
multimedia data into the base layer and one or more enhance-
ment layers using a multimedia codec corresponding to the
multimedia file. For example, if the multimedia codec explic-
itly defines the base layer and enhancement layers, separation
module 106 may separate the multimedia data accordingly.
Additionally or alternatively, if the multimedia codec defines
a bitstream for progressively increasing fidelity, separation
module 106 may identify a predetermined minimum level of
fidelity and divide the bitstream at the point at which the
predetermined minimum level of fidelity is reached. In some
examples, the systems described herein may apply a mini-
mum level of fidelity even to multimedia files with explicitly
defined base layers and enhancement layers. In these
examples, separation module 106 may bundle one or more
enhancement layers with the explicitly-defined base layer to
constitute the “base layer” as described herein. Any addi-
tional enhancement layers may then be treated as the
“enhancement layer” described herein.

In some examples, the multimedia data may be com-
pressed. In these examples, separation module 106 may iden-
tify a compression scheme used for the multimedia data and
separate the multimedia data into the base layer and the
enhancement layer based on the compression scheme. For
example, separation module 106 may decompress the multi-
media data before separating the base and enhancement lay-
ers and then recompress the layers. Additionally or alterna-
tively, separation module 106 may separate the base layer and
enhancement layer by taking the compression scheme into
account but without decompressing the layers.

At step 310 one or more of the systems described herein
may apply the data repository policy to the base layer. For
example, at step 310 application module 108 may, as part of
computing system 202, apply data repository policy 222 to
base layer 212.

Application module 108 may perform step 310 in any
suitable manner. For example, application module 108 may
apply the data repository policy to a version of the multimedia
file with the enhancement layer stripped out. Additionally or
alternatively, application module 108 may apply the data
repository policy to the base layer, and store metadata and/or
other non-multimedia data of the multimedia file separately.
For example, application module 108 may create a file to
represent the multimedia file (see, e.g., multimedia file 210 on
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backup system 206 in FIG. 3) and include in that file the
original metadata of the multimedia file along with metadata
for reconstructing the multimedia file (e.g., the location of the
separately stored base and enhancement layers).

At step 312 one or more of the systems described herein
may apply the alternate data repository policy to the enhance-
ment layer. For example, at step 312 application module 108
may, as part of computing system 202, apply alternate data
repository policy 224 to enhancement layer 214.

Application module 108 may perform step 312 in any
suitable manner. For example, application module 108 may
create a separate file for the enhancement layer and associate
the separate enhancement layer file with a stub of the multi-
media file. Application module 108 may then apply any of the
potential alternate data repository policies as described ear-
lier. For example, application module 108 may back up the
enhancement layer less frequently than other data (such as the
base layer). Additionally or alternatively, application module
108 may back up and/or archive the enhancement layer to an
inferior volume. In some examples, application module 108
may discard the enhancement layer and/or configure another
system to discard the enhancement layer if space is needed for
other data.

FIG. 4 is a flow diagram of an exemplary computer-imple-
mented method 400 for restoring backed up multimedia data.
The steps shown in FIG. 4 may be performed by any suitable
computer-executable code and/or computing system. In some
embodiments, the steps shown in FIG. 4 may be performed by
one or more of the components of system 100 in FIG. 1 and/or
system 200 in FIG. 2.

At step 402 one or more of the systems described herein
may identify a request to restore a multimedia file from a data
repository. For example, at step 402 one or more of the sys-
tems described herein may identity a request to restore mul-
timedia file 210 from backup system 206 in FIG. 2.

The data repository may include a backup and/or an
archive. Accordingly, the request to restore the multimedia
file may occur in a variety of contexts. For example, the
request to restore the multimedia file may occur as a part of a
restoration of a backup. In another example, the request to
restore the multimedia file may be directed towards retrieving
the multimedia file from an archive. In some examples, the
data repository may include multiple volumes and/or mul-
tiple storage devices.

At step 404 one or more of the systems described herein
may determine that data within the multimedia file was sepa-
rated due to an alternate data repository policy applied to at
least one enhancement layer within the multimedia file. For
example, at step 404 one or more of the systems described
herein may determine that multimedia file 210 from FIG. 2
was separated into base layer 212 and enhancement layer 214.

The systems described herein may perform step 404 in any
suitable manner. For example, the multimedia file may exist
as a stub file that references the base layer and the enhance-
ment layer. Accordingly, the systems described herein may
identify the multimedia file as such a stub file. Additionally or
alternatively, metadata indicating the separated status of the
multimedia file may be separately stored by a data repository
system.

At step 406 one or more of the systems described herein
may determine that the enhancement layer is still available.
For example, at step 406 one or more of the systems described
herein may determine that enhancement layer 214 in FIG. 2 is
still available.

The systems described herein may perform step 406 in any
suitable manner. For example, the systems described herein
may inspect a stub file for the multimedia file that references
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the enhancement layer. The systems described herein may
then look up the enhancement layer and find that it has not
been discarded or overwritten.

At step 408 one or more of the systems described herein
may retrieve the base layer and the enhancement layer from
the data repository. For example, at step 408 one or more of
the systems described herein may retrieve base layer 212 and
enhancement layer 214 in FIG. 2 from backup system 206.

The systems described herein may perform step 408 in any
suitable manner. For example, the systems described herein
may inspect a stub file for the multimedia file that references
the base layer and the enhancement layer. The systems
described herein may then look up the base layer and the
enhancement layer and retrieve the base and enhancement
layers from their respective storage locations.

At step 410 one or more of the systems described herein
may reconstruct the multimedia file with the base layer and
the enhancement layer. For example, at step 410 one or more
of the systems described herein may reconstruct multimedia
file 210 in FIG. 2 with base layer 212 and enhancement layer
214.

The systems described herein may perform step 410 in any
suitable manner. For example, the systems described herein
may create a container for the multimedia file based on meta-
data stored for the multimedia file. The systems described
herein may then include the base layer and the enhancement
layer within the container. In some examples, the systems
described herein may restore the multimedia file exactly as it
had existed. In other examples, the systems described herein
may restore the multimedia file with substantially the same
characteristics (e.g., fidelity, size, etc.) that it had before being
placed in the data repository.

FIG. 5 is a block diagram of an exemplary computing
system 510 capable of implementing one or more of the
embodiments described and/or illustrated herein. Computing
system 510 broadly represents any single or multi-processor
computing device or system capable of executing computer-
readable instructions. Examples of computing system 510
include, without limitation, workstations, laptops, client-side
terminals, servers, distributed computing systems, handheld
devices, or any other computing system or device. In its most
basic configuration, computing system 510 may include at
least one processor 514 and a system memory 516.

Processor 514 generally represents any type or form of
processing unit capable of processing data or interpreting and
executing instructions. In certain embodiments, processor
514 may receive instructions from a software application or
module. These instructions may cause processor 514 to per-
form the functions of one or more of the exemplary embodi-
ments described and/or illustrated herein. For example, pro-
cessor 514 may perform and/or be a means for performing,
either alone or in combination with other elements, one or
more of the identifying, separating, applying, determining,
retrieving, and/or reconstructing steps described herein. Pro-
cessor 514 may also perform and/or be a means for perform-
ing any other steps, methods, or processes described and/or
illustrated herein.

System memory 516 generally represents any type or form
of volatile or non-volatile storage device or medium capable
of storing data and/or other computer-readable instructions.
Examples of system memory 516 include, without limitation,
random access memory (RAM), read only memory (ROM),
flash memory, or any other suitable memory device. Although
not required, in certain embodiments computing system 510
may include both a volatile memory unit (such as, for
example, system memory 516) and a non-volatile storage
device (such as, for example, primary storage device 532, as
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described in detail below). In one example, one or more of
modules 102 from FIG. 1 may be loaded into system memory
516.

In certain embodiments, exemplary computing system 510
may also include one or more components or elements in
addition to processor 514 and system memory 516. For
example, as illustrated in FIG. 5, computing system 510 may
include a memory controller 518, an input/output (I/O) con-
troller 520, and a communication interface 522, each of which
may be interconnected via a communication infrastructure
512. Communication infrastructure 512 generally represents
any type or form of infrastructure capable of facilitating com-
munication between one or more components of a computing
device. Examples of communication infrastructure 512
include, without limitation, a communication bus (such as an
ISA, PCI, PCle, or similar bus) and a network.

Memory controller 518 generally represents any type or
form of device capable of handling memory or data or con-
trolling communication between one or more components of
computing system 510. For example, in certain embodiments
memory controller 518 may control communication between
processor 514, system memory 516, and I/O controller 520
via communication infrastructure 512. In certain embodi-
ments, memory controller 518 may perform and/or be a
means for performing, either alone or in combination with
other elements, one or more of the steps or features described
and/or illustrated herein, such as identifying, separating,
applying, determining, retrieving, and/or reconstructing.

1/0O controller 520 generally represents any type or form of
module capable of coordinating and/or controlling the input
and output functions of a computing device. For example, in
certain embodiments I/O controller 520 may control or facili-
tate transfer of data between one or more elements of com-
puting system 510, such as processor 514, system memory
516, communication interface 522, display adapter 526, input
interface 530, and storage interface 534. /O controller 520
may be used, for example, to perform and/or be a means for
performing, either alone or in combination with other ele-
ments, one or more of the identifying, separating, applying,
determining, retrieving, and/or reconstructing steps
described herein. I/O controller 520 may also be used to
perform and/or be a means for performing other steps and
features set forth in the instant disclosure.

Communication interface 522 broadly represents any type
or form of communication device or adapter capable of facili-
tating communication between exemplary computing system
510 and one or more additional devices. For example, in
certain embodiments communication interface 522 may
facilitate communication between computing system 510 and
a private or public network including additional computing
systems. Examples of communication interface 522 include,
without limitation, a wired network interface (such as a net-
work interface card), a wireless network interface (such as a
wireless network interface card), a modem, and any other
suitable interface. In at least one embodiment, communica-
tion interface 522 may provide a direct connection to aremote
server via a direct link to a network, such as the Internet.
Communication interface 522 may also indirectly provide
such a connection through, for example, a local area network
(such as an Ethernet network), a personal area network, a
telephone or cable network, a cellular telephone connection,
a satellite data connection, or any other suitable connection.

In certain embodiments, communication interface 522
may also represent a host adapter configured to facilitate
communication between computing system 510 and one or
more additional network or storage devices via an external
bus or communications channel. Examples of host adapters
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include, without limitation, SCSI host adapters, USB host
adapters, IEEE 1394 host adapters, SATA and eSATA host
adapters, ATA and PATA host adapters, Fibre Channel inter-
face adapters, Ethernet adapters, or the like. Communication
interface 522 may also allow computing system 510 to
engage in distributed or remote computing. For example,
communication interface 522 may receive instructions from a
remote device or send instructions to a remote device for
execution. In certain embodiments, communication interface
522 may perform and/or be a means for performing, either
alone or in combination with other elements, one or more of
the identitying, separating, applying, determining, retrieving,
and/or reconstructing steps disclosed herein. Communication
interface 522 may also be used to perform and/or be a means
for performing other steps and features set forth in the instant
disclosure.

As illustrated in FIG. 5, computing system 510 may also
include at least one display device 524 coupled to communi-
cation infrastructure 512 via a display adapter 526. Display
device 524 generally represents any type or form of device
capable of visually displaying information forwarded by dis-
play adapter 526. Similarly, display adapter 526 generally
represents any type or form of device configured to forward
graphics, text, and other data from communication infrastruc-
ture 512 (or from a frame buffer, as known in the art) for
display on display device 524.

As illustrated in FIG. 5, exemplary computing system 510
may also include at least one input device 528 coupled to
communication infrastructure 512 via an input interface 530.
Input device 528 generally represents any type or form of
input device capable of providing input, either computer or
human generated, to exemplary computing system 510.
Examples of input device 528 include, without limitation, a
keyboard, a pointing device, a speech recognition device, or
any other input device. In at least one embodiment, input
device 528 may perform and/or be a means for performing,
either alone or in combination with other elements, one or
more of the identifying, separating, applying, determining,
retrieving, and/or reconstructing steps disclosed herein. Input
device 528 may also be used to perform and/or be a means for
performing other steps and features set forth in the instant
disclosure.

As illustrated in FIG. 5, exemplary computing system 510
may also include a primary storage device 532 and a backup
storage device 533 coupled to communication infrastructure
512 via a storage interface 534. Storage devices 532 and 533
generally represent any type or form of storage device or
medium capable of storing data and/or other computer-read-
able instructions. For example, storage devices 532 and 533
may be a magnetic disk drive (e.g., a so-called hard drive), a
floppy disk drive, a magnetic tape drive, an optical disk drive,
a flash drive, or the like. Storage interface 534 generally
represents any type or form of interface or device for trans-
ferring data between storage devices 532 and 533 and other
components of computing system 510.

In certain embodiments, storage devices 532 and 533 may
be configured to read from and/or write to a removable stor-
age unit configured to store computer software, data, or other
computer-readable information. Examples of suitable remov-
able storage units include, without limitation, a floppy disk, a
magnetic tape, an optical disk, a flash memory device, or the
like. Storage devices 532 and 533 may also include other
similar structures or devices for allowing computer software,
data, or other computer-readable instructions to be loaded
into computing system 510. For example, storage devices 532
and 533 may be configured to read and write software, data, or
other computer-readable information. Storage devices 532
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and 533 may also be a part of computing system 510 or may
be a separate device accessed through other interface sys-
tems.

In certain embodiments, storage devices 532 and 533 may
be used, for example, to perform and/or be a means for per-
forming, either alone or in combination with other elements,
one or more of the identifying, separating, applying, deter-
mining, retrieving, and/or reconstructing steps disclosed
herein. Storage devices 532 and 533 may also be used to
perform and/or be a means for performing other steps and
features set forth in the instant disclosure.

Many other devices or subsystems may be connected to
computing system 510. Conversely, all of the components
and devices illustrated in FIG. 5 need not be present to prac-
tice the embodiments described and/or illustrated herein. The
devices and subsystems referenced above may also be inter-
connected in different ways from that shown in FIG. 5. Com-
puting system 510 may also employ any number of software,
firmware, and/or hardware configurations. For example, one
or more of the exemplary embodiments disclosed herein may
be encoded as a computer program (also referred to as com-
puter software, software applications, computer-readable
instructions, or computer control logic) on a computer-read-
able medium. The phrase “computer-readable medium” gen-
erally refers to any form of device, carrier, or medium capable
of storing or carrying computer-readable instructions.
Examples of computer-readable media include, without limi-
tation, transmission-type media, such as carrier waves, and
physical media, such as magnetic-storage media (e.g., hard
disk drives and floppy disks), optical-storage media (e.g.,
CD- or DVD-ROMs), electronic-storage media (e.g., solid-
state drives and flash media), and other distribution systems.

The computer-readable medium containing the computer
program may be loaded into computing system 510. All or a
portion of the computer program stored on the computer-
readable medium may then be stored in system memory 516
and/or various portions of storage devices 532 and 533. When
executed by processor 514, a computer program loaded into
computing system 510 may cause processor 514 to perform
and/or be a means for performing the functions of one or more
of the exemplary embodiments described and/or illustrated
herein. Additionally or alternatively, one or more of the exem-
plary embodiments described and/or illustrated herein may
be implemented in firmware and/or hardware. For example,
computing system 510 may be configured as an application
specific integrated circuit (ASIC) adapted to implement one
or more of the exemplary embodiments disclosed herein.

FIG. 6 is a block diagram of an exemplary network archi-
tecture 600 in which client systems 610, 620, and 630 and
servers 640 and 645 may be coupled to a network 650. Client
systems 610, 620, and 630 generally represent any type or
form of computing device or system, such as exemplary com-
puting system 510 in FIG. 5. In one example, client system
610 may include system 100 from FIG. 1.

Similarly, servers 640 and 645 generally represent com-
puting devices or systems, such as application servers or
database servers, configured to provide various database ser-
vices and/or run certain software applications. Network 650
generally represents any telecommunication or computer net-
work including, for example, an intranet, a wide area network
(WAN), a local area network (LAN), a personal area network
(PAN), or the Internet.

As illustrated in FIG. 6, one or more storage devices 660
(1)-(N) may be directly attached to server 640. Similarly, one
or more storage devices 670(1)-(N) may be directly attached
to server 645. Storage devices 660(1)-(N) and storage devices
670(1)-(N) generally represent any type or form of storage
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device or medium capable of storing data and/or other com-
puter-readable instructions. In certain embodiments, storage
devices 660(1)-(N) and storage devices 670(1)-(N) may rep-
resent network-attached storage (NAS) devices configured to
communicate with servers 640 and 645 using various proto-
cols, such as NFS, SMB, or CIFS.

Servers 640 and 645 may also be connected to a storage
area network (SAN) fabric 680. SAN fabric 680 generally
represents any type or form of computer network or architec-
ture capable of facilitating communication between a plural-
ity of storage devices. SAN fabric 680 may facilitate commu-
nication between servers 640 and 645 and a plurality of
storage devices 690(1)-(N) and/or an intelligent storage array
695. SAN fabric 680 may also facilitate, via network 650 and
servers 640 and 645, communication between client systems
610, 620, and 630 and storage devices 690(1)-(N) and/or
intelligent storage array 695 in such a manner that devices
690(1)-(N) and array 695 appear as locally attached devices
to client systems 610, 620, and 630. As with storage devices
660(1)-(N) and storage devices 670(1)-(N), storage devices
690(1)-(N) and intelligent storage array 695 generally repre-
sent any type or form of storage device or medium capable of
storing data and/or other computer-readable instructions.

In certain embodiments, and with reference to exemplary
computing system 510 of FIG. 5, a communication interface,
such as communication interface 522 in FIG. 5, may be used
to provide connectivity between each client system 610, 620,
and 630 and network 650. Client systems 610, 620, and 630
may be able to access information on server 640 or 645 using,
for example, a web browser or other client software. Such
software may allow client systems 610, 620, and 630 to
access data hosted by server 640, server 645, storage devices
660(1)-(N), storage devices 670(1)-(N), storage devices 690
(1)-(N), or intelligent storage array 695. Although FIG. 6
depicts the use of a network (such as the Internet) for
exchanging data, the embodiments described and/or illus-
trated herein are not limited to the Internet or any particular
network-based environment.

In at least one embodiment, all or a portion of one or more
of the exemplary embodiments disclosed herein may be
encoded as a computer program and loaded onto and executed
by server 640, server 645, storage devices 660(1)-(N), storage
devices 670(1)-(N), storage devices 690(1)-(N), intelligent
storage array 695, or any combination thereof. All or a portion
of one or more of the exemplary embodiments disclosed
herein may also be encoded as a computer program, stored in
server 640, run by server 645, and distributed to client sys-
tems 610, 620, and 630 over network 650. Accordingly, net-
work architecture 600 may perform and/or be a means for
performing, either alone or in combination with other ele-
ments, one or more of the identifying, separating, applying,
determining, retrieving, and/or reconstructing steps disclosed
herein. Network architecture 600 may also be used to perform
and/or be a means for performing other steps and features set
forth in the instant disclosure.

As detailed above, computing system 510 and/or one or
more components of network architecture 600 may perform
and/or be a means for performing, either alone or in combi-
nation with other elements, one or more steps of an exemplary
method for backing up multimedia data.

While the foregoing disclosure sets forth various embodi-
ments using specific block diagrams, flowcharts, and
examples, each block diagram component, flowchart step,
operation, and/or component described and/or illustrated
herein may be implemented, individually and/or collectively,
using a wide range of hardware, software, or firmware (or any
combination thereof) configurations. In addition, any disclo-
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sure of components contained within other components
should be considered exemplary in nature since many other
architectures can be implemented to achieve the same func-
tionality.
The process parameters and sequence of steps described
and/or illustrated herein are given by way of example only
and can be varied as desired. For example, while the steps
illustrated and/or described herein may be shown or discussed
in a particular order, these steps do not necessarily need to be
performed in the order illustrated or discussed. The various
exemplary methods described and/or illustrated herein may
also omit one or more of the steps described or illustrated
herein or include additional steps in addition to those dis-
closed.
While various embodiments have been described and/or
illustrated herein in the context of fully functional computing
systems, one or more of these exemplary embodiments may
be distributed as a program product in a variety of forms,
regardless of the particular type of computer-readable media
used to actually carry out the distribution. The embodiments
disclosed herein may also be implemented using software
modules that perform certain tasks. These software modules
may include script, batch, or other executable files that may
be stored on a computer-readable storage medium or in a
computing system. In some embodiments, these software
modules may configure a computing system to perform one
or more of the exemplary embodiments disclosed herein.
In addition, one or more of the modules described herein
may transform data, physical devices, and/or representations
of physical devices from one form to another. For example,
one or more of the modules described herein may transform a
backup system into an efficient backup system which dis-
criminates between different portions of a multimedia file. As
another example, one or more of the modules described
herein may transform a multimedia file into multiple compo-
nents to which different data repository policies may be
applied.
The preceding description has been provided to enable
others skilled in the art to best utilize various aspects of the
exemplary embodiments disclosed herein. This exemplary
description is not intended to be exhaustive or to be limited to
any precise form disclosed. Many modifications and varia-
tions are possible without departing from the spirit and scope
of the instant disclosure. The embodiments disclosed herein
should be considered in all respects illustrative and not
restrictive. Reference should be made to the appended claims
and their equivalents in determining the scope of the instant
disclosure.
Unless otherwise noted, the terms “a” or “an,” as used in
the specification and claims, are to be construed as meaning
“at least one of” In addition, for ease of use, the words
“including” and “having,” as used in the specification and
claims, are interchangeable with and have the same meaning
as the word “comprising.”
What is claimed is:
1. A computer-implemented method for backing up multi-
media data, at least a portion of the method being performed
by a computing device comprising at least one processor, the
method comprising:
identifying a multimedia file that is an attachment to an
email associated with an email account, wherein the
multimedia file is subject to a data repository policy;

identifying a base layer and at least one enhancement layer
of the multimedia file;

identifying an alternate data repository policy for the

enhancement layer wherein the alternate data repository
policy specifies that the enhancement layer is to be dis-
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carded if a quota associated with the email account
would be exceeded if the enhancement layer were not
discarded;

separating the enhancement layer from the multimedia file;

applying the data repository policy to the base layer;

applying the alternate data repository policy to the
enhancement layer.
2. The computer-implemented method of claim 1, wherein:
the multimedia file includes a plurality of enhancement
layers that comprises the at least one enhancement layer;

the alternate data repository policy assigns varying priori-
ties to each enhancement layer from the plurality of
enhancement layers.

3. The computer-implemented method of claim 1, wherein:

the data repository policy specifies a target storage volume

for the multimedia file;

the alternate data repository policy specifies an alternate

target storage volume for the enhancement layer.

4. The computer-implemented method of claim 3, wherein
the alternate target storage volume comprises

avolume with a lower fault tolerance than the target storage

volume.

5. The computer-implemented method of claim 1, wherein
the alternate data repository policy specifies that the enhance-
ment layer may be overwritten by data with a higher priority.

6. The computer-implemented method of claim 1, wherein:

the enhancement layer is automatically discarded when the

quota associated with the email account is exceeded.

7. The computer-implemented method of claim 1, wherein
separating the enhancement layer from the multimedia file
comprises:

separating the multimedia file into multimedia data and

non-multimedia data;

separating the multimedia data into the base layer and the

atleast one enhancement layer using a multimedia codec
corresponding to the multimedia file.

8. The computer-implemented method of claim 7, further
comprising:

identifying a compression scheme used for the multimedia

data;

separating the multimedia data into the base layer and the

enhancement layer based on the compression scheme;
recompressing the base layer and the enhancement layer
after separating the multimedia data.

9. The computer-implemented method of claim 1, wherein
the alternate data repository policy specifies a trade-off
between preserving the enhancement layer for the quality of
the multimedia file and discarding the enhancement layer for
data repository efficiency.

10. A computer-implemented method for backing up mul-
timedia data, at least a portion of the method being performed
by a computing device comprising at least one processor, the
method comprising:

identifying a multimedia file subject to a data repository

policy;

identifying a base layer and at least one enhancement layer

of the multimedia file;

identifying an alternate data repository policy for the

enhancement layer;

separating the enhancement layer from the multimedia file;

applying the data repository policy to the base layer by

storing the base layer in a data repository;

applying the alternate data repository policy to the

enhancement layer by storing the enhancement layer to
an alternative data repository that has a lower perfor-
mance rating than the data repository to which the base
layer is stored;

20

25

30

35

40

45

50

55

60

65

16

identifying a request to restore the multimedia file from;
determining that data within the multimedia file was sepa-
rated due to the alternate data repository policy applied
to the enhancement layer within the multimedia file;

determining whether the enhancement layer is still avail-
able;
retrieving the base layer from the datarepository and, when
the enhancement layer is still available, retrieving the
enhancement layer from the alternative data repository;

reconstructing the multimedia file with the base layer and
the enhancement layer.

11. The computer-implemented method of claim 10,
wherein:

the base layer comprises an extent of a bitstream needed to

render the multimedia file at a predetermined level of
fidelity;

the enhancement layer comprises a portion of the bitstream

beyond that which is needed to render the multimedia
file at the predetermined level of fidelity;

separating the enhancement layer from the multimedia file

comprises dividing the bitstream into the base layer and
the enhancement layer at a point in the bitstream at
which the predetermined level of fidelity is reached.

12. A system for backing up multimedia data, the system
comprising:

an identification module programmed to:

identify a multimedia file that is an attachment to an
email associated with an email account, wherein the
multimedia file is subject to a data repository policy;

identify a base layer and at least one enhancement layer
of the multimedia file;

identify an alternate data repository policy for the
enhancement layer, wherein the alternate data reposi-
tory policy specifies that the enhancement layer is to
be discarded if a quota associated with the email
account would be exceeded if the enhancement layer
were not discarded;

a separation module programmed to separate the enhance-

ment layer from the multimedia file;

an application module programmed to:

apply the data repository policy to the base layer;
apply the alternate data repository policy to the enhance-
ment layer;

at least one processor configured to execute the identifica-

tion module, the separation module, and the application
module.

13. The system of claim 12, wherein the identification
module is programmed to identify the multimedia file by
identifying only files owned by specified users for whom
fidelity of multimedia data is critical.

14. The system of claim 13, wherein the specified users
comprise at least one of:

a graphic designer;

an advertiser.

15. The system of claim 14, wherein the identification
module is programmed to identify the multimedia file by
identifying at least one of:

only files larger than a predetermined size;

only files of a predetermined type.

16. The system of claim 12, wherein the alternate data
repository policy specifies that the enhancement layer may be
overwritten by data with a higher priority.

17. The system of claim 16, wherein:

the multimedia file is archived in an archival system;

the alternate data repository policy specifies that if a redun-

dant device in the archival system fails, the application
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module will discard the enhancement layer to preserve a
predetermined redundancy level for data in the archival
system.

18. The system of claim 16, wherein the application mod-

ule is programmed to apply the data repository policy by: 5

detecting a subsequent backup attempt to a storage system
to which the enhancement layer is stored;

determining that the storage system is full;

instead of allowing the subsequent backup attempt to fail, 1,
allowing the subsequent backup attempt to overwrite the
enhancement layer while preserving the base layer.

19. The system of claim 18, wherein:

the multimedia file comprises a plurality of enhancement
layers;

18

the alternate data repository policy assigns varying priori-
ties to each enhancement layer in the plurality of
enhancement layers;

the application module is programmed to apply the alter-

nate data repository policy by discarding enhancement
layers evenly across a plurality of multimedia files
instead of preserving all enhancement layers for the
multimedia file while discarding all enhancement layers
from an additional file.

20. The system of claim 12, wherein the alternate data
repository policy specifies a trade-off between preserving the
enhancement layer for the quality of the multimedia file and
discarding the enhancement layer for data repository effi-
ciency.
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