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HARDWARE FOR SYSTEM FIRMWARE USE

BACKGROUND

[0001] In a computing system, a Basic Input/Output System (BIOS) refers to firmware instructions located in the Read-Only Memory (ROM). The BIOS firmware performs several functions such as initializing and testing the hardware components, loading the operating system from a mass memory device, and interfacing the hardware components of the computing system with the operating system. When the computing system is initially powered ON, the BIOS firmware takes control of the system and runs a series of test referred to as the Power-On Self-Test (POST) to ensure that the components of the system are in proper working order. After the completion of the POST, the BIOS firmware searches for and initializes a boot process to load the operating system. Once a boot program is found, the BIOS firmware loads the operating system and passes control of the computing system to the operating system.

BRIEF DESCRIPTION OF THE DRAWINGS

[0002] Certain examples are described in the following detailed description and in reference to the drawings, in which:

[0003] Fig. 1A is a block diagram of an example of a system;
[0004] Fig. 1B is a block diagram of another view of the example of the system;
[0005] Fig. 2A is a process flow diagram of an example of a method for disabling a port in the system;
[0006] Fig. 2B is a process flow diagram of an example of a method for enabling and disabling a port in the system; and
[0007] Fig. 3 is a block diagram of an example of a tangible, non-transitory, computer-readable medium that stores code configured to disable a port using BIOS firmware.

DETAILED DESCRIPTION

[0008] The Basic Input/Output System (BIOS) is a type of firmware used during initialization of a computing system, for example, the boot-up process. The BIOS
firmware may be in the form of a chip located on a motherboard of the computing system and may contain instructions and setup information related to initialization of the computing system, among other features. The BIOS firmware may use hardware devices of the computing system, including various types of controllers, ports, cards, and the like, to carry out various implementations. For example, the storage of data by the BIOS firmware into larger capacity storage devices has emerged as an alternative to limited storage capacity chips, such as ROM, PROM, EEPROM, and the like. However, after the BIOS firmware releases control of the computing system to an operating system (OS), the OS may detect the larger capacity storage device during a scan of the system. Once detected, the OS may take control of the storage device so as to render it unavailable for BIOS firmware use. Consequently, the BIOS firmware cannot use the larger capacity storage device. In some cases, data loss or corruption may occur if the BIOS firmware accesses the storage device while it is under the control of the OS.

[0009] To store the larger capacity data, the BIOS firmware may use hardware devices that include non-volatile storage technology such as Not AND (NAND) flash memory or a serial peripheral interface (SPI) flash memory. However, the use of NAND flash memory and SPI flash memory to store larger capacity data may involve performance and storage capacity issues. For example, with a data capacity of 4 gigabytes (GB), the storage capacity of the NAND flash memory may limit the amount of applications, data, and log information stored by the BIOS firmware. Moreover, due to its transfer bus speed, the SPI flash memory may slow data transfers and thus, limit performance capabilities of the BIOS firmware to store data.

[0010] As previously stated, the example of data storage to a larger capacity storage device by the BIOS firmware is merely one instance where the BIOS firmware may use the hardware of the computing system. In other examples, the BIOS firmware may use a network controller to carry out various features such as error reporting to a central server or remote management, and so forth. Further, the BIOS firmware may use other types of hardware devices including various types of controllers, ports, cards, and the like, to carry out various implementations.

[0011] Examples describe herein provide techniques for BIOS firmware to use hardware devices connected to a computing system. In particular, the BIOS
firmware may reserve hardware devices connected to the computing system for use without interference from an operating system. In some examples, the BIOS firmware may use the hardware device for its own use during it boot-up process. After boot-up, but before the BIOS transfers control of the computing system to the operating system, the BIOS firmware may initialize a register in a chipset to disable a port that connects to the hardware device. The disabling of the port may hide the hardware device attached to the port from the OS and as a result, reserve the device for the BIOS firmware without interference from the operating system.

[0012] Fig. 1A is a block diagram of an example of a system, for example, a computing system 100. The computing system 100 may include a laptop computer, desktop computer, tablet computer, server, or the like. The computing system 100 may include internal and external computing components where data can be transmitted among the computing components via a system of wires, e.g., a bus, as discussed herein.

[0013] In the present examples, the computing system 100 may include a processor 102 that is adapted to execute stored instructions, as well as memory devices that store data executable by the processor 102. The processor 102 can be a single core processor, a multi-core processor, a computing cluster, or any number of other configurations. A memory device, such as a random access memory (RAM) device 106, may be connected to the processor 102. The RAM device 106 may be used to store volatile memory contents that would otherwise be lost when the computing system 100 is powered off. In some examples, the RAM device 106 may include dynamic random access memory (DRAM) device, a static random access memory (SRAM) device, or any other suitable memory systems.

[0014] The computing system 100 may also include a ROM device 104, for example, an electronically erasable programmable read only memory (EEPROM) device or any other suitable memory systems. The ROM device 104 may store basic input/output system (BIOS) instructions that are often referred to as the BIOS firmware 108, as shown in Fig. 1A. The BIOS firmware 108 is software used to startup (boot) a computing system, and which may be used to interface the various computing components with an operating system (OS) 110. Specifically, the BIOS firmware 108 performs several functions including enabling a booting process to load
the OS 110 into the RAM device 106 from disk storage. The OS 110, of the present examples, may include a software program used to manage hardware and software resources of the computing system 100.

[0015] The processor 102 may connect to a display interface 112 configured to connect the computing system 100 to one or more display devices 114. The display devices 114 may include a computer monitor, television, or projector, among other peripheral devices, that are externally connected or built into the computing system 100.

[0016] The processor 102 may also connect to an input/output (I/O) device interface 116 configured to connect the computing system 100 to one or more I/O peripheral devices 118. The I/O peripheral devices 118 may include, for example, a keyboard, a mouse, a printer, or a pointing device, among other peripheral devices, that are externally connected or built into the computing system 100.

[0017] A chipset 120 is electrically connected to the processor 102. The chipset 120 is a group of integrated circuits that manage the data flow between the processor 102 and other internal or external hardware devices. The chipset 120 may include ports to provide an interface between the processor 102 and other devices. As shown in Fig.1, the chipset 102 includes two ports, 122 and 124; however, additional ports may be present. Depending on the specifications of the manufacturer, an internal hardware device, such as an I/O controller 126 may connect to the ports. For example, the I/O controller 126 may connect to the port 122. The I/O controller 126 may further connect to an OS drive 128 used by the OS 110, for example, as a storage device.

[0018] A hardware device, such as a reserved controller device 130, may connect to the port 124 and may further connect to a reserved device 132. In this manner, the reserved controller device 130 may act as an interface so as to provide an intermediary link between the processor 102 and the reserved device 132.

[0019] In certain examples, the reserved controller device 130 may be removed and the reserved device 132 may be directly attached to the port 124. For example, the reserved device 132 may include a network interface controller (NIC) directly attached to the port 124 to connect the computing system 100 to an external computing network.
[0020] In the present examples, the BIOS firmware 108 may perform a sequence of events after the computing system 100 is powered on. For example, the BIOS firmware 108 may perform diagnostic tests on computing components or load instructions related to the OS 110 from a disk to the RAM device 106, among other events. After the OS 110 is loaded into the RAM 106, the BIOS firmware 108 turns control of the computing system 100 over to the OS 110, which is ready for user interaction.

[0021] However, before the OS 110 is loaded into the RAM device 106, the BIOS firmware 108 may use the reserved device 132 to carry out various functions, such as for data storage or as a controller to connect the computing system 100 to a computer network. Thereafter, the BIOS firmware 108 may transfer control of the computing system 100 to the OS 110. In order to prevent the OS 110 from using the reserved device 132 after the OS 110 takes control, the BIOS firmware 108 may program the chipset 120 with configuration data to disable the port 124 that is connected to the reserved controller device 130, as will be further discussed with respect to Fig. 1B. The disabling of the port 124 may act to hide the reserved controller device 130 once the OS 110 takes control and initiates a configuration scan of the system 100. Further, the disabling of the port 124 may act to hide any devices located behind the device 130, such as, the reserved device 132. Once hidden, the reserved controller device 130 and the reserved device 132 may not be subjected to interference or use from the OS 110 or any other hardware or software of the computing system 100. In some examples, as will be further explained, the BIOS firmware 108 may use the reserved device 132 after the OS 110 takes control. In this case, the BIOS firmware 108 may initialize the register 136 with configuration data to enable the port 124 connected to the reserved device 132. The BIOS firmware 108 may then access the reserved device 132 for its own use and subsequently, disable the port 124 to hide the device 132 from the OS 110.

[0022] Fig. 1B is a block diagram of a detailed view of the example of the system. Like numbered items are as described with respect to Fig. 1A. As previously discussed, the disabling of the port 124 may hide the reserved controller device 130 including the reserved device 132 connected thereto. To hide the reserved device 132 from the OS 110, the BIOS 108 may initialize a register located in the the
chipset 120 to disable the port 124 connected to the reserved controller device 130. As shown in Fig. 1B, the chipset 120 includes several registers, including registers 134 and 136. The registers 134 and 136 are data storage areas that may be used to control the behavior of the chipset 120 and its component parts, such as the ports 122 and 124. In the present examples, the register 136 may be a function disable register. Thus, the register 136 may be initialized to disable the port 124 to hide the reserved device 132 from the operating system 110.

[0023] A system bus 138, as used in the present examples, is a set of wires that electrically connect and move data between the internal and external devices of the computing system 100, as shown in Fig. 1B. The BIOS firmware 108 may electrically connect to the chipset 120 through the bus system 138 in order to write values into the register 136. Further, the system bus 138 may provide a common electrically pathway between the reserved controller device 130, the reserved device 132, and the port 124, among other devices of the computing system 100. A bus protocol is a set of rules that governs the operations of the system bus 138. In the present examples, the system bus 138 may use a peripheral component interconnect (PCI) bus protocol or a PCI Express (PCle) bus protocol. Hence, the reserved controller device 130 may be a PCle reserved controller device and the reserved device 132 may be a PCle device. In the case of a storage implementation, the reserved controller device 130 may be a PCle storage controller and the reserved device 132 may be a PCle non-volatile solid-state storage device. In the present examples, the PCle bus may be the primary bus standard as it may improve the efficiency of the reserved controller device 130 to transmit and receive data to and from the other hardware devices, for example, the ROM device 104.

[0024] As previously described, the disabling of the port 124 may occur before the BIOS firmware 108 transfers control of the computing system 100 to the OS 110. Once the OS 110 takes control, it may initiate a scan to determine the configuration of the computing system 100, for example, detecting coupled devices. However, the OS 110 may not detect the reserved controller device 130 and thus, the reserved device 132 connected thereto. Consequently, if the OS 110 desires to use a device, for example, for storage, it may select only the devices that are visible to it during the configuration scan, for example, the OS drive 128.
[0025] Other examples illustrate use of hardware devices by the BIOS firmware 108. In some examples, the BIOS firmware 108 may use hardware devices after control has passed to the OS 110. For example, power-loss to the computing system 100 may occur after the OS 110 has gained control. A power source may be switched to a battery-based power system and a back-up of the RAM device 106 may be initiated. The back-up may require the use of the reserved device 132, for example, a large capacity storage device. In the case where the port 124 was disabled before the OS 110 takes control, the BIOS firmware 108 may enable the port 124 connected to the reserved device 132. In particular, the BIOS firmware 108 may initialize the register 136 with values to enable the port 124 connected to the reserved device 132. Once enabled, the BIOS firmware 108 may initiate a full backup of the data to the reserved device 132. The port 124 may be disabled again after the BIOS firmware 108 completes the backup but before the OS 110 regains control. Consequently, the reserved device 132 may be hidden from the OS 110 after it re-initializes and retakes control.

[0026] Fig. 2A is a process flow diagram of an example of a method for disabling a port in the system. The BIOS firmware controls the system from the initial start-up until the OS takes control of the system. In particular, one of the primary functions of the BIOS firmware includes loading the OS into the random access memory (RAM) of the system from disk storage. However, in some cases, the BIOS firmware may use hardware of the system to carry out various functions. In order to reserve the hardware for the BIOS firmware and to prevent the OS from using the hardware, a port connected to the hardware may be disabled to prevent the OS from detecting the hardware.

[0027] At block 202, the BIOS firmware may access the reserved device for use. In some examples, the BIOS firmware may use the reserved device for the storage of data or as a network controller to provide error reporting, among other implementations. At block 204, the BIOS firmware may initialize a register to disable a port connected to the reserved device. To initialize the register, the BIOS firmware may write values to the register. In the present examples, the values may instruct the register to disable the port connected to the reserved device. At block 206, the method includes disabling the port connected to the reserved device, where the
disabling occurs before the BIOS firmware transfers control of the system to the OS. In some examples, the initializing may take place after the BIOS firmware passes control of the system to the OS. The disabling of the port hides the reserved device from the OS during a configuration scan of the system and thus, prevents the OS from using the reserved device. In this manner, the disabling of the port reserves the reserved device for the BIOS firmware use without interference from the OS.

[0028] Fig. 2B is a process flow diagram of an example of a method for enabling and disabling a port in the system. In some examples, the need may arise for the BIOS firmware to be enabled after the OS has taken control of the system. For example, a disruption to the system may include a loss of power, among other disruptions that interrupt the operations of the system. Since the port connected to the reserved device is disabled prior to initiating the OS, as previously discussed, the port may need to be re-enabled for BIOS firmware use. At block 208, the method may include enabling the disabled port connected to the reserved device after the OS has taken control. The BIOS firmware may enable the port by writing values to the register to enable the port connected to the reserved device. At block 210, the method may include the BIOS firmware accessing the reserved device for use after enabling. At block 212, the method may include disabling the port connected to the reserved device after the BIOS firmware use but before the OS re-takes control of the system. The disabling of the port may hide the reserved device from the OS after it takes control.

[0029] Fig. 3 is a block diagram of an example of a tangible, non-transitory, computer-readable medium 300 that stores code configured to disable a port using BIOS firmware. The computer-readable medium 300 may store code that can be accessed by a processor 302 over a computer bus 304 to perform the methods previously described. The computer-readable medium 300 can include a hard disk drive, a solid-state non-volatile storage device, a network controller, a graphics processor unit, among others.

[0030] The computer-readable medium 300 may include modules 306, 308, and 310. For example, an access module 306 may be configured to allow BIOS (basic input/output system) firmware to access a reserved device for use. An initialization module 308 may be configured to initialize a register in a chipset, via the BIOS
firmware, to disable a port connected to the reserved device. The initialization module 306 may perform its operations before the BIOS firmware passes control of a system to an operating system (OS). A disable module 310 may be configured to disable the port connected to the reserved device, wherein the disabled port acts to hide the reserved device from the OS. The disabling of the port may occur before control of the system is passed to the OS so that the OS may not use the reserved device.

[0031] The BIOS firmware may use the reserved device for the storage of larger capacity data, to carry our various features for a network controller, among other implementations. In particular, the BIOS firmware may initialize a register with data values to disable a port connected to the reserved device. The disabling of the port may hide the reserved device from the OS. In this manner, the reserved device can be reserved for use by the BIOS firmware without interference from the OS.

[0032] While the present techniques may be susceptible to various modifications and alternative forms, the embodiments discussed above have been shown only by way of example. However, it should again be understood that the techniques is not intended to be limited to the particular embodiments disclosed herein. Indeed, the present techniques include all alternatives, modifications, and equivalents falling within the true spirit and scope of the appended claims.
CLAIMS

1. A method of using firmware in a system, comprising:
   accessing a reserved device, wherein a basic input/output system
   (BIOS) firmware uses the reserved device;
   initializing a register, via the BIOS firmware, to disable a port
   connected to the reserved device; and
   disabling the port connected to the reserved device, wherein the
   disabling occurs before the BIOS firmware transfers control of
   the system to an operating system, wherein the disabling hides
   the reserved device from the operating system, and wherein the
   hiding reserves the reserved device for the BIOS firmware
   without interference from the operating system.

2. The method of claim 1, wherein the initializing comprises writing values
   to the register that instructs the register to disable the port connected to the
   reserved device.

3. The method of claim 1, wherein the disabling hides a reserved
   controller device, wherein the reserved device is located behind the reserved
   controller device, and wherein the hiding of the reserved controller device
   hides the reserved device.

4. The method of claim 1, wherein the initializing takes place before or
   after the BIOS firmware uses the reserved device.

5. The method of claim 1, comprising:
   enabling the disabled port connected to the reserved device after the
   operating system takes control; and
   accessing the reserved device for the BIOS firmware after the
   enabling.
6. The method of claim 5, comprising:
   disabling the port connected to the reserved device after the BIOS
   firmware uses the reserved device, wherein the disabling hides
   the reserved device from the operating system after the
   operating system retakes control.

7. A system comprising:
   a processor;
   a chipset connected to the processor, wherein the chipset comprises a
   plurality of ports and a plurality of registers;
   a non-volatile memory connected to the chipset,
   a basic input/output system (BIOS) firmware, wherein the BIOS
   firmware is stored in the non-volatile memory;
   a reserved device connected to at least one port of the chipset,
   wherein the BIOS firmware initializes at least one register in the
   chipset to disable the at least one port connected to the
   reserved device, wherein the reserved device is reserved for
   BIOS firmware use; and
   an operating system connected to the processor, wherein the reserved
   device is hidden from the operating system.

8. The system of claim 7, wherein the BIOS firmware writes values to the
   at least one register, and wherein the values instruct the at least one register
   to disable the at least one port connected to the reserved device.

9. The system of claim 7, wherein the reserved device is located behind a
   reserved controller device and wherein the reserved controller device is to
   hide the reserved device from the operating system after the at least one port
   connected to the reserved device is disabled.
10. The system of claim 7, wherein the at least one port connected to the reserved device is disabled prior to transferring control of the system to the operating system.

11. The system of claim 7, wherein during a disruption to the system, the at least one port connected to the reserved device is enabled for the BIOS firmware and disabled prior to transferring control back to the operating system.

12. The system of claim 7, wherein the reserved device is a non-volatile storage device, a controller, or port.

13. A tangible, non-transitory, computer-readable medium comprising a processor to carry out instructions of using firmware in a system, the instructions comprising:
   - access a reserved device, wherein a basic input/output system (BIOS) firmware uses the reserved device;
   - initialize a register, via the BIOS firmware, to disable a port connected to the reserved device; and
   - disable the port connected to the reserved device, wherein the disabling occurs before the BIOS firmware transfers control of the system to an operating system, wherein the disabling hides the reserved device from the operating system, and wherein the hiding reserves the reserved device for the BIOS firmware without interference from the operating system.

14. The tangible, non-transitory, computer-readable medium of claim 13, comprising:
   - enable the disabled port connected to the reserved device after the operating system takes control; and
   - access the reserved device for the BIOS firmware after the enabling.
15. The tangible, non-transitory, computer-readable medium of claim 13, comprising:

   disable the port that connects to the reserved device after the BIOS firmware uses the reserved device, wherein the disabling hides the reserved device from the operating system after the operating system retakes control.
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