Abstract: The method can include the steps of: providing a local coordinator device having at least a first peripheral association data pertaining to the at least one peripheral device; seamlessly receiving the mobile credential from the at least one mobile device with the local coordinator device; validating the received mobile device credential; and subsequently to said validating, establishing the remote control association between the at least one mobile device and the at least one peripheral device using the first peripheral association data.
TEMPORARILY PAIRING A MOBILE DEVICE WITH A PERIPHERAL DEVICE

FIELD

[0001] The improvements generally relate to the field of associating a mobile device with peripheral devices, and more particularly to scenarios where a user has a temporary access to an enclosed space which has one or more peripheral devices with which it is desired to establish a temporary remote control association for the duration of the access.

BACKGROUND

[0002] Since technology-friendly users generally almost always have their mobile device within reach, it is no surprise that the market of wirelessly controllable peripheral devices grew bigger and bigger and it is possible today for a user to control many electronic peripheral devices of his home using a mobile device which has wireless communication means and an intuitive user interface (such as a smartphone or tablet with an appropriate application, for instance). Actually, it is now frequent for a user to own more than one of these wirelessly controllable peripheral devices. In such situations, the user typically has to successively and explicitly establish a control association from its mobile device to each of its peripheral devices in a process sometimes referred to as 'pairing'. While control association steps may be time-consuming for the user, they are generally acceptable since they only have to be performed once for the mobile device to permanently establish its credentials and then be allowed control of the peripheral devices. Moreover, these steps thence allow a single point of control and avoid the need to manage a plurality of remote control devices in the same home.

[0003] In scenarios where the user is only granted a temporary access to a given space having the peripheral devices, these pairing steps may become unappealing since the effort to be invested in the pairing steps may outweigh the benefit that can be withdrawn from having a single mobile remote. There thus remained room for improvement.
SUMMARY

[0004] The temporary access conditions can be present, for example, in the context of a short term rental such as a limited-time stay at a hotel room, a vacation home, a conference room, a rental vehicle or other limited term premises. In such a context, it can be sought by a user to be able to temporarily control all peripherals of the premises with a single association step of his/her mobile device. In such a context, security of the control access can be an important factor, as it will be understood that an undesired situation could result if control association to the peripheral(s) was granted to an incorrect or unauthorized mobile device - especially if one of the peripherals controllable by the mobile device(s) is an electronic lock protecting physical access to the premises. Such a context can thus impose additional restrictions as one would wish to ensure that the control association of the peripheral devices with the mobile device(s) is secure, and can be certain that the remote control association will expire once the mobile device proprietor no longer has the physical access rights. In practice, many applications require simultaneous control association with more than one authorized mobile device, such as husband and wife smartphone access to a hotel room for instance.

[0005] There is provided a method for establishing a remote control association between at least one mobile device and at least one peripheral device upon validation of a mobile device credential. The remote control association can be established in a seamless fashion seen by a user's point of view, such as a background activity when the mobile device of the user is validated by the local coordinator device.

[0006] In the context of a hotel room, for instance, the local coordinator device can be integrated to the electronic lock of the hotel room door, for instance, or provided in another satisfactory offline and standalone fashion. Similarly, the lock of a vacation home, conference room or rental vehicle can also be envisioned in a similar manner, each having the common trait of being the initial point of contact of the user with the temporarily authorized premises.

[0007] Henceforth, the local coordinator device may be integrated (or housed in or in communication with) a locking device which can be unlocked using the mobile device when
the local coordinator device validates the credential provided by the mobile device. For instance, the step of unlocking can enable a physical access to a room or other space which comprises the peripheral device. Thus, when the user validates its mobile device, he/she can unlock the locking device, enter the premises (room, vehicle, etc.), seamlessly establish the remote control association and wirelessly control the peripheral device comprised within the temporary premises.

[0008] In another embodiment, there is provided a method which can block or otherwise terminate the remote control association between the mobile device(s) and the local coordinator device once an expiry date of the at least one mobile device has been reached. To do so, the mobile phone credential can further comprise an expiry data which is indicative of the expiry date associated with the mobile device's physical access rights to the temporary premises.

[0009] In accordance with one aspect, there is provided an electronic lock system for providing temporary access to an enclosed user space having at least one peripheral device located therein, the electronic lock system comprising a housing; an electronic lock made integral to the housing; and a computer made integral to the housing, and having stored in a memory thereof a computer program product executable by the computer to:

- communicate with a mobile device to access a mobile device credential stored in a memory of the mobile device during a period of authorized access of a user of the mobile device to the user space,
- determine whether the mobile device credentials are valid, and, upon validating the mobile device credentials, both activating the electronic lock to provide access to the enclosed user space and establishing a pairing between the mobile device and the at least one peripheral device; and
- de-establish any pairing previously established by the computer if the mobile device credentials are not validated during the determination.

[0010] In accordance with one aspect, there is provided a method of establishing temporary pairing between a mobile device of a user and at least one peripheral device
located in a user space, wherein the user space is enclosed by an electronic lock activatable by the mobile device via a mobile device credential stored in a memory of the mobile device during a period of authorized access of the user to the user space, the method comprising:

5 a local coordinator device communicating with the mobile device to access the mobile device credential, determining whether the mobile device credentials are valid, and, upon validating the mobile device credentials, establishing the pairing between the mobile device and the at least one peripheral device.

[0011] In accordance with one aspect, there is provided a computer program product storable on a computer-readable medium to be accessed and executed by a local coordinator device to: communicate with a mobile device to access a mobile device credential stored in a memory of the mobile device during a period of authorized access of a user of the mobile device to a user space having at least one peripheral device located in the user space, the user space being enclosed by an electronic lock, determine whether the mobile device credentials are valid, and, upon validating the mobile device credentials, establishing a pairing between the mobile device and the at least one peripheral device.

[0012] In accordance with one aspect, there is provided a method for establishing a remote control association between at least one mobile device and at least one peripheral device, the at least one mobile device having a mobile credential, the method comprising the steps of: providing a local coordinator device having peripheral association data pertaining to the at least one peripheral device; receiving the mobile credential from the at least one mobile device with the local coordinator device; validating the received mobile device credential; and subsequently to said validating, establishing the remote control association between the at least one mobile device and the at least one peripheral device using the peripheral association data.

[0013] In accordance with another aspect, there is provided a method for establishing a remote control association between at least one mobile device and at least one peripheral device, the at least one mobile device having a mobile credential data, the method comprising the steps of: providing a local coordinator device having peripheral association data pertaining to pairing with the at least one peripheral device and credential validation data stored in a memory thereof; local coordinator device accessing the credential validation
data and communicating with the mobile device to determine whether the mobile device has valid mobile credential data; and upon determining that the mobile device has valid mobile credential data, establishing the remote control association between the at least one mobile device and the at least one peripheral device using the peripheral association data.

[0014] It will be understood in this specification that the expression association data can relate to binding information with devices whereas the expression credential data can relate to logical access rights & validity period to the room or access point area.

[0015] Many further features and combinations thereof concerning the present improvements will appear to those skilled in the art following a reading of the instant disclosure.

DESCRIPTION OF THE FIGURES

[0016] In the figures,

[0017] Fig. 1 is a flow chart associated with a method for establishing a remote control association between at least one mobile device and at least one peripheral device;

[0018] Fig. 2 is a bloc diagram of an example of an electronic lock system for providing a temporary access to an enclosed user space;

[0019] Figs. 3A to 3D illustrate the steps of a method for establishing a remote control association in a direct mode of association between at least one mobile device and at least one peripheral device; and

[0020] Figs. 4A to 4D illustrate the steps of a method for establishing a remote control association in an indirect mode of association between at least one mobile device and at least one peripheral device.

DETAILED DESCRIPTION

[0021] Fig. 1 shows an example of a flow chart of a method for establishing a remote control association between at least one mobile device and at least one peripheral device via a local coordinator device, wherein the remote control association enables the at least one
mobile device to wirelessly control the at least one peripheral device. As mentioned above, it may be convenient for a user that is using a temporary service and/or product (an hotel room, a conference room, a rental car, etc.) to be able to wirelessly validate its mobile device (a smart phone and/or an electronic tablet, etc.) with a local coordinator device associated with the temporary service and/or product and then to seamlessly establish a remote control association between its mobile device and the at least one peripheral device associated with the temporary service and/or product. By establishing the remote control association between the mobile device and at least one (or a plurality) of peripheral device(s) seamlessly during a step of validation, the user can appreciate the remote control association over the peripheral device(s) without having to establish an individual control association with the peripheral device(s).

[0022] More specifically, the method can include a step of providing at least one mobile device having at least one mobile device credential comprised therein. The mobile device credential identifies the mobile device in a particular manner so that a local coordinator device can distinguish one mobile device from another, and also assess if the said device has the required rights to receive the peripheral association data. It is readily understood that the mobile device credential can allow the at least one mobile phone to be validated while keeping the remote control association inaccessible therefrom.

[0023] Fig. 2 provides a bloc diagram of an example of an electronic lock system for providing a temporary access to an enclosed user space having at least one peripheral device to be paired, or remote-controlled-associated to, a mobile device which controls the opening of the lock. In this example, n peripheral devices (P) are in the enclosed user space, the access of which is securely controlled by the lock. A computer, which will be referred to in the context of this embodiment as the local coordinator device, is previously setup in a manner receive data pertaining to the pairing of the peripheral devices. This data will be referred to herein as the peripheral device association data. In one embodiment, the local coordinator device is housed in the same housing than the electronic lock and is responsible for triggering the activation of the lock, though it will be understood that in an alternate embodiment, the local coordinator can be distant from the lock and the activation of the lock
can be done by a separate computer associated to the lock and responsible of validating the access, for instance.

[0024] In the scenario where the local coordinator device is incorporated within the housing and controls the lock, the detection, by the local coordinator device, of a request to activate the lock received from the local coordinator device, can be used to trigger the following events.

[0025] Firstly, the local coordinator device will communicate with the mobile device to seek to determine whether valid credential data can be found on the memory of the mobile phone. In one embodiment, this step can be performed by providing some form of credential validation data in a memory of the local coordinator device, to which the local coordinator device compares, or otherwise seeks to associate, the mobile credential data. If this step leads to the positive determination that the mobile credential data is valid, the lock is unlatched by the local coordinator device and the local coordinator device automatically establishes the pairing between the mobile devices and all the peripheral devices in the enclosed user space. If it is positively determined that the mobile credential data is not valid, or if the attempt to validate the mobile credential data is otherwise unsuccessful, the local coordinator device can proactively de-establish any pairing between the mobile device and the peripheral devices which it may have previously established, while the user is physically locked out of the enclosed user space.

[0026] It will be understood that in one example, the method can include the step of providing a local coordinator device having at least one peripheral association data pertaining to one of the at least one peripheral device. It may be appreciated that the local coordinator device can be a standalone device which has computing means, localized wireless communication means, powering means and mounting means. The computing means may include a processor and/or a microprocessor and a storage device therein, the wireless communication means may include wireless emitter and antennas for communicating with the mobile device and the peripheral device via Wi-Fi, Bluetooth, NFC, ZigBee, and other suitable wireless communication protocol known in the art, the powering means may be a direct connection to a mains or an independent portable and changeable battery, and the mounting means may include a housing comprising the computing means,
the wireless communication means and the powering means therein and which is mountable inside a locking device, for instance. The local coordinator device has the capability of independently validating the mobile device’s credential and, in a high-security embodiment, the local coordinator device is offline, and does not have access to a network. The local coordinator device can perform the validation step in a standalone fashion, independently of any network connection. It is noted that although the local coordinator device may be configured, in alternate embodiments, to communicate with a router, communication network or with the web for other purposes, any such network connections are not required for the example method described herein. In this embodiment, the wireless communication means of the local coordinator device is mainly adapted to wirelessly communicate with the mobile device and potentially but not necessarily with the peripheral devices locally present.

[0027] Moreover, the peripheral association data can have information which enables an external device to communicate therewith. In other words, the peripheral association data, when communicated either to the local coordinator device or the mobile device, contributes to provide the implicit remote control association which enables the latters to communicate and/or control the peripheral device associated with the peripheral association data for a prescribed period of time. For instance, the peripheral association data can be stored in the local coordinator device or alternatively automatically and/or instantaneously fetched from the peripheral device as the local coordinator device is interrogated by the mobile device.

[0028] The method for establishing a remote control association between at least one mobile device and at least one peripheral device via a local coordinator device can be adapted to a scenario where the remote control association enables the at least one mobile device to wirelessly control the peripheral devices in a direct manner, denoted communication path (a) in Fig. 2.

[0029] The mobile credential data stored in the mobile device can include information indicative of the period of authorized access of the user to the secured user space (as opposed to only identity information) in a manner that the comparison between the mobile credential data and the credential validation data leads to a determination of an invalid mobile credential data when the period of authorized access has expired (or if the validation cannot otherwise be positively established. More specifically, for example, the first digital key
can include an expiry data indicative of an expiry date until which a user of the mobile device is allowed to be validated by the local coordinator device. When the expiry date has not been reached yet, the remote access control is enabled to last. Conversely, when the expiry date has been reached, the method can include an implicit step of blocking the remote control association. Once the remote control association is blocked, the mobile device can no longer interact with the peripheral devices. Moreover, the method can include a step of suppressing the mobile device credentials once the expiry date has been reached. By doing so, both the mobile device and the peripheral device are cleaned from the digital keys which were valid only on a temporary basis and which are no longer needed. Alternately, the peripheral device association data can be removed from the memory of the mobile device, for instance. Once the mobile device, the local coordinator device and the peripheral device are cleaned, the local coordinator device can wait for another mobile device having a valid mobile device credential.

Moreover, it has been found advantageous to incorporate the local coordinator device with (or housed in or in communication with) a locking device which can be unlocked using the mobile device when the local coordinator device validates the mobile device credential of the mobile device. For instance, the step of unlocking can enable a physical access to a room which comprises the peripheral device. Thus, when the user validates its mobile device, he/she can unlock the locking device, enter the room, seamlessly establish the remote control association and wirelessly control the peripheral device comprised within the room.

The mobile device credential, or first credential, can be received from the at least one mobile device with the local coordinator device, which can enable the local coordinator device, in a further step, to determine whether the mobile device credential of the at least one mobile device can be validated by the local coordinator device. If the mobile device credential can’t be validated by the local coordinator device, the local coordinator device stops communicating with the mobile device. However, if the mobile device credential can be validated by the local coordinator device, the latter can start the process of establishing a remote control association between the at least one mobile device and the at least one peripheral device using the one of the at least one peripheral association data. In other
words, if the mobile device has the right digital information comprised in the mobile device credential, it can establish a privileged relationship for the remote control association of the peripherals. With this remote control association, the mobile device can control and send functional requests to the peripheral device via an application installed thereon, for instance.

[0032] In the initial setup, a preliminary loading of peripheral association data can be made into the coordinator device. If the coordinator device can be a standalone or offline device, a setup step can be required. In this figure is represented various means of bringing the peripheral association data to the coordinator, such as a mobile device, a RFID memory card or a programming device. Thus, this peripheral association data is stored in the coordinator, ready for future sharing with mobile devices after their credentials have been validated. This set-up method is necessarily relevant to the indirect mode of association described above, and optionally relevant to the direct mode of association depending on the implementation. As may be appreciated, the peripheral association data may be modified or deleted to account for changes in the peripherals within the premises, through the same process described here.

[0033] The establishing of the remote-control association between the one or more mobile devices and the coordinator device can include the sharing of the association data for the peripheral devices to the mobile device.

[0034] Depending of the mode of association chosen, the remote control association between the mobile device and the peripheral device can be established in a direct mode of association (referred to as path (a) in Fig. 2) and/or in an indirect mode of association (referred to as path (b) in Fig. 2).

[0035] Figs. 3A to 3D show schematic views of the steps of the method for establishing the remote control association in the direct mode of association between at least one mobile device and at least one peripheral device. Indeed, Fig. 3A illustrates the step of providing the peripheral association data from the peripheral devices to the local coordinate device and Fig. 3B illustrates a step of receiving the mobile device credential and the mobile device association data with the local coordinator device. When the mobile device credential is validated, the method further comprises a step of transmitting the previously stored
peripheral association data from the local coordinator device to the mobile device(s) (MD). For additional safety, in some embodiments, the local coordinator device (LC) can also transmit the mobile device credentials to the peripheral devices for an additional validation step. Once that the mobile device has the peripheral association data and that the peripheral devices have the optional mobile device credentials, the remote control association in the direct mode of association can be established as shown in Fig. 3D. Once it is, the mobile device can send functional requests directly to the peripheral device.

[0036] Figs. 4A to 4C show schematic views of the steps of the method for establishing the remote control association in the indirect mode of association between at least one mobile device and at least one peripheral device. Indeed, Fig. 4A illustrates the step of providing the peripheral association data from the peripheral devices to the local coordinate device. Fig. 4B illustrates the step of receiving the first credential with the local coordinator device, and Fig. 4C illustrates the remote control association in the indirect mode of association between the mobile device and the peripheral devices when the mobile device credential of the mobile device is validated by the local coordinator device. Indeed, it can be seen that the local coordinator device acts as a bridge between the mobile device and the peripheral device, and transmitting the mobile device access data to the peripheral device, in order to establish association between the mobile device and the peripheral devices.

[0037] As may be appreciated, in alternate embodiments, the remote control association can be established in the direct mode of association with one or some of the peripheral device and in the indirect mode of association with other ones of the peripheral device, for instance.

[0038] For instance, a plurality of mobile devices can be indirectly connected to at least one peripheral device via a local coordinator device mounted inside a locking element of a temporary premise such as a hotel room or vacation rental apartment/home. In this example, a user having a mobile device having a valid mobile device credential and its wife/husband also having a mobile device having a valid mobile device credential can both interact with the local coordinator device. During the step of validating, the local coordinator device can be used as a bridge for controlling a plurality of peripheral device. In this example, the peripheral devices include blinds, a television, a lamp or a thermostat, but it also include
other peripheral system such as an entertainment system, for instance. It is readily understood that a RFID card can have the mobile device credential and can be validated by the local coordinator device for unlocking the lock. However, the mobile device credential of the RFID card does not allow it to establish the remote control association.

[0039] A method for establishing a remote control association between at least one mobile device and at least one peripheral device can be used in a conference room. Indeed, a user having a mobile device having a valid mobile device credential can be validated by a local coordinator device mounted in the locking element of a door of the conference room, for instance. As the remote control association is established, the mobile device can have control of the lighting, to the projector, to the blinds and the thermostats as well. Once the expiry date of the mobile device is reached, all the remote control associations will expire.

[0040] The method can also be used with vehicle rentals. Indeed, a driver can unlock a door of a rental car with its mobile phone, and as it does so, the local coordinator device of the vehicle can establish a remote control association for controlling the thermostat, the music player and the like.

[0041] As can be understood, the examples described above and illustrated are intended to be exemplary only. For instance, the establishing of the remote control association to the at least one peripheral device can be optional to the user, globally or for each device. Moreover, credential data can be provided to different mobile users at different access levels. A VIP guest can have access to all the peripherals of a specific room, the gym, the bar and potentially other specific enclosed spaces of hotel whereas the maids can have access to all the room locks, but not to the peripheral devices, for instance. In some embodiments, the lock itself can be considered to be one of the peripheral devices. In some embodiments, the local coordinator device can be located remotely from the enclosed user space and lock, such as at the entrance of a hotel, for instance, instead of being located at the location of the enclosed user space. The scope is indicated by the appended claims.
WHAT IS CLAIMED IS:

1. An electronic lock system for providing temporary access to an enclosed user space having at least one peripheral device located therein, the electronic lock system comprising:

   a housing;

   an electronic lock made integral to the housing; and

   a computer made integral to the housing, and having stored in a memory thereof a computer program code executable by the computer to:

   communicate with a mobile device to access a mobile device credential stored in a memory of the mobile device during a period of authorized access of a user of the mobile device to the user space,

   determine whether the mobile device credentials are valid, and, upon validating the mobile device credentials, both activating the electronic lock to provide access to the enclosed user space and establishing a pairing between the mobile device and the at least one peripheral device; and

   de-establish any pairing previously established by the computer if the mobile device credentials are not validated during the determination.

2. The electronic lock system of claim 1 wherein the computer memory further has credential validation data stored thereon and wherein the step of determining whether the mobile device credentials are valid includes comparing the mobile device credential data to the credential validation data.

3. A method of establishing temporary pairing between a mobile device of a user and at least one peripheral device located in a user space, wherein the user space is enclosed by an electronic lock activatable by the mobile device via a mobile device
credential stored in a memory of the mobile device during a period of authorized access of the user to the user space, the method comprising:

a local coordinator device communicating with the mobile device to access the mobile device credential, determining whether the mobile device credentials are valid, and, upon validating the mobile device credentials, establishing the pairing between the mobile device and the at least one peripheral device.

4. The method of claim 3 wherein the electronic lock is activatable by the mobile device via the local coordinator device, wherein the steps of communicating and determining, are performed by the local coordinator at each time an attempt is made by the user to activate the electronic lock, wherein the activation of the electronic lock is also performed only if the mobile device credentials are valid and wherein any previously established pairing between the mobile device and the at least one peripheral device is de-established if the mobile device credentials are not validated.

5. The method of claim 3 or 4 wherein the step of establishing the pairing includes the local coordinator device storing peripheral device association data on the memory of the mobile device.

6. The method of claim 5 further comprising: the mobile device controlling the peripheral device directly using the peripheral device association data.

7. The method of claim 5 further comprising storing the peripheral device association data onto the memory of the local coordinator device using a secure connection prior to the step of storing the peripheral device association data onto the memory of the mobile device.

8. A computer program product storable on a computer-readable medium to be accessed and executed by a local coordinator device to:

communicate with a mobile device to access a mobile device credential stored in a memory of the mobile device during a period of authorized access of
a user of the mobile device to a user space having at least one peripheral
device located in the user space, the user space being enclosed by an
electronic lock,
determine whether the mobile device credentials are valid, and, upon validating
the mobile device credentials, establishing a pairing between the mobile
device and the at least one peripheral device.

9. The method of claim 7 wherein the computer program product is further to be
accessed and executed by the local coordinator device to:

activate the electronic lock to provide access to the enclosed user space upon
validating the mobile device credentials and

de-establish any previously established pairing between the mobile device and
the at least one peripheral device if the mobile device credentials are not
validated during the step of determining.

10. A method for establishing a remote control association between at least one mobile
device and at least one peripheral device, the at least one mobile device having a
mobile credential data, the method comprising the steps of:

providing a local coordinator device having peripheral association data
pertaining to pairing with the at least one peripheral device and credential
validation data stored in a memory thereof;

local coordinator device accessing the credential validation data and
communicating with the mobile device to determine whether the mobile
device has valid mobile credential data;

upon determining that the mobile device has valid mobile credential data,
establishing the remote control association between the at least one
mobile device and the at least one peripheral device using the peripheral
association data.
11. The method of claim 10, further comprising the local coordinator device receiving, via trusted means and prior to initial use, the association data pertaining to the at least one peripheral device.

12. The method of claim 10, further comprising triggering the unlocking of the upon validation of the mobile credential data.

13. The method of claim 12, wherein the peripheral association data pertains to at least one peripheral device located inside a premise accessible by the door, further comprising wirelessly controlling the peripheral device in the premises using a signal from the at least one mobile device over the remote control association.

14. The method of claim 10, wherein mobile device credential includes a validity period data indicative of authorization period of said mobile device credential; further comprising discontinuing the remote control association upon determining expiry of the mobile device credential.

15. The method of claim 10, wherein the establishing the remote control association includes bridging wireless communication between the at least one mobile device and the at least one peripheral device with the local coordinator device in an indirect mode of control operation.

16. The method of claim 10, wherein the establishing the remote control association includes the local coordinator device sharing the first peripheral association data to the at least one mobile device to allow a direct mode of control operation between the at least one mobile device and the at least one peripheral device.

17. The method of claim 16, further comprising the at least one mobile device controlling the at least one peripheral device using the first peripheral association data.

18. The method of claim 17 further comprising the at least one peripheral device establishing the control access with the mobile device upon validating credentials received from the mobile device.
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3. ![Checkmark] Claim Nos.:  
   because they are dependent claims and are not drafted in accordance with the second and third sentences of Rule 6.4(a).

**Box No. III**  
Observations where unity of invention is lacking (Continuation of item 3 of first sheet)

This International Searching Authority found multiple inventions in this international application, as follows:

1. ![Checkmark] As all required additional search fees were timely paid by the applicant, this international search report covers all searchable claims.

2. ![Checkmark] As all searchable claims could be searched without effort justifying additional fees, this Authority did not invite payment of additional fees.

3. ![Checkmark] As only some of the required additional search fees were timely paid by the applicant, this international search report covers only those claims for which fees were paid, specifically claim Nos.:

4. ![Checkmark] No required additional search fees were timely paid by the applicant. Consequently, this international search report is restricted to the invention first mentioned in the claims; it is covered by claim Nos.:

**Remark on Protest**

- The additional search fees were accompanied by the applicant=s protest and, where applicable, the payment of a protest fee.
- The additional search fees were accompanied by the applicant=s protest but the applicable protest fee was not paid within the time limit specified in the invitation.
- No protest accompanied the payment of additional search fees.
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