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(57) Abstract

A communications sys-
tem (10) includes one or more
channels (A-N) each compris- 2

R

ing a plurality of LANs (Al-
N4) having multiple stations
(S). The LANSs of a particular
channel are interconnected by
a bridge interface (BA-BN),
the respective bridge inter-
faces being connected by a
backbone network (12). Each
station is capable of transmit-
ting a data packet including a
header having either a 0 or 1
bridge flag, LAN stations be-
ing responsive only to data
packets having a 0 bridge flag

and bridge interfaces only to
packets having a 1 bridge
flag. Intra-LAN communica-
tions are thus effected by data
packets having headers with 0
bridge flags while inter-LAN
communications are effected
by transmitting a packet with
a 1 bridge flag from a source

station which is coupled to the destination station by the bridge which also changes the bridge flag to 0. A special 'broad-
cast’ header is used to effect communications when the LAN or channel of the destination station is unknown.
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BRIDGING TECHNIQUES FOR LOCAL AREA RETWORKS

The present invention relates generally to
communication networks such as local area networks
(LANs) and particularly concerns a technique for
facilitating communications between different LANS.

5 LANs utilizing various protocols for enabling
communications among their consitutent stations are
generally well known in the art. Among the more com-
mon of such protocols are "token ring", "slotted
aloha" and carrier sense multiple access with colli-

10 sion detection (CSMA/CD). The interconnection of
LANs utilizing different protocols may be effected by
a control interface normally referred to as a "gate-
way", whereas LANs using the same protocol are inter-
connected by a control interface referred to as a

15 "bridge".

Prior art bridge interfaces commonly comprise
so-called memory look-up tables for providing a cross-
reference between each station connected to the bridge
interface (bridge) and the LAN in which the respective

20 station is situated. More particularly, the memoxy
look-up tables are used to store a plurality of addresses,
each identifying a respective station, together with a
code identifying the particular LAN to which the sta-
tion belongs. When a message is directed via the

25 bridge to a given destination station, the memory
look-up table is searched to locate the stored address
code of the destination station for determining the ILAN
to which the station belongs. For stations in LANSs
serviced by different bridges, an interbridge address

30 is created and put in temporary memory when the message
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is forwarded to the next bridge. The process is repeated
for each message, with the bridge directing the message
to the appropriate LAN for receipt by the destination
station. Return messages are routed through the bridge
in a reverse sequence with the temporary addresses
being referred to each time. While the foregoing
pProcedure normally operates satisfactorily, the use of
suchlook-up tables and interbridge addresses to effect
communications between stations of different LANs is
hardware intensive and therefore a relatively costly
as well as a low-speed technique.

It is therefore desired to provide with the
invention an improved technique for enabling communica-
tion between stations in a communications network.

The present invention therefore provides
communications system including a channel comprising
a plurality of IANS including multiple stations;
bridge means associated with said channel for effecting
communications between stations in different LANS of
said channel; means at each station for formatting
and transmitting a data packet with a header including
either a first or a second bridge signal; each station
including means responsive only to a transmitted data
packet including a header having said first bridge
signal; and said bridge means including means respon-
sive only to a transmitted data packet including a
header having said second bridge signal for coupling
said data packet to a selected destination station while
altering said second bridge signal to said first
bridge signal.

The invention has the advantage of providing a
technique which may be implemented at a relatively
low cost for facilitating high speed communications
between stations of different LANs.

Further features and advantages of the in-
vention will be apparent upon reading the following
description of a preferred embodiment of the invention
in conjunction with the drawings in which:
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FIG. 1 is a simplified block diagram of a
communications system incorporating a plurality of LANs
in accordance with the invention;
FIG. 2 is a block diagram of an exemplary
5 LAN station;
FIG. 3 depicts the arrangement of a message
packet header;
FIG. 4 is a block diagram of a bridge inter-
face; and
10 FIGS. 5, 6 and 7 are flow diagrams depicting
cartain aspects of bridge interface and station opera-
tion.
FIG. 1 generally shows a communications
system 10 constructed in accordance with the present in-
15 vention. Communications system 10 comprises a plurality
of communication networks A, B, ...N each comprising
four 1aNs Al-A4, Bl-B4...N1-N4, respectively. The LANSs
of each communications network A, B, ...N are connected
to a respective bridge interface Ba, BB, ...BN, the
20 bridge interfaces being interconnected by a communica-
tions link 12. A plurality of stations are connected
to a lesser plurality of cables, commonly referred to
as cable plants 14. While each communications network
in FIGURE 1 is shown as comprising four LANS, it will be
25 appreciated that this number can be varied as desired.
As previously mentioned, bridge interfaces of
tae type shown in FIG. 1 are used to interconnect LANS
having the same communication protocol. While not
limited thereto, for purposes of illustration, the
30 LANs in FIG. 1 will be described in terms of a broad-
band network of the type that typically employs a two-
way cable television (CATV) plant (cable) 14 or the like
to facilitate data communications between a plurality of
stations, labelled S, using CSMA/CD protocol. 1In-
35terstation communications in such LANs are effected by
a source station S8 transmitting an upstream message or
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data packet to a network translator (NTO which then
retransmits the data packet downstream for recep-
tion by the desired destination station DS. For
2ase in understanding, the network translators are
indicated as being individual units, each connected
Eo the cable plant in each LAN in the communica-
tions network. 1In practice, a common network
translator will serve all LANs or sub-channels and,
to indicate this, the four NTs in each communica-
tions network are enricrled by a dashed line 15.

The transmitted message packet comprises a
neader including address codes identifying both
the destination station and the source station that
enables receipt of the complete packet by both stations
to verify the integrity of the received message.

The packet also includes data indicating the type
of message, i.e., whether it is a connection request
Oor a connection confirmation. - The upstream trans-
mission from the source station is generally ac-
complished by means of an upstream channel (some-
times referred to as the reverse channel) typically
naving a carrier frequency ranging from S5MHz to
35MHz. The network translator converts the reverse
channel carrier to a downstream channel frequency
also referred to as the forward channel, and re-
transmits the data packet on this channel.

In accordance with the CSMA/CD protocol, the
source station defers upstream transmission of a
formulated data packet until its forward channel is
clear, i.e., no carrier is present on the channel. Even
SO, two or more source stations may transmit data
packets at substantially the same time resulting
in packet collisions which destroy the information
content of the transmitted data. Data packet col-
lisions may be detected by source stations in a num-
ber of ways, e.g., bit by bit comparisons, CRC com-
parisons, code violations, etc., and in response to
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which the source station abandons the remainder of
the transmission. Subsequently, the source station may
re-transmit the data packet after a random delay
so as to reduce the proability of further collision.

5 Each communications network A, B...N comprises a
6MHz wide channel with each LAN being assigned a 1MHz
sub~-channel within its channel, the remainder of
the channel being used as guard-band. For example,
communications network A may comprise a 6MHz wide

10 channel extending between 24MHz and 30MHz, with each
of LANs Al-A4 being assigned carriers fl-f4 lo-
cated 1MHz apart. The network translator NT
block-converts the upstream (reverse channel)
data packet transmissions on carriers fl-f4 from sta-

15 tions S of LANs Al-A4 to downstream (forward channel)
transmissions on carriers Fl-F4 occdpyinq a 6MHz chan-
nel extending between, for example, 170-176MHz. It will
be observed that the cable plant 14 of each LAN is
coupled to a respective input of its associated

20 bridge BA, BB...BN by a line 16. As will be ex-
plained in further detail below, these connections
facilitate communications between stations in dif-
ferent LANs of a particular network or between
stations in LANs of different networks.

25 A typical LAN station S is shown in block
diagram form in FIG. 2. Its description will be under-
stood to apply to all other stations as well. The
station includes a microprocessor based controller 20
operating under the control of a program stored in a

30 ROM 22. The station S further includes a RAM 24 for
temporary data storage and a data source 26, both
coupled to controller 20. Data source 26 may comprise
any suitable source of ASCII data such as a personal
computer. Controller 20 of station S is coupled to the

35 cable plant 14 by an RF modem 28. With reference to

the previous example, modem 28 may transmit data packets,
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formulated by controller 20, over the reverse channel
of cable plant 14 to the network translator on a 1MHzZ
sub-channel having a carrier frequency fl and receive
data packets on the forward channel of plant 14 from
the network translator on a carrier having a frequency
Fl.

Each data'packet transmission originating with
a station S is initially formulated by controller 20
in response to instructions stored in ROM 22. The
data packet includes data supplied from data source
26, a header that defines the routing of the data
packet and information as to the type of message.

The organization or format of the packet header is
shown in FIG. 3. The first three bytes of the header
represent the Destination Address and define the
destination station while the last three bytes rep-
resent the Source Address and define the originating
station. The first byte of the Destination Address
comprises a 5-bit code identifying the 6MHz channel or
communications network (i.e., A, B..... ..N) in which
the destination station is located, and a 2-bit code
identifying the 1MHz sub-channel or LAN (e.g., Al,
A2, A3 or A4) of the destination station within the
6MHz channel and a l-bit bridge flag. The other two
bytes of the Destination Address represent a 1l6-bit
station address that uniquely identifies that station
among all other stations served by the communications
system. Two additional bytes (not shown) are used to
identify the type of message and the word length.

The three bytes of the Source Address are
similarly formatted except that they are used to define
the source or origination station rather than the
destination address of a message transmission. Also,
the bit corresponding to the bridge flag in the des-
tination address has no significance and is not used
in the source address. The bridge flag, which is the
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first bit transmitted as part of the data packet

header, directs or routes the data packet between

the LAN of the source station and the associated

bridge interface. In particular, if the bridge flag
5 is set to 0, the stations connected to the LAN will

respond to the data packet but the associated bridge

interface will not respond. Conversely, if the

bridge flag is set to 1, only the bridge will respond

to the data packet and the stations connected to the

10 LAN will not respond.

The bridge interfaces BA, BB........BN are
represented by the block diagram of FIG. 4. The
bridge comprises a microporcessor based controller
30, a programmed ROM 32 for controlling the operation

15 of controller 30 and a RAM 34 for temporary storage
of data. Controller 30 is coupled to five processors
40, 42, 44, 46 and 48 by a line 38, each processor
including internal memory sufficient for storing a
.data packet. 1In particular, each processor samples

20 the bridge flag of every packet transmitted on its
LAN and stores the entire packet in its internal
memory only if the flag is 1. If the flag is 0, the
packet is ignored by the processor. Processors 40-46
in turn are coupled to four RF modems 50, 52, 54 and 56,

25 each of which is coupled to the cable plant 14 of
a respective sub-channel or LAN (e.g., Al, A2, A3
and A4) by a line 16. Processor 48 is coupled to
communications link 12 for communications between
networks.

30 In operation, assume, for example, that a station
S1 of sub-channel or LAN Al wishes to transmit a data
packet to a station S2 that is also located within
LAN Al. Assume further that: source station S1
has a station address of 9873 (decimal equivalents of

35 binary code values are used herein for convenience);
destination station S2 has a station address of 3564;

communications network A has a channel identification
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code of 23; and LAN Al has a sub-channel number of
3. Controller 20 of source station S1 formulates
the desired data packet which includes a header of
9873-23-3-0/3564-23-3-0. It will be observed that
the bridge flag of the header is set to 0 such that
the stations connected to LAN Al may respond to the
packet but bridge BA will not respond. The formulated
data packet and header, is transmitted by modem 28
of source station Sl as modulation of carrier fre-
quency fl (corresponding to sub-channel number 3)
on the reverse channel of cable plant 14. The
transmitted packet is received by the network trans-
lator NT of LAN Al and retransmitted on the forward
channel of cable plant 14 as modulation of carrier
frequency F1. The bridge BA does not respond to the
packet since the bridge flag in the header is 0.
However, the packet is received by destination station
g2 and its modem 28 passes the received packet for
storage in RAM 24 under the control of controller 20.
To confirm receipt of the packet destination station
S2 transmits a confirmation data packet back to source
station S1. The confirmation data packet includes
a header of the form: 3564-23-3-0/9873-23-3-0. Aas
before, the confirmation packet is transmitted from
station S2 through cable plant 14 as modulation of
the carrier frequency fl, converted to carrier fre-
guency Fl1 by the network translator of LAN Al and
retransmitted on the forward channel of the cable
plant for receipt by station S1. Again the bridge
BA does not respond since the bridge flag is set to
0.

Assume next that station S1 desires to com-
municate with a station S3 that is in a different
sub-channel or LAN A4 in the same communications net-

work or channel A. Since the stations are in two
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different LANs, communication is effected through
bridge interface BA. Consequently, the bridge flag of
the packet header is set to 1. If station S3 has a
station address of 6425 and LAN A4 a sub-channel number

5 of 2, the data packet transmitted by source station S1
includes a packet header of 9876-23-3-0/6425-23-2-1. The
data packet is transmitted by source station S1 at the
carrier frequency fl of sub-channel Al on the reverse
channel of cable plant 14, converted by the network

10 translator of LAN Al to carrier frequency Fl and re-
transmitted on the forward channel of the cable plant.
Since the bridge flag of the packet header is set to 1,
the stations in LAN Al will not respond to the retrans-
mitted packet. Instead, processor 40 of bridge BA

15 detects the bridge flag in the header of the data pack-
et coupled to it by line 16 and modem 50 and, in re-
sponse thereto, temporarily stores the packet in the
processor memory. Processor 40 then interrogates the
first byte of the header of the stored packet and,

20 based upon this interrogation, processor 40 establishes
that the intended destination station of the packet is
in sub-channel A4 (sub-channel number 2) of channel A
(channel identification code 23). The message type
(i.e., whether it is a connection request or a con-

25 firmation) and word length are also determined. The
packet is transferred from processor 40 via controller
30 to RAM 34 and therefrom to the internal memory of
processor 46 for transmission via modem 56 and line 16
on the reverse channel of cable plant 14 of LAN A4 as

30 modulation of carrier frequency f4. 1In this packet
header, the bridge flag is reset to 0 by processor
46 to enable receipt thereof by the stations of LAN Ad4.
The transmitted packet is then converted to frequency
F4 by the network translator of LAN A4 and retransmitted

35 on the forward channel of cable plant 14 where it is
received by destination station S3. Station S3 sub-
sequently formulates and transmits a confirmation packet
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back to station S1 in a similar manner. In particular,

the confirmation packet includes the header of 6425-23-

2-0/9876-23-3-1. The packet is received by bridge BA

and its header modified to 6425-23-2-0/9876-23-3-0 prior
5 to transmission on LAN Al. Thus, the only difference

between the original and modified headers resides in

the bridge flag which is 0 in the modified header to

enable receipt of the confirmation packet by station

Sl1.

10 A somewhat similar process is used to communi-
cate between stations in different channels, that is,
the stations that are not in communications network
A, such as between station S1 in LAN Al of channel A
and station S4 in LAN Bl of channel B. Assuming that

15 the intended destination station S4 has a station ad-
dress of 3564, communications network B has a channel
identification code of 14 and that LAN Bl has a sub-
channel number df 2, the data packet originated at the
source station S1 of LAN Al has a header of 9873-23-

20 3-0/3564-14-2-1. This packet is sent on the reverse
channel of LAN Al and received, converted and re-
broadcast on the forward channel of LAN Al by the as-
sociated network translator. The rebroadcast packet
is received by bridge BA and stored in the internal

25 memory of its processor 40. Since the destination
station S4 is identified in the header as being in
network B, the packet is transferred by a controller
30 to RAM 34 and therefrom to the internal memory of
processor 48 for transmission over the external com~

30 munications link 12 to bridge BB of the destination
station S4. Bridge BB subsequently receives the trans-
mitted packet and, as described above, modifies its
header to 9873-23-3-0/3564-14-2-0 and transmits the
packet on the reverse channel of cable plant 14 of LAN

35 Bl, where it is received, converted and transmitted on
the forward channel of the cable by the associated net
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work translator for receipt by destination station S4.
The confirmation packet from station S4 follows a re-
verse routing back to station 1 through bridge BB,
communications link 12, bridge BA and the forward

5 channel of cable plant 14 of LAN Al. It will be ap-
preciated that details of the communication link are
not illustrated since the communication link forms no
part of the present invention and many different forms
of well known communication links may be used for ef-

10 fecting interbridge communications between stations of
LANs in different networks. Those skilled in the art
will thus recognize that in any communications in-
volving stations with known addresses and locations, only
short term storage of the data packet sufficient to

15 allow for its interrogation is required in the bridges.
This, of course, materially simplifies and effectuates
rapid communications within the system.

In some instances, a source station such as

S1 may wish to communicate with a destination station,

20 the address of which is known but the channel code or
sub~channel number is unknown. For example, source
station S1 of LAN Al may wish to communicate with
destination station SN knowing only a station address
3564. Such communications may be very efficiently ef-

25 fected according to the invention by incorporating a
special header, referred to as a broadcast header, as
described below.

The flow chart of FIG. 5 indicates bridge

operations. Controller 30 regularly scans or polls

30 processors 40-48 to determine the status of their in-
ternal memories. If a memory is empty, the controller
sequences to the next processor. If a memory is not
empty, its header is interrogated to see if it corres-
ponds to a "broadcast" header, i.e., a special all l's

35 code to be described in further detail hereinafter.

As mentioned above, a broadcast header is
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a special code in which all bits of the channel and sub-
channel identification codes (and the bridge flag) are
set to 1. This special code is incorporated in the
destination address by a source station when the chan-
nel or sub-channel identification codes of a destina-
tion station are unknown. If such a broadcast header
is detected, the associated packet is stored in RAM 34,
a timer is set and the data packet is broadcast to all
sub-channels connected to the bridge. To effect this
transmission, the bridge flag in the header is changed
to 0.

In more detail, source station S1 formulates
the desired data packet with the special "broadcast"
header in which all of the bits of the first byte in
the Destination Address portion are set to 1. This
indicates an unknown destination channel and sub-
channel for the message. The header would thus have the
form: 9873-23-3-0/3564-31-3-1 (decimal 31 equalling
binary 11111 and decimal 3 equalling binary 11). The
packet, including the header, is received by bridge
BA (the bridge flag being 1) wherein, in response to
the broadcast header code, processor 40 couples the
message packet from its internal memory via controller
30 for storage in RAM 34, The timer is set and the
stored packet is transmitted via modems 50, 52, 54 and
56 on all four sub-channels Al, A2, A3 and A4 of channel
A with appropriate channel and sub-channel codes and
with the bridge flag of each header set to 0. The
Destination Address of each header includes the des-
tination station address, channel A identification code,
the respective sub-channel number of the LAN on which
it is transmitted and a O bridge flag. As a consequence,
if the destination station (address 3564) is in any of
the LANs Al-A4, such station will receive the broadcast
pPacket and respond with a confirmation packet, the con-

firmation packet including the confirming stations
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channel and sub-channel identification codes.

The confirmation packet is stored in inter-
nal memory of one of the processors 40-46. Since the
header of the stored packet is not a broadcast header,

5 the packet is further interrogated to determine whether
it is a confirmation packet and if so, whether it is a
confirmation of the original "broadcast" packet stored
in RAM 34. 1In this event, the timer is turned off and
the packet erased from RAM 34. Next, the confirmation

10 packet is coupled via controller 30 and RAM 34 to the
processor 40-46 associated with source station S1 for
transmission on its LAN. At this time, the bridge flag
of the re-transmitted confirmation packet is set to 0
to enable receipt thereof by source station S1. Since

15 the confirmation packet includes the full identifica-
tion of the destination station further packets will
have fully specified headers to avoid the need for the
above-mentioned processing by the bridge. If a confir-
mation packet is not received by the bridge before the

20 timer times out, the "broadcast" packet will be trans-
mitted on communications link 12 to the other bridges
and erased from RAM 34. The other bridges will process
the "broadcast" packet in a manner similar to that de-
scribed above. '

25 -As mentioned above, if a packet is received
by the bridge which does not contain a "broadcast"
header, the packet is interrogated to determine whether
it is a confirmation packet. If the packet is a con-
firmation packet but not one corresponding to a prev-

30 iously "broadcast" packet stored in RAM 34, the packet
is coupled to the appropriate processor for transmission
back to the source station (with its bridge flag being
set to 0). If, on the other hand, the packet is not
a confirmation packet, e.g., a connection request packet,

35 a determination is made as to whether the packet is
destined for a station in the channel associated with
the bridge or to a station in a channel associated with
a different bridge. 1In the latter case, the message is
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transmitted on communications link 12 to the other
bridge via processor 48. Otherwise, it is coupled to
one of processors 40-46 for transmission (with a 0
bridge flag) on the appropriate LAN of the bridge.

It will be appreciated that the memory com-
prising RAM 34 may be segregated into cells which are
accessed by the controller on an "as needed" basis.
Such arrangements are well known and form no part of
the invention.

FIG. 6 illustrates a flow diagram for a station
in a LAN. Data is obtained from a user from a PC or
the like and formatted into data or message packets.

A header as described above is formatted by the station
hardware/software. The header identifies the source
station, destination station, message type, word length,
etc. If the bridge and sub-channel of the destination
station are known, and if the station is the same LAN,
the bridge flag is set to 0. For other destination
stations, the bridge flag is set to 1. If either the
channel or sub-channel is unknown, a broadcast headeris
is included, which includes all 1's for the channel
identification code and LAN number (and the bridge
flag). When the forward channel assigned is free, the
message packet is sent.

In FIG. 7, a flow diagram for a station re-
ceiving a message packet is shown. The reverse channel
is monitored for headers where the bridge flag is 0.

If the flag is 1, the message is for the bridge and the
stations do not respond. If a header has a bridge

flag of 0, the address is compared with the station
address, and if matched, the data is put into memory.
The message is processed and sent to the user and a
confirmation message sent to the sender.

In accordance with the foregoing, communica-
tions between stations of different LANs is convenientl-
effected without the use of costly and low-speed bridge
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look-up tables even when the location of the LAN of
a selected destination station is unknown.
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CLAIMS

1. A communications system including a
channel comprising a plurality of LANS including multiple
stations, bridge means associated with said channel for
effecting communications between stations in different LANS
of said channel, means at each station for formatting and
transmitting a data packet with a header including either
a first or a second bridge signal, each station including
means responsive only to a transmitted data packet including
a header having said first bridge signal, and said bridge
means including means responsive only to a transmitted data
packet including a header having said second bridge signal
for coupling said data packet to a selected destination
station while altering said second bridge signal to said
first bridge signal.

2. The system of claim 1, wherein said first and
said second bridge signals comprise the presence and absence,
respectively, of a single digit bridge flag.

3. The system of claim 2, wherein each station
and each IAN is identified by a respective address and
wherein each said header includes the address of the source
station and the destination station.

4. The system of claim 3, including means at
each station for formatting a broadcast header, including
said second bridge signal where the destination station
address is not known, and wherein said bridge means,
responsive to said brecadcast header, interrogates all
stations in all LANS of its channel.

5. The system of claim 4, wherein said bridge
means includes a connection for communicating with stations
outside said channel and wherein said header includes a
channel address, and channel address matching means are
provided at said bridge for responding to data packets
originating outside said channel for destination stations
having channel addresses corresponding to that of said
bridge means.

6. The system of claim 5, wherein said broadcast

4
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header also includes a particular channel and LAN address.

7. The system of claim 4, 5 or 6, wherein said
broadcast header comprises an identical series of binary
digits.

8. A communications system including a channel
comprising a plurality of LANS having multiple stations,

a bridge associated with said channel for effecting
communications between stations in different LANS of said
channel, each station and each LAN having respective
addresses, means at each station for formatting and trans-
mitting a data packet havinga header including digitally
encoded source station, channel and LAN addresses and
digitally encoded destination station, channel and LAN
addresses and a single digit bridge flag having a first
value for destination stations located within the source
station LAN and a second value for destination stations
located outside the source station LAN, means at each
station for responding only to a data packet having a
header with a bridge flag of said first value, and means
at each bridge responsive to a data packet having a bridge
flag of said second value for changing said bridge flag

to said first value while coupling said data packet to the
destination station.

9. The system of claim 8, including means at
each station for formatting a broadcast header where the
destination station, channel or LAN address is unknown and
means at ‘each bridge responsive to said broadcast header for
transmitting said data packet to all LANsS in its channel.

10. A method of communication among a plurality of
stations in a channel having different LANs and including
bridge interface means connected to the channel comprising
the steps of, at each station, formatting, when required,

a data packet having a header including a source station
address and LAN number and a destination station address
and LAN number and a bridge flag set to a first value for
communications with destination stations within its LAN and
to a second value for communications with destination
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stations outside its LAN, ignoring a data packet with

a header having a bridge flag set to said second value,
responding to a data packet with a header having a bridge
flag set to said first value and having a destination
station address corresponding to its station address,

at each bridge interface means, determining the value of a
bridge flag in the header of a data packet, ignoring a data
packet with a header having a bridge flag set to said first
valve, and changing a bridge flag set to second value in
the header of a data packet to said first value while
coupling said data packet to the destination station LAN.

11. The method of claim 10, wherein each station
can format a data packet with a broadcast header, including
a bridge flag set to said second value, for a destination
station LAN number that is not known, comprising the further
steps of, at each bridge interface means, sensing a broad-
cast header in a data packet, changing said bridge £flag to
said first value, and transmitting said data packet to all
LANs in its channel.

12. The method of claim.1l, including the steps
of, at each bridge interface means, setting a time period
within which a response to a data packet transmitted to
all LANs in its channel is to be received, and storing
said data packet for a period of time not longer than the

time period set.



PCT/US87/00551

WO 87/05763

RN 3009

€8 19
M ) YT Y Y Y J

I 91




PCT/US87/00551

WO 87/05763

2/ 4

21 NN SNOUVIINWWNOD = o0ud | ¥ 'Ol
(
8t
e
by “HL D0Hd w (
J ( 1Y
w % o
o
cv o|r uL D0Nd w EToNIND KT
e
S (
bS bo
{ WOy
of
v blfll HL D0ud w \
( (!
=
o 2
v - v uL “J0ud m
NS o.yw
¢ old
@ HO As 1az 0 HO NS 192
— —\—
ov14 3omE Lg1—| ot ._.pu__msnc:u SSIOQY TyNWREL 18 9 at ._»m_zm: mc:o SSROV TYNWIL LG O
! N L /S
SST0aV  NOLIYNILSIA SSINAQY TOMN0S

H3QV3H IDOVd viva




PCT/US87/00551

374

WO 87/05763

39VSSIN
N Qv
. N
G 9id
| X i 35N0ds
NULTY
NI
»| SNOLLYDINNWICD
loL 3ovssaw anas MIWIL 440 N 3dAL JOVSSIW
503 3sw3 M23HD
9 LINSNvML
i auea
0 oL w4
POME 135 NENLY
HOSSI004d MIMU 135
oL ON3S
& Pawg SIHL

H04 F9VSSIN I




WO 87/05763

PCT/US87/00551
4/ 4
GET DATA
FROM USER
MONITOR
FORMAT INTO FORWARD
PACKETS CHANNEL
RETURN
LAN & CHANNEL BRIDGE FLAG =1 )
KNOWN 7
Y RETURN
po——— LOAD MEMORY
FLAG TO 0 WITH DATA
BRI
T T o e | ;
|
HEADER / SET BROGE PROCESS DATA
FLAG TO 0
S CHANNEL BUSY 7 SEND
CONFIRMATION
TO SENDER
¢ |
0 DATA
TRANSMT "o U
PACKET
END FIG. 7

FIG. 6



INTERNATIONAL SEARCH REPORT
Internationai Application No PCT/US 87/00551

I. CLASSIFICATION OF SUBJECT MATTER (it several classification symbols apply, indicate ail) ¢

According to international Patent Classification (1PC) or to both National Classification and IPC
4
IPC : HO04 L 11/16; H 04 L 11/00

Il. FIELDS SEARCHED

Minimum Documentation Searched 7

Classification System | Clasasification Symbols

|
et H 04 L

Documentation Ssarched other than Minimum Documentation
to the Extent that such Documents are included in the Flelds Searched ¢

lll. DOCUMENTS CONSIDERED TO BE RELEVANT!?

Category * ] Citation of Document, 1! with indication, where appropriate, of the relevant passages 12 ( Relevant to Claim No, 13

A IEEE Global Telecommunications Conference,
GLOBECOM '85, volume 3, 1985, IEEE,
(New York, US),

K.-B.K. Sy et al.: "Source routing
for local area networks'", pages 1019-
1023

see abstract, page 1019, left-hand 1-11
column, line 46 - right-hand column,
line 12; page 1020, left-hand column,

line 34 - page 1022, left-hand column,
line 31

A Local Networks, Strategy & Systems,
Online 1983, (Northwood, GB),

G. Ennis: "Some interconnection
strategies for broadband networks",
pages 165-177

see paragraph 4; figure 1 . 1,3-11
* Spacial categories of cited documents: 10 “T" later docmgont puglish‘od ahwﬂti!g In!*;rn;ﬁonal,ﬁlic‘\q dgt-'
f ionty date and not in con with the application bu

“A" doecumaent defining the genasrai state of the art which is not or prion s .

considered o be of particular relevance ic;‘:l.e‘ttignundorstand the principle or theory underlying the
“E" earlier document but published on or after the international “X" document of particular relevance: the claimed invention

filing date ) cannot be considersd novel or cannot be considered to
“L" documant which may Q:\rnw doubtll on priority cl?lm(s)hor involve an inventive step

which is cited to establish the publication date of another g .

citation or other specist reason (as specified) 'Y" document of particular relevance; the claimed invention

cannot be considerad to invoive an inventive step when the

“Q" document referring to an oral disclosure, use, exhibition or document is combined with one or more other such docu-
other means ments, such combination being obvious to a person skiled
“P" document published prior to the international filing date but in the an.
later than the priority date claimed “&" document member of the same patent family

IV. CERTIFICATION
Date of the Actual Completion of the Internaticnal Search

24th June 1987

Date of Mailing of this International Search Report
29 UL T8
, 4.

International Searching Autherity Signature of Authorized Omcf‘] % )
EUROPEAN PATENT OFFICE M YANM MOL =
e L ¥

Form PCT/ISA/210 (l‘ocond sheet) {(January 1985)



	Abstract
	Bibliographic
	Description
	Claims
	Drawings
	Search_Report

