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In particular containing one or more unique definitive user 1dentitication (IMSI).

(57) Zusammenfassung:

[Fortsetzung auf der ndachsten Seite/



CA 02725215 2010-11-22

WO 2009/149788 A3 MMM N0 AR A R R

—  vor Ablauf der fiir Anderungen der Anspriiche geltenden (88) Verottentlichungsdatum des internationalen Recher-

Frist; Veroffentlichung wird wiederholt, falls Anderun- chenberichts: S Al 2010
gen eingehen (Regel 48 Absatz 2 Buchstabe h) . Apri

Vertahren zur Inbetriebnahme und Personalisierung eines weiteren zweiten nicht personalisierten Identifizierungsmoduls (VSIM),
msbesondere fiir den Betrieb eines Mobilfunkendgerates, wobel ein erstes Identifizierungsmodul MasterSIM (MSIM) enthaltend
einen personalisierten Teilnehmerdatensatz vorliegt, dadurch gekennzeichnet, dass eine Authentifizierung und/oder Uberpriifung
des zweiten Identifizierungsmoduls (VSIM) durchgefiihrt und der zur Personalisierung des zweiten Identitizierungsmoduls
(VSIM) aut dem zweiten Identifizierungsmodul (VSIM) zu speichernde Teilnehmerdatensatz von dem MasterSIM (MSIM) ausge-

lesen wird, zu dem zweiten Identifizierungsmodul (VSIM) iibertragen und auf diesem gespeichert wird, insbesondere enthaltend
eine oder mehrere eindeutige endgiiltige Teilnehmeridentifikation (IMSI).
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PERSONALIZING A SIM BY MEANS OF A UNIQUE PERSONALIZED MASTER SIM

The invention relates to a method of starting up and
personalizing a second nonpersonalized identification module, in
particular SIM (subscriber identity module) for operation of a
mobile radio terminal, using a first identification module
MasterSIM containing a personalized user data set.

Chip cards are in particular used in mobile radio
telecommunications such as, in particular, in the cellular mobile
radio networks according to the GSM or the UMTS standard for unique
and secure identification of the subscribers as well as for the
provision of different special functions and value-added services.

The chip cards that, depending on the underlying generation and
type of system standard, are designated as UlcC, SIM, USIM, R-UIM
or also ISIM, carry a plurality of special parameters, secret keys
and further elements of various kinds, for example with operator
data, provider data, product data, or subscriber data. 1In summary,
these chip cards and chip card applications are designated as
subscriber identification module or as SIM (subscriber identity

module) .

Further fields of use of chip cards are credit cards,

debit cards or other identification modules, in particular such
having integrated storage chips on which a readable, individual,
personalized data set is stored.

If hereinafter a subscriber data set, subscriber identity
module or the like is mentioned, this means generally in each case

a data set, or identification module or the like without limitation
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of the use of the invention to the field of mobile radio
technology. The field of the mobile radio technology and in
particular use of the invention for personalizing subscriber
identity modules of mobile radio subscribers for operation of
mobile radio terminals is only a preferred field of use in which
the invention can be used in a particularly advantageous manner.
However, the invention is not limited to this field.

For starting up a mobile terminal and the subscription of
the mobile radio service, a subscriber identity module (SIM) is to
be equipped with a subscriber data set that includes in particular
the subscriber identification (IMSI). Today, such subscriber
identity modules (SIM) are equipped in the run-up on the part of
the mobile radio network operator with the appropriate data to be
able to identify the user during use of the services of a mobile
radio network. A nonpersonalized SIM is not suited for use in a
mobile radio terminal, i.e. the use of the services of a mobile
radio network with a nonpersonalized SIM is not possible. The
specific data that are required, on the one hand, for use of the
services and, on the other, for billing the used services have to
uniquely identify the user to prevent misuse.

A disadvantage is that for using a plurality of devices
an increasing number of SIM cards is necessary. Thus, a plurality
of SIM cards have to be assigned to one user, or the user has to
switch the SIM card among the devices to operate different mobile

radio terminals, which is very complicated and inconvenient.
Currently the situation is such that new SIM cards can

only be issued by the mobile radio network operator, which involves
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high effort and costs. In other

P

fields the i1ssuance of new chip

cards 1s also restricted to the system operator.

R—

il

particular a subscriber identity module SIM

of starting up and personalizing an identi:

It 1s an object of the invention to provide a method

"1cation module, in

F
—

for operation of a

mobille radio terminal,

production and use of

which simplifies administration,

C personalized 1dentity modules SIM.

In view of the aforementioned object, the present

1nvention provides a method as described herein.

Advantageous features of

invention are described herein.

F

According to an aspect of

F

there 1s provided a method of starti

further second nonpersonalized i1dent

g

particular for operation of a mobile

first identification module MasterST

personalized data set 1s provided,

second 1dentification module (VSIM)

C the method according to the

the present invention,

ng up and personallzling a

1fication module (VSIM), 1in

radio terminal, whereiln a

‘M (MSIM) containing a

characterized 1in that a

1s authenticated and/or

checked, and that the data set, 1n particular containing one or

more unique final subscriber identifications (IMSI) to be

stored on the second i1dentification

personalizing the second identi:

module (VSIM) for

"1cation module (VSIM) i1s read

from the first 1dentification module MasterSIM (MSIM),

transmitted to the second l1dentification module (VSIM) and

stored therein.

According to another aspect of the present invention,

there can be provided the method described herein,

characterized 1n that the first i1denti:

- subscriber 1dentifications

(MSIM) contains a plurality of

1cation module MasterSIM

(IMSI) that are used for starting up and personalizing a

fication modules (VSIM).

plurality of nonpersonalized ident]
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P

According to another aspect of the present invention,

there can be provided the method described herein,

characterized in that an originally nonpersonalized

identification module (VSIM) can be repersonalized several

times after a first personalization, elther via the same

original MasterSIM (MSIM) with the same or changed data set, or

also via another MasterSIM (MSIM).
According to another aspect of the present invention,
there can be provided the method described herein,

characterized in that only portions of the data set on the

personalized identification modules (VSIM) are changed, 1in

particular only the subscriber identifications (IMSI) are

changed.

F

According to another aspect of the present invention,

there can be provided the method described hereiln,
characterized in that the data set is transmitted via a radio
connection (OTA) or other connection to a read/write device

holding the second identification module (VSIM) or 1s

transmitted within a read/write device holding the first

identification module (MSIM) as well as the second

identification module (VSIM).

F

According to another aspect of the present invention,

there can be provided the method described hereiln,

characterized in that before personalizing and transmitting the

data set from the first identification module (MSIM), the

serial number (ICCID) of the second identification module

(VSIM) and/or of a mobile radio terminal is checked and/or

authenticated by means of the equipment identity number (IMEI)
via which the mobile radio terminal is uniquely identifiable,

and/or security parameters of the second identification module

(VSIM) are checked.

_._3a_
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According to another aspect of the present invention,
there can be provided the method described herein,

characterized in that before personalizing and transmitting the

data set from the MasterSIM (MSIM), the MasterSIM (MSIM) 1is

checked and/or authenticated.

According to another aspect of the present invention,

there can be provided the method described herein,

characterized in that the serial number (ICCID) of the second
identification module (VSIM) is stored in the MasterSIM (MSIM).

According to another aspect of the present invention,
there can be provided the method described herein,
characterized in that the date of a performed personalization
of a second identification module (VSIM) is stored 1in the

MasterSIM (MSIM).

According to another aspect of the present invention,
there can be provided the method described herein,
characterized in that the data set generated during the

personalization and the associated user data or subscriber

data, in particular the serial number (ICCID) of the second
identification module (VSIM), is stored in a home location

register (HLR) of a mobile radio network.

According to another aspect of the present invention,

there can be provided the method described hereiln,

characterized in that the serial number (ICCID) of the second

identification module (VSIM) is transmitted via the MasterSIM

(MSIM) to a home location register (HLR) of the mobile radio

network and 1s stored thereain.

According to another aspect of the present invention,

there can be provided the method described herein,

characterized in that the data transmission of the data set

from the MasterSIM (MSIM) to the second identification module

-~ 3 -
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particular encoded.

1s carried out via a secure data connection, 1n

r—

According to another aspect of the present 1nvention,

there can be provided the method described herein,

characterized 1n that aij

the data set on the second i1denti:

‘ter completed receipt and storage ot

'}

‘1cation module (VSIM), a

confirmation 1s transmitted to the MasterSIM (MSIM) and/or to a

mobilile radio network.

According to another aspect of the present invention,

there can be provided the method described herein,

characterized 1n that the

1identification module 1s a user 1l1ldenti:

subscriber 1denti:

radio terminal.

ication module (VSI

first and/or the second

F1cation module or a

M)

for operating a mobile

According to another aspect of the present invention,

there can be provided the method described herein,

characterized 1n that the data set 1s a subscriber data set of

a moblile radio user.

there 1s provided a method of
second nonpersonalized i1denti:

comprising the steps of

r—

providing a first identi:

storing on the first 1denti:

According to another aspect o:

M

Jr—

- the present 1nvention,

starting up and personallzing a

"1cation module, the method

"i1catlon module,

"1cation module a

personalized data set contalnling one or more unique definitive

subscriber i1identifications,

module,

module,

providing the second i1dentai:

"1cation module,

authenticating or checking the second i1dentification

reading the data set

from

3C -

the

B

first 1dentification
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transmitting the data set read from the first

—
=

1cation module, and

1dentification module to the second 1identi:

storing the transmitted data set 1n the second

identification module, and

storing the data set read from the first

1dentification module and associliated user data or subscriber

P

data 1ncluding the serial number of the second i1dentification

ﬁ

module i1in a home location regilister of a mobille radio network.

pr—

According to another aspect of the present 1nvention,

ﬁ

there 1s provided a method of starting up and personalizing a

further second nonpersonalized 1dentification module, the

method comprising the steps of

providing a first 1dentification module,

storing on the first i1dentification module a

personalilzed data set containing one or more unique definitive

subscriber identifications,

providing the second i1dentification module,

authenticating or checking the second identification

module,

reading the data set from the first 1dentification

module,

transmitting the data set read from the filrst

ldentification module to the second identification module,

storing the transmitted data set 1n the second

1dentification module, and

ﬁ

transmitting the serial number of the second

1dentification module via the first identification module to a

ﬁ

nome location register of the mobile radio network and storing

ﬁ

the serial number of the second 1dentification module thereiln.

It 1s particularly advantageous 1n the method

according to the 1nvention for starting up and personallzing a

further second nonpersonalized i1dentification module, 1n

_3d_



CA 02725215 2016-04-04

——

particular for operation of a moblle radio terminal, whereiln a

first 1dentification module MasterSIM contalning a personalized

data set 1s provided, that the second i1dentification module 1s

authenticated and/or checked, and that the data set, in

particular contalning one or more unique final subscriber

identification (IMSI), to be stored on the second

ldentification module for personalizing the second

1dentification module 1s read from the first i1dentification

module MasterSIM, transmitted to the second i1dentification

module, and stored therein.

The term "second i1dentification module" means not

only a second 1dentification module, 1in particular SIM, per se,

pbut any further identification module because with the method

according to
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the invention, a plurality, i.e. depending on demand, any number of
further identification modules can be personalized.

Thus, it is only necessary on the one hand to issue a
personalized MasterSIM, i.e. an identification module or subscriber
identification module containing a personalized data set/subscriber
data set, wherein the MasterSIM is appropriately equipped and
suitable to provide data, i.e. the personalized data set/subscriber
data set, to make with the data set/subscriber data set, a second
or any number of further identification modules, in particular
further so-called SIM cards for operating further mobile radio
terminals. Thus, in principle, the MasterSIM virtually generates
copies of SIM, in particular for operating mobile radio terminals,
wherein MasterSIM and further SIM can differ from one another in
particular in that, on the other hand, it is not possible to make
another copy from a further SIM, but that only the MasterSIM is
suited to do this. This can be ensured in that the MasterSIM is
equipped with a special authentication ability or property.

If within the context of this déscription, a subscriber
data set, subscriber identity module or the like is mentioned, this
means generally in each case data set, or identity module or the
like, without limitation of the use of the invention to the field
of mobile radio technology. The term "SIM" which, as abbreviation
of the English term "subscriber identity module", is well known and
common, does not represent a limitation to the field of mobile
communication. In fact, the abbreviation SIM or terms containing

the abbreviation SIM is intended to cover any kind of

identification module that has a retrievable or readable individual
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data set. The field of mobile radio technology and in particular
the use of the invention for personalizing subscriber identity
modules of mobile radio subscribers for operation of mobile radio
terminals is only a preferred field of use in which the invention
can be used in a particularly advantageous manner. However, the
invention is not limited to this field.

This MasterSIM can then serve as template for all further
future authentications for further SIM cards or mobile radio
terminals with a permanently installed SIM, and the user himself
can personalize one or more identification modules or subscriber
identification modules SIM.

There is further the possibility that a first
identification module MasterSIM (MSIM) contains a plurality of
subscriber identifications (IMSI) that are used for starting up and
personalizing a plurality of nonpersonalized identification modules
(VSIM) .

Preferably, an originally nonpersonalized identification
module (VSIM) can be repersonalized several times after a first
personalizing, either via the same original MasterSIM (MSIM) or
with the same or a changed data set, or also via another MasterSIM

(MSIM) .

Preferably, it is also possible to change only portions
of the data set on the personalized identification modules (VSIM) ,
in particular only the subscriber identifications (IMSI).

Here, the data set can be transmitted via a radio
connection (for example OTA [over-the air]) or other connection to

a read/write device receiving the second SIM or, alternatively, the
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data set can be transmitted within a read/write device receiving

the MasterSIM as well as the second SIM.

To make the method more secure, preferably before
personalizing and the transmitting the data set/subscriber data set
from the MasterSIM, the serial number of the second SIM and/or the
mobile radio terminal through which the mobile radio terminal is
uniquely identifiable is checked and/or authenticated by the
equipment identity number (IMEI) and/or security parameters of the
second SIM are checked.

This ensures that only those nonpersonalized
ldentification modules/subscriber identification modules are
personalized that are intended for this to prevent misuse.

Furthermore, alternatively or in additional to the

protection of the method, before personalizing and transmitting the
data set/subscriber data set from the MasterSIM, the MasterSIM

itself can be checked and/or authenticated.

As a result, the security of the method can be further
increased, i.e. so it is not possible to make a copy of any SIM,
i.e. for example, to make a copy of any subscriber identification

module for a mobile radio network, but that this is in fact

restricted to the so-called MasterSIMs.

It is thus preferably excluded to make a copy of each

identification module/subscriber identification module SIM. With
copy in this context is meant that a plurality of identification

modules/subscriber modules SIM each have a respective individual

serial number (ICCID), but apart from that, have an identical data
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set/subscriber data set for identification of the subscriber of the
mobile radio network.

By use of a MasterSIM according to the invention, to
personalize further identification modules, subscriber
identification modules SIM, on the one hand, a MasterSIM of a
parent generation is provided by means of which a plurality of
direct offsprings or children can be generated, but it is
preferably excluded to generate subscriber identification modules
of a grandchildren generation because this is in each case
exclusively possible by using the MasterSIM, but not by using any
SIM and, thus, an offspring of the MasterSIM. Hereby, a very
secure method of personalizing further subscriber identification
modules SIM can be provided. Therefore, in this configuration, a
second SIM can only be personalized by using a MasterSIM and not by
any SIM as, in particular, an offspring of the MasterSIM.

Preferably, the serial number of the second SIM is stored
in the MasterSIM, i.e. that preferably in each case a complete data
base of all performed personalizations and serial numbers of the
offsprings are stored in the MasterSIM. Preferably, alternatively

or additionally, the date of a performed personalization of each

further subscriber identification module SIM is stored in the

MasterSIM.

Preferably, the data set/subscriber data set generated

during personalizing and the associated user data or subscriber
data, in particular the serial number (ICCID) of the second SIM, 1is

stored in the home location register (HLR) of the mobile radio
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network. A unique allocation of the subscriber data to the

respective user of the mobile radio network is thus ensured.

Preferably, the transmission of the serial number (ICCID)
of the second SIM takes place via the MasterSIM to a home location
register (HLR) of the mobile radio network, and the serial number
of the second SIM then is stored therein. If the serial number of
the second SIM is exclusively transmitted via the MasterSIM to the
HLR, in fact a personalization of further SIMs is only possible via
the MasterSIM because otherwise a registration of a further SIM in
the home location register HLR of the mobile radio network is
excluded. Hereby, a further increase of the security of the method
1s achieved and misuse is prevented.

Preferably, the data transmission of a data
set/subscriber data set from the MasterSIM to the second SIM takes
place via a secured data connection; in particular, the data

transmission can take place encoded.

Preferably, after completed receipt and storage of the

data set/subscriber data set on the second SIM, a confirmation is
transmitted to the MasterSIM and/or to the mobile radio network, in

particular the home location register HLR of the mobile radio

network.

For starting up and personalizing a nonpersonalized
identification module/SIM, the user, for example the subscriber in
a mobile radio network has to acquire a MasterSIM (MSIM) only once,
which MasterSIM contains a unique identification/subscriber
identification with a personalized data set/subscriber data set

and, furthermore, has appropriate authentication parameters for
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multiplication. The unique MasterSIM can then serve as template
for multiplication for all future authentications and
personalizations of further identification modules/subscriber
identification modules SIM, independently of whether they are
removable SIMs as cards or, for example, permanently installed SIMs
in a mobile radio terminal.

In a preferred form of the method according to the
invention, the first and/or the second identification module is a
user identification module or a subscriber identification module
for operating a mobile radio terminal.

Preferably, the data set is a subscriber data set of a
mobile radio user.

A possible use and configuration of the invention is
illustrated below with reference to the figures. Therein:

FIG. 1 shows a data transmission diagram from a MasterSIM
MSIM to an offspring VSIM as further SIM:

FIG. 2 shows a principle diagram of the data transmission
from a MasterSIM MSIM via radio to a mobile radio terminal with an
offspring VSIM.

An embodiment of the invention is shown with respect to
mobile radio technology in which identification modules in the form
of subscriber identification modules for operating a mobile radio
terminal, so-called SIM cards, are used.

The MasterSIM MSIM is a first subscriber identification
module MasterSIM MSIM that serves as template for all further
subscriber identification modules VSIM to be personalized for the

user of the mobile radio network. To this end, a predetermined
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number or any number of further nonpersonalized subscriber

identification modules, i.e. virtual SIMs VSIM, can be personalized

by using the MasterSIM MSIM.

To do this, a number of new and unused or even already

used SIM cards or mobile radio terminals with integrated SIM cards

are offered through any distribution channel. Initializing and

personalizing is then carried out by the user by means of the

unique MasterSIM MSIM,.

A misuse of the virtual SIMs that are not vyet
personalized is excluded here because they are not capable of

operating a mobile radio terminal without a previously performed

personalization so that misuse is effectively prevented.

On the other hahd, the MasterSIM does not have to be used
by the user but can be securely stored, for example in a safe or
other secure place because the MasterSIM does not have to be used
for operating a mobile radio terminal but is only needed for

personalizing further subscriber identification modules, i.e.

virtual SIMs VSIM. Loss and potential misuse of the MasterSIM can

thus effectively be prevented because only offspring SIMs VSIM have

to be used for operating mobile radio terminals.
For starting up and personalizing a further second
nonpersonalized subscriber identification module VSIM, the

MastexrSIM MSIM and the virtual SIM VSIM are connected to one

another by a suitable technical means. This can be a special

device into which the SIM cards are placed. Alternatively, it is

also possible that a radio connection between the MasterSIM MSIM
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and the further SIM VSIM to be personalized is established via a

preferably secure connection.

The card to be initialized and personalized must
preferably have a certain certificate so that checking and
authorization by the MSIM is possible. This certificate is
necessary to ensure secure operation and secure execution of the
method and to safeguard private information, i.e. the subscriber
data set of the MasterSIM MSIM prior to the transmission of the
subscriber data set from the MasterSIM MSIM to the offspring VSIM,
and to prevent misuse. For this, an initialization routine is
carried out before the data are read from the MasterSIM MSIM and
transmitted to the offspring VSIM by checking and authenticating

the second SIM to be personalized and furthermore, on the other

hand, by authenticating the MasterSIM.

It 1s also possible to check the serial number of the
mobile radio terminal that receives the offspring VSIM, as

schematically illustrated in the FIGS. 1 and 2.

It 1s also possible to check if the chip card VSIM to be

initialized and personalized has already been in use or if this SIM

card 1s new.

This also prevents misuse.

As illustrated in FIG. 1, a secure request 10 is
addressed from the MasterSIM MSIM to the subscriber identification
module VSIM to be initialized. Subsequently, the VSIM serial
number 20 is transmitted back to the MasterSIM MSIM. After

successful authentication and identification of the VSIM by

checking the serial number 20, subsequently, the subscriber data 30
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are transmitted from MasterSIM MSIM to the VSIM and are stored
thereon in the storage chip 5. Communication 40 between MasterSIM
MSIM and VSIM to be initialized and personalized is carried out via
a secure connection.

As schematically illustrated in FIG. 2, it is also
possible that communication is established via a secure radio
connection to a mobile radio terminal that contains the SIM VSIM to
be initialized. This too is a secure connection and the mobile
radio terminal is equipped in such a manner that it can write the
received individual subscriber data set on a SIM, 1.e. to store the
subscriber data set on the VSIM.

If the initialization routine has been successfully
completed and the certificate has been identified as being wvalid,
accordingly, as schematically illustrated in the FIGS. 1 and 2, the
individual subscriber information, i1.e., the individual subscriber
data set is transmitted from the MasterSIM MSIM to the offspring
VSIM to be initialized and personalized and is stored thereon.
Conversely, the serial number of the VSIM is stored in the
MasterSIM MSIM to be able at any time to reproduce the performed
initializations, start-ups and personalizations of further SIMs by
the MasterSIM.

If an offspring VSIM gets lost or is destroyed, i1ts data
can be used to disable such an offspring within the network from
further use.

A repersonalized VSIM receives a combined identification
number in the form of a network identification number containing,

on the one hand, the equipment identification number (IMEI) and,
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furthermore, a secret number portion that originates from the
MasterSIM MSIM. Thus, the serial number of the VSIM can be

considered as public key combined with a secret key that is

contained in the MasterSIM.

The MasterSIM is thus preferably equipped such that it
has a preprogrammed field in which numbers used for personalizing

can be stored. These fields must be kept secret and are
transmitted to a VSIM only in a secure manner, reading or detecting
the numbers being‘impossible because these numbers are used as the
secret part of the VSIM key. Hereby, a unique use and allocation
between MasterSIM MSIM and further subscriber identification
modules VSIM personalized using the MasterSIM is possible.

After a successfully completed personalization, the VSIM

can be installed in a mobile radio terminal and the use of this

identification of the subscriber is ensured through the

VSIM and the VSIM's identity in the form of the serial number of
the VSIM and the subscriber data set.

Thus, by using the MasterSIM MSIM, it is possible to
produce a plurality of offsprings VSIMs and thus to use a plurality

of mobile radio terminals also with identical subscriber

identification.
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The embodiments of the i1nvention 1n which an exclusive

property or privilege 1s claimed are defined as follows:

1. A method of starting up and personalizing a second
nonpersonalized i1dentification module, the method comprising the
steps otf

providing a first i1dentification module,

storing on the first 1dentification module a personalized
data set containing one or more unigue definitive subscriber
identifications,

providing the second i1identification module,

authenticating or checking the second identification
module,

reading the data set from the first i1dentifilcation module,

transmitting the data set read from the first
identification module to the second i1dentification module, and

storing the transmitted data set 1n the second
1identification module, and

storing the data set read from the first identification
module and associated user data or subscriber data 1ncluding the
serial number of the second 1dentification module 1n a home

location register of a mobile radio network.

2. The method according to claim 1, wherein the first
1dentification module contains a plurality of subscriber
r1dentifications that are used for starting up and personalizing a

plurality of nonpersonalized second 1ldentification modules.

3. The method according to claim 1 or 2, wherein an originally

nonpersonalilzed 1dentification module can be repersonalized
several times after a first personalization, either via the same
original first 1dentification module with the same or changed

data set, or also vilia another first i1dentification module.
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4, The method according to any one of claims 1 to 3, whereiln

only subscriber i1dentifications of the data set on personalized

1dentification modules are changed.

5. The method according to any one of claims 1 to 4, wherein
the data set 1s transmitted via a radlo connection or other
connection to a read/write device holding the second
ldentification module or 1s transmitted by a read/write device

holding the first 1dentification module as well as the second

identification module.

0. The method according to any one of claims 1 to 5, further
comprising the step before transmitting the data set from the

first i1dentification module of

checking or authenticating the serial number of the second
1dentification module or the mobile radio terminal by an

equlpment 1dentity number by means of which the mobile radio

terminal 1s uniquely 1dentifiable, or

checking security parameters of the second i1dentification

module.

7. The method according to any one of claims 1 to 5, further
comprlsing the step before transmitting the data set from the

first 1dentification module of

checking or authenticating the first identification module.

o The method according to any one of claims 1 to 5, further
comprising the step of

storing the serial number of the second identification

module 1n the first 1dentification module.

9. The method according to any one of claims 1 to 5, further

comprising the step of
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storing the date of a performed personalization of a second

identification module 1n the first i1dentification module.

10. The method according to any one of claims 1 to 4, wherein
the data transmission of the data set from the first
1dentification module to the second identification module 1s

carried out via a secure data connection.

11. The method according to any one of claims 1 to 4, further
comprising the step after completed recelpt and storage of the
data set on the second i1dentification module of

transmitting a confirmation to the first 1dentification

module or to a mobilile radio network.

12. The method according to any one of claims 1 to 11, wherein
the first or the second 1dentification module 1s a user
identification module or a subscriber i1dentification module for

operating a mobile radio terminal.

13. The method according to claim 12, wherein the data set 1s a

subscriber data set of a mobile radio user.

14. A method of starting up and personalizing a further second
nonpersonalized 1dentification module, the method comprising the
steps of

providing a first i1dentification module,

storing on the first 1ldentification module a personalized
data set contalning one or more uniqgque definitive subscriber
identifications,

providing the second identification module,

authenticating or checking the second identification
module,

reading the data set from the first identification module,
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transmitting the data set read from the first
ldentification module to the second 1dentification module,

storing the transmitted data set 1in the second
1dentification module, and

transmitting the serial number of the second identification
-module via the first i1dentification module to a home location
register of the mobile radio network and storing the serial

number of the second 1dentifilication module thereiln.

15. The method according to claim 14, further comprising the

step of
storing the data set generated during the personalization
and the associated user data or subscriber data, 1including the

serial number of the second i1dentification module 1n a home

location register of a mobile radio network.
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