A computer security system is described. Each authorized user is provided with a key device that holds a serial number and an encryption key. A validation record stored on the computer’s hard disk contains an unencrypted key device serial number and an encrypted hard disk serial number. The user connects the key device to the computer prior to power-up or reset. A program implements a user validation procedure. The procedure permits entry past a first security level if the key device serial number matches the unencrypted number in the validation record. If the first level validation is successful, the procedure then uses the encryption key to decrypt the hard drive serial number found in the stored validation record. The procedure permits entry past a second security level if the validation record is properly decrypted and the hard disk serial number matches the decrypted number. Failure in any step powers down the computer and renders it useless.
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NOTEBOOK SECURITY SYSTEM (NBS)

BACKGROUND OF THE INVENTION

Theft is a serious and expensive problem for the users of notebook, or laptop, computers. It has been estimated that over a quarter of a million notebook computers are stolen each year, and a majority of business firms report losses from notebook computer theft. In addition to the value of the hardware, users may also suffer the loss of data stored on the computers. Conventional methods for protecting computer hardware consist of either physically isolating the computer in a locked room or mechanically securing the computer to a fixed object. However, such devices are cumbersome to use and defeat the mobility of the notebook computer.

There are notebook computer security systems that electronically track a computer and sound an alarm when it is moved a certain distance from the user. However, users will often disarm such security features because they restrict personal movement, and passersby will typically ignore audible alarms and similar warning devices. Another security system is a password program that directs the computer to secure itself when an improper password is entered. The security company uses the caller ID feature to locate the computer. This system may be defeated by intercepting the outgoing call. Other security devices, such as "smart cards" and dongles, are also available, but these devices are designed for the protection of data and not for the deterrence of theft of computers.

Therefore, what is needed is an easy-to-use and low-cost security system to deter the theft of a notebook computer.

SUMMARY OF THE INVENTION

Briefly, a security system constructed in accordance with the invention implements a user-validation procedure that requires the user to install the proper hardware "key" device at boot-up to enable operation of a computer. The system can support multiple users and a single supervisor. Each authorized user is provided with a unique key device which is carried and stored separately from the computer. The key device holds a unique serial number and an encryption key. A validation record stored on the computer's hard disk contains an unencrypted key device serial number and an encrypted hard disk serial number.

A program that is automatically invoked at computer power-up, or reset, implements the user-validation procedure. The user is prompted to connect the key device to the computer. There is no manual password entry. The procedure permits entry past a first security level only if the key device serial number matches the unencrypted number in the validation record. If the first-level validation is successful, the procedure then uses the encryption key to decrypt the hard drive serial number found in the stored validation record. The procedure permits entry past the second security level only if the validation record is properly decrypted and the actual hard disk serial number matches the decrypted number. A failure at any step in the user-validation procedure will immediately power down the computer, thereby rendering it useless to a thief not possessing the required key device.

Because the key device is not required for normal computer operations, after the user-validation procedure has successfully terminated, the user can remove the key device and keep it separate from the computer. Moreover, the small size of the key device makes it easy to transport and keep safe.

BRIEF DESCRIPTION OF THE DRAWINGS

The above and further advantages of the invention may be better understood by referring to the following description in conjunction with the accompanying drawing, in which:

FIG. 1A is an illustration of the Notebook Security System (NBS);
FIG. 1B is an illustration of a key device;
FIG. 2 is a block diagram of the major components within the CPU address space of an IBM-PC compatible computer;
FIG. 3 is a flow diagram of the boot and user-validation procedure;
FIGS. 4A–4C depict the PS/2/USB/IR interface protocol;
FIGS. 5A–5F illustrate various key device-to-computer interfaces;
FIG. 6 is a block diagram of the software partitioning of an IBM-PC compatible computer; and
FIG. 7 is a depiction of the user screen of the user-validation program application.

DETAILED DESCRIPTION OF AN ILLUSTRATIVE EMBODIMENT

FIG. 1A shows a key device 20 connected to a notebook computer 10. The key device 20, shown in FIG. 1B, has no external controls and is comprised of a microcomputer 22, a read-only-memory 24 and a connector 26. The connector 26 may attach to one of the I/O ports on the notebook computer 10. The preferred key device connection is via a PS-2 connector 12, although alternative connections, such as a Universal Serial Bus (USB) 14 and an Infrared-Red (IR) port 16, can be used as described below. Although the security system has been designed for use with a notebook computer 10, it will be recognized that the system can be adapted for use with other computers, such as a desktops or Personal Digital Assistants (PDA).

Ideally, the key device 20 is of such shape and size as to be placed on the user's key chain. It receives power and command messages from the notebook computer 10 and returns response messages, a serial number and an encryption key. A program running on the notebook computer 10 uses the key device serial number and the encryption key in a user-validation procedure to prevent operation (i.e., power-up) of the notebook computer 10 by an unauthorized user. For maximum security protection, the key device 20 is connected only during the user-validation procedure and is carried and stored separately from the notebook computer 10.

FIG. 2 is a block diagram of the major components within the Central Processing Unit (CPU) 50 address space for a conventional IBM PC-compatible computer. At power-up, the CPU 50 accesses the Basic Input/Output System (BIOS) Read-Only Memory (ROM) 30 and executes a "boot-up" procedure. Prior to the termination of the boot-up procedure, the CPU downloads the operating system (OS) program via a memory-mapped interface 40 from a mass storage device, such as a hard drive 42 or possibly a diskette 44, and reads it into main Random-Access Memory (RAM) memory 60. In the preferred embodiment of the invention, the boot-up user-validation program resides in a ROM adapter 34 of the BIOS 30 and is executed at boot-up and prior to the download of the operating system.

A flow diagram of the user-validation procedure is shown in FIG. 3. In Step 1, the user-validation program prompts the user to attach the key device 20 to the notebook computer 10. The program attempts to communicate with the key device 20 for a fixed delay period. If a key device 20 is not detected within this period, then the program proceeds to Step 9 where the computer is automatically powered down.

In Step 2, the program reads the key device serial number and encryption key that are stored in the key device ROM
The key device serial number and encryption key, usually a large prime number, are loaded into the key device 20 by the manufacturer.

The protocol for interfacing the key device 20 to the computer 10 through a PS-2, USB or IR port is shown in FIG. 4. The first portion, shown in FIG. 4A, is the standard, or conventional, initialization protocol flow between the notebook computer 10 and either a keyboard 46 or a mouse 48. After power up or a reset (FF) command from the BIOS, the device will identify its type (“AA”=keyboard; “AA 00”=mouse). A read identification (I2) command is then issued and a keyboard 46, for example, will return an acknowledgment (FA) response and the “AB 41 ” identification number.

A novel protocol for reading the key device data through a PS-2 or USB port is shown in FIG. 4b. After the initialization protocol is executed, the key device 20 waits for a unique two-command sequence that it will recognize as the cue for sending the key device serial number and encryption key. For illustrative purposes, the sequence is shown as an echo (EE) command followed by a read identification (I2) command. The program sends an echo (EE) command to the key device 20. The key device 20 returns an echo (EE) response. After the echo test bits have been verified, the program issues a read identification (I2) command to the key device 20. The key device 20 returns an acknowledgment (FA) response and the “AB 41 ” identification number and further appends the key device serial number and encryption key. In this example, the key device 20 appends the serial number and encryption key only when the read identification (I2) command is immediately preceded by the echo (EE) command.

In Step 3, the program compares the key device serial number to the corresponding number in a set of stored validation records, one of which is maintained for each user. The records are stored in a reserved sector of the hard disk 42, or other mass storage device, preferably when the security system software is installed on the computer. Each validation record is comprised of the following fields:

FIELD 1—key device serial number (standard ASCII characters)
FIELD 2—internal device serial number (encrypted)
FIELD 3—level: user or supervisor (encrypted)
FIELD 4—user encryption keys (encrypted)
FIELD 5—user information (encrypted)

If the key device serial number received from the key device 20 does not match field 1 of any of the validation records, then the program proceeds to Step 9.

In Step 4, the program uses the encryption key to decrypt the encrypted portions of the validation record. If the decrypted record reads as plain ASCII text, the program moves to Step 5, otherwise, it proceeds to Step 9. At Step 5, the program reads the serial number of an internal device, preferably the hard disk 42. The retrieved serial number is compared to the plain text serial number of field 2 of the validation record. If the serial numbers match, the user has been validated. If the numbers do not match, the program moves to Step 9.

In Step 8, the program waits for the key device 20 to be disconnected from the notebook computer 10. It periodically executes the read protocol of FIG. 4b to determine whether the key device serial number and encryption key data are appended to the acknowledgment (FA) response. When the key device data is not appended to the acknowledgment (FA) response, the program terminates and normal computer operations can commence.

In a multiple user situation, a supervisor is designated by setting the single bit of field 3 of the validation record. If the bit is set, the supervisor can gain access to the users' encryption keys which are stored in field 4. The user information in field 5 holds user-specific data stored for informational purposes.

To provide protection against the copying of the serial number and encryption key data from the key device 20, a “super key” access code procedure may be programmed by the manufacturer into the key device 20, and a “super key” verification step may be inserted at the start of the user validation procedure. The access code procedure requires the key device 20 to verify receipt of a matching code number before it will output the serial number and encryption key data. Preferably, the access code “hops”, or changes, each time the key device 20 is accessed.

A novel protocol for writing data to the key device 20 through a PS-2, USB or IR port is shown in FIG. 4C. The write protocol is executed after the initialization protocol of FIG. 4A and prior to the read protocol of FIG. 4B. The key device 20 waits for a unique two-command sequence that it will recognize as the signal that the program is sending one byte of data. For illustrative purposes, the sequence is shown as two consecutive echo (EE) commands. After the echo test bits are verified, the program issues a low nibble (0X0; X=low nibble data) data message to the key device 20. The key device 20 returns an acknowledgment (FA) response. The program next issues a high nibble (0X0; Y=high nibble data) data message to the key device 20 and the key device 20 again returns an acknowledgment (FA) response.

The “super key” access code number that is sent by the program to the key device 20 may be longer than one byte. The write protocol of FIG. 4C is repeated as necessary for each additional byte of data. The key device 20 microprocessor 22 concatenates the low and high nibbles and compares the resulting number to the access code number stored in its memory 24. If the numbers do not match, the key device 20 will not append the serial number and encryption key data to the acknowledgment (FA) response as shown in FIG. 4B.

Alternative physical connections can be employed to connect the key device 20 to a notebook computer 10 as shown in FIG. 5. Any serial or parallel port may be used, although the PS-2 and USB port connections, shown respectively in FIGS. 5A and 5B, are preferred because of their small size. In a third alternative, an IR key device 21 is equipped for Infra-Red (IR) communications with a notebook computer 10 via an IR port 16 as shown in FIG. 5C. In a fourth alternative, a special PS-2 “Y” connector 13, equipped with an internal automatic switch (not shown), is employed to permit the simultaneous PS-2 connection of a key device 20 and a keyboard 46 (or mouse 48) to a notebook computer 10 as shown in FIG. 5D. In a fifth alternative, a special PS-2 “Y” connector 17, equipped with an internal automatic switch (not shown), is employed to permit the simultaneous IR connection of an IR key device 21 and a keyboard 46 (or mouse 48) to a notebook computer 10 as shown in FIG. 5E. In a sixth alternative, the key device 20 is connected to the keyboard port 18 of a desktop computer 11 via a special AT “Y” connector 19, equipped with an internal automatic switch (not shown), that also permits the simultaneous connection of an AT keyboard 47 as shown in FIG. 5F.

The internal automatic switch (not shown) in each “Y” connector is controlled by an internal microprocessor (not shown). The switch is configured to be normally open at the key device port and normally closed at the “pass-through”
port of each “Y” connector. The microprocessor monitors the transmissions across the switch. When it detects the protocol command sequences described above, it temporarily switches the connection to the key device port and relays the command and response messages between the computer 10 and the key device 20. The switch automatically reverts back to pass-through mode when the computer 10 key device 20 communications are completed.

Alternate physical configurations of the key device 20 are also possible. The key device 20 may be implemented as a Personal Computer Memory Card Industry Association (PCMCIA) card, a floppy diskette, or by any other detachable means for providing a key device serial number and an encryption key to the notebook computer 10. As an added feature of the invention, an application program that implements the user-validation procedure may be installed with the security system and, preferably, on a Microsoft Windows 95/98/NT/CE platform. The application will provide either (user selected) automatic hard disk lock-up or computer power-down that triggers during normal operation after expiration of a user-defined inactivity period. The application also supports manual initiation of lock-up or power-down. In such a case, the program is not installed, the application can be used to prevent unauthorized user access to the hard disk contents.

To support the application on the Windows 95/98/NT/CE platform, an Operating System Interface (OSI) is provided. The application 92 is interfaced to the operating system 100 via an Application Program Interface (API) layer 90 as shown in FIG. 6. The OSI is comprised of two parts: the key device driver 112 and the OS visual interface. Within the I/O subsystem 104 an interface layer 110 supports various drivers, such as a disk driver 114, a key device driver 112, and a network driver 116. The key device driver 112 provides the application interface to the key device 20. It reads the key device serial number and the encryption key, matches the key device serial number to that of the validation record stored on the hard disk, and uses the encryption key to decrypt the encrypted portion of the validation record.

An OS visual interface is illustrated in FIG. 7. The interface is comprised of a display window 82 for displaying messages to the user during the user-validation procedure or setting program parameters, a task bar “key” object 84 to either lock/unlock the hard disk or power-down the computer, a “key” icon 86 in the control panel for adjusting program parameters, and a “vault” object 88 to indicate whether the hard disk is locked or not (e.g., the vault door is either closed or open).

It is desirable that some form of warning label be applied to the exterior of the notebook computer 10 to deter a would-be thief. Such a practice is common with home burglarly systems. The label should state that the computer is protected by a security system that will not permit operation without a special key device.

The utility of the invention is not limited to deterrence of computer hardware theft. For example, the key device 20 may also be used as a new and improved “dongle” for software copy protection. A dongle is a hardware security device that attaches to an I/O port, typically the parallel port, of a computer and contains a unique key number. To protect against software theft, third party applications 91 may require retrieval of a key, such as that stored in a dongle, to permit execution. With little or no modification, the key device 20 may be used as a dongle. In addition, software developers may incorporate into their applications the user validation procedure and PS-2/USB/IR communications protocols described above.

The foregoing has been limited to specific embodiments of this invention. It will be apparent, however, that variations and modifications may be made to the embodiments, with the attainment of some or all of their advantages. Therefore, it is the object of the appended claims to cover all such variations and modifications as come within the true spirit and scope of the invention.

What is claimed is:

1. A multi-level security system to prevent unauthorized use of a computer, said system comprising:
   a program resident on said computer and implementing a user-validation procedure;
   a key device to be inserted into the computer by the user to gain use of the computer, and carrying a first serial number and an optional encryption key;
   means for storing in said computer a second serial number, said second serial number being the serial number of a device internal to said computer;
   a mass storage device installed in said computer and storing a validation record; said validation record including an unencrypted portion and an encrypted portion, said unencrypted portion including a copy of said first serial number and said encrypted portion including a copy of said second serial number;
   means for interfacing said key device to said computer;
   a protocol initiated by said computer that is recognized by said key device to transmit said first serial number and said encryption key;
   means for reading said first serial number and said encryption key from said key device, and for matching the key device and the validation record, and means for allowing use of the computer only if said matching exists.

2. The system of claim 1 wherein the user-validation procedure comprises the steps of:
   1. comparison of said first serial number from said key device to said copy of first serial number;
   2. decryption of said encrypted portion of validation record using said encryption key to produce a decrypted copy of the second serial number;
   3. comparison of said second serial number from said internal device to said decrypted copy of second serial number;
   4. automatic power-down of said computer if said first serial number comparison and said second serial number comparisons are not matches.

3. The system of claim 1 wherein said user-validation procedure is performed by a program residing in a BIOS ROM adapter of said computer.

4. A multi-level security system to prevent unauthorized use of a computer, said system comprising:
   a program resident on said computer and implementing a user-validation procedure;
   a key device to be inserted into the computer by the user to gain use of the computer, and carrying an access code, a first serial number and an encryption key;
   means for storing in said computer a second serial number, said second serial number being the serial number of a device internal to said computer;
   a mass storage device installed in said computer and storing a validation record; said validation record comprising an unencrypted portion and an encrypted portion, said unencrypted portion including copies of said access code and said first serial number and said encrypted portion including a copy of said second serial number;
means for interfacing said key device to said computer; means for writing said copy of access code to said key device comprising means for comparing said access code to said copy of access code; and means for reading said first serial number and said encryption key from said key device.

5. The system of claim 4 wherein the user-validation procedure comprises the steps of:

1. transmission of said copy of access code to said key device for access code verification;
2. transmission of said first serial number and said encryption key from said key device if said access code is verified;
3. comparison of said first serial number from said key device to said copy of first serial number;
4. decryption of said encrypted portion of validation record using said encryption key to produce a decrypted copy of the second serial number;
5. comparison of said second serial number from said internal device to said decrypted copy of second serial number; and
6. automatic power-down of said computer if said first serial number comparison and said second serial number comparisons are not matches.

6. The system of claim 4 wherein said user-validation procedure is performed by a program residing in a BIOS ROM adapter of said computer.

7. A multi-level security system to prevent unauthorized use of a computer, said system comprising:

a key device to be inserted into the computer by the user to gain use of the computer and carrying a first serial number;

a device installed in said computer and storing a validation record, said validation record having a copy of said first serial number;
an interface to connect said key device to said computer and to provide a pathway to read said first serial number;

a computer program to compare said first serial number from said key device to said copy of said first serial number; and,

means for automatically powering down said computer if said first serial number and said copy of said first serial number do not match.

8. The security system of claim 7 further wherein:

said key device has an electrical contact interface to contact internals of the computer when inserted into the computer by the user to gain use of the computer and carries an encryption key;
said computer has a device to store a copy of a second serial number;
said validation record has an encrypted portion, said encrypted portion carrying an encrypted copy of said second serial number;
said computer program to decrypt said second serial number from said validation record using said encryption key, to produce a decrypted version of said second serial number, and to compare said decrypted version of said second serial number with said copy of said second serial number; and,

means for automatically powering down said computer if said copy of said second serial number and said decrypted copy of said second serial number do not match.

9. A method for securing a computer comprising the steps of:

carrying a first serial number and an encryption key in a key device;
inserting said key device by user into the computer to gain use of the computer;
 storing a copy of a second serial number in a device in said computer;
 storing a validation record in at least one storage device installed in said computer, said validation record having a copy of said first serial number, and having an encrypted version of said second serial number;
 providing a pathway to read said first serial number and said encryption key through an interface connecting said key device to said computer;
 comparing said first serial number from said key device to said copy of said first serial number;
 decrypting said second serial number from said validation record using said encryption key, to produce a decrypted version of said second serial number;
 comparing said decrypted version of said second serial number with said copy of said second serial number;
 powering down said computer if said first serial number and said copy of said first serial number do not match; and,

powering down said computer if said copy of said second serial number and said decrypted copy of said second serial number do not match.

10. The method of claim 9 further comprising:

carrying an access code in said key device (key device access code);

carrying a copy of said access code in said validation record (validation access code);

writing said validation access code to said key device, said key device comparing said key device access code to said validation access code; and,

powering down said computer if said key device access code and said validation access code do not match.