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(57)【特許請求の範囲】
【請求項１】
　管理端点装置間で監視フレームを所定時間毎に送受信することでネットワーク状態の監
視を行う通信システムに用いられる通信装置であって、
　前記監視フレームを受信する受信手段と、
　前記監視フレームの発信元である管理端点装置の識別情報を管理する管理テーブルと、
　前記受信手段により受信された監視フレームの発信元の管理端点装置の識別情報が前記
管理テーブルに本登録されていない場合、該管理端点装置の識別情報を前記管理テーブル
に登録する登録手段と、を備え、
　前記登録手段は、
　前記受信手段により受信された監視フレームの発信元の管理端点装置の識別情報が前記
管理テーブルに含まれていない場合、該管理端点装置の識別情報を仮登録の登録状態とし
て登録し、
　前記受信手段により受信された監視フレームの発信元の管理端点装置の識別情報が前記
管理テーブルに仮登録の登録状態として登録され、該管理端点装置からの監視フレームの
受信回数が所定の登録閾値未満である場合、該管理端点装置の識別情報を仮登録の登録状
態のままで登録し、
　前記受信手段により受信された監視フレームの発信元の管理端点装置の識別情報が前記
管理テーブルに仮登録の登録状態として登録され、該管理端点装置からの監視フレームの
受信回数が所定の登録閾値以上である場合、該管理端点装置の識別情報を本登録の登録状
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態として登録する、
ことを特徴とする通信装置。
【請求項２】
　前記管理テーブルに登録された前記各管理端点装置の識別情報について、該識別情報に
より識別される管理端点装置からの監視フレームが前記受信手段により受信されてからの
経過時間を計測する計時手段と、
　前記管理テーブルに登録された前記管理端点装置の識別情報の少なくとも何れかについ
て、前記計時手段により計測される経過時間が所定の削除閾値以上となっても該識別情報
により識別される管理端点装置からの監視フレームが受信されない場合、該管理端点装置
の識別情報を前記管理テーブルから削除する削除手段と、を備えたことを特徴とする請求
項１記載の通信装置。
【請求項３】
　前記管理テーブルは、前記管理端点装置の識別情報に、該管理端点装置について前記計
時手段により計測される経過時間を関連付けて格納し、
　前記登録手段は、前記管理テーブルに格納された経過時間に基づいて、前記各管理端点
装置について前記計時手段により計測される経過時間が所定の削除閾値以上であるか否か
を判断することを特徴とする請求項２記載の通信装置。
【請求項４】
　前記管理テーブルは、前記管理端点装置の識別情報に、該管理端点装置からの監視フレ
ームの受信回数を関連付けて格納し、
　前記登録手段は、前記管理テーブルに格納された受信回数に基づいて、前記受信手段に
より受信された監視フレームの発信元の管理端点装置の識別情報を登録する登録状態を判
断することを特徴とする請求項１乃至３のいずれかに記載の通信装置。
【請求項５】
　管理端点装置間で監視フレームを所定時間毎に送受信することでネットワーク状態の監
視を行う通信システムであって、
　前記通信システムにおける少なくとも１つの通信装置は、
　前記監視フレームを受信する受信手段と、
　前記監視フレームの発信元である管理端点装置の識別情報を管理する管理テーブルと、
　前記受信手段により受信された監視フレームの発信元の管理端点装置の識別情報が前記
管理テーブルに本登録されていない場合、該管理端点装置の識別情報を前記管理テーブル
に登録する登録手段と、を備え、
　前記登録手段は、
　前記受信手段により受信された監視フレームの発信元の管理端点装置の識別情報が前記
管理テーブルに含まれていない場合、該管理端点装置の識別情報を仮登録の登録状態とし
て登録し、
　前記受信手段により受信された監視フレームの発信元の管理端点装置の識別情報が前記
管理テーブルに仮登録の登録状態として登録され、該管理端点装置からの監視フレームの
受信回数が所定の登録閾値未満である場合、該管理端点装置の識別情報を仮登録の登録状
態のままで登録し、
　前記受信手段により受信された監視フレームの発信元の管理端点装置の識別情報が前記
管理テーブルに仮登録の登録状態として登録され、該管理端点装置からの監視フレームの
受信回数が所定の登録閾値以上である場合、該管理端点装置の識別情報を本登録の登録状
態として登録する、
ことを特徴とする通信システム。
【請求項６】
　管理端点装置間で監視フレームを所定時間毎に送受信することでネットワーク状態の監
視を行う通信システムにおける設定方法であって、
　前記通信システムにおける少なくとも１つの通信装置は、前記監視フレームの発信元で
ある管理端点装置の識別情報を管理する管理テーブルを備え、
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　前記通信装置が前記監視フレームを受信する受信工程と、
　前記受信工程により受信された監視フレームの発信元の管理端点装置の識別情報が前記
管理テーブルに本登録されていない場合、該管理端点装置の識別情報を前記管理テーブル
に登録する登録工程と、を備え、
　前記登録工程は、
　受信された監視フレームの発信元の管理端点装置の識別情報が前記管理テーブルに含ま
れていない場合、該管理端点装置の識別情報を仮登録の登録状態として登録し、
　受信された監視フレームの発信元の管理端点装置の識別情報が前記管理テーブルに仮登
録の登録状態として登録され、該管理端点装置からの監視フレームの受信回数が所定の登
録閾値未満である場合、該管理端点装置の識別情報を仮登録の登録状態のままで登録し、
　受信された監視フレームの発信元の管理端点装置の識別情報が前記管理テーブルに仮登
録の登録状態として登録され、該管理端点装置からの監視フレームの受信回数が所定の登
録閾値以上である場合、該管理端点装置の識別情報を本登録の登録状態として登録する、
ことを特徴とする設定方法。
【請求項７】
　管理端点装置間で監視フレームを所定時間毎に送受信することでネットワーク状態の監
視を行う通信システムに用いられる通信装置の設定プログラムであって、
　前記通信装置は、前記監視フレームの発信元である管理端点装置の識別情報を管理する
管理テーブルを備え、
　前記監視フレームを受信する受信手順と、
　前記受信手順により受信された監視フレームの発信元の管理端点装置の識別情報が前記
管理テーブルに本登録されていない場合、該管理端点装置の識別情報を前記管理テーブル
に登録する登録手順と、を前記通信装置のコンピュータに実行させ、
　前記登録手順は、
　受信された監視フレームの発信元の管理端点装置の識別情報が前記管理テーブルに含ま
れていない場合、該管理端点装置の識別情報を仮登録の登録状態として登録し、
　受信された監視フレームの発信元の管理端点装置の識別情報が前記管理テーブルに仮登
録の登録状態として登録され、該管理端点装置からの監視フレームの受信回数が所定の登
録閾値未満である場合、該管理端点装置の識別情報を仮登録の登録状態のままで登録し、
　受信された監視フレームの発信元の管理端点装置の識別情報が前記管理テーブルに仮登
録の登録状態として登録され、該管理端点装置からの監視フレームの受信回数が所定の登
録閾値以上である場合、該管理端点装置の識別情報を本登録の登録状態として登録する、
ことを特徴とする設定プログラム。
【請求項８】
　管理端点装置間で監視フレームを所定時間毎に送受信することでネットワーク状態の監
視を行う通信システムに用いられる通信装置の設定用回路であって、
　前記監視フレームを受信する受信手段と、
　前記監視フレームの発信元である管理端点装置の識別情報を管理する管理テーブルと、
　前記受信手段により受信された監視フレームの発信元の管理端点装置の識別情報が前記
管理テーブルに本登録されていない場合、該管理端点装置の識別情報を前記管理テーブル
に登録する登録手段と、を備え、
　前記登録手段は、
　前記受信手段により受信された監視フレームの発信元の管理端点装置の識別情報が前記
管理テーブルに含まれていない場合、該管理端点装置の識別情報を仮登録の登録状態とし
て登録し、
　前記受信手段により受信された監視フレームの発信元の管理端点装置の識別情報が前記
管理テーブルに仮登録の登録状態として登録され、該管理端点装置からの監視フレームの
受信回数が所定の登録閾値未満である場合、該管理端点装置の識別情報を仮登録の登録状
態のままで登録し、
　前記受信手段により受信された監視フレームの発信元の管理端点装置の識別情報が前記
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管理テーブルに仮登録の登録状態として登録され、該管理端点装置からの監視フレームの
受信回数が所定の登録閾値以上である場合、該管理端点装置の識別情報を本登録の登録状
態として登録する、
ことを特徴とする設定用回路。
 
【発明の詳細な説明】
【技術分野】
【０００１】
　本発明は、管理端点装置間で所定時間毎に監視フレームを送受信することで、ネットワ
ークの状態監視を行うネットワークに用いられる通信装置、通信システム、設定方法、設
定プログラム、および設定用回路に関する。
【背景技術】
【０００２】
　イーサネット（登録商標）における保守運用管理のために使用されるイーサネットＯＡ
Ｍ（Operation Administration and Maintenance）が、ＩＴＵ－Ｔ（International Tele
communication Union Telecommunication Standardization Sector）　Ｙ．１７３１やＩ
ＥＥＥ（Institute of Electrical and Electronic Engineers）　８０２．１ａｇで規定
されている。イーサネットＯＡＭでは監視区間をＭＥ（Maintenance Entity）と呼び、こ
のＭＥはＭＥＧ（Maintenance Entity Group）レベル毎に設定可能である。ＭＥＧレベル
としては０～７の８つの監視レベルが規定されている。また、監視区間（ＭＥ）の両端に
は終端点であるＭＥＰ（Maintenance entity group End Point）を設定する必要がある。
【０００３】
　図１５にＭＥとＭＥＰの設定例を示す。図１５に示すように装置間でＭＥ（監視区間）
を設定し、監視区間の両端に下向き黒三角形で示されたＭＥＰ（終端点）が設定される。
　また、ＭＥとＭＥＰはＭＥＧレベルを属性として持ち、図１５に示すように下位のＭＥ
ＧレベルのＭＥが上位のＭＥＧレベルのＭＥをまたがらないように規定されている。
【０００４】
　従って、イーサネットＯＡＭフレームを動作させて保守運用管理を行う場合には、事前
に、各監視区間（ＭＥ）におけるＭＥＰ位置の各イーサネット通信装置に、そのＭＥのＭ
ＥＧレベルにおけるＭＥＰをそれぞれ登録する必要がある。また、ＭＥＰ間を中継するイ
ーサネット通信装置には、監視フレームを中継するＭＩＰ（Maintenance Intermediate P
oint）が登録されている場合がある。
【０００５】
　また、片方向リンク障害の発生からの障害検出時間を短縮する目的で、専用に定義され
たリンク正常性チェックフレームを送受信し、そのフレームの宛先情報により宛先テーブ
ルを検索した際、対応するエントリが存在しない場合には、一般的な学習処理として、宛
先テーブルに新規に宛先を追加するようにするものがある（例えば、特許文献１参照）。
【０００６】
　また、レイヤ２スイッチ装置でのリングアグリゲーションの構成を管理するリングアグ
リゲーション管理テーブルについて、１つのリングアグリゲーショングループに属するポ
ートに障害が発生すると、そのリングアグリゲーショングループに属するポートを持つ他
の回線カードにもリングアグリゲーション管理テーブルを更新させるものがある（例えば
、特許文献２参照）。
【先行技術文献】
【特許文献】
【０００７】
【特許文献１】特開２００９－１３５６２５号公報
【特許文献２】特開２００８－２４４９０７号公報
【発明の概要】
【発明が解決しようとする課題】
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【０００８】
　しかしながら、上述したＭＥＰの登録では、ネットワーク内での各ＭＥにおけるＭＥＰ
位置にある各イーサネット通信装置に対してそれぞれ個別に登録情報を設定する必要があ
るため、各イーサネット通信装置に対して保守用端末を接続して設定するか、登録情報の
入ったメモリカードをイーサネット通信装置に接続して読み込ませる必要があった。
【０００９】
　このため、ＭＥＰの登録のために、各イーサネット通信装置は登録情報設定用のインタ
フェースやＣＰＵ（Central Processing Unit）を搭載したりする必要があり、回路が大
規模になったり、消費電力やコストや増大する虞があった。
　また、各イーサネット通信装置に登録するＭＥＰの登録情報量が多く複雑なため、登録
情報の設定を間違ってしまう虞もあった。
【００１０】
　また、上述した特許文献１のものにおける宛先テーブルへの宛先追加は、障害検出時間
を短縮するために単にテーブルの宛先数を増やしていく、一般的な学習処理として行われ
るものであり、装置の設定を行うことについても、回路の簡略化やコスト削減することに
ついても考慮されたものではなかった。
　また、専用に定義されたリンク正常性チェックフレームを送受信することで障害検出時
間を短縮しようとするものであり、定期的な監視フレームを用いることについてまで考慮
されたものではなかった。
【００１１】
　また、上述した特許文献２のものは、通常フレームの送受信について障害が検出された
際のテーブル更新動作を示すものであり、定期的に送受信される監視フレームを用いるこ
とについても、装置を自動設定することについても考慮されたものではなかった。
【００１２】
　本発明はこのような状況に鑑みてなされたものであり、専用に定義されたフレームを必
要とせず、定期的に送受信される監視フレームを用いるだけで管理端点装置としての情報
を自動設定することができ、回路の簡略化、コスト削減を図ることができる通信装置、通
信システム、設定方法、設定プログラム、および設定用回路を提供することを目的とする
。
【課題を解決するための手段】
【００１３】
　かかる目的を達成するために、本発明に係る通信装置は、管理端点装置間で監視フレー
ムを所定時間毎に送受信することでネットワーク状態の監視を行う通信システムに用いら
れる通信装置であって、監視フレームを受信する受信手段と、監視フレームの発信元であ
る管理端点装置の識別情報を管理する管理テーブルと、受信手段により受信された監視フ
レームの発信元の管理端点装置の識別情報が管理テーブルに本登録されていない場合、該
管理端点装置の識別情報を管理テーブルに登録する登録手段と、を備えたことを特徴とす
る。
【００１４】
　また、本発明に係る通信システムは、管理端点装置間で監視フレームを所定時間毎に送
受信することでネットワーク状態の監視を行う通信システムであって、通信システムにお
ける少なくとも１つの通信装置は、監視フレームを受信する受信手段と、監視フレームの
発信元である管理端点装置の識別情報を管理する管理テーブルと、受信手段により受信さ
れた監視フレームの発信元の管理端点装置の識別情報が管理テーブルに本登録されていな
い場合、該管理端点装置の識別情報を管理テーブルに登録する登録手段と、を備えたこと
を特徴とする。
【００１５】
　また、本発明に係る設定方法は、管理端点装置間で監視フレームを所定時間毎に送受信
することでネットワーク状態の監視を行う通信システムにおける設定方法であって、通信
システムにおける少なくとも１つの通信装置は、監視フレームの発信元である管理端点装



(6) JP 5376047 B2 2013.12.25

10

20

30

40

50

置の識別情報を管理する管理テーブルを備え、上記通信装置が監視フレームを受信する受
信工程と、受信工程により受信された監視フレームの発信元の管理端点装置の識別情報が
管理テーブルに本登録されていない場合、該管理端点装置の識別情報を管理テーブルに登
録する登録工程と、を備えたことを特徴とする。
【００１６】
　また、本発明に係る設定プログラムは、管理端点装置間で監視フレームを所定時間毎に
送受信することでネットワーク状態の監視を行う通信システムに用いられる通信装置の設
定プログラムであって、上記通信装置は、監視フレームの発信元である管理端点装置の識
別情報を管理する管理テーブルを備え、監視フレームを受信する受信手順と、受信手順に
より受信された監視フレームの発信元の管理端点装置の識別情報が管理テーブルに本登録
されていない場合、該管理端点装置の識別情報を管理テーブルに登録する登録手順と、を
上記通信装置のコンピュータに実行させることを特徴とする。
【００１７】
　また、本発明に係る設定用回路は、管理端点装置間で監視フレームを所定時間毎に送受
信することでネットワーク状態の監視を行う通信システムに用いられる管理端点装置の設
定用回路であって、監視フレームを受信する受信手段と、監視フレームの発信元である管
理端点装置の識別情報を管理する管理テーブルと、受信手段により受信された監視フレー
ムの発信元の管理端点装置の識別情報が管理テーブルに本登録されていない場合、該管理
端点装置の識別情報を管理テーブルに登録する登録手段と、を備えたことを特徴とする。
【発明の効果】
【００１８】
　以上のように、本発明によれば、専用に定義されたフレームと必要とせず、定期的に送
受信される監視フレームを用いるだけで管理端点装置としての情報を自動設定することが
できる。さらに、回路の簡略化、コスト削減を図ることができる。
【図面の簡単な説明】
【００１９】
【図１】本発明の実施形態としてのイーサネット通信装置０１１の構成例を示すブロック
図である。
【図２】イーサネットＯＡＭ用テーブル０１３への格納情報例を示す図である。
【図３】ＩＥＥＥ８０２．１Ｑ　Untaggedフレームの例を示す図である。
【図４】ＩＥＥＥ８０２．１Ｑ　Taggedフレームの例を示す図である。
【図５】図３のDataフィールド０３３および図４のDataフィールド０４３内容を示す図で
ある。
【図６】図５のFlagsフィールド０５３の詳細を示す図である。
【図７】イーサネットＯＡＭ処理部０１２における自装置向けＣＣＭフレームを判別する
処理を示すフローチャートである。
【図８】本実施形態によるＭＥＰの自動登録処理フローを示すフローチャートである。
【図９】イーサネットＯＡＭ用テーブル０１３へ格納する情報の書き換え例１を示す図で
ある。
【図１０】本実施形態による各ＭＥＰの状態遷移を示す図である。
【図１１】イーサネットＯＡＭ用テーブル０１３へ格納する情報の書き換え例２を示す図
である。
【図１２】イーサネットＯＡＭ用テーブル０１３へ格納する情報の書き換え例３を示す図
である。
【図１３】他の実施形態によるＭＥＰの自動登録処理フローを示すフローチャートである
。
【図１４】他の実施形態による各ＭＥＰの状態遷移を示す図である。
【図１５】一般的なイーサネットＯＡＭにおけるＭＥとＭＥＰの設定例を示す図である。
【発明を実施するための形態】
【００２０】
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　次に、本発明に係る通信装置、設定方法、設定プログラム、および設定用回路を、イー
サネットＯＡＭフレームを動作させるイーサネット通信装置に適用した一実施形態につい
て、図面を用いて詳細に説明する。
【００２１】
　本実施形態は、イーサネットＯＡＭフレームを動作させるためのＭＥＰをイーサネット
通信装置に対して自動で登録することを特徴とする。また、登録されたＭＥＰを自動で削
除することも特徴とする。
【００２２】
　このため、本実施形態では、ネットワーク内を流れるフレームから、自装置向けのイー
サネットＯＡＭフレームを抽出し、そのフレーム情報を基にイーサネット通信装置に対し
てＭＥＰを自動で登録することを可能にする。
　また、自装置向けのイーサネットＯＡＭフレームを一定時間受信しなくなったら登録さ
れているＭＥＰを自動で削除することも可能にする。
【００２３】
　次に、本実施形態の基本構成について説明する。
　ＩＴＵ－Ｔ　Ｙ．１７３１またはＩＥＥＥ８０２．１ａｇに規定されているイーサネッ
トＯＡＭ機能を動作させるには、イーサネット通信装置に対してＭＥＰを登録する必要が
ある。
【００２４】
　図１は本発明の一実施例としてのイーサネット通信装置０１１内のブロック図を示す。
矢印はイーサネットフレームの流れを示す。
　イーサネットＯＡＭ機能を動作させるには、通常、イーサネットＯＡＭ処理部０１２、
イーサネットＯＡＭ用テーブル０１３、ＭＡＣアドレス格納用メモリ０１４から構成され
る。本発明は、ＤＩＰスイッチなどのＭＥＬ（MEG Level）設定用スイッチ０１５の追加
と、イーサネットＯＡＭ処理部０１２の処理方法を変更することで実現する。
【００２５】
　イーサネットＯＡＭ用テーブル０１３への格納情報の一例を図２に示す。このテーブル
情報を基にＥＴＨ－ＣＣ（Ethernet（登録商標） Continuity Check）を実施することが
可能になり、イーサネット通信装置に登録されたＭＥＰ間でＣＣＭ（Continuity Check M
essage）フレームを送受信する。イーサネット通信におけるフレームフォーマットはＩＥ
ＥＥに規定されており、ＩＥＥＥ８０２．１Ｑ　Untaggedフレームの場合を図３に、ＩＥ
ＥＥ８０２．１Ｑ　Taggedフレームの場合を図４に示す。ＣＣＭフレームフォーマットは
ＩＴＵ－Ｔ　Ｙ．１７３１またはＩＥＥＥ８０２．１ａｇに規定されており、図３のData
フィールド０３３および図４のDataフィールド０４３が図５に示す内容になる。図５のFl
agsフィールド０５３の詳細を図６に示す。
【００２６】
　イーサネットＯＡＭ処理部０１２での本発明の処理フローを図７、図８に示す。本処理
フローはフレームを受信する毎に処理するフローとして示す。また、その時の状態遷移図
を図１０に示す。図９、図１１、図１２には、イーサネットＯＡＭ用テーブル０１３へ格
納する情報の書き換え例を示す。他の実施例としての処理フローを図１３に、状態遷移図
を図１４に示す。
【００２７】
　次に、本実施形態の構成、動作について、図１、図２を参照して詳細に説明する。
　図１に示すイーサネット通信装置０１１の矢印の向きにイーサネットフレームが流れる
。イーサネット通信装置０１１はフレームを受信する度に、イーサネットＯＡＭ処理部０
１２にて受信フレームを処理する。その際、イーサネットＯＡＭ用テーブル０１３、ＭＡ
Ｃアドレス格納用メモリ０１４、ＭＥＬ設定用スイッチ０１５の各情報を使用する。
【００２８】
　イーサネットＯＡＭ用テーブル０１３への格納情報の一例を図２に示す。ＩＴＵ－Ｔ　
Ｙ．１７３１またはＩＥＥＥ８０２．１ａｇに規定されているイーサネットＯＡＭ機能の
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ＭＥＰをイーサネット通信装置に登録するには、イーサネット通信装置０１１に図２に示
すようなイーサネットＯＡＭ用テーブルを構築し、ネットワーク内の各イーサネット通信
装置のイーサネットＯＡＭ用テーブルにそれぞれ個別の情報を事前に設定する必要がある
。
【００２９】
　図２に示すイーサネットＯＡＭ用テーブルの情報内容は一例であり、イーサネットＯＡ
Ｍ用テーブル０１３の枠番号である各MEP Entry（識別情報）について、MEL、MEG ID、Pe
riod、MEP ID、Peer MEP IDなどといった情報が関連付けられて格納される。この情報を
基にイーサネットＯＡＭ機能のＥＴＨ－ＣＣ機能が動作可能になる。ＥＴＨ－ＣＣ機能は
、２つ以上のＭＥＰ間でＣＣＭフレームを一定間隔で送信し合い、それを各ＭＥＰでＣＣ
Ｍフレームの受信をチェックすることで疎通ルートの正常性を確認する機能である。
　また、イーサネットＯＡＭ処理部０１２は、受信したＣＣＭフレームの発信元ＭＥＰを
、イーサネットＯＡＭ用テーブル０１３の情報内容を基にそれら情報内容が関連付けられ
たMEP Entryにより識別する。
【００３０】
　ＭＡＣアドレス格納用メモリ０１４は、ＩＥＥＥに規定されている自装置のＭＡＣアド
レスを格納する。ＭＡＣアドレスは、ネットワーク内で同じアドレスが存在することはな
く、装置固有の値である。
【００３１】
　ＭＥＬ設定用スイッチ０１５は、イーサネット通信装置０１１が処理可能なＭＥＬ値を
設定するものである。ＭＥＬ設定用スイッチ０１５で設定した値以下のＭＥＬ値を持つフ
レームを受信したら処理し、設定値よりも大きな値を持つフレームを受信したら処理せず
に透過する。
【００３２】
　次に、本実施形態の動作について説明する。図７に、イーサネットＯＡＭ処理部０１２
における自装置向けＣＣＭフレームを判別する処理フローを示す。
【００３３】
　図１のイーサネットＯＡＭ処理部０１２は、フレームを受信する度に図７に示す処理フ
ローの流れで自装置向けＣＣＭフレームを判別する。
【００３４】
　イーサネットＯＡＭ処理部０１２でフレームを受信したら、受信フレームのＤＡ（Dest
ination Address）フィールド（０３１，０４１）がＭＡＣアドレス格納用メモリ０１４
に格納されているＭＡＣアドレスと一致している場合（処理ステップ０７１）、もしくは
、受信フレームのＤＡフィールド（０３１，０４１）がＩＥＥＥで規定されているMultic
ast Address Class1アドレスと一致している場合（処理ステップ０７２）には、次の処理
ステップ０７３に進む。
　処理ステップ０７１、０７２のどちらにも一致していない場合には、自装置向けＣＣＭ
フレームではないと判断し何もしない（処理ステップ０７６）。
【００３５】
　処理ステップ０７３では、受信フレームのＴｙｐｅフィールド（０３２，０４２）がＩ
ＥＥＥで規定されているイーサネットＯＡＭ用の値０ｘ８９０２であることをチェックす
る。処理ステップ０７３で一致している場合には次の処理ステップ０７４に進み、一致し
ていない場合には自装置向けＣＣＭフレームではないと判断し何もしない（処理ステップ
０７６）。
【００３６】
　処理ステップ０７４では、受信フレームがＣＣＭフレームであることをチェックする。
ＣＣＭフレームであるかは、受信フレームのOpCodeフィールド（０５２）の値が、ＩＴＵ
－Ｔ　Ｙ．１７３１またはＩＥＥＥ８０２．１ａｇに規定されているＣＣＭフレーム用の
値０ｘ０１であることをチェックするなどして判断する。
【００３７】
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　処理ステップ０７４でＣＣＭフレームであれば自装置向けＣＣＭフレームと判断し次の
処理フロー（図８）に進み（処理ステップ０７５）、ＣＣＭフレームでなければ自装置向
けＣＣＭフレームではないと判断し何もしない（処理ステップ０７６）。
【００３８】
　図８に、本実施形態によるＭＥＰの自動登録処理フローを示す。一実施例として、イー
サネットＯＡＭ用テーブル０１３の設定内容が図９である場合について説明する。また、
一連の処理における状態遷移図を図１０に示す。
【００３９】
　図９の本例では、４つのＭＥＰが登録可能でありその中の１つのＭＥＰが登録済の状態
にある。MEP Entryとして、ＭＥＰ１（０９１）の登録が完了しており、ＭＥＰ２（０９
２）、ＭＥＰ３（０９３）、ＭＥＰ４（０９４）はまだ登録されていない状態である。
【００４０】
　ＭＥＰ１（０９１）の各設定情報は、MEL=5（０９１－１）、MEG ID=MEG0000000001（
０９１－２）、Period=1s（秒）（０９１－３）、MEP ID=1000（０９１－４）、Peer MEP
 ID=1001（０９１－５）、受信回数Ａ=３回（０９１－６）、保護タイマＢ=０秒（０９１
－７）、登録状態=本登録（０９１－８）とする。ＭＥＰ２（０９２）、ＭＥＰ３（０９
３）、ＭＥＰ４（０９４）はまだ登録されておらず、登録状態=未登録（０９２－８、０
９３－８、０９４－８）とする。
【００４１】
　各MEP Entryはそれぞれ登録状態（０９１－８、０９２－８、０９３－８、０９４－８
）を持っており、それぞれが図１０に示す状態遷移図のようにして状態が遷移する。図１
０の状態遷移図で遷移した状態がイーサネットＯＡＭ用テーブル０１３に格納され、図９
の登録状態（０９１－８、０９２－８、０９３－８、０９４－８）に対応する。
【００４２】
　図９の例では、ＭＥＰ１は本登録（１０３）の状態であり、イーサネットＯＡＭ用テー
ブル０１３にはＭＥＰ１の登録状態が本登録（０９１－８）と格納される。ＭＥＰ２（０
９２）、ＭＥＰ３（０９３）、ＭＥＰ４（０９４）は未登録（１０１）の状態であり、イ
ーサネットＯＡＭ用テーブル０１３にはＭＥＰ２、ＭＥＰ３、ＭＥＰ４の登録状態が未登
録（０９２－８、０９３－８、０９４－８）と格納される。各登録状態は次のような状態
を意味する。
【００４３】
　MEP Entryの登録状態には、未登録（１０１）、仮登録（１０２）、本登録（１０３）
という３つの状態が存在する。
【００４４】
　未登録（１０１）の状態は、ＭＥＰが登録されておらず、これからＭＥＰを登録するこ
とが可能な状態を示す。未登録（１０１）の状態のMEP Entryは、ＣＣＭフレームの受信
チェックと送信を行っておらず、ＥＴＨ－ＣＣ機能が動作していない。
【００４５】
　本登録（１０３）の状態は、ＭＥＰが登録済の状態を示す。本登録（１０３）の状態の
MEP Entryは、イーサネットＯＡＭ用テーブル０１３に設定されている情報を基にＣＣＭ
フレームの受信チェックと送信とを行っており、ＥＴＨ－ＣＣ機能が完全に動作している
。また、ＥＴＨ－ＬＢ（Ethernet LoopBack）機能、ＥＴＨ－ＬＴ（Ethernet Link Trace
）機能などの他のイーサネットＯＡＭ機能も動作可能である。
【００４６】
　仮登録（１０２）の状態は、未登録（１０１）の状態から本登録（１０３）の状態にな
るまでの過渡期の状態を示す。仮登録（１０２）の状態のMEP Entryは、イーサネットＯ
ＡＭ用テーブル０１３に設定されている情報を基にＣＣＭフレームの受信のみをチェック
している状態である。
【００４７】
　イーサネットＯＡＭ処理部０１２は、イーサネットＯＡＭ用テーブル０１３に登録され
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ていないＭＥＰ向けの新たなＣＣＭフレームを受信すると、未登録（１０１）の状態にな
っているいずれかのMEP Entryを任意に選択し、仮登録（１０２）の状態に遷移させる。
【００４８】
　仮登録（１０２）の状態は、誤って送信されてきた自装置向けＣＣＭフレームにて、ME
P Entryの登録状態が本登録（１０３）の状態にすぐに遷移しないようにするために必要
な状態であり、イーサネットＯＡＭ用テーブル０１３に登録されていないＭＥＰ向けの新
たなＣＣＭフレームを複数回受信することで、登録状態が仮登録（１０２）から本登録（
１０３）の状態に遷移する。
【００４９】
　この仮登録（１０２）から本登録（１０３）へと状態遷移するために必要な受信回数を
、保護回数Ｋ（登録閾値）と定義する。保護回数Ｋはイーサネット通信装置０１１の固定
値として事前に設定しておく値である。例えば、保護回数Ｋ＝３回の場合、仮登録（１０
２）の状態から本登録（１０３）の状態に遷移するためには、同じＣＣＭフレームを３フ
レーム受信する必要があるということを意味する。同じＣＣＭフレームの受信回数が保護
回数Ｋに達していない過渡期の状態が仮登録（１０２）の状態である。
【００５０】
　また、保護タイマＢというパラメータを設け、登録されたＭＥＰを自動的に削除するた
めに使用する。MEP Entryの登録状態が本登録および仮登録の時に、事前に設定された書
換周期Ｔ毎に当該MEP Entryの保護タイマＢがＢ＋Ｔの値に書き換えられる。
【００５１】
　例えば、書換周期Ｔを１ｓとした場合には、１ｓ周期にイーサネットＯＡＭ用テーブル
０１３内の登録状態が本登録および仮登録になっている全MEP Entryの保護タイマＢの値
を読み出し、Ｂの値にプラス１ｓにした値を新たなＢ値として書き換える。書換周期Ｔは
イーサネット通信装置０１１の固定値として事前に設定しておく値である。
【００５２】
　また、登録状態が本登録および仮登録のＭＥＰ向けのＣＣＭフレームを受信する度に、
当該MEP Entryの保護タイマＢの値を０ｓにクリアするように書き換える。当該ＭＥＰ宛
のＣＣＭフレームを受信しなくなった場合には、保護タイマＢがクリアされることなく増
加し続けることになるが、タイマオーバーフロー値（削除閾値）を予め設定しておくこと
で、保護タイマＢがタイマオーバーフロー値に達した場合には、当該ＭＥＰの登録を削除
するようにする。ＭＥＰ登録の削除は、イーサネットＯＡＭ用テーブル０１３内のMEP En
tryの登録状態を未登録に書き換えることで可能になる。
【００５３】
　図１０のように、保護タイマＢがタイマオーバーフロー値に達した場合の状態遷移は、
本登録（１０３）から未登録（１０１）への状態遷移と仮登録（１０２）から未登録（１
０１）への状態遷移がある。この遷移した状態がイーサネットＯＡＭ用テーブル０１３に
格納され、未登録（１０１）の状態がイーサネットＯＡＭ用テーブル０１３内の登録状態
情報として書き込まれることで、当該MEP EntryのＭＥＰが削除されることになる。タイ
マオーバーフロー値もイーサネット通信装置０１１の固定値として事前に設定しておく値
である。
【００５４】
　次に、本実施形態によるＭＥＰの自動登録処理フローについて、図８を参照して説明す
る。本実施形態としてのイーサネット通信装置０１１は、図７の処理フローで自装置向け
ＣＣＭフレームと判断された受信フレームに対し、図８の処理フローで動作する。
【００５５】
　イーサネットＯＡＭ処理部０１２は、受信フレームのＭＥＬフィールド（０５１）の値
とＭＥＬ設定用スイッチ０１５で設定した自装置のＭＥＬ値を比較（処理ステップ０８１
）し、自装置のＭＥＬ値以下であれば次の処理ステップ０８２に進み、自装置のＭＥＬ値
よりも大きければ何もせずに終了する。
【００５６】
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　処理ステップ０８２では、イーサネットＯＡＭ処理部０１２が、受信フレームの各フィ
ールド値とイーサネットＯＡＭ用テーブル０１３の登録状態が本登録または仮登録になっ
ている全MEP Entryの各情報とを比較する。例として示す図９では、登録状態が本登録ま
たは仮登録になっているMEP EntryはＭＥＰ１（０９１）のみである。そのため、この時
はＭＥＰ１（０９１）の各情報とだけ比較することになる。比較する内容は、受信フレー
ムのＭＥＬフィールド（０５１）の値とＭＥＰ１のMEL=5（０９１－１）、受信フレーム
のMEG IDフィールド（０５５）の値とＭＥＰ１のMEG ID=MEG0000000001（０９１－２）、
受信フレームのPeriodフィールド（０６１）の値とＭＥＰ１のPeriod=1s（０９１－３）
である。
【００５７】
　イーサネットＯＡＭ処理部０１２は、全値が一致するMEP Entryがあるかを確認（処理
フロー０８３）し、全て一致しているMEP Entryがある場合には処理フロー０８５へ進み
、無ければ処理フロー０８４へ進む。処理フロー０８４へ進んだ場合、イーサネットＯＡ
Ｍ用テーブル０１３に登録されているＭＥＰ向けＣＣＭフレームではなく、かつ、自装置
向けのＣＣＭフレームと判断できるため、イーサネットＯＡＭ用テーブル０１３に新規に
ＭＥＰを登録する。
【００５８】
　受信フレームの各フィールド値として、ＭＥＬフィールド（０５１）の値が4、MEG ID
フィールド（０５５）の値がMEG0000000002、Periodフィールド（０６１）の値が10ms、M
EP IDフィールド（０５４）の値が2001である場合、イーサネットＯＡＭ用テーブル０１
３の内容は図１１の例のように更新される。すなわち、受信フレームの各フィールド値が
、MEP EntryにおけるＭＥＰ２（１１２）に関連付けられた情報（１１２－１～１１２－
８）として格納される。
【００５９】
　ここで、受信フレームのMEP IDフィールド（０５４）の値は通信相手のＭＥＰが送信し
てくるフレームのMEP ID値であるため、ＭＥＰ２（１１２）のPeer MEP ID値（１１２－
５）として格納する。テーブル内のMEP ID値（１１２－４）は自装置のMEP IDであり、装
置固定の値を格納する。図２、図９、図１１、図１２に示すテーブル例は、MEP ID値を10
00固定にした場合について示す。
【００６０】
　MEP Entryの値が一致して受信された回数である受信回数Ａは、新規にＭＥＰを登録す
る場合には１回（１１２－６）として格納される。保護タイマＢは、新規にＭＥＰを登録
する場合には０ｓ（１１２－７）として格納される。登録状態は、未登録ＭＥＰ向けの新
たなＣＣＭフレームを受信したということで、状態遷移図の図１０に示す仮登録（１０２
）の状態に遷移し、イーサネットＯＡＭ用テーブル０１３には仮登録（１１２－８）とし
て格納される。
【００６１】
　こうして仮登録された状態で同じＣＣＭフレームを再度受信すると、先ほどと同様に処
理ステップ０８１；Ｙｅｓであるため、処理ステップ０８２に進む。登録状態が本登録ま
たは仮登録であるMEP Entryとして、ＭＥＰ１（１１１）とＭＥＰ２（１１２）の２つが
存在するため、受信フレームの各フィールド値とこの2つMEP Entryの各登録情報とを比較
する。
【００６２】
　受信フレームのMELフィールド（０５１）、MEG IDフィールド（０５５）、Periodフィ
ールド（０６１）の値とＭＥＰ１の登録情報であるMEL値（１１１－１）、MEG ID値（１
１１－２）、Period値（１１１－３）とは全ての値が異なっているため、ＭＥＰ１宛のフ
レームではないと判断できる。ＭＥＰ２の登録情報であるMEL値（１１２－１）、MEG ID
値（１１２－２）、Period値（１１２－３）とは、全値が一致するため、処理ステップ０
８３で全値が一致するMEP Entryがあると判断でき処理ステップ０８５に進む。
【００６３】
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　処理ステップ０８５では、受信フレームのMEP IDフィールド（０５４）の値と処理ステ
ップ０８３で全値が一致したMEP EntryであるＭＥＰ２のPeer MEP ID値（１１２－５）と
を比較する。情報内容が一致するため、処理ステップ０８６で一致するMEP Entryがある
と判断でき、次の処理ステップ０８７へ進む。もし仮に、一致しないフレームを受信した
場合には、処理ステップ０８４へ進むことになる。
【００６４】
　処理ステップ０８７では、処理ステップ０８６で一致したMEP EntryであるＭＥＰ２の
受信回数Ａと装置で固有に持っている保護回数Ｋとを比較する。保護回数Ｋを３回と設定
してあった場合には、ＭＥＰ２についての受信回数Ａ＝１回（１１２－６）が保護回数Ｋ
＝３回と一致しないため、処理フロー０８８へ進む。処理フロー０８８では、一致したME
P Entryの受信回数Ａ（１１２－６）をプラス１の値にして書き換え、また、保護タイマ
Ｂ（１１２－７）を０ｓにクリアする。登録状態は仮登録（１１２－８）の状態のままで
ある。その他の値（１１２－１～１１２－５）も同じ値のままである。
【００６５】
　こうして仮登録状態、かつＭＥＰ２についての受信回数Ａ＝２回となった状態で、同じ
ＣＣＭフレームを更に１フレーム受信すると、処理ステップ０８８でＭＥＰ２の受信回数
Ａが３回に書き換えられ、保護タイマＢが０ｓにクリアされる。
　こうして仮登録後に２フレーム受信されると、処理ステップ０８８でＭＥＰ２の受信回
数Ａが３回に書き換えられ、保護タイマＢが０ｓにクリアされることになる。
【００６６】
　こうして仮登録状態、かつＭＥＰ２についての受信回数Ａ＝３回となった状態で、同じ
ＣＣＭフレームを更に１フレーム受信すると、処理ステップ０８７で、ＭＥＰ２の受信回
数Ａ＝３回と装置固有に持っている保護回数Ｋ＝３回が一致するため、処理ステップ０８
９へ進む。
【００６７】
　処理ステップ０８９では、登録状態を本登録（１２２－８）として格納する。状態遷移
図の図１０で説明すると、登録状態を仮登録（１０２）の状態で、受信回数Ａ＝３回と保
護回数Ｋ＝３回が一致しており、当該ＭＥＰであるＭＥＰ２向けのＣＣＭフレームを受信
したため、本登録（１０３）の状態に遷移するということになる。保護タイマＢ（１１２
－７）は０ｓにクリアされる。ＭＥＰ２のその他の値（１２２－１～１２２－６）は同じ
値のままである。
【００６８】
　こうして登録状態が本登録（１２２－８）となって以降、同じＣＣＭフレームを受信し
た場合は、処理ステップ０８９で保護タイマＢが０ｓ（１２２－７）にクリアされ、それ
以外の値（１２２－１～１２２－６，１２２－８）は同じ値のままである。登録状態が本
登録（１２２－８）になったＭＥＰ２は、イーサネットＯＡＭ用テーブル０１３に設定さ
れている情報を基にＣＣＭフレームの受信チェックと送信とを行っており、ＥＴＨ－ＣＣ
機能が完全に動作し、ＥＴＨ－ＬＢ機能、ＥＴＨ－ＬＴ機能などの他のイーサネットＯＡ
Ｍ機能も動作可能になる。
【００６９】
　以上のように、上述した実施形態によれば、ＭＥにおけるＭＥＰ位置にあるイーサネッ
ト通信装置に対して、イーサネットＯＡＭ動作用ＭＥＰの登録情報を自動で登録すること
が可能となる。また、自装置向けのイーサネットＯＡＭフレームを一定時間受信しなくな
ったらＭＥＰの登録を自動で削除することも可能になる。
【００７０】
　また、ＭＥＰを自動で登録できるため、イーサネット通信装置に対して、登録情報設定
用インタフェースやＣＰＵを具備させる必要がなくなり、回路を小規模にすることができ
、消費電力やコストも削減することができる。
【００７１】
　また、ＭＥＰの自動登録および自動削除が可能になることで、イーサネット通信装置に
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対する設定ミスをなくすことができる。このため、運用中のネットワークに対してイーサ
ネット通信装置の増設、減設がし易くなる。
【００７２】
　また、上述した実施形態によれば、ＩＴＵ－Ｔ　Ｙ．１７３１またはＩＥＥＥ８０２．
１ａｇに規定されたＣＣＭフレームという特定の監視フレームの情報のみを用いるため、
登録対象か否かの判断を簡単な処理で済ませることができる。このため、回路を小規模に
することができ、消費電力やコストも削減することができる。
【００７３】
　また、イーサネットＯＡＭとして定期的に送受信されるＣＣＭフレームを用いてＭＥＰ
の自動登録および自動削除が可能になるため、専用に定義されたフレームを新たに送受信
するための回路を必要とせず、回路を小規模にすることができ、消費電力やコストも削減
することができる。また、専用に定義されたフレームを新たに送受信させないためにトラ
フィックを増大させることもなく、ＭＥＰの自動登録および自動削除ができる。
【００７４】
　一般に、ＩＴＵ－Ｔ　Ｙ．１７３１またはＩＥＥＥ８０２．１ａｇにてイーサネットＯ
ＡＭに関する動作が規定されているが、動作用の設定がかなりたくさんあり複雑化してい
る。また、各ＭＥにおけるＭＥＰ間でのＣＣＭフレーム送受信も、１対１だけでなく、１
対多数での送受信の場合や、メッシュ状ネットワークにおける多数対多数での送受信の場
合もありうる。
　上述した実施形態によれば、ＭＥにおけるＭＥＰ位置にある少なくとも１台のイーサネ
ット通信装置にＭＥＰの登録を行うだけで、ＭＥＰ位置にある他のイーサネット通信装置
に対するＭＥＰ登録の設定を自動化することができる。このため、イーサネット通信装置
に対する設定を簡素化することができる。その結果、保守性が大きく高まることになる。
さらに、回路も小規模になり、消費電力やコストの削減にもつなげることができる。
【００７５】
　なお、上述した各実施形態は本発明の好適な実施形態であり、本発明はこれに限定され
ることなく、本発明の技術的思想に基づいて種々変形して実施することが可能である。
【００７６】
　例えば、イーサネットＯＡＭ用テーブル０１３の内容が異なる場合でも、ＭＥＰを自動
登録、自動削除できるものは同様とする。また、上述した動作などの説明で例として使用
した値、構成以外の場合も同様とする。
【００７７】
　また、ＭＥＬ設定用スイッチ０１５は、ＤＩＰ　ＳＷでなくても構わないものとし、設
定によって可変できるもの全てを許容するスイッチであってよい。また、装置固定の値の
ように可変できないものも許容する。その他に装置固定値として事前に設定しておく値と
明記したパラメータも、設定によって可変できるものも許容するとともに、装置固定で可
変できないものも許容する。
【００７８】
　また、登録状態が未登録（１０１）の状態から本登録（１０３）の状態へ遷移する上で
、仮登録（１０２）を必要としない場合であっても、本発明は同様に適用することができ
る。この場合、受信回数Ａと保護回数Ｋは不要な値となる。また、処理フローは図８が図
１３に置き換わり、状態遷移図は図１０が図１４に置き換わる。どちらも仮登録（１０２
）という状態が無くなることで、受信回数Ａと保護回数Ｋも用いない図としたものであり
、他の内容は上述した図８、図１０と同様である。
【００７９】
　また、上述した実施形態では、図８の処理フロー内の処理ステップ０８１では、受信フ
レームのＭＥＬフィールド（０５１）の値とＭＥＬ設定用スイッチ０１５で設定した自装
置のＭＥＬ値を比較し、自装置のＭＥＬ値以下であれば次の処理ステップ０８２に進み、
自装置のＭＥＬ値よりも大きければ何もせずに終了する処理にしている。この処理ステッ
プ０８１の処理が、受信フレームのＭＥＬフィールド（０５１）の値とＭＥＬ設定用スイ



(14) JP 5376047 B2 2013.12.25

10

20

30

40

50

ッチ０１５で設定した自装置のＭＥＬ値を比較し、自装置のＭＥＬ値と一致していれば次
の処理ステップ０８２に進み、自装置のＭＥＬ値と一致していなければ何もせずに終了す
るに置き換わっても同様とする。
　この場合、ＭＥＬ設定用スイッチ０１５の用途は、設定した値のＭＥＬ値を持つフレー
ムを受信したら処理し、設定値以外のフレームを受信したら処理せずに透過するという内
容に置き換わる。
【００８０】
　また、ＭＥＰが自動登録されてからＥＴＨ－ＬＢ機能、ＥＴＨ－ＬＴ機能などの他のイ
ーサネットＯＡＭ機能も動作可能になる説明にしているが、ＭＥＰ登録前に、ＭＥＬ設定
用スイッチ０１５以下のＬＢＭ（LoopBack Message）フレームやＬＴＭ（Link Trace Mes
sage）フレームなどのMessageフレームに対し、Replyフレームを返信する動作も許容する
。
【００８１】
　また、図１５により上述したように、イーサネットＯＡＭ機能を用いるネットワークで
は複数のＭＥＬ（MEG Level）が設定されることがあり得るため、１台のイーサネット通
信装置がＭＥＰとしての管理端点装置の機能と、ＭＩＰとしての管理中継装置の機能との
両方を備える場合もあってよく、ＭＥＰとしての管理端点装置の機能だけを備える場合も
あってよく、ＭＩＰとしての管理中継装置の機能だけを備える場合もあってよい。
　また、ＭＥＰを設定されていない装置がネットワーク内に含まれてもよく、この場合に
はその装置は、全てのイーサネットＯＡＭフレームを透過させることとなる。
【００８２】
　また、上述した実施形態としてのイーサネット通信装置は、例えばＦＰＧＡ（field pr
ogrammable gate array）などによる設定用回路により上述した実施形態による各機能を
実現してもよく、プログラムに基づいてＣＰＵなどの処理手段が処理を行うことにより上
述した実施形態による各機能を実現してもよい。
【００８３】
　このように、上述した実施形態としてのイーサネット通信装置を実現するための処理手
順をプログラムとして記録媒体に記録することにより、本発明の実施形態による上述した
各機能を、その記録媒体から供給されるプログラムによって、システムを構成するコンピ
ュータのＣＰＵに処理を行わせて実現させることができる。
　この場合、上記の記録媒体により、あるいはネットワークを介して外部の記録媒体から
、プログラムを含む情報群を出力装置に供給される場合でも本発明は適用されるものであ
る。
　すなわち、記録媒体から読み出されたプログラムコード自体が本発明の新規な機能を実
現することになり、そのプログラムコードを記憶した記録媒体および該記録媒体から読み
出された信号は本発明を構成することになる。
　この記録媒体としては、例えばハードディスク、光ディスク、光磁気ディスク、フロッ
ピー（登録商標）ディスク、磁気テープ、不揮発性のメモリーカード、ＲＯＭ等を用いて
よい。
【００８４】
　この本発明に係るプログラムや設定用回路によれば、当該プログラムや当該設定用回路
によって制御される通信装置に、上述した実施形態における各機能を実現させることがで
きる。
【００８５】
〔付記〕
　上記の実施形態の一部または全部は、以下の付記のようにも記載されうるが、以下に限
定されるものではない。
【００８６】
〔付記１〕
　管理端点装置間で監視フレームを所定時間毎に送受信することでネットワーク状態の監
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視を行う通信システムに用いられる通信装置であって、
　前記監視フレームを受信する受信手段と、
　前記監視フレームの発信元である管理端点装置の識別情報を管理する管理テーブルと、
　前記受信手段により受信された監視フレームの発信元の管理端点装置の識別情報が前記
管理テーブルに本登録されていない場合、該管理端点装置の識別情報を前記管理テーブル
に登録する登録手段と、を備えたことを特徴とする通信装置。
【００８７】
〔付記２〕
　前記管理テーブルに登録された前記各管理端点装置の識別情報について、該識別情報に
より識別される管理端点装置からの監視フレームが前記受信手段により受信されてからの
経過時間を計測する計時手段と、
　前記管理テーブルに登録された前記管理端点装置の識別情報の少なくとも何れかについ
て、前記計時手段により計測される経過時間が所定の削除閾値以上となっても該識別情報
により識別される管理端点装置からの監視フレームが受信されない場合、該管理端点装置
の識別情報を前記管理テーブルから削除する削除手段と、を備えたことを特徴とする付記
１記載の通信装置。
【００８８】
〔付記３〕
　前記管理テーブルは、前記管理端点装置の識別情報に、該管理端点装置について前記計
時手段により計測される経過時間を関連付けて格納し、
　前記登録手段は、前記管理テーブルに格納された経過時間に基づいて、前記各管理端点
装置について前記計時手段により計測される経過時間が所定の削除閾値以上であるか否か
を判断することを特徴とする付記２記載の通信装置。
【００８９】
〔付記４’〕
　前記登録手段は、前記受信手段により受信された監視フレームの発信元の管理端点装置
の識別情報が前記管理テーブルに本登録されておらず、該管理端点装置からの監視フレー
ムの受信回数が所定の登録閾値以上である場合、該管理端点装置の識別情報を前記管理テ
ーブルに本登録の登録状態として登録することを特徴とする付記１から３の何れかに記載
の通信装置。
【００９０】
〔付記４〕
　前記登録手段は、
　　前記受信手段により受信された監視フレームの発信元の管理端点装置の識別情報が前
記管理テーブルに含まれていない場合、該管理端点装置の識別情報を仮登録の登録状態と
して登録し、
　　前記受信手段により受信された監視フレームの発信元の管理端点装置の識別情報が前
記管理テーブルに仮登録の登録状態として登録され、該管理端点装置からの監視フレーム
の受信回数が所定の登録閾値未満である場合、該管理端点装置の識別情報を仮登録の登録
状態のままで登録し、
　　前記受信手段により受信された監視フレームの発信元の管理端点装置の識別情報が前
記管理テーブルに仮登録の登録状態として登録され、該管理端点装置からの監視フレーム
の受信回数が所定の登録閾値以上である場合、該管理端点装置の識別情報を本登録の登録
状態として登録することを特徴とする付記１から３の何れかに記載の通信装置。
【００９１】
〔付記５〕
　前記管理テーブルは、前記管理端点装置の識別情報に、該管理端点装置からの監視フレ
ームの受信回数を関連付けて格納し、
　前記登録手段は、前記管理テーブルに格納された受信回数に基づいて、前記受信手段に
より受信された監視フレームの発信元の管理端点装置の識別情報を登録する登録状態を判
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断することを特徴とする付記４記載の通信装置。
【００９２】
〔付記６〕
　管理端点装置間で監視フレームを所定時間毎に送受信することでネットワーク状態の監
視を行う通信システムであって、
　前記通信システムにおける少なくとも１つの通信装置は、
　前記監視フレームを受信する受信手段と、
　前記監視フレームの発信元である管理端点装置の識別情報を管理する管理テーブルと、
　前記受信手段により受信された監視フレームの発信元の管理端点装置の識別情報が前記
管理テーブルに本登録されていない場合、該管理端点装置の識別情報を前記管理テーブル
に登録する登録手段と、を備えたことを特徴とする通信システム。
【００９３】
〔付記７〕
　前記通信装置は、
　前記管理テーブルに登録された前記各管理端点装置の識別情報について、該識別情報に
より識別される管理端点装置からの監視フレームが前記受信手段により受信されてからの
経過時間を計測する計時手段と、
　前記管理テーブルに登録された前記管理端点装置の識別情報の少なくとも何れかについ
て、前記計時手段により計測される経過時間が所定の削除閾値以上となっても該識別情報
により識別される管理端点装置からの監視フレームが受信されない場合、該管理端点装置
の識別情報を前記管理テーブルから削除する削除手段と、を備えたことを特徴とする付記
６記載の通信システム。
【００９４】
〔付記８〕
　前記管理テーブルは、前記管理端点装置の識別情報に、該管理端点装置について前記計
時手段により計測される経過時間を関連付けて格納し、
　前記登録手段は、前記管理テーブルに格納された経過時間に基づいて、前記各管理端点
装置について前記計時手段により計測される経過時間が所定の削除閾値以上であるか否か
を判断することを特徴とする付記７記載の通信システム。
【００９５】
〔付記９〕
　前記登録手段は、
　　前記受信手段により受信された監視フレームの発信元の管理端点装置の識別情報が前
記管理テーブルに含まれていない場合、該管理端点装置の識別情報を仮登録の登録状態と
して登録し、
　　前記受信手段により受信された監視フレームの発信元の管理端点装置の識別情報が前
記管理テーブルに仮登録の登録状態として登録され、該管理端点装置からの監視フレーム
の受信回数が所定の登録閾値未満である場合、該管理端点装置の識別情報を仮登録の登録
状態のままで登録し、
　　前記受信手段により受信された監視フレームの発信元の管理端点装置の識別情報が前
記管理テーブルに仮登録の登録状態として登録され、該管理端点装置からの監視フレーム
の受信回数が所定の登録閾値以上である場合、該管理端点装置の識別情報を本登録の登録
状態として登録することを特徴とする付記６から８の何れかに記載の通信システム。
【００９６】
〔付記１０〕
　前記管理テーブルは、前記管理端点装置の識別情報に、該管理端点装置からの監視フレ
ームの受信回数を関連付けて格納し、
　前記登録手段は、前記管理テーブルに格納された受信回数に基づいて、前記受信手段に
より受信された監視フレームの発信元の管理端点装置の識別情報を登録する登録状態を判
断することを特徴とする付記９記載の通信システム。
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【００９７】
〔付記１１〕
　管理端点装置間で監視フレームを所定時間毎に送受信することでネットワーク状態の監
視を行う通信システムにおける設定方法であって、
　前記通信システムにおける少なくとも１つの通信装置は、前記監視フレームの発信元で
ある管理端点装置の識別情報を管理する管理テーブルを備え、
　前記通信装置が前記監視フレームを受信する受信工程と、
　前記受信工程により受信された監視フレームの発信元の管理端点装置の識別情報が前記
管理テーブルに本登録されていない場合、該管理端点装置の識別情報を前記管理テーブル
に登録する登録工程と、を備えたことを特徴とする設定方法。
【００９８】
〔付記１２〕
　前記管理テーブルに登録された前記各管理端点装置の識別情報について、該識別情報に
より識別される管理端点装置からの監視フレームが前記受信工程により受信されてからの
経過時間を前記通信装置が計測する計時工程と、
　前記管理テーブルに登録された前記管理端点装置の識別情報の少なくとも何れかについ
て、前記計時工程により計測される経過時間が所定の削除閾値以上となっても該識別情報
により識別される管理端点装置からの監視フレームが受信されない場合、該管理端点装置
の識別情報を前記通信装置が前記管理テーブルから削除する削除工程と、を備えたことを
特徴とする付記１１記載の設定方法。
【００９９】
〔付記１３〕
　前記管理テーブルは、前記管理端点装置の識別情報に、該管理端点装置について前記計
時工程により計測される経過時間を関連付けて格納し、
　前記登録工程では、前記管理テーブルに格納された経過時間に基づいて、前記各管理端
点装置について前記計時工程により計測される経過時間が所定の削除閾値以上であるか否
かを判断することを特徴とする付記１２記載の設定方法。
【０１００】
〔付記１４〕
　前記登録工程では、
　　前記受信工程により受信された監視フレームの発信元の管理端点装置の識別情報が前
記管理テーブルに含まれていない場合、該管理端点装置の識別情報を仮登録の登録状態と
して登録し、
　　前記受信工程により受信された監視フレームの発信元の管理端点装置の識別情報が前
記管理テーブルに仮登録の登録状態として登録され、該管理端点装置からの監視フレーム
の受信回数が所定の登録閾値未満である場合、該管理端点装置の識別情報を仮登録の登録
状態のままで登録し、
　　前記受信工程により受信された監視フレームの発信元の管理端点装置の識別情報が前
記管理テーブルに仮登録の登録状態として登録され、該管理端点装置からの監視フレーム
の受信回数が所定の登録閾値以上である場合、該管理端点装置の識別情報を本登録の登録
状態として登録することを特徴とする付記１１から１３の何れかに記載の設定方法。
【０１０１】
〔付記１５〕
　前記管理テーブルは、前記管理端点装置の識別情報に、該管理端点装置からの監視フレ
ームの受信回数を関連付けて格納し、
　前記登録工程では、前記管理テーブルに格納された受信回数に基づいて、前記受信工程
により受信された監視フレームの発信元の管理端点装置の識別情報を登録する登録状態を
判断することを特徴とする付記１４記載の設定方法。
【０１０２】
〔付記１６〕
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　管理端点装置間で監視フレームを所定時間毎に送受信することでネットワーク状態の監
視を行う通信システムに用いられる通信装置の設定プログラムであって、
　前記通信装置は、前記監視フレームの発信元である管理端点装置の識別情報を管理する
管理テーブルを備え、
　前記監視フレームを受信する受信手順と、
　前記受信手順により受信された監視フレームの発信元の管理端点装置の識別情報が前記
管理テーブルに本登録されていない場合、該管理端点装置の識別情報を前記管理テーブル
に登録する登録手順と、を前記通信装置のコンピュータに実行させることを特徴とする設
定プログラム。
【０１０３】
〔付記１７〕
　前記管理テーブルに登録された前記各管理端点装置の識別情報について、該識別情報に
より識別される管理端点装置からの監視フレームが前記受信手順により受信されてからの
経過時間を計測する計時手順と、
　前記管理テーブルに登録された前記管理端点装置の識別情報の少なくとも何れかについ
て、前記計時手順により計測される経過時間が所定の削除閾値以上となっても該識別情報
により識別される管理端点装置からの監視フレームが受信されない場合、該管理端点装置
の識別情報を前記管理テーブルから削除する削除手順と、を前記通信装置のコンピュータ
に実行させることを特徴とする付記１６記載の設定プログラム。
【０１０４】
〔付記１８〕
　前記管理テーブルは、前記管理端点装置の識別情報に、該管理端点装置について前記計
時手順により計測される経過時間を関連付けて格納し、
　前記登録手順では、前記管理テーブルに格納された経過時間に基づいて、前記各管理端
点装置について前記計時手順により計測される経過時間が所定の削除閾値以上であるか否
かを判断することを特徴とする付記１７記載の設定プログラム。
【０１０５】
〔付記１９〕
　前記登録手順では、
　　前記受信手順により受信された監視フレームの発信元の管理端点装置の識別情報が前
記管理テーブルに含まれていない場合、該管理端点装置の識別情報を仮登録の登録状態と
して登録し、
　　前記受信手順により受信された監視フレームの発信元の管理端点装置の識別情報が前
記管理テーブルに仮登録の登録状態として登録され、該管理端点装置からの監視フレーム
の受信回数が所定の登録閾値未満である場合、該管理端点装置の識別情報を仮登録の登録
状態のままで登録し、
　　前記受信手順により受信された監視フレームの発信元の管理端点装置の識別情報が前
記管理テーブルに仮登録の登録状態として登録され、該管理端点装置からの監視フレーム
の受信回数が所定の登録閾値以上である場合、該管理端点装置の識別情報を本登録の登録
状態として登録することを特徴とする付記１６から１８の何れかに記載の設定プログラム
。
【０１０６】
〔付記２０〕
　前記管理テーブルは、前記管理端点装置の識別情報に、該管理端点装置からの監視フレ
ームの受信回数を関連付けて格納し、
　前記登録手順では、前記管理テーブルに格納された受信回数に基づいて、前記受信手順
により受信された監視フレームの発信元の管理端点装置の識別情報を登録する登録状態を
判断することを特徴とする付記１９記載の設定プログラム。
【０１０７】
〔付記２１〕
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　管理端点装置間で監視フレームを所定時間毎に送受信することでネットワーク状態の監
視を行う通信システムに用いられる通信装置の設定用回路であって、
　前記監視フレームを受信する受信手段と、
　前記監視フレームの発信元である管理端点装置の識別情報を管理する管理テーブルと、
　前記受信手段により受信された監視フレームの発信元の管理端点装置の識別情報が前記
管理テーブルに本登録されていない場合、該管理端点装置の識別情報を前記管理テーブル
に登録する登録手段と、を備えたことを特徴とする設定用回路。
【０１０８】
〔付記２２〕
　前記管理テーブルに登録された前記各管理端点装置の識別情報について、該識別情報に
より識別される管理端点装置からの監視フレームが前記受信手段により受信されてからの
経過時間を計測する計時手段と、
　前記管理テーブルに登録された前記管理端点装置の識別情報の少なくとも何れかについ
て、前記計時手段により計測される経過時間が所定の削除閾値以上となっても該識別情報
により識別される管理端点装置からの監視フレームが受信されない場合、該管理端点装置
の識別情報を前記管理テーブルから削除する削除手段と、を備えたことを特徴とする付記
２１記載の設定用回路。
【０１０９】
〔付記２３〕
　前記管理テーブルは、前記管理端点装置の識別情報に、該管理端点装置について前記計
時手段により計測される経過時間を関連付けて格納し、
　前記登録手段は、前記管理テーブルに格納された経過時間に基づいて、前記各管理端点
装置について前記計時手段により計測される経過時間が所定の削除閾値以上であるか否か
を判断することを特徴とする付記２２記載の設定用回路。
【０１１０】
〔付記２４〕
　前記登録手段は、
　　前記受信手段により受信された監視フレームの発信元の管理端点装置の識別情報が前
記管理テーブルに含まれていない場合、該管理端点装置の識別情報を仮登録の登録状態と
して登録し、
　　前記受信手段により受信された監視フレームの発信元の管理端点装置の識別情報が前
記管理テーブルに仮登録の登録状態として登録され、該管理端点装置からの監視フレーム
の受信回数が所定の登録閾値未満である場合、該管理端点装置の識別情報を仮登録の登録
状態のままで登録し、
　　前記受信手段により受信された監視フレームの発信元の管理端点装置の識別情報が前
記管理テーブルに仮登録の登録状態として登録され、該管理端点装置からの監視フレーム
の受信回数が所定の登録閾値以上である場合、該管理端点装置の識別情報を本登録の登録
状態として登録することを特徴とする付記２１から２３の何れかに記載の設定用回路。
【０１１１】
〔付記２５〕
　前記管理テーブルは、前記管理端点装置の識別情報に、該管理端点装置からの監視フレ
ームの受信回数を関連付けて格納し、
　前記登録手段は、前記管理テーブルに格納された受信回数に基づいて、前記受信手段に
より受信された監視フレームの発信元の管理端点装置の識別情報を登録する登録状態を判
断することを特徴とする付記２４記載の設定用回路。
【０１１２】
　以上、上記各実施形態を参照して本願発明を説明したが、本願発明は、上述した実施形
態に限定されるものではない。本願発明の構成や詳細には、本願発明の範囲内で当業者が
理解しうる様々な変更をすることができる。
【０１１３】
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　なお、本発明は、日本国にて２０１０年３月３１日に特許出願された特願２０１０－０
８３５８５の特許出願に基づく優先権主張の利益を享受するものであり、当該特許出願に
記載された内容は、全て本明細書に含まれるものとする。
【産業上の利用可能性】
【０１１４】
　本発明は、イーサネットＯＡＭを使用する全ての分野の通信装置に適用することができ
る。
【符号の説明】
【０１１５】
　０１１　　イーサネット通信装置
　０１２　　イーサネットＯＡＭ処理部
　０１３　　イーサネットＯＡＭ用テーブル
　０１４　　ＭＡＣアドレス格納用メモリ
　０１５　　ＭＥＬ設定用スイッチ（パラメータ設定スイッチ）
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