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HYBRID CLOUD ARCHITECTURE WITH OPTIMIZED LOCAL DELIVERY

BACKGROUND

[0001] The emergence of new technologies including cloud computing technology allows the distribution of workload between local resources and resources on a remote operations environment. While many enterprises would like to take advantage of cloud technology for their contact centers, there continue to be a number of inhibitors with this approach ranging from security concerns, voice network requirements, and contractual commitments with existing vendors (carriers). While there are current approaches which may be able to superficially overcome some of these challenges, as the customer requirements evolve, there are a number of common challenges which remain which are not currently addressed by existing vendors or technologies and require a unique approach. These challenges commonly arise as the deployments move from a single site to multiple sites, in which case there is a need for a mixed model where media traffic is managed both locally at the contact center premises and in the cloud.

SUMMARY

[0002] Embodiments of the present invention are directed to a system and method for optimized rendering of contact center services in a hybrid operations environment. A processor in a first operations environment receives a message transmitted by a first contact center resource relating to a contact center service. The message is forwarded to the processor by an edge device coupled to a second operations environment different from the first operations environment. The edge device is configured to hide from the message identification of a location of the contact center resource. Despite such hiding, the processor identifies the location of the first contact center resource based on identification information that the processor retrieves from the message. The processor selects a second contact center resource based on the identified location of the first contact center resource for providing the contact center service.

[0003] The identification information may be a telephone number, an IP address, or metadata specific to the first contact center resource.

[0004] The contact center service may be delivery of real-time media to a target, or recording real-time media exchanged with a target.
According to one embodiment, the first contact center resource is an end device of a contact center agent, and the second contact center resource is a media server configured to provide media services for the contact center.

According to one embodiment, the first contact center resource is located in the first operations environment.

According to one embodiment, the first and second contact center resources are located in a third operations environment separate from the first and second operations environments. The edge device in the second operations environment may be invoked to forward the message transmitted by the first contact center resource in response to a second edge device in the third operations environment being non-responsive.

According to one embodiment, the processor maintains mapping information of contact center resources and corresponding location information, and retrieves the mapping information for identifying the location of the first contact center resource.

According to one embodiment, the processor encodes the identification information contained in the message for preserving the information as the message traverses the edge device.

As a person of skill in the art should appreciate, identification information contained in one or more fields of the message transmitted by a resource allow the location of the resource to be exposed to the processor despite the topology hiding by the edge device. The location information may then be used by the processor to select a second resource that allows a contact center service to be provided in an optimized manner. The optimization may be in terms of cost, bandwidth use, and the like.

These and other features, aspects and advantages of the present invention will be more fully understood when considered with respect to the following detailed description, appended claims, and accompanying drawings. Of course, the actual scope of the invention is defined by the appended claims.

Embodiments of the present invention are directed to a method for providing contact center services in a hybrid operations environment including a first operations environment and a second operations environment. The method includes receiving by a first controller in a first operations environment, a request for routing an inbound call to a contact center resource. The first controller receives an indication of no available contact center resources for handling the inbound call. In response to receiving the indication, the first controller transmits to a media controller in a second operations environment, a request for...
media service for the call. Availability of the contact center resource is monitored, and an output is generated in response. The output is forwarded to the media controller. The output may be, for example, an expected amount of time prior to the resource becoming available. In response to identifying availability of the contact center resource, the first controller transmits to the media controller in the second operations environment, a request for ending the media service.

[0013] According to one embodiment, the media controller in the second operations environment provides the media service to a plurality of contact centers sharing the media controller.

[0014] According to one embodiment, a method for providing contact center services in a hybrid operations environment includes providing by a first controller in a first operations environment, a request for initiating an outbound call; establishing a first media path between an end user device and a media controller in a second operations environment in response to initiating the outbound call; monitoring call progress by the media controller; transmitting an update for the call progress by the media controller; and routing the call by the first controller to a contact center resource in response to the update, wherein the routing establishes a second media path between the end user device and the contact center resource.

[0015] According to one embodiment, the contact center resource is a telephony device associated with a contact center agent.

[0016] According to one embodiment, the media controller monitors disposition of the outbound call and generates disposition data. The media controller transmits the disposition data to the first controller for correlating the data to the outbound call.

[0017] According to one embodiment, a method for providing contact center services in a hybrid operations environment including a first operations environment and a second operations environment includes establishing a communication session between first and second communication devices. A first controller in a first operations environment provides a request to a media controller in the second operations environment to record media exchanged during the communication session. In response to the request to record, a first media path is established between the media controller and the first communication device, and a second media path is established between the media controller and the second communication device. The media controller transmits commands for recording media exchanged via the first and second media paths. The media is stored in a first storage device.
Metadata associated with the recording is stored in a second storage device. The first and second storage devices may be physically separate devices.

[0018] According to one embodiment, a command is received from the second communication device for controlling the recording of the media. The second communication device is hosted by the first operations environment. The command may be to start recording, pause recording, stop recording, or resume recording.

[0019] According to one embodiment, the media controller provides recording services to a plurality of contact centers sharing the media controller and the first storage device.

[0020] According to one embodiment, the media controller encrypts the media to be recorded and stores the encrypted media in the first storage device.

[0021] According to one embodiment, media with the first communication device is associated with first media parameters and media with the second communication device is associated with second media parameters. According to one embodiment, in response to the request to record, the media controller establishes the first media path based on the first media parameters, and the second media path based on the second media parameters.

[0022] According to one embodiment, a method for providing contact center services in a hybrid operations environment including a first operations environment and a second operations environment includes receiving by a controller located in the first operations environment a request for media service. The media controller identifies a first contact parameter for a first media resource in the first operations environment and a second contact parameter for a second media resource in the second operations environment. One of the first and second media resources is selected based on the contact parameters. The controller transmits a request to the selected media resource.

[0023] According to one embodiment, the first and second contact parameters respectively identify a priority for the corresponding media resource. The selecting step selects the first media resource based on the priority of the first media resource being higher than the priority of the second media resource.

[0024] According to one embodiment, the first and second contact parameters respectively identify a priority for the corresponding media resource. The first media resource is identified as having a higher priority than the second media resource. A determination is made as to whether a threshold has been reached for the first media resource. In response to determining that the threshold has been reached, the second media resource is selected, and the controller transmits the request to the second media resource. According to
one embodiment, the threshold may relate to a load that may be handled by the first media resource. The load may be based, for example, on a number of calls for which media services are concurrently rendered by the media resource, the type of media services that are being rendered, bandwidth associated with the media services, and the like.

[0025] According to one embodiment, a method for providing contact center services in a hybrid operations environment including a first operations environment and a second operations environment includes receiving by a controller in the first operations environment information on a call involving an end user device. First media service is provided during a first portion of the call and second media service is provided during a second portion of the call. According to one embodiment, the providing the first media service includes transmitting by the controller a request for the first media service to a first media resource in the second operations environment. The first media resource transmits first media to the end user device in response. The providing the second media service includes transmitting by the controller a request for the second media service to a second media resource in the first operations environment. The second media resource transmits second media to the end user device in response.

[0026] According to one embodiment, the second operations environment includes an edge device for bridging a first media path from the end user device to the first media resource in the second operations environment during the first media service, and for bridging a second media path from the end user device to the second media resource in the first operations environment during the second media service.

[0027] According to one embodiment, the controller transmits a first control signal for providing the first media service and a second control signal for providing the second media service.

[0028] These and other features, aspects and advantages of the present invention will be more fully understood when considered with respect to the following detailed description, appended claims, and accompanying drawings. Of course, the actual scope of the invention is defined by the appended claims.

[0029] Embodiments of the present invention are directed to a system and method for providing contact center services in a hybrid operations environment. A first controller in a first operations environment configured to receive a first message for establishing a media session, and transmit a request for media service. A media controller in a second operations environment is configured to provide media to a target device during the media session in
response to the request; receive during the media session a second message from the first controller; and control the media based on the second message from the first controller.

[0030] According to one embodiment, the media service is a call parking service, and the media is music played by the media controller.

[0031] According to one embodiment, the second message is for ending the call parking service, and the controlling by the media controller ends the music played by the media controller.

[0032] According to one embodiment, the media service is for call recording, and the media provided to the target device is media to be recorded by the target device.

[0033] According to one embodiment, the second message is for ending the call recording, and the controlling by the media controller ends the recording by the target device.

[0034] According to one embodiment, the media controller in the second operations environment provides the media service to a plurality of contact centers sharing the media controller.

[0035] According to one embodiment, one of the plurality of contact centers associated with an inbound call is identified, where the media session is established for the inbound call; and a profile for the identified contact center is identified, wherein a parameter for providing the media is based on the identified profile.

[0036] Embodiments of the present invention are also directed to a system for providing contact center services in a hybrid operations environment. The system includes a first controller in a first operations environment configured to: receive a first message for establishing a media session; transmit a request for media service to a media controller in a second operations environment, wherein in response to the request, the media controller is configured to provide media to a target device during the media session; and transmit a second message to the media controller during the media session, wherein the media controller is configured to control the media based on the second message.

[0037] These and other features, aspects and advantages of the present invention will be more fully understood when considered with respect to the following detailed description, appended claims, and accompanying drawings. Of course, the actual scope of the invention is defined by the appended claims.

[0038] Embodiments of the present invention are directed to a system and method for providing failover capabilities in a hybrid operations environment including a first operations environment and a second operations environment. The method includes receiving
registration information for an agent device at a first controller in a first operations environment, wherein the first controller is a standby controller; transmitting the registration information to a second controller in a second operations environment, wherein the second controller is a primary controller; receiving at a media gateway an inbound call; determining whether the second controller is available; and in response to determining that the second controller is not available, transmitting a request to the first controller in the first operations environment for routing the call to the agent device.

[0039] According to one embodiment, the registration information is associated with a telephone number.

[0040] According to one embodiment, the first and second controllers are servers for providing voice-over-IP signaling.

[0041] According to one embodiment, the determining that the second controller is not available is based on a lack of response, within a particular time period, to a request for routing a call.

[0042] Embodiments of the present invention are also directed to a method for providing failover capabilities in a hybrid computing environment including a first operations environment and a second operations environment, where the method includes detecting by a control device loss of connection with a device associated with an agent; identifying by the control device a second device associated with the agent; and routing a call to be handled by the agent to the second agent device instead of the first agent device in response to detecting the loss of connection.

[0043] According to one embodiment, a system for providing failover capabilities in a hybrid operations environment including a first operations environment and a second operations environment, includes a first controller in a first operations environment configured to receive registration information for an agent device, wherein the first controller is a standby controller, and a second controller in a second operations environment configured to receive the registration information from the first controller, wherein the second controller is a primary controller. In response to determining that the second controller is not available for routing an inbound call, a media gateway is configured to transmit a request to the first controller in the first operations environment for routing the call to the agent device.

[0044] These and other features, aspects and advantages of the present invention will be more fully understood when considered with respect to the following detailed description,
appended claims, and accompanying drawings. Of course, the actual scope of the invention is defined by the appended claims.

[0045] Embodiments of the present invention are directed to a system and method for dynamically selecting a dial plan. A processor detects a new telephony call placed by a contact center agent in a first operations environment. The processor automatically identifies a state of the contact center agent without the agent having to expressly enter digits into a telephony device. The processor selects a dial plan based on the determined state, and transmits a message for routing the call based on the selected dial plan.

[0046] According to one embodiment, the identified state indicates that the contact center agent is engaged in an active call, or that the contact center agent is not logged onto the telephony device.

[0047] According to one embodiment, the message is for routing the call to a resource in the first operations environment. The resource may be a specific telephony trunk.

[0048] According to one embodiment, the message is for routing the call to a resource in a second operations environment different from the first operations environment.

[0049] According to one embodiment, the processor enables or disables specific telephone numbers that may be dialed based on the selected dial plan.

[0050] According to one embodiment, the processor identifies context relating to a current call, wherein the processor further considers the context in selecting the dial plan. The context may include information on a caller of the current call.

[0051] As a person of skill in the art should appreciate, embodiments of the present invention allow a dial plan to be dynamically identified by evaluating a state and/or context or an agent and/or call. In this manner, an agent placing a new call, including transferring a current call to another agent, need not expressly specify which dial plan to select by entering specific digits on his or her telephony device, prior to dialing a telephone number for the new call.

[0052] These and other features, aspects and advantages of the present invention will be more fully understood when considered with respect to the following detailed description, appended claims, and accompanying drawings. Of course, the actual scope of the invention is defined by the appended claims.
BRIEF DESCRIPTION OF THE DRAWINGS

[0053] FIG. 1 is a schematic block diagram of a system for providing contact center services in a hybrid operations environment according to one embodiment of the invention;

[0054] FIG. 2 is a schematic block diagram of a system for providing customer self-service in a hybrid operations environment according to one embodiment of the invention;

[0055] FIG. 3 is a schematic block diagram of a system for providing outbound notifications in a hybrid operations environment according to one embodiment of the invention;

[0056] FIG. 4 is a schematic block diagram of a system for providing call parking services in a hybrid operations environment according to one embodiment of the invention;

[0057] FIG. 5 is a schematic block diagram of a system for providing call progress detection for outbound calls made in a hybrid operations environment according to one embodiment of the invention;

[0058] FIG. 6 is a schematic block diagram of a system for call recording in a hybrid operations environment according to one embodiment of the invention;

[0059] FIG. 7 is a signaling flow diagram for recording a call in a hybrid operations environment according to one embodiment of the invention;

[0060] FIG. 8 is a schematic block diagram of a hybrid operations environment with failover capabilities according to one embodiment of the invention;

[0061] FIG. 9 is a schematic block diagram of a hybrid operations environment with failover capabilities according to one embodiment of the invention;

[0062] FIG. 10 is a schematic layout diagram of distribution of various media services in a hybrid operations environment according to one embodiment of the invention;

[0063] FIG. 11A is a schematic block diagram of a contact center system illustrating cost and latency for an typical VoIP call without call recording according to one embodiment of the invention;

[0064] FIG. 11B is a schematic block diagram of the contact center system of FIG. 11A, illustrating cost and latency involved for the call between the customer and agent, but with call recording enabled;

[0065] FIG. 11C is a schematic block diagram of a contact center system configured for geo-location based call recording according to one embodiment of the invention;

[0066] FIG. 12A is a schematic block diagram of a system for contact center call recording and recording posting according to one embodiment of the invention;
FIG. 12B is a schematic block diagram of a system for contact center call recording and recording posting according to another embodiment of the invention;

FIG. 12C is a conceptual layout diagram of various components interacting with a key management server for allowing encryption and decryption of call recordings according to one embodiment of the invention;

FIG. 12D is a more detailed block diagram of a recording user interface according to one embodiment of the invention;

FIG. 13 is signaling flow diagram for posting a recorded call according to one embodiment of the invention;

FIGS. 14A-14B are signaling flow diagrams for handling failure of a media control platform during a recording according to one embodiment of the invention;

FIG. 15 is a conceptual layout diagram of process for recovering a recording upon failure and recovery of a media control platform according to one embodiment of the invention;

FIG. 16 is a diagram of a structure of call recording metadata provided to a web server according to one embodiment of the invention;

FIG. 17 is a diagram of a structure of call recording metadata provided to a web server according to one embodiment of the invention;

FIG. 18 is a conceptual layout diagram of a call record displayed by a client playback application according to one embodiment of the invention;

FIGS. 19 and 20 are diagrams of the structure of call recording metadata generated for different segments of a call according to one embodiment of the invention;

FIG. 21 is a schematic block diagram of a hybrid operations environment for providing media services according to one embodiment of the invention;

FIG. 22 is a schematic block diagram of a hybrid operations environment for providing media services according to another embodiment of the invention;

FIG. 23 is a schematic block diagram of a hybrid operations environment for providing media services according to another embodiment of the invention;

FIG. 24 is a schematic block diagram of a network recording and speech analytics system according to one embodiment of the invention;

FIG. 25 is a schematic block diagram of a system for providing contact center services in a hybrid operations environment with a single contact center premise location according to one embodiment of the invention;
FIG. 26 is a schematic block diagram of a system for providing contact center services in a hybrid operations environment with multiple contact center premise locations according to one embodiment of the invention;

FIG. 27 is a schematic block diagram of a system for providing contact center services in a hybrid operations environment with multiple contact center premise locations according to another embodiment of the invention;

FIG. 28 is a schematic block diagram of the hybrid operations environment of FIG. 27 graphically depicting a situation where there is failure of an edge device according to one embodiment of the invention;

FIG. 29 is a schematic block diagram of a hybrid operations environment according to another embodiment of the invention; and FIG. 30 is a schematic block diagram of a hybrid operations environment supporting dynamic selection of a dial plan according to one embodiment of the invention.

DETAILED DESCRIPTION

In general terms, embodiments of the present invention are directed to a system and method for providing contact center services in a hybrid operations environment where some of the services are provided via software and hardware resources in one operations environment while other services are provided via software and hardware resources in another operations environment. The operations environments may be different due to a difference in their locations (e.g. local vs. remote), a difference in the entities controlling the resources in the two environments (e.g. different business enterprises), and/or the like. The environments used as examples for describing various embodiments of the invention are an operations environment at a contact center premise (also referred to as a local operations or computing environment), and an operations environment at a remote location (referred to as a remote operations or computing environment), although the invention is not limited thereto. That is, a person of skill in the art should recognize that the embodiments of the invention may extend to any two different or separate operations environments conventional in the art.

In providing contact center services to customers of an enterprise, the software and hardware resources of the contact center servicing the enterprise are invoked to engage in interactions with the customers. The services may vary depending on the type of contact center, and may range from customer service to help desk, emergency response, telemarketing, order taking, and the like. The interactions that may ensue in order to render
the services may include, for example, voice/telephony calls, emails, text messages, social media interactions, and the like.

[0089] According to embodiments of the present invention, control or influence over an interaction is provided and retained in whole or in part by an appliance at the contact center premise while media is provided by resources in the remote operations environment. According to some embodiments, control or influence over an interaction is provided and retained in whole or in part by a resource in the remote operations environment, while media is provided by resources in the local operations environment. In further embodiments, a resource controlling an interaction may invoke media in one operations environment (e.g. local environment) for certain aspects of the interaction, and then invoke media in a different operations environment (e.g. remote environment) for other aspects of the interaction.

[0090] Unlike a traditional hybrid operations environment where control of an interaction and media for the interaction are either in one operations environment or another, embodiments of the present invention allow both environments to be actively involved in the processing of the interaction at the same time by, for example, providing control from one environment and media from another environment.

[0091] FIG. 1 is a schematic block diagram of a system for providing contact center services in a hybrid operations environment according to one embodiment of the invention. The system includes premise appliances 10 at a contact center premise 12, and a remote platform 14 in a remote operations environment 16. Both the premise appliances 10 and the remote platform 14 include software, hardware, and network infrastructure that make up different contact center components for providing contact center services to a customer having access to an end user device 18. Exemplary contact center components include, without limitation, a switch and/or media gateway, telephony server, Session Initiation Protocol (SIP) server, routing server, media server, recording server, outbound call server, statistics server, reporting server, web server, configuration server, and/or the like. Each server may include a processor and memory storing instructions which, when executed by the processor, allow a function of the server to be performed. The various servers may also be referred to as controllers and may be implemented via an architecture other than a client-server architecture.

[0092] According to one embodiment, the contact center components are distributed between the premise 12 and the remote operations environment 16. In this regard, a particular contact center component may be provided by either the premise 12 as part of the
premise appliances 10, or by the remote operations environment 16 via the remote platform 14. In some embodiments, a particular contact center component may be provided by both the premise 12 and the remote operations environment 16. In this regard, logic in either the premise or in the remote operations environment may determine, dynamically (e.g. upon arrival of a call) which component to invoke.

[0093] According to one embodiment, the remote operations environment 16 is a cloud operations environment that utilizes servers and other types of controllers, and is coupled to premises contact centers over a wide area network. Contact center services from the remote operations environment may be provided by a cloud service provider on behalf of multiple contact centers (also referred to as tenants) as a software as a service (SaaS), over the wide area network. The tenants may own their own infrastructure for providing some of the contact center services. The infrastructure and capabilities at the tenant premises may differ from the infrastructure and capabilities in the remote operations environment. According to one embodiment, the premise contact center may be operated by enterprise operations team while the remote operations environment may be operated by an operations team outside of the enterprise.

[0094] The remote operations environment 16 is configured to provide a point of presence for connection to various telephony service providers. According to one embodiment, media traffic transmitted using a Real-time Transport Protocol (RTP) terminates in the remote operations environment. The remote operations environment may provide a guaranteed quality of service (QoS) for the media traffic. In another embodiment, no QoS guarantees are provided for the media traffic traversing the remote operations environment 16.

[0095] According to one embodiment, the remote operations environment 16 includes an edge device 20 configured to control signaling and media streams involved in setting up, conducting, and tearing down voice conversations and other media communications between, for example, a customer and a contact center agent. According to one embodiment, the edge device 20 is a session border controller controlling the signaling and media exchanged during a media session (also referred to as a "call," "telephony call," or "communication session") between the customer and the agent. According to one embodiment, the signaling exchanged during a media session includes SIP, H.323, Media Gateway Control Protocol (MGCP), and/or any other voice-over IP (VoIP) call signaling protocols conventional in the art. The
media exchanged during a media session includes media streams which carry the call's audio, video, or other data along with information of call statistics and quality.

[0096] According to one embodiment, the edge device 20 operates according to a standard SIP back-to-back user agent (B2BUA) configuration. In this regard, the edge device 20 is inserted in the signaling and media paths established between a calling and called parties in a VoIP call. In the below embodiments, it should be understood that other intermediary software and/or hardware devices may be invoked in establishing the signaling and/or media paths between the calling and called parties.

[0097] According to one embodiment, the remote platform 14 is a multi-tenant platform shared by multiple tenants. The platform includes standard hardware components such as, for example, one or more processors, disks, memories, and the like, used for implementing one or more of the contact center components (e.g. media server, recording server, SIP server, etc.). According to one embodiment, the one or more contact center components are implemented as software on the remote platform. The software components may be hosted by one or more virtual machines. The virtual machines may be dedicated to each tenant, or shared among the various tenants.

[0098] The appliances 10 maintained at each contact center premise 12 include contact center components which may or may not be included in the remote operations environment. For example, the appliances may include a telephony/SIP server, routing server, statistics server, agent devices (e.g. telephones, desktops, etc.), and/or other controllers typical for rendering contact center services for the particular contact center. Because the appliances are located locally within the contact center premise, the contact center retains control of such appliances.

[0099] According to one embodiment, VoIP infrastructure 26 (e.g. SIP trunk) is used to provide connectivity between a public switched telephony network (PSTN) 24 and the private network 22. According to one embodiment, the private network 22 implements MPLS (Multi-Protocol Label Switching) for transmitting VoIP communication over a wide area network (WAN) via leased lines. Although MPLS is used as an example, a person of skill in the art should recognize that any other mechanism in addition or in lieu of MPLS may be used for ensuring quality of service guarantees, bit rates, and bandwidth for calls traversing the private network. Due to the quality of service guarantees provided by the private network 22, consistent call quality and security can generally be expected for those calls while traversing the private network.
According to one embodiment, the edge device 20 in the remote operations environment 16 exerts control over the signaling (e.g. SIP messages) and media streams (e.g. RTP data) routed to and from customer devices 18 and premise appliances 10 that traverse the private network 22. In this regard, the edge device 20 is coupled to trunks 28 that carry signals and media for calls to and from customer devices 18 over the private network 22, and to trunks 30 that carry signals and media to and from the premise appliances 10 over the private network. The edge device 20 is also coupled to the remote platform 14 which provides contact center services to the customers.

The remote operations environment 16 may also be coupled to other public operations environments (e.g. public cloud computing environments), and some processing may be distributed to the other remote operations environments as will be apparent to a person of skill in the art. For example, processing intelligence and media handling that do not require QoS may be distributed to the other remote operations environments on behalf of one or more tenants. For example, the public operations environment may host a virtual machine dedicated to each tenant with a SIP server, routing service, and the like, for handling inbound and outbound voice contacts.

I. Contact Center Services in Hybrid Environment

FIG. 2 is a schematic block diagram of a system for providing customer self-service in a hybrid operations environment according to one embodiment of the invention. The customer self-service may be referred as an interactive-voice-response (IVR) self-service. In this regard, the remote platform 14 provides a voice platform 58 for multiple subscribing tenants for providing customer self-service functionality for inbound calls directed to any of the multiple tenants. Although self-service and assisted-service capabilities are contemplated to be provided by the voice platform, a person of skill in the art should recognize that other types of assisted service, multimedia interactions, and applications outside of the contact center are also possible.

The voice platform 58 may host, for example, a SIP server 56, resource manager 50, speech servers 54, and a media control platform 52. The resource manager 50 and media control platform 52 may collectively be referred to as a media controller. According to one embodiment, the SIP server 56 acts as a SIP B2UBA, and controls the flow of SIP requests and responses between SIP endpoints. Any other controller configured to set up and tear down VoIP communication session may be contemplated in addition or in lieu to the SIP
server as will be apparent to a person of skill in the art. The SIP server 56 may be a separate logical component or combined with the resource manager 50. In some embodiments, the SIP server may be hosted at the contact center premise 12, and/or in the remote operations environment. Although a SIP server is used as an example in the various embodiments of the present invention, a person of skill in the art should recognize that any other call server configured with any other VoIP protocol may be used in addition or in lieu of SIP, such as, for example, the well-known H.232 protocol, Media Gateway Control Protocol, Skype protocol, and the like.

[00104] The resource manager 50 is configured to allocate and monitor a pool of media control platforms for providing load balancing and high availability for each resource type. According to one embodiment, the resource manager 50 monitors and selects a media control platform 52 from a cluster of available platforms. The selection of the media control platform 52 may be dynamic, for example, based on identification of a location of a calling customer, type of media services to be rendered, a detected quality of a current media service, and the like.

[00105] According to one embodiment, the resource manager is configured to process requests for media services, and interact with, for example, a configuration server having a configuration database, to determine an interactive voice response (IVR) profile, voice application (e.g. Voice Extensible Markup Language (Voice XML) application), announcement, and conference application, resource, and service profile that can deliver the service, such as, for example, a media control platform. According to one embodiment, the resource manager may provide hierarchical multi-tenant configurations for service providers, enabling them to apportion a select number of resources for each tenant.

[00106] According to one embodiment, the resource manager is configured to act as a SIP proxy, SIP registrar, and/or a SIP notifier. In this regard, the resource manager may act as a proxy for SIP traffic between two SIP components. As a SIP registrar, the resource manager may accept registration of various resources via, for example, SIP REGISTER messages. In this manner, the voice platform 58 may support transparent relocation of call-processing components. In some embodiments, components such as the media control platform, do not register with the resource manager at startup. The resource manager detects instances of the media control platform 52 through configuration information retrieved from the configuration database. If the media control platform resource group has been configured for monitoring, the resource manager monitors resource health by using, for example, SIP OPTIONS
messages. For example, to determine whether the resources in the group are alive, the resource manager periodically sends SIP OPTIONS messages to each media control platform resource in the group. If the resource manager receives an OK response, the resources are considered alive.

According to one embodiment, the resource manager act as a SIP notifier by accepting, for example, SIP SUBSCRIBE requests from the SIP server 56 and maintaining multiple independent subscriptions for the same or different SIP devices. The subscription notices are targeted for the tenants that are managed by the resource manager. In this role, the resource manager periodically generates SIP NOTIFY requests to subscribers (or tenants) about port usage and the number of available ports. The resource manager supports multi-tenancy by sending notifications that contain the tenant name and the current status (in- or out-of-service) of the media control platform that is associated with the tenant, as well as current capacity for the tenant.

The resource manager is configured to perform various functions:

- Resource management—The resource manager allocates and monitors SIP resources to maintain a current status of the resources within a voice platform 58 deployment. In this regard, the resource manager provides load balancing and high availability for each resource type, as the workload is evenly distributed among resources of the same type. These processes help to ensure that new, incoming services are not interrupted when a resource is unavailable.

- Session management—The resource manager combines two logical functions of session management:

- Physical resource management—The resource manager monitors the status of the various voice platform resources and, based on request-for-service and capability mapping, routes to resources that offer a particular set of capabilities or services.

- Logical service management—The resource manager applies high-level application and business logic to select the service that is delivered and the parameters that are applied. In this regard, the resource to fulfill the service does not need to be specified in advance. In this way, the resource manager provides session management functions to handle logical call sessions, individual calls within a logical session, and the lifetime and coordination of call legs within a call session.

- Service selection—When a call session arrives at the resource manager, the resource manager maps the call to an IVR profile and, if applicable, to a tenant, and selects a
service for the request. There are various ways in which the resource manager may
determine which IVR profile to execute. According to one embodiment, a dialed number
identification service (DNIS) may be used to identify which application to run. In this
scenario, the incoming call corresponds to the DNIS.

[00114] According to one embodiment, when a platform administrator segregates services
into a multi-tiered hierarchy, the resource manager also identifies the tenant for which a
request is intended. The IVR profile, policy enforcement, and service parameters may be
determined by the tenant that is associated with the request. In a hierarchical multi-tenant
(HMT) environment, when a tenant is selected, the policies enforced, and application and
service parameters associated with that tenant, may also affect the child tenants within that
tenant object.

[00115] After the resource manager has determined the IVR profile for a session, it
identifies the service type and the service prerequisites for each call leg (also referred to as a
call path or segment of a call connection). For each type of service within an IVR profile,
one may configure a set of service parameters that the resource manager forwards to the
VoiceXML application to affect the way that the application is executed. For example,
default languages may be configured for the VoiceXML services for voice applications.

[00116] Policy enforcement— According to one embodiment, for each IVR Profile and, if
applicable, for each tenant, policies may be configured such as, for example, usage limits,
dialing rules, and service capabilities. The resource manager enforces policies by imposing
them on the VoiceXML application to determine whether or not to accept a SIP session. If
the session is accepted, the resource manager locates a resource to handle it. The resource
manager may also enforce policies related to how a VoiceXML or CCXML application uses
a resource. For multiple tenants, the resource manager may be configured to apply and
enforce policies in a hierarchical manner. HMT enables a service provider or parent tenant to
allocate portions of its inbound ports to each reseller (or child tenant). The reseller can, in
turn allocate ports to a number of child tenants within its tenant object. When tenant policies
are enforced at the child tenant level, the policies are propagated to all other child tenants
within that child tenant object.

[00117] Service request modification— According to one embodiment, before the resource
manager forwards a request to a resource that can handle the mapped service, it can modify
the SIP request to add, delete, or modify the SIP parameters. This may be defined on a per-
service/per-application basis.
[00118] Resource selection—After the resource manager has identified an IVR Profile and service type, it identifies a resource group that can provide the service. Then, on the basis of the load-balancing scheme for the group and the status of individual physical resources in the group, it allocates the request to a particular physical resource.

[00119] Resource selection with geo-location information—When the resource manager receives a request with geo-location information from a gateway resource (e.g., SIP Server, session border controller, media gateway, etc.), it checks the resource groups to determine if the geo-location parameter that is configured for the group matches the geo-location in the request. If it finds a match, the resource manager routes the call to the group based on port availability, preference and other criteria.

[00120] Resource selection for outbound campaigns—For outbound-call campaigns, the resource manager is configured to predict the ratio of agent calls to customer calls. When there are multiple media control platforms in a deployment, the resource manager may distribute calls based on the maximum number of calls and free ports for a particular campaign.

[00121] Call-data reporting—When data collection and logging events occur, the resource manager sends these log events to, for example, a reporting server.

[00122] In some embodiments, the voice platform 58 may not include a resource manager 50, or the functionality of the resource manager 50 may be incorporated into another voice platform component, such as, for example, the media control platform 52.

[00123] Referring again to FIG. 2, the speech servers 54 are configured with speech recognition technology to provide automatic speech recognition and text-to-speech functionality for use in voice applications.

[00124] The media control platform 52 is configured to provide call and media services upon request from a service user. Such services, include, without limitation, initiating outbound calls, playing music or providing other media while a call is placed on hold, call recording, conferencing, call progress detection, playing audio/video prompts during a customer self-service session, and the like. One or more of the services are defined by voice applications 60a, 60b (e.g., VoiceXML applications) that are executed as part of the process of establishing a media session between the media control platform and the service user.

[00125] According to one embodiment, the voice platform 58 is shared by various contact centers for which contact center services are provided. According to this embodiment, multiple voice applications for multiple tenants run on the same media control platform.
instance without interfering with one another. Identification of the tenant (e.g. based on the telephone number dialed by the customer), for which a voice application is run, allows a proper voice application to be selected and executed for that call.

[00126] In one example where customer self-service is to be provided for an inbound call, the call comes in to the edge device 20 and is forwarded to the SIP server 56. The edge device 20 is configured to identify a tenant to which the call is directed, and identify the SIP server 56 configured for the tenant (e.g. based on the inbound phone number that was dialed). According to one embodiment, the SIP server 56 passes the call to the resource manager 50 by sending a signaling message (e.g. SIP INVITE message) to the resource manager. According to one embodiment, there is no separate SIP server 56 set up for the tenant, and some of the functionalities of the SIP server are instead incorporated into the resource manager 50. According to one embodiment, the resource manager is shared by multiple tenants.

[00127] The resource manager is configured to identify the contact center associated with the SIP server 56 generating the signaling message (e.g. based on a source address of the SIP server), and further identify a voice or call-control application (referred to as an interactive voice response (IVR) profile), and a service/resource for the request. The particular service that is requested may be identified, for example, in the signaling message to the resource manager.

[00128] The resource manager 50 is configured to identify the appropriate media control platform 52 instance from a cluster of media control platform instances based on the IVR profile, load balancing considerations, and the like, and forward a request to the identified media control platform. In forwarding the request, the resource manager is configured to insert additional headers or parameters as specified by the service requirements, service parameters, and polices that have been configured for the IVR profile.

[00129] The media control platform 52 is configured to fetch the voice application 60a, 60b from, for example, a web server, via an HTTP request. The web server hosting the voice application 60a, 60b may reside in the remote operations environment 16 or contact center premise 12.

[00130] According to one embodiment, the media control platform 52 includes an interpreter module for interpreting and executing the voice application. In some embodiments, the media control platform, through the resource manager 50, may invoke
additional services such as, for example, automatic speech recognition or text-to-speech services, from the speech servers 54.

[00131] An RTP media path 62 is established between the media control platform 52 and the end user device 18 through the edge device 20, upon the executing of the voice application. The resource manager 50 ends the call when one of the parties (end user device 18 or media control platform 52) disconnects (e.g. at the end of self-service), or when the call is transferred out of the voice platform 58 (e.g. transferred to an agent).

[00132] FIG. 3 is a schematic block diagram of a system for providing outbound notifications in a hybrid operations environment according to one embodiment of the invention. The system is similar to the system in FIG. 2 in that it includes a remote voice platform 58’ which hosts the SIP server 56, resource manager 50, and media control platform 52. In addition, the voice platform 58’ further hosts an outbound gateway 55 configured to manage the initiation of outbound sessions. According to one embodiment, an outbound session is controlled by an outbound application 100, which in the illustrated embodiment, is depicted to reside in a web server (not shown) at the contact center premise 12. A person of skill in the art should recognize, however, that the outbound application may also reside in a server hosted by the remote operations environment 16.

[00133] According to one embodiment, the outbound application initiates an outbound call session via an HTTP request to the outbound gateway 55 over a data link 102 traversing the private network 22. The request includes, in one embodiment, the necessary information for initiating the outbound call which may be provided by the outbound application. For example, the outbound application may control the timing of the call, the number to be called, and a voice application 108a, 108b to be invoked for the call.

[00134] The outbound gateway 55 is coupled to the SIP server 56 which is configured to establish call legs from the edge device 20 to the end user device 18, and from the edge device 20 to the media control platform 52, and bridge the two call legs together for establishing a media path 106 between the end user device 18 and the media control platform 52. The voice notification provided to the customer during the outbound call depends on the voice application 108a, 108b identified by the outbound application 100. As in the embodiment of FIG. 2, the voice application may be retrieved from a web server in the contact center premise 12 or in the remote operations environment 16.
Upon completion of the outbound notification, the outbound gateway 55 is configured to collect results of the call from the media control platform 52, and provide such results to the outbound application 100 in a notification message.

FIG. 4 is a schematic block diagram of a system for providing call parking services in a hybrid operations environment according to one embodiment of the invention. According to this embodiment, a SIP server 70 similar to the SIP server of FIG. 2 is hosted at the contact center premise 12 instead of the remote operations environment 16. The premise further hosts a routing server 72 configured to route an interaction to a contact center resource based on a routing strategy identified by the routing server. The SIP and routing servers 70, 72 being local to the premise may also be referred to as local controllers. Media services are provided remotely, however, via the resource manager 50 and medial controller 52 in the remote operations environment 16.

In one example, an inbound VoIP call is received by the edge device 20 and routed to the SIP server 70. The SIP server 70 queues the call locally at the contact center premise and transmits a message to the routing server 72 for routing the call to an available contact center resource (e.g. agent). In the event that no resources are available for handling the call, the routing server 72 transmits a message to the SIP server 70 over a local data connection 74 of this fact. In response, the SIP server 70 queues the call locally in an inbound queue, and transmits to the resource manager 50 over a data link 78 traversing the private network 22, a request for call parking media services. The resource manager 50 identifies the appropriate media control platform 52 to handle the request, and upon identification of such a platform, a media channel/path 80 is established between the end user device 18 and the media control platform 52 via the edge device 20. Although control of the call is retained by the SIP server 70 at the contact center premise, the media channel 80 need not loop through the contact center premise. According to one embodiment, the SIP server 70 retains control of the call by transmitting signaling messages to various components, including the resource manager 50, to control the media paths that are generated and/or broken down.

As part of the call parking service, the media control platform 52 may use the media channel 80 to provide media such as, voice notifications and/or music, to the customer, for indicating that no agents are currently available. The voice notifications and/or music that are selected may depend on the voice application retrieved by the media control platform. As part of the call parking service, the media control platform may also be configured to
periodically transmit a message to the routing server 72 requesting an amount of estimated
wait time calculated by the routing server 72. The request may be transmitted over a data
link 76 that traverses the private network 22. In response, the routing server 72 provides the
requested information to the media control platform 52, and is used by the voice application
to output corresponding audio (e.g. "we estimate your wait time to be between 5 and 10
minutes ") via the media channel established between the media control platform and the end
user device 18.

[00139] The routing server 72 is configured to monitor for availability of the contact
center resource, and upon identification of such a resource, transmits a message to the SIP
server 70. In response to the availability message, the SIP server 70 is configured to transmit
a message to the resource manager 50, via the data link 78, requesting termination of the call
parking service. In this manner, service provided by the media control platform 52 is
revoked by the local SIP server 70 who retains control of the call while media services are
being provided from the remote operations environment. The media controller controls the
media based on the request, and terminates the call parking service. Upon exchange of
signaling messages between the SIP server 70 and the identified contact center resource, such
as, for example, an agent device at the contact center premise 12, a call leg is established
from the edge device 20 to the contact center resource to allow exchange of media between
the customer and the contact center resource. The control signals transmitted by the SIP
server 70, therefore, replaces a call leg between the edge device 20 and the media control
platform 52 in the remote operations environment 16, with a new call leg established between
the edge device 20 and the contact center resource at the contact center premise.

[00140] FIG. 5 is a schematic block diagram of a system for providing call progress
detection for outbound calls made in a hybrid operations environment according to one
embodiment of the invention. According to this embodiment, the local contact center
premise 12 hosts a SIP server 90 and an outbound call server 92 as local appliances 10, while
the remote platform 14 in the remote operations environment 16 hosts the resource manager
50 and media control platform 52. The SIP server 90 may be similar to the SIP server 56 of
FIG. 2, and may be configured to receive commands to initiate an outbound call as directed
by the outbound call server 92. In this regard, the outbound call server 92 may be configured
with an outbound application (not shown) which provides call control during, for example, an
outbound campaign. The outbound application may be similar to the outbound application
108a, 108b, of FIG. 3. In this regard, the outbound application may control the times and
numbers to call, the voice applications to be invoked, and the like. A difference in the
outbound applications is that the outbound application in FIG. 3 controls the media
currently hosted by the remote platform 14 in the remote operations

[00141] According to one embodiment, an outbound call is initiated as instructed by the
outbound application executed by the outbound call server 92, in a manner similar to what
was discussed with respect to the embodiment of FIG. 3. According to one embodiment, the
media control platform provides the media for the outbound notification. In addition, the
media control platform 52 may be configured to provide call progress detection based on for
example, a request for such service from the SIP server 90 as determined by the executed
outbound application. The request for initiating the outbound call and for call progress
detection may be transmitted via a data link 120 that traverses the private network 22.

[00142] In response to the request for call progress detection, the media control platform
52 monitors the call progress for identifying triggering actions, such as, for example, the
answering (or not) of the outbound call, including identifying the type of device or person
answering the call (if at all). The call progress information is forwarded to the outbound call
server 92 over a data link 122 as well as to the SIP server over data link 120. In response to
the information, the outbound call server 92 may update its records, attempt calls to alternate
numbers (in case a call to a first number was unsuccessful), and the like.

[00143] According to one embodiment, in response to receiving an update that a customer
(as opposed to an answering machine or fax machine) has answered the call, the SIP server
90 may be configured to transmit a message to the outbound call server, to connect the
customer with a live agent. According to one embodiment, the outbound call server 92 may
be configured to match an agent camping on a media control platform to the answering
customer that is connected to the same media control platform. Once the agent is identified,
the call is connected by establishing a call leg from the edge device 20 to the device of the
identified agent. This results in the call leg between the edge device 20 and the media control
platform 52 being replaced with the call leg between the edge device 20 and the agent device.

[00144] FIG. 6 is a schematic block diagram of a system for call recording in a hybrid
operations environment according to one embodiment of the invention. This embodiment is
similar to the embodiments of FIGS. 4 and 5 in that the resource manager 50 and media
control platform 52 are hosted by the remote platform 14 in the remote operations
environment 16. In addition to the resource manager and media control platform, the remote platform further hosts a recording server 400 configured to record media exchanged during a media session. Although the recording server 400 is depicted as a separate component, a person of skill in the art should recognize that functionality of the recording server may be incorporated into the media control platform 52.

[00145] According to one embodiment, the media control platform 52 is configured for active recording. Unlike passive recording where VoIP recording is done by connecting a passive recording system to a switch to monitor all network traffic and pick out only the VoIP traffic to record, active recording allows a recording device to be an active participant in the call for recording purposes. In this regard, the media control platform 52 is in the media path established between two communicating parties in order to actively record (e.g. replicate and store) the media traversing the media path.

[00146] According to one embodiment, the contact center premise hosts a SIP server 402 which may be similar to the SIP server 70 of FIG. 4, to initiate a call recording of a call established between the end user device 18 and an agent device 404, via the media control platform in the remote operations environment 16. In response to a request for recording services, the media control platform 52 performs media bridging 406 between the end user device 18 and the agent device 404, and initiates a recording session. The media control platform 52 replicates the media 408a, 408b to and from the end user device 18 and the agent device 404, and streams the replicated media to the recording server 400 which then proceeds to store the replicated media in a local and/or remote storage device (not shown). The local storage device may be, for example, a disk storage mechanism (e.g. disk array) in the remote operations environment 16 that may be scaled for the cluster of media control platforms in the remote operations environment. The remote storage device may be hosted, for example, in an environment (e.g. a public cloud computing environment) separate from the remote operations environment 16. According to one embodiment, the storage devices store media recordings for a plurality of tenants, in a safe and secure manner. In this regard, the recordings are stored in the storage devices in an encrypted manner (e.g. via a public key), which is configured to be decrypted (e.g. for listening) by the tenant who may own, for example, a private key.

[00147] According to one embodiment, the recording server 400 is configured to receive metadata of the call recordings from the SIP server 402 over a data link 410. The metadata may be stored in association with the corresponding call recordings in the same or separate
data storage device as the actual call recordings. According to one embodiment, the metadata is stored as header data for the call recordings.

[00148] Recording can be enabled from routing strategy by sending a RequestRouteCall message from the SIP server 402 to the media control platform 52 with extension key "record" and value set to "source" to record all legs until customer leaves the call, or "destination" to record while the target agent is on the call. Choosing recording using a routing strategy is referred to as selective recording. According to one embodiment, in recording based on a routing strategy, a tenant's recording parameters are checked for identifying a percentage of calls to be recorded and requesting recording for a particular call based on the identified percentage.

[00149] According to one embodiment, the SIP server 402 may be configured to record calls for specific agent DNs, or for all incoming calls. According to one embodiment, a "norecord" extension key may be supported for the RequestRouteCall message. When a "norecord" key is set, no recording is performed even if the call is set to record at the DN level. Dynamic recording control may still be allowed, however, after the call is established, so as to allow the agent to being recording the call when desired.

[00150] According to one embodiment, the agent device 404 may provide a graphical user interface with dynamic recording controls for allowing the agent to start, pause, resume, and stop a recording. According to one embodiment, commands for controlling the recording are forwarded by the SIP server 402. Other clients other than the agent device 404 may provide the recording commands even if not party to the call.

[00151] FIG. 7 is a signaling flow diagram for recording a call in a hybrid operations environment according to one embodiment of the invention. The flow begins with step 420 where a media session is established between two communication devices referred to as party A 440 and party B 442.

[00152] In steps collectively identified as steps 422 and 424, a pre-negotiation phase ensues between the SIP server, resource manager, and media control platform 52, for providing a copy of the established media session between party A 440 and party B 442, to the media control platform 52. According to one embodiment, the information on the media session with party A is provided to the media control platform 52 in step 422 via the resource manager 50 via a session description protocol (SDP) that includes information such as, for example, IP address, port number, and codec used for sending and receiving RTP streams.
with party A. Information on the media session with party B is similarly provided to the same media control platform in step 424.

[00153] In steps collectively referred to as step 426, the SIP server 402 transmits a request to the media control platform 52 to record the call. In this regard, during signaling which is collectively referred to as step 428, the SIP server 402 transmits an INVITE message to the media control platform 52 (via the resource manager 50), for establishing a media path with party A 440, in which case the media control platform generates a session based on the session information received in the pre-negotiation phase in step 422 for party A. A media path for the generated media session is then established via signaling between the SIP server 402 and party A 440, as shown collectively as step 430.

[00154] Similarly during signaling which is collectively referred to generally as step 432, the SIP server 402 transmits an INVITE message to the media control platform 52 (via the resource manager 50), for establishing a media path with party B 442. The media control platform generates, in response, a session based on the session information received in the pre-notation phase in step 424 for party B. A media path for the generated media session is then established via signaling between the SIP server 402 and party B 442, as shown collectively as step 434.

[00155] Media is then exchanged via established media paths 436 and 438. In this manner, the media control platform 52 bridges media between party A 440 and party 460, and records the exchanged media in step 439.

II. Handling Connection Failures in Hybrid Environment

[00156] FIG. 8 is a schematic block diagram of a hybrid operations environment with failover capabilities according to one embodiment of the invention. An inbound call from the customer end device 18 is forwarded to the SIP server 56 for routing to a contact center agent. In the illustrated embodiment, the contact center agent registers with the SIP server 56 a directory number associated with an agent telephone 200. The agent also has access to a desktop 202 which may be used for receiving data about the inbound call from the SIP server 56. According to one embodiment, the data is transmitted over a data link 204 over a wide area network which may not utilize the same connections used for the private network 22.

The desktop 202 may also provide a graphical user interface with call control options, such as, for example, options for answering calls, putting calls on hold, transferring calls, and the like.
According to one embodiment, the SIP server 56 is configured to monitor on a regular or irregular basis, the status of a connection to the agent device 200. In this regard, the SIP server 56 may be configured to transmit polling/heartbeat messages to the agent device 200 over a data link 206 traversing the private network 22, and wait for an acknowledgement within a preset amount of time. If the SIP server does not receive the acknowledgement within the set time period, the SIP server may be configured to assume that data link 206 or agent device 200 is faulty. In this case, the SIP server is configured to retrieve a list of alternate numbers (e.g. direct inward dialing (DID) numbers) to alternate phones 208 maintained by the SIP server for the agent. According to one embodiment, the alternate number is a number that is not used by any agent for registering with the SIP server.

In response to identifying the alternate number, calls to be routed to the agent are sent to the alternate phone number instead of the directory number in a seamless manner. According to one embodiment, call data continues to be delivered to the agent desktop 202 over the data link 204 which is not affected by the faulty data link 206 traversing the private network 22. According to one embodiment, the agent may engage in call control via the agent desktop for controlling calls routed to the alternate number. Routing to the directory number for the agent resumes when connection to the agent device 200 over the data link 206 is functional again.

According to one embodiment, a media path 205a, 205b from the end user device 18 to the alternate phone 208 is bridged through the media control platform 52, as shown in FIG. 8, if the call between the customer and the agent is to be recorded. Otherwise, the media path is bridged through the edge device 20 without traversing through the media control platform.

FIG. 9 is a schematic block diagram of a hybrid operations environment with failover capabilities according to one embodiment of the invention. In the illustrated embodiment, the SIP server 56 is deployed in an active/hot-standby pair. For example, the remote SIP server 56 in the remote operations environment 16 may be deployed as a primary instance, while a local SIP server 250 in the contact center premise is deployed as a standby (failover) instance. Although a SIP server is used as an example for which failover capabilities are provided, a person of skill in the art should recognize that other contact center components may have similar failover capabilities.

According to one embodiment, an agent registers with the local SIP server 250 his or her registration information including, for example, a directory number associated with an
agent device 252. The local SIP server 250 deployed as the hot-standby instance proxies the registration to the remote SIP server 56 deployed as the primary instance. In this regard, a copy of the agent registration information is forwarded to the remote SIP server 56 over a data link 254 for storing therein.

[00162] In the illustrated embodiment, an inbound call arrives at a media gateway, session border controller, or SIP server (collectively referred to as media gateway 256) which attempts to transmit, over a data link 258 traversing the private network 22, a request to route the call to the remote SIP server 56. If the request is successfully received by the remote SIP server 56, and assuming that the call is to be routed to the agent device 252, the SIP server signals the media gateway 256 to route the call to the agent device based on the registration information stored at the remote SIP server 56. A media channel 260 is then established to the agent device 252 for communicating with the end user device 18.

[00163] In the event, however, that the remote SIP server 56 does not respond within a preset amount of time to the request to route from the media gateway 256, the local SIP server 250 takes over, and the media gateway proceeds to send the request to the local SIP server over a local data link 262.

[00164] FIG. 10 is a schematic layout diagram of distribution of various media services in a hybrid operations environment according to one embodiment of the invention. The media services include but are not limited to call progress detection 300, conference 302, music-on-hold 304, call parking 306, call recording 308, and IVR self-service. Services such as conference 302 and music-on-hold 304 may be provided by one or more media controllers 310 at the contact center premise 12 by storing in the SIP server as the contact parameter 314, 316 for these services, the address of the resource manager at the contact center premise 12. Other services such as call progress detection 300, call recording 308, and IVR self-service 323 may be provided by one or more media controllers 312 at the remote operations environment by storing in the SIP server as the contact parameter 320, 321, 324 for these services, the address of the resource manager at the remote operations environment 16.

[00165] Other services, such as, for example, call parking 306 may be configured to be provided by media controllers 310, 312 at the contact center premise 12 as well as in the remote operations environment 16, in order to provide overflow support. The media controller that is to be invoked first is determined by a priority level stored by the SIP server in the contact parameter 318, 322 set for the service. In the illustrated example, the priority level set for the media controller 310 at the contact center premise (e.g. priority = 0) signifies
a higher priority than a priority level set for the media controller 312 in the remote operations
environment (e.g. priority = 1).

[00166] The SIP server transmits a request for media service to the media controller 310 at
the higher priority. If the media controller 310 has reached a maximum threshold configured
for the media controller, the SIP server receives a SIP response from the resource manager
indicating this fact. The SIP server then sends the request to the overflow media controller
312 at the lower priority. The overflow media controller 312 continues to provide media
services in response to requests from the SIP server until the load in the primary media
controller 310 falls below a desired threshold.

[00167] FIG. 21 is a schematic block diagram of a hybrid operations environment for
providing media services according to one embodiment of the invention. In the illustrated
embodiment, a SIP server 2100 is deployed at the contact center premise 12. The SIP server
may be similar, for example, to the SIP server 56 of FIG. 3.

[00168] According to one embodiment, a call to the particular contact center is received by
the edge device 20, and the edge device signals the SIP server 2100 to route the call. In
response, the SIP server 2100 determines a media service appropriate for servicing a portion
of the call, and identifies a media resource based on the type of media service. For example,
if the media service is IVR self-service, the SIP server may identify the resource manager 50
in the remote operations environment 52 based on the contact parameter stored in the SIP
server for this particular service. In response to the identification, the SIP server transmits a
request to the resource manager 50 for connecting the call to the remote control platform 52
which provides voice prompts during the IVR self-service. Thus, for this portion of the call,
a call leg 2104a is established from the customer end user device to the edge device, and
another call leg 2104b from the edge device 20 to the remote media control platform 52.

[00169] During the call, the SIP server 2100 decides that another media service is to be
provided for a different segment of the call. For example, the media service may be playing
music while the call is placed on hold (e.g. music-on-hold service). The request for this
media service may be, for example, from a routing server (not shown) based on a routing
strategy executed by the routing server.

[00170] In response determining that a second media service is to be provided, the SIP
server identifies the location of the media resource (e.g. a local resource manager) to provide
the requested service. In the illustrated example, a media control platform 2102 at the local
premise is invoked to provide media for the second portion of the call. For a music-on-hold
service, the media that is provided by the media control platform 2012 is music configured by the tenant for this service. In this regard, the call leg 2104b from the edge device 20 to the remote media control platform 52 is replaced with a newly established call leg 2104c from the edge device 20 to the media control platform 2102. In this manner, media is moved from the remote operations environment 16 to the local operations environment 12 via control signals transmitted by the SIP server 2100 at the local operations environment.

[00171] FIG. 22 is a schematic block diagram of a hybrid operations environment for providing media services according to another embodiment of the invention. According to this embodiment, a SIP server 2202 is at the contact center premise 12 and media is provided via the resource manager 52 and media control platform 50 in the remote operations environment 16. The SIP server 2202 may be similar to the SIP server 56 of FIG. 2. In the illustrated embodiment, a call from the end user device 18 arrives at a media gateway 2200 at the contact center premise 12 and the SIP server 2202 is invoked for routing the call. When media service is to be provided for the call, the SIP server identifies the resource manager 52 in the remote operations environment 16 (e.g. via the directory number configured at the SIP server for the particular media service), and transmits a signaling message for providing the media service to the resource manager 52. The resource manager forwards the request to the media control platform 50 selected to handle the service, and a media path 2204 is established between the end user device and the media control platform 50. Of course, intermediary software and/or hardware infrastructure may be invoked in establishing the media path.

[00172] FIG. 23 is a schematic block diagram of a hybrid operations environment for providing media services according to another embodiment of the invention. According to this embodiment, a SIP server 2300 is in the remote operations environment 16 for controlling media while media itself is provided via a resource manager 2302 and media control platform 2304 at the local operations environment 12. The SIP server 2300 may be similar to the SIP server 56 of FIG. 2. An inbound call is received at the edge device 20, and a request to route the call is transmitted to the SIP server 2300. If media is to be provided for the call, the SIP server identifies a resource manager, which, in the example of FIG. 23, is the resource manager 2302 at the contact center premise 12. The resource manager in turn identifies the appropriate media control platform, which, in the example of FIG. 23, is the media control platform 2304 at the contact center premise 12. A media path 2306 is established between the end user device 18 and the media control platform 2304.
III. Geo-Location Based Call Recording

[00173] Embodiments of the present invention are also directed to recording in a contact center that provides geo-location support. Geo-location support allows a contact center with multi-site deployment of particular components to select one of the multi-sites for invoking the components in the selected site. This helps minimize WAN traffic or minimize latency in certain situations.

[00174] FIG. 11A is a schematic block diagram of a contact center system illustrating cost and latency for an typical VoIP call without call recording according to one embodiment of the invention. In the illustrated embodiment, a customer utilizes a media gateway 500 in a particular geographic location 502 (e.g. Dallas, TX), to transmit a VoIP call to a contact center located in another geographic location 504 (e.g. San Francisco, CA). One or more appliances 506-512 hosted at the contact center premise 504 may be invoked for routing the call. For example, a SIP server 506 may determine that the call should be routed to an agent device 514 located in a second geographic location 516 remote to both the first geographic location and the second geographic location. A media channel 518 that traverses the wide area network, such as, for example, the public Internet, is established between the media gateway 500 and the agent device 514. Voice data is transmitted via the media channel. The latency and traffic created in transmitting the voice data is the latency and traffic associated with traversing the wide area network once, for each voice packet transmitted between the customer and the agent.

[00175] FIG. 11B is a schematic block diagram of the contact center system of FIG. 11A handling call recording according to existing solutions. In the illustrated prior art system, both the media control platform 510 and the recording server 512 are deployed at the contact center premise 504. Thus, in response to the SIP server 510 transmitting a command to the media control platform 510 to record the call between the customer and the agent, an established media path 520a, 520b is bridged through the media control platform 510 at the contact center premise 504, and media transported over the media path is recorded by the recording server 512 also at the contact center premise. This solution, however, doubles the traffic over the wide area network given that the traffic first traverses to the media control platform 510 before reaching its destination. The solution also adds to the latency of the media path. Such latency, however, may not be acceptable for real-time calls.
According to one embodiment, a contact center is enabled for geo-location-based call recording which helps minimize latency and cost associated with traditional call recordings.

FIG. 11C is a schematic block diagram of a contact center system configured for geo-location-based call recording according to one embodiment of the invention. As in the example of FIG. 11B, a customer utilizes a media gateway (which could be replaced by an SBC or SIP server) 530 in a particular geographic location 532 (e.g. Dallas, TX), to transmit a VoIP call to a contact center located in another geographic location 534 (e.g. San Francisco, CA). According to one embodiment, the contact center premise hosts appliances such as, for example, a SIP server 536, resource manager 538, and recording server 540. In other embodiments, one or more of the appliances may be hosted in a remote operations environment such as, for example, the remote operations environment 16 of FIG. 6.

According to one embodiment, one or more media control platforms 542 associated with the contact center are distributed to different geographic regions, such as for example, the geographic location 532 at or near the media gateway 530. According to one embodiment, a pool of media control platforms 542 is deployed in each geographic region. For example, a pool of media control platforms associated with a particular contact center may be deployed somewhere in North America, another pool of media control platforms may be deployed somewhere in Europe, and yet another pool of media control platforms may be deployed somewhere in Asia. The exact locations may depend on various factors, such as, for example, the location of the contact center premise, amount of business conducted in certain geographic regions, locations of agents, and the like.

According to one embodiment, other contact center components such as the recording server 540, SIP server 536, and resource manager 538 are not distributed to the various geographic locations. This helps minimize cost for the contact center without compromising quality of real time calls between a customer and an agent. In other embodiments, one or more of the other contact center components are deployed to the various geographic regions.

In the example of FIG. 11C, a customer utilizes the media gateway 530 to initiate a call to the contact center. A SIP server 536 at the contact center premise 534 routes the call to an agent device 544 in a geographic location 546 remote from both the geographic location 532 of the media gateway 530 and the contact center premise 534. The SIP server 536 further determines that the call should be recorded based on, for example, a DN of the agent
handling the call, an express request from the agent, or other configuration parameters accessed by the SIP server for the contact center. The SIP server 536 selects a geographic region based on one or more configuration parameters, and forwards the selected geographic region (e.g. geo-location=dallas) to the resource manager 538 along with a request to record the call. The resource manager in turn runs a routine for selecting a media control pool tagged to the identified geographic region. An appropriate media control platform is selected from the pool based on load balancing and other considerations, and a message for recording the call is transmitted to the selected media control platform. An established media path 548a, 548b is bridged through the selected media control platform 542. Assuming that the media control platform 542 is local to the media gateway 530, the media path 548a between the media gateway and the media control platform 542 traverses a local network. Network latency is assumed to be negligible when media is sent over the local network.

[00181] The media path 548a between the media control platform 542 and the agent device 544 traverses a wide area network. The latency associated with the media path 548b is the latency associated with traversing the wide area network once. Thus, overall latency in the recorded media communication between the customer and the agent is minimized when compared to the prior art solution described with respect to FIG. 1IB.

[00182] According to one embodiment, the replicated media is transmitted for recording to the recording server 540 over the wide area network via a media path 550. Any delay encountered in transmitting the media due to traffic on the wide area network may be acceptable due to the fact that the replicated media is generally not required to be available in real time. In other embodiments, the recording server 540 is deployed in the same geographic location as the media control platform 542. According to those embodiments, the replicated media traverses a local network instead of the wide area network.

[00183] According to one embodiment, configuration of geo-location may happen, for example, in two places: DN objects in a switch, and resource groups for the media control platform and recording servers. A geo-location tag for each DN (of type trunk DN, route point DN, extension DN, and trunk group DN) is assigned for the media control platform and recording server resource groups. A graphical user interface available to a contact center administrator may be used for the assignment of the geo-location tags.

[00184] How a geo-location is selected for each call depends on how the SIP server 536 is configured. According to one embodiment, the SIP Server selects a geo-location with the following order or preference for inbound calls:
[00185] 1) Geo-location configured in the extension of a request to route a call (RequestRouteCall) (e.g. an agent's telephone extension number);

[00186] 2) Geo-location configured in the routing point DN (e.g. a DN for a contact center component which may further route a call);

[00187] 3) Geo-location configured in the inbound trunk DN (e.g. DN of a trunk transporting an inbound call); and

[00188] 4) Geo-location configured in the DN where the recording is enabled.

[00189] Of course, other orders are also contemplated. For outbound calls, the following order of preference may be used, although other orders are also contemplated:

[00190] 1) Geo-location configured in the extensions of RequestRouteCall;

[00191] 2) Geo-location configured in the routing point DN;

[00192] 3) Geo-location configured in the agent DN; and

[00193] 4) Geo-location configured in the outbound trunk DN if recording is enabled

[00194] According to one embodiment, when a DN is configured to be recorded, the geo-location set at the DN is selected. When more than one DN involved in the call has a geo-location set (e.g. both inbound Trunk DN and the Routing Point DN have geo-location set), then the SIP server 536 may be configured to select the geo-location based on a configured order of preference, such as, for example, the preference described above.

[00195] The selection of the geo-location may also vary based on the routing strategy invoked by the SIP server 502 for routing a particular call. For example, if a parameter "record=source" is set in the extension identified in a request to route the call, then the geo-location of the inbound Trunk DN of the call is selected if configured. If a parameter "record=destination" is set in the extension of the request to route the call, then the geo-location of the agent (extension DN) is selected. Selection of the geo-location may also depend on instructions provided by a party specifically requesting dynamic recording.

IV. **Handling Call Recording Failures**

[00196] FIG. 12A is a schematic block diagram of a system for contact center call recording and recording posting according to one embodiment of the invention. The system includes a remote operations environment 600 with an edge device 604 for routing calls between customers that utilize various telephony service providers 606, and contact center resources in a contact center premise 602. The edge device 604, remote operations
environment 600, and contact center premise 602 may be similar to respectively the edge
device 20, remote operations environment 16, and contact center premise 12 of FIG. 6.

[00197] In the embodiment illustrated in FIG. 12A, the remote operations environment
600 hosts a resource manager 610, media control platform 608, and recording server 616
(which may be incorporated into the media control platform 608), which may be similar to
respectively the resource manager 50, media control platform 52, and recording server 400 of
FIG. 6.

[00198] The contact center premise 602 hosts a SIP server 612 in communication with the
resource manager 610 over a wide area network for signaling the media control platform 608
to record media transmitted between an agent device 620 and a customer (via a telephony
service provider 606). In this regard, a media path 622a, 662b is bridged by the media
control platform 608, and media transmitted over the media path 622a, 622b is replicated and
transmitted to the recording server 616 via messages similar to the messages described with
respect to FIG. 7.

[00199] The system of FIG. 12A further includes a mass storage device 624 configured to
store recordings transmitted by the recording server 616. The mass storage device may be,
for example, an online storage in a public cloud computing environment offered, for example,
by Amazon Web Services (e.g. Amazon S3 online storage web service). The mass storage
device 624 may also be a local storage device at the contact center premise 602.

[00200] According to one embodiment, the recording is encrypted by the media control
platform 608 prior to posting into a bucket associated with the tenant for which recordings
are being stored. The encryption of the audio recording may be via an encryption key stored
in the IVR profile of the tenant. An authorization key for posting in the mass storage device
may also be obtained, as necessary, from the tenant's rIVR profile.

[00201] According to one embodiment, the remote control environment 600 further hosts a
web server 614 providing a call recording API for interfacing with the media control platform
608 and a graphical user interface 628. According to one embodiment, the media control
platform 608 uses the API to post call metadata for a recorded call, including a universal
resource identifier (URI) or any other link to the recording stored in the mass storage device
624. The graphical user interface 628 accesses the API for accessing call recordings stored in
the mass storage device 624, and for performing searching and other analytics on the
recordings.
According to one embodiment, a key management server 629 is deployed by a tenant for performing key management for the tenant for encryption and decryption of call recordings. In this regard, the key management server 629 provides a user interface for access by tenant administrators 627 for uploading and managing certificates for the encryption and decryption of the call recordings. The key management server 629 may be deployed in the remote operations environment 600 (or another remote environment) or at the contact center premise 602. In one embodiment, the graphical user interface 628 for accessing the call recordings is integrated into the key management server 629.

The contact center premise 602 may host a server providing an interaction concentrator (ICON) application 630 coupled to an ICON database 632. According to one embodiment, the ICON application receives call and other interaction event details from the SIP server 612 and stores the details in the ICON database 632. The web server 614 is configured to access the ICON database 632 over a wide area network and retrieve event details associated with the call metadata received from the media control platform 616, and store the event details and associated call metadata in a call record maintained in a call database 634.

FIG. 12B is a schematic block diagram of a system for contact center call recording and recording posting according to another embodiment of the invention. The like element numbers are intended to indicate like elements or features. The key management server according to the embodiment of FIG. 12B is referred to as a recording crypto server 629'. In this illustrated embodiment, the user interface 628 of FIG. 12A is split into a playback user interface 628' and recording user interface 628''. The playback user interface 628' provides prompts and other mechanisms for allowing a user to search, playback, and perform other actions (e.g. searches for key words or phrases) relating to recorded calls. The recording user interface 628'' provides prompts and other mechanisms for an administrator to manage cryptographic keys maintained by the recording crypto server 629'.

According to the embodiment illustrated in FIG. 12B, a speech server 631 provides the playback user interface 628' to access and invoke various functionalities of the speech server. The speech server 631 may be similar to speech server 54 of FIG. 2, and may provide various speech analytics and text processing functionalities as will be understood by a person of skill in the art.

According to the embodiment illustrated in FIG. 12B, part of the processing by the web server 614 is called out and handled by a separate recording processor 615.
Specifically, it is the recording processor 615 which executes instructions to access the ICON database 632, to retrieve event details associated with the call metadata received from the media control platform 616, and to forward the event details and associated call metadata to the web server 614 for storing in a call record maintained in the call database 634. According to one embodiment, the recording processor 615 may be process or thread running in the same or separate processor or computing device as the web server 614.

[00207] FIG. 12D is a more detailed block diagram of the recording user interface 628 according to one embodiment of the invention. According to one embodiment, the recording user interface includes a front-end UI as well as a container for one or more plug-ins 691 for providing various recording related functionalities. A tenant administrator 627 may, via an end user device, access the recording user interface 628 for accessing one or more of such functionalities. For example, the administrator may access the interface to provide policies for call recording maintenance by the web server 614. The administrator may also access the interface for providing cryptographic keys and general key management by the recording crypto server 629. The administrator may also access the interface for setting call recording policies in a configuration server 690. According to one embodiment, a separate policy is maintained for each tenant, and may include policies such as recording retention policies, policies related to where call recordings are to be stored, policies relating to how a file name is to be generated, and the like.

[00208] FIG. 13 is signaling flow diagram for posting a recorded call according to one embodiment of the invention. The media control platform 608 detects in step 654 that a recording for media exchanged between party A 650 and party B 652 has terminated. This may be based, on for example, one of the parties dropping off the call, an end-recording command from one of the parties, or the like.

[00209] In step 656, the media control platform 608 encrypts and stores the call recording in the mass storage device 624, and receives, in step 658, from a processor coupled to the mass storage device, a URI to the recording.

[00210] In step 660, the media control platform 608 posts to the web server 614 call metadata including, for example, the received URI.

[00211] In step 662, the web server 614 or recording processor 615 performs a query of the ICON database 632 for pulling additional call events from the database in step 664. In step 666, the web server stores the call metadata and events in the call database 634. The web server may also cache and batch-update the call records at a later time.
In step 668, the web server 614 informs the media control platform 608 of results of the posting of the call recording. When the media is bridged through the media control platform 608, the platform becomes a single point of failure for the duration of the communication session. According to one embodiment, if the resource manager 610 detects failure of a particular media control platform 608, the resource manager notifies the SIP server 612 for prompting the SIP server to take alternative action on the call.

FIGS. 14A-14B are signaling flow diagrams for handling failure of a media control platform during a recording according to one embodiment of the invention. In step 700, the SIP server 612 provides a message to the resource manager 610 for prompting the resource manager to subscribe the media control platform 608 with the SIP server. In response, the resource manager 610 transmits, in step 702, information on the media control platform 608 and other media control platforms it manages and which have been assigned to calls. Each media control platform may handle, for example, hundreds of calls at a time. The SIP server 612 maintains this information in memory until the associated calls terminate.

While a recording for a particular call between party A 650 and party B 652 bridged by the media controller 608 is in progress 704, the media controller fails as depicted via step 706. The failure is detected by the resource manager 610 via, for example, periodic heartbeat messages broadcast by the resource manager to all active media control platforms.

In step 708, the resource manager 610 transmits notification on the specific media control platform 608 that has failed.

The failure of the media control platform 608 results in a break of the media path between party A 650 and party B. Accordingly, in steps which are referenced generally via reference 710, the SIP server 612 quickly re-establishes the disconnected media path via standard SIP messages so that the communication session continues. A media channel is established in step 712, and party A 650 continues to communicate with party B 652.

In steps 720-736, the SIP server 612 attempts to record the call again by initiating a new recording session with the same parameters. The steps taken by the SIP server 612 in establishing the new recording session for a particular call is similar to the steps discussed with reference to FIG. 7. In this regard, the SIP server 612 identifies, based on the subscription information, that the call between party A and party B was assigned to the failing media control platform 608, and engages in pre-negotiation with the resource manager 610 for providing a copy of the established media session between party A 650 and party B.
652, to a second media control platform 800 selected by the resource manager 610. According to one embodiment, the information on the media session with party A is provided to the media control platform 800 in step 720 via the resource manager 610 via a session description protocol (SDP) that includes information such as, for example, IP address, port number, and codec used for sending and receiving RTP streams with party A. Information on the media session with party B is similarly provided to the same media control platform in step 722.

[00219] In steps collectively referred to as step 724, the SIP server 612 transmits a request to the second media control platform 800 to record the call. In this regard, during signaling which is collectively referred to as step 726, the SIP server 612 transmits an INVITE message to the media control platform 800 (via the resource manager 610), for establishing a media path with party A 650, in which case the media control platform generates a session based on the session information received in the pre-negotiation phase in step 720 for party A. A media path for the generated media session is then established via signaling between the SIP server 612 and party A 650, as shown collectively as step 728.

[00220] Similarly during signaling which is collectively referred to generally as step 730, the SIP server 612 transmits an INVITE message to the second media control platform 800 (via the resource manager 610), for establishing a media path with party B 652. The media control platform generates, in response, a session based on the session information received in the pre-negotiation phase in step 722 for party B. A media path for the generated media session is then established via signaling between the SIP server 612 and party B 652, as shown collectively as step 732.

[00221] Media is then exchanged via established media paths 734 and 736. In this manner, the second media control platform 800 bridges media between party A 650 and party 652, and replicates the media for recording.

[00222] The following step 738 for posting the recorded media in the mass storage device 624 is similar to the steps discussed above with respect to FIG. 13.

[00223] In addition to re-recording the call upon the failure, the failed media control platform 608 instance also provides a mechanism to recover the recording up to the point of the failure. According to one embodiment, the media control platform 608 stores the call recording on a local disk as the recording is going on, which allows the recording to be submitted later for storing in the mass storage device 624 when the media control platform 608 restarts.
FIG. 15 is a conceptual layout diagram of process for recovering a recording upon failure and recovery of a media control platform according to one embodiment of the invention. Prior to failure of the media control platform 608, recording starts at time 900 and the media control platform writes the call metadata 902 to the local disk. According to one embodiment, once the metadata 902 is written to the disk in the beginning of the recording, the media control platform 608 does not modify the metadata file. Thus, according to one embodiment, runtime information such as timestamps of pause and resume periods are not stored; however, audio masking is done in the audio file so there is no risk not masking the audio of sensitive and/or confidential information. According to one embodiment, the metadata 902 is written to the disk unencrypted since metadata does not contain sensitive information.

In embodiments where the audio recording is to be stored in an encrypted form (based on configuration settings for a particular tenant), the media control platform 608 begins to store encrypted audio recording beginning from time 900. As recording proceeds in time, the encrypted audio recording is temporarily stored in the disk in blocks 908a, 908b. According to one embodiment, the media control platform 608 uses an encryption algorithm based on, for example, the Advanced Encryption Standard (AES), which allows block cipher so that encrypted audio may be written in blocks.

According to one embodiment, the media control platform 608 randomly generates a symmetric session key and uses the generated key to encrypt the audio. The session key is further encrypted using, for example, a public key provisioned for the tenant, and the encrypted session key 904 is also written to the disk at time 900 when the recording begins. According to one embodiment, the encryption of the session key is according to any one of various public key cryptography mechanisms known in the art, such as, for example, public-key cryptography. The media control platform 608 does not have access to the symmetric key to decrypt the audio file as the key is protected by public key encryption.

According to one embodiment, audio header data 906 is also stored in the disk when recording begins at time 900.

At time 902, the media control platform 608 fails. The recording metadata 902, encrypted session key 904, audio header 906, and encrypted audio blocks 908a, 908b, however, remain on the disk. Assuming that conversation continues during time 916, the conversation is recorded by the second media control platform 800 as discussed with respect to FIGS. 14A-14B.
At a later time 904, the media control platform 608 restarts. According to one embodiment, upon restarting, the media control platform 608 checks the local disk and detects recordings in the disk. The media control platform 608 packages the audio blocks 908a, 908b into a partial encrypted audio file 910, and posts the file to the mass storage device 624. In addition, the media control platform 608 submits the recording metadata and the encrypted session key to the call recording API of the web server 614. Once the media control platform 608 submits the encrypted audio and full metadata to the call recording API of the web server 614, the temporary files are removed from disk.

According to one embodiment, the audio in the partial audio file is associated with a timestamp so that, upon playback, the partial audio file is played in the correct order relative to other audio recordings that may have been written to the mass storage device by other media control platforms (e.g. the second media platform 800 that takes over after failure of the media control platform 608), for the same call. In this regard, all audio files associated with a particular call are retrieved upon a command for playback, and the various call recording segments (each stored in a separate audio file) are stitched together so that the audio stored in each call recording segment is played in the correct order. The fact that the recording of a call may be segmented into different audio files, however, is made transparent to a user who may be searching and selecting an audio recording to be played. That is, the playback graphical user interface 628' displays a single entry for a call recording which may be identified, for example, by a time, date, and identification of the members in the conversation.

FIG. 16 is a diagram of a structure of call recording metadata provided to the web server 614 according to one embodiment of the invention. The metadata includes a "recordings" array 1000 which stores metadata for a recording segment for a call. From the perspective of the media control platform 608, it posts a single recording segment. Thus, according to one embodiment, the array size for the "recordings array" is one. The "recordings" array includes the following parameters:

- "uri" 1002 contains the URI of the posted call recording in the mass storage device 624.
- "start" 1004 is a start time of the call recording.
- "end" 1006 is an end time of the call recording.
- "duration" 1008 is a duration of the call recording in seconds.
- "parameters" include certain parameters applied in the call recording. This may include, for example, IVR profile service parameters.

- "metadata" are metadata parameters passed by the SIP server to contain relevant metadata about the call recording, such as, for example, the number that was called, number for the caller, directory number of the agent who handled the call, and the date and time the call was handled.

- "masks" is an array of timestamps and type information that represent periods of pause and resume requests received for the recording segment.

- "pkcsV" is a parameter for storing the encrypted session key provided by the media control platform if the call is encrypted. The symmetric session key(s) are encrypted via a public key and stored as a base64 string.

- A "metadata" parameter is also provided with a single property referred to as a "uuid" for storing a unique identifier for the call.

V. **Call Recording Encryption**

As discussed above, certain tenants (e.g. contact centers providing banking services) may want call recordings to be encrypted. As discussed above, one or more session key(s) may be used to encrypt the audio recordings for a tenant. The session keys may be protected via any public key cryptography mechanism known in the art. According to one embodiment, a public-key cryptography system (PKCS), e.g. PKCS#7, is utilized. Other types of public key infrastructure (PKI) may also be used, such as for example PGP (pretty good privacy) mechanism. The various keys described herein are generally referred to as cryptographic keys.

According to one embodiment, the recording crypto server deployed by a tenant provides manages public key certificates for the tenant for binding a public key with the tenant. Multiple certificates may be maintained for each tenant.

FIG. 12C is a conceptual layout diagram of various components interacting with the recording crypto server for allowing encryption and decryption of call recordings according to one embodiment of the invention. A tenant administrator accesses the recording user interface (FIG. 12B) for providing various pieces of information when uploading a public encryption key for each certificate to the recording crypto server. According to one embodiment, the tenant administrator provides a private key (also referred to as a decryption key) used to decrypt the session key, a customer-assigned
passphrase 676 used to protect the private key, and a public key 678 used to encrypt the
session key. Although embodiments of the present invention contemplate a passphrase, a
person of skill in the art should recognize that the passphrase may be replaced with a
password, passcode, or any other information that authenticates a user. Also, one or more
public keys may be used for encrypting the session key.

[00244] The recording crypto server 629' stores the public key(s) 678 in the IVR profile
680 for the tenant. The IVR profile 680 may be maintained, for example, by the
configuration server 690 (FIG. 12D). The public key is then provided to the media controller
616 for encrypting an audio recording. In this regard, when the resource manager 610
forwards a recording request to the media control platform 608, the resource manager
provides a database identifier of the IVR profile for the tenant for whom the request is
provided, and the media controller 616 retrieves the public encryption key from the IVR
profile for performing the encryption of the session key. According to one embodiment, if
the tenant does not require encryption, the certificate is not configured in the IVR profile.
The media control platform does not encrypt an audio recording if the certificate is not
configured for a tenant.

[00245] In regards to the private key 674 received by the recording crypto server 629', the
server stores the private key in a key storage appliance 682. Security of the private key
against unauthorized users is aided by encrypting the private key with the passphrase 682. In
this regard, the key storage appliance is a hardware encryption appliance that encrypts the
decryption key with the customer assigned passphrase. When a user 672 is ready to retrieve
an audio recording, he or she accesses the playback graphical user interface 628' (FIG. 12B)
to identify the appropriate recording (or portion of the recording) to listen to. The user 672
further provides the passphrase 676 along with a request for the identified recording, which is
received by the web server 614' and forwarded to the recording crypto server 629'. The
passphrase is used by the recording crypto server 629' to access the key storage appliance 682
and obtain the private key 674. According to one embodiment, the passphrase is used to
decrypt the encrypted private key.

[00246] According to one embodiment, the recording crypto server 629' is configured to
periodically rotate the public key 678 for a particular tenant. In this regard, the web server
614 may receive a session key encrypted with a first public key from the media control
platform 608. After such encryption, the recording crypto server 629' may receive a new
public key, along with a private key associated with the new public key, from the tenant
administrator. According to one embodiment, the receipt of the public key causes retrieval and update of metadata of the call recordings stored for the particular tenant. Specifically, the session keys encrypted with the first public key are first decrypted based on the old private key, and re-encrypted using the new public key. The newly encrypted session key is stored in the call record for the call recordings maintained for the tenant.

[00247] According to one embodiment, the particular tenant administrator may provide a series of public keys to be stored in the tenant's IVR profile. The recording crypto server 629' may be configured to select, in a rotating fashion, which public key to be used for encrypting a session key. The rotating of the public key may be done on a period or non-periodic basis.

[00248] According to one embodiment, the rotation of the public encryption key may be done in batch for a plurality of call recordings. The updating of the public key without updating the session key avoids having to re-encrypt the audio data hosted in the mass storage device 624, avoiding costs associated with fetching the data from the mass storage device, re-encrypting the data, and then posting back to the mass storage device.

[00249] According to one embodiment, the playback user interface 628' is invoked for decryption and playback of encrypted audio files by an authorized user. In this regard, the user interface is invoked to select a particular audio recording, and the URI of the selected audio recording is passed to the web server 614 along with the passphrase 676. The web server fetches the encrypted session key and the encrypted audio data, and packages the two components (along with the passcode) as, for example, a single PKCS#7 component that is transmitted to the recording crypto server 629'. The recording crypto server 629' is configured to use the passcode to obtain the private key, and use the private key to decrypt the content and return the decrypted audio to the user via, for example HTTPS (Hypertext Transfer Protocol), or other secure communication protocol.

VI. Call Event Tagging For Contact Center Call Recordings

[00250] As described above, the web server 614 receives call metadata for a recording segment for a call. According to one embodiment, a list of call events is submitted to the web server 614 as part of the call recording metadata. Each call event may be associated with a timestamp to allow navigation to the associated portion of the voice file during playback.

[00251] FIG. 17 is a diagram of a structure of call recording metadata provided to the web server 614 according to one embodiment of the invention. The metadata includes "metadata"
parameters 1100 and a "recordings" array 1102 similar to the "metadata" parameters 1012 and "recordings" array 1000 of FIG. 16.

[00252] The call metadata further includes an "events" structure 1104 with an array of events 1106a-1106c. With respect to one exemplary event 1106a, each even includes a timestamp 1108 in which the event occurred for identifying the portion of the voice recording associated with the event. The event data in the example further identifies a DN 1110 of the agent involved in the event, and an event descriptor 1112 (e.g. indicating that a connection was made with the DN). Other events may include, for example, a party joining the call, a party being disconnected to the call, and the like.

[00253] FIG. 18 is a conceptual layout diagram of a call record 1800 displayed by the playback graphical user interface 628 according to one embodiment of the invention. According to one embodiment, the call record 1800 is associated with a call conducted on a particular date and time 1801, between a calling number 1803 and a called number 1804. According to one embodiment, information in the call record 1800 might be collapsed until receipt of a user command to expand the call record.

[00254] Information in the call record may include, for example, call event data collected for a call. Such event data may be retrieved from the array of events 1106a-1106c stored in the events structure 1104 of FIG. 17. Each call event data may be identified with a time, a telephone number with which the event is associated, a name associated with the number, and a description of the event.

[00255] According to one embodiment, tags may be stored as part of the call recording metadata as an event parameter, and displayed under a "call tags" field 1802 when the call record 1800 is displayed. Tags may be similar to events in that tags are associated with a timestamp, a telephone number, a name associated with the number, and an event description. The timestamp indicates the time in which the tag was added. The event description indicates that a tag was added. The telephone number and name identify the person adding the tag.

[00256] According to one embodiment of the invention, tags are generated and added as part of the call recording metadata based on actions taken by the contact center agent (as identified via his telephone number and name). The action may be an express command by the agent to add a tag during a particular point of a conversation with a customer. According to one embodiment, the agent device may provide various tag icons, menu items, or the like, that the agent may select depending on a particular subject that was discussed at a particular point in time, customer sentiment (e.g. angry customer which generates an
ANGRY_CUSTOMER tag), and any other information about the conversation. The tags may also be generated automatically, for example, based on analysis of customer tone of voice, and the like. In another example, identification of a particular department to which a call is transferred may cause the automatic generating of a call tag. In yet another example, the invoking of particular forms (e.g. a new credit card application form) may cause a tag associated with the form to be identified, associated with a timestamp in which the form was invoked, and added as metadata for the call recording.

According to one embodiment, call recording metadata may be searched and filtered for specific tags. For example, a supervisor may want to search for all calls tagged with a credit card tag. The display may be configured to display the call recordings having this attached data.

The tags may be used to navigate to a specific point in a call recording that may be of interest to the listener. For example, a supervisor may fast forward to the interesting part of the recorded conversation, such as, for example when the conversation switched from credit card to checking account and agent tagged the call as PERSONAL_CHECKING.

According to one embodiment, selection of an event marked by a particular call tag causes identification of the timestamp assigned to the tag, and retrieval of the portion of the audio associated with the timestamp for playing the audio. According to one embodiment, the audio starts playing from the time indicated by the timestamp. The audio plays until the listener commands the playback to stop. The event may be highlighted as the recording plays.

VII. Call Recording Stitching for Multi-Site Contact Centers

According to one embodiment, a call may be transferred from one SIP server which may be located in one location, to another SIP server which may be located in another location, such as, for example, when a call is transferred from one department to another. According to one embodiment, each SIP server 612 is configured to store call event data in a separate ICON database 632. It is desirable to query the multiple ICON databases in order to track call events associated with a particular call across multiple SIP servers.

According to one embodiment, a call uuid generated by each SIP server for the segment of the call handled by the server is associated with a separate call recording metadata. A separate audio file may also be generated for each segment of the call. According to one embodiment, the call recording metadata may be linked to other call
recording metadata via, for example, "next" and "previous" properties. The "next" property
may be a link (e.g. URI) to a next call metadata record generated when the call is transferred
by a current SIP server to a next SIP server, while the "previous" property may be a link to a
previous call metadata record generated by a previous SIP server before the call is transferred
to the current SIP server.

FIGS. 19 and 20 are diagrams of the structure of call recording metadata
generated for different segments of a call according to one embodiment of the invention. In
the illustrated example, call recording metadata 2000 is generated for a first segment of a call
which occurs before the call is transferred to another SIP server. The transfer of the call
causes the generating of another call recording metadata 2002 for a second segment of the
call. According to one embodiment, each metadata includes a call uuid identifying the
segment of the call, and a link 2010, 2012 to the call recording in the mass storage device
624.

The call recording metadata 2000 for the first segment of the call includes a "next"
link 2014 including the call uuid of the next segment of the call. The "next" link thus allows
the retrieval of the call recording metadata 2002 generated for the second segment of the call.
Similarly, the call recording metadata 2002 includes a "previous" link 2016 including the call
uuid of the previous segment of the call. The "previous" link thus allows the retrieval of the
call recording metadata 2000 generated for the first segment of the call.

According to one embodiment of the invention, although a single call may be
associated with multiple call uuids generated by different SIP servers, a single recording
entry may be displayed by the playback graphical user interface 628'. The single recording
entry may then be expanded to display the various call events tracked for the call as described
with respect to FIG. 18. The playback graphical user interface 628' may be configured to
follow the links in the call metadata records generated for each call segment for identifying
call events associated with multiple call segments handled by different SIP servers. By
following the links and identifying all call metadata records associated with the single call,
the various call recording files may be identified and stitched together for playback in a
seamless manner.

Each of the various servers in the afore-described figures may be a process or
thread running on one or more processors in a single or multiple computing devices,
executing computer program instructions and interacting with other system components for
performing the various functionalities described herein. The computer program instructions
are stored in a memory which may be implemented in a computing device using a standard
memory device, such as, for example, a random access memory (RAM). The computer
program instructions may also be stored in other non-transitory computer readable media
such as, for example, a CD-ROM, flash drive, or the like. Also, a person of skill in the art
should recognize that a computing device may be implemented via firmware (e.g. an
application-specific integrated circuit), hardware, or a combination of software, firmware,
and hardware. A person of skill in the art should also recognize that the functionality of
various computing devices may be combined or integrated into a single computing device, or
the functionality of a particular computing device may be distributed across one or more
other computing devices without departing from the scope of the exemplary embodiments of
the present invention. A server may be a software module, which may also simply be referred
to as a module. The set of modules in the contact center may include servers, and other
modules.

VIII. Network Recording and Speech Analytics

[00266] According to one embodiment, a network recording and speech analytics system
and method are provided for intercepting and recording calls between two entities that may or
may not be part of a contact center. The network recording system is configured to analyze
the recordings on a real-time (as the call is occurring) or non-real time (after the call is
complete) basis. According to one embodiment, the software and hardware resources needed
to record, store, and analyze the call recordings are hosted in a remote computing
environment similar to the remote computing environment of the previous embodiments.
The call recordings may be encrypted prior to storing as discussed in regards to the previous
embodiments.

[00267] According to one embodiment, the network recording system is configured to
capture contact center agent data such as an agent's name, skill levels, queue information,
agent location, and call data (also referred to as attached data) of calls handled by the agent.
The call data may include the called telephone number, customer account information (if any),
customer history information, and/or any other data maintained in a customer or call
database. The captured data is metadata that may then be stored in association with the call
recording.

[00268] According to one embodiment, calls are processed from the PSTN and forwarded
to a remote computing environment where the calls are recorded as they pass-through the
remote computing environment, and directed back to a called destination such as, for example, a contact center. The recording of the call is stored in a storage device such as, for example, the mass storage device 624 of FIGS. 12A-12B. Metadata associated with the call (e.g. agent data and call data) is also captured and stored in association with the call recording. Other types of metadata described in connection with the previous embodiments may also be captured and stored.

[00269] According to some embodiments, the following metadata may be captured and stored:

[00270] 1) All metadata obtained via a call server (e.g. SIP server or other call controller coupled to a telephony switch) on a business premise based on the caller's telephone number. In this regard, the network recording system is configured to monitor the call routing behind the telephony switch until the call is disconnected. This enables call monitoring outside of the contact center environment, such as, for example, a financial trading environment.

[00271] 2) Key words or phrases uttered during the call and captured using any speech recognition system and method conventional in the art. The utterance may be converted into text and stored as metadata for being analyzed for potential actionable event using, for example a system and method as described in U.S. Application Ser. No. 13/893,036, filed on May 13, 2013, entitled Actionable Workflow Based on Interaction Analytics Analysis, the content of which is incorporated herein by reference.

[00272] 3) Multi-channel metadata captured from other media channels before the call arrives at the remote computing environment. According to one embodiment, the local premise of the business may host a conversation server for capturing data from non-voice interactions with the customer using other media channels, such as, for example, web interactions, e-mails, social media interactions, and/or interactions using mobile devices, and leverage this data as part of the metadata and speech/text analysis process. The multi-channel metadata may also be included as metadata for historic record.

[00273] 4) Mobile application and device information in embodiments where the caller invokes a mobile application via a mobile device to initiate the call. Such information may include, for example, a caller's location, device information, security tokens, application data, and the like.

[00274] 5) Service control point (SCP) information such as subscriber information of the caller or callee captured at various routing points in the carrier network.
6) Information about the employee engaged in the call such as, for example, employee name, ID, location, computer location, skill level, title, and other data stored in a employee database.

7) Interactions between the caller and an automated response system such as, for example, an IVR.

8) Mobile device application or system information obtained over a data channel separate from the voice call. Such information may include, for example, location of the mobile device, device ID, user ID, authentication tokens, and the like. For example, a customer calling from an iPhone application may provide device, authentication, and application details out-of-band of the voice call, and the data may be stored as metadata in association with the call recording.

According to one embodiment, both the call recording and metadata, once captured, may be accessed through a web browser and secured via local encryption and userid/passwords. The web browser may be provided by the web server 614, 614' of FIGS. 12A, 12B. The web browser may also provide a playback user interface such as the playback user interface 628, 628' of FIGS. 12A, 12B.

Once the calls and metadata are stored, speech analysis tools may be invoked to analyze the stored speech data for automatic speech recognition and text-to-speech functionality. The speech analysis tools may be provided by speech servers similar to speech servers 54 of FIG. 2, and speech servers 631 of FIGS. 12B. Speech analysis may be performed to determine, along with the associated metadata, agent/employee performance, quality management, compliance (e.g. compliance in the financial industry with laws such as those provided in the Dodd-Frank Act), fraud detection, and the like. Details of a system and method for automatically classifying a communication based on speech analytics is disclosed in U.S. Patent No. 7,487,094 entitled "System and Method of Call Classification with Context Modeling Based on Composite Words," the content of which is incorporated herein by reference.

Metadata and call recordings may be stored in the remote computing environment and accessed anytime by an authorized user over, for example, the Internet. Authorized users may decide when or how often to purge the call recordings and associated metadata. Of course, all or a portion of the call recordings and associated metadata may also be stored in a local computing environment.
According to one embodiment, software and hardware needed for call recording and analysis in the remote computing environment may be managed and maintained by a call recording operator/provider. The operator may offer a call recording solution to a customer through a PPU (Pay for Use) business model. The operator may also allow speech analytics to be turned on or off as desired by the customer. For example, the customer may want to turn on speech analytics and "self-discover" customer trends without the need for special programming or implementation. The customer may also decide the percentage of calls that are to be analyzed based on the number of calls being redirected to the remote computing environment from the PSTN carrier. The customer may also decide the period of time in which recordings are maintained and how often the recording and related metadata is purged. Such options may be configured by the customer by accessing a configuration GUI provided by the call recording operator/provider. By offering call recording and analytics from a remote computing environment, the customer need not make changes to its telecommunications routing nor provision settings on its telephony switch. The customer's existing configuration and infrastructure may be leveraged to reduce efforts in providing to the customer the ability to record and analyze calls to the business.

According to one embodiment, in embodiments where the business purchasing the call recording solution is in the financial industry, certain measures may be taken to ensure that an employee of the business utilizes company issued computers and resources during a call between a customer and the employee. In this regard, a cryptographic key may be provided to the calling customer for being presented during the call. The cryptographic key may allow the employee to be authenticated to the company-issued computer to access the caller's information and conduct other transactions using the computer. For example, a trader that receives a call from a client would have to enter the key as part of a login sequence for the customer in order to access the customer's record. The company may determine when and where the application can be accessed. The key helps ensure that the customer does not bypass corporate security and logging controls.

FIG. 24 is a schematic block diagram of a network recording and speech analytics system according to one embodiment of the invention. The system includes software and hardware resources (collectively referred to as recording system) in a remote computing environment 1516 similar to the software and hardware resources in the remote computing environment 600 of FIGS. 12A and 12B. Such resources include, without limitation, an edge device 1506, speech server 1508, media server 1510, and metadata server 1512. The edge
device 1506 may be similar to edge device 604 of FIGS. 12A and 12B. The media server 1510 may be similar to media server 608 of FIGS. 12A and 12B. The speech server 1508 may be similar to the speech server 631 of FIG. 12B. The metadata server 1512 may be similar to the recording processor 615 of FIG. 12B.

[00284] According to one embodiment, a call from a customer is received at a service control point, service management system, or intelligent peripheral (collectively referred to as a routing point) in, for example, a carrier PSTN network 1500. The routing point is configured with logic (e.g. software, hardware, and/or firmware) to route the call to a destination based on the called number. According to one embodiment, the routing point determines prior to routing the call whether the call is to be forwarded to the recording system in the remote computing environment 1516 over a wide area network for recording. The determination may be based, for example, on the called number, a calling number, and/or call volume. For example, the routing point may be configured to identify all (or a percentage) of calls originating from a particular number or directed to a particular number, retrieve rules configured for the matching number(s) to determine whether the call is to be recorded, and if so, forward the call to the recording system. A matching rule may provide, for example, an IP address of the edge device 1506 in the remote computing environment to which to forward the call for recording. The rule may further indicate conditions that are to be satisfied before forwarding the call to the edge device. A call leg 1518 is established via, for example, SIP signaling, between the routing point and the edge device 1506 in response to determining that the call is to be recorded. If the call is not to be recorded, a call leg 1520 is established via, for example SIP signaling, between the routing point and a destination device located at the enterprise premise 1502.

[00285] According to one embodiment, the edge device and/or media server 1510 is configured to bridge the incoming call leg 1518 with an outgoing call leg 1522 for allowing exchange of RTP traffic between the calling customer and an enterprise agent 1514. The agent may be any employee of the enterprise and not necessary a contact center agent. Routing rules may not be necessary to direct the call to the employee.

[00286] The edge device 1506 may communicate with the media server 1510 to record (e.g. replicate and store) media exchanged during the call. The recording may capture all prompts (e.g. IVR, call queue announcements, etc.) as well as customer and agent conversations. Call recording continues even if calls are transferred between agents or conference together with other agents and/or supervisors, and stops upon detecting the end of
the call. According to one embodiment, the call recording is stored in a mass storage device such as, for example, the mass storage device 624 of FIGS. 12A, 12B.

According to one embodiment, the logic that determines whether a call should be recorded or not (e.g. based on call volume) is located at the edge device 1506 or media server 1510. All or a portion of that logic may also be located at a routing point in the PSTN network.

According to the embodiment where the logic is located at the edge device/media server, the routing point at the carrier PSTN network forwards all calls that match a particular number to the recording system, and it is the recording system that determines ultimately that, based on specific rules configured by a customer subscribing to the recording service, that the call is to be recorded. A separate accounting server (not shown) may also be invoked to keep track of recordings and analytics performed for the particular customer for appropriate billing of the customer.

The metadata server 1512 is configured to capture metadata related to the call for storing in a mass storage device in association with the recorded media. Such metadata may be obtained, for example, via information provided by a switch 1504 at the enterprise premise 1502. The information may include ACD statistics, queue statistics, agent availability, and the like. The captured metadata is stored in a local file system or remote database such as, for example, the call database 634 of FIGS. 12A, 12B.

The speech server 1508 may be invoked to analyze the media for key terms and/or phrases. Captured metadata may also be considered during this analysis. The recorded media, metadata, and/or analysis data (e.g. in the form of reports) may be provided to a requesting, authorized user upon receipt of a command. According to one embodiment, a web interface such as, for example, the playback user interface 628' of FIG. 12B is provided for allowing access by authorized users to reporting and call recording playback.

Each of the various servers, controllers, switches, and/or gateways in the afore-described figures may be a process or thread, running on one or more processors, in one or more computing devices, executing computer program instructions and interacting with other system components for performing the various functionalities described herein. The computer program instructions are stored in a memory which may be implemented in a computing device using a standard memory device, such as, for example, a random access memory (RAM). The computer program instructions may also be stored in other non-transitory computer readable media such as, for example, a CD-ROM, flash drive, or the like.
Also, a person of skill in the art should recognize that a computing device may be
implemented via firmware (e.g. an application-specific integrated circuit), hardware, or a
combination of software, firmware, and hardware. A person of skill in the art should also
recognize that the functionality of various computing devices may be combined or integrated
into a single computing device, or the functionality of a particular computing device may be
distributed across one or more other computing devices without departing from the scope of
the exemplary embodiments of the present invention. A server may be a software module,
which may also simply be referred to as a module. The set of modules in the contact center
may include servers, and other modules.

IX. **Hybrid Cloud Architecture with Optimized Local Delivery**

[00292] FIG. 25 is a schematic block diagram of a system for providing contact center
services in a hybrid operations environment with a single contact center premise location
according to one embodiment of the invention. The system includes premise appliances at
the contact center premise 12 and a remote platform in the remote operations environment 16.
In the embodiment of FIG. 25, contact center interactions such as voice or video calls arrive
at the contact center premise 12 as, for example, a PSTN call over TDM line 1600. The calls
are received via a switch/media gateway (collectively referred to as "gateway") 1602. The
gateway 1602 may include a telephony switch configured to function as a central switch for
agent level routing within the center. In this regard, the gateway 1602 may include an
automatic call distributor, a private branch exchange (PBX), an IP-based software switch,
and/or any other switch configured to receive Internet-sourced calls and/or telephone
network-sourced calls.

[00293] According to one embodiment, rather than processing the interactions at the
premise, the calls are directed to the remote operations environment 16 for processing. As
discussed above, the remote operations environment 16 may be operated by a different party,
such as, for example, a service provider, and/or be part of a different security domain. In this
regard, the switch/gateway 1602 invokes a SIP server 1610 at the remote operations
environment 16 for causing the interactions to be processed. Signaling between the gateway
1602 and the SIP server 1610 is via edge devices 1606, 1608 at the contact center premise
and the remote operations environment, respectively. Each edge device may take the form
of, for example, a session border controller (SBC) conventional in the art. According to one
embodiment, one or more resources at the remote operations environment may invoke one or
more local resources at the contact center premise 12 to process one or more aspects of the interactions. For example, a media server 1604 may be deployed at the contact center premise 12 to provide media services such as voice/video announcements, media mixing, conferencing, recording, and similar media functions. By distributing the processing in such a manner, the overall contact center can accrue a number of benefits ranging from reductions in network requirements for media traffic, additional security by maintaining the media local to the contact center, optimizing of traffic flow, and the like.

[00294] The embodiment of FIG. 25 illustrates a single premise scenario where the contact center tenant operates a single contact center premise. The overall topology may be more complicated in a multi-site environment where the tenant utilizes multiple contact center premises due to resources being distributed between two or more of those contact center premises. In order to provide security and separation between the two contact center premises, appropriate security devices such as session border controllers (SBCs) (generally referred to as edge devices) may be deployed. SBCs may provide a variety of benefits in a voice-over-IP architecture. In the various embodiments, the term SBC and edge device are used interchangeably.

[00295] One common benefit provided by a traditional SBC is topology hiding of the underlying environment. That is, the SBC hides details about the underlying network of the contact center premise including the geographic location and configuration of the components at the contact center premise. Topology hiding may occur, for example, by modifying (e.g. rewriting) SIP messages transmitted by the components at the contact center premise and hiding (e.g. by removing) information indicative of location or topology of the underlying network.

[00296] Topology hiding within a single contact center site may be inconsequential. However, topology information may be important in a multi-site environment in order to optimize media processing in order to provide differentiation between the different operations environments as well as different contact center premise sites.

[00297] FIG. 26 is a schematic block diagram of a system for providing contact center services in a hybrid operations environment with multiple contact center premise locations according to one embodiment of the invention. According to the embodiment of FIG. 26, a contact center tenant operates a multi-site operations environment including a first contact center premise 12a and a second contact center premise 12b. A resource at the first contact center premise 12a may communicate with another resource at the second contact center
premise 12b over data link 1708. In the embodiment, of FIG. 26, a single edge device, such as, for example, a single SBC 1700 is provided through which the resources in both contact center premises communicate with resources in the remote operations environment 16. Although contact center services can be provided from the two premise locations, the overall topology is hidden by the single SBC 1700.

[00298] According to one embodiment, a control message transmitted by a resource in the first or second contact center premise 12a, 12b, is forwarded to the SIP server 1610 in the remote computing environment 16 for invoking a particular contact center service. For example, the message may be transmitted by an agent end device, such as, for example, an agent computer or SIP phone. The message may adhere to a voice-over-IP protocol such as, for example, the SIP protocol. The message is forwarded to the SIP server 1610 by the SBC 1700. According to one embodiment, the SBC 1700 hides from the message identification of a location of the resource transmitting the message, and forwards the message (modified by the SBC so that the location of the resource is not visible) to the SIP server 1610.

[00299] According to one embodiment, the SIP server 1610 maintains a mapping of resources to the contact center premise/location to which the resources belong. The resources for which location information is maintained may be physical devices (e.g. media servers, gateways, edge devices). The resources may also be agents who may be identified based on telephone numbers to which the agents are logged. For example, the SIP server 1610 may group/associate the SBC 1700, media gateway 1702a, media server 1704a, and agent phone 1706a with the first contact center premise 12a and its geographic location, while media gateway 1702b, media server 1704b, and agent phone 1706b may be grouped/associated with the second contact center premise 12b and its geographic location. As a person of skill in the art should understand, any number of groupings with any combination of media gateways, SBCs, phones, terminals, media servers, and the like, may be created. According to one embodiment, the configuration of the SIP server 1610 with such mapping information may be done by an administrator upon accessing, for example, web-based interfaces.

[00300] According to one embodiment, the SIP server receives the modified message from the SBC 1700 and retrieves identification information from the message to automatically associate the message to a specific location and location resources. The identification information may be contained in one or more fields, including custom fields, of a SIP REGISTER message, SIP INVITE message, SIP SUBSCRIBE/NOTIFY message, and/or the like. The identification information may be information typically used for identifying a
device, such as, for example, a telephone number or IP address. For example, an IP address of the resource in a location header of a SIP REGISTER message may be used to map the resource to a specific location. Any other metadata associated with the device may be inserted into the message and used as identification information for identifying a location.

The metadata may relate to capabilities supported by the device, such as for example, a codec supported by the device. The metadata may also be custom information explicitly configured by a user. For example, data such as "Los Angeles" may be inserted into a custom field of the message and retrieved by the SIP server to identify the device's location.

[00301] As a person of skill in the art should appreciate, the identification information contained in one or more fields of the SIP message allow the location of the resource transmitting the message to be exposed to the SIP server 1610 despite the topology hiding by the SBC 1700. According to one embodiment, the identification information may be encoded to allow the information to be preserved when passing through the SBC. The location information may then be used by the SIP server 1610 to select a second resource that allows a contact center service to be provided in an optimized manner. The optimization may be in terms of cost, bandwidth use, and the like.

[00302] According to one embodiment, inbound services may be optimized to ensure that the correct media resource at the appropriate contact center premise is used to minimize traffic of real-time media when providing the inbound service. Inbound services may include, for example, providing music-on-hold while a call is routed to an agent, conferencing services, call recording services, and the like. For example, assume a call from a caller using the end device 18 arrives at gateway 1702a from the PSTN 24 and is subsequently delivered to the agent phone 1706b at premise 12b. When the caller is put on hold, the SIP server 1610, in conjunction with the resource manager 50, may detect that the call was received by the gateway 1702a at the first contact center premise 12a, and select the media server 1704a at the same premise to provide on-hold music to the caller while the call is transferred. In this manner, RTP traffic is localized to premise 12a and sent over the PSTN 24 instead of traversing the wide area network.

[00303] According to one embodiment, in addition to grouping resources based on a particular geographic location, resource grouping may further be segmented based upon specific use cases. For example it may be advantageous for calls arriving at premise 12a to receive media treatments through media server 1704a while it may be more advantageous to invoke the media server 1704b at premise 12b instead of the media server 1704a at premise
12a, for other services, such as, for example, a conference performed between the end user
device 18, the agent phone 1706b at premise 12b, and another party also at premise 12b.
That is, instead of automatically using resources from a single site to provide a contact center
service, the SIP server 1610 may be configured to pick and choose resources from different
contact center premises in order to provide the most optimized service. In addition to picking
and choosing resources based on the location of those resources, other attributes may also be
considered, such as, for example, load experienced by the resources, codec supported by the
resources, and/or the like.

[00304] The association of resources to geographic locations may also be used for
providing outbound services to ensure optimized dialing based upon available media
resources. Optimized dialing does not merely take into account basic cost routing
considerations, which may determine the contact center site that originate the call, but also
the proximity of other elements such as, for example, contact center agents or media services,
to perform call progress detection (call analysis) on the call, locally. For example, in the
embodiment of a small contact center site where outbound dialing and control occurs via
resources in the remote computing environment 16, actual call progress detection may be
performed by a media server at an alternate contact center premise rather than locally at a
particular contact center premise where agents may be located. One reason for this may be in
order to not tie up resources, such as, for example media servers, trunking resources, and the
like, of the local premise site with such call progress detection service. The alternate site may
be a centralized location with a larger pool of resources which may be configured to provide
call progress detection services to multiple contact centers.

[00305] If the outbound call is to be placed using local resources in the multi-site
environment of FIG. 26, the selection of which gateway to use for making the outbound call,
for example, gateway 1702a or 1702b, may depend on configuration and other relevant
factors such as, for example, costs, overall network topology, and the like. For example,
gateway 1702a at premise 12a may be used if the outbound call can be dialed as a local call
instead of using gateway 1702b, which may cause the outbound call to be dialed as a long
distance call. In this regard, the resource manager 50 along with SIP server 1610 may be
configured to determine resource availability of local media services and capabilities prior to
placing and allocating/reserving appropriate resources at the appropriate contact center
premise prior to the outbound call being placed.
FIG. 27 is a schematic block diagram of a system for providing contact center services in a hybrid operations environment with multiple contact center premise locations according to another embodiment of the invention. According to the embodiment of FIG. 27, the contact center tenant operates a multi-site operations environment including a third contact center premise 12c and a fourth contact center premise 12d. The multi-site operations environment has also a multi-site configuration with multiple SBCs 1800a, 1800b. According to one embodiment, each contact center premise location and the corresponding set of resources are uniquely associated with its own SBC instance. For example, media gateway 1802a, media server 1804a, and agent phone 1806a may be grouped together and/or associated with SBC 1800a and also associated with the third contact center premise 12c, while media gateway 1802b, media server 1804b, and agent phone 1806b may be grouped together and/or associated with SBC 1800b and also associated with the fourth contact center premise 12d. In the embodiment of FIG. 27, the topology information of resources behind a particular SBC may be hidden by the particular SBC. However, as in the embodiment of FIG. 26, information passed in messages transmitted by each SBC 1800a, 1800b, allow the SIP server 1610 to map the source transmitting each message, to a particular geographic location, despite the topology hiding by each of the SBCs 1800a, 1800b.

FIG. 28 is a schematic block diagram of the hybrid operations environment of FIG. 27 graphically depicting a situation where there is failure of the SBC 1800b in the fourth contact center premise 12d. In conventional systems, failure of the SBC 1800b may result in loss of visibility of the set of resources in the fourth contact center premise. Thus, in the example of FIG. 28, gateway 1802b tries to communicate via SBC 1800b and realizes that the SBC is non-responsive. The gateway 1802b then starts communicating with backup SBC 1800a which is functional. A control message transmitted via gateway 1802b traverses SBC 1800a and reaches the SIP server 1610. In traditional scenarios, because the SBC transmitting the message is associated with the third contact center premise 12c, the fact that the message actually originated from a resource in the fourth contact center premise 12d, is lost. Such information, however, may be desirable in deciding which other resource at which geographic location to invoke in order to optimize the rendering of contact center services.

To address the challenges exemplified via the embodiment of FIG. 28, an approach similar to the approach described with respect to the embodiment of FIG. 26 is utilized, where the association of resources is not dependent on a particular SBC. Thus, failure scenarios may be appropriately handled as contact center premise sites and associated
site elements (media gateways, SBCs, media services, phones, etc.) may be uniquely identified without directly relying on the SBC to manage the unique associations. The identification of resources and their geographic locations may be via information contained in the control messages transmitted by the resources as described above with respect to FIG. 26. Thus, in the example of FIG. 28, the SIP server 1610 retrieves identification information from the message transmitted by the gateway 1802b and associates the message to the fourth contact center premise 12d despite the fact that the message was sent by SBC 1800a in the third contact center premise. An appropriate resource may then be selected based on the knowledge of the actual location for the resource transmitting the message. For example, knowledge of the message initiating from premise 12d may cause selection of agents logged onto devices in premise 12d. In another example, knowledge of the message initiating from premise 12d may cause selection of a media script for an IVR self-service system that is different than the media script used by an IVR self-service system for messages initiating from the premise 12c.

[00309] Embodiments of the present invention are naturally extensible to any number of customer (premise) locations which may exist and is capable of handling scenarios where any number of SBCs may be deployed to provide topology hiding within the local operations environment, while, at the same time, continuing to operate properly and continuing to manage the control and association of resources, even in the event of a failure of one or more SBCs (provided that there continues to be appropriate data network connectivity between the various operations environments).

[00310] FIG. 29 is a schematic block diagram of a system for providing contact center services in a hybrid operations environment according to another embodiment of the invention. The diagram illustrates multiple operations environments where interactions are received by both the contact center premise, such as, for example, the third contact center premise 12c, as well as the remote operations environment 16. Such a model may be supported for a single contact center tenant where the overall topology may utilize a mix of resources between the contact center operations environment and remote operations environment for media processing.

[00311] Interactions such as voice calls may either be directed directly to the remote operations environments 16 or overflow from the customer premise environment under a number of conditions. When this occurs, the remote operations environment is configured to behave as another contact center site. Specifically, interactions are configured to utilize
localized media services based upon their specific needs and ingress functions on behalf of a customer. According to one embodiment, the specific resources that are utilized are determined by the system dynamically based upon a wide variety of criteria which may include real-time systems load, bandwidth, capability set, costs, and the like. For example if there is inadequate bandwidth to deliver the calls to specific contact center sites, the SIP server 1610, together with the resource manager 50, may take this into account and only make a subset of agents available to take calls. For example, if there is inadequate bandwidth over link 1900a to the third contact center premise 12c, the SIP server may be configured to direct all traffic over link 1900b to agents logged onto the fourth contact center premise 12d.

In another example, if no agents are available, or there is insufficient bandwidth to communicate with either contact center premise, the media server 52 in the remote operations environment 16 may be invoked to prompt callers to leave a phone number for a callback.

[00312] As a person of skill in the art should appreciate, the interactions which are received by the remote operations environment are capable of utilizing a common (single) control layer ensuring transparent service delivery (which includes transparent reporting and other functions) irrespective of the topology model and variation in the location of the service elements. As a person of skill in the art should also appreciate, devices such as the SBC, media gateway, or SIP server may have overlapping functionalities allowing each device to be replaced by one of the other devices.

**X. Dynamic Selection of a Dial Plan**

[00313] FIG. 30 is a schematic block diagram of a hybrid operations environment supporting dynamic selection of a dial plan according to one embodiment of the invention. A dial plan typically identifies certain sequence of digits that should be dialed by a caller using his telephony device in order to access specific telephone networks or activate specific telephone system features. For example, a dial rule included in dial plan may state that the digit "9" needs to be dialed prior to dialing an external number. Another dial rule may state that the digit "8" needs to be dialed prior to dialing an internal number. The dial plan along with the various dialing rules may be stored in a mass storage device 1804 in the remote computing environment 16 as, for example, configuration information for a particular contact center tenant. The dial plan may be accessed by, for example, the SIP server 1610 in determining which dial rules to apply to manage a call.
According to one embodiment, instead of selecting a dial rule within a particular dial plan (generally referred to as "selecting the dial plan") based on expressly entered digits on a telephony device, the SIP server is configured to dynamically select the dial plan based on state/context of an agent and/or call. The context may include information obtained from components in the remote computing environment 16 and/or contact center premise 12, such as, for example, real-time information from an agent device (e.g. telephone, desktop, etc.) 1802. In this regard, the SIP server 1610 includes a dynamic dial plan module 1800 configured to determine the context and select the appropriate dial plan. The dynamic dial plan module 1800 may be a software module stored in memory and executed by a processor in the remote operations environment 16. Of course, the module 1800 may be hosted by any other server in any other environment including the contact center premise 12.

According to one embodiment, the dynamic dial plan module 1800 is configured to identify the context and classify a call as private, business, or the like. A private call may be a call placed by an agent when not logged onto an agent phone or not in a specifically defined work state (e.g. a ready state). For example, the dynamic dial plan module 1800 may identify that the agent is not currently logged onto the agent device 1802 when the agent initiates a new call. In this case, the module may classify the call as a private call.

In another example, the dynamic plan module may identify that an agent is currently logged onto the agent device 1802 and is actively engaged in a call when the agent initiates a new call. The new call may be to transfer the current call to another agent. In this case, the module may classify the new call as a business call. In addition to classifying the call as a business call, the dynamic dial plan module 1800 may be configured to engage in other classifications based on, for example, customer attributes, call attributes, and/or the like. Customer attributes may be retrieved, for example, from billing or customer relations management (CRM) databases maintained in the mass storage device 1804. Call attributes may be gathered by the media gateway 1602 and/or other components, such as, for example, an IVR server collecting information on menu selections made by the caller.

According to one embodiment, the dynamic dial plan module may dynamically identify the context and select a dial plan to cause a call to, for example, be routed differently, have access to different phone numbers, and/or enable/disable specific telephony features and/or telephone networks. For example, if a call is classified as a private outbound call, a dial plan may be selected which causes the module to transmit a message to route the call to a different trunk. For example, the message may cause the call to be routed to a resource.
located in the contact center premise as opposed to routing the call to a resource in the remote operations environment. The resource in the contact center premise may be a billing/accounting server that keeps track of all personal calls made by the agents for billing purposes. The selected dial plan may also enable all local phone numbers but disable any long distance numbers.

[00318] In a specific example, an agent may dial a standard 10 digit number (e.g. 555-555-5555). If the agent is logged onto the agent device 1802, and in a ready state, the dialing may be placed back to the PSTN 24 through the media gateway 1602 and tracked/reported via the SIP server 1610 as a business call. If the agent is not in a ready state, or not logged in, dialing the same number may cause the call to be routed differently as a result of the dynamic dial plan module 1800 categorizing the call as a private call. For example, the call may be sent out on a different trunk through the media gateway 1602 so that different reporting can be provided. This routing may use alternate telephony facilities to access the PSTN 24 which would apply different usage/billing characteristics. The SIP server 1610 may also disallow the specific dialed sequence altogether based upon the context of the interaction.

[00319] In another example, if a call is classified as a business outbound call, a dial plan may be selected which causes the call to be routed to resources in the remote operations environment. In addition, the dial plan may enable specific telephone numbers to which a call may be transferred. For example, if upon context recognition the call is classified as relating to a Gold customer, a first dial plan may be selected that enables transfer of the call to, for example, a higher skilled supervisor, whereas if the call is classified as relating to a Bronze customer, the number to the higher skilled supervisor may be blocked, and instead, a number to a lower skilled supervisor enabled.

[00320] In a further example, an agent may be configured to answer calls directed to different contact center tenants. Recognition of the tenant to which a current call relates (e.g. based on the number dialed by the customer), may cause selection of a different dialing plan when, for example, transferring the call to another agent. For example, the first agent transferring the call may dial the same digits on his phone, but based on recognition of the specific context (e.g. that the call relates to a specific tenant), a different dial plan may be applied based on the recognition.

[00321] Each of the various servers, controllers, switches, gateways, engines, and/or modules in the afore-described figures may be a process or thread, running on one or more processors, in one or more computing devices, executing computer program instructions and
interacting with other system components for performing the various functionalities described herein. The computer program instructions are stored in a memory which may be implemented in a computing device using a standard memory device, such as, for example, a random access memory (RAM). The computer program instructions may also be stored in other non-transitory computer readable media such as, for example, a CD-ROM, flash drive, or the like. Also, a person of skill in the art should recognize that a computing device may be implemented via firmware (e.g., an application-specific integrated circuit), hardware, or a combination of software, firmware, and hardware. A person of skill in the art should also recognize that the functionality of various computing devices may be combined or integrated into a single computing device, or the functionality of a particular computing device may be distributed across one or more other computing devices without departing from the scope of the exemplary embodiments of the present invention. A server may be a software module, which may also simply be referred to as a module. The set of modules in the contact center may include servers, and other modules.

[00322] It is the Applicant’s intention to cover by claims all such uses of the invention and those changes and modifications which could be made to the embodiments of the invention herein chosen for the purpose of disclosure without departing from the spirit and scope of the invention. For example, although SIP is used as an exemplary protocol for VoIP communication, a person of skill in the art should recognize that any other VoIP protocol besides SIP may be used, such as, for example, the H.323 protocol. Thus, the present embodiments of the invention should be considered in all respects as illustrative and not restrictive, the scope of the invention to be indicated by claims and their equivalents rather than the foregoing description.
CLAIMS:

1. A method for optimized rendering of contact center services in a hybrid operations environment comprising:
   receiving over a wide area network by a processor in a first operations environment, a message transmitted by a first contact center resource relating to a contact center service, wherein the message is forwarded to the processor by an edge device coupled to a second operations environment different from the first operations environment, the edge device being configured to hide from the message identification of a location of the contact center resource;
   retrieving from the message, by the processor, identification information associated with the first contact center resource;
   identifying, by the processor, the location of the first contact center resource based on the retrieved identification information; and
   selecting, by the processor, a second contact center resource based on the identified location of the first contact center resource for providing the contact center service.

2. The method of claim 1, wherein the identification information is at least one of a telephone number or IP address.

3. The method of claim 1, wherein the identification information is metadata specific to the first contact center resource.

4. The method of claim 1, wherein the contact center service is at least one of delivery of real-time media to a target, or recording real-time media exchanged with a target.

5. The method of claim 1 further comprising:
   encoding, by the processor, the identification information contained in the message for preserving the information as the message traverses the edge device.

6. The method of claim 1, wherein the first contact center resource is an end device of a contact center agent, and the second contact center resource is a media server configured to provide media services for the contact center.
7. The method of claim 1, wherein the first contact center resource is located in the first operations environment.

8. The method of claim 1, wherein the first and second contact center resources are located in a third operations environment separate from the first and second operations environments.

9. The method of claim 8, wherein the edge device in the second operations environment is invoked to forward the message transmitted by the first contact center resource in response to a second edge device in the third operations environment being non-responsive.

10. The method of claim further comprising:
    maintaining, by the processor, mapping information of contact center resources and corresponding location information; and
    retrieving the mapping information for identifying the location of the first contact center resource.

11. A system for optimized rendering of contact center services in a hybrid operations environment comprising:
    processor in a first operations environment; and
    memory coupled to the processor, wherein the memory has stored therein instructions that, when executed by the processor, cause the processor to:
    receive over a wide area network a message transmitted by a first contact center resource relating to a contact center service, wherein the message is forwarded to the processor by an edge device coupled to a second operations environment different from the first operations environment, the edge device being configured to hide from the message identification of a location of the contact center resource;
    retrieve from the message identification information associated with the first contact center resource;
    identify the location of the first contact center resource based on the retrieved identification information; and
select a second contact center resource based on the identified location of the first contact center resource for providing the contact center service.

12. The system of claim 11, wherein the identification information is at least one of a telephone number or IP address.

13. The system of claim 11, wherein the identification information is metadata specific to the first contact center resource.

14. The system of claim 11, wherein the contact center service is at least one of delivery of real-time media to a target, or recording real-time media exchanged with a target.

15. The system of claim 11, wherein the instructions further cause the processor to:

   encode the identification information contained in the message for preserving the information as the message traverses the edge device.

16. The system of claim 11, wherein the first contact center resource is an end device of a contact center agent, and the second contact center resource is a media server configured to provide media services for the contact center.

17. The system of claim 11, wherein the first contact center resource is located in the first operations environment.

18. The system of claim 11, wherein the first and second contact center resources are located in a third operations environment separate from the first and second operations environments.

19. The system of claim 18, wherein the edge device in the second operations environment is invoked to forward the message transmitted by the first contact center resource in response to a second edge device in the third operations environment being non-responsive.
20. The system of claim 11, wherein the memory further stores mapping information of contact center resources and corresponding location information, wherein the instructions further cause the processor to:

   retrieve the mapping information for identifying the location of the first contact center resource.

21. A method for providing contact center services in a hybrid operations environment including a first operations environment and a second operations environment, the method comprising:

   receiving by a first controller in a first operations environment, a request for routing an inbound call to a contact center resource;

   receiving by the first controller an indication of no available contact center resources for handling the inbound call;

   in response to receiving the indication, transmitting by the first controller to a media controller in a second operations environment, a request for media service for the call; monitoring for availability of the contact center resource and generating an output in response;

   forwarding the output to the media controller; and

   in response to identifying availability of the contact center resource, transmitting by the first controller to the media controller in the second operations environment, a request for ending the media service.

22. The method of claim 21, wherein the media controller in the second operations environment provides the media service to a plurality of contact centers sharing the media controller.

23. A method for providing contact center services in a hybrid operations environment, the method comprising:

   providing by a first controller in a first operations environment, a request for initiating an outbound call;

   establishing a first media path between an end user device and a media controller in a second operations environment in response to initiating the outbound call;

   monitoring call progress by the media controller;
transmitting an update for the call progress by the media controller; and routing the call by the first controller to a contact center resource in response to the update, wherein the routing establishes a second media path between the end user device and the contact center resource.

24. The method of claim 23, wherein the contact center resource is a telephony device associated with a contact center agent.

25. The method of claim 23 further comprising: monitoring, by the media controller, disposition of the outbound call and generating disposition data; and transmitting, by the media controller to the first controller, the disposition data for correlating the data to the outbound call.

26. A method for providing contact center services in a hybrid operations environment including a first operations environment and a second operations environment, the method comprising: establishing a communication session between first and second communication devices; providing by a first controller in a first operations environment, a request to a media controller in a second operations environment to record media exchanged during the communication session; in response to the request to record, establishing a first media path between the media controller and the first communication device, and a second media path between the media controller and the second communication device; transmitting by the media controller commands for recording media exchanged via the first and second media paths, wherein the media is stored in a first storage device; and storing metadata associated with the recording in a second storage device.

27. The method of claim 26 further comprising: receiving a command from the second communication device for controlling the recording of the media, wherein the second communication device is hosted by the first operations environment.
28. The method of claim 27, wherein the command is selected from a group consisting of start recording, pause recording, stop recording, and resume recording.

29. The method of claim 26, wherein the first and second storage devices are physically separate devices.

30. The method of claim 26, wherein the media controller provides recording services to a plurality of contact centers sharing the media controller and the first storage device.

31. The method of claim 26 further comprising:
   encrypting by the media controller the media to be recorded; and
   storing the encrypted media in the first storage device.

32. The method of claim 26, wherein media with the first communication device is associated with first media parameters and media with the second communication device is associated with second media parameters, wherein in response to the request to record, the media controller establishes the first media path based on the first media parameters, and the second media path based on the second media parameters.

33. A method for providing contact center services in a hybrid operations environment including a first operations environment and a second operations environment, the method comprising:
   receiving by a controller located in the first operations environment a request for media service;
   identifying by the controller a first contact parameter for a first media resource in the first operations environment and a second contact parameter for a second media resource in the second operations environment;
   selecting one of the first and second media resources based on the contact parameters;
   and
   transmitting by the controller a request to the selected media resource.
34. The method of claim 33, wherein the first and second contact parameters respectively identify a priority for the corresponding media resource, and the selecting selects the first media resource based on the priority of the first media resource being higher than the priority of the second media resource.

35. The method of claim 33, wherein the first and second contact parameters respectively identify a priority for the corresponding media resource, wherein the first media resource is identified as having a higher priority than the second media resource, the method further comprising:
   determining whether a threshold has been reached for the first media resource; and
   in response to determining that the threshold has been reached, selecting the second media resource; and
   transmitting by the controller the request to the second media resource.

36. A method for providing contact center services in a hybrid operations environment including a first operations environment and a second operations environment, the method comprising:
   receiving by a controller in the first operations environment information on a call involving an end user device;
   providing first media service during a first portion of the call, wherein the providing the first media service includes transmitting by the controller a request for the first media service to a first media resource in the second operations environment, wherein the first media resource transmits first media to the end user device in response; and
   providing second media service during a second portion of the call, wherein the providing the second media service includes transmitting by the controller a request for the second media service to a second media resource in the first operations environment, wherein the second media resource transmits second media to the end user device in response.

37. The method of claim 36, wherein the second operations environment includes an edge device for bridging a first media path from the end user device to the first media resource in the second operations environment during the first media service, and for bridging a second media path from the end user device to the second media resource in the first operations environment during the second media service.
38. The method of claim 36, wherein the controller transmits a first control signal for providing the first media service and a second control signal for providing the second media service.

39. A method for providing contact center services in a hybrid operations environment including a first operations environment and a second operations environment, the method comprising:
   - receiving by a first controller in a first operations environment, a first message for establishing a communication session;
   - transmitting by the first controller a request for media service to a media controller in a second operations environment;
   - in response to the request, providing media by the media controller to a target device during the communication session;
   - receiving by the media controller, during the communication session, a second message from the first controller; and
   - controlling by the media controller the media based on the second message from the first controller.

40. The method of claim 39, wherein the media service is a call parking service, and the media is music played by the media controller.

41. The method of claim 40, wherein the second message is for ending the call parking service, and the controlling by the media controller ends the music played by the media controller.

42. The method of claim 39, wherein the media service is for call recording, and the media provided to the target device is media to be recorded by the target device.

43. The method of claim 42, wherein the second message is for ending the call recording, and the controlling by the media controller ends the recording by the target device.
44. The method of claim 39, wherein the media controller in the second operations environment provides the media service to a plurality of contact centers sharing the media controller.

45. The method of claim 44 further comprising:
   - identifying one of the plurality of contact centers associated with an inbound call, wherein the media session is established for the inbound call; and
   - identifying a profile for the identified contact center, wherein a parameter for providing the media is based on the identified profile.

46. A system for providing contact center services in a hybrid operations environment, the system comprising:
   - a first controller in a first operations environment configured to:
     - receive a first message for establishing a communication session;
     - transmit a request for media service; and
   - a media controller in a second operations environment, the media controller being configured to:
     - provide media to a target device during the communication session in response to the request;
     - receive during the communication session a second message from the first controller; and
     - control the media based on the second message from the first controller.

47. The system of claim 46, wherein the media service is a call parking service, and the media is music played by the media controller.

48. The system of claim 47, wherein the second message is for ending the call parking service, and the controlling by the media controller ends the music played by the media controller.

49. The system of claim 46, wherein the media service is for call recording, and the media provided to the target device is media to be recorded by the target device.
50. The system of claim 49, wherein the second message is for ending the call recording, and the controlling by the media controller ends the recording by the target device.

51. The system of claim 46, wherein the media controller in the second operations environment is configured to provide the media service to a plurality of contact centers sharing the media controller.

52. The system of claim 51 further comprising:
   identifying by the media controller one of the plurality of contact centers associated with an inbound call, wherein the media session is established for the inbound call; and
   identifying by the media controller a profile for the identified contact center, wherein a parameter for providing the media is based on the identified profile.

53. The system of claim 52, wherein the media controller includes a resource manager for managing resources for each of the plurality of contact centers.

54. A system for providing contact center services in a hybrid operations environment including a first operations environment and a second operations environment, the system comprising:
   a first controller in a first operations environment configured to:
   receive a first message for establishing a media session;
   transmit a request for media service to a media controller in a second operations environment, wherein in response to the request, the media controller is configured to provide media to a target device during the media session; and
   transmit a second message to the media controller during the media session, wherein the media controller is configured to control the media based on the second message.

55. A method for providing failover capabilities in a hybrid operations environment including a first operations environment and a second operations environment, the method comprising:
   receiving registration information for an agent device at a first controller in a first operations environment, wherein the first controller is a standby controller;
transmitting the registration information to a second controller in a second operations
environment, wherein the second controller is a primary controller;
receiving at a media gateway an inbound call;
determining whether the second controller is available; and
in response to determining that the second controller is not available, transmitting a request to the first controller in the first operations environment for routing the call to the agent device.

56. The method of claim 55, wherein the registration information is associated with a telephone number.

57. The method of claim 55, wherein the first and second controllers are servers for providing voice-over-IP signaling.

58. The method of claim 55, wherein the determining that the second controller is not available is based on a lack of response, within a particular time period, to a request for routing a call.

59. A method for providing failover capabilities in a hybrid computing environment including a first operations environment and a second operations environment, the method comprising:

detecting by a control device loss of connection with a device associated with an agent;
identifying by the control device a second device associated with the agent; and
routing a call to be handled by the agent to the second agent device instead of the first agent device in response to detecting the loss of connection.

60. A system for providing failover capabilities in a hybrid operations environment including a first operations environment and a second operations environment, the system comprising:
a first controller in a first operations environment configured to receive registration information for an agent device, wherein the first controller is a standby controller;
a second controller in a second operations environment configured to receive the registration information from the first controller, wherein the second controller is a primary controller,

wherein, in response to determining that the second controller is not available for routing an inbound call, a media gateway is configured to transmit a request to the first controller in the first operations environment for routing the call to the agent device.

61. The system of claim 60, wherein the registration information is associated with a telephone number.

62. The system of claim 60, wherein the first and second controllers are servers for providing voice-over-IP signaling.

63. The system of claim 60, wherein the determining that the second controller is not available is based on a lack of response, within a particular time period, to a request for routing a call.

64. A method for dynamically selecting a dial plan in a hybrid operations environment comprising:

   detecting, by a processor, a new telephony call placed by a contact center agent in a first operations environment;

   automatically identifying, by the processor, a state of the contact center agent, wherein the state is determined without the agent entering express digits into a telephony device;

   selecting, by the processor, a dial plan based on the determined state; and

   transmitting a message, by the processor, for routing the call based on the selected dial plan.

65. The method of claim 64, wherein the identified state indicates that the contact center agent is engaged in an active call.

66. The method of claim 64, wherein the identified state indicates that the contact center agent is not logged onto the telephony device.
67. The method of claim 64, wherein the message is for routing the call to a resource in the first operations environment.

68. The method of claim 67, wherein the resource is a specific telephony trunk.

69. The method of claim 64, wherein the message is for routing the call to a resource in a second operations environment different from the first operations environment.

70. The method of claim 64 further comprising: enabling or disabling, by the processor, specific telephone numbers that may be dialed based on the selected dial plan.

71. The method of claim 64 further comprising: automatically identifying, by the processor, context relating to a current call, wherein the processor further considers the context in selecting the dial plan.

72. The method of claim 71, wherein the context includes information on a caller of the current call.

73. A system for providing a dynamic dial plan in a hybrid operations environment comprising:

processor; and

memory, wherein the memory has stored therein instructions that, when executed by the processor, cause the processor to:

detect a new telephony call placed by a contact center agent in a first operations environment;

automatically identify a state of the contact center agent, wherein the state is determined without the agent entering express digits into a telephony device;

select a dial plan based on the determined state; and

transmit a message, by the processor, for routing the call based on the selected dial plan.
74. The system for claim 73, wherein the identified state indicates that the contact
center agent is engaged in an active call.

75. The system for claim 73, wherein the identified state indicates that the contact
center agent is not logged onto the telephony device.

76. The system for claim 73, wherein the message is for routing the call to a
resource in the first operations environment.

77. The system of claim 76, wherein the resource is a specific telephony trunk.

78. The system for claim 73, wherein the message is for routing the call to a
resource in a second operations environment different from the first operations environment.

79. The system for claim 73, wherein the instructions further cause the processor to:
   enable or disable specific telephone numbers that may be dialed based on the selected
dial plan.

80. The system of claim 73, wherein the instructions further cause the processor to:
   automatically identify context relating to a current call, wherein the context is further
   considered in selecting the dial plan.

81. The system of claim 80, wherein the context includes information on a caller of the current call.

82. A system substantially as hereinbefore described with reference to the accompanying drawings.

83. A method substantially as hereinbefore described with reference to the accompanying drawings.
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FIG. 12D
```json
{
  "metadata": {
    "uuid": "00PV5Q27MG8AB8VNE49362LAES000013",
    "ANI": "+14152213344",
    "DNIS": "+18007774455",
    "start": "2012-12-18T13:45:32-08:00",
    "end": "2012-12-18T14:15:36-08:00"
  },
  "recordings": [
    {
      "url": "https://url.to.access.the.voice.file.here",
      "start": "2012-12-18T13:45:32-08:00",
      "end": "2012-12-18T14:15:36-08:00"
    }
  ],
  "events": [
    {
      "timestamp": "2012-12-18T13:45:32-08:00",
      "DN": "+14152213344",
      "event": "Connected"
    },
    {
      "timestamp": "2012-12-18T13:45:32-08:00",
      "DN": "+16501112222",
      "firstname": "Alice",
      "lastname": "Amber",
      "event": "Connected"
    },
    ...
    {
      "timestamp": "2012-12-18T14:15:36-08:00",
      "DN": "+14152213344",
      "name": "EXTERNAL",
      "event": "Disconnected"
    }
  ]
}
```
<table>
<thead>
<tr>
<th>Time</th>
<th>Number</th>
<th>Name</th>
<th>Event</th>
<th>Call tags</th>
</tr>
</thead>
<tbody>
<tr>
<td>13:45:32</td>
<td>(415) 221 3344</td>
<td>EXTERNAL</td>
<td>Joined the call</td>
<td></td>
</tr>
<tr>
<td>13:45:32</td>
<td>(650) 111 2222</td>
<td>Alice Amber</td>
<td>Joined the call</td>
<td></td>
</tr>
<tr>
<td>13:45:53</td>
<td>(650) 111 2222</td>
<td>Alice Amber</td>
<td>Added tag</td>
<td>CREDIT_CARD</td>
</tr>
<tr>
<td>13:46:28</td>
<td>(650) 111 2222</td>
<td>Alice Amber</td>
<td>Added tag</td>
<td>AUTOPAY</td>
</tr>
<tr>
<td>13:48:32</td>
<td>(519) 222 3333</td>
<td>Bob Brown</td>
<td>Joined the call</td>
<td></td>
</tr>
<tr>
<td>13:51:04</td>
<td>(519) 222 3333</td>
<td>Bob Brown</td>
<td>Disconnected</td>
<td></td>
</tr>
<tr>
<td>13:53:41</td>
<td>(650) 111 2222</td>
<td>Alice Amber</td>
<td>Added tag</td>
<td>PERSONAL_CHECKING</td>
</tr>
<tr>
<td>13:53:49</td>
<td>(925) 333 4444</td>
<td>Charlie Crimson</td>
<td>Joined the call</td>
<td></td>
</tr>
<tr>
<td>13:53:49</td>
<td>(650) 111 2222</td>
<td>Alice Amber</td>
<td>Disconnected</td>
<td></td>
</tr>
<tr>
<td>14:15:36</td>
<td>(415) 221 3344</td>
<td>EXTERNAL</td>
<td>Disconnected</td>
<td></td>
</tr>
<tr>
<td>14:15:36</td>
<td>(925) 333 4444</td>
<td>Charlie Crimson</td>
<td>Disconnected</td>
<td></td>
</tr>
</tbody>
</table>

FIG. 18
{  
  "metadata": {  
    "uuid": "00RP30KH7088L1IC08GB82LAES00003OT",  
    "ANI": "14152213344",  
    "DNIS": "18007774455"  
  },  
  "recordings": [  
    {  
      "url": "https://url.to.access.the.voice.file.here"  
    }  
  ],  
  "events": [],  
  "prev": "/api/rec/v1/recording/01LF2H0T2088D72N0KGB82LAES000003J7"  
}
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