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ADVANCED DATA COLLECTION USING
BROWSER EXTENSION APPLICATION FOR
INTERNET SECURITY

BACKGROUND

The Internet represents an insecure channel for exchang-
ing information which leads to a high risk of fraud, such as
phishing, online viruses, trojans, worms and more. Many
methods are used to protect the transfer of data, including
encryption and from-the-ground-up engineering. Internet
security is a branch of computer security related to the
Internet, e.g., browser security, and network security as it
applies to other applications or operating systems. An objec-
tive of internet security is to establish rules and measures to
use against attacks over the Internet.

SUMMARY

An Internet security problem is that oftentimes a user
provides sensitive information to a computer system through
a website without knowing whether the computer system
and the website are trustworthy. For example, many web-
sites require opening a new account if the user is interested
in taking advantage of the websites’ services. However,
opening a new account will require the user to provide
sensitive information such as personal or even financial
information (or even require the user to install malwares and
trackers), and if these websites are not trustworthy, the
websites can gather, exploit, distribute or even sell the user’s
information. This information can expose the user to hack-
ing or even fraud because many users use the same creden-
tials and information to create accounts, e.g., first and last
name as the username and mother’s maiden name for
resetting the password. Sharing private information with
untrustworthy websites can have grave consequences for the
user. For example, in the context of entering a password for
an online account, the user might share the same password
on several websites. If the website shares the user’s pass-
word with fraudsters, they can guess the user’s usernames,
attempt the user’s password on other platforms, and poten-
tially gain access to the user’s accounts. A compromised
account can be used as a vehicle for spamming other
accounts, impersonating the user or even order products on
the Internet. As such, it is an object of the present disclosure
to describe a method and system for a user to determine a
website’s trustworthiness prior to interacting with the web-
site.

These problems also appear in the context of Internet
transactions. For example, in the context of ordering prod-
ucts on a website, there can be adverse consequences if the
user provides the user’s financial information to a fraudulent
website. For example, a fraudulent website can sell the
user’s credit card information to criminal organizations,
which can in turn use the credit card information to purchase
products online. Therefore, it is an objective of this disclo-
sure to provide a system and method which can warn the
user prior to share the user’s financial information on a
fraudulent website.

An objective of this disclosure is to provide a system and
method which can facilitate user interactions with the Inter-
net and web browsers by informing the user about the
consequences of a user taking an action on a particular
website using a browser extension. In an example embodi-
ment, a user interface is provided for receiving instructions
from a user on a computing device. The interface can display
a web browser application which is coupled with a browser
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extension application. The browser extension application is
configured to collect data relating to the user’s browsing
activity and display notifications on the user interface. The
browser extension application can also collect data relating
to information provided by the user on the website. The
browser extension application can transmit the data to a
browser extension server and receive signals from the
browser extension server. The signals can instruct the
browser extension application to display messages and/or
take an action, e.g., direct the user to another website, log out
of the user’s account or delete items in the user’s electronic
shopping cart.

A user can instruct the web browsing application to
navigate to a website. The user can start an action on the
website, e.g., sign up for an account, log into the account, or
order products on the website. The browser extension appli-
cation can detect a type of the webpage, and based on the
type of the webpage, collect certain information relating to
what the webpage is asking the user to provide and what the
user is providing to the webpage. The browser extension
application can transmit this information to the browser
extension server.

The browser extension server include at least one data-
base for storing data gathered from a plurality of sources.
The data can include browsing history data (what websites
a plurality of users visited and what information the users
provided to the website) and fraud attack data (what fraud
attacks did the users face, e.g., account hacking or credit
card transactions). Using on the aggregated data received
from a plurality of computing devices as well servers (e.g.,
service provider system), the browser extension server can
determine a likelihood that a website is associated with
fraudulent activity.

When the browser extension server makes a determina-
tion about a website being visited by a user, the browser
extension server can transmit a signal to the browser exten-
sion application of the user’s computing device. In response
to receiving the signal, the browser extension application
can take an action, e.g., direct the user to another website,
log out of the user’s account or delete items in the user’s
electronic shopping cart.

This Summary is provided to introduce a selection of
concepts in a simplified form that are further described
below in the Detailed Description. This Summary is not
intended to identify key features or essential features of the
claimed subject matter, nor is it intended to be used as an aid
in determining the scope of the claimed subject matter.

Additional features and advantages will be set forth in the
description which follows, and in part will be obvious from
the description, or may be learned by the practice of the
teachings herein. Features and advantages of the invention
may be realized and obtained by means of the instruments
and combinations particularly pointed out in the appended
claims. Features of the present invention will become more
fully apparent from the following description and appended
claims, or may be learned by the practice of the invention as
set forth hereinafter.

BRIEF DESCRIPTION OF THE DRAWINGS

In order to describe the manner in which the above-recited
and other advantages and features can be obtained, a more
particular description of the subject matter briefly described
above will be rendered by reference to specific embodiments
which are illustrated in the appended drawings. Understand-
ing that these drawings depict only typical embodiments and
are not therefore to be considered to be limiting in scope,
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embodiments will be described and explained with addi-
tional specificity and detail through the use of the accom-
panying drawings in which:

FIG. 1 is a block diagram of an exemplary system 100,
consistent with disclosed embodiments.

FIG. 2 is a block diagram of an exemplary browser
extension system 200, consistent with disclosed embodi-
ments.

FIG. 3 is a block diagram of an exemplary computing
device 300, consistent with disclosed embodiments.

FIG. 4 shows an example flow chart for collecting and
transmitting data using a browser extension application.

FIG. 5 shows an example flow chart for analyzing data
provided by browser extension applications.

FIG. 6 illustrates exemplary hardware components of a
server system and/or computing device.

DETAILED DESCRIPTION

Exemplary embodiments of the invention will now be
described in order to illustrate various features of the inven-
tion. The embodiments described herein are not intended to
be limiting as to the scope of the invention, but rather are
intended to provide examples of the components, use, and
operation of the invention.

The disclosed systems, methods, and computer-readable
media include a browser extension application configured to
detect various data when a user is browsing web pages and
use the data to enhance internet security for the user. In
particular, the disclosed browser extension application may
detect various data when a user visits a web page and
transfer the data from a client device to a server. The server
can aggregate the data received from multiple users. The
server can also receive data from other sources, e.g., mer-
chant systems. This data can demonstrate incidents of illicit
activity such as hacking or fraud. Based on the totality of the
data, the server can determine a likelihood that a website is
associated with illicit activity. Based on this determination,
the server can transmit a signal to the browser extension
application of the client device to display a message to the
user to warn the user against disclosing confidential infor-
mation over the web page. In one example embodiment, the
server can transmit a signal to the browser extension appli-
cation to terminate a user’s transaction on or engagement
with the web page. In these and other manners, the disclosed
browser extension application represents an improvement
over conventional browser extension applications. Specifi-
cally, the disclosed browser extension application improves
internet security by discouraging users from sharing confi-
dential information on insecure and fraudulent web sites.

FIG. 1 is a block diagram of an exemplary system 100,
consistent with disclosed embodiments. System 100 may be
configured for performing a browser extension process
consistent with disclosed embodiments.

As shown, system 100 may include a computing device
102 associated with a user 104. Computing device 102 may
be configured to execute, among other programs, a browser
extension application 106 and a web browser application
108. System 100 may further include a browser extension
server 110, a financial service provider (FSP) system 112, a
merchant system 114, and a service provider system 120. As
shown, computing device 102, browser extension server
110, FSP system 112, merchant system 114, and service
provider system 120 may be communicatively coupled by a
network 116.

While only one computing device 102, browser extension
server 110, FSP system 112, merchant system 114, service
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provider system 120 and network 116 are shown, it will be
understood that system 100 may include more than one of
any of these components. More generally, the components
and arrangement of the components included in system 100
may vary. Thus, system 100 may include other components
that perform or assist in the performance of one or more
processes consistent with the disclosed embodiments.

Computing device 102 may be one or more computing
devices configured to perform operations consistent with
executing browser extension application 106 and with
executing web browser application 108. Computing device
102 is further described below in connection with FIG. 3.

Browser extension application 106 may be one or more
software applications configured to perform operations con-
sistent with detecting data within web pages, such as detect-
ing a type of the web page (e.g., whether a web page is a
sign-in page, whether a user can place an order for a
transaction, or whether the web page provides dynamic
information about a product or service), detecting products
placed in a shopping cart or prices offered for the products,
etc. For example, browser extension application 106 may be
configured to determine a type of web page that the user 104
and/or computing device 102 is visiting, and based on the
type of the web page, detect a specific set of data on the web
page. As an example, for a web page associated with an
online retailer, the browser extension application can detect
a list of items in the user 104’s shopping cart, the price for
each item, whether the user is checking out the items, etc. As
another example, for a sign in page, the browser extension
application can determine the type of account the user is
intending to sign into, e.g., email, social media, etc., the
user’s 104’s username and/or password, and whether any
location identification information is provided to the service
provider. The browser extension application can provide all
of this information to the browser extension server 110,
which aggregates this type of data from multiple users of the
system.

In some embodiments, the browser extension application
106 may detect the data in web pages using, for example,
one or more regular expressions. A regular expression may
be defined as a sequence of characters that defines a search
pattern. Example regular expressions may include, for
instance, RegExp, RegEx, or POSIX regular expressions.
Other regular expressions are possible as well.

In some embodiments, a regular expression may be con-
figured for use in searching web pages according to a search
pattern to detect elements such as, for example, text, fields,
information received and/or additional elements in the web
pages. In some embodiments, a regular expression may be
configured for use in detecting, for example, transaction
information and/or additional elements in programming
language used to create the web pages, such as hypertext
markup language (HTML) or extensible markup language
(XML).

Web browser application 108 may be one or more soft-
ware applications configured to perform operations consis-
tent with providing and displaying web pages, such as web
pages associated with merchants and service providers. The
web pages may include account login fields, transaction
fields, shopping carts, dynamic information (i.e., informa-
tion targeted to a specific user), etc. Web browser application
108 is further described below in connection with FIG. 3.

Browser extension server 110 may be one or more com-
puting devices configured to perform operations consistent
with providing browser extension application 106. Browser
extension server 110 may be further configured to perform
operations consistent with receiving data from the browser
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extension application 106 and transmitting signals to the
browser extension application 106. The signals can be
configured to cause the browser extension application 106
display a warning to the user. Alternatively or additionally,
browser extension server 110 may be further configured to
perform operations consistent with receiving information
from browser extension 106 and aggregating the data.
Browser extension server 110 may also receive data from
other sources and generate predictions about whether a
particular web page is associated with illicit activity.
Browser extension server 110 is further described below in
connection with FIG. 2.

FSP system 112 may be associated with a financial service
entity that provides, maintains, manages, or otherwise offers
financial services. For example, the financial service entity
may be a bank, credit card issuer, or any other type of
financial service entity that generates, provides, manages,
and/or maintains financial service accounts for one or more
customers. Financial service accounts may include, for
example, credit card accounts, loan accounts, checking
accounts, savings accounts, reward or loyalty program
accounts, and/or any other type of financial service account
known to those skilled in the art.

FSP system 112 may be one or more computing devices
configured to perform operations consistent with maintain-
ing financial service accounts, including a financial service
account associated with user 104. FSP system 112 may be
further configured to authenticate financial transactions
associated with such financial service accounts. In particu-
lar, FSP system 112 may be configured to authenticate
financial transactions associated with a financial service
account associated with user 104. In some embodiments,
FSP system 112 may be further configured to maintain a
database of fraudulent transactions. FSP system 112 can
provide this information to browser extension server 110
(and/or browser extension application 106) such that
browser extension server 110 (and/or browser extension
application 106) can make predictions about whether a web
page is associated with illicit activity. In some embodiments,
FSP system 112 may be further configured to generate
content for a display device included in, or connected to,
computing device 102, such as through a mobile banking or
other application on computing device 102. Alternatively or
additionally, FSP system 112 may be configured to provide
content through one or more web pages or online portals that
are accessible by computing device 102 over network 116.
The disclosed embodiments are not limited to any particular
configuration of FSP system 112.

While browser extension server 110 and FSP system 112
are shown separately, in some embodiments browser exten-
sion server 110 may include or be otherwise related to FSP
system 112. For example, in some embodiments the facility
of browser extension server 110 may be provided instead by
FSP system 112, or vice versa. Alternatively or additionally,
in some embodiments, browser extension server 110 may be
included in, and/or be otherwise related to, any other entity
in system 100 and/or a third-party not shown in system 100.
Alternatively or additionally, browser extension server 110
may be a standalone server. Browser extension server 110
may take other forms as well.

Merchant system 114 may be one or more computing
devices configured to perform operations consistent with
providing web pages that are accessible by computing
device 102 over network 116. For example, the web pages
may be provided at computing device 102 through web
browser application 108. In some embodiments, merchant
system 114 may be associated with a merchant that provides
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goods or services. Further, in some embodiments, the web
pages may be online retail web pages through which user
104 may engage in purchase transactions to purchase the
merchant’s goods or services. Other web pages are possible
as well. The disclosed embodiments are not limited to any
particular configuration of merchant system 114.

In some embodiments, merchant system 114 may include
a merchant payment system 118. Merchant payment system
118 may be one or more computing devices configured to
perform operations consistent with providing, within the
web pages provided by merchant system 114, a merchant-
provided payment process through which user 104 may
engage in purchase transactions to purchase the merchant’s
goods or services. In some embodiments, merchant payment
system 118 may be provided by the merchant in connection
with one or more financial service providers, such as the
financial service provider associated with FSP system 112 or
another financial service provider. The payment process
may, for example, be the same as or similar to MasterPass™
PayPal®, or Visa® Checkout. Other payment processes are
possible as well.

Service provider system 120 may be one or more com-
puting devices configured to perform operations consistent
with providing web pages that are accessible by computing
device 102 over network 116. For example, the web pages
may be provided at computing device 102 through web
browser application 108. In some embodiments, service
provider system 114 may be associated with an email service
provider, social media service provider, phone company or
any other electronic communication service provider. Fur-
ther, in some embodiments, the web pages may be email
websites, social media websites, or other communications
websites through which user 104 may communication mes-
sages and/or receive information from financial institutions.
Other web pages are possible as well. The disclosed embodi-
ments are not limited to any particular configuration of
service provider system 120.

Network 116 may be any type of network configured to
provide communication between components of system 100.
For example, network 116 may be any type of network
(including infrastructure) that provides communications,
exchanges information, and/or facilitates the exchange of
information, such as the Internet, a Local Area Network,
near field communication (NFC), optical code scanner, or
other suitable connection(s) that enables the sending and
receiving of information between the components of system
100. In other embodiments, one or more components of
system 100 may communicate directly through a dedicated
communication link(s).

It is to be understood that the configuration and bound-
aries of the functional building blocks of system 100 have
been defined herein for the convenience of the description.
Alternative boundaries can be defined so long as the speci-
fied functions and relationships thereof are appropriately
performed. Alternatives (including equivalents, extensions,
variations, deviations, etc., of those described herein) will be
apparent to persons skilled in the relevant art(s) based on the
teachings contained herein. Such alternatives fall within the
scope and spirit of the disclosed embodiments.

FIG. 2 is a block diagram of an exemplary browser
extension system 200, consistent with disclosed embodi-
ments. As shown, browser extension system 200 may
include browser extension server 202 and browser extension
application 204. Browser extension server 202 may include
a communication device 206, one or more processor(s) 208,
and memory 210 including one or more programs 212 and
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data 214. Browser extension server 202 may be configured
to perform operations consistent with providing browser
extension application 204.

Browser extension server 202 may take the form of a
server, general purpose computer, mainframe computer, or
any combination of these components. Other implementa-
tions consistent with disclosed embodiments are possible as
well. Browser extension application 204 may take the form
of one or more software applications stored on a computing
device, such as browser extension application 106 stored on
computing device 102 as described above.

Communication device 206 may be configured to com-
municate with one or more computing devices, such as
computing device 102. In some embodiments, communica-
tion device 206 may be configured to communicate with the
computing device(s) through browser extension application
204. Browser extension server 202 may, for example, be
configured to provide to browser extension application 204
one or more signals through communication device 206. As
another example, browser extension server 202 may be
configured to receive from browser extension application
204 data relating to web pages through communication
device 206. Communication device 206 may be configured
to communicate other information as well.

Communication device 206 may be further configured to
communicate with one or more FSP systems, such as FSP
system 112 described above. In some embodiments, the FSP
system may provide transaction data such as a list of
fraudulent transactions and other information associated
with the fraudulent transactions. Communication device 206
may be configured to communicate with the FSP system(s)
in other manners. Communication device 206 may be con-
figured to communicate with other components as well.

Processor(s) 208 may include one or more known pro-
cessing devices, such as a microprocessor from the Core™,
Pentium™ or Xeon™ family manufactured by Intel®, the
Turion™ family manufactured by AMD™, the “Ax” (i.e.,
A6 or A8 processors) or “Sx” (i.e. S1, .. . processors) family
manufactured by Apple™, or any of various processors
manufactured by Sun Microsystems, for example. The dis-
closed embodiments are not limited to any type of proces-
sor(s) otherwise configured to meet the computing demands
required of different components of browser extension sys-
tem 200.

Memory 210 may include one or more storage devices
configured to store instructions used by processor(s) 208 to
perform functions related to disclosed embodiments. For
example, memory 210 may be configured with one or more
software instructions, such as program(s) 212, that may
perform one or more analysis based on data provided by the
browser extension application 204 to determine whether a
web page is associated with illicit activity.

In certain embodiments, memory 210 may store sets of
instructions for carrying out the processes described below.
Other instructions are possible as well. In general, instruc-
tions may be executed by processor(s) 208 to perform one or
more processes consistent with disclosed embodiments.

The components of browser extension system 200 may be
implemented in hardware, software, or a combination of
both hardware and software, as will be apparent to those
skilled in the art. For example, although one or more
components of browser extension system 200 may be imple-
mented as computer processing instructions, all or a portion
of the functionality of browser extension system 200 may be
implemented instead in dedicated electronics hardware.

In some embodiments, browser extension system 200
may also be communicatively connected to one or more
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database(s) (not shown). Alternatively, such database(s) may
be located remotely from browser extension system 200.
Browser extension system 200 may be communicatively
connected to such database(s) through a network, such as
network 116 described above. Such database(s) may include
one or more memory devices that store information and are
accessed and/or managed through browser extension system
200. By way of example, such database(s) may include
Oracle™ databases, Sybase™ databases, or other relational
databases or non-relational databases, such as Hadoop
sequence files, HBase, or Cassandra. Such database(s) may
include computing components (e.g., database management
system, database server, etc.) configured to receive and
process requests for data stored in memory devices of the
database(s) and to provide data from the database(s).

FIG. 3 is a block diagram of an exemplary computing
device 300, consistent with disclosed embodiments. As
shown, computing device 300 may include communication
device 302, display device 304, processor(s) 306, and
memory 308 including program(s) 310 and data 312. Pro-
gram(s) 310 may include, among others, web browser
application 314 and browser extension application 316.

In some embodiments, computing device 300 may take
the form of a desktop or mobile computing device, such as
a desktop computer, laptop computer, smartphone, tablet, or
any combination of these components. Alternatively, com-
puting device 300 may be configured as any wearable item,
including jewelry, smart glasses, or any other device suitable
for carrying or wearing on a user’s person. Other imple-
mentations consistent with disclosed embodiments are pos-
sible as well. Computing device 300 may, for example, be
the same as or similar to computing device 102 described
above.

Communication device 302 may be configured to com-
municate with a browser extension server, such as browser
extension servers 110 and 202 described above. In some
embodiments, communication device 302 may be further
configured to communicate with one or more merchant
systems, such as merchant system 114 described above, one
or more FSP systems, such as FSP system 112 described
above, and/or one or more service provider systems, such as
service provider system 120. Communication device 302
may be configured to communicate with other components
as well.

Communication device 302 may be configured to provide
communication over a network, such as network 116
described above. To this end, communication device 302
may include, for example, one or more digital and/or analog
devices that allow computing device 300 to communicate
with and/or detect other components, such as a network
controller and/or wireless adaptor for communicating over
the Internet. Other implementations consistent with dis-
closed embodiments are possible as well.

Display device 304 may be any display device configured
to display interfaces on computing device 300. The inter-
faces may include, for example, web pages provided by
computing device 300 through web browser application 108.
In some embodiments, display device 304 may include a
screen for displaying a graphical and/or text-based user
interface, including but not limited to, liquid crystal displays
(LCD), light emitting diode (LED) screens, organic light
emitting diode (OLED) screens, and other known display
devices. In some embodiments, display device 304 may also
include one or more digital and/or analog devices that allow
a user to interact with computing device 300, such as a
touch-sensitive area, keyboard, buttons, or microphones.
Other display devices are possible as well. The disclosed
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embodiments are not limited to any type of display devices
otherwise configured to display interfaces.

Processor(s) 306 may include one or more known pro-
cessing devices, such as a microprocessor from the Core™,
Pentium™ or Xeon™ family manufactured by Intel™, the
Turion™ family manufactured by AMD™, the “Ax” or “Sx”
family manufactured by Apple™, or any of various proces-
sors manufactured by Sun Microsystems, for example. Pro-
cessor(s) 306 may also include various architectures (e.g.,
x86 processor, ARM®, etc.). The disclosed embodiments
are not limited to any type of processor(s) otherwise con-
figured to meet the computing demands required of different
components of computing device 300.

Memory 308 may include one or more storage devices
configured to store instructions used by processor(s) 306 to
perform functions related to disclosed embodiments. For
example, memory 308 may be configured with one or more
software instructions, such as program(s) 310, that may
perform one or more operations when executed by proces-
sor(s) 306. The disclosed embodiments are not limited to
separate programs or computers configured to perform dedi-
cated tasks. For example, memory 308 may include a single
program 310 that performs the functions of computing
device 300, or program(s) 310 may comprise multiple
programs. Memory 308 may also store data 312 that is used
by program(s) 310. In certain embodiments, memory 308
may store sets of instructions for carrying out the processes
described below. Other instructions are possible as well. In
general, instructions may be executed by processor(s) 306 to
perform one or more processes consistent with disclosed
embodiments.

In some embodiments, program(s) 310 may include web
browser application 314. Web browser application 314 may
be executable by processor(s) 306 to perform operations
including, for example, providing web pages for display.
The web pages may be provided, for example, via display
device 304. In some embodiments, the web pages may be
associated with a merchant system, such as merchant system
114 described above. Web browser application 314 may be
executable by processor(s) 306 to perform other operations
as well.

In some embodiments, program(s) 310 may further
include a browser extension application 316. Browser exten-
sion application 316 may, for example, be the same as
similar to browser extension applications 106 and 204
described above. Browser extension application 316 may be
executable by processor(s) 306 to perform various opera-
tions including, for example, detecting and automatically
populating transaction fields in web pages provided by
computing device 300 through web browser application 314.
Other instructions are possible as well. In general, instruc-
tions may be executed by processor(s) 306 to perform one or
more processes consistent with disclosed embodiments.

The components of computing device 300 may be imple-
mented in hardware, software, or a combination of both
hardware and software, as will be apparent to those skilled
in the art. For example, although one or more components of
computing device 300 may be implemented as computer
processing instructions, all or a portion of the functionality
of computing device 300 may be implemented instead in
dedicated electronics hardware.

In one example embodiment, a user can install a browser
extension application on a computing device and visit a
website using a web browser application of the computing
device. The website can provide information to the user or
seek information from the user. In some embodiments, the
website can require the user to create an account or log in to
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provide information or seek information from the user. For
example, a user can visit a website, which requires a user to
create a username and password to visit the website. As part
of the process for creating an account with the website, the
website can ask the user to provide personal and/or financial
information, e.g., name, age, address, preferences, credit
card number, bank account number, photo, voice sample,
video sample, etc. If the website is not secure or it is
associated with criminal activity, the website can exploit the
user’s personal and/or financial information, e.g., open up
credit card accounts, purchase products using the user’s
credit card information, or even sell the user’s information.
The browser extension application can transmit data relating
to the user’s visit to and interaction with the website. For
example, the browser extension application can transmit to
a browser extension server the website address. Addition-
ally, the browser extension application can detect the infor-
mation requested on the website and the responses provided
by the user. For example, using RegExp, RegEx, or POSIX
regular expressions, the browser extension application can
determine the types of information that the website asks for
and classify the information as personal, financial, relating
to opening an account, relating to logging into an account or
relating to purchasing a product. Additionally, the browser
extension application can use RegExp, RegEx, or POSIX
regular expressions to determine the information the user
enters into the fields on the website. In one example embodi-
ment, the browser extension application can determine the
types of information to collect based on the type of the
information requested on the page (and/or a type of the
webpage). The browser extension application can transmit
the information requests provided by the website and the
information entered by the user on the website to the
browser extension server.

As another example, a user can visit a website to place an
online order. For example, the user can visit a website for an
online retailer which provides a list of products for sale. The
user can place various products in an electronic shopping
cart and can proceed to check out. The browser extension
application can analyze the information displayed on the
checkout page. The browser extension application can pro-
vide a list of items in the shopping cart. Additionally, the
browser extension application can detect various requests
listed by the website, e.g., provide email address or user-
name. In response to the user entering data into various
fields of the webpage, the browser extension application can
transmit data to the browser extension server. The data can
relate to the items in the user’s electronic shopping cart (e.g.,
names, prices, quantities, discounts, etc.), the information
requested from the user on the website (e.g., username,
password, credit card number, royalty account number, etc.)
and the information provided by the user on the website
(e.g., the user’s username, password, credit card number,
royalty account number, etc.).

In one example embodiment, the browser extension appli-
cation determines to collect the data based on the keywords
that appear on a website or webpage. For example, the
browser extension application can store keywords relating to
various types of websites, e.g., for a webpage which allows
the user to create an account, the browser extension appli-
cation can store various sets of keywords such as “sign up”
or “create new account”; for a webpage which allows the
user to purchase products, the browser extension application
can store keywords such as “shopping cart”, “add to the
cart”, “pay” or “check out”. Based on the keywords that
appear on the webpage, the browser extension application
can classify a webpage and look for specific types of
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information. For example, if the webpage is classified as a
webpage for creating an account, the browser extension
application can seek personal information. If the webpage is
classified as a webpage for ordering products, the browser
extension application can seek information such as product
information, quantity of products ordered, website response
time, and any financial information provided by the user to
the website.

In one example embodiment, upon visiting a website
(and/or each webpage of the website), the browser extension
application can transmit the web address for the webpage to
the browser extension server. In response, the browser
extension server can provide information about the webpage
and/or website to the browser extension application, e.g., the
website is associated with fraudulent activity. Additionally,
the browser extension server can provide information about
the types of information to look for on the webpage and
types of responses to record from the user. Once the user
enters the information, the browser extension application
can provide the user’s response to the browser extension
server.

In one example embodiment, the browser extension appli-
cation can classify and collect information on a webpage
based on a prediction of a machine learning or predictive
model. For example, the browser extension application can
receive the machine learning or predictive model from the
browser extension server. The predictive model can be
developed by machine learning algorithms. In an embodi-
ment, the machine learning algorithms employed can
include at least one selected from the group of gradient
boosting machine, logistic regression, neural networks, and
a combination thereof, however, it is understood that other
machine learning algorithms can be utilized. In an embodi-
ment, the predictive model can be developed using founda-
tional testing data generated by labeled website data. The
labeled website data can be stored on databases associated
with the browser extension server. The labeled website data
can include, e.g., a text of a webpage, an assignment of the
text with requests, a classification for the webpage and a set
of information to be collected from a user input on the page.

The predictive model can include continuous learning
capabilities. In some examples, the database(s) can be
continuously updated as new data is collected, e.g., each
time the predictive model makes a prediction, the user can
confirm or reject the model’s prediction in a user interface
of the computing device (and the browser extension appli-
cation can transmit this data, i.e., the prediction and the
user’s input, to the browser extension server). The new data
can be incorporated into the training of the predictive model,
so that the predictive model reflects training based on data
from various points in time and by various users. For
example, when a user is browsing a website, based on the
content of the webpage, the prediction model can make a
prediction about the webpage, e.g., a page for ordering
products. The browser extension application can display the
prediction in a popup window to the user and ask the user to
confirm the prediction. The user can provide input to the
browser extension application, which can in turn transmit
the user’s input (and the content of the webpage) to the
browser extension server and used as verified labeled data
for training the predictive model.

Initially, there may not be sufficient foundational testing
data available to develop the predictive model. Accordingly,
the initial model development can be performed using
predetermined classifications as a proxy target and website
data available from other sources as features (e.g., data
collected from other users). By doing so, the predictive
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model can begin to form its understanding of webpages. The
results of this initial modeling can support the initial status
of the predictive model, and the model can be continuously
improved as data from users becomes available. Once
trained, the predictive model can be utilized to predict a type
of a webpage and the types of information that should be
gathered on the webpage, e.g., the information that the
website requests and the information that the user provides.

In some examples, the predictive model can be stored on
the computing device (i.e., the webpage data and the pre-
dictive model are located on the same system). Locally
storing the model can realize the benefit of reduced response
times where predictions and trigger signals can be more
quickly issued. In other examples, the predictive model can
be stored on the cloud, which can allow for centralized
maintenance of the predictive model and greater accessibil-
ity of the model for training. In examples where the predic-
tive model is locally stored, the predictive model can be
trained on the cloud and synchronized across the local
computing devices. Alternatively, the predictive model can
be trained continuously when locally stored and synchro-
nized across computing devices.

In one example embodiment, the browser extension can
utilize a natural language processing module to determine a
type of a webpage and/or information to collect from a
webpage. Natural language processing (NLP) technology is
capable of processing and analyzing natural language data,
which can involve speech recognition, natural language
understanding, and natural language generation. The NLP
module can include software which when executed by a
processor can perform tasks associated with processing and
analyzing natural language data. For example, the NLP
module can include different submodules, such as Natural
Language understanding (NLU) submodule, natural lan-
guage generation (NLG) submodule, and Sentiment Analy-
sis submodule. The NLU submodule can process incoming
text and derive meaning from the text. The NLG submodule
can take a meaning that is to be communicated and express
that meaning in appropriate text. The Sentiment Analysis
submodule can determine a polarity and topic of a text that
expresses feelings or opinions.

In one example embodiment, the NLLP module can ana-
lyze text and determine the general subject matter(s) to
which the text refers. For example, the NPL. module can
analyze the text appearing in a webpage and determine the
concepts to which the text and/or webpage pertains, e.g.,
shopping, creating an account, logging in an account, or
entering a username. The NLP module can provide this
information to the browser extension application, which can
transmit the information (and/or other information detected
suing the predictive model) to the browser extension server.
Additionally, the NPL module can analyze the text next to
the fields in a webpage and determine the subject matter to
which the text belongs, e.g., opening a new account or
ordering a product. In one example embodiment, the pre-
dictive model can use input from the NPL module to
determine the type of a webpage and the information that
should be gathered on a webpage.

In one example embodiment, the browser extension
server can receive data from a plurality of computing
devices. Each computing device can provide data such as a
browsing history for the respective user of the computing
device (as the user visits websites or after the user’s visit to
one or more websites). The browsing history can include a
time of visit to a website, an address for the website, an
amount of time spent on various pages of the website as
broken by page, the website addresses for the pages that the
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user visited before and/or after the user visited the website,
an address for a page or link which directed the user to the
website, an account in which the user logged in before the
user arrived at the website, an identification of a banner
advertisement on which the user clicked before arriving at
the website, and a content of the banner advertisement.

In one example, the computing device can transmit to the
browser extension server the data requested on each website
visited by the user and the data provided by the user to the
website. For example, the browser extension application can
analyze each webpage and determine a type for the
webpage, e.g., an account sign up page, an account log in
page, a product order page, or other. As another example, the
browser extension application can detect the fields on a
webpage and determine the text within the vicinity of each
field to determine a type of information requested by the
webpage. As yet another example, the browser extension
application can detect the fields on a webpage and determine
the text that is entered and/or selections that is made by the
user in each field. The browser extension application can
decide which text to transmit to the browser extension server
based on, e.g., the type of the webpage and/or the type of
information requested on the webpage. For example, on an
account sign up page which requests a name of the user and
a CAPTCHA, the browser extension application can deter-
mine to transmit the user’s name, but not to transmit the
CAPTACHA entered by the user. As another example, on a
webpage for an online retailer where a user can order a
product, the webpage can ask for the user’s shipping address
and require a selection of whether the user desires the items
to be on an expedited basis. The browser extension can
decide to transmit the shipping address, but not the user’s
request to ship the item quickly.

The selection of which information to collect on a
webpage can be based on whether the information to be
collected can trace a fraudulent activity to a prior webpage
visit. For example, when a user enters the user’s credit card
number on a webpage, the user’s credit card number can
connect the website to a fraudulent transaction on the credit
card, e.g., the website might have misappropriated the user’s
credit card number. As another example, when a user enters
the user’s mother’s maiden name on a website, the website
can be connected to an instance of resetting the user’s
password based on the user’s mother’s maiden name.

In one example embodiment, the browser extension
server can receive data from a service provider system. The
service provider system can be an email service provider, a
social media platform or an electronic account platform
(e.g., utility company, music streaming service, etc.). The
data can describe instances of unauthorized access or
attempted access to an account (e.g., email, social media,
etc.) hosted by the service provider system. For example, the
data can describe instances in which an account is hacked.
The data can include a time and date for hacking, an IP
address from which the account was accessed, a description
code for an illicit action taken using the hacked account
(e.g., a unique code for spreading spam emails, another
unique code for transferring funds, yet another unique code
for downloading documents from the account, etc.). In one
example embodiment, the data can include a type of infor-
mation which was used for getting access (or unauthorized
access) to the account. For example, if the account was
accessed by using the password (which was obtained with-
out authorization), the data can explain that the account was
accessed using the password.

As another example, the data can describe instances in
which an account is subject to a request for resetting the
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password (or changing the password). In one example, the
data includes only instances in which a password reset or
change request is submitted by someone other than the user.
For example, when a password reset request is submitted,
the service provider system can send an email, notification
or communication to an owner of the account, notifying the
owner about the submission of the request and ask the owner
to confirm if the owner submitted the request. The data can
include only instances in which the owner of the account did
not confirm that the owner submitted the request. The data
can include a time and date for the request, an IP address
from which the request was submitted, and a number of
times the request was submitted. In one example embodi-
ment, the data can include a type of information which was
used for resetting the password for the account. For
example, if the password was reset by using a mother’s
maiden name, the data can explain that the password was
reset using the mother’s maiden name.

As another example, the data can describe instances in
which an account is locked. The data can include a time and
date when the account was locked, a number of times the
account’s password was attempted before the account was
locked, the term that was entered as the password, and an IP
address from which access to the account was sought. The
term that was tried as the password can potentially connect
the attempted access to a prior visit if there is a match
between the entered password and an entry on another
website.

In one example, the data can describe instances in which
an account is used for illicit purposes, e.g., sending spam
emails. For example, the data can include a time and date
when the account used to send spam emails, a number of
times the account sent spam emails, email addresses to
which the spam emails were sent, a content of the spam
emails and an IP address from which the account was
accessed to send the spam emails. The content of the spam
emails can potentially be used to connect the spamming to
a prior visit if there is a match between the content and an
entry on another website or the website address.

In one example embodiment, the browser extension
server can receive data from an FSP system. For example,
the FSP system can belong to a bank or financial institution
which provides financial services. The FSP system can
maintain various databases relating to a plurality of financial
accounts, e.g., credit card accounts, checking accounts,
e-commerce accounts, cryptocurrency accounts, etc. The
FSP system can also be in communication with one or more
databases which maintain transaction data. The transaction
data can include data relating to credit card or bank account
transactions. The transaction data can include fraudulent
transaction data, e.g., unauthorized credit card transactions.
These transactions can be the transactions that an account
owner disputed as fraudulent or the FSP system’ fraud
identification module identified as fraudulent. The fraudu-
lent transaction data can include a date and time for the
transaction, an amount, a merchant name, a merchant cat-
egory, a name of the account holder, a transaction currency
denomination, etc.

In one example embodiment, the browser extension
server can receive data from a merchant system. The mer-
chant system can maintain various databases including
transaction data. These transactions may have been pro-
cessed by a merchant payment system. Some of these
transactions have been identified as fraudulent, e.g., after
receiving a complaint from a customer or a financial insti-
tution, or after a fraud identification module identified the
transaction as fraudulent. The browser extension server can
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receive form the merchant system the data for these fraudu-
lent transactions. The data can include a transaction time and
date, a list of items included in the transaction, a price for
each item, a total price, a shipping address, a purchaser
name, etc.

In one example embodiment, the browser extension
server can receive data from a service provider system. The
service provider system can be a phone company or a
cellphone company. The data can include a time and date for
a phone call, a duration of the call and a calling number.

In one example embodiment, the browser extension
server can analyze the data provided to the browser exten-
sion server and determine whether a website is associated
with illicit activity, i.e., the likelihood that if a user interacts
with the website, the user will experience a fraudulent
transaction or hacking incident (or other criminal and/or
illegal conduct described herein). In particular, the browser
extension server can analyze and correlate website visit data
with unauthorized access (or attempted unauthorized access)
of accounts and/or fraudulent transactions. In one example,
the website visit data can include a user’s visit to a webpage,
a time and date for the visit, and a type of engagement (or
information shared) with the website. The type of engage-
ment (or information) can include, e.g., providing a user-
name and password, providing personal information, pro-
viding financial information and/or ordering products. The
website visit data can also include other data which can be
gathered by the browser extension application described
throughout this disclosure.

In one example, the data representing fraudulent transac-
tions can include credit card fraud data, merchant fraud data,
etc. In one example, the data representing unauthorized
access (or attempted unauthorized access) of accounts can
include data that describes instances in which an account is
hacked. One of ordinary skill it the art recognizes that other
data described herein can also be used for as fraud or access
data. For example, this data can include the data that can
describe instances in which an account is subject to a request
for resetting the password or the data that includes only
instances in which a password reset is submitted by someone
other than the user.

In one example, the browser extension server can corre-
late the website visit data with instances of fraud and/or
unauthorized access data. For example, the browser exten-
sion server can match instances of website visit with
instances of fraud. In one example, the website visit data can
include a time and date for the visit and a username,
password and credit card number which was provided to the
website. The fraud data can include a time and date for the
fraudulent transaction, a username, a password and a credit
card which was used in an unauthorized transaction. The
browser extension server can determine whether these two
datasets match, e.g., the time and date of the transaction are
after the time and date of the website visit; the username
and/or password used to commit the fraudulent transaction
closely match (within a threshold value) or are identical to
the username and/or password provided to the website; and
the credit card used in the fraudulent transaction is the same
as the credit card provided to the website. After matching the
various datasets, the browser extension server can determine
a likelihood that visits to a website will result in instances of
fraud.

In one example embodiment, the browser extension
server can store a list of all transactions that have occurred.
This list includes merchant ID’s and times for the transac-
tions. Some of these transactions can be marked as fraudu-
lent by the customers. The browser extension application
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can provide information indicating when a purchase occurs
by a user. The browser extension server can match the time,
purchase amount and then cross correlate to find merchant
IDs. Then, the browser extension server can identify when
fraud often occurs on a given website. This is information
enables the user to understand whether a user interacting on
a given website experiences fraud more often than others.

In one example embodiment, the browser extension
server can determine whether a website is associated with
delayed fraud. For example, in the case of delayed fraud, the
fraudulent activity may occur by someone other than the
merchant (or the fraudulent activity may occur long after the
interaction with the website). In this case, the browser
extension server can identify all cases of fraud for a given
timeframe, e.g., 1 month, after detecting an interaction with
a website. The browser extension server then clusters all
cases of fraud and determines all the merchants the users
purchased from over a time period, e.g., last 12 months. The
browser extension server then normalizes the ratio of fraud
to prior purchases at a given merchant, e.g., if there were 10
purchases at a website and 1 was fraudulent, the ratio of
fraud would be 0.1. The browser extension server will then
take the zscore of the ratio of fraud, which would provide a
number representing how many standard deviations from the
norm a given website is. In way of an example, anything
above a zscore of 2 (representing 2 standard deviations
above the norm) would probably be a “very high risk”
transaction, anything above 3 would probably be blocked by
the browser extension server, e.g., via a notification to the
bank.

In one example embodiment, when a user visits a
webpage, the browser extension application can determine
the type of the webpage. For example, using a predictive
model, the browser extension application can determine the
webpage is one of the following predetermined types of
webpages, e.g., a webpage for signing in, a webpage for
logging in, a webpage for ordering products, or other. If the
browser extension application decides that the webpage is
one of the predetermined webpages, the browser extension
can gather various data from the webpage, e.g., the types of
information requested by the webpage as well as the types
of information provided by the webpage. The browser
extension application can provide this information to the
browser extension server.

The browser extension server can use the data provided
by the browser extension application to make a determina-
tion as to whether the user is about to engage into a risky
transaction (e.g., signing up or purchasing a product on a
website that is likely going to exploit the user’s financial and
personal information). If the browser extension server deter-
mines that the user is about to engage in a risky transaction,
the browser extension server can transmit a signal to the
browser extension application to warn the user and/or take
remedial action.

In one example embodiment, in response to receiving the
signal, the browser extension application can display a
message in a popup window to the user, e.g., “YOU ARE
ABOUT TO ENGAGE IN A RISKY TRANSACTION.”
The pop up window can include one or more buttons, which
can enable the user to ask for more information. In response
to pressing the button, the browser extension application can
retrieve the information from the browser extension server
and display the information to the user.

In one example embodiment, in response to receiving the
signal, the browser extension application can close the web
browser application used by the user or direct the user to
another website, e.g., a website that warns the user about the
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dangers of interacting with the current website. In one
example embodiment, in response to receiving the signal,
the browser extension application can log the user out of the
account in which the user is logged in. In one example
embodiment, in response to receiving the signal, the browser
extension application can delete the products added to the
user’s electronic shopping cart. In one example embodi-
ment, in response to receiving the signal, the browser
extension application can identify one or more fields in the
webpage and type a message in the fields to the user, the
message including a plurality of letters and/or being a
warning message. In one example embodiment, the predic-
tion model can disable one or more fields on the webpage
such that the user will not be able to provide information to
the webpage.

FIG. 4 shows an example flow chart for collecting and
transmitting data using a browser extension application. In
this example embodiment, in step 410, a computing device
is asked by a user to display a webpage on a web browser
application. In step 420, the browser extension application
analyzes the text on the webpage to determine the type of the
webpage and the type of information to gather from the
webpage. For example, using a predictive model, the
browser extension application determines that the webpage
is an account sign up page and determines that user input
including information such as user’s username, password,
date of birth and credit card should be collected.

In step 430, the browser extension application can display
the classification of the webpage to the user, and in step 440,
the browser extension application can receive feedback from
the user concerning the classification of the webpage using
the predictive model.

In step 450, the browser extension application can trans-
mit the gathered data and the feedback to a browser exten-
sion server. The data can include a time and date of visit to
the webpage, a webpage address and various other infor-
mation gathered on the webpage.

In step 460, the browser extension application can receive
a signal from the browser extension server, the signal can
instruct the browser extension application to take an action,
e.g., close the web browser application or direct the user to
another webpage.

In step 470, the browser extension application can imple-
ment the action provided in the signal. For example, the
browser extension application can close the web browser
application or direct the user to another webpage.

FIG. 5 shows an example flow chart for analyzing data
provided by browser extension applications. In step 510, the
browser extension server can receive data from a plurality of
computing devices. The data can relate to website visits by
the respective users of the computing devices. The website
visit data can include a time and date for each visit, a
webpage address, a duration of the visit, one or more data
points concerning information provided by the user to the
webpage, etc.

In step 520, the browser extension server can receive
fraud data from a plurality of systems, e.g., FSP system,
service provider system, merchant system, etc. The fraud
data can indicate an unauthorized access (or attempted
access) to an online account or an unauthorized transaction.
The fraud data can include a time and date for a fraudulent
activity, an account associated with the fraudulent activity,
and a data point which can connect the fraudulent activity to
the previous website visit, e.g., a password, a username, a
credit card number, etc.

In step 530, the browser extension server can consolidate
the website visit data received from the computing devices
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with fraud data received from other sources, and in step 540,
the browser extension server can determine a likelihood for
a webpage to be related to an incidence of fraud (e.g., if a
user enters sensitive data on the webpage, what is the
likelihood that the user will experience an incident of fraud
within a threshold number of days?).

In step 550, the browser extension server can receive a
request from a computing device, the request can indicate
that a user of the computing device is visiting a webpage. In
step 560, the browser extension server can transmit a signal
to the computing device. The signal can indicate the likeli-
hood that the webpage is related to fraudulent activity. The
signal can also prevent the user from any further interacting
with the webpage, e.g., redirect the user to another webpage
which displays statistics about fraud on the webpage.

FIG. 6 illustrates exemplary hardware components of a
server system and/or computing device. A computer system
600, or other computer systems similarly configured, may
include and execute one or more subsystem components to
perform functions described herein, including the steps of
various flow processes described above. Likewise, a mobile
device, a cell phone, a smartphone, a laptop, a desktop, a
notebook, a tablet, a wearable device, a server, etc., which
includes some of the same components of the computer
system 600, may run an application (or software) and
perform the steps and functionalities described above. Com-
puter system 600 may connect to a network 614, e.g.,
Internet, or other network, to receive inquiries, obtain data,
and transmit information and incentives as described above.

The computer system 600 typically includes a memory
602, a secondary storage device 604, and a processor 606.
The computer system 600 may also include a plurality of
processors 606 and be configured as a plurality of, e.g.,
bladed servers, or other known server configurations. The
computer system 600 may also include a network connec-
tion device 608, a display device 610, and an input device
612.

The memory 602 may include RAM or similar types of
memory, and it may store one or more applications for
execution by processor 606. Secondary storage device 604
may include a hard disk drive, floppy disk drive, CD-ROM
drive, or other types of non-volatile data storage. Processor
606 executes the application(s), such as those described
herein, which are stored in memory 602 or secondary
storage 604, or received from the Internet or other network
614. The processing by processor 606 may be implemented
in software, such as software modules, for execution by
computers or other machines. These applications preferably
include instructions executable to perform the system and
subsystem component functions and methods described
above and illustrated in the FIGS. herein. The applications
preferably provide graphical user interfaces (GUIs) through
which users may view and interact with subsystem compo-
nents.

The computer system 600 may store one or more database
structures in the secondary storage 604, for example, for
storing and maintaining the information necessary to per-
form the above-described functions. Alternatively, such
information may be in storage devices separate from these
components.

Also, as noted, processor 606 may execute one or more
software applications to provide the functions described in
this specification, specifically to execute and perform the
steps and functions in the process flows described above.
Such processes may be implemented in software, such as
software modules, for execution by computers or other
machines. The GUIs may be formatted, for example, as web
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pages in HyperText Markup Language (HTML), Extensible
Markup Language (XML) or in any other suitable form for
presentation on a display device depending upon applica-
tions used by users to interact with the computer system 600.

The input device 612 may include any device for entering
information into the computer system 600, such as a touch-
screen, keyboard, mouse, cursor-control device, micro-
phone, digital camera, video recorder or camcorder. The
input and output device 612 may be used to enter informa-
tion into GUIs during performance of the methods described
above. The display device 610 may include any type of
device for presenting visual information such as, for
example, a computer monitor or flat-screen display (or
mobile device screen). The display device 610 may display
the GUIs and/or output from sub-system components (or
software).

Examples of the computer system 600 include dedicated
server computers, such as bladed servers, personal comput-
ers, laptop computers, notebook computers, palm top com-
puters, network computers, mobile devices, or any proces-
sor-controlled device capable of executing a web browser or
other type of application for interacting with the system.

Although only one computer system 600 is shown in
detail, system 600 may use multiple computer systems or
servers as necessary or desired to support the users and may
also use back-up or redundant servers to prevent network
downtime in the event of a failure of a particular server. In
addition, although computer system 600 is depicted with
various components, one skilled in the art will appreciate
that the system can contain additional or different compo-
nents. In addition, although aspects of an implementation
consistent with the above are described as being stored in a
memory, one skilled in the art will appreciate that these
aspects can also be stored on or read from other types of
computer program products or computer-readable media,
such as secondary storage devices, including hard disks,
floppy disks, or CD-ROM; or other forms of RAM or ROM.
The computer-readable media may include instructions for
controlling the computer system 600, to perform a particular
method, such as methods described above.

The present disclosure is not to be limited in terms of the
particular embodiments described in this application, which
are intended as illustrations of various aspects. Many modi-
fications and variations can be made without departing from
its spirit and scope, as may be apparent. Functionally
equivalent methods and apparatuses within the scope of the
disclosure, in addition to those enumerated herein, may be
apparent from the foregoing representative descriptions.
Such modifications and variations are intended to fall within
the scope of the appended representative claims. The present
disclosure is to be limited only by the terms of the appended
representative claims, along with the full scope of equiva-
lents to which such representative claims are entitled. It is
also to be understood that the terminology used herein is for
the purpose of describing particular embodiments only, and
is not intended to be limiting.

What is claimed is:

1. A method comprising:

receiving, at a first server, first browser extension data
from a plurality of provider client devices, wherein the
first browser extension data from each provider client
device includes a first website address, a first time of
visit and a piece of information shared by the provider
client device on the first website address;

receiving, at the first server, fraud transaction data from a
third-party server, wherein:
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the fraud transaction data is associated with an account,

and

the fraud transaction data includes an account number, a

transaction amount, a transaction date and an identifi-
cation code;
associating, by the first server, the fraud transaction data
with the first browser extension data by matching first
website address, the first time of visit or the piece of
information shared by the provider client device on the
first website address with the account number, the
transaction amount, the transaction date or the identi-
fication code;
generating, by the first server, a list of websites associated
with fraudulent activity based on the association;

receiving, at the first server, second browser extension
data from a requesting client device, wherein the sec-
ond browser extension data includes a second website
address;

determining, by the first server, whether the second web-

site address is included on the list of websites, and in
response to a determination that the second website
address is included on the list of websites, transmitting
a warning signal to the requesting client device,
wherein the warning signal is configured to disable a
field on a webpage to be displayed on the requesting
client device; and

retrieving, by the first server, from a third-party database

of the third-party server, third-party information relat-
ing to the identification code;

retrieving by the first server, from the first database of the

first server first information relating to the first website
address; and

determining, by the first server, a degree of similarity

between the third-party information relating to the
identification code and the first information relating to
the first website address,

wherein the determining is performed using a natural

language processing technique.

2. The method of claim 1, wherein the piece of informa-
tion includes a username and a password.

3. The method of claim 2, wherein associating the fraud
transaction data with the first browser extension data
includes associating the account number and the transaction
amount with the piece of information.

4. The method of claim 3, further comprising associating
the transaction date with the first time of visit, wherein the
transaction date is associated with the first time of visit when
the transaction date is within a threshold number of days of
the first time of visit.

5. The method of claim 3, wherein associating the account
number with the piece of information is executed using a
database including all names and account numbers of
account holders.

6. The method of claim 3, wherein generating the list of
websites associated with the fraudulent activity includes, for
each instance of the fraud transaction data being associated
with the first browser extension data, adding the first website
address to the list of websites associated with the fraudulent
activity.

7. The method of claim 6, wherein the first website
address is added to the list of websites associated with the
fraudulent activity when there are at least a threshold
number of fraud transaction data points indicating the iden-
tification code is associated with the first website address.

8. The method of claim 6, wherein the first website
address is added to the list of websites associated with the
fraudulent activity when there are at least a threshold



US 11,699,156 B2
21

number of fraud transaction data points indicating the iden-
tification code is associated with the first website address
within a predetermined period of time of the transaction date
and the first time of visit.

9. The method of claim 1, wherein the warning signal is 5
configured to cause the requesting client device display a
message indicating that the second website address is
fraudulent.

10. The method of claim 1, wherein the warning signal
includes statistics about a rate of fraud occurrence related to 10
the second website address.
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