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(57) An information handling system is disclosed and can include a processor and a memory in communication with the processor. The system further comprises a file access monitor which can be embedded within the memory. The file access monitor can determine whether a transition lock is in place on a file (402) and allow a change in a file representation change (412) when the transition lock is not in place. The transition lock is created by using a counter to count the number of changes in a file type. Each time a file representation is changed the counter is incremented (414). Once a threshold value (416) has been reached a lock is set on the file (418) preventing any further changes until the lock has expired (404).
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FIG. 4
SYSTEM AND METHOD OF DYNAMICALLY CHANGING FILE REPRESENTATIONS

Field of the Disclosure

[0001] The present disclosure relates generally to distributed file systems. More specifically, the present disclosure relates to dynamically changing file representations within a distributed file system.

BACKGROUND

[0002] As the value and use of information continues to increase, individuals and businesses seek additional ways to process and store information. One option available to users is information handling systems. An information handling system generally processes, compiles, stores, and/or communicates information or data for business, personal, or other purposes thereby allowing users to take advantage of the value of the information. Because technology and information handling needs and requirements vary between different users or applications, information handling systems may also vary regarding what information is handled, how the information is handled, how much information is processed, stored, or communicated, and how quickly and efficiently the information may be processed, stored, or communicated. The variations in information handling systems allow for information handling systems to be general or configured for a specific user or specific use such as financial transaction processing, airline reservations, enterprise data storage, or global communications. In addition, information handling systems may include a variety of hardware and software components that may be configured to process, store, and communicate information and may include one or more computer systems, data storage systems, and networking systems.

[0003] Certain types of information handling systems, e.g., distributed file systems, can employ different file representation schemes, which can vary based on the type of system. Some distributed file systems, such as a parallel virtual file system (PVFS), can employ striping to improve performance for large operations. Other systems can
use a log or a journal based approach for speed and reliability. Still other systems can use plain, or regular, files due to the relative simplicity of such files.

[0004] Striping and paralieg input/output (iO) operations work well for large file system operations. However, for small file system operations, striping increases the overhead and can result in relatively poor performance. For write intensive operations, log or journal based systems can result in relatively higher performance because these systems can use cache effectively and make writes sequentially. Read operations in such systems can incur more overhead.

[0005] Distributed file systems that support different file representation schemes can allow a user to manually make a decision on how a file should be stored. Other parameters, such as the stripe size, may be fixed or manually set by the user. These systems do not provide an automated way to make these decisions by the file system and not the user.

RELATED APPLICATION

[0006] The present application is divided from GB-A-2440020. GB-A-2440020 claims a method of dynamically changing a file representation, the method comprising monitoring access to a file based on an access pattern associated with the file, determining a current file representation for the file, and dynamically changing the file representation based on the access pattern associated with the file.

SUMMARY OF THE INVENTION

[0007] According to a first aspect of the present invention, there is provided a method of preventing file transitions by allowing a change in a file representation only when it is determined that a transition lock is not in place on the file.

[0008] According to a second aspect of the present invention, an information handling system, comprises:

a processor;

a memory in communication with the processor; and
a file access monitor embedded within the memory, the file access monitor
comprising logic to:

determine whether a transition lock is in place on a file; and

allow a change in a file representation associated with the file when the transition lock
is not in place.

**BRIEF DESCRIPTION OF THE DRAWINGS**

[0009] It will be appreciated that for simplicity and clarity of illustration, elements
illustrated in the Figures have not necessarily been drawn to scale. For example, the
dimensions of some of the elements are exaggerated relative to other elements.
Embodiments incorporating teachings of the present disclosure are shown and
described with respect to the drawings presented herein, in which:

[0010] FIG. 1 is a general diagram illustrating an information handling system;

[0011] FIG. 2 is a flow chart illustrating a method of monitoring files within an
information handling system;

[0012] FIG. 3 is a flow chart illustrating a method of dynamically changing file
representations within an information handling system; and

[0013] FIG. 4 is a flow chart illustrating a method of preventing changes to file
representations within an information handling system.

[0014] The use of the same reference symbols in different drawings indicates similar
or identical items.

**DETAILED DESCRIPTION OF DRAWINGS**

[0015] An information handling system is disclosed and can include a processor and a
memory in communication with the processor. Further, a file access monitor can be
embedded within the memory. The file access monitor can monitor one or more files
within the information handling system and change a file representation associated
with each of the one or more files based on access patterns associated with each of the
one or more files.
As indicated above, the following description in combination with the Figures is provided to assist in understanding the teachings disclosed herein. The following discussion will focus on specific implementations and embodiments of the teachings. This focus is provided to assist in describing the teachings and should not be interpreted as a limitation on the scope or applicability of the teachings. For example, much of the following focuses on dynamically changing file representations within a distributed file systems. While the teachings may certainly be utilized in this application, the teachings may also be utilized in other applications and with several different types of architectures such as distributed computing architectures, client/server architectures, or middleware server architectures.

Referring initially to FIG. 1, an information handling system is shown and is generally designated 100. For purposes of this disclosure, an information handling system may include any instrumentality or aggregate of instrumentalities operable to compute, classify, process, transmit, receive, retrieve, originate, switch, store, display, manifest, detect, record, reproduce, handle, or utilize any form of information, intelligence, or data for business, scientific, control, or other purposes. For example, an information handling system may be a personal computer, a network storage device, or any other suitable device and may vary in size, shape, performance, functionality, and price. The information handling system may include random access memory (RAM), one or more processing resources such as a central processing unit (CPU) or hardware or software control logic, ROM, and/or other types of nonvolatile memory. Additional components of the information handling system may include one or more disk drives, one or more network ports for communicating with external devices as well as various input and output (I/O) devices, such as a keyboard, a mouse, and a video display. The information handling system may also include one or more buses operable to transmit communications between the various hardware components.

In a particular embodiment, as shown in FIG. 1, the information handling system 100 can include a network 102. For example, the network 102 can be a wide area network (WAN), a local area network (LAN), or a combination thereof.

As illustrated in FIG. 1, the system 100 can include a first user computer 104, a second user computer 106, and an Nth user computer 108 coupled to the network.
The first user computer 104 can include a processor 110 and a memory 112 coupled to the processor 110. The second user computer 106 can include a processor 114 and a memory 116 coupled to the processor 114. Additionally, the Nth user computer 108 can include a processor 118 and a memory 120 coupled to the processor 118.

[0020] The system 100 can further include a first file server 122, a second file server 124, and an Nth file server 126 coupled to the network. The first file server 122 can include a processor 128 and a memory 130 coupled to the processor 128. The second file server 124 can include a processor 132 and a memory 134 coupled to the processor 132. Moreover, the Nth file server 126 can include a processor 136 and a memory 138 coupled to the processor 136. In a particular embodiment, the file servers 122, 124, 126 can be connected to the network 102 via a file manager server 140. The file manager server 140 can include a processor 142 and a memory 144 coupled to the processor 142. A file access monitor 146 can be embedded within the memory 144 of the file manager server 140. The file access monitor 146 can include logic that can be executed in order to manage one or more files that can be stored within the file servers 122, 124, 126.

[0021] In an alternative embodiment, the file access monitor 146 can be embedded within the memory 130, 134, 138 of one of the other servers 122, 124, 126. Further, the file access monitor 146 can be embedded within the memory 112, 116, 120 of one of the user computers 104, 106, 108.

[0022] In a particular embodiment, the files can be stored within the servers 122, 124, 126 as three different representations. For example, a particular file can be stored as a large file representation, a regular file representation, or a write file representation. The large file representation can include a striped file representation in which the file can be divided into stripes and each stripe can be stored at a different server. Stripe size is a parameter than can be set, or defined, by a user. The regular file representation indicates that the file is to be stored as is. The write file representation is a representation of a file that is efficient for files that include frequent write operations. The write file representation can include a log-structured file representation.
[0023] The file system monitor 146 can monitor the files within the system 100 at the file level without interruption. Further, based on file activity, the file system monitor 146 can choose a file representation for each file that substantially maximizes efficiency of the system 100. The file system monitor 146 can monitor each file within the system 100 to determine whether a current file representation for each file is an optimal file representation. Also, the file system monitor 146 can determine an optimal file representation for each file based on the access characteristic for each file. Additionally, the file system monitor 146 can dynamically change a file representation for each file from a regular file representation to a large file representation, from a regular file representation to a write file representation, from a large file representation to a regular file representation, and from a write file representation to a regular file representation.

[0024] In a particular embodiment, when the file system monitor 146 determines that an access pattern for a particular file is suitable for a different file representation, the file system monitor 146 can automatically and dynamically change the file representation in order to increase the performance of the system 100. The file system monitor 146 can track metadata information, e.g., operation type, operation frequency, and file size associate with the operation, for every file that is created and stored in the system 100.

[0025] Also, in a particular embodiment, when the file system monitor 146 determines that access to a regular file is happening in large block sizes, the file system monitor 146 can convert the file from a regular file representation to a large file representation, e.g., to a striped file, in order to take advantage of parallel access. The threshold to categorize an access size as large can be set beforehand by system designers, or the file system can use one or more heuristics to determine the threshold. When the file system monitor 146 determines that access to a large file is occurring at random offsets, the file system monitor 146 can convert the large file representation to a regular file representation. This conversion can minimize additional overhead by avoiding the need to connect multiple input/output servers to handle the large file representation.

[0026] Further, when the file system monitor 146 determines an amount of writes to a regular file is substantially greater than an amount of reads from the same regular file,
the file system monitor 146 can convert the regular file to a write file representation, e.g., a log-structured file representation, in order to take advantage of sequential access to the memory. Additionally, when the file system monitor 146 determines that an amount of reads of a write file representation is substantially greater than an amount of writes to the same file, the file system monitor 146 can convert the write file representation to a regular file representation in order to reduce overhead associated with reading the log for the file.

[0027] When the decision is made to change the way a file is stored, the file system monitor 146 can perform the transition transparently. Thus, one or more applications accessing the file can continue to perform operations on the file while the transition occurs. In order to reduce the penalty due to the overhead incurred while changing the way a file is represented, some limits can be placed on how frequently a file’s representation can be changed. For example, a particular file may only be changed once or twice per every one thousand accesses through the use of a lock that avoids change in file representation operation for a predetermined period.

[0028] The file system monitor 146 may also delay transitions for a particular time in order to confirm a file access pattern. This can limit the number of transitions and can avoid the overhead penalty due to making incorrect decisions. In a particular embodiment, the threshold values, described herein, that can trigger changes between file representations can be set manually by the system engineers. Alternatively, the file system monitor 146 can determine the thresholds values based on one or more heuristics. Further, the file system monitor 146 can wait to make a change to a file when there are not any open handles on the file in question. This can substantially eliminate overhead issues from a user’s perspective and can ensure that the user does not have the file open for any operations. As such, the user can remain unaware of any transition of file representation.

[0029] Using the methods described herein, the system 100 can determine an optimal representation scheme for the files stored therein and the system 100 can increase the efficiency of handling those files.

[0030] Referring to FIG. 2, a method of monitoring one or more files is shown and commences at block 200. At block 200, a file access monitor can access to a plurality
of files within a system having one or more file servers, e.g., the system 100 described herein. At decision step 202, the file access monitor can determine whether a particular access includes a large file operation or a small file operation. In a particular embodiment, the access can be considered a large file operation if the access involves a block of data greater than or equal to one megabyte (1 MB).

[0031] At decision step 202, if the access includes a large file operation, the method continues to block 204 and a large/small access ratio can be increased. The large/small access ratio can include a large access counter and a small access counter and the large/small access ratio can be increased by increasing the large access counter. Alternatively, the large/small access ratio can be increased by decreasing the small access counter. At decision step 202, if the access includes a small file operation, the method can move to block 206 and the large/small ratio can be decreased. The large/small ratio can be decreased by increasing the small access counter. Alternatively, the large/small ratio can be decreased by decreasing the large access counter.

[0032] From block 204 or block 206, the method can continue to decision step 208 and the file access monitor can determine whether the access to the file includes a read operation or a write operation. If the file access includes a read operation, the method can proceed to block 210 and a read/write ratio can be increased. The read/write access ratio can include a read access counter and a write access counter. Further, the read/write access ratio can be increased by increasing the read access counter. Alternatively, the read/write access ratio can be increased by decreasing the write access counter. At decision step 208, if the access includes a write file operation, the method can move to block 212 and the read/write ratio can be decreased. The read/write ratio can be decreased by increasing the write access counter. Alternatively, the read/write ratio can be decreased by decreasing the read access counter.

[0033] From block 210 or block 212, the method can proceed to decision step 214 and the file access monitor can determine if access to the files has ended. If the access has not ended, the method can return to block 200 and continue as described herein. Otherwise, if the access has ended, the method can end at state 216.
[0034] Referring now to FIG. 3, a method of dynamically changing file representations is shown. The method can be executed by a file access monitor, e.g., the file access monitor 146 shown and described above in conjunction with the system 100. Commencing at block 300, the file access monitor can monitor access to one or more files within the system 100. At decision step 302, the file access monitor can determine a file representation associated with the file. For example, the file representation can be a large file representation, a regular file representation, or a write file representation. Further, the large file representation can be a striped file and the write file representation can be a log-structured file.

[0035] If the file is a striped file, the method can proceed to decision step 304, and the file access monitor can determine whether the access to the striped file is at random offsets. If not, the method moves to block 306 and the file access monitor maintains the file as a striped file. The method can then proceed to decision step 308 and the file access monitor can determine if access to the files in the system has ended. If not, the method can return to block 300 and continue as described herein. If access to the files ends, the method can end at state 310.

[0036] Returning to decision step 304, if the access to the striped file is at random offsets, the method can move to block 312 and the file access monitor can change the striped file to a regular file. In a particular embodiment, changing the striped file to a regular file can minimize additional overhead by avoiding the need to connect multiple input/output servers to handle the large file representation. From block 312, the method can proceed to decision step 308 and continue as described herein.

[0037] Returning to decision step 302, if the file is a regular file, the method can move to decision step 314. At decision step 314, the file access monitor can determine if a large/small access ratio for the file is greater than a threshold. For example, the threshold can be five. If the large/small access ratio is greater than the threshold, the method can move to block 316 and the file access monitor can change the regular file to a striped file. Thereafter, the method can move to decision step 308 and continue as described herein.

[0038] At decision step 314, if the large/small access ratio is less than the threshold, the method can proceed to decision step 318 and the file access monitor can determine
whether the read/write ratio is less than a threshold. If the read/write ratio is not less
than the threshold, the method can continue to block 320 and the file access monitor
can maintain the file as a regular file. The method can then move to decision step 308
and continue as described herein.

[0039] Returning to decision step 318, if the read/write ratio is less than the threshold,
the method can proceed to block 322 and the file access monitor can change the
regular file to a log-structured file. In a particular embodiment, the log-structured file
representation can provide greater efficiency for write operations. Further, as the
read/write ratio decreases, it can be an indication that the access to the file includes
greater write operations than read operations. From block 322, the method can move
to decision step 308 and continue as described herein.

[0040] Returning to decision step 302, if the file representation is log-structured, the
method can move to decision step 324 and the file access monitor can determine
whether a read/write ratio associated with the log-structured file is greater than a
threshold. If the read/write ratio is not greater than the threshold, the method can
move to block 326 and the file access monitor can maintain the file as a log-structured
file. The method can then move to decision step 308 and continue as described
herein.

[0041] At decision step 324, if the read/write ratio is greater than the threshold, the
method can move to block 328 and the file access monitor can change the log-
structured file to a regular file. Thereafter, the method can move to decision step 308
and continue as described herein.

[0042] Referring to FIG. 4, a method of preventing file representation transition is
shown. In a particular embodiment, the method can be executed by a file access
monitor, e.g., the file access monitor 146 shown and described above in conjunction
with the system 100. Commencing at block 400, the file access monitor can monitor
each file within the system 100. At decision step 402, the file access monitor can
determine whether a transition lock is on a particular file to be accessed. If so, the
method can move to decision step 404 and the file access monitor can determine
whether the transition lock on the file is expired. If the transition lock is expired, the
method can move to block 406 and the file access monitor can prevent a transition to
another file representation. Thereafter, the method can move to decision step 408 and the file access monitor can determine whether access to the files within the system has ended. If access ends, the method can end at state 410. Otherwise, if the access continues, the method can return to block 400 and continue as described herein.

[0043] At decision step 402, if a transition lock is not on a file, the method can proceed to decision step 412. The method can also proceed to decision step 412 from decision step 404 if the transition lock is expired.

[0044] At decision step 412, the file access monitor can determine whether the access to the file has caused the file representation to change. For example, the file representation can change from a striped file to a regular file, from a regular file to a striped file, from a regular file to a log-structured file, or from a log-structured file to a regular file. If the access has not caused a change in file representation, the method can move to decision step 408 and continue as described herein.

[0045] At decision step 412, if the access causes the file representation to change, the method can move to block 414 and the file access monitor can increase a transition counter for the file. Moving to decision step 416, the file access monitor can determine whether the transition counter for the file is greater than a threshold. If the transition counter is not greater than the threshold, the method can move to decision step 408 and continue as described herein. Conversely, if the transition counter is greater than the threshold, the method can proceed to block 418 and the file access manager can put a transition lock on the file to prevent a transition to another file representation. Thereafter, the method can move to decision step 408 and continue as described herein.

[0046] With the configuration of structure described herein, the system and method can provide a system and method of dynamically changing file representations within a distributed file system. For example, the file representation can change from a striped file to a regular file, from a regular file to a striped file, from a regular file to a log-structured file, or from a log-structured file to a regular file. Further, the system can lock a particular file to prevent the file representation from changing too frequently.
The above-disclosed subject matter is to be considered illustrative, and not restrictive, and the appended claims are intended to cover all such modifications, enhancements, and other embodiments that fall within the true spirit and scope of the present invention. Thus, to the maximum extent allowed by law, the scope of the present invention is to be determined by the broadest permissible interpretation of the following claims and their equivalents, and shall not be restricted or limited by the foregoing detailed description.
CLAIMS

1. A method of preventing file transitions, comprising:
   determining whether a transition lock is in place on a file; and
   allowing a change in a file representation associated with the
   file when the transition lock is not in place.

2. The method of claim 1, further comprising:
   determining whether the transition lock is expired;
   allowing a change in a file representation associated with the
   file when the transition lock is expired; and
   preventing a change in a file representation associated with the
   file when the transition lock is not expired.

3. The method of claim 1 or claim 2, further comprising:
   increasing a transition counter for the file when the file
   representation changes; and
   locking the file to prevent a change in the file representation
   when the transition counter is greater than a threshold.

4. An information handling system, comprising:
   a processor;
   a memory in communication with the processor; and
   a file access monitor embedded within the memory, the file
   access monitor comprising logic to:
   determine whether a transition lock is in place on a file; and
   allow a change in a file representation associated with the file
   when the transition lock is not in place.

5. The system of claim 4, wherein the file access monitor further
   comprises logic to:
   determine whether the transition lock is expired; and
allow a change in a file representation associated with the file
when the transition lock is expired.

6. The system of claim 4 or claim 5, wherein the file access monitor
further comprises logic to increase a transition counter for the file when the
file representation changes.

7. The system of claim 6, wherein the file access monitor further
comprises logic to prevent a change in the file representation when the
transition counter is greater than a threshold.

8. A method of preventing file transitions, substantially as described with
respect to any of the accompanying drawings.

9. A method of dynamically changing a file representation, comprising:
monitoring access to a file; and
determining whether access to the file includes a large file
operation or a small file operation.

10. The method of claim 9, further comprising determining a file
representation.

11. The method of claim 9 or claim 10, further comprising changing the
file representation from a large file representation to a regular file
representation when the access to the file is at random offsets.

12. The method of any one of claims 9 to 11, further comprising:
increasing the large/small access ratio for the file when access
to the file includes the large file operation; and
decreasing the large/small access ratio for the file when access
to the file includes the small file operation.
13. The method of claim 9, further comprising changing the file representation from a regular file representation to a large file representation when the large/small access ratio is greater than a threshold.

14. The method of any one of claims 9 to 13, further comprising:

determining whether access to the file includes a read operation or a write operation;

decreasing a read/write ratio when access to the file includes the write operation; and

increasing the read/write ratio when access to the file includes the read operation.

15. The method of claim 14, further comprising changing the file representation from a regular file representation to a write file representation when the read/write ratio is less than a threshold.

16. The method of claim 14, further comprising changing the file representation from a write file representation to a regular file representation when the read/write ratio is greater than a threshold.

17. An information handling system, comprising:

a processor;

a memory in communication with the processor; and

a file access monitor embedded within the memory, wherein the file access monitor is configured to monitor one or more files within the information handling system and dynamically change a file representation associated with each of the one or more files based on access patterns associated with each of the one or more files.

18. The system of claim 17, wherein the file access monitor comprises logic to:

monitor access to each of the one or more files; and
determine whether access to the file includes a large file operation or a small file operation.

19. The system of claim 18, wherein the file access monitor further comprises logic to:
   increase the large/small access ratio for the file when access to the file includes the large file operation; and
   decrease the large/small access ratio for the file when access to the file includes the small file operation.

20. The system of claim 19, wherein the file access monitor further comprises logic to:
   determine whether access to the file includes a read operation or a write operation;
   decrease a read/write ratio when access to the file includes the write operation; and
   increase the read/write ratio when access to the file includes the read operation.

21. The system of claim 20, wherein the file access monitor further comprises logic to:
   determine a file representation;
   change the file representation from a large file representation to a regular file representation when the access to the file is at random offsets;
   change the file representation from a regular file representation to a large file representation when the large/small access ratio is greater than a threshold;
   change the file representation from a regular file representation to a write file representation when the read/write ratio falls is less than a threshold; and
   change the file representation from a write file representation to a regular file representation when the read/write ration is greater than a threshold.
22. A method of dynamically changing a file representation, substantially as described with respect to any of the accompanying drawings.

23. An information handling system substantially as shown in and described with respect to any of the accompanying drawings.
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