A CONTROL METHOD AND A CONTROL SYSTEM FOR DATA TRANSMISSION PROCEDURE

1. 第一客户端
2. 服务器
3. 第二客户端

步骤1：
- 第一客户端发送数据更新请求。

步骤2：
- 服务器接收并处理数据更新请求。

步骤3：
- 第二客户端接收到数据更新。

步骤4：
- 第二客户端根据更新数据进行相应操作。

步骤5：
- 更新数据发送到服务器。

步骤6：
- 服务器发送确认更新。

步骤7：
- 第一客户端确认更新完成。

(57) **Abstract:** A control method and a control system for data transmission procedure. The method comprises the following steps: the first client-side requests the server for data update; the server analyzes the request of the first client-side and takes the control measurement to the data that the client-side requests to be updated, based on the predetermined control policy, and performs the subsequent process after the data which the client-side requests to be updated meet the control policy; the server informs the first client-side to update data and the first client-side updates data; the server informs the second client-side that the first client-side has updated its data, and the second client-side acquires the updated data. The present invention discloses also a control system achieving the above method. The server takes the unified central control notification mode according to the present invention to effectively control the propagation approach of the personalized data.

(57) **摘要:** 本发明公开了一种数据传输过程的控制方法，包括步骤：第一客户端向服务器请求数据更新；服务器对第一客户端的请求进行解析，根据预设的控制策略对客户请求更新的数据采取控制措施，在客户请求的数据满足控制策略后执行后续步骤；服务器通知第一客户端更新数据；第一客户端进行数据更新；服务器向第二客户端发送第一客户端的数据更新；第二客户端获取所述更新的数据。本发明还公开了一种实现上述方法的控制系统。本发明通过服务器采取统一的中央控制通知的方式，可以有效地控制个性化数据的传播途径。
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一种数据传输过程的控制方法及系统

技术领域

本发明涉及数据处理及传输技术，特别是涉及一种数据传输过程的控制方法及系统。

发明背景

随着信息技术的发展，互联网已经深入到人们的工作、学习、生活等多个领域，为人们的沟通和交流带来较大的便利。通常，网络系统由服务器和客户端等节点组成。

请参阅图 1，是一种网络系统的示意图。该系统包括服务器 910、第一客户端 920 和第二客户端 930；其中，第一客户端 920 与第二客户端 930 均具有与服务器 910 之间的数据通道，且第一客户端 920 与第二客户端 930 之间也可以直接进行数据交互。

在网络系统中，用户通常会采用一些方式来标识自己，例如即时通讯系统提供的图像，这种用于标识用户身份的图像也称为头像。

请参阅图 2，是现有技术一所述的一种为用户提供头像的方法。

步骤 S100，服务器向第一客户端和第二客户端发送一系列固定的图像，显示给用户供其选择；

步骤 S110 和步骤 S120，第一和第二客户端分别保存固定头像序列。

随后，步骤 S111 中，第一客户端的用户在提供的系列图像里选择某个图像作为自己的头像；

步骤 S112，第一客户端将头像设定信息（此处为图像索引号）传给服务器；
步骤 S113，服务器保存该头像设定信息。

当第二客户端的用户查看该第一客户端的用户的信息时，执行步骤 S121，即向服务器发送请求信息，请求第一客户端用户的头像索引信息即头像设定信息；

步骤 S122，服务器接收并解析该请求信息；

步骤 S123，服务器向第二客户端传送该用户的头像设定信息；

步骤 S124，第二客户端根据该头像设定信息显示对应的图像。

该方法中，由服务器提供固定的一系列图像，用户仅限于从这一系列图像里选择自己比较喜欢的一个作为图像，从而影响用户的体验感。

随着网络通讯的普及，固定的系统头像越来越不能满足要求。

相应地，现有技术中出现了一种实现个性化头像的方法，图 3 是现有技术二所述的一种实现个性化头像的方法。请参阅图 3，当第一客户端和第二客户端在通讯时，包括：

步骤 S211，第一客户端选择自己的个性化头像，个性化头像是指由用户自己选择的图像，该图像可能是用户用数码相机拍下的，或者是从网络中找到的一幅图像。

步骤 S212，第一客户端向第二客户端发送头像变更消息，通知头像更改。

步骤 S213，第二客户端接收并解析所述头像变更消息。

步骤 S214，第二客户端向第一客户端请求传送该更改后的头像的图像文件。

步骤 S215，第一客户端接收到第二客户端的头像文件请求，向第二客户端发送图像文件。
步骤 S216，第二客户端根据接收到的图像更改对方的头像并显示。

但是，该现有技术二的方法同样存在不足之处：由于用户选取个性图像的随意性，选取的图像文件有可能会侵犯他人的知识产权（如著作权等）；并且所述图像文件在客户端之间通过点对点（P2P）的方式进行传输，网络系统难以判断用户所选取的图像是否侵犯了他人的知识产权，从而不能有效地实现图像文件的知识产权保护。这个问题同样出现在现有技术一中，由于现有技术一将一系列的图像都保存在客户端，服务器端只对图像的索引进行控制，服务器不能对图像的传输途径进行控制，同样不能判断用户所选取的图像是否侵犯了他人的知识产权，不能有效地实现图像文件的知识产权保护。

同样，当网络系统中的客户端之间通过点对点的方式传输其他数据，如铃声、音乐、文学作品等可能受到知识产权保护的作品时，也难以有效地实现知识产权保护。

发明内容

本发明解决的技术问题在于提供一种数据传输过程的控制方法及系统，可以有效的控制个性化数据的传播途径。

为此，本发明解决技术问题的技术方案是：

一种数据传输过程的控制方法，包括步骤：

1）客户端向服务器请求数据更新；

2）服务器对客户端的请求进行解析，根据预设的控制策略对客户端请求更新的数据采取控制措施，并在客户端请求更新的数据满足控制策略后执行后续步骤；

3）服务器通知客户端更新数据；

4）客户端进行数据更新。
优选地，所述控制策略为知识产权保护控制策略，所述步骤 2）具体包括：

21）判断所述请求数据是否受到该数据的知识产权权利人的许可，如果是则进入步骤 3）；否则，执行步骤 22）；

22）服务器通知客户端获取所述请求数据的知识产权权利人的许可；在获悉该客户端受到许可后再进入步骤 3）。

优选地，所述控制策略为缴费控制策略，所述步骤 2）具体包括：

2a）判断所述请求数据是否需要客户端缴纳费用；如果是，则执行步骤 2b）；否则进入步骤 3）；

2b）服务器通知客户端缴纳该数据的使用费用；在获悉费用缴纳成功后进入步骤 3）。

优选地，所述步骤 2a）的判断进一步包括解析客户端的身份信息，根据身份信息判断该数据是否需要客户端缴纳费用。

优选地，所述数据传输过程为即时通信系统中的数据传输过程，所述步骤 1）、2）、3）、和 4）中的客户端为即时通信系统中相互通信的客户端中的第一客户端。

优选地，该控制方法在步骤 4）之后进一步包括：

5）服务器向与第一客户端进行即时通信的第二客户端通知该第一客户端的数据更新；

6）第二客户端获取所述更新的数据。

优选地，所述步骤 1）的请求数据更新具体是指第一客户端从服务器提供的数据序列中选择数据，并将选择结果发送到服务器；所述步骤 4）的数据更新具体是指第一客户端从服务器下载选择的数据；所述步骤 6）的数据更新具体是指第二客户端从服务器下载第一客户端选择的数据或者从第一客户端接收所述数据。
优选地，所述步骤 1)、步骤 2) 中的服务器是数据内容服务器；所述步骤 3)、步骤 4)、步骤 5) 和步骤 6) 中的服务器是个性数据服务器；在步骤 2) 和 3) 之间还进一步包括数据内容服务器向个性数据服务器激活第一客户端使用个性数据的步骤。

优选地，所述步骤 1) 的请求数据更新具体是指第一客户端向服务器请求上传其选定的数据；所述步骤 4) 的数据更新具体是指第一客户端向服务器上传前述数据；所述步骤 6) 的数据更新具体是指第二客户端从服务器下载第一客户端上传的数据或者从第一客户端接收所述数据。

优选地，所述步骤 1)、步骤 2) 中的服务器是数据内容服务器；步骤 5) 中的服务器是个性数据服务器；在步骤 2) 和步骤 5) 之间还包括数据内容服务器向个性数据服务器激活第一客户端使用个性数据、并将第一客户端的个性数据传送给个性数据服务器的步骤。

优选地，所述数据包括图像、音乐、铃声或视频多媒体信息。

一种数据传输过程的控制系统，包括服务器和客户端；所述服务器与客户端之间具有数据通道；所述服务器用于解析客户端的数据更新请求，根据预设的控制策略对客户请求更新的数据采取控制措施，并在客户请求更新的数据满足控制策略后再允许客户端进行数据更新。

优选的，所述的控制策略为知识产权保护控制策略或者缴费控制策略。

优选的，所述服务器包括：数据库，用于存放控制策略数据；数据类型判断单元，用于判断客户端请求更新的数据的类型及对应的控制策略状况。

优选的，所述服务器进一步包括：收费单元，用于构造数据使用费缴纳提示消息发送给客户端，并确认缴费结果；所述服务器在该收费
单元确认缴费成功后判定客户请求更新的数据满足控制策略。

优选的，所述服务器包括数据内容提供服务器和个性数据服务器。所述数据内容提供服务器用于判断数据是否需要采取控制措施，是则向客户端发送使该费用缴纳提示消息并确认缴费结果，并向个性数据服务器发送激活消息；所述个性数据服务器用于在激活后向客户端提供数据更新服务。

优选的，所述服务器是即时通信服务器；所述客户端是相互即时通信的客户端。

优选的，所述服务器对其请求更新的数据采取控制措施的客户端为即时通信的第一客户端；所述服务器在满足控制策略后允许其进行数据更新的客户端为即时通信的第一客户端和第二客户端。

相对于现有技术，本发明的有益效果是：由于本发明通过服务器根据预设的控制策略对所更新的数据采取控制措施，可采取统一的中央控制通知的方式，统一进行被请求更新的数据的控制，可以有效地控制个性化数据的传播途径，起到良好的知识产权保护效果。

在本发明的优选实施方式中，服务器检测客户端请求更新的数据的控制状况，并且在可能发生侵权时提示客户端缴纳费用，从而控制数据传播的途径，提供了一种有效的知识产权保护措施。

附图简要说明

图1是一种网络系统的示意图；
图2是现有技术一所述的一种为用户提供头像的方法；
图3是现有技术二所述的一种实现个性化头像的方法；
图4是本发明的数据传输过程的控制方法的流程图；
图5是本发明的数据传输过程的控制系统的框图；
图 6 是本发明方法的第一实施例的流程图；
图 7 是本发明方法的第二实施例的流程图。

实施本发明的方式

请参阅图 4，本发明的数据传输过程的控制方法的流程如下所述。

步骤 S11，第一客户端向服务器请求数据更新。

本发明中，所述数据可以是图像文件、铃声、音乐等可能受到知识产权保护的作品；所述请求数据更新可以是：第一客户端从服务器提供的数据序列中进行选择，并将选择结果发送到服务器或者第一客户端请求向服务器上传其选定的个性化数据，该个性化数据可以是第一客户端从其他途径选定的数据，例如从网上下载的个性化图片。本发明在服务器中预设对数据的控制策略，例如可以是对数据的知识产权进行保护的控制策略，也可以是对收费业务数据的缴费控制策略。

步骤 S12，服务器对第一客户端的请求进行解析，根据预设的控制策略判断该数据是否需要采取控制措施。如果是，则执行步骤 S13；如果否，则进入步骤 S14。

当控制策略为知识产权保护的控制策略时，具体的判断过程可以是：判断第一客户端请求的数据的知识产权是否受到保护，在受到保护时判断该客户的请求是否受到所请求数据的知识产权权利人的许可，是则需要采取控制措施，否则不需要采取控制措施；此处的控制措施主要是通知客户端获取所请求数据的知识产权权利人的许可，在获悉该客户端受到许可后再允许客户端进行数据更新，或者通知客户端缴纳相应的费用，在确认缴费后，再允许客户端进行数据更新，参见下面的数据更新过程。

当控制策略为缴费控制策略时，则具体的判断过程可以是：判断第
一客户端选定的数据是否属于收费业务的数据，是则需要采取控制措施，否则不需要采取控制措施。此处的控制措施主要是通知客户端缴纳相应的费用，在确认缴费后，再允许客户端进行数据更新，请参见以下数据更新的过程。

步骤 S13，服务器通知第一客户端缴纳该数据的使用费用。并且在服务器在获取费用缴纳成功后执行步骤 S14。

所述费用的缴纳方式可以采用现有技术中的各种技术手段，例如现金支付、网上支付等；而服务器获取费用缴纳是否成功的途径可以是从知识产权权利方获悉，或者接受客户端的网上支付等；此不赘述。

步骤 S14，服务器通知第一客户端更新数据；
步骤 S15，第一客户端进行数据更新。

所述数据更新具体是：第一客户端从服务器下载所述数据或者第一客户端向服务器上传所述数据。

步骤 S16，服务器向第二客户端通知第一客户端进行了数据更新。
步骤 S17，第二客户端获取所述更新的数据。

具体的获取步骤可以是：第二客户端从服务器下载所述数据或者第二客户端向第一客户端请求传送所述数据。

请参阅图 5，本发明的系统中，服务器 110 具有与第一客户端 120 和第二客户端 130 之间的数据通道，且第一客户端 120 与第二客户端 130 之间可以直接进行数据交互。

服务器 110 包括数据库 111、数据类型判断单元 112、收费单元 113、服务器接口 114 和处理单元 115。所述数据库 111 用于存储控制策略数据；数据类型判断单元 112 用于判断客户端请求更新的数据的类型及控制策略（例如知识产权保护控制策略，或缴费控制策略）状况；收费单元 113 用于构造数据使用费用缴纳提示消息发送给客户端，并确认缴费
结果，在服务器的处理单元在该收费单元确认缴费成功后判定客户请求更新的数据满足控制策略；服务器接口 114 用于建立与客户端之间的数据通道；处理单元 115 用于协调其他各单元的工作，根据数据类型判断单元的判定结果以及预设的控制策略对客户请求的数据采取控制措施，并在判定客户请求更新的数据满足控制策略后，允许客户端进行数据更新，以支持数据的处理和传输。

为便于理解本发明，下面结合实施例对本发明的方法进行描述。

请参阅图 6 是本发明的第一实施例。所述第一实施例以实现即时通讯系统的用户更改图像时的知识产权保护为例对本发明进行说明。

步骤 S811，第一客户端向服务器发送请求消息，请求打开服务器上已有的图像库。

步骤 S812，服务器解析所述请求消息并进行处理，向第一客户端返回已有的图像列表。

步骤 S813，第一客户端将收到的图像列表显示给用户，在用户选择合适的图像后，第一客户端向服务器发送选定的图像的信息。

步骤 S814，服务器判断该选定的图像是否受到知识产权保护，如果是，则提示第一客户端缴纳相应的使用费用；第一客户端在收到服务器发送的提示消息后，向知识产权权利方支付相应的费用；服务器在确认费用已经缴纳后，才进入步骤 S815；如果所述选定的图像没有受到知识产权保护或第一客户端受到该图像的知识产权权利人的许可（例如请求中包括许可标识），则直接进入步骤 S815。

步骤 S815，服务器向第一客户端发送选择成功的通知。

步骤 S816，服务器向第一客户端通知图像更新。

步骤 S817，第一客户端在接收到上述消息后，向服务器请求下载选中的头像。
步骤 S818，服务器向第一客户端返回其请求的头像。
步骤 S819，服务器向第二客户端发送通知消息，通知第一客户端的
头像发生变更。
步骤 S820，第二客户端向服务器请求下载所述第一客户端更新后的
头像。
步骤 S821，服务器向第二客户端返回其请求的头像。
同时，服务器与第三客户端之间的头像更新通知和下载过程与第二
客户端类似，参见步骤 S822 至步骤 S824，此不赘述。
请参阅图 7，是本发明的第二实施例。
该实施例中，服务器包括图像内容提供服务器和个性图像服务器；
其中，图像内容提供服务器用于采取知识产权保护措施，包括判断图像
的类型，判断用户是否已经缴纳相应的费用；个性图像服务器用于通知
客户端进行数据更新。
步骤 S911，第一客户端向图像内容提供服务器发送请求消息，请求
打开图像内容提供服务器上已有的图像库。
步骤 S912，图像内容提供服务器解析所述请求消息并进行处理，向
第一客户端返回已有图像库的图像列表。
步骤 S913，第一客户端将收到的图像列表显示给用户，用户选择合
适的图像后，第一客户端向图像内容提供服务器发送选定的图像的信
息。
步骤 S914，图像内容提供服务器判断该选定的图像是否受到知识产
权保护，如果是，则提示第一客户端缴纳相应的使用费用；第一客户端
在收到图像内容提供服务器发送的提示消息后，向知识产权权利方支付
相应的费用；图像内容提供服务器在确认费用已经缴纳后，才进入步骤
S915；如果选定的图像没有受到指示权保护或第一客户端受到该图像
的知识产权权利人的许可（例如请求中包括许可标识），则直接进入步骤 S915。
步骤 S915，图像内容提供服务器向个性图像服务器发送消息，激活第一客户端的用户使用该选定的图像。
步骤 S916，个性图像服务器向图像内容提供服务器返回激活成功的消息。
步骤 S917，图像内容提供服务器向第一客户端通知选择成功。
步骤 S918，个性图像服务器向第一客户端通知图像更新。
步骤 S919，第一客户端在接收到上述消息后，向个性图像服务器请求下载选择的头像。
步骤 S920，个性图像服务器向第一客户端返回其请求的头像。
步骤 S921，随后，个性图像服务器向第二客户端发送消息，通知第一客户端的头像发生变更。
步骤 S922，第二客户端向个性图像服务器请求下载所述第一客户端更新后的头像。
步骤 S923，个性图像服务器向第二客户端返回其请求的头像。
此外，服务器还可以对第一客户端的用户的身份进行判断，进行相应的计费处理，如可以将用户区分为包月用户或者计次用户等，如果是包月用户则可以判定本用户已经缴纳了费用，并允许用户进行后续的更新数据流程，如果是计次用户则还需继续判断所请求的数据是否需要该用户缴纳费用，如果是则在用户缴纳费用后再进行后续的更新数据流程。
另外，在上述步骤 S913 中，第一客户端所选定的图像也可以为第一客户端利用其他途径获取的个性化图像，例如从网上下载的图像或用数码相机拍摄的图片，此处第一客户端将该选定的个性化图像上传至图像
内容提供服务器，并执行后续的步骤 S914,并在缴费成功后，由图像内容提供服务器向个性图像服务器激活第一客户端使用个性图像服务；图像内容提供服务器传送第一客户端的个性图像给个性图像服务器；个性图像服务器通知第二客户端更新数据。第二客户端的具体更新流程为从个性图像服务器获取所述个性化图像或者直接从第一客户端获取所述个性化图像。

综上所述，本发明中，系统的服务器采用中央控制通知方式来控制个性化图像传播的途径，从而可以在一定程度上防止侵犯他人知识产权的个性化图像非法传播。

需要说明的是，本发明并不局限于即时通信系统中图像的传播。例如，还可以是声音、视频多媒体信息等其他文件；此时，图像内容提供服务器可以称作为数据内容提供服务器，而个性图像服务器则可以称之为个性数据服务器。

需要进一步说明的是，本发明还可以应用于移动通信系统中终端的自定义铃声的传播，如用户采用自定义的音乐来作为对方的回铃音；或者应用于移动通信系统的终端指定图像作为对方的来电显示标识等，此不赘述。

以上所述仅仅是本发明的优选实施方式，应当指出，对于本技术领域的普通技术人员来说，在不脱离本发明原理的前提下，还可以做出若干改进和润饰，这些改进和润饰也应视为本发明的保护范围。
权利要求书

1. 一种数据传输过程的控制方法，其特征在于，包括步骤：
   1）客户端向服务器请求数据更新；
   2）服务器对客户端的请求进行解析，根据预设的控制策略对客户端请求更新的数据采取控制措施，并在客户端请求更新的数据满足控制策略后执行后续步骤；
   3）服务器通知客户端更新数据；
   4）客户端进行数据更新。

2. 根据权利要求 1 所述的数据传输过程的控制方法，其特征在于：所述控制策略为知识产权保护控制策略，所述步骤 2）具体包括：
   21）判断所述请求数据是否受到该数据的知识产权权利人的许可，如果是则进入步骤 3）；否则，执行步骤 22）；
   22）服务器通知客户端获取所请求数据的知识产权权利人的许可；在获取该客户端受到许可后再进入步骤 3）。

3. 根据权利要求 1 所述的数据传输过程的控制方法，其特征在于：所述控制策略为缴费控制策略，所述步骤 2）具体包括：
   2a）判断所述请求数据是否需要客户端缴纳费用；如果是，则执行步骤 2b）；否则进入步骤 3）；
   2b）服务器通知客户端缴纳该数据的使用费用；在获取费用缴纳成功后进入步骤 3）。

4. 根据权利要求 3 所述的数据传输过程的控制方法，其特征在于：所述步骤 2a）的判断进一步包括解析客户端的身份信息，根据身份信息判断该数据是否需要客户端缴纳费用。

5. 根据权利要求 1、2、3、或 4 所述的数据传输过程的控制方法，其特征在于：所述数据传输过程为即时通信系统的数据传输过程；所述
步骤 1)、2)、3)、和 4) 中的客户端为即时通信系统中相互通信的客户端中的第一客户端。

6. 根据权利要求 5 所述的数据传输过程的控制方法，其特征在于：
该控制方法在步骤 4) 之后进一步包括：
5) 服务器向与第一客户端进行即时通信的第二客户端通知该第一客户端的数据更新；
6) 第二客户端获取所述更新的数据。

7. 根据权利要求 6 所述的数据传输过程的控制方法，其特征在于：
所述步骤 1) 的请求数据更新具体是指第一客户端从服务器提供数据序列中选择数据，并将选择结果发送到服务器；所述步骤 4) 的数据更新具体是指第一客户端从服务器下载选择的数据；所述步骤 6) 的数据更新具体是指第二客户端从服务器下载第一客户端选择的数据或者从第一客户端接收所述数据。

8. 根据权利要求 7 所述的数据传输过程的控制方法，其特征在于：
所述步骤 1)、步骤 2) 中的服务器是数据内容服务器；所述步骤 3)、步骤 4)、步骤 5) 和步骤 6) 中的服务器是个性数据服务器；在步骤 2) 和 3) 之间还进一步包括数据内容服务器向个性数据服务器激活第一客户端使用个性数据的步骤。

9. 根据权利要求 6 所述的数据传输过程的控制方法，其特征在于：
所述步骤 1) 的请求数据更新具体是指第一客户端向服务器请求下载其选定的数据；所述步骤 4) 的数据更新具体是指第一客户端向服务器上传前述数据；所述步骤 6) 的数据更新具体是指第二客户端从服务器下载第一客户端上传的数据或者从第一客户端接收所述数据。

10. 根据权利要求 9 所述的数据传输过程的控制方法，其特征在于：
所述步骤 1)、步骤 2) 中的服务器是数据内容服务器；步骤 5) 中的服
务器是个性化数据服务器；在步骤 2) 和步骤 5) 之间还包括数据内容服务器向个性化数据服务器激活第一客户端使用个性化数据、并将第一客户端的个性化数据传输给个性化数据服务器的步骤。

11. 根据权利要求 1 所述的数据传输过程的控制方法，其特征在于：所述数据包括图像、音乐、铃声或视频等多媒体信息。

12. 一种数据传输过程的控制系统，包括服务器和客户端；所述服务器与客户端之间具有数据通道；其特征在于：所述服务器用于解析客户端的数据请求，根据预设的控制策略对客户端请求更新的数据采取控制措施，并在客户端请求更新的数据满足控制策略后再允许客户端进行数据更新。

13. 根据权利要求 12 所述的数据传输过程的控制系统，其特征在于，所述的控制策略为知识产权保护控制策略或者缴费控制策略。

14. 根据权利要求 12 或 13 所述的数据传输过程的控制系统，其特征在于，所述服务器包括：数据库，用于存储控制策略数据；数据类型判断单元，用于判断客户端请求更新的数据的类型及对应的控制策略状况。

15. 根据权利要求 14 所述的数据传输过程的控制系统，其特征在于，所述服务器进一步包括：收费单元，用于构造数据使用费用缴纳提示消息发送给客户端，并确认缴费结果；所述服务器在该收费单元确认缴费成功后判定客户端请求更新的数据满足控制策略。

16. 根据权利要求 12 或 13 所述的数据传输过程的控制系统，其特征在于：所述服务器包括数据内容提供服务器和个性化数据服务器，所述数据内容提供服务器用于判断数据是否需要采取控制措施，是则向客户端发送控制策略提示消息并根据确认结果判断是否满足控制策略，在满足控制策略时向个性化数据服务器发送激活消息；所述个性化数据服务器用
于在激活后向客户端提供数据更新服务。

17. 根据权利要求 12 或 13 所述的数据传输过程的控制系统，其特征在于：所述服务器是即时通信服务器；所述客户端是相互即时通信的客户端。

18. 根据权利要求 17 所述的数据传输过程的控制系统，其特征在于：所述服务器对其请求更新的数据采取控制措施的客户端为即时通信的第一客户端；所述服务器在满足控制策略后允许其进行数据更新的客户端为即时通信的第一客户端和第二客户端。
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