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【手続補正書】
【提出日】平成25年2月6日(2013.2.6)
【手続補正１】
【補正対象書類名】特許請求の範囲
【補正対象項目名】全文
【補正方法】変更
【補正の内容】
【特許請求の範囲】
【請求項１】
　ＶＰＮを接続しＶＰＮの拠点間のパケット転送を行う第１のネットワークと、
　端末１を有し、前記第１のネットワークにレイヤ３によって接続する第２のネットワー
クと、
　端末２を有し、前記第１のネットワークにレイヤ２によって接続する第３のネットワー
クと
を備え、ＶＰＮを構成するネットワークシステムにおける仮想ネットワーク接続方法であ
って、
　前記第２のネットワークを接続し、第１のネットワークに属する第１のネットワーク装
置（ＰＥ１）を備え、
前記ＰＥ１は、
　ＶＰＮ番号に対応して、宛先のＩＰアドレス、出力インターフェース（ＩＦ）、ネクス
トホップ、宛先ネットワーク装置（ＰＥ）のＭＡＣアドレスを対応して記憶するフォワー
ディングテーブルと、
　ＶＰＮ番号に対応して、宛先のＩＰアドレス及びＭＡＣアドレスを記憶する端末情報テ
ーブルと、
を備え、
　ＰＥ１は、端末１から端末２に向けた第１のパケットを受信し、
　ＰＥ１は、第１のパケットに基づき、ＶＰＮ番号及び宛先端末２のＩＰアドレスを用い
てフォワーディングテーブルを検索し、パケット転送に必要な、出力ＩＦ及び／又は宛先
第２のネットワーク装置（ＰＥ２）のＭＡＣアドレスが存在しない場合、第１のパケット
を一時的に保存し、第１のネットワークを経由して端末２に対してＡＲＰリクエストパケ
ットを送信し、
　ＰＥ１は、端末２から、第１のネットワークを経由して、ＡＲＰリクエストパケットに
対する応答としてＡＲＰリプライパケットを受信し、
　ＰＥ１は、ＡＲＰリプライパケットに基づき、フォワーディングテーブルに、ＶＰＮ番
号及び宛先ＩＰアドレスに対する、出力ＩＦ及び宛先ＰＥ２のＭＡＣアドレスを記憶し、
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また、端末情報テーブルに、ＶＰＮ番号に対する、ＶＬＡＮ番号及び宛先端末２のＩＰア
ドレス及びＭＡＣアドレスを記憶することで、更新し、
　ＰＥ１は、更新したフォワーディングテーブルと端末情報テーブルを用いて、一時的に
保存していた第１のパケットについて、宛先ＰＥ２のＭＡＣアドレス、送信元ＰＥ１のＭ
ＡＣアドレス、ＶＰＮ番号、宛先端末２のＭＡＣアドレス、送信元ＰＥ１のＭＡＣアドレ
ス、ＶＬＡＮ番号を含むヘッダを、第１のパケットに含まれるＩＰパケットに付加した第
２のパケットを作成し、
　ＰＥ１は、第２のパケットを、第１のネットワークを経由して端末２に向け送信する
仮想ネットワーク接続方法。
【請求項２】
　請求項１記載の仮想ネットワーク接続方法であって、
　ＰＥ１は、端末２から端末１に向けた第３のパケットを受信し、
　ＰＥ１は、第３のパケットに基づき、ＶＰＮ番号及び宛先端末１のＩＰアドレスを用い
てフォワーディングテーブルを検索し、次の転送先が第３のネットワークのネットワーク
装置（ＣＥ１）である事を得て、ＣＥ１に関し端末情報テーブルを検索し、パケット転送
に必要なエントリが存在しない場合はそのパケットを一時的に保存し、第２のネットワー
クに向けてＣＥ１に対してＡＲＰリクエストパケットを送信し、
　ＰＥ１は、ＣＥ１から、ＡＲＰリクエストパケットに対する応答としてＡＲＰリプライ
パケットを受信し、
　ＰＥ１は、ＡＲＰリプライパケットに基づき、端末情報テーブルに、ＶＰＮ番号に対し
て、ＶＬＡＮ番号及び宛先ＣＥ１のＩＰアドレス及びＭＡＣアドレスを記憶することで更
新し、
　ＰＥ１は、更新した端末情報テーブルを用いて、一時的に保存していた第１のパケット
について、宛先ＣＥ１のＭＡＣアドレス、送信元ＰＥ１のＭＡＣアドレス、ＶＬＡＮ番号
を含むヘッダを、第３のパケットに含まれるＩＰパケットに付加した第４のパケットを作
成し、
　ＰＥ１は、第４のパケットを、ＣＥ１を経由して端末１に向け送信する
仮想ネットワーク接続方法。
【請求項３】
　ＶＰＮを接続しＶＰＮの拠点間のパケット転送を行う第１のネットワークと、
　端末１を有し、前記第１のネットワークにレイヤ３によって接続する第２のネットワー
クと、
　端末２を有し、前記第１のネットワークにレイヤ２によって接続する第３のネットワー
クと
を備え、ＶＰＮを構成するネットワークシステムにおける仮想ネットワーク接続方法であ
って、
　前記第２のネットワークを接続し、第１のネットワークに属する第１のネットワーク装
置（ＰＥ１）を備え、
前記ＰＥ１は、
　ＶＰＮ番号に対応して、宛先のＩＰアドレス、出力インターフェース（ＩＦ）、ネクス
トホップ、出力ラベルを対応して記憶するフォワーディングテーブルと、
　ＶＰＮ番号に対応して、宛先のＩＰアドレス及びＭＡＣアドレスを記憶する端末情報テ
ーブルと、
　ＶＰＮ番号に対応して、ＶＬＡＮ番号、出力ラベル、入力ラベル、インターフェース（
ＩＦ）を記憶するＭＰＬＳ情報テーブルと、を備え、
　ＰＥ１は、端末１から端末２に向けたＭＰＬＳの第１のパケットを受信し、
　ＰＥ１は、第１のパケットに基づき、ＶＰＮ番号及び宛先端末２のＩＰアドレスを用い
てフォワーディングテーブルを検索し、パケット転送に必要な、出力ＩＦ及び／又は宛先
第２のネットワーク装置（ＰＥ２）のＭＡＣアドレスが存在しない場合、第１のパケット
を一時的に保存し、第１のネットワークを経由して端末２に対してＡＲＰリクエストパケ
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ットを送信し、
　ＰＥ１は、端末２から、第１のネットワークを経由して、ＡＲＰリクエストパケットに
対する応答としてＡＲＰリプライパケットを受信し、
　ＰＥ１は、第１のパケットに含まれるＭＰＬＳ情報の入力ラベルから、ＭＰＬＳ情報テ
ーブルを検索して、出力ラベルを得て、
　ＰＥ１は、ＡＲＰリプライパケットに基づき、端末情報テーブルに、ＶＰＮ番号に対す
る、ＶＬＡＮ番号及び宛先端末２のＩＰアドレス及びＭＡＣアドレスを記憶することで、
更新し、
　ＰＥ１は、更新したフォワーディングテーブルと端末情報テーブルを用いて、一時的に
保存していた第１のパケットについて、ＭＰＬＳ情報、宛先端末２のＭＡＣアドレス、送
信元ＰＥ１のＭＡＣアドレス、ＶＬＡＮ番号を含むヘッダを、第１のパケットに含まれる
ＩＰパケットに付加した第２のパケットを作成し、
　ＰＥ１は、第２のパケットを、第１のネットワークを経由して端末２に向け送信する
仮想ネットワーク接続方法。
【請求項４】
　請求項３記載の仮想ネットワーク接続方法であって、
　ＰＥ１は、端末２から端末１に向けたＭＰＬＳの第１のパケットを受信し、
　ＰＥ１は、第１のパケットに基づき、ＭＰＬＳ情報テーブルを検索してインターフェー
ス及びＭＰＬＳ情報に含まれる入力ラベルによりＶＰＮ番号を求め、ＶＰＮ番号及び第１
のパケットに含まれる宛先端末１のＩＰアドレスを用いてフォワーディングテーブルを検
索し、次の転送先が第３のネットワークのネットワーク装置（ＣＥ１）である事を得て、
ＣＥ１に関し端末情報テーブルを検索し、パケット転送に必要なエントリが存在しない場
合はそのパケットを一時的に保存し、第２のネットワークに向けてＣＥ１に対してＡＲＰ
リクエストパケットを送信し、
　ＰＥ１は、ＣＥ１から、ＡＲＰリクエストパケットに対する応答としてＡＲＰリプライ
パケットを受信し、
　ＰＥ１は、ＡＲＰリプライパケットに基づき、端末情報テーブルに、ＶＰＮ番号に対し
て、ＶＬＡＮ番号及び宛先ＣＥ１のＩＰアドレス及びＭＡＣアドレスを記憶することで更
新し、
　ＰＥ１は、更新した端末情報テーブルを用いて、一時的に保存していた第１のパケット
について、宛先ＣＥ１のＭＡＣアドレス、送信元ＰＥ１のＭＡＣアドレス、ＶＬＡＮ番号
を含むヘッダを、第１のパケットに含まれるＩＰパケットに付加した第２のパケットを作
成し、
　ＰＥ１は、第２のパケットを、ＣＥ１を経由して端末１に向け送信する
仮想ネットワーク接続方法。
【請求項５】
　ＶＰＮを構成するネットワークシステムにおいて、
　ＶＰＮを接続しＶＰＮの拠点間のパケット転送を行う第１のネットワークと、
　端末１を有し、前記第１のネットワークにレイヤ３によって接続する第２のネットワー
クと、
　端末２を有し、前記第１のネットワークにレイヤ２によって接続する第３のネットワー
クと
を備え、　前記第２のネットワークを接続し、第１のネットワークに属する第１のネット
ワーク装置（ＰＥ１）を備え、
前記ＰＥ１は、
　ＶＰＮ番号に対応して、宛先のＩＰアドレス、出力インターフェース（ＩＦ）、ネクス
トホップ、第１のネットワーク内で他のネットワークに接続される宛先ネットワーク装置
（ＰＥ）のアドレスを対応して記憶するフォワーディングテーブルと、
　ＶＰＮ番号に対応して、宛先のＩＰアドレス及びＭＡＣアドレスを記憶する端末情報テ
ーブルと、
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を備え、
　ＰＥ１は、端末１から端末２に向けた第１のパケットを受信し、
　ＰＥ１は、第１のパケットに基づき、ＶＰＮ番号及び宛先端末２のＩＰアドレスを用い
てフォワーディングテーブルを検索し、パケット転送に必要な、出力ＩＦ及び／又は宛先
第２のネットワーク装置（ＰＥ２）のＭＡＣアドレスが存在しない場合、第１のパケット
を一時的に保存し、第１のネットワークを経由して端末２に対してＡＲＰリクエストパケ
ットを送信し、
　ＰＥ１は、端末２から、第１のネットワークを経由して、ＡＲＰリクエストパケットに
対する応答としてＡＲＰリプライパケットを受信し、
　ＰＥ１は、ＡＲＰリプライパケットに基づき、フォワーディングテーブルに、ＶＰＮ番
号及び宛先ＩＰアドレスに対する、出力ＩＦ及び宛先ＰＥ２のＭＡＣアドレスを記憶し、
また、端末情報テーブルに、ＶＰＮ番号に対する、ＶＬＡＮ番号及び宛先端末２のＩＰア
ドレス及びＭＡＣアドレスを記憶することで、更新し、
　ＰＥ１は、更新したフォワーディングテーブルと端末情報テーブルを用いて、一時的に
保存していた第１のパケットについて、宛先ＰＥ２のＭＡＣアドレス、送信元ＰＥ１のＭ
ＡＣアドレス、ＶＰＮ番号、宛先端末２のＭＡＣアドレス、送信元ＰＥ１のＭＡＣアドレ
ス、ＶＬＡＮ番号を含むヘッダを、第１のパケットに含まれるＩＰパケットに付加した第
２のパケットを作成し、
　ＰＥ１は、第２のパケットを、第１のネットワークを経由して端末２に向け送信し、
　ＰＥ１は、端末２から端末１に向けた第３のパケットを受信し、
　ＰＥ１は、第３のパケットに基づき、ＶＰＮ番号及び宛先端末１のＩＰアドレスを用い
てフォワーディングテーブルを検索し、次の転送先が第３のネットワークのネットワーク
装置（ＣＥ１）である事を得て、ＣＥ１に関し端末情報テーブルを検索し、パケット転送
に必要なエントリが存在しない場合はそのパケットを一時的に保存し、第２のネットワー
クに向けてＣＥ１に対してＡＲＰリクエストパケットを送信し、
　ＰＥ１は、ＣＥ１から、ＡＲＰリクエストパケットに対する応答としてＡＲＰリプライ
パケットを受信し、
　ＰＥ１は、ＡＲＰリプライパケットに基づき、端末情報テーブルに、ＶＰＮ番号に対し
て、ＶＬＡＮ番号及び宛先ＣＥ１のＩＰアドレス及びＭＡＣアドレスを記憶することで更
新し、
　ＰＥ１は、更新した端末情報テーブルを用いて、一時的に保存していた第３のパケット
について、宛先ＣＥ１のＭＡＣアドレス、送信元ＰＥ１のＭＡＣアドレス、ＶＬＡＮ番号
を含むヘッダを、第３のパケットに含まれるＩＰパケットに付加した第４のパケットを作
成し、
　ＰＥ１は、第４のパケットを、ＣＥ１を経由して端末１に向け送信する
ネットワークシステム。
【請求項６】
　請求項５記載のネットワークシステムであって、
　第１のネットワーク内で他のネットワークに接続される宛先ネットワーク装置（ＰＥ）
のアドレスは、ＭＡＣアドレスであって、
PE1は、ＭＡＣ－ｉｎ－ＭＡＣ（ＭＡＣ：Ｍｅｄｉａ　Ａｃｃｅｓｓ　Ｃｏｎｔｒｏｌ）
にしたがって前記第１のネットワークにパケットを送信する、ネットワークシステム。
【請求項７】
　請求項５記載のネットワークシステムであって、　
前記ＰＥ１は、
　さらに、ＶＰＮ番号に対応して、ＶＬＡＮ番号、出力ラベル、入力ラベル、インターフ
ェース（ＩＦ）を記憶するＭＰＬＳ情報テーブルと、
を備え、
　ＰＥ１は、第１のパケットに含まれるＭＰＬＳ情報の入力ラベルから、ＭＰＬＳ情報テ
ーブルを検索して、出力ラベルを得て、
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ＰＥ１は、第３のパケットに基づき、ＭＰＬＳ情報テーブルを検索してインターフェース
及びＭＰＬＳ情報に含まれる入力ラベルによりＶＰＮ番号を求め、前記求めたＶＰＮ番号
と前記第三のパケットに含まれる宛先端末１のＩＰアドレスを用いて前記フォワーディン
グテーブルが検索され、　
　ＰＥ１は、前記第４のパケットを作成する場合、さらに、更新したフォワーディングテ
ーブルを用いて、一時的に保存していた第３のパケットについて、ＭＰＬＳ情報、宛先端
末２のＭＡＣアドレス、送信元ＰＥ１のＭＡＣアドレス、ＶＬＡＮ番号を含むヘッダを生
成する、
ネットワークシステム。
 
【請求項８】
　ＶＰＮを接続しＶＰＮの拠点間のパケット転送を行う第１のネットワークと、
　端末１を有し、前記第１のネットワークにレイヤ３によって接続する第２のネットワー
クと、
　端末２を有し、前記第１のネットワークにレイヤ２によって接続する第３のネットワー
クと
を備え、ＶＰＮを構成するネットワークシステムにおいて、
　前記第２のネットワークを接続し、第１のネットワークに属するネットワーク装置（Ｐ
Ｅ１）であって、
前記ネットワーク装置は、
　ＶＰＮ番号に対応して、宛先のＩＰアドレス、出力インターフェース（ＩＦ）、ネクス
トホップ、宛先ネットワーク装置（ＰＥ）のＭＡＣアドレスを対応して記憶するフォワー
ディングテーブルと、
　ＶＰＮ番号に対応して、宛先のＩＰアドレス及びＭＡＣアドレスを記憶する端末情報テ
ーブルと、
　フォワーディングテーブル及び端末情報テーブルを用いて、パケットを転送処理する処
理部と
を備え、
　ＰＥ１は、端末１から端末２に向けた第１のパケットを受信し、
　処理部は、第１のパケットに基づき、ＶＰＮ番号及び宛先端末２のＩＰアドレスを用い
てフォワーディングテーブルを検索し、パケット転送に必要な、出力ＩＦ及び／又は宛先
第２のネットワーク装置（ＰＥ２）のＭＡＣアドレスが存在しない場合、第１のパケット
を一時的に保存し、第１のネットワークを経由して端末２に対してＡＲＰリクエストパケ
ットを送信し、
　処理部は、端末２から、第１のネットワークを経由して、ＡＲＰリクエストパケットに
対する応答としてＡＲＰリプライパケットを受信し、
　処理部は、ＡＲＰリプライパケットに基づき、フォワーディングテーブルに、ＶＰＮ番
号及び宛先ＩＰアドレスに対する、出力ＩＦ及び宛先ＰＥ２のＭＡＣアドレスを記憶し、
また、端末情報テーブルに、ＶＰＮ番号に対する、ＶＬＡＮ番号及び宛先端末２のＩＰア
ドレス及びＭＡＣアドレスを記憶することで、更新し、
　処理部は、更新したフォワーディングテーブルと端末情報テーブルを用いて、一時的に
保存していた第１のパケットについて、宛先ＰＥ２のＭＡＣアドレス、送信元ＰＥ１のＭ
ＡＣアドレス、ＶＰＮ番号、宛先端末２のＭＡＣアドレス、送信元ＰＥ１のＭＡＣアドレ
ス、ＶＬＡＮ番号を含むヘッダを、第１のパケットに含まれるＩＰパケットに付加した第
２のパケットを作成し、
　ＰＥ１は、第２のパケットを、第１のネットワークを経由して端末２に向け送信する
ネットワーク装置。
【請求項９】
　ＶＰＮを接続しＶＰＮの拠点間のパケット転送を行う第１のネットワークと、
　端末１を有し、前記第１のネットワークにレイヤ３によって接続する第２のネットワー
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クと、
　端末２を有し、前記第１のネットワークにレイヤ２によって接続する第３のネットワー
クと
を備え、ＶＰＮを構成するネットワークシステムにおいて、
　前記第２のネットワークを接続し、第１のネットワークに属するネットワーク装置（Ｐ
Ｅ１）であって、
前記ＰＥ１は、
　ＶＰＮ番号に対応して、宛先のＩＰアドレス、出力インターフェース（ＩＦ）、ネクス
トホップ、宛先ネットワーク装置（ＰＥ）のＭＡＣアドレスを対応して記憶するフォワー
ディングテーブルと、
　ＶＰＮ番号に対応して、宛先のＩＰアドレス及びＭＡＣアドレスを記憶する端末情報テ
ーブルと、
　フォワーディングテーブル及び端末情報テーブルを用いて、パケットを転送処理する処
理部と
を備え、
　処理部は、端末２から端末１に向けた第１のパケットを受信し、
　処理部は、第１のパケットに基づき、ＶＰＮ番号及び宛先端末１のＩＰアドレスを用い
てフォワーディングテーブルを検索し、次の転送先が第３のネットワークのネットワーク
装置（ＣＥ１）である事を得て、ＣＥ１に関し端末情報テーブルを検索し、パケット転送
に必要なエントリが存在しない場合はそのパケットを一時的に保存し、第２のネットワー
クに向けてＣＥ１に対してＡＲＰリクエストパケットを送信し、
　処理部は、ＣＥ１から、ＡＲＰリクエストパケットに対する応答としてＡＲＰリプライ
パケットを受信し、
　処理部は、ＡＲＰリプライパケットに基づき、端末情報テーブルに、ＶＰＮ番号に対し
て、ＶＬＡＮ番号及び宛先ＣＥ１のＩＰアドレス及びＭＡＣアドレスを記憶することで更
新し、
　処理部は、更新した端末情報テーブルを用いて、一時的に保存していた第１のパケット
について、宛先ＣＥ１のＭＡＣアドレス、送信元ＰＥ１のＭＡＣアドレス、ＶＬＡＮ番号
を含むヘッダを、第１のパケットに含まれるＩＰパケットに付加した第２のパケットを作
成し、
　ＰＥ１は、第２のパケットを、ＣＥ１を経由して端末１に向け送信する
ネットワーク装置。
【請求項１０】
　ＶＰＮを接続しＶＰＮの拠点間のパケット転送を行う第１のネットワークと、
　端末１を有し、前記第１のネットワークにレイヤ３によって接続する第２のネットワー
クと、
　端末２を有し、前記第１のネットワークにレイヤ２によって接続する第３のネットワー
クと
を備え、ＶＰＮを構成するネットワークシステムにおいて、
　前記第２のネットワークを接続し、第１のネットワークに属するネットワーク装置（Ｐ
Ｅ１）であって、
前記ＰＥ１は、
　ＶＰＮ番号に対応して、宛先のＩＰアドレス、出力インターフェース（ＩＦ）、ネクス
トホップ、出力ラベルを対応して記憶するフォワーディングテーブルと、
　ＶＰＮ番号に対応して、宛先のＩＰアドレス及びＭＡＣアドレスを記憶する端末情報テ
ーブルと、
　ＶＰＮ番号に対応して、ＶＬＡＮ番号、出力ラベル、入力ラベル、インターフェース（
ＩＦ）を記憶するＭＰＬＳ情報テーブルと、
　フォワーディングテーブル及び端末情報テーブルを用いて、パケットを転送処理する処
理部とを備え、
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　ＰＥ１は、端末１から端末２に向けたＭＰＬＳの第１のパケットを受信し、
　処理部は、第１のパケットに基づき、ＶＰＮ番号及び宛先端末２のＩＰアドレスを用い
てフォワーディングテーブルを検索し、パケット転送に必要な、出力ＩＦ及び／又は宛先
第２のネットワーク装置（ＰＥ２）のＭＡＣアドレスが存在しない場合、第１のパケット
を一時的に保存し、第１のネットワークを経由して端末２に対してＡＲＰリクエストパケ
ットを送信し、
　処理部は、端末２から、第１のネットワークを経由して、ＡＲＰリクエストパケットに
対する応答としてＡＲＰリプライパケットを受信し、
　処理部は、第１のパケットに含まれるＭＰＬＳ情報の入力ラベルから、ＭＰＬＳ情報テ
ーブルを検索して、出力ラベルを得て、
　処理部は、ＡＲＰリプライパケットに基づき、端末情報テーブルに、ＶＰＮ番号に対す
る、ＶＬＡＮ番号及び宛先端末２のＩＰアドレス及びＭＡＣアドレスを記憶することで、
更新し、
　処理部は、更新したフォワーディングテーブルと端末情報テーブルを用いて、一時的に
保存していた第１のパケットについて、ＭＰＬＳ情報、宛先端末２のＭＡＣアドレス、送
信元ＰＥ１のＭＡＣアドレス、ＶＬＡＮ番号を含むヘッダを、第１のパケットに含まれる
ＩＰパケットに付加した第２のパケットを作成し、
　ＰＥ１は、第２のパケットを、第１のネットワークを経由して端末２に向け送信し、
　端末２から端末１に向けたＭＰＬＳの第３のパケットを受信し、
　処理部は、第３のパケットに基づき、ＭＰＬＳ情報テーブルを検索してインターフェー
ス及びＭＰＬＳ情報に含まれる入力ラベルによりＶＰＮ番号を求め、ＶＰＮ番号及び第１
のパケットに含まれる宛先端末１のＩＰアドレスを用いてフォワーディングテーブルを検
索し、次の転送先が第３のネットワークのネットワーク装置（ＣＥ１）である事を得て、
ＣＥ１に関し端末情報テーブルを検索し、パケット転送に必要なエントリが存在しない場
合はそのパケットを一時的に保存し、第２のネットワークに向けてＣＥ１に対してＡＲＰ
リクエストパケットを送信し、
　処理部は、ＣＥ１から、ＡＲＰリクエストパケットに対する応答としてＡＲＰリプライ
パケットを受信し、
　処理部は、ＡＲＰリプライパケットに基づき、端末情報テーブルに、ＶＰＮ番号に対し
て、ＶＬＡＮ番号及び宛先ＣＥ１のＩＰアドレス及びＭＡＣアドレスを記憶することで更
新し、
　処理部は、更新した端末情報テーブルを用いて、一時的に保存していた第１のパケット
について、宛先ＣＥ１のＭＡＣアドレス、送信元ＰＥ１のＭＡＣアドレス、ＶＬＡＮ番号
を含むヘッダを、第３のパケットに含まれるＩＰパケットに付加した第４のパケットを作
成し、
　ＰＥ１は、第４のパケットを、ＣＥ１を経由して端末１に向け送信する
ネットワーク装置。
 
【請求項１１】
　請求項６に記載のネットワークシステムにおいて、
　ＰＥ１は、ＡＲＰリクエストパケットを作成する際、
　ＶＰＮ番号と宛先ＩＰアドレスに対応するＶＬＡＮ番号を得て、
　宛先ＰＥのＭＡＣアドレスをブロードキャストアドレスとし、送信元ＰＥのＭＡＣアド
レスをＰＥ１のＭＡＣアドレスとし、ＶＰＮ情報を取得したＶＰＮ番号とし、宛先ユーザ
のＭＡＣアドレスをブロードキャストアドレスとし、送信元ユーザのＭＡＣアドレスをＰ
Ｅ１のＭＡＣアドレスとし、ＶＬＡＮ番号を含むヘッダを作成し、ＩＰパケットを宛先Ｉ
ＰアドレスのＡＲＰ解決を要求するためのＡＲＰパケットのフォーマットとして、前記ヘ
ッダを付加することにより、ＡＲＰリクエストパケットを作成する
ことを特徴とするネットワークシステム。
【請求項１２】



(8) JP 2013-9049 A5 2013.3.28

　請求項６に記載のネットワークシステムにおいて、
　フォワーディングテーブル及び端末情報テーブルの更新後、端末１が端末２に向けて送
信する第３のパケットは、ＰＥ１が、更新されたフォワーディングテーブル及び／又は端
末情報テーブルを検索することで必要なエントリを得ることで、ＡＲＰによる隣接探索は
行わずパケット処理を行い、第４のパケットを作成し、端末２に向けて送信することを特
徴とするネットワークシステム。
【請求項１３】
　請求項６に記載のネットワークシステムにおいて、
　ＰＥ１は、端末１から第１のパケットを受信すると、パケットを受信したインタフェー
スＩＦ１に該当するＶＰＮ番号と、第１のパケットのＩＰパケットに含まれる宛先端末２
の宛先ＩＰアドレスを取得し、
　ＰＥ１は、取得したＶＰＮ番号と宛先ＩＰアドレスを用いて、フォワーディングテーブ
ルを検索し、該当するエントリの出力インタフェース番号及び／又は宛先ＰＥのＭＡＣア
ドレスが未定である場合、ＰＥ１は、隣接探索を行うため、第１のパケットを一時的に保
存し、ＡＲＰリクエストパケットを作成し、ＡＲＰリクエストパケットを、第１のネット
ワークに向けて送信し、
　ＰＥ１は、端末２からＡＲＰリプライパケットをインタフェースＩＦ２から受信すると
、端末情報テーブルに、ＡＲＰリプライパケットに含まれる、端末２の所属するＶＰＮ番
号及び端末２の所属するＶＬＡＮ番号、端末２のＩＰアドレス、端末２のＭＡＣアドレス
を、対応して記憶し、また、フォワーディングテーブルに、ＡＲＰリプライパケットに含
まれる、端末２の所属するＶＰＮ番号、端末２のＩＰアドレス、ＰＥ２のＭＡＣアドレス
、ＡＲＰリプライパケットを受信したインタフェースＩＦ２を、対応して記憶し、
　ＰＥ１は、第１のパケットから取得したＶＰＮ番号と宛先端末２のＩＰアドレスに基づ
き、宛先ＰＥのＭＡＣアドレスをフォワーディングテーブルに格納されているＰＥ２のＭ
ＡＣアドレスとし、送信元ＰＥのＭＡＣアドレスをＰＥ１のＭＡＣアドレスとし、ＶＰＮ
番号情報を取得したＶＰＮ番号とし、宛先ユーザＭＡＣアドレスを端末情報テーブルに格
納されている端末２のＭＡＣアドレスとし、送信元ユーザＭＡＣアドレスをＰＥ１のＭＡ
Ｃアドレスとし、ユーザＶＬＡＮＴａｇを端末情報テーブルに格納されている端末２の所
属するＶＬＡＮ番号とし、ＩＰパケットを第１のパケットから変更しないことにより、第
２のパケットを作成し、
　ＰＥ１は、作成した第２のパケットを、第１のネットワークに接続しているインタフェ
ースであるＩＦ２に向けて送信し、
　ＰＥ１が、端末２から第３のパケットを受信すると、パケットを受信したインタフェー
スＩＦ２に該当する、ＶＰＮ番号と宛先端末１の宛先ＩＰアドレスを取得し、
　ＰＥ１は、取得したＶＰＮ番号と宛先ＩＰアドレスを用いて、フォワーディングテーブ
ルを検索し、パケットの転送先が出力インタフェース番号がＩＦ１であり、ネクストホッ
プ情報がＣＥ１のＩＰアドレスであることを求め、
　パケットの転送先であるＣＥ１のＭＡＣアドレスを求めるために、端末情報テーブルを
ＶＰＮ番号とＣＥ１のＩＰアドレスにて検索するが、エントリが存在しない場合、第１の
パケットを一時的に保存し、ＡＲＰリクエストパケットを作成し、作成したＡＲＰリクエ
ストパケットを、インタフェースＩＦ１に向けて送信し、
　ＰＥ１は、ＡＲＰリプライパケットをＩＦ１から受信し、
　ＰＥ１は、端末情報テーブルに、ＣＥ１の所属するＶＰＮ番号に対して、ＡＰＲリプラ
イパケットＰに含まれる、ＣＥ１の所属するＶＬＡＮ番号、ＣＥ１のＩＰアドレス、ＣＥ
１のＭＡＣアドレスを記憶し、
　ＰＥ１は、受信したパケットから取得したＶＰＮ番号と宛先ＩＰアドレスに基づき、フ
ォワーディングテーブルを検索し、パケットの転送先インタフェースＩＦ１と、ネクスト
ホップのＣＥ１のＩＰアドレスを得て、ＶＰＮ番号とＣＥ１のＩＰアドレスを用いて、端
末情報テーブを検索し、ＶＬＡＮ番号とＣＥ１のＭＡＣアドレスを求め、
　ＰＥ１は、宛先ユーザＭＡＣアドレスを端末情報テーブルに格納されているＣＥ１のＭ
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ＡＣアドレスとし、送信元ユーザＭＡＣアドレスをＰＥ１のＭＡＣアドレスとし、ユーザ
ＶＬＡＮＴａｇを端末情報テーブルに格納されているＣＥ１の所属するＶＬＡＮ番号とし
、ＩＰパケットは第３のパケットから変更しないことにより、第４のパケットを作成し、
　ＰＥ１は、作成した第３のパケットを、第２のネットワークに接続しているインタフェ
ースであるＩＦ１に向けて送信する
ことを特徴とするネットワークシステム。
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