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FIELD OF THE INVENTION

This disclosure relates to a security/safety monitoring system and, more particularly, a security/safety monitoring system that involves backup contacts to help ensure timely and appropriate responses to events that may warrant attention in a space being monitored.

BACKGROUND

Some traditional home security systems use sensors mounted on doors and windows. These systems can sound an alarm and some even include remote monitoring for sounded alarms. These systems, however, fall short on intelligence and interactive functionalities, especially in ensuring adequate and efficient allocation of resources to address any potential security issues that may arise during monitoring.

SUMMARY OF THE INVENTION

In one aspect, a method includes receiving an indication (e.g., at a computer-based processing device) that an event has occurred in a physical space being monitored by a
monitoring device that includes a plurality of sensors. In response to the received indication, the method includes sending (from the computer-based processing device) one or more primary notifications of the event over a computer-based network to each of one or more persons primarily associated with the physical space being monitored. Then, if, after a designated amount of time, none of the primary notifications have been viewed (acknowledged/acted upon) by any of the persons primarily associated with the physical space being monitored, the computer-based processing device, for example, sends a backup notification of the event over the computer-based network to one or more persons designated as backup contacts. The backup notification is logically associated with information that the one or more backup contacts can access about the event.

In a typical implementation, the logical association in the backup notification is embodied by a link in the backup notification. The link may be, for example, a hyperlink or any kind of highlighted word, picture, etc. that can be selected (e.g., clicked on with a computer mouse), the selection of which will bring the user to another place (e.g., a web page, app, etc.).

Each person primarily associated with the physical space being monitored may reside (work) at (at least part-time), have an ownership interest in where the monitored space is located. Any individuals designated as backup contacts, however, typically do not reside (work) at or have an ownership interest in the monitored physical space.

The event that generates the indication is generally based on some occurrence in the monitored space that the monitoring device, for example, has determined might be undesirable (e.g., a fire is occurring, someone has broken into the monitored space, etc.). In those implementations, the event may be one that has been identified, by computer-based logic
(internal or external from the monitoring device) based on data collected by the monitoring device, as a potentially undesirable event.

Typically, the notifications (e.g., the primary notifications and the backup notification) are accessible from certain computer-based devices (e.g., smartphones or the like, laptops, computer tablets, etc.) that belong to either the people who live (work) at or have an ownership interest in the monitored space (they get the primary notifications for a monitored space) or people designated backup contacts for the monitored space (they get the backup notifications for the monitored space).

In a typical implementation, the information about the event may include a description of data relating to the event collected by the monitoring device. Moreover, in a typical implementation, the information about the event may include a video of the physical space during the event. In certain implementations, the information about the event can include one or more of the following: instructions on how to respond to the backup notification, a phone number for one or more of the people primarily associated with the physical space, a phone number for police, fire department and/or emergency medical services sufficiently proximate to the physical space to provide a timely response at the physical space, if needed, an address of the physical space, a map showing the location of the physical space on a map, and data associated with the physical space collected by from one or more of the plurality of sensors. One or more of the phone numbers is configured to appear on a touch sensitive screen associated with the computer-based device as a phone number that can be dialed automatically by touching the touch sensitive screen where the phone number appears.

According to some embodiments, the method includes enabling the person designated as a backup contact to indicate, after selecting the link to information about the event and viewing
the information about the event, that, no further attention needs to be paid to the event. Moreover, in response to an indication from the person designated as a backup contact that no further attention needs to be paid to the event, the method may include sending an electronic communication over the computer-based network to notify one or more of the persons primarily associated with the physical space being monitored of the backup contact's indication. The method also may include sending an electronic communication over the computer-based network to the person designated as a backup contact (who provided the indication) confirming the backup contact's indication that no further attention needs to be paid to the event indicating (implicitly or explicitly) that the system will take no further steps to address the underlying event.

The system may enable the designation of a backup contact as such in any number of possible ways. In a typical example, the system enables the one or more of the persons primarily associated with the physical space being monitored to send out an invitation, over the computer-based network, to another person inviting that person to be a designated backup contact for the physical space being monitored.

The monitoring device can have any number of a variety of possible configurations. According to one such example, the monitoring device includes a housing, where the sensors are inside or coupled to the housing and include one or more of the following: a video camera, optionally with night vision capability, a microphone, a temperature sensor, a humidity sensor, an air quality sensor, a motion detector, a carbon monoxide sensor and an accelerometer. Each of these sensors typically provides information that enables the system to make the initial determination that an event has occurred in a physical space being monitored by the monitoring device.
In another aspect, a method includes receiving an indication that an event has occurred in a physical space being monitored by a monitoring device that includes a plurality of sensors, in response to the indication, preparing a first primary notification of the event, sending the first primary notification of the event over a computer-based network to each one of one or more persons primarily associated with the physical space being monitored, if, after a designated amount of time, none of the first primary notifications have been viewed by any of the persons primarily associated with the physical space being monitored, sending a second primary notification of the event over the computer-based network, via text, email, push notification, or some combination thereof, to one or more of the persons primarily associated with the physical space being monitored, and if, after a designated amount of time, none of the second primary notifications have been viewed or acknowledged by any of the persons primarily associated with the physical space being monitored, sending a backup notification of the event over the computer-based network to one or more persons designated as backup contacts.

In some implementations, sending the backup notification of the event includes sending a text, an email, a push notification, or some combination thereof to the one or more persons designated as backup contacts. The backup notification typically is logically associated with information that the one or more backup contacts can access about the event. Moreover, in some implementations, the backup notification has a link (e.g., a hyperlink or the like) to information about the event.

In yet another aspect, a computer-based system includes a monitoring device at a physical space to be monitored. The monitoring device has sensors and a communications module. A computer-based processing system is coupled to the monitoring device via a computer-based network. The computer-based processing system has a computer-based processor, a memory.
storage device, and a communications module. One or more computer-based devices (e.g., smartphones or other mobile computing devices, laptops, etc.) are coupled to the computer-based processing system via the computer-based network.

In a typical implementation, the computer-based processing system is configured to:

1. receive an indication (e.g., from the monitoring device) that an event has occurred in the physical space being monitored by the monitoring device. In response to the indication, the computer-based processing system sends one or more primary notifications of the event over the computer-based network to each one of one or more persons primarily associated with (e.g., living in or having an ownership interest in) the physical space being monitored. If, after a designated amount of time (e.g., designated by the primary user, or factory pre-set), none of the primary notifications have been viewed (or otherwise acknowledged or acted upon) by any of the persons primarily associated with the physical space being monitored, the computer-based processing system sends a backup notification of the event over the computer-based network to each one of one or more persons designated (e.g., by a primary user) as backup contacts. The backup notification typically has a link (e.g., a hyperlink or the like) to information (e.g., one or more video clips) about the event.

In still another aspect, a computer-based system includes a monitoring device at a physical space to be monitored. The monitoring device has sensors and a communications module. A computer-based processing system is coupled to the monitoring device via a computer-based network. The computer-based processing system has a computer-based processor, a memory storage device, and a communications module. One or more computer-based devices are coupled to the computer-based processing system via the computer-based network.
In a typical implementation, the computer-based processing device is configured to:

receive an indication that an event has occurred in a physical space being monitored by the monitoring device, in response to the indication, prepare a first primary notification of the event, push, or otherwise send, the first primary notification of the event over the computer-based network to each one of one or more persons primarily associated with the physical space being monitored, if, after a designated amount of time, none of the first primary notifications have been viewed by (or acted upon by) any of the persons primarily associated with the physical space being monitored, send a second primary notification of the event over the computer-based network, via text, email, push notification or some combination thereof, to one or more of the persons primarily associated with the physical space being monitored, then, if, after a designated amount of time, none of the second primary notifications have been viewed or acknowledged by any of the persons primarily associated with the physical space being monitored, send a backup notification of the event over the computer-based network to one or more persons designated as backup contacts.

In yet another aspect, a non-transitory, computer-readable medium is disclosed that stores instructions executable by a computer-based processor to perform the steps of the techniques disclosed herein. In some implementations, one or more of the following advantages are present.

For example, the systems and functionalities disclosed herein facilitate automatic, intelligent, adequate and efficient allocation of resources to address potential security issues that may arise in a monitored space (e.g., a person's home or the like). Home owners are able to specifically designate friends or family members they consider to be trustworthy and responsible to help participate in keeping the person's home safe and secure. The system encourages
community building, e.g., where one person may act as a backup contact for another and vice versa.

Other features and advantages will be apparent from the description and drawings, and from the claims.

BRIEF DESCRIPTION OF DRAWINGS

FIG. 1 is a schematic representation of an exemplary security/safety monitoring system.

FIG. 2 is a flowchart showing an exemplary implementation of a process that may be performed, for example, by the monitoring system in FIG. 1.

FIG. 3 is a perspective view of an exemplary security/safety monitoring device.

FIG. 4 is a schematic representation of one example of the internal components in an exemplary monitoring device.

FIG. 5 is a schematic representation showing an exemplary sequence of communications between a computer-based processing system and one of the backup contacts for a monitored space, with the backup contact utilizing his or her mobile device, for example.

FIG. 6 is a schematic representation showing an exemplary sequence of communications between a computer-based processing system and one of the backup contacts for a monitored space, with the backup contact utilizing his or her mobile device, for example.

FIG. 7A shows an example of a push notification that, in some implementations, the system displays in response to a detected event to one or more of the persons primarily associated with the monitored space.

FIGS. 7B and 7C respectively show an exemplary text message and an exemplary email that the system, in one implementation, sends to one or more of the persons primarily associated
with the monitored space if the system does not receive any indication that the push notification has been viewed.

FIG. 7D and 7E respectively show an exemplary text message and an exemplary email that the system, in one implementation, sends to one or more of the backup contacts associated with the monitored space if the system does not receive any indication that either the text(s) or email(s) in FIGS. 7B and 7C has been viewed.

FIG. 7F shows an example of a push notification that the system, in one implementation, displays to one or more of the persons primarily associated with the monitored space that the system has communicated with one or more backup contacts with regard to the event.

FIG. 7G shows an example of a push notification to notify one or more of the persons primarily associated with the monitored space that a backup contact has viewed a webpage, for example, with detailed information about an event.

FIGS. 8A and 8B show a schematic representation of an exemplary sequence of communications between a computer-based processing system and one of the persons primarily associated with the monitored space to enable backup contact functionality in the system.

FIG. 9 shows a schematic representation of an exemplary sequence of communications between a computer-based processing system and a proposed backup contact.

FIG. 10 shows a schematic representation of an exemplary sequence of communications between a computer-based processing system and a proposed backup contact.

FIG. 11 shows an exemplary series of screenshots that a person primarily associated with a monitored space would see: 1) if he or she attempts to enable backup contact functionality prior to adding any backup contacts, and 2) if he or she attempts to enable backup contacts after inviting one or more potential backup contacts, but none of the invitations has been accepted.
FIG. 12 shows an example of a message that a person primarily associated with a monitored space would see, in one implementation, if a proposed back up contact has accepted an invitation to be a backup contact.

Like reference characters refer to like elements.

DETAILED DESCRIPTION

FIG. 1 is a schematic representation of an exemplary security/safety monitoring system 100.

The illustrated system 100 includes a security/safety monitoring device 10 inside a house 12. More particularly, as shown, the monitoring device 10 is positioned to monitor a particular physical space inside the house.

In a typical implementation, the monitoring device 10 has a plurality of sensors (detectors) including, for example, one or more (or all) of the following: a video camera that may include a microphone (and/or that optionally includes night vision capability), a motion detector, a temperature sensor, a humidity sensor, an air quality sensor, a smoke detector, an accelerometer, etc. Moreover, in a typical implementation, the monitoring device 10 has a communications module that facilitates communicating with other system components (e.g., the computer-based processing system 14, one or more of the computer-based user interface devices 24 and/or other components not shown in FIG. 1). Additionally, in a typical implementation, the monitoring device 10 has an internal computer-based processor and memory storage capacity (e.g., a memory storage chip).

Each computer-based user interface device 24 provides a platform upon which the different users can interact with the system 100. In some implementations, the interactions are
conducted via a web portal (e.g., a website) and one or more email accounts, or text numbers accessible by the users from their devices 24. In other implementations, the interactions are conducted via an app (i.e., a software application downloaded onto one or more of the devices). In some implementations, the system may facilitate a combination of these, and other, platforms upon which interactions may occur.

The interface may be configured to appear at a user’s device in any one of a variety of possible configurations and include a wide variety of different information. For example, in some implementations, the interface may provide for system messaging (e.g., notifications, etc.). It may enable the users to access data about a monitored space (e.g., view videos, and see other data, etc.). The interface may be configured to present a timeline for each user that includes a time line of data (e.g., videos, etc.) captured and organized in a temporal manner. Other variations are possible as well.

A computer-based processing system 14 is coupled to the monitoring device 10 via a computer-based network (e.g., the Internet 16) and a plurality of computer-based user interface devices 24 are coupled to the computer-based processing system 14 via the computer-based network 16.

The computer-based processing system 14 has a computer-based processor 18 and a memory storage device configured to store a database 20. The computer-based processing system 14 also has a communications module that facilitates communicating with other system components.

The computer-based user interface devices 24 can be any kind of computer-based devices that a person might use to access information over a network (e.g., the Internet 16). In the illustrated example, the computer-based user interface devices 24 are smartphones. However, in
other implementations, the computer-based user interface devices can include tablets, cell
phones, laptop computers and/or desktop computers, etc.

Five smartphones 24 are shown in the illustrated example. Each smartphone 24 belongs
to (or is primarily operated by) a corresponding one of the illustrated persons 25, 26, 27, 28 or
29. In the illustrated example, persons 25 and 26 live at and/or have an ownership interest in
house 12 where the monitoring device 10 is located. In this way, persons 25 and 26 are said to
be "primarily associated" with the physical space being monitored. In general, if the monitoring
device 10 senses (or detects) data that suggests (or that the system 100 determines represents
that) an unsafe or otherwise undesirable circumstance exists (or has come into being) in the
space being monitored, then the system 100 first attempts to notify primary person 25 and/or
primary person 26 at their respective smartphones 24.

None of the other people shown in FIG. 1 (i.e., 27, 28 or 29) live at or have an ownership
interest in the house 12. Therefore, these other people 26, 27, 28 are not considered to be
"primarily associated" with the physical space being monitored. However, in the illustrated
example, each of them (27, 28 and 29) has been designated (by primary person 25, primary
person 26 or both) as a backup contact for the monitoring system 100. These backup contacts
may be friends or family members of the primary persons 25, 26. Thus, if the monitoring system
100 senses (or detects) data that suggests an unsafe or otherwise undesirable circumstance exists
(or has come into being) in the space being monitored, but cannot confirm that any of the
primary people has received (or acted upon) a notification from the system 100 about the
undesirable circumstance, then the system 100 attempts to notify one or more of the backup
contacts 27, 28 or 29 via their respective smartphones.
In a typical implementation, the system 100 is able to be operated in any one of several different operating modes. For example, according to one implementation, the system 100 has three different operating modes: armed mode, in which the disarmed mode, and privacy mode.

In armed mode, the monitoring device 10 is powered on. Typically, in armed mode, the camera of the monitoring device is armed and enabled and the microphone of the monitoring device is armed and enabled. Moreover, the monitoring device 10 is looking for motion. In a typical implementation, upon detecting motion (or at least certain types of motion), the monitoring device starts uploading video data to the cloud service (e.g., security processing system 114) and sends push notification(s), or other communications, to one or more (or all) of the primary users, and/or backup contacts, associated with the monitored location where the motion has been detected with a call to action for those users to view the detected motion via the app or website. Any uploaded videos may be saved to a person's timeline.

In disarmed mode, the system acts in a manner very similar to the way the system acts in armed mode, one of the most notable differences being that, in disarmed mode, no notifications are sent to any of the users.

In privacy mode, the monitoring device 10 is powered on. However, it is generally not monitoring or recording any information about the space where it is located. In privacy mode, the camera is off and any listening devices (e.g., a microphone, etc.) are off; no video or audio is being recorded, and no users are really able to remotely view the space where the monitoring device 10 is located. Moreover, when the system 100 is in privacy mode, if a user accesses the system (e.g., through an app on their smartphone, or at a web-based portal), the "watch live" functionality that ordinarily would allow the user to see the monitored space is simply not available.
In typical implementations, the operating modes may be controlled by a user through a software app and a user (e.g., a primary user associated with a monitored location) may switch the system between operating modes by interacting on the app.

FIG. 2 is a flowchart showing an exemplary implementation of a process that may be performed, for example, by the monitoring system 100 in FIG. 1. In a typical implementation, the process represented in the exemplary flowchart would be available when the system is operating in armed mode. In some implementations, the process may be available in other modes as well.

According to the illustrated flowchart, the exemplary process begins with the monitoring device 10 simply monitoring the physical space (e.g., inside the house 14 in FIG. 1).

Monitoring can include any variety of activities, but, in a typical implementation, monitoring would include collecting data about the environment in the monitored space that might indicate an undesirable situation (e.g., a fire or an unlawful break-in). The data may be collected by one or more (or all) of the following sensors in the monitoring device: a video camera that may include a microphone (and/or that optionally includes night vision capability), a motion detector, a temperature sensor, a humidity sensor, an air quality sensor, a smoke detector, an accelerometer.

Moreover, in a typical implementation, monitoring may include the system 100 making an initial determination (e.g., with the computer-based processor in the monitoring device) as to whether the data collected by the one or more sensor likely represents an unsafe or otherwise undesirable situation at the monitored location.

At 202, the system 100 determines that an unsafe or otherwise undesirable event may have occurred in the physical space being monitored by the monitoring device. As used herein,
the term event should be construed broadly to include any kind of occurrence that might be considered unsafe or otherwise undesirable. Examples of unsafe or otherwise undesirable events might include a fire, a break-in by a burglar, etc.

In a typical implementation, the indication that an event has occurred is determined based on the data that is collected by the monitoring device. The data used to make that determination can include virtually any kind of data that may be relevant to whether the monitored space is safe and/or secure. Examples include a video clip (e.g., with an audio portion) of the monitored space, temperature data, humidity data, motion detection data, etc. Moreover, in a typical implementation, one or more computer-based processors (e.g., inside the monitoring device and/or at the remotely-located computer-processing system) make the determination that an event has occurred by processing data collected by the monitoring device.

There are a variety of ways to make the determination, based on sensor data from the monitoring device, that an unsafe or otherwise undesirable event may have occurred in the physical space being monitored. The determination need not be absolutely certain; in a typical implementation, if the data suggests that an unsafe or otherwise undesirable event has occurred, then, in some instances, that may be sufficient to make a determination that an event may have occurred. For example, if the data from the monitoring device shows a somewhat rapid rise in temperature over time (suggesting the possibility of a fire, for example), then the monitoring system may determine that an unsafe or otherwise undesirable event (in this case, a fire) may be occurring, even though the rise in temperature could be attributable to causes other than a fire. In another example, if the data from the monitoring device shows that motion has been detected in the monitored space during a time of day that motion is not usually detected, then the monitoring system may determine that an unsafe or otherwise undesirable event (in this
case, a possible break-in) may be occurring, even though the unexpected motion could be attributable to causes other than a break-in.

In a typical implementation, after it has been determined that an event may have occurred, the system 100 prepares a first primary notification of the event. The first primary notification is intended to be a first notification to be sent (e.g., from the security processing system 14) to one or more of the primary people for the monitored space (e.g., 25 and 26 in FIG. 1). In a typical implementation, the first primary notification is prepared at the computer-based processing device 14. Moreover, in a typical implementation, the first primary notification is made accessible from one or more (or all) of the computer-based devices associated with the primary people for the monitored space.

After preparing the first primary notification, but before sending it, the system 100 may optionally wait (at 204) for some period of time (e.g., less than a minute or so). During this period of time, the system 100 may attempt to check/ensure confidence in its determination.

Then, according to the illustrated example, the system 100 (e.g., the computer-based processing system 14) pushes, or otherwise makes available, the first primary notification (at 206) to the computer-based user device(s) 24 associated with one or more of the persons primarily associated with the monitored space (e.g., 25 and 26 in FIG. 1). In general, a push notification is an electronic communication initiated by the publisher and not in response to a specific request from the receiver. Push notifications may appear at the respective devices via an app.

The system 100 then waits (at 208, 210) for a designated amount of time for an indication that the first primary notification has been viewed/acknowledged from any of the computer-based user devices 24. The designated amount of waiting time can vary. In one example, the
designated waiting time is 5 minutes. However, in various implementations, the designated waiting time can be, for example, between 4 minutes and 6 minutes, between 3 minutes and 7 minutes, or any other amount of time that is sensible given the urgency of whatever event is believed to possibly exist in the monitored space. Moreover, in various implementations, the amount of time that a system may wait is a value that can be specified by one or more of the primary persons associated with the monitored space.

In some implementations, the first primary notification is not considered to have been viewed / acknowledged until the system receives an indication from one of the contacts that "everything is okay" or that appropriate emergency personnel (e.g., police, fire, medical, etc.) have been contacted. If, within the designated amount of time, the system 100 receives an indication (at 208) that the first primary notification has been viewed (or acknowledged), the system 100 (e.g., the computer-based processing system 14) simply returns to monitoring the physical space (at 201) and the event that triggered the first primary notification is considered to have been resolved.

In some implementations, the system presents to each primary user a button labeled "everything is okay" or something similar that the person can touch on the screen of his or her smartphone or other mobile device to indicate that everything is okay and/or that appropriate emergency personnel (e.g., police, fire, medical, etc.) have been contacted. In other implementations, no such button is presented to the contacts. Instead, in those implementations, acknowledgement is determined by one or more of the primary location members viewing the event or opening a push notification. A primary location member is generally a person who resides at the location being monitored. This is considered a passive acknowledgement and will stop escalation (i.e., transmittal of a message to other people).
The first primary notification can include a variety of information (or access to a variety of information) about the corresponding event. In some implementations, for example, the first primary notification(s) include just a simple message (e.g., "Motion detected in the living room at Brooklyn Apartment"). In other implementations, the first primary notification can include other information (or links to other information), such as a video of the monitored space showing the detected motion, etc.

If the system 100 does not receive an indication that the first primary notification has been viewed (or acknowledged) and the designated amount of waiting time has passed, then the system 100, according to the illustrated example, sends (at 212) a second primary notification. The second primary notification is also sent to the person(s) primarily associated with the physical space being monitored. However, the second primary notification may be sent via a different medium than the first primary notification. For example, if the first primary notification was sent as a push notification, the second primary notification might be sent via email and text to the persons primarily associated with the monitored space (i.e., 25, 26).

In some implementations, the system is configured to enable users to choose which media will be used for transmitting various notifications (e.g., the first primary notification and the second primary notification). In those implementations, a user may choose a first medium (e.g., email or text) for any first primary notifications that the system produces and a second medium (e.g., push notification) for any second primary notifications that the system produces. The different users can customize system interactions in that way. The system also may enable the users to specify what media should be used to interact with the designated backup contacts. The system 100 then waits (at 214, 216) for a designated amount of time for an indication that the second primary notification has been viewed (or acknowledged), e.g., from any of the computer-
based user devices 24. The designated amount of waiting time can vary. In one example, the designated waiting time is 5 minutes. However, in various implementations, the designated waiting time can be, for example, between 4 minutes and 6 minutes, between 3 minutes and 7 minutes, or any other amount of time that is sensible given the urgency of whatever event is believed to possibly exist in the monitored space. Again, in various implementations, the amount of time that a system may wait is a value that can be specified by one or more of the primary persons associated with the monitored space.

If, within the designated amount of time, the system 100 receives an indication (at 214) that the second primary notification has been viewed (or acknowledged or otherwise acted upon), the system 100 (e.g., the computer-based processing system 14) simply returns to monitoring the physical space (at 201) and the event that triggered the first and second primary notification is considered to have been resolved.

The second primary notification can include a variety of information (or access to a variety of information) about the corresponding event. In some implementations, for example, the second primary notification(s) include just a simple message (e.g., "Motion detected in the living room at Brooklyn Apartment"). In other implementations, the second primary notification can include other information (or links to other information), such as a video of the monitored space showing the detected motion, etc.

If the system 100 does not receive an indication that the second primary notification has been viewed (or acknowledged) and the designated amount of waiting time has passed, then the system 100, according to the illustrated example, sends (at 218) a backup notification to one or more of the designated backup persons for the monitored space.
The backup notification can be sent in a variety of ways. In one implementation, the backup notification is sent to the backup contacts (i.e., 27, 28 and 29 in FIG. 1) via email and/or text. In some implementations, the backup notification can be sent via push technology as well.

The backup notification can include a variety of information (or access to a variety of information) about the corresponding event. In some implementations, for example, the backup notification includes just a simple message (e.g., "Motion detected in the living room at Brooklyn Apartment"). In other implementations, the backup notification can include other information (or links to other information), such as a video of the monitored space showing the detected motion, etc.

In a typical implementation, the backup notification includes a link (e.g., a hyperlink) that the backup contact can select to navigate somewhere else (e.g., to a webpage, a mobile application, or the like) that includes information about the event. For example, if a particular backup contact is a registered user of the system (and has downloaded an app that facilitates interactions with the system), the system may opt to send that backup contact a backup notification in push notification format (e.g., with a payload or the like). In that instance the backup contact may navigate to a mobile application (e.g., by clicking on a link in the push notification) to view information about the event. In various implementations, the link in the backup notification may lead to a webpage, or web app, or mobile app.

The information about the event on the webpage, in the app, etc. can include a variety of different information. However, in a typical implementation, the information will include types of information that will help the backup contact assess whether the event actually warrants any kind of intervention, and to help the backup contact easily provide or facilitate whatever intervention may be warranted. For example, in one embodiment, the webpage or app, etc. will
include: a video of monitored space, a listing of recent events in the monitored space, written instructions/suggestions on how to respond, a listing of persons primarily associated with the monitored space and their contact info (e.g., phone numbers, email addresses, or the like), a listing of emergency contacts local to the monitored space (e.g., police department, fire department, emergency medical services, etc.) with their respective phone numbers, a web map showing the location of the monitored space (with optional functionality to obtain directions through the web map), the address where the monitored space is located, and/or other data from the monitoring device (e.g., temperature, humidity, air quality, etc.) that may be relevant to assessing the nature and severity of a given event.

In a typical implementation, the phone numbers may be presented to the backup contacts in such a manner that, if a backup contact is viewing the webpage from a smartphone or the like, then the backup contact can simply touch the number on the screen to dial.

Also, in a typical implementation, the webpage includes a button that the backup contact can select to indicate, "Everything looks okay" or the like. In a typical implementation, if one of the backup contacts selects "everything looks okay" on the website, the system 100 considers the event to be resolved and continues to monitor the space. In some implementations, no such button is presented to the backup contacts. Instead, in those implementations, the system 100 may be adapted to consider a particular event to have been resolved in response to receiving (e.g., at the security processing system 14) an indication that one of the backup contacts has viewed an associated communication and/or the underlying data. This is considered a type of passive acknowledgement scheme.
According to the illustrated method, after sending the backup notification, the system 100 notifies (at 220) one or more of the persons primarily associated with the monitored space that a backup notification has been sent.

Moreover, in a typical implementation, if one of the backup contacts selects the "everything looks okay" button - or otherwise indicates (actively or passively) that the monitored space is fine, then the system notifies one or more of the persons primarily associated with the monitored space that the backup contact has essentially concluded that "everything looks okay."

In some implementations, once any of the contacts (e.g., a primary contact or a backup contact, etc.) has indicated that "everything looks okay," then the system notifies one or more (or all) of the contacts that this has happened.

FIG. 3 is a perspective view of an exemplary security/safety monitoring device 10.

The illustrated device 10 has an outer housing 202 and a front plate 204. In this example, the front plate 204 defines a first window 206, which is in front of an image sensor (e.g., a video camera). A second window 208, which is rectangular in this example, is in front of an infrared LED array. An opening 210 is in front of an ambient light detector, and opening 212 is in front of a microphone. The front plate 204 may be a black acrylic plastic, for example. The black plastic acrylic plastic in some implementations would be transparent to near IR greater than 800 nm.

The top 220 of the device 10 is also shown. The top 220 includes outlet vents 224 through the top to allow for airflow out of the device 10. In a typical implementation, the bottom of the device includes inlet vents to allow airflow into the device 10. The top 220 and the bottom of the device 10 may be separate, plastic pieces that are attached to the housing 202 or an
internal housing during assembly, for example. During operation, air passing through the bottom, inlet vents travels through the device 10, where it picks up heat from the internal components of the device, and exits through the top, outlet vents 224. In this example hot air rises through the device 10, causing air to be drawn into the device from the bottom vents and to exit out of the top vents 224. A fan may be provided to draw external air into the device 10 through the bottom, inlet vents and/or to drive the air out of the device through the top, outlet vents 224.

In general, the size of the vents 224 should be large enough to allow heat to flow out of the unit, but the vents should not be so large that a child or person would be able to stick a finger into the unit. In some implementations, a larger vent is provided, but is covered with a Gore-Tex, nylon or other type of mesh material to prevent water ingress but allow air to exit the unit.

In a typical implementation, the device 10 shown in FIG. 3 includes circuitry, internal components and/or software to perform and/or facilitate the functionalities disclosed herein.

An example of the internal components, etc. in one implementation of the device 10 is shown in FIG. 4.

In FIG. 4, the illustrated device 10 has a main printed circuit board ("PCB"), a bottom printed circuit board 54, and an antenna printed circuit board 56. A processing device 58 (e.g., a central processing unit ("CPU")), is mounted to the main PCB. The processing device may include a digital signal processor ("DSP") 59. The CPU 58 may be an Ambarella digital signal processor, A5x, available from Ambarella, Inc., Santa Clara, California, for example.

An image sensor 60 of a camera (e.g., capable of acquiring video), an infrared light emitting diode ("IR LED") array 62, an IR cut filter control mechanism 64 (for an IR cut filter 65), and a Bluetooth chip 66 are mounted to a sensor portion of the main board, and provide
input to and/or receive input from the processing device 58. The main board also includes a passive IR ("PIR") portion 70. Mounted to the passive IR portion 70 are a PIR sensor 72, a PIR controller, such as a microcontroller, 74, a microphone 76, and an ambient light sensor 80. Memory, such as random access memory ("RAM") 82 and flash memory 84 may also be mounted to the main board. A siren 86 may also be mounted to the main board. In some implementations, certain components (e.g., the PIR sensor 72 and the PIR controller) may be omitted.

A humidity sensor 88, a temperature sensor 90 (which may be combined into a combined humidity/temperature sensor), an accelerometer 92, and an air quality sensor 94, are mounted to the bottom board 54. A speaker 96, a red/green/blue ("RGB") LED 98, an RJ45 or other such Ethernet port 100, a 3.5mm audio jack 102, a micro USB port 104, and a reset button 106 are also mounted to the bottom board 54. A fan 108 is also provided.

A Bluetooth antenna 108, a WiFi module 110, a WiFi antenna 112, and a capacitive button 114 are mounted to the antenna board 56.

The components may be mounted to different boards. For example, the WiFi module 110 may be mounted to the main board 52.

In general, the monitoring device 10 represented by FIG. 3 and 4 is operable to acquire data about the physical space where the monitoring device 10 is located and communicate (e.g., using the communications module(s) at 56 or other communications modules) with other system components to support the functionalities disclosed herein. In some implementations, the processor 58 is configured to perform at least some of the processing described herein. In some implementations, the processing device 18 (at the remotely-located computer-based processing system 14) is configured to perform at least some of the processing described herein. In a typical
implementation, processor 58 and processor 18 work in conjunction to perform the processing described herein.

Other exemplary monitoring devices and/or environments in which the systems, techniques and components described herein can be incorporated, deployed and/or implemented are disclosed in pending U.S. Patent Application No. 14/260,264, entitled System and Methods for Designating and Notifying Secondary Users for Location-Based Monitoring, which is incorporated herein by reference.

FIG. 5 is a schematic representation showing an exemplary sequence of communications between a computer-based processing system (e.g., 14 in FIG. 1) and one of the backup contacts (e.g., 27 in FIG. 1) for a monitored space.

According to the illustrated sequence, the system 100 sends a text 502 and email 504 to the backup contact. Each of these messages indicates that "Canary" has detected unexpected motion at the backup contact's friend's home. "Canary," as used in this context refers, for example, to the exemplary system 100 in FIG. 1. The text and email may be viewable by the backup contact on any of his or her computer-based user devices 24. Although text messages and emails are disclosed herein as examples of suitable communications for conveying information to/from primary and backup contacts, various implementations may utilize different types of communications to convey such information. For example, in some implementations, some or all of the communications may occur through a software application (e.g., an app of the type that might be downloaded to a smartphone or the like).

The text 502 includes a hyperlink and the email includes a button (also a type of link), the selection of either brings the backup contact to a webpage that asks the backup contact to verify his or her identity.
Other techniques for initial communications to a backup contact about a particular event are possible as well. For example, one or more of the initial communications may be a push notification to backup contacts. If a backup contact is a registered system user, then the backup contact would go into the app (by selecting a link or button in the push notification) as an already authenticated registered user and see the information from the location to which they are a backup contact. Moreover, in some implementations, only one (or more than two) communications may be sent to one or more (or all) of the backup contacts.

In the illustrated example, after selecting the hyperlink in the text 502 or the button in the email 504, the system presents to the backup contact (at his or her computer-based device 24) a private URL backup contact verification webpage 506 (in some implementations this may be a screen in an app). On this backup contact verification page 506, the system 100 prompts the backup contact to verify his or her identity (e.g., by entering his or her last name). There are, of course, numerous other ways that the backup contact could verify his or her identity. A few examples include, entering his or her phone number, first name, answering a specific question (e.g., "what was the name of your favorite teacher" etc. As indicated in the figure, the verification code could be anything from the API that can safely be assumed that a backup contact would know (e.g., the backup's last name, user's last name, backup's own phone number or email address, etc.).

In the illustrated implementation, the system considers the event to have been "acknowledged" after the backup contact has successfully completely verification and the event page 508 is loaded. This is not always the case, however, and in some instances, the system 100 requires the backup contact to explicitly indicate that everything is fine (e.g., by pressing the
button (link) on the event page labelled "everything is fine" or taking some other explicit step like this) before the system 100 will treat the event as having been resolved.

After verifying the backup contact, the system presents a webpage (the event page 508) to the backup contact with various information about the event. A listing of some of the different types of information that may be presented to the backup contact is shown in the figure. According to the illustrated example, the information includes a start and end time associated with the entry, a title of the entry, one or more video clips associated with the entry, the names and contact information of primary users associated with the monitored location, location details (e.g., address or the like), location-specific emergency numbers (e.g., local fire department, local police department, etc.) in a format that enables dialing by tapping the number on a touch sensitive screen, current temperature, humidity, air quality, some tips about what the event means or might mean, some best practices about how the backup contact might respond. Other types of information and any combination of this or other information about the event may be presented to the backup contact at that point.

The event webpage 508 includes an "Everything is Fine" button (different implementations may include variations of the "everything is fine" button) that the backup contact can select to indicate to the system 100 essentially that the backup contact has considered the information provided in the event page 508 and determined that everything is fine and that no further attention needs to be paid to the event.

If the backup contact selects the "Everything is Fine" button, then the system 100 presents a message to the backup contact (at 510) on his or her user device 24 essentially confirming the backup contact's indication in this regard. An example of this kind of message is shown in the figure.
The event webpage 508 in the illustrated implementation also includes a "Learn more about Canary" link, the selection of which will bring the backup contact to a webpage 512, for example, with information about the overall system 100 and/or its various functionalities.

FIG. 6 is a schematic representation showing an exemplary sequence of communications between a computer-based processing system (e.g., 14 in FIG. 1) and one of the backup contacts (e.g., 27 in FIG. 1).

The illustrated example is similar in some ways to the sequence represented in FIG. 5. In the illustrated example in FIG. 6, however, the backup contact fails to properly verify his or her identity to the system. After the first two failed attempts (at 506 and 506a), the system 100 prompts the user to try again. After the third failed attempt (see 506b), according to the illustrated example, the system 100 (at 612) informs the backup contact that he or she cannot get access to additional information about the event. Other implementations may provide for more than three attempts or less than three attempts. Moreover, other implementations, may handle a single failed attempt by offering the backup contact other ways to verify his or her identity.

Other variations are possible in this regard as well.

FIGS. 7A-7G show a series of exemplary screenshots that the system causes to be presented at one or more of the user devices (e.g., 24) in response to an event.

FIG. 7A shows an example of a push notification that, in some implementations, the system displays in response to a detected event to one or more of the persons primarily associated with the monitored space. In a typical implementation, the person would slide to unlock the device represented in the figure and interact with the push notification to access more information (e.g., an event page) about the underlying event.
FIGS. 7B and 7C respectively show an exemplary text message (FIG. 7B) and an exemplary email (FIG. 7C) that the system, in one implementation, sends to one or more of the persons primarily associated with the monitored space if the system does not receive any indication that the push notification has been viewed.

In the exemplary text message of FIG. 7B, a person would click the "View Event" link to access additional information (e.g., an event page) about the underlying event.

In the exemplary email of FIG. 7C, a person would click the "view full event details" button (link) to access additional information (e.g., an event page) about the underlying event.

FIG. 7D and 7E, respectively, show an exemplary text message (FIG. 7D) and an exemplary email (FIG. 7E) that the system, in one implementation, sends to one or more of the backup contacts associated with the monitored space if the system does not receive any indication that either the text(s) or email(s) in FIGS. 7B and 7C has been viewed.

In the exemplary text message of FIG. 7D, a person would click the hyperlink in the message to access additional information (e.g., an event page) about the underlying event.

In the exemplary email of FIG. 7E, a person would click the "view event details" button (link) to access additional information (e.g., an event page) about the underlying event.

FIG. 7F shows a series of exemplary push notifications that the system 100 might sent to a non-responsive primary user. The illustrated implementation includes two push notifications, the first indicating "Motion detected in the living room at Brooklyn apartment," the second (10 minutes later) indicating "Notification escalated and sent to backup contacts" to indicate that the system has communicated with one or more backup contacts with regard to the event.

If one of the backup contacts views the webpage with detailed information about the event, then, in one implementation, the system marks the event as acknowledged and sends a
push notification to notify one or more of the persons primarily associated with the monitored space that this has occurred. An example of this kind of push notification is shown in FIG. 7G.

In a typical implementation, the backup contact functionality described herein can be enabled (so that the system implements the techniques related to backup contacts described herein) or disabled (so that the system does not implement the techniques related to backup contacts described herein).

FIGS. 8A and 8B show a schematic representation of an exemplary sequence of communications between a computer-based processing system (e.g., 14 in FIG. 1) and one of the persons primarily associated with the monitored space (e.g., 25 in FIG. 1) to enable backup contact functionality in the system. The illustrated sequence of screenshots may, in a typical implementation, be accessed either on a website or in a software app running on the person's smartphone or the like.

The illustrated sequence includes a settings page 802 that includes, among other things, an “add backup contacts” option.

As shown, selecting the “add backup contacts” option presents one or more screens 804 to the user explaining the backup contacts feature. One or more of these screens may include (e.g., at the bottom of the screen, as shown) a button (link) to "add backups."

According to the illustrated sequence, selecting the "add backups" button causes the system 100 to present to the user an initial screen 806 prompting the user to confirm his or her address in order to enable backup contacts to respond to emergencies on behalf of the user. The screen 806 presents an "update address" button, the selection of which causes the system 100 to present to the user a location detail screen 808 that enables the user to specify a new address. The screen 806 also includes a "confirm address" button, the selection of which enables the user
to confirm a particular address associated with the user. The system 100, in a typical implementation, may check the entered address against information about the user stored in an electronic database.

Next, the system 100 presents to the user one or more screens 810 prompting the user to enter personal information for the proposed backup contact. The information solicited in the illustrated example includes name, relationship and email address. On this screen, the system 100 also prompts the user to write a message to the proposed backup contact. An exemplary message in this regard might read, "Dear Jim, I would love for you to be a backup contact for my home security system. Will you help?" or something along those lines. One of these screens 810 in the illustrated implementation includes a "send backup request" button (link), the selection of which causes the system 100 to send an email (or text, etc.) to the proposed backup. An example of an email that the system 100 might send to a proposed backup contact in this regard is shown at 812, for example.

Next, the illustrated sequence includes a "backup contacts' control page 814. This page includes a two position (left-right) button to enable (or disable) backup contact functionality in the corresponding system 100. The screen 814 shows that James Reeder is a proposed backup contact. The screen 814 also provides a button, the selection of which enables the user to add other backup contacts.

Selecting the name "James Reeder" on the screen 814 causes the system 100 to present the backup contact status summary screen 816 for James Reeder. The screen may indicate, for example, that a request has been sent to James Reeder (to be a backup contact) and that the system 100 is awaiting a response from James Reeder to the request. There is also a link, near
the bottom of the page 816, the selection of which will revoke the request to James Reeder and enable sending an invite to a different person instead.

FIG. 9 shows a schematic representation of an exemplary sequence of communications between a computer-based processing system (e.g., 14 in FIG. 1) and a proposed backup contact.

In the exemplar sequence, the system, pursuant to instructions from one of the persons primarily associated with the monitored space, invites the proposed backup contact to be a backup contact for the monitored space. In the illustrated example, the proposed backup contact accepts the invitation.

More particularly, according to the illustrated sequence, the system 100 first sends an email 902 to the proposed backup contact with a brief explanation and the user's request for them to be a backup contact. The illustrated email message 902 also includes a "Yes I will" button, the selection of which is intended to be an agreement by the proposed backup contact to act as a backup contact to the user. The illustrated email 902 also includes a message to the proposed backup contact to decline the invitation if he or she does not own a smartphone or would rather not help.

Selecting the "Yes I will" button in the illustrated email 902 causes the system 100 to present to the proposed backup contact (at his or her computer device) a webpage 904 to begin signing up as a backup contact. The illustrated webpage 904 explains a bit more about what it means to be a backup contact, it indicates that an email and smartphone number are required and prompts the proposed backup contact to enter his or her smartphone number. The webpage also includes a "Nevermind, I'd rather not" button (link), the selection of which (see 906 "reject invitation flow") indicates to the system 100 that the proposed backup contact will not act as a backup contact.
When the proposed backup contact enters his or her smartphone number and selects the "submit" button (link), the system 100 sends a text message 908 to the smartphone number provided. The text message 908 includes a system verification code. In some implementations, the system may incorporate other types of two-factor authentication (2FA) technologies; one such example involves the Google Authenticator app.

Next (or in parallel), the system 100 presents to the proposed backup contact (at his or her computing device) a verification page 910. The verification page prompts the proposed backup contact to enter the verification code that was sent to his or her smartphone number. Again, the webpage 910 includes a "Nevermind, I'd rather not" button (link), the selection of which (see 906 "reject invitation flow") indicates to the system 100 that the proposed backup contact will not act as a backup contact.

When the proposed backup contact enters the verification code and selects the "verify" button (link), the system 100 sends a text message 912 to the backup contact's smartphone number provided. The text message 912 confirms that the proposed backup contact is now an official backup contact. It also includes a link to more information about what the backup contact might do if he or she is alerted to a possible event at the monitored location.

Next, or concurrently, the system 100 presents a webpage 914 confirming that the proposed backup contact is now an official backup contact. This page 914 may include tips on how to be a good backup contact, and information about what to expect if the backup contact does receive an alert from the system 100. In this regard, page 914 includes a button (link), the selection of which causes the system 100 to present to the backup contact a sample alert page 916, which may include overlays that show what to do on the page.
FIG. 10 shows a schematic representation of an exemplary sequence of communications between a computer-based processing system (e.g., 14 in FIG. 1) and a proposed backup contact. As in FIG. 9, in the exemplary sequence, the system, pursuant to instructions from one of the persons primarily associated with the monitored space, invites the proposed backup contact to be a backup contact for the monitored space. However, in the example shown in FIG. 10, the proposed backup contact declines the invitation.

More particularly, in the illustrated sequence, the system 100 first sends an email 1002 to the proposed backup contact with a brief explanation and the user's request for them to be a backup contact. The illustrated email message 1002 includes a "Yes I will" button, the selection of which is intended to be an agreement by the proposed backup contact to act as a backup contact to the user. The illustrated email 1002 also includes a message to the proposed backup contact to decline the invitation if he or she does not own a smartphone or would rather not help.

If, as indicated in the illustrated sequence, the proposed backup contact selects the "decline the request" link in the email 1002, the system presents a confirmation screen 1004 asking the proposed backup contact to confirm that they are declining the request. The illustrated screen 1004 includes a "decline request" button (link), the selection of which causes the system to conclude that the request to be a backup contact has been declined, and an "accept request" button (link), the selection of which causes the system to follow an accept invitation flow - not represented in FIG. 10 in any detail.

When the proposed backup contact selects the "decline request" button in 1004, the system presents page 1008 essentially confirming the declining backup contact's decision. This page includes a link to information about "Canary" (e.g., the system 100 in FIG. 1), the selection of which causes the system to present a webpage with additional information about the system.
FIG. 11 shows an exemplary series of screenshots (e.g., on a user device 24) that a person primarily associated with a monitored space would see: 1) if he or she attempts to enable backup contact functionality prior to adding any backup contacts, and 2) if he or she attempts to enable backup contacts after inviting one or more potential backup contacts, but none of the invitations has been accepted.

FIG. 12 shows an example of a message that a person primarily associated with a monitored space would see, in one implementation, if a proposed backup contact has accepted an invitation to be a backup contact. It also shows that the person primarily associated with the monitored space would then, in one implementation, be presented with the screen that lets the person enable backup contact functionality.

In a typical implementation, certain aspects of the functionality that persons primarily associated with the monitored space can access via their user devices 24 are by virtue of a software application.

A number of embodiments of the invention have been described. Nevertheless, it will be understood that various modifications may be made without departing from the spirit and scope of the invention.

For example, the screenshots shown herein can appear completely different. Moreover, the specific order and format of the various communications to persons primarily associated with the monitored space and/or the backup contacts can vary. Moreover, the number of communications that are sent to the persons primarily associated with the monitored space and/or the backup contacts can vary. The timing between actions (e.g., subsequent communications) can vary. Additionally, these and other items can vary depending on a perceived urgency of the event that the system determines could be happening at the monitored space.
The term link, and the like, as used herein, should be construed broadly. In one example, a link may be a highlighted word or picture in a document, web page, text, email, push notification, etc. that you can click on with a computer mouse, for example, to go to another place in the same or a different document, web page, app, etc. One example of a link is a hyperlink.

To be clear, a single monitored space (e.g., a home or a work space, etc.) can, of course, and often does have multiple backup contacts. Moreover, in a typical implementation, whether it's the primary users or one or more of the backup contacts, the first person to acknowledge (either passively or actively) an events stops the system from escalating. So, if there are three backup contacts, the first backup to view (or otherwise acknowledge) the event information may stop the escalation, and one or more notifications along those lines will be sent to any primary user(s) - i.e., users who reside at the monitored space.

There are a variety of ways in which users (e.g., primary users and backup contacts) can interact and view system information. For example, in some implementations, the system may have: 1) registered users who can download an app (e.g., onto their computer-based mobile devices) that facilitates system interactions and can provide an enhanced interactive experience with the system to registered users, and 2) unregistered users (typically backup contacts who have not downloaded the app to facilitate system interactions).

In some implementations, the system is configured to interact with registered users with push notifications (and/or texts, emails, etc.) from the downloaded app. In those implementations, the system may be configured to interact with unregistered users via texts, emails, etc., but not push notifications.
Likewise, in some implementations, the registered users can access system information (e.g., to view a timeline of events associated with the corresponding monitored space, to view video clips from the monitored space, etc.) through the app, which may provide a richer experience than other access platforms. However, in a typical implementation, the user may also be able to access the system information through a web-based portal or otherwise. Moreover, in those implementations, access for the unregistered users may be restricted to non-app platforms (e.g., the web-based portal, etc.).

In various implementations, the system 100 may be adapted, in certain circumstances, to trigger an alarm in the monitored space and/or auto-contact the police, fire department or other emergency personnel and/or take other actions not specifically mentioned herein.

Embodiments of the subject matter and the operations described in this specification can be implemented in digital electronic circuitry, or in computer software, firmware, or hardware, including the structures disclosed in this specification and their structural equivalents, or in combinations of one or more of them. Embodiments of the subject matter described in this specification can be implemented as one or more computer programs, i.e., one or more modules of computer program instructions, encoded on computer storage medium for execution by, or to control the operation of, data processing apparatus. Alternatively or in addition, the program instructions can be encoded on an artificially-generated propagated signal, e.g., a machine-generated electrical, optical, or electromagnetic signal that is generated to encode information for transmission to suitable receiver apparatus for execution by a data processing apparatus.

Computer-readable instructions to implement one or more of the techniques disclosed herein can be stored on a computer storage medium. Computer storage mediums (e.g., a non-transitory computer readable medium) can be, or be included in, a computer-readable storage
device, a computer-readable storage substrate, a random or serial access memory array or device, or a combination of one or more of them. Moreover, while a computer storage medium is not a propagated signal, a computer storage medium can be a source or destination of computer program instructions encoded in an artificially-generated propagated signal. The computer storage medium can also be, or be included in, one or more separate physical components or media (e.g., multiple CDs, disks, or other storage devices).

The operations described in this specification can be implemented as operations performed by a data processing apparatus on data stored on one or more computer-readable storage devices or received from other sources. The term "data processing apparatus" (e.g., a processor or the like) encompasses all kinds of apparatus, devices, and machines for processing data, including by way of example a programmable processor, a computer, a system on a chip, or multiple ones, or combinations, of the foregoing. Moreover, use of the term data processing apparatus should be construed to include multiple data processing apparatuses working together. Similarly, use of the term memory or memory device or the like should be construed to include multiple memory devices working together.

Computer programs (also known as programs, software, software applications, scripts, or codes) can be written in any form of programming language, including compiled or interpreted languages, declarative or procedural languages, and can be deployed in any form.

The processes and logic flows described in this specification can be performed by one or more programmable processors executing one or more computer programs to perform actions by operating on input data and generating output. Processors suitable for the execution of a computer program include, by way of example, both general and special purpose microprocessors, and any one or more processors of any kind of digital computer. Generally, a
processor will receive instructions and data from a read-only memory or a random access memory or both.

A computer device adapted to implement or perform one or more of the functionalities described herein can be embedded in another device, e.g., a mobile telephone, a personal digital assistant (PDA), a mobile audio or video player, a game console, a Global Positioning System (GPS) receiver, or a portable storage device (e.g., a universal serial bus (USB) flash drive), to name just a few.

Devices suitable for storing computer program instructions and data include all forms of non-volatile memory, media and memory devices, including, for example semiconductor memory devices, e.g., EPROM, EEPROM, and flash memory devices; magnetic disks, e.g., internal hard disks or removable disks; magneto-optical disks; and CD-ROM and DVD-ROM disks.

To provide for interaction with a user, embodiments of the subject matter described in this specification can be implemented using a computer device having a display device, e.g., a CRT (cathode ray tube) or LCD (liquid crystal display) monitor, for displaying information to the user and a keyboard and a pointing device, e.g., a mouse or a trackball, by which the user can provide input to the computer. Other kinds of devices can be used to provide for interaction with a user as well; for example, feedback provided to the user can be any form of sensory feedback, e.g., visual feedback, auditory feedback, or tactile feedback; and input from the user can be received in any form, including acoustic, speech, or tactile input.

While this specification contains many specific implementation details, these should not be construed as limitations on the scope of any inventions or of what may be claimed, but rather as descriptions of features specific to particular embodiments of particular inventions. Certain
features that are described in this specification in the context of separate embodiments can also be implemented in combination in a single embodiment. Conversely, various features that are described in the context of a single embodiment can also be implemented in multiple embodiments separately or in any suitable subcombination. Moreover, although features may be described above as acting in certain combinations and even initially claimed as such, one or more features from a claimed combination can in some cases be excised from the combination, and the claimed combination may be directed to a subcombination or variation of a subcombination.

Similarly, while operations are depicted in the drawings and described herein in a particular order, this should not be understood as requiring that such operations be performed in the particular order shown or in sequential order, or that all illustrated operations be performed, to achieve desirable results. In certain circumstances, multitasking and parallel processing may be advantageous. Moreover, the separation of various system components in the embodiments described above should not be understood as requiring such separation in all embodiments, and it should be understood that the described program components and systems can generally be integrated together in a single software product or packaged into multiple software products.

Other implementations are within the scope of the claims.
What is claimed is:

1. A method comprising:
   receiving an indication that an event has occurred in a physical space being monitored by a monitoring device that includes a plurality of sensors;
   in response to the indication, sending one or more primary notifications of the event over a computer-based network to each of one or more persons primarily associated with the physical space being monitored; and
   if, after a designated amount of time, none of the primary notifications have been viewed by any of the persons primarily associated with the physical space being monitored, sending a backup notification of the event over the computer-based network to one or more persons designated as backup contacts,
   wherein the backup notification is logically associated with information that the one or more backup contacts can access about the event.

2. The method of claim 1, wherein the logical association is embodied by a link in the backup notification.

3. The method of claim 1, wherein each person primarily associated with the physical space being monitored resides, at least part-time, at or has an ownership interest in where the monitored space is located, and
   the person designated as a backup contact does not reside at or have an ownership interest in where the monitored physical space is located.
4. The method of claim 1, wherein the event is one that has been identified, by computer-based logic based on data collected by the monitoring device, as a potentially undesirable event.

5. The method of claim 1, wherein each of the one or more primary notifications and the backup notification are accessible from computer-based devices.

6. The method of claim 1, wherein the information about the event comprises a description of data relating to the event collected by the monitoring device.

7. The method of claim 1, wherein the information about the event comprises a video of the physical space during the event.

8. The method of claim 1, wherein the information about the event comprises one or more of the following:
   
   instructions on how to respond to the backup notification;
   
   a phone number for one or more of the people primarily associated with the physical space;
   
   a phone number for police, fire department and/or emergency medical services sufficiently proximate to the physical space to provide a timely response at the physical space, if needed;
   
   an address of the physical space;
   
   a map showing the location of the physical space on a map; and
data associated with the physical space collected by from one or more of the plurality of sensors.

9. The method of claim 8, wherein one or more of the phone numbers is configured to appear on a touch sensitive screen associated with the computer-based device as a phone number that can be dialed automatically by touching the touch sensitive screen where the phone number appears.

10. The method of claim 1, further comprising:

   enabling the person designated as a backup contact to indicate, after selecting the link to information about the event and viewing the information about the event, that, no further attention needs to be paid to the event.

11. The method of claim 10, further comprising:

   in response to an indication from the person designated as a backup contact that no further attention needs to be paid to the event:

       sending an electronic communication over the computer-based network to notify one or more of the persons primarily associated with the physical space being monitored of the backup contact's indication.

12. The method of claim 11, further comprising:
sending an electronic communication over the computer-based network to the person
designated as a backup contact confirming the backup contact’s indication that no further
attention needs to be paid to the event.

13. The method of claim 1, further comprising:

enabling the one or more of the persons primarily associated with the physical space
being monitored to send out an invitation, over the computer-based network, to another person
inviting that person to be a designated backup contact for the physical space being monitored.

14. The method of claim 1, wherein the monitoring device comprises:

a housing;

the sensors are inside or coupled to the housing and comprise one or more of the
following: a video camera, optionally with night vision capability, a microphone, a temperature
sensor, a humidity sensor, an air quality sensor, a motion detector, a carbon monoxide sensor and
an accelerometer.

15. A method comprising:

receiving an indication that an event has occurred in a physical space being monitored by
a monitoring device that includes a plurality of sensors;

in response to the indication, preparing a first primary notification of the event;

sending the first primary notification of the event over a computer-based network to each
one of one or more persons primarily associated with the physical space being monitored;
if, after a designated amount of time, none of the first primary notifications have been viewed by any of the persons primarily associated with the physical space being monitored, sending a second primary notification of the event over the computer-based network, via text, email, push notification, or some combination thereof, to one or more of the persons primarily associated with the physical space being monitored; and

if, after a designated amount of time, none of the second primary notifications have been viewed or acknowledged by any of the persons primarily associated with the physical space being monitored, sending a backup notification of the event over the computer-based network to one or more persons designated as backup contacts.

16. The method of claim 15, wherein sending the backup notification of the event comprises sending a text, an email, a push notification, or some combination thereof to the one or more persons designated as backup contacts.

17. The method of claim 15, wherein the backup notification is logically associated with information that the one or more backup contacts can access about the event.

18. The method of claim 15, wherein the backup notification has a link to information about the event.

19. The method of claim 15, further comprising:
pushing a notification to one or more of the persons primarily associated with the physical space being monitored that one or more of the persons designated as backup contacts has been notified.

20. A computer-based system comprising:

a monitoring device at a physical space to be monitored, wherein the monitoring device comprises a plurality of sensors and a communications module;

a computer-based processing system coupled to the monitoring device via a computer-based network, wherein the computer-based processing system comprises a computer-based processor, a memory storage device, and a communications module; and

one or more computer-based devices coupled to the computer-based processing system via the computer-based network,

wherein the computer-based processing system is configured to:

receive an indication that an event has occurred in the physical space being monitored by the monitoring device;

in response to the indication, send one or more primary notifications of the event over the computer-based network to each one of one or more persons primarily associated with the physical space being monitored; and

if, after a designated amount of time, none of the primary notifications have been viewed by any of the persons primarily associated with the physical space being monitored, send a backup notification of the event over the computer-based network to one or more persons designated as backup contacts,

wherein the backup notification has a link to information about the event.
21. The computer-based system of claim 20, wherein the one or more primary notifications and the backup notifications are accessible from one or more of the computer-based devices.

22. The computer-based system of claim 20, wherein each person primarily associated with the physical space being monitored resides, at least part-time, at or has an ownership interest in where the monitored space is located, and

   the person designated as a backup contact does not reside at or have an ownership interest in where the monitored physical space is located.

23. The computer-based system of claim 20, wherein the event is one that has been identified, by computer-based logic based on data collected by the monitoring device, as a potentially undesirable event.

24. The computer-based system of claim 20, wherein the information about the event comprises a description of data relating to the event collected by the monitoring device.

25. The computer-based system of claim 20, wherein the information about the event comprises a video of the physical space during the event.

26. The computer-based system of claim 20, wherein the information about the event comprises one or more of the following:

   instructions on how to respond to the backup notification;
a phone number for one or more of the people primarily associated with the physical space;

a phone number for police, fire department and/or emergency medical services sufficiently proximate to the physical space to provide a timely response at the physical space, if needed;

an address of the physical space;

a web map showing the location of the physical space on a map; and

data associated with the physical space collected by from one or more of the plurality of sensors.

27. The computer-based system of claim 26, wherein the data associated with the physical space includes video data collected by a video camera physically located at the monitored space.

28. The computer-based system of claim 20, wherein one or more of the phone numbers is configured to appear on a touch sensitive screen associated with one of the computer-based devices as a phone number that can be dialed automatically by touching the touch sensitive screen where the phone number appears.

29. The computer-based system of claim 20, wherein the computer-based processing system is configured to enable the person designated as a backup contact to indicate, after selecting the link to information about the event and viewing the information about the event, that, no further attention needs to be paid to the event, and
wherein the computer-based processing system is further configured so that, in response to an indication from the person designated as a backup contact that no further attention needs to be paid to the event, the computer-based processing system sends an electronic communication over the computer-based network to notify one or more of the persons primarily associated with the physical space being monitored of the backup contact's indication.

30. The computer-based system of claim 20, wherein the monitoring device comprises a housing, and wherein the sensors are inside or coupled to the housing and comprise one or more of the following: a video camera, optionally with night vision capability, a microphone, a temperature sensor, a humidity sensor, an air quality sensor, a motion detector, a carbon monoxide sensor and an accelerometer.

31. A computer-based system comprising:

a monitoring device at a physical space to be monitored, wherein the monitoring device comprises a plurality of sensors and a communications module;

a computer-based processing system coupled to the monitoring device via a computer-based network, wherein the computer-based processing system comprises a computer-based processor, a memory storage device, and a communications module; and

one or more computer-based devices coupled to the computer-based processing system via the computer-based network,

wherein the computer-based processing device is configured to:

receive an indication that an event has occurred in a physical space being monitored by the monitoring device;
in response to the indication, prepare a first primary notification of the event;

push the first primary notification of the event over the computer-based network
to each one of one or more persons primarily associated with the physical space being monitored;

if, after a designated amount of time, none of the first primary notifications have been viewed by any of the persons primarily associated with the physical space being monitored, send a second primary notification of the event over the computer-based network, via text, email, push notification or some combination thereof, to one or more of the persons primarily associated with the physical space being monitored;

if, after a designated amount of time, none of the second primary notifications have been viewed or acknowledged by any of the persons primarily associated with the physical space being monitored, send a backup notification of the event over the computer-based network to one or more persons designated as backup contacts.

32. The computer-based system of claim 31, wherein sending the backup notification of the event comprises sending a text, an email or both to the one or more persons designated as backup contacts.

33. The computer-based system of claim 31, wherein the backup notification has a link to information about the event.

34. The computer-based system of claim 31, wherein the computer-based processing system is further configured to:
push a notification to one or more of the persons primarily associated with the physical space being monitored that one or more of the persons designated as backup contacts has been notified.

35. A non-transitory, computer-readable medium storing instructions executable by a computer-based processor to perform the steps comprising:

receiving an indication that an event has occurred in a physical space being monitored by a monitoring device that includes a plurality of sensors;

in response to the indication, sending one or more primary notifications of the event over a computer-based network to each one of one or more persons primarily associated with the physical space being monitored; and

if, after a designated amount of time, none of the primary notifications have been viewed by any of the persons primarily associated with the physical space being monitored, sending a backup notification of the event over the computer-based network to one or more persons designated as backup contacts,

wherein the backup notification has a link to information about the event.

36. A non-transitory, computer-readable medium storing instructions executable by a computer-based processor to perform the steps comprising:

receiving an indication that an event has occurred in a physical space being monitored by a monitoring device that includes a plurality of sensors;

in response to the indication, preparing a first primary notification of the event;
pushing the first primary notification of the event over a computer-based network to each
one of one or more persons primarily associated with the physical space being monitored;

if, after a designated amount of time, none of the first primary notifications have been
viewed by any of the persons primarily associated with the physical space being monitored,
sending a second primary notification of the event over the computer-based network, via text or
email or both, to one or more of the persons primarily associated with the physical space being
monitored;

if, after a designated amount of time, none of the second primary notifications have been
viewed or acknowledged by any of the persons primarily associated with the physical space
being monitored, sending a backup notification of the event over the computer-based network to
one or more persons designated as backup contacts,

wherein the backup notification has a link to information about the event.
200 MONITOR

202 DETERMINE THAT AN EVENT HAS OCCURRED IN A PHYSICAL SPACE BEING MONITORED BY THE MONITORING DEVICE

204 ENSURE CONFIDENCE AND FILTER

206 PUSH FIRST PRIMARY NOTIFICATION(S) TO PERSON(S) PRIMARILY ASSOCIATED WITH THE PHYSICAL SPACE BEING MONITORED

208 ANYONE VIEW?

210 WAITING TIME PASSED?

212 SEND SECOND PRIMARY NOTIFICATION(S) TO PERSON(S) PRIMARILY ASSOCIATED WITH THE PHYSICAL SPACE BEING MONITORED

214 ANYONE VIEW?

216 WAITING TIME PASSED?

218 SEND BACKUP NOTIFICATION TO PERSON(S) DESIGNATED AS BACKUP CONTACT(S)

220 NOTIFY ONE OR MORE OF THE PERSONS PRIMARILY ASSOCIATED WITH THE SPACE BEING MONITORED THAT A BACKUP CONTACT HAS BEEN CONTACTED
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SUBSTITUTE SHEET (RULE 26)
**502, Text Message**
Hi (Backup's First Name),
Canary detected unexpected motion at your friend,
(User First and Last Name)'s (Location Name). You can help by following this link to view, and assessing the situation: http://canary.is/sh/n6imugncinww7i/qngv2l00k

**504, Email**
Hi (Backup's First Name),
Canary detected unexpected motion at your friend,
(User First and Last Name)'s (Location Name). Help (User First Name) by viewing the event details and assessing the situation

View Event

You are receiving this notification because you agreed to be a backup contact for Lee Hampton. Lee was unable to respond to this notification

This verification code could be anything from the API that we can safely assume a backup will know (Backup's Last Name, User's Last Name, Backups own phone number or email address, etc)

**506, Private URL Webpage**
Backup Verification (Backup's First Name), please enter your last name to verify your identity

Last Name
Verify

**508, Private URL Webpage**
Backup Portal Event Page
- Start/End Time of Entry
- Title of Entry
- Video Clip(s) of Entry
- Names and contact info of Location Members
- Location Details (Address)
- Location-Specific Emergency Numbers (Tappable on mobile)
- Current Temp/Humidity/AQ
- Some tips about what this means
- Some Best Practice info about how you ought to respond

Everything is Fine
Learn More About Canary

**510, Private URL Webpage**
Backup Portal Event Page
- Start/End Time of Entry
- Title of Entry
- Video Clip(s) of Entry
- Names and contact info of Location Members
- Location Details (Address)
- Great, thanks for reviewing this incident!
- We will let (User Name) know that you viewed this and said everything is fine
- Some best practice info about how you ought to respond

Everything is Fine
Learn More About Canary

**512**
http://canary.is

The event is considered "Acknowledged" after a backup successfully completes the verification and the event page is loaded.
502, TEXT MESSAGE
HI (BACKUP'S FIRST NAME), CANARY DETECTED UNEXPECTED MOTION AT YOUR FRIEND, (USER FIRST AND LAST NAME)'S (LOCATION NAME). YOU CAN HELP BY FOLLOWING THIS LINK TO VIEW, AND ASSESSING THE SITUATION: http://canary.is/sh/n6limugncinw7i/q1NGV2i00K

504, EMAIL
HI (BACKUP'S FIRST NAME), CANARY DETECTED UNEXPECTED MOTION AT YOUR FRIEND, (USER FIRST AND LAST NAME)'S (LOCATION NAME). HELP (USER FIRST NAME) BY VIEWING THE EVENT DETAILS AND ASSESSING THE SITUATION
VIEW EVENT
YOU ARE RECEIVING THIS NOTIFICATION BECAUSE YOU AGREED TO BE A BACKUP CONTACT FOR (USER FIRST AND LAST NAME)'S (LOCATION NAME). IF YOU WOULD NO LONGER LIKE TO BE A BACKUP CONTACT FOR (USER FIRST NAME), YOU CAN OPT OUT AT ANY TIME

506, PRIVATE URL WEBPAGE
BACKUP VERIFICATION (BACKUP'S FIRST NAME), PLEASE ENTER YOUR LAST NAME TO VERIFY YOUR IDENTITY
LAST NAME
VERIFY
YOU ARE RECEIVING THIS NOTIFICATION BECAUSE YOU ARE A BACKUP CONTACT FOR LEE HAMPTON. LEE WAS UNABLE TO RESPOND TO THIS NOTIFICATION

506a, PRIVATE URL WEBPAGE
BACKUP VERIFICATION (BACKUP'S FIRST NAME), PLEASE ENTER YOUR LAST NAME TO VERIFY YOUR IDENTITY
LAST NAME
VERIFY
HMM, THAT DIDN'T WORK. CHECK THE SPELLING AND TRY AGAIN?

612, PRIVATE URL WEBPAGE
TOO MANY INCORRECT ATTEMPTS!
FOR SECURITY PURPOSES, WE CANNOT GRANT YOU ACCESS AFTER 3 FAILED ATTEMPTS

AFTER 3 FAILED ATTEMPTS (THIS NUMBER SHOULD BE DEPENDENT ON HOW CONFIDENT WE ARE THAT A BACKUP WILL KNOW THE THING WE'RE ASKING THEM TO VERIFY)

FIG.6
10:49

Wednesday, April 2

Canary now

A backup contact viewed an event at Brooklyn Apartment, slide to view message

10m ago

Notification escalated and sent to backup contacts, slide to view message

13m ago

Notification escalated and was sent to backup contacts, slide to view message

18m ago

Text message slide to reply

23m ago

Motion detected in the living room at Brooklyn Apartment, slide to view message

> slide to unlock
902, EMAIL

EMAIL FROM CANARY, WITH A BRIEF EXPLANATION AND THE USER'S REQUEST FOR THEM TO BE A BACKUP

WILL YOU HELP [USER NAME] PROTECT THEIR HOME?

YES, I WILL

IF YOU DON'T HAVE A SMARTPHONE OR WOULD RATHER NOT HELP [USER NAME] PROTECT THEIR HOME, YOU CAN DECLINE THE REQUEST AND WE WILL LET [USER NAME] KNOW

904, PRIVATE URL WEBPAGE

WEBPAGE EXPLAINING BACKUP CONTACTS

EMAIL AND SMARTPHONE NUMBER ARE REQUIRED TO BE A BACKUP

ENTER YOUR SMARTPHONE NUMBER:

(XXX)XXX-XXXX

SUBMIT

BY AGREEING TO BE A BACKUP CONTACT FOR [USER NAME] YOU AGREE TO CANARY'S PRIVACY POLICY AND TERMS AND CONDITIONS

IF YOU DON'T HAVE A SMARTPHONE OR WOULD RATHER NOT HELP [USER NAME] PROTECT THEIR HOME, YOU CAN DECLINE THE REQUEST AND WE WILL LET [USER NAME] KNOW

NEVER MIND, I'D RATHER NOT

910, PRIVATE URL WEBPAGE

2-STEP VERIFICATION PLEASE VERIFY YOUR PHONE NUMBER BY ENTERING THE CODE THAT WAS SENT TO (***)_***52

ENTER CODE

VERIFY

BY AGREEING TO BE A BACKUP CONTACT FOR [USER NAME] YOU AGREE TO CANARY'S PRIVACY POLICY AND TERMS AND CONDITIONS

IF YOU DON'T HAVE A SMARTPHONE OR WOULD RATHER NOT HELP [USER NAME] PROTECT THEIR HOME, YOU CAN DECLINE THE REQUEST AND WE WILL LET [USER NAME] KNOW

NEVER MIND, I'D RATHER NOT

YOUR CANARY VERIFICATION CODE IS: XXXXXX

914, PRIVATE URL WEBPAGE

CONFIRMATION THAT YOU ARE NOW A BACKUP CONTACT FOR (USER NAME)

SOME INFO/TIPS ABOUT HOW TO BE A GOOD BACKUP

WANT TO KNOW WHAT TO EXPECT IF YOU DO RECEIVE AN ALERT FROM (USER NAME)'S CANARY?

VIEW A SAMPLE ALERT

LEARN MORE ABOUT CANARY

916, WEBPAGE

SAMPLE ALERT PAGE. PROBABLY WITH SOME OVERLAYS THAT SHOW YOU WHAT TO DO THE PAGE

YOU ARE NOW A CANARY BACKUP CONTACT FOR YOUR FRIEND, (USER NAME). HOPEFULLY YOU WON'T RECEIVE NOTIFICATIONS OFTEN, BUT WHEN YOU DO, PLEASE FOLLOW THE LINK AND RESPOND APPROPRIATELY. TO SEE WHAT TO EXPECT WHEN YOU ARE ALERTED, OPEN THIS LINK: http://canary.is/sample-backup-alert

912, TEXT MESSAGE

908, TEXT MESSAGE

12/15
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ATTEMPTING TO ENABLE PRIOR TO ADDING ANY BACKUPS

Enable backup contacts

Add a backup

Add a backup

Learn more about Backup Contacts

ADD BACKUPS FOR THE FIRST TIME FLOW

You have not yet invited any backup contacts

ADD BACKUPS

Learn more about Backup Contacts

ATTEMPT TO ENABLE BACKUP CONTACTS AFTER INVITING ONE OR MORE, BUT BEFORE ANYONE HAS ACCEPTED

Enable backup contacts

James Reeder

Add a backup

Add a backup

You will be able to enable this feature after your pending invitations have been accepted

OKAY

Learn more about Backup Contacts

Learn more about Backup Contacts
PUSH NOTIFICATION

[BACKUP NAME] ACCEPTED YOUR INVITATION TO BE BACKUP. BACKUP CONTACTS ARE NOW ENABLED

← BACKUP CONTACTS

Enable backup contacts

- James Reeder

Add a backup

Add a backup

Learn more about Backup Contacts
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