
(57)【特許請求の範囲】
【請求項１】
　相手装置との認証処理を無線通信を介して実行する無線通信装置において、
　装置と着脱可能に設けられたアンテナと、
　前記アンテナの取り外しを検知する検知手段と、
　前記検知手段により前記アンテナが取り外されたことが検知されると認証処理を実行す
る制御手段とを具備したことを特徴とする無線通信装置。
【請求項２】
　相手装置との認証処理を無線通信を介して実行する無線通信装置において、
　無線通信用アンテナと、
　通信回路と、
　前記無線通信用アンテナと前記通信回路との接続と切断を切り替えるスイッチと、
　前記スイッチによる前記無線通信用アンテナと前記通信回路との切断を検知して、この
切断と連動して認証処理を実行する制御手段とを具備したことを特徴とする無線通信装置
。
【請求項３】
　相手装置との認証処理を無線通信を介して実行する無線通信装置において、
　無線通信用アンテナと、
　通信回路と、
　前記無線通信用アンテナと前記通信回路との接続と切断を切り替えるスイッチと、
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　所定のタイミングで前記スイッチによる前記無線通信用アンテナと前記通信回路との接
続または切断の状態を検知する検知手段と、
　前記検知手段により前記スイッチによって前記無線通信用アンテナと前記通信回路とが
切断されていることを検知した場合に認証処理を実行する制御手段とを具備したことを特
徴とする無線通信装置。
【請求項４】
　相手装置との認証処理を無線通信を介して実行してネットワークを確立する無線通信方
法において、
　装置に対して着脱可能に設けられたアンテナが取り外されたことを検知し、
　この検知に対応して相手装置とのネットワークを確立するための認証処理を実行するこ
とを特徴とする無線通信方法。
【発明の詳細な説明】
【０００１】
【発明の属する技術分野】
本発明は、相手装置との認証処理を無線通信を介して実行する無線通信装置、及び無線通
信方法に関する。
【０００２】
【従来の技術】
近年、１台の親機と複数の子機によって無線通信ネットワークを構成してデータ通信を行
なう通信方法を、無線通信装置のインタフェースに応用し、無線通信装置間をワイヤレス
化することが考えられている。このような通信方法では、通常、同様の通信手段を有する
任意の無線通信装置間で相互に接続可能であり、その無線通信能力に応じた距離の範囲内
（例えば半径１０ｍ内）の無線通信装置との間の通信が可能である。
【０００３】
一方、パーソナルコンピュータとその周辺機器として機能する無線通信装置への応用を考
えた場合、ごく限られた範囲内の無線通信装置とのみ接続を行ないたい場合がある。例え
ば、自分の机上にあるパーソナルコンピュータとは周辺機器のみが限定的に接続され、あ
る程度離れた場所にある他者が利用しているコンピュータや周辺機器などとは接続されな
いようにする場合である。
【０００４】
ところで、無線通信により通信を行なうための初期接続時には、通信を行なう無線通信装
置間で認証処理が実行される。認証処理では固有の情報（認証情報）が無線通信装置間で
無線通信により送受信され、この認証処理によって相手装置が一度認証されることで、そ
の後、通信内容が外部に漏洩しないような方式により両者の間でデータ通信が実行される
。
【０００５】
【発明が解決しようとする課題】
このように従来の通信方法では、認証処理において認証情報が無線通信装置間で送受信さ
れるが、近接エリア（無線電波が到達する距離）に接続しようとする無線通信装置とそう
ではない無線通信装置が存在している場合に、この両方の無線通信装置との間で認証処理
のための固有な情報が送受信され得る。すなわち、不特定の相手によって認証情報が傍受
されてしまい、意図しない無線通信装置においても同時に認証処理が実行されてしまう可
能性を含んでいることになる。
【０００６】
こうした問題に対して本出願人は、先に特願平１１－９６８２１「無線通信装置とその制
御方法」において、認証処理中には制御部による出力を低下させる方式について出願して
いる。すなわち、認証処理中には無線出力を制御することで特定の無線通信装置に対して
のみ認証情報が受信されるようにするものである。
【０００７】
しかしながら、先に出願した技術では不特定の相手によって認証情報が傍受されることを
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回避できるものの、無線出力制御のための制御回路など付加回路が必要となり、無線通信
装置に対するコスト上昇を招いてしまうという点で改善すべき事項があった。
【０００８】
本発明は前記のような事情を考慮してなされたもので、コスト上昇を招くことなく、簡易
に特定の相手装置とのみ認証処理を行なって通信することが可能な無線通信装置、及び無
線通信方法を提供することを目的とする。
【０００９】
【課題を解決するための手段】
本発明は、相手装置との認証処理を無線通信を介して実行する無線通信装置において、装
置と着脱可能に設けられたアンテナと、前記アンテナの取り外しを検知する検知手段と、
前記検知手段により前記アンテナが取り外されたことが検知されると認証処理を実行する
制御手段とを具備したことにより、アンテナが装置から外されるのと連動して認証処理ヘ
移行されることにより、認証処理を開始した時点で既にアンテナが外された状態となって
いるため、電波の放出及び受信の効率を著しく減衰させ、不特定の相手に認証情報が到達
しないようにすることができる。
【００１０】
また本発明は、相手装置との認証処理を無線通信を介して実行する無線通信装置において
、無線通信用アンテナと、通信回路と、前記無線通信用アンテナと前記通信回路との接続
と切断を切り替えるスイッチと、前記スイッチによる前記無線通信用アンテナと前記通信
回路との切断を検知して、この切断と連動して認証処理を実行する制御手段とを具備した
ことにより、認証処理ヘの移行を指示するために操作されるスイッチにより、アンテナと
通信回路（例えば分波器）とが切断され、この切断と連動して認証処理へ移行されること
により、認証処理を開始した時点で既にアンテナと通信回路とが切断された状態となって
いるため、電波の放出及び受信の効率を著しく減衰させ、不特定の相手に認証情報が到達
しないようにすることができる。
【００１１】
また本発明は、相手装置との認証処理を無線通信を介して実行する無線通信装置において
、無線通信用アンテナと、通信回路と、前記無線通信用アンテナと前記通信回路との接続
と切断を切り替えるスイッチと、所定のタイミングで前記スイッチによる前記無線通信用
アンテナと前記通信回路との接続または切断の状態を検知する検知手段と、前記検知手段
により前記スイッチによって前記無線通信用アンテナと前記通信回路とが切断されている
ことを検知した場合に認証処理を実行する制御手段とを具備したことにより、認証処理ヘ
の移行を指示するために操作されるスイッチの状態が所定のタイミングで検知され、この
時点でアンテナと通信回路（例えば分波器）とが切断されていた場合に、この切断と連動
して認証処理へ移行されることにより、認証処理を開始した時点で既にアンテナと通信回
路とが切断された状態となっているため、電波の放出及び受信の効率を著しく減衰させ、
不特定の相手に認証情報が到達しないようにすることができる。
【００１２】
また本発明は、相手装置との認証処理を無線通信を介して実行する無線通信装置において
、認証処理の実行を指示するためのスイッチと、前記スイッチの操作に連動して無線通信
の出力レベルを所定値にまで低下させる出力制御手段と、前記出力制御手段により出力レ
ベルを低下させた後、認証処理を実行する制御手段とを具備したことにより、認証処理ヘ
の移行を指示するために操作されるスイッチにより無線通信の出力レベルが所定値にまで
低下され、この出力レベルの低下と連動して認証処理へ移行されることにより、認証処理
を開始した時点で既に電波の放出の効率を著しく減衰させ、不特定の相手に認証情報が到
達しないようにすることができる。
【００１３】
【発明の実施の形態】
以下、図面を参照して本発明の実施の形態について説明する。図１は本実施形態に係わる
無線通信装置の主要な構成を示すブロック図である。無線通信装置は、記録媒体に記録さ
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れたプログラムを読み込み、このプログラムによって動作が制御されるコンピュータの機
能を利用して実現できる。無線通信装置は、各種の情報処理装置（パーソナルコンピュー
タ、ＰＤＡ（ personal digital assistant）等）、通信機器などとして使用されるもので
、例えばＢｌｕｅｔｏｏｔｈ、ＨｏｍｅＲＦによる方式を利用した無線通信を行なうこと
ができる。なお、ＢｌｕｅｔｏｏｔｈとＨｏｍｅＲＦは、短距離の無線通信規格であり、
２．４ＧＨｚ帯のＩＳＭ（ Industry Science Medical）バンドを用いてＢｌｕｅｔｏｏｔ
ｈでは約１０ｍ、ＨｏｍｅＲＦでは約５０ｍの無線通信を実現するものである。Ｂｌｕｅ
ｔｏｏｔｈ、ＨｏｍｅＲＦでは、スペクトラム拡散技術として周波数ホッピング方式を用
いており、最大でＢｌｕｅｔｏｏｔｈでは８台、ＨｏｍｅＲＦでは１２７台までの機器を
時分割多重方式によって接続することができる。ＢｌｕｅｔｏｏｔｈやＨｏｍｅＲＦでは
、時分割多重方式によって接続された機器によってネットワークを形成し、１台がマスタ
ー、その他の機器がスレーブとして機能する。また、このネットワークにおいては、ＰＩ
Ｎ（ Personal Identification Number）コードと呼ばれる暗証番号によって接続認証処理
を行なう機能を持っている。
【００１４】
図１に示すように、本実施形態における無線通信装置は、アンテナ部１、分波器２、接続
部３、電力増幅器４、変調部５、増幅器６、復調部７、データ処理部８、制御部９、表示
部１０、及びスピーカ部１１とを有して構成される。
【００１５】
アンテナ部１は、無線通信用の電波の放出及び受信をするためのもので、接続部３を介し
て装置の通信回路と接続されている。
分波器２は、アンテナ部１によって受信された電波を、接続部３を介して入力して特定の
周波数の電波に分離して増幅器６に出力する。
接続部３は、アンテナ１の接続と切断を切り替えるためのもので、その状態が制御部９に
よって検知されるように構成される（第１実施形態）。また、接続部３は、認証処理の実
行を指示するために操作されるスイッチ（認証スイッチ）として構成され、アンテナ部１
と通信回路（分波器２、制御部９）との接続と切断の切り替え（第２実施形態、第３実施
形態）、電力増幅器４に対する電力増幅レベルの切替指示に使用される（第４実施形態）
。
【００１６】
電力増幅器４は、データ処理部８で生成され、変調部５で変調された送信信号を電力増幅
する装置である。電力増幅器４は、接続部３が認証スイッチとして機能する場合（第４実
施形態）、スイッチに対する操作を検知し、この検知と連動して電力増幅レベルを所定値
にまで低下させる機能をもつ。
【００１７】
変調部５は、データ処理部８からの送信データを無線通信に適した送信信号に変調して、
電力増幅器４に出力する。
増幅部６は、アンテナ部１において受信され、接続部３及び分波器２を経てた受信信号を
増幅して、復調部７に出力する。
復調部７は、変調部５の変調方式に対応するもので、増幅器６によって増幅された変調さ
れた受信信号を復調して、データ処理部８により処理可能な形式の受信データを生成して
出力する。
データ処理部８は、制御部９の制御のもとで、送信データの生成、及び復調部７で復調さ
れた受信データの処理を行なう。
【００１８】
制御部９は、内部プログラムに従って本装置の全体を制御する装置であり、例えば少なく
ともデータ通信を開始する前に、接続部３によってアンテナ１が切断された場合（第１実
施形態）、あるいは認証スイッチとして機能する接続部３によってアンテナ部１と通信回
路（分波器２、制御部９）とが切断された場合（第２実施形態、第３実施形態）、無線通
信が可能な範囲に存在する他の無線通信装置との間で認証処理を実行する。また、制御部
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９は、認証処理の後に実行されるデータ通信に応じて実行される処理に応じて、表示部１
０に対する表示制御、スピーカ１１に対する音声出力制御を行なう。
【００１９】
次に、本発明の第１実施形態における無線通信装置について説明する。
図２は、第１実施形態におけるアンテナ部１と接続部３の外観構成を示す図、図３は、第
１実施形態における接続部３の回路構成の概略を示す回路図である。
【００２０】
図２に示すように、アンテナ部１は、装置筐体から着脱自在となるように構成されている
。アンテナ部１は、アンテナ１ａとコネクタ１ｂにより構成されており、また接続部３は
、マイクロスイッチ３ａ、コネクタ受側３ｂにより構成されている。アンテナ部１は、コ
ネクタ１ｂを接続部３のコネクタ受側３ｂに結合することで接続される。コネクタ１ｂと
コネクタ受側３ｂとが結合されている場合では、マイクロスイッチ３ａの突起部にコネク
タ１ｂが圧接して、マイクロスイッチ３ａがＯＮされた状態となる。また、コネクタ１ｂ
がコネクタ受側３ｂから外された場合では、マイクロスイッチ３ａがＯＦＦされた状態と
なる。
【００２１】
すなわち、図３に示すように、マイクロスイッチ３ａがＯＮされている場合には、制御部
９への信号レベルがプルダウンされた状態（ＬＯＷレベル）であり、マイクロスイッチ３
ａがＯＦＦされている場合には、制御部９への信号レベルが抵抗３ｃによりプルアップさ
れた状態（ＨＩＧＨレベル）となる。従って、制御部９は、接続部３（マイクロスイッチ
３ａ）からの信号レベルによって、アンテナ部１が装置に装着されているか、あるいは外
されているかを検知することができる。
【００２２】
次に、第１実施形態における無線通信装置の動作について、図４に示すフローチャートを
参照しながら説明する。
制御部９は、マイクロスイッチ３ａの状態変化の発生を割込みなどにより検知し、このタ
イミングにおいてマイクロスイッチ３ａの状態を読込む（ステップＡ１）。
【００２３】
通常の使用状態ではアンテナ部１は、装置（接続部３）と接続された状態となっているた
めマイクロスイッチ３ａがＯＮ状態であり、制御部９への接続部３からの信号がＬＯＷレ
ベルとなっている。制御部９は、接続部３からの信号がＬＯＷレベルであり、マイクロス
イッチ３ａがＯＮされていることを検知した場合には通常処理を実行する（ステップＡ２
，Ａ４）。すなわち、装置に接続されたアンテナ部１を用いたデータ通信などを実行する
。アンテナ部１が接続されていることにより、本来の無線通信範囲での安定した通信がで
きる。
【００２４】
一方、無線通信装置によって特定の相手装置とのみ認証処理を実行してデータ通信を実行
しようとする場合、ユーザによりアンテナ部１が接続部３（コネクタ受側３ｂ）から予め
取り外される。これにより、マイクロスイッチ３ａがＯＦＦ状態となり、制御部９への信
号レベルがＨＩＧＨレベルに変化する。制御部９は、接続部３からの信号がＨＩＧＨレベ
ルであり、マイクロスイッチ３ａがＯＦＦされていることを検知した場合には、認証処理
モードに移行して認証処理を開始する（ステップＡ２，Ａ３）。
【００２５】
すなわち、制御部９は、アンテナ部１が外されるのと連動して認証処理を開始することに
なり、認証処理を開始した時点で既にアンテナ部１が外された状態となっている。このた
め、認識処理の際に電波の放出及び受信の効率を著しく減衰させられていることになり、
通信可能エリアを限定することができる。従って、認証処理で送受信される認証情報が限
定されたエリアに存在する装置にのみしか受信されないことになり、不特定多数に認証情
報を傍受される危険を抑えることができる。
【００２６】
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図５は、無線通信装置Ａにおいて特定の相手装置として無線通信装置Ｂのみを対象として
認証処理を実行させる場合の状況を示している。アンテナ部１が接続されている場合には
、無線通信装置Ａの通信範囲には無線通信装置Ｂ，Ｃ，Ｄが含まれているために、その状
態で認証処理を実行してしまうと無線通信装置Ｃ，Ｄにも認証情報が受信され得る。そこ
で、アンテナ部１が外されて通信エリアが限定された状態で認証処理を開始することで、
特定の相手装置とする無線通信装置Ｂにのみ認証情報が受信されることになる。
【００２７】
このようにして、無線出力制御のための制御回路など付加回路を設けることなく、アンテ
ナ部１を取り外すという簡単な作業を行なうだけで特定の相手装置のみを対象として認証
処理を実行することができる。
【００２８】
次に、第２実施形態における無線通信装置について説明する。図６は、第２実施形態にお
ける接続部３の回路構成の概略を示す回路図である。
【００２９】
第２実施形態における接続部３は、図６に示すように、認証処理の実行を指示するために
操作されるスイッチ（認証スイッチ３ｄ）として構成され、アンテナ部１と通信回路（分
波器２、制御部９）との接続と切断の切り替えが行われるように構成されている。
【００３０】
すなわち、認証スイッチ３ｄがＯＮされている場合には、制御部９への信号レベルがプル
ダウンされた状態（ＬＯＷレベル）であると共に、分波器２とアンテナ部１とが接続され
た状態であり、図６に示すように、認証スイッチ３ｄがＯＦＦされている場合には、制御
部９への信号レベルが抵抗３ｃによりプルアップされた状態（ＨＩＧＨレベル）となると
共に、分波器２とアンテナ部１とが切断された状態となる。従って、制御部９は、接続部
３からの信号レベルによって、分波器２とアンテナ部１とが接続されているか、あるいは
切断されているかを検知することができる。
【００３１】
次に、第２実施形態における無線通信装置の動作について、図７に示すフローチャートを
参照しながら説明する。なお、第２実施形態における無線通信装置では、認証スイッチ３
ｄに対する切り替え操作があったタイミングで認証スイッチ３ｄの状態を取得するものと
して、ステップＢ０における処理を実行しないものとする（ステップＢ０は第３実施形態
において実行する）。
【００３２】
制御部９は、認証スイッチ３ｄの状態変化の発生を割込みなどにより検知し、このタイミ
ングにおいて認証スイッチ３ｄの状態を読込む（ステップＢ１）。
【００３３】
通常の使用状態では認証スイッチ３ｄはＯＮ状態とされており、制御部９への接続部３か
らの信号がＬＯＷレベルとなっている。また、分波器２とアンテナ部１とが接続された状
態となっている。制御部９は、接続部３からの信号がＬＯＷレベルであり、認証スイッチ
３ｄがＯＮされていることを検知した場合には通常処理を実行する（ステップＢ２，Ｂ４
）。すなわち、分波器２と接続されたアンテナ部１を用いたデータ通信などを実行する。
アンテナ部１が接続されていることにより、本来の無線通信範囲での安定した通信ができ
る。
【００３４】
一方、無線通信装置によって特定の相手装置とのみ認証処理を実行してデータ通信を実行
しようとする場合、ユーザにより認証スイッチ３ｄがＯＦＦ側に切り替えられる。これに
より、図６に示すように、認証スイッチ３ｄがＯＦＦ状態となり、制御部９への信号レベ
ルがＨＩＧＨレベルに変化する。制御部９は、接続部３からの信号がＨＩＧＨレベルであ
ことを検知した場合には、認証処理モードに移行して認証処理を開始する（ステップＢ２
，Ｂ３）。
【００３５】
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すなわち、制御部９は、分波器２とアンテナ部１との接続が認証スイッチ３ｄによって切
り離されるのと連動して認証処理を開始することになり、認証処理を開始した時点で既に
アンテナ部１が切り離された状態となっている。このため、認識処理の際に電波の放出及
び受信の効率を著しく減衰させられていることになり、通信可能エリアを限定することが
できる。従って、認証処理で送受信される認証情報が限定されたエリアに存在する装置に
のみしか受信されないことになり、不特定多数に認証情報を傍受される危険を抑えること
ができる。第２実施形態の場合も図５に示すようにして、認証スイッチ３ｄに対する操作
によって、特定の相手装置として無線通信装置Ｂのみを対象として認証処理を実行するこ
とができる。
【００３６】
このようにして、無線出力制御のための制御回路など付加回路を設けることなく、接続部
３に設けられた認証スイッチ３ｄを切り替えるという簡単な作業を行なうだけで特定の相
手装置のみを対象として認証処理を実行することができる。
【００３７】
次に、第３実施形態における無線通信装置について説明する。第３実施形態では、前述し
た第２実施形態における無線通信装置と同様にして構成されるが、接続部３（認証スイッ
チ３ｄ）の状態を状態変化のタイミングではなく、予め設定されている所定のタイミング
によって実行するものである。すなわち、第３実施形態における無線通信装置は、図７に
示すフローチャートに従って、ステップＢ０における処理を含めて実行する。
【００３８】
制御部９は、例えば無線通信装置の主電源がＯＮされた後、予め設定されている特定時間
内に入った時、無線通信装置に対してのオプション接続があった時などの所定のタイミン
グとなったかを監視しており、所定のタイミングとなった場合に接続部３（認証スイッチ
３ｄ）のスイッチの状態を読込む（ステップＢ０，Ｂ１）。以下、第２実施形態の場合と
同様にして、図７に示すフローチャートに従って認証スイッチ３ｄの状態に応じた処理を
実行する。
【００３９】
第３実施形態における無線通信装置では、所定のタイミングで認証処理を実行させる場合
には、ユーザによって認証スイッチ３ｄが予め認証処理が実行される側、すなわちＯＦＦ
側に切り替えさせておく。これにより、所定のタイミングで認証処理が実行されることに
なる。
【００４０】
このようにして、無線出力制御のための制御回路など付加回路を設けることなく、接続部
３に設けられた認証スイッチ３ｄを切り替えるという簡単な作業を行なうだけで特定の相
手装置のみを対象として認証処理を実行することができ、さらに特定のタイミングのみで
認証スイッチ３ｄの状態を取得するので、特定の状況において認証処理を実行するような
場合に不必要に認証処理が実行されてしまうことを防ぐことができる。
【００４１】
なお、第３実施形態におけるような認証処理開始検知の処理は、第２実施形態における構
成に限らず、第１実施形態における無線通信装置に適用することも可能である。
【００４２】
次に、第４実施形態における無線通信装置について説明する。
第４実施形態における無線通信装置の接続部３は、認証処理の実行を指示するために操作
される認証スイッチとして構成される。
【００４３】
認証スイッチがＯＮされている場合には、制御部９への信号レベルがプルダウンされた状
態（ＬＯＷレベル）であり、認証スイッチがＯＦＦされている場合には、制御部９への信
号レベルがプルアップされた状態（ＨＩＧＨレベル）となるようになっているものとする
（図３または図６参照）。また、電力増幅器４は、認証スイッチに対する操作、すなわち
ＯＮ／ＯＦＦの状態を検知することができる。

10

20

30

40

50

(7) JP 3749812 B2 2006.3.1



【００４４】
制御部９は、前述した第２実施形態または第３実施形態のように認証スイッチ状態を取得
して、その認証スイッチの状態に応じて認証処理の開始（認証スイッチＯＦＦの場合）、
あるいは通常処理を実行する（認証スイッチＯＮの場合）（図７参照）。
【００４５】
一方、電力増幅器４は、認証スイッチに対する操作と連動した電力制御を実行する。図８
には電力増幅器４における電力制御を表すフローチャートを示している。
【００４６】
電力増幅器４は、認証スイッチがＯＮの状態にある場合には通常の電力増幅制御を実行す
る（ステップＣ１）。すなわち、変調部５で変調された送信信号を電力増幅して、通常の
通信可能エリアに存在する装置に対して電波が到達されるようにしている。
【００４７】
ここで、認証スイッチに対してＯＦＦする操作が行われた場合、電力増幅器４は、認証ス
イッチＯＦＦの状態を検知して（ステップＣ２）、電力増幅レベルを予め設定された所定
レベルに下げる（ステップＣ３）。予め設定された電力増幅レベルは、例えば図５中にお
ける無線通信装置Ａが通常の電力増幅制御によって無線通信装置Ｂ，Ｃ，Ｄに対して電波
を送信できる場合に、無線通信装置Ｂのみにしか電波が到達しないレベルとなっている。
すなわち、前述した第１～第３実施形態においてアンテナ部１が通信回路と切断された場
合と同程度となるように無線通信の出力レベルが低下される。
【００４８】
電力増幅器４は、認証スイッチと連動して下げられた所定レベルに応じた電力増幅制御を
実行する（ステップＣ４）。ここでは、精密な電力増幅制御を行なうのではなく、単純に
予め設定された所定レベルにまで出力レベルを低下させる。従って、電力増幅器４に対し
て大きなコスト上昇を招くような付加回路は必要ない。
【００４９】
なお、制御部９では、認証スイッチがＯＦＦされることにより認証処理を開始する。すな
わち、電力増幅器４によって電力増幅レベルが低下されて電波の到達範囲が限定された時
点で認証処理を開始することになり、認証処理で送受信される認証情報が限定されたエリ
アに存在する装置にのみしか受信されないことになり、不特定多数に認証情報を傍受され
る危険を抑えることができる。第４実施形態の場合も図５に示すようにして、認証スイッ
チに対する操作によって、特定の相手装置として無線通信装置Ｂのみを対象として認証処
理を実行することができる。
【００５０】
一方、所定レベルに応じた電力増幅制御を行っている間に認証スイッチがＯＮされた場合
、電力増幅器４は、通常電力増幅制御に移行して、通常の通信可能エリアに対して電波が
到達するように電力増幅を行なう（ステップＣ１）。
【００５１】
このようにして、認証処理の開始を指示するために操作される認証スイッチの切り替えに
連動して、電力増幅器４の電力増幅レベルを通信可能エリアが限定されるように所定レベ
ルのまで低下させ、その時点で制御部９において認証処理を実行させることにより、認証
スイッチを切り替えるという簡単な作業を行なうだけで特定の相手装置のみを対象として
認証処理を実行することができる。
【００５２】
なお、前述した第４実施形態の説明では、認証スイッチがＯＦＦされた場合に、連動して
電力増幅器４による信号増幅のレベルを所定レベルに下げるものとしているが、電力増幅
器４だけでなく増幅器６による増幅レベルも同時に所定レベルに下げるようにしても良い
。
【００５３】
また、前述した各実施形態における説明では、認証処理をデータ通信を開始する前に実行
されるものとしているが、その他のタイミングで実行することも勿論可能である。
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【００５４】
また、上述した実施形態において記載した認証処理開始検知の手法は、コンピュータに実
行させることのできるプログラムとして、例えば磁気ディスク（フロッピーディスク、ハ
ードディスク等）、光ディスク（ＣＤ－ＲＯＭ、ＤＶＤ等）、半導体メモリなどの記録媒
体に書き込んで各種装置に提供することができる。また、通信媒体により伝送して各種装
置に提供することも可能である。本装置を実現するコンピュータは、記録媒体に記録され
たプログラムを読み込み、または通信媒体を介してプログラムを受信し、このプログラム
によって動作が制御されることにより、上述した処理を実行する。
【００５５】
【発明の効果】
以上詳述したように本発明によれば、アンテナ部の装置からの取り外し、アンテナ部と通
信回路との切断、あるいは無線電波の出力レベルの低下と連動させて認証処理を開始させ
ることで、コスト上昇を招くことなく、簡易に特定の相手装置とのみ認証処理を行なって
認証情報の漏洩を防ぐことが可能となるものである。
【図面の簡単な説明】
【図１】本実施形態に係わる無線通信装置の主要な構成を示すブロック図。
【図２】第１実施形態におけるアンテナ部１と接続部３の外観構成を示す図。
【図３】第１実施形態における接続部３の回路構成の概略を示す回路図。
【図４】第１実施形態における無線通信装置の動作について説明するフローチャート。
【図５】無線通信装置Ａにおいて特定の相手装置として無線通信装置Ｂのみを対象として
認証処理を実行させる場合の状況を示す図。
【図６】第２実施形態における接続部３の回路構成の概略を示す回路図。
【図７】第２及び第３実施形態における無線通信装置の動作について説明するフローチャ
ート。
【図８】第４実施形態における電力増幅器４における電力制御を表すフローチャート。
【符号の説明】
１…アンテナ部
２…分波器
３…接続部（検知手段）
４…電力増幅器
５…変調部
６…増幅器
７…復調部
８…データ処理部
９…制御部
１０…表示部
１１…スピーカ部
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【 図 １ 】

【 図 ２ 】

【 図 ３ 】

【 図 ４ 】

【 図 ５ 】

【 図 ６ 】

【 図 ７ 】

【 図 ８ 】
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