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(57) Abstract: A telecommunications system communicates internet packet data, carrying a plurality of different types of data, to
and/or from a mobile communications user equipment. The system comprises a gateway support node (GGSN) (300), a serving
support node (SGSN) (306) and a radio network controller (RNC) (314). The mobile user equipment (UE) is operable to communi-
cate a context application request to the serving support node (SGSN) specifying main quality of service parameters and at least one
& other data field representing a request for a different set of quality of service parameters, each of the quality of service parameters
& being provided for one of the different types of data in the data packet. The serving support node (SGSN) is responsive to the context
application request to establish a virtual channel between the gateway support node (GGSN) and the user equipment via the serving
support node (SGSN), including a radio access bearer in accordance with each of the plurality of quality of service parameters for
communicating the different data types. An advantage is thereby provided in that a more efficient use of radio resources can be
provided, because the radio access bearer can be matched to the type of data to be communicated.
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RADIO TELECOMMUNICATIONS APPARATUS AND METHOD FOR COMMUNICATING INTERNET DATA
PACKETS CONTAINING DIFFERENT TYPES OF DATA

Field of the Invention

The present invention relates to telecommunications systems for providing a
facility for communicating internet packet data to and/or from a mobile

5  communications user equipment.

Background of the Invention

Mobile radio networks such as the Global System for Mobiles (GSM) and the
Universal Mobile Telecommunications System (UMTS) can provide a facility for
communicating data in circuit switched mode or using data packets. In circuit

10 switched mode a physical communications channel is allocated for a logical
communications channel throughout a call. For the communication of data packets,
the General Packet Radio Service (GPRS) has been developed. GPRS provides
~support for a packet-orientated service, which attempts to optimise network and radio
resources for packet data communications such as for example Internet Packets (IP).

15 The GPRS provides a logical architecture, which is related to the circuit switched
architecture of a mobile radio system.

The system for communicating data between a mobile communications user
equipment (UE) and a packet data network comprises: a gateway GPRS support node
(GGSN) that provides an interface between the packet data network and GPRS/UMTS

20  for communication of data packets over the mobile telecommunications network and a
serving GPRS support node (SGSN) that controls communication of data packets
between the gateway support node and the user equipment using a radio network
controller (RNC) that controls radio resources of the telecommunications network. A
Packet Data Protocol (PDP) context request is used to set up a virtual communications

25  channel which allows communication between the GGSN and the UE. Each data
packet specifies a single set of quality of service (QoS) parameters and a radio access
bearer is supplied by the RNC in accordance with this set of quality of service
parameters. Radio resources provided by the mobile telecommunications network for
communicating data packets between the UE and the RNC are a valuable commodity

30  and can be a limiting factor in whether or not a particular radio access bearer can be
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supported, depending upon for example current loading of the network. As such, it is

desirable to use the radio resources as efficiently as possible.
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ASummarz of Invention

According to the present invention there is provided a telecommunications
sYstem for providing a facility for communicating internet packet data to and/or from a
mobile communications user equipment, the internet packet data carrying a plurality of
different types of data, the system comprising; ‘

a gateway support node operable to provide an interface for communicating the
data packets between the user equipment and a packet data network;

a serving support node operable to control communication of the data packets
between the gateway support node and the mobile user equipment using a radio
network controller, the radio network controller being operable to provide radio access
bearers for communicating the data packets to and from the user equipment; wherein

the mobile user equipment is operable to communicate context application
request data to the serving support node, the context request representing a request for
a virtual communications channel for communicating the data packets containing the
different types of data, the request data specifying a main set of quality of service
parameters and at least one other data field representing a request for a different set of
quality of service parameters, each set of quality of service parameters being provided
for one of the different types of data in the data packet; and

the serving support node is responsive to the . context activation request
data to establish the virtual channel between the gateway support node and the user
equipment via the serving GPRS support node, including a radio access bearer in
accordance with each of the plurality of quality of service parameters for
communicating the different data types.

Known systems, which provide a particular quality-of-service (QoS), can be
inflexible in that they set up a radio bearer to transmit the entire payload of a data
packet in accordance with the same quality of service parameters. This may not make
efficient use of radio resources when the data packet payload includes different data
types which may have different QoS requirements and/or may be of unequal

importance,

Embodiments of the present invention can provide a radio access bearer for
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supporting different types of data within a data packet such as an internet protocol data
packet.. A radio access bearer is provided for each data type. The quality of service
parameters supported by each radio access bearer can be adapted to the characteristics
and/or importance of each different data type. As such, radio resources provided‘by the
network can be used more efficiently.
" In some embodiments the radio access bearer for each different data type is

providéd as a sub-flow within a main radio access bearer according to a main
set of quality of service parameters. Accordingly, little or no substantial
changes are required to a radio network controller which has been developed
for an existing network architecture such as for example the GPRS.

Various further aspects and features of the present inventions are defined in the
appended claims and include a method for communicating internet packets carrying a
plurality of different types of data, a serving support node, a radio network controller

and a mobile user equipment.
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Brief Description of the Drawings

Embodiments of the present invention will now be described by way of
example only with reference to the accompanying drawings where like parts are
provided with corresponding reference numerals and in which:

Figure 1 schematically illustrates the structure of a VOoIP protocol stack;

Figure 2 schematically illustrates the structure of a UDP data packet;

Figure 3 schematically illustrates the structure of an IPv4 data packet;

Figure 4 schematically illustrates an example architecture of a mobile radio
network which is arranged to support packet data communications;

Figure 5 schematically illustrates a simplified representation of the mobile
network for supporting GPRS shown in Figure 4;

Figure 6 schematically illustrates an arrangement for control plane
communication of QoS parameters for three different categories of voice data,

Figure 7 is a flow chart providing an example operation of a control plane
communication sequence for the arrangement of Figure 6;

Figure 8 is a flow chart showing further stages of the control plane
communication sequence for the arrangement of Figure 6;

Figure 9 is a table that lists a number of Radio Access Bearer service attributes
associated with the quality of service (QoS) and their corresponding RAB service
attribute values (table taken from [2]);

Figure 10 is a table listing a Wideband Adaptive Multi-Rate (AMR-WB) bit
format for each of five predetermined speech codec data frame types (data taken from
[4]);

Figure 11 is a table that provides guidance for setting the number of bits in
each RAB sub-flow according to the relative importance of the data (table taken from
[2);

Figure 12 schematically illustrates the structure of a known QoS information
element that specifies QoS parameters for a single UMTS bearer;

Figure 13 schematically illustrates a PDP context information element

according to the present technique that specifies QoS parameters for a first radio
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access bearer and has two additional optional data fields specifying different QoS
parameters for different QoS options in the UMTS bearer; '
Figure 14 schematically illustrates the protocol stacks within the user plane that
facilitate communication of voice data IP packets to and from the UE; '
Figure 15 schematically illustrates the structure of an Iu-ps frame for VolIP;
Figure 16 schematically illustrates the processing performed on data packets by
the user-plane protocol stack of SGSN; and '

Figure 17 schematically illustrates the processing performed on data packets by
the user-plane protocol stack of the RNC.
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Description of the Preferred Embodiments

Yoice over IP

Voice over IP (VoIP) relates to the transmission of digital voice data in packets
over Internet Protocol rather than using the committed circuits of the public switched
telephone network (PSTN). VoIP and its associated protocols are more fully described
in Annex 1 with reference to Figures 1 to 3 of this patent application.

Figure 1 schematically illustrates the structure of a VOIP protocol stack. The
protocol stack comprises a physical layer 110, a data link layer 120, an internet
protocol (IP) layer 130, a user datagram protocol (UDP) layer 140, a real-time protocol
(RTP) layer 150, a voice layer 160. More detail is provided in Annex 1.

Figure 2 schematically illustrates the structure of a UDP data packet. The
contents of each field of the UDP packet are described in detail in Annex 1.

Figure 3 schematically illustrates the structure of an IP data packet. The
contents of each field of the IP packet are described in detail in Annex 1.

Mobile Packet Radio Network Avchitectuie

An example architecture of a mobile radio network which is arranged to
support packe’i data communications is provided in Figure 4. The terminology and
architecture used in Figure 4 corresponds fo that used for the UMTS and that proposed
for 3G as administered by the 3GPP. In Figure 4, a Gateway GPRS Support Node
(GGSN) is connected to an — Packet Data network 302, - (PDN). The PDN includes a
data communicated as packets using the Internet Protocol (IP). An interface 304
between the GGSN and the external network is labelled Gi which has been
standardised although further aspects are being standardised. Also connected to the
GGSN is a Serving GPRS Support Node (SGSN) 306 via an interface 308 labelled as

~ Gn/Gp which is also being standardised.

The GGSN and the SGSN are two of network components, which are required
to support GPRS. The GGSN acts as the gateway between the external packet data
networks (PDN) and the mobile network, which supports GPRS. The GGSN contains
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sufficient information to route incoming IP data packets to the SGSN that is serving a
particular UE which is mobile and receives data via a radio access facility provided by
the mobile telecommunications network. For the example embodiment the radio
access facility is provided in accordance with the Universal Terrestrial Radio Access
Network (UTRAN) system which is specified in accordé.nce with the -3GPP standard.
The SGSN is connected to the GGSN via a Gn interface if the SGSN is within the
same Public Land Mobile Network (PLMN), and connected via the Gp interface to
GGSNs belonging to other PLMN.

An SGSN provides mobility management of UEs which are moving within an
area supported by the mobile radio network. To this end the SGSN is provided with
access to a Home Location Register (HLR) 310. The SGSN is arranged to route data

* packets to Radio Network Controllers (RNC) 312, 314 for communication-via the

UTRAN radio access facility to mobile users UE 316, 318. The UTRAN radio access
facility is provided using Node B apparatus 320, 322, 324, 326, 328, which effectively
form base stations providing radio coverage for the area served by the mobile
telecommunications network. The interface 330, 332, 334, 336, 338 between each
RNC 312, 314 and the Node B apparatus 320, 322, 324, 326, 328, are labelled Tub and
conform to an established or evolving standard. Similarly the interfaces 340, 342
between the SGSN and each RNC 312, 314 are labelled as Iu-ps and is an evolving

standard.

Communication of Unequally Important Data

Embodiments of the present invention provide a facility for communicating
data in the form of IP packets to and from the UE 316, 318 in a way which attempts to
optimise the radio resources with respect to the importance of the data in the payload
of the IP packet. Data communicated within the IP packets may include sections
which provide different parameters or fields of unequal importance. One example of
data having fields of unequal importance is a speech-coded frame of data such as data
generated by ARM codec.

It is known that AMR speech codecs produce data frames of a predetermined
length which contain fields of different types of data which have different types of

characteristics and/or may be of unequal importance. One example of such a speech
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codec is known as the Adaptive Multi-Rate Speech (AMR) codec, which has been
standardised by the European Telecommunications Standards Institute (ETSI) and
specified for different rates by the 3GPP (see [2]). The AMR provides a data frame
having up to three data fields which are referred to as A, B and C bits, which are of
different importance. The A-bits provided a basic level of audio information from
which speech can be understood, although the level of fidelity produced may not be
sufficient to identify the speaker. The B-bits provide a further level of fidelity as do
the C-bits. Accordingly the number of A, B and C bits can be adapted in accordance
with radio resources which are available to communicate the data fields. As such a
different QoS may be applied to each of the different fields, examples of the fields
being given in [2] which provides an example of wideband AMR (AMR-WB) coded
frames for - for UMTS. For the AMR-WB, no C-bits are provided due to a restricted
capacity for communicating data through wideband UMTS.

In order to determine the number of data bits in each of the three fields of an
AMR data frame, it is known for a Mobile Switching Centre for a circuit switched
mobile network to generate a Radio Access Bearer sub-Flow Combination Indicator
(RFCI). Therefore for a packet based mobile telecommunications network a
corresponding RFCI is required. For AMR data frames carried by IP packets the
GGEN must identify the data bits for different fields of the AMR-frame and provide an
appropriate RFCI as explained for embodiments of the invention shortly.

Figure S provides a simpliﬁed representation of the mobile network for
supporting GPRS shown in Figure 4. In Figure 5, a peer-to-peer communications path
is provided in accordance with embodiments of the invention for communicating data
via IP packets in which the payload data includes fields of unequal importance. The IP
packets are communicated between UEs 350, 352 via the GGSN 300, SGSN 306 and
an RNC 314 of the mobile network of Figure 4. As shown in Figure 5, the data carried
over IP between the RNC and the UE includes the three fields A, B and C of the AMR
speech coded data frame.

With respect to the protocols within the GGSN and the SGSN, the IP packet,
which is to be communicated to the UE and from the UE forms a Packet Data Unit
(PDU). The form of the PDU must be known to the protocols within the GGSN, the
SSGN, the RNC as well as the Node B apparatus. The PDU is a generic term referring
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to the form of a packet, which is communicated within the GPRS network. It is noted
that the PDU is referred to as a Service Data Unit (SDU) when referring to a data
packet communicated to the RLC in UTRAN, while PDU is generally used to refer to
a data packet, especially to the SGSN and GGSN in the core network.

Embodiments of the present invention provide a facility for communicating
data in the form of IP packets via a radio access network with the effect of improving
the efficiency with which radio resources are used. To this end, the parts of a mobile
radio network which support packet access are adapted to identify different data fields
having different levels of importance and to establish radio access bearers having sub-
flows, which provide a different QoS matched the type of the data. This is because,
when IP packets carry speech coded information such as that generated by for example
the AMR codecs, UTRAN needs to adapt the radio access bearers to match the relative
importance of the data. Each radio bearer may be optimised in accordance with the
relative importance and the characteristics of the different data fields.

As specified in a 3GPP standards document 3GPP TS 23.107 [3] there are at
present four different QoS types, referred to as Conventional, — Interactive and
Background Classes. Embodiments of the present invention provide an adaptation of
the PDP context activation request to include a request for a radio bearer having a
plurality of sub-flows, each sub-flow radio bearer providing a different QoS. One
example of how the radio access bearer may be provided for each sub-flow is where
Un-equal Error Protection (UEP) is provided for each sub-flow radio access bearer.
This is explained in more detail in the following section.

PDP Context Activation

Figure 6 schematically illustrates an apparatus arrangement for control plane
communication of QoS parameters for three different types of voice data. The
arrangement comprises the User Equipment (UE) 352, the Radio Network Controller
(RNC) 314, the Serving Global Packet Radio Service (GPRS) Support Node (SGSN)
306 and the Gateway GPRS Support Node (GGSN) 300.

The User Equipment 352 is a piece of mobile equipment having at least one
UMTS subscriber identity module. An application called a UMTS session manager

412 is responsible for negotiating with the SGSN 430 for access to the radio resources.
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The access is mediated using a Packet Data Protocol (PDP). In order for the user to be
able to transfer data a “PDP context” must be activated in the UE 352, SGSN 306 and
GGSN 300. PDP context activation is initiated by an application on the user
equipment 352 and is analogous to logging on to the required destination network.

The Radio Network Controller (RINC) 314 controls the use and integrity of the
radio resources. It provides functionality that can be separated into four distinct
layers: a Radio Resource Control (RRC) layer 422; a Radio Link Control (RLC) layer
424; a Media Access Control (MAC) 426 layer; and a physical layer 428.

The Radio Resource Control layer 422 negotiates in the control plane with the
SGSN 306to establish access to the radio resources in dependence upon a RAB set-up
request from the SGSN. The Radio Link Control layer 424 sets up a connection for
user data, rather than control data to pass through. The Media Access Control Layer
426 determines how the data of each data flow is transmitted. For example, it is
responsible allocating and managing a dedicated channel or a shared channel (which is
less wasteful of bandwidth) for the data flow. The Radio Access Bearer (RAB) sub-
flows are assigned by the MAC 426. The physical layer 428 is responsible for
converting data into the stream of electric or analogue pulses that will cross the
transmission medium and oversees data transmission. The physical layer 428 is
responsible for example for applying an appropriate error correction code to the
outgoing data stream. For example, a different error correction coding level may be
applied by the physical layer 428 to each of the RAB sub-flows defined by the MAC
426. |

The SGSN 306 receives the PDP context activation request messages from the
UE 352 which specify the QoS requested by the user application for the desired data
link. The SGSN 306 negotiates with the RNC 314 for radio access in accordance with
the specified QoS parameters. The SGSN 306 stores subscription information and
location information for packet switched services for each associated registered
subscriber. The QoS information is communicated from the SGSN 306 to the RNC
314 using a signalling protocol called the Radio Access Network Application Part
(RANAP) protocol.

RANAP is a radio network layer signalling protocol for the interface between
the core network (i.e. SGSN 306) and the UTRAN. The UTRAN is the part of the
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UMTS network that comprises the RNC and Node-Bs. RANAP handles signalling for
packet switched data between the RNC 314 and SGSN 306. It is also capable of
handling signalling for circuit switched data between the RNC 314 and a — Mobile
Switching Centre (not shown). The general functions that RANAP is capable of
performing are: facilitating general UTRAN procedures from the core network such as
paging; separating each UE on a protocol level for mobile-specific signalling
management; transferring non-access signalling; performing Serving Radio Network
Subsystem Relocation; and requesting and managing various types of UTRAN Radio
Access Bearers (RABs). According to the present technique, RANAP is used by the
SGSN to request the establishment Radio Access Bearer sub-flows in the RNC 314 in
accordance with the QoS data contained in the PDP context activation request.

The GGSN 300 acts as an interface between the UMTS radio-packet backbone
and the external packet data netvvdrks, that ié, it provides an interface between the data
network and the TP network. The packets received by the GGSN through the Gi
interface are forwarded to the responsible SGSN 306. For this purpose the GGSN 300
stores the current SGSN address of the user profile in a location register. The GGSN
300 also stores subscription information and routing information for each subscriber
for which it has at least one active PDP context.

Figure 7 is a flow chart providing an example operation of a control plane
communication sequence for the arrangement of Figure 6. At stage 510 a user
application of the UE 352 initiates a PDP context request activation via the UMTS
session manager 412. The Context Activation procedure itself requires allocation of
radio resources. At stage 512 the UE 410 sends the “activate PDP context” request to
the SGSN 306. An information element contained in the PDP context request has a
required field that specifies QoS parameters for the A-bits and has two additional
optional fields for specifying independent QoS parameters for the B-bits and - the C-
bits. The PDP context activation message additionally comprises the access point
name of the external network to which comnectivity is requested, user identity
information and IP configuration parameters. At stage 514 the SGNS 306 receives the
PDP context request and validates the user from a subscription record. If the request is
valid then the SGSN 306 sends a query containing the requested access point name to

a domain name server (not shown). At stage 516 the domain name server uses the
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supplied access point name information to determine the address of at least one GGSN
300 that will provide the required connectivity to the external network. The IP address
of the selected GGSN 300 is supplied to the SGSN 306. At stage 518 the SGSN uses
the supplied GGSN IP address to request a virtual connection channel to the GGSN
300 using a GPRS tunnelling protocol. A connection Tunnel is a predefined virtual
channel across which encapsulated user data can be transmitted. At stage 522 the
GGSN receives the connection tunnel request and establishes the requested tunnel and
returns an IP address to be conveyed to the UE 352. Accordingly a virtual connection
is established between the UE 352 and the GGSN 300. The GGSN 300 has a further
association between the connection tunnel and the physical interface to the external
network. Accordingly, data transfer is enabled between the UE 352 and the external
network.

Figure 8 is a flow chart that schematically illustrates the control plane
negotiations between the SGSN 306 and the RNC 314 for the allocation of radio
resources according to distinct QoS requirements for the A-bits, B-bits and C-bits of
the voice data. At stage 530, on receipt of the PDP context information element
specifying three independent sets of QoS parameters for the A, B and C bits
respectively, the SGSN 306 sends a RANAP request to the RNC 314 requesting the
set-up of a Radio Access Bearer for the data transfer requested by the user application.
At stage 532 the Radio Resource Control Layer 422 of the RNC 314 receives the
RANAP request and passes the request to the Media Access Control layer 426. At
stage 534 the MAC layer established three independent RAB sub-flows for the A-bits,
the B-bits and the C-bits respectively. Each sub-flow has a prcdeﬁﬁed. The category
of sub-flow selected is specified by the RANAP for each of the three voice categories.
Finally at stage 536 the physical layer parameters are separately configured for each of
the three sub-flows. In particular a different level of error protection is applied to each
of the three sub-flows. ‘

To support unequal error protection (i.e. different levels of error protection for
different classes of voice data bits) a number of QoS parameters should be separately
configured for each class of voice bits (A-bits, B-bits and C-bits). The RAB
assignment procedure is initiated by the SGSN 306 based on information in the PDP
context request. The RNC 314 then establishes the UMTS radio access bearers
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according to the QoS parameters. Only a single RAB can be allocated per PDP
context request but the single RAB is sub-divided into one or more RAB co-ordinated
sub-flows. Table 1 below lists a number of RAB service attributes associated with the
QoS and their corresponding RAB service attribute values. The table gives the RAB
parameters for wideband adaptive multi-rate coding (as given in table 5.1 of [2]).
According to the present technique the same predefined RAB parameters may be used
for packet switched voice as for circuit switched voice. It can be seen from Table 1
that a first RAB sub-flow is associated with the A-bits and a second RAB sub-flow is
associated with the B-bits. The residual bit error ratio for the first RAB sub-flow is
108 whereas the residual bit error ratio for the second RAB sub-flow is 107, This
reflects that the error correction level applied to the A-bits is higher than the error
correction level applied to the B-bits. The service data unit (SDU) format is such that
for each of five predetermined speech codec data frame types (1 through 5) a different
number of bits are allocated to each voice data class A, B and C. An example of the
bit allocations for each frame type is listed in Table 2 for W-AMR. This data set was
taken from [3]. The number of RAB sub-flows and their associated attributes such as
residual bit error ratio and delivery of erroneous SDUSs are defined at the stage of RAB
establishment in the SGSN 430 based on the information element of the PDP context
request. The RAB sub-flow attributes are signalled to the RNC 314 using the RANAP
radio access bearer establishment request as illustrated in Figure 6. The total number
of bits in all sub-flows for one RAB sub-flow combination (RFC) should correspond to

the sum of the bit-allocations for the A, B and C bits specified in Table 2 for the

corresponding generic wideband AMR codec mode (associated with the frame type).

Table 3, which is taken from [2], provides guidance for setting the number of bits in
each RAB sub-flow according to the relative importance of the data.

Figure 12 schematically illustrates the structure of a known QoS information
element that specifies QoS parameters for a single radio access bearer as specified in
[5]. The information element comprises 13 octets of data specifying various' QoS
parameters associated with the given radio access bearer.

Figure 13 schematically illustratess a PDP context information element
according to the present technique that specifies QoS parameters for a first radio

access bearer and has two additional optional data fields specifying different QoS
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parameters for distinct RAB sub-flows. It can be seen that the spare bits 5 to 8 of octet
5 in the existing standard QoS information element of Figure 12 have been utilised as
optional QoS information bits in the modified QoS information element according to
the present technique. The modified QoS information element comprises two
additional optional fields. Optional field 1 occupies octets 14 to 22 of the information
clement. Octets 14 to 22 are of the same format as octet 5 to octet 14. Optional field 2
occupies octets 23 to 31 of the information element. Octets 23 to 31 are also of the
same format as octet 5 to octet 14. If bit 8 of octet 5 is set equal to zero this indicates
that no optional data field 1 or optional data field 2 exists. However, if bit 8 of octet 5
is set equal to 1 this indicates that at least optional field 1 and possibly optional field 2
is present in the information element. QoS optional field 1 may be used to specify
QoS parameters for the RAB sub-flow of the A-bits and optional field 2 may be used
to specify QoS parameters for the RAB sub-flow of the B-bits.

User Plane Adaptation

Having established the radio access bearers for each of the data fields within
the payload of IP packets, Figure 14 provides an illustration of protocol stacks within
the GGSN 300, SGSN 306, RNC 314 and UE 352 which are adapted to facilitate
communication of these IPs to and from the UE.

The GGSN 300, the SGSN 306 and the RNC include at a link layer the GPRS
tunnelling protocol (GTP) which communicates both user data (GTP-U) and signalling
data (GTP_C). The GTP-U tunnels user data between the GGSN, SGSN and the RNC.
Transport protocols carry GTP data units via the GGSN, SGSN and RNC. For the
example embodiments these data units across the Tu-ps interface will be referred to as
Iu-ps frames. Figure 15 schematically illustrates the structure of an Tu-ps frame. The
lu-ps frame comprises an RAB sub-flow combination index (RFCI) portion 830, an
IP/UDP/RTP header portion 832 and a VolIP payload 834 of adaptive multi-rate coded
voice data. Transport protocols include the User Datagram Protocol (UDP) which

communicates Iu-ps frames using the Internet Protocol from the GGSN to the UE. In

essence as shown in Figure 14, the GTP-U conveys the Iu-ps frames between the
SGSN and the RNC using lower layer protocols which are known to those familiar
with the GRPS/UMTS architecture and disclosed in [1] and so these will not be



WO 2004/084500 PCT/GB2004/001011

10

15

20

25

30

PO16320WO 16

reproduced here. However, the abbreviations that have been used in Figure 14 to
represent protocols and layers for communication of IP packets in the RNC and UE are
summarised as follows:

For the RNC:

Layer 800 is the IP transport layer utilising the Internet Protocol to
communicate data in packet form;

Layer 803 is the control protocol layer utilising the User Datagram Protocol for
transporting IP packets;

Layer 804 is the GTP-U protocol;

Layer 806 is the Packet Data Convergence Protocol (PDCP) layer which maps
network level protocols onto link layer protocols such as Radio Link Control (RLC)
layer for transport on the radio access bearers. PDCP is capable of performing IP
header compression and decompression. The header compression method is specific
to the particular network layer, transport layer and upper layer protocol used e.g.
RTP/UDP/IP. :

Layer 808 is the RLC layer which maps the data from the PDCP layer onto the
radio access bearers;

Layer 810 is the Media Access Control (MAC) sub-layer which maps the data
from each radio access bearer onto UTRAN physical radio chanmnels;

For the UE:

Layer 812 PHY represents the physical layer including transmission on the
physical radio channels provided in accordance with UTRAN from the RNC via Node
B apparatus;

Layer 814 is the MAC layer corresponding to that in the RNC;

Layer 816 is the RLC corresponding to the RLC sub-layer in the RNC;

Layer 818 is the PDCP sub-layer corresponding to the PDCP layer in the RNC.

Returning to the GGSN 300 - receives an IP packet from the external network
as illustrated in Figures 4 and 5 and forwards it through GTP_U to the SGSN. An IP
processing sub-layer 824 in SGSN 306, parses the IP packet data field to identify the
number of bits which are present in the different un-equally important data fields. For
the example of a data frame from the AMR speech codec, the parsing provides the

number of bits in the A, B and C fields according to a predetermined number of bits
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within these fields. From the number of bits present in the different ﬁelds, the TP
processing sub-layer generates an RFCI field providing an indication to each of the
other network elements SGSN, RNC, UE which of a predetermined set of data formats
the data frame represents. According to this information, the different un-equally
important data fields can be mapped onto the appropriate radio access bearers.

The IP sub-layer 824 parses the IP payload. The PDCP in the RNC compresses
the header of the IP data packet. Once the bit format is understood by the SGSN, it will
be able to generate the RFCI and then the Tu-ps format.

The Tu-ps frame is formed from the RFCI and the SDU by the IP processing
sub-layer 824. The Iu-ps frame is tﬁerefore in a form in which it can be transmitted
via the SGSN 306 to the RNC 314 via the IP transport layer 800 of the RNC, the UDP
layer 802 to the GTP-u layer 804. Within the PDPC layer 806 of the RNC, the - IP
header and UDP/RTP fields are removed by the PDPC 806 before the remaining data
within the SDU is transported via the RLC and MAC layers to the UE. The zero-byte
header compression is performed in accordance with RFC 3243.

The data from the different fields, which for the AMR-frame comprises the A,
B and C bits are transmitted via different sub-flows in the radio access bearer RAB
sub-flow A, RAB sub-flow B, RAB sub-flow C, each providing a different QoS which
is matched to the importance and characteristics of the data from each field.

Embodiments of the present invention provide an advantage in that no change
is required within the architecture of the RNC in order communicate data from IP
packets having data with different fields of un-equal importance. Accordingly, since
the RNC can detect the RFCI provided with the SDU, the payload data can be matched
to the appropriate bearer.

At the UE, after the communicated data has passed through the PHY layer 821,
the MAC layer 814 and the RLC layer 816, the PDCP layer re-applies an IP/UDP/RTP
header to the data so that an IP packet which conforms to the IP protocol can be passed
to the application layer 352 such as SIP applications.

In summary an IP packet containing for example an AMR specch frame is
transported through the mobile radio network using the following operations, which
are represented in Figures 16 and 17.
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| Figure 16 schematically illustrates the processing performed on data packets by
the user-plane protocol stack of the GGSN. As shown in Figure 16, in the GGSN an TP
packet 850 containing an IP header 852, UDP/RTP fields 854 and a data field
providing an AMR-WB speech coded frame 856 is received in the IP processing layer
824. The received IP packet is then processed as represented by an arrow 858, in
accordance with the following operations:

The IP processing sub-layer 824 parses the AMR speech codec field 856 as
represented By arrows 862. As a result of the parsing, the number of bits in each of the
A, B, C data fields are identified, from which an RFCI 866 identifying the AMR
speech codec frame can be generated. As represented by an arrow 864, the IP
processing layer generates an RFCI which is appended to the VoIP packet to form a
separate field 866 in the Tu-ps frame.

The IP processing layer 824 of the GGSN (see Figure 14), then forms the
remainder of the Iu-ps frame from the A, B, C-bits of the AMR speech frame, as
illustrated by arrows 868.

The Iu-ps frame is then transported from the SGSN 306 to the RNC 314 in
accordance with the IP protocol, via the various protocol layers including the GTP-U.

When the Tu-ps frame is received at the GTP-U protocol layer 804 in the RNC
314, the In-ps frame is passed to the PDCP for processing before transmission via the
radio access interface via the Node B apparatus to the UE 352.

Figure 17 schematically illustrates the processing performed on data packets by
the user-plane protocol stack of the RNC. As illustrated by a process step 870, the Tu-
ps frame is received by the PDCP layer 806 of the RNC which then removes the —
IP/UDP/RTP Header 860, before passing the remainder of the SDU to the RLC layer
808 as illustrated by the arrow 872. The RLC layer 808 then uses the RFCI 866 to
separate the A, B, and C data fields, which is illustrated by an arrow 874. As
illustrated by the arrows 876, the A, B and C data fields are transported via
respectively radio access bearers RAB A, RAB B and RAB C in the MAC layer 810 to
the UE 812.

Within the UE 352, the AMR speech frame is reformed in the RLC layer 816
after transport via the PHY layer 812 and the MAC layer 814. The PDCP layer 818
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then regenerates the IP/UPD/RTP headers which is passed to the application layer 820
of the UE.

Various further aspects and features of the present invention are defined in the
appended claims. Various modifications can be made to the embodiments herein

5  described without departing from the scope of the present invention.
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ANNEX 1

Voice over Internet Protocol (VoIP) relates to the transmission of voice data in
packets. A packet is a discrete unit of digital user data appended to a header that
specifies how the packet should be routed. The packet may vary both in length and in
duration. By way of contrast, telephony-based traffic is circuit-switched rather than
packét—switched and each data unit is of fixed length and fixed duration. Packet
switching of voice data is motivated by the desire for the integration of voice, data and
video traffic as demanded by multi-application software. Integration of voice and data
traffic allows for more efficient use of communication channel bandwidth. Circuit-
switched telephony systems typically use a time division multiplexing scheme (TDM)
to allocate bandwidth. In such TDM schemes altelephone user is allocated bandwidth
continnously in fixed channelised timeslots, even when the user is not talking.
Considering that around 50% of a normal conversational speech pattemn is silence (due
to talking in turns, pausing to consider an idea etc.) the TDM approach of continuous
bandwidth allocation is wasteful. VoIP is an example of a scheme that due to packet-
switching, allows bandwidth to be used only when needed during active parts of a
conversation but to be allocated to other users during silent portions of a conversation.
This more efficient bandwidth allocation scheme is known as Statistical TDM
(STDM). A further advantage of packet switched voice is that the bit-rate of a packet
based speech channel can feasibly operate at 4.8 to 8 kbits per second whereas circuit
switched TDM channels require a data rate of 64 kbits per second.

Traditional circuit-switched telephone networks tend to have hardwired
structures (64kbit/s TDM architecture) that are not easily amenable to change. For
example, although low bandwidth codecs operating in the 5-8kbit/s range have been
available for some years the rigidity of the telephone networks the telephone switches
and other components could not take advantage of these. A codec (coder/decoder)
translates an analog voice signal into digital samples for transport across a packet
network. VolIP is an infrastructure that supports change and allows more flexibility in

the service levels provided. For example, using VoIP there is the possibility for
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negotiation of the data rate, coding technology used, IP addresses, port numbers and
QoS requirements such as maximum delay.

Internet Protocol (IP) supports data packet communication on the Internet.
The Intetnet is designed as a connectionless system, which means that there is no fixed
path between source and destination host machines. Accordingly, IP traffic routing is
stateless in that no data tables are maintained about a given connection because there is
no fixed connection. This is very different from the circuit-switched telephone network
in which connection-oriented fixed paths are set up between called and calling parties.
Such a fixed connection is designed to support the real-time short-delay requirements
of speech. The Internet, having been designéd for data rather than voice traffic, is a
“best effort” delivery network. This means that if problems occur during attempted
delivery of data (e.g. due to network congestion or data corruption due to noise) or if
the destination host cannot be found, the packets may be discarded.

For packet voice data to be translated back from a digital to an analogue signal
in a real-time mode, the two-way delay for voice packets should be constant and
generally should be less than 300 ms so that the user does not perceive any unnatural
delay in the conversation. However standard (non-voice) data packets can be
transmitted asynchronously throughout the network without regard to timing
arrangements between sender and receiver. In comparison to standard data traffic,
voice packets exhibit a high tolerance for errors. In particular up to 5% of voice data
packets can be lost without severely affecting the fidelity of voice reproduction. The
size of voice packets produced by most low-bit-rate voice codecs is very short, usually
no more than 10-30 bytes (corresponding to 10-30 ms in duration). A typical IP
header which is appended to the voice packet is about 20 bytes long. The use of small

+ voice data packets has the advantage of reducing the processing delay in the routers.

Most user traffic on the Internet is transported with a Transmission Control
Protocol (TCP) header because TCP provides comprehensive support for data integrity
operations including error checks, acknowledgement of receipt of data, retransmission
of lost or erroneous data and flow control management. However the comprehensive
TCP support features introduce an overall delay of 400-500ms, which is unacceptable
for the real-time performance required of spesch. Also TCP has the disadvantage in

terms of voice traffic that it delays packet transmission when the network is congested.
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For this reason a different protocol known as User Datagram Protocol (UDP) is used
for voice traffic.

TCP is a connection-oriented protocol, which means that before any data is
transferred between network nodes, the sending and receiving devices must co-operate
in the establishment of a bi-directional communication channel. Subsequently, each
package of data sent across the local network receives an acknowledgement and the
sending device records status information to ensure that each data package is received
without errors.

In contrast, UDP is a connectionless protocol, which means that a one-way data
packet is sent by the sending device without notifying the receiving device ‘Ehat the
data is en route. On receipt of each data packet, the receiving device does not return
status information to the sending device. Although TCP, being a connection-oriented
protocol, is more reliable than UDP, the additional error checking and flow control
performed by TCP means that it is slower than UDP. Furthermore, UDP continues to
transmit packets even when the network is congested.

Figure 1 schematically illustrates the structure of a VoIP protocol stack. This
provides an illustration of how VoIP operates with other Internet protocols. The
protocol stack comprises a physical layer 110, a data link layer 120, an internet
protocol (IP) layer 130, a user datagram protocol (UDPF) layer 140, a real-time protocol
(RTP) layer 150, a voice layer 160.

The physical layer 110 defines the media and physical aspects of the signals
(e.g. voltages). It also defines clocking and synchronisation operations and physical
connectors. The error correction coding of data is a physical layer procedure. The
data link layer 120 supports transfer of traffic over one data link. Depending on the
particular protocol employed at this layer error detection and retransmission may be
performed. The IP layer 130 is responsible for how data packets (sometimes know as
datagrams) are created and transported across a network. IP performs one set of tasks
when transmitting data and another set of tasks when receiving data. On transmission
of data the IP layer determines whether the destination address is local (i.e. on the
same network) or remote. IP can initiate direct communication for local destinations
but must communicate via a gateway (router) if the destination is remote. On receipt

of data at the destination network node IP verifies that the data packet has not been
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corrupted in transit and verifies that the data has been delivered to the correct
destination. IP then checks the contents of data fields within the IP datagram to
determine what instructions the source IP has sent. These instructions will typically be
to perform some function such as to deliver the data to the next higher layer in the

protocol stack, in this case the UDP layer 140. Figure 3 (described below) illustrates

the structure of an IP data packet.

The UDP layer 140 serves principally as a multiplexer/demultiplexer for the
transmission and receipt of IP traffic. The UDP datagram contains a destination port
number and a source port number. The destination port number is used by UDP and
the operating system of the receiving device to deliver the traffic to the proper
recipient (e.g. the appropriate application program). The UDP port number and the IP
address are concatenated to form a “socket”. The concatenated address must be
unique throughout the Internet and a pair of sockets identifies each end-point
connection. Some VoIP based call processing protocols cannot effectively function
without access to the port numbers. For example Session Initiation Protocol (SIP),
which is typically used for call set-up and tear-down, functions spcciﬁéally to support
passing of port numbers between applications that will be used during a packet
telephone call. Figure 2 (described below) illustrates the structure of a UDP data
packet.

The RTP layer 150 provides functions to support real-time traffic, that is,
traffic that requires time-sensitive reproduction at the destination application. The |,
services provided by the RTP layer 150 include payload type identification (e.g. audio
traffic), sequence numbering, time-stamping and delivery monitoring. RTP supports
data transfer to multiple destinations via multicast distribution if provided by the
underlying network. The RTP sequence numbers allow the receiver to reconstruct the .
original packet sequence. The sequence numbers may also be used to determine the
proper location of a packet. RTP does not provide any mechanism to ensure timely
delivery, nor does it provide other QoS guarantees. Rather lower layers are reliéd on
to provide such guarantees. Although the voice data may in principle sit directly over
IP or over IP then UDP, technically, the best alternative is that shown in the protocol
stack of Figure 1, i.e. voice over IP then UDP then RTP.
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Figure 2 schematically illustrates the structure of a UDP datagram comprising a
header 250 and a data payload 260. The datagram header 250 comprises four 16-bit
fields: a source port field 252; a destination port field 254; a length field 256 and a
check sum field 258. The source port field 252 typically holds the appropriate UDP
port number of the sending device. The source port field value, where provided, is
used as a return address by the receiving device. Provision of a valid source port field
is optional. The destination port field 254 specifies the UDP port address on the
receiving device to which the datagram should be delivered. The length field 256
specifies the total length (header plus payload) in octets of the UDP datagram. The
checksum field 258 is used to establish whether the datagram was corrupted during
transmission. The data payload 260 is variable in length. UDP provides a means of
transmitting messages of up to 64 kbytes (the maximum packet size permitted by IP)
in size. The UDP header 250 does not include the source or destination IP addresses,
only the UDP port addresses, however the checksum data includes destination IP
address information that allows a receiving device to determine whether a UDP
datagram has been incorrectly delivered.

Figure 3 schematically illustrates the structure of an IP datagram comprising a
header 270 and a data payload 296. The IP datagram header 270 comprises 12 distinct
fields, which are 4, 8, 16 or 32 bits in length. IP on the source network device
(computer or mobile terminal) constructs the IP header 270 and IP at the destination
examines the contents of the IP header to determine what to do with the data payload
of the IP datagram. A significant amount of information is contained in the IP header
including the IP addresses of the source host and destination host. A version field 272
indicates which version of IP is being used. An Internet header length (IHL) field 274
contains 4-bits specifying the length of the IP header in 32-bit words. Typically a
header contains 20 bytes, in which case, the IHL value would be 5. Note that the
header length is not fixed. A type of service field (TOS) 276 allows the source IP to
designate special routing information such as low or normal delay, normal or high
throughput, and normal or high reliability. A precedence value, which ranges from a
lowest precedence of 0 to a highest precedence of 7 indicates the relative importance
of the datagram. The precedence value is used to implement flow control and

congestion mechanisms in a network by enabling routers, servers and host nodes to
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determine in which order to discard datagrams in the event of network congestion. A
total length field 278 specifies the total length of the IP datagram (i.e.vheader plus
payload) in octets. The maximum possible length of a datagram is 2'% bytes. An
identification field 280 contains an incrementing sequenced-number assigned to IP
datagrams by the source IP. A flags field 282 indicates fragmentation possibilities for
the data. A “don’t fragment” (DF) flag specifies whether or not fragmentation is
allowed. A more fragments (MF) flag signifies that the associated datagam is a
fragment. When MF=0 either no more fragments exist or the data was never
fragmented. A fragment offset field 284 is a numerical value assigned to each
successive fragment that is used at the IP destination to reassemble the received
fragments in the correct order. A time to live field indicates the amount of time either
in seconds or in router hops that the IP datagram can survive before being discarded.
On passage through the network, each router examines and decrements this field e.g.
by the number of seconds that the datagram is delayed inside the router. The datagram
is discarded when this field reaches a value of zero. A protocol field 288 holds the
protocol address to which TP should deliver the data payload: a protocol address of 1
corresponds to Internet Control Message Protocol (ICMP); a protocol address of 6
corresponds to Transmission Control Protocol (TCP): and a protocol address of 17
corresponds to User Datagram Protocol (UDP). A header checksum field 290 contains
a 16-bit value used to verify the validity of the header. The header checksum value is
recomputed in every router as the time to live field 286 decrements. Checks are not
performed on the user data stream. A source IP address field 292 is used by the
destination IP to send a response to the source IP. A destination IP address field 294 is
used by the destination IP to verify that it has been delivered to the correct destination.
The IP data payload filed 298 contains a variable amount of data, possibly thousands
of bytes, destined for delivery to TCP or UDP.
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CLAIMS
1. A telecommunications system for providing a facility for

communicating internet packet data to and/or from a mobile communications user
equipment, the internet packet data carrying a plurality of different types of data, the
system comprising

a gateway support node operable to provide an interface for communicating the
data packets between the user equipment and a packet data network,

a serving support node operable to control communication of the data packets
between the gateway support node and the mobile user equipment using a radio
network controller, the radio network controller being operable to provide radio access
bearers for communicating the data packets to and from the user equipment, wherein

the mobile user equipment is operable to communicate context application
request data to the serving support node, the context request data representing a
request for a virtual communications channel for communicating the data packets
containing the different types of data, the request data specifying a main set of quality
of service parameters and at least one other data field representing a request for a
different set of quality of service parameters, each set of quality of service parameters
being provided for one of the different types of data in the data packet, and

the serving support node is responsive to the context application request data to
establish the virtual channel between the gateway support node and the user equipment
via the serving support node, including a radio access bearer in accordance with each
of the plurality of quality of service parameters for communicating the different data
types.

2. A telecommunications system as claimed in Claim 1, wherein the
serving support node is operable in response to the virtual channel being established

' to communicate radio access request data in accordance with a radio access

network application part protocol to the radio network controller, and the radio

network controller is operable in combination with a radio resource control layer to
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establish using a medium access control layer the radio access bearer for each of the

plurality of quality of service parameters for one of the different data types.

3. A telecommunications system as claimed in Claim 2, wherein the radio
resource control layer is operable 4

to establish a radio access bearer in accordance with the quality of service
parameters in the ﬁedim access control layer, and

to establish the sub-flows in the radio access bearer for each of the different

data types within the radio access bearer in the medium access control layer.

4, A telecommunications system as claimed in any preceding Claim,
wherein the payload data of the internet packet includes a frame of data formed from
an adaptive multi-rate épeech coded, the data frame providing the plurality of the

different types of data.

5. A telecommunications system as claimed in any preceding Claims,
wherein the context application request data is communicated to the gateway support

node in accordance with a Packet Data Protocol context activation procedure.

6. A method for communicating internet packet data to and/or from a
mobile communications user equipment, the internet packet data carrying a plurality of
different types of data, the method comprising

providing an interface for communicating the data packets between the user
equipment and a packet data network,

controlling communication of data packets between the interface and the
mobile user equipment using a radio network controller, the radio network controller
being operable to provide radio access bearers for communicating the data packets to
and from the user equipment,

communicating context application request data to the interface, the context
request data representing a request for a virtual communications channel for
communicating the data packets containing the different types of data, the request data

including a data field specifying a main set of quality of service parameters and at least
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one other data field representing a request for a different set of quality of service
parameters, each of the sets of quality of service parameters being provided for one of
the different types of data in the data packet, and

establishing the virtual channel between the gateway support node and the user
equipment in response to the context application request data,

including establishing a radio access bearer in accordance with each of the sets

of quality of service parameters for communicating the different data types.

7. A method as claimed in Claim 6, the establishing the virtual channel
comprises

communicating radio access request data in accordance with a radio access
network application part protocol to the radio network controller, and

using a medium access control layer of the radio network controller to establish

the radio access bearer for each of the plurality of quality of service parameters for one

of the different data types.

8. A method as claimed in Claim 7, wherein the using the medium access
control layer comprises

establishing a main radio access bearer in accordance with the main quality of
service parameters in the medium access control layer, and

establishing the radio access bearer for each of the different data types as a sub-

flow within the main radio access bearer in the medium access control layer.

9. A method as claimed in Claim 5, 6 or 7, wherein the payload data of the
internet packet includes a frame of data formed from an adaptive multi-rate speech

coded, the data frame providing the plurality of the different types of data.

10. A method as claimed in any of Claims 5 to 8, wherein the context
application request data is communicated in accordance with a Packet Data Protocol

context activation procedure.
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11. A serving support node for communicating internet packet data to
and/or from a mobile communications user- equipment, the internet packet data
including a header and payload data, wherein the payload data includes a plurality of
different types of data, the serving support ﬁode comprising

an internet protocol communications layer and

a user data tunnelling layer operable to provide a virtual channel for
communicating user data between the mobile user equipment and a gateway support
node, wherein the serving support node is responsive to context application request
data from the mobile user equipment

to establish the virtual channel between the gateway support node and the user
equipment via the serving support node, and

in response to the context application request data including a data field
representing main set of quality of service parameters and at least one other data field
representing a request for a different set of quality of service parameters, eaq? set of
quality of service parameters being required for one of the different types of dafa in the
data packet,

to establish a radio access bearer in accordance with each set of quality of

service parameters for communicating the different data types.

12. . A serving support node as claimed in Claim 11, the serving support
node comprising

a radio access network application part protocol layer, wherein the serving
support node is operable in response to the virtual channel being established through
the user data tunnelling layer,

to communicate radio access request data using the radio access network
application protocol layer to a radio network controller to establish using a medium
access control layer of the radio network controller a radio access bearer for each of

the different types of data in accordance with a respective set of quality of service

parameters.

13. A radio network controller for communicating internet packet data

between a serving support node and a mobile communications user equipment, each
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internet packet data carrying a plurality of different types of data, the radio network
controller comprising

i a radio resource layer for controlling radio resources for communicating the
data packets,

a radio link control layer for controlling a medium access control layer to
provide radio access bearers for communicating the data packets via a radio access
interface to the mobile user equipment, the radio link control layer providing the radio
resources controlled by the radio resource layer, wherein the radio resource layer is
responsive to a radio access request data using a radio access netwark application
protocol layer to control the radio link control layer to establish using the medium
access control layer a radio access bearer for each of the different types of data in

accordance with a respective set of quality of service parameters.

14. A mobile user equipment for communicating internet packet data, each
internet packet data carrying a plurality of different types of data, the user equipment
being operable to communicate context application request data to a serving support
node, the context request data representing a request for a virtual communications
channel for communicating the data packets containing the different types of data,
wherein the request data includes a data field specifying a main set of quality of
service parameters and at least one other data field representing a request for a
plurality of radio access bearers providing different quality of service parameters, each

of the radio access bearers provided for one of the different types of data in the data

packet.

15. A computer program providing computer executable instructions,
which when loaded on to a data processor configures the data processor to perform a
method for communicating internet packet data to and/or from a mobile
communications user equipment, the internet packet data carrying a plurality of
different types of data, the method comprising

providing an interface for communicating the data packets between the user

equipment and a packet data network,
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controlling communication of data packets between the interface and the
mobile user equipment using a radio network controller, the radio network controller
being operable to provide radio access bearers for communicating the data packets to
and from the user equipment,

communicating context application request data to the interface, the context
request data representing a request for a virtual communications channel for
communicating the data packets containing the different types of data, the request data
including a data field specifying a main set of quality of service parameters and at least
one other data field representing a request for a respective set of quality of service
parameters, each of the sets of quality of service parameters being provided for one of
the different types of data in the data packet, and

establishing the virtual charmel between the gateway support node and the user
equipment in response to the context application request data,
including establishing a radio access bearer in accordance with each of the sets of

quality of service parameters for communicating the different data types.

16. A computer program product having a computer readable medium
having recorded thereon information signals representative of the computer program

claimed in Claim 15.

17. An apparatus for communicating internet packet data to and/or from a
mobile communications user equipment, the internet packet data carrying a plurality of
different types of data, the apparatus comprising

means for providing an interface for communicating the data packets between
to the user equipment and a packet data network,

means for controlling communication of the data packets between the interface
and the mobile user equipment using a radio network controller, the radio network
controller being operable to provide radio access bearers for communicating the data
packets to and from the user equipment,

means for communicating context application request data to the interface, the
context request data representing a request for a virtual communications channel for

communicating the data packets containing the different types of data, the request data
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including a data field specifying a main set of quality of service parameters and at least
one other data field representing a request for a different set of quality of service
parameters, each of the sets of quality of service parameters being provided for one of
the different types of data in the data packet, and

means for establishing the virtual channel between the gateway support node
and the user equipment in response to the context application request data,

including establishing a radio access bearer in accordance with each of the sets

of quality of service parameters for communicating the different data types.

18. A telecommunications system, a gateway support node, a serving
support node, a radio network controller or a mobile user equipment substantially as

herein before described with reference to the accompanying drawings.

19. A method for communicating internet packet data substantially as

herein before described with reference to the accompanying drawings.



WO 2004/084500 PCT/GB2004/001011

117
voicE (amR) |0 10 |
RTP 7150
o 140
" 130
DATALINK LAYER | 120
PHYSICALLAYER |5 110

Fig. 1



PCT/GB2004/001011

WO 2004/084500

2/17

z ‘b4

(HLONTT 37avIMVA)
VIVa 1092
NS
. H1ONTT
Nl MO3HD - [togz
1¥0d 1d0d
¥SZ7|  NollvNILS3a 304N0S 44

e————sigze —————|

(1062




PCT/GB2004/001011

WO 2004/084500

317

w ‘B4

(STLAG ANVIN) AVOTAYd WIvVa dI

9627
o621 $S34AQY dI NOILYNILSAA
2625 $SIUAQY dl J0HNOS
10001084 | 3AIOLINIL
o6zs| NS00 UIAYEH _ ogz
138440
pozs]  ineves | SOVH NOLLYOIJILNAQI - osz
|
- HLONZ1WLOL oIS | I | NoIsuaA
| 1 7 7 7
€8¢ 88¢ 9l¢ v.1¢C ¢l

102




WO 2004/084500 PCT/GB2004/001011

4/17

A EXTERNAL
- NETWORK

304-| Gi

312
PDN

7370 - |s300

NODE B GGSN

A NIDE B RJub \IUb 330
] | GnlG
3}2\\ RGPS 340 368 /F/

/

C
310

i
/

334 312 SGSN

Y Tub_| rne 342

306

336

\ 33_8—\}/ UE 318

NODEB |

Fig. 4
352
“ 2
~ Class B Y P

Class A
PDN
Class C IE’/

Tub 1RAB 1 PDP
NODE B RNC |« > SGSN [« > GGSN

y

314 306 300
Fig. 5



PCT/GB2004/001011

WO 2004/084500

5/17

00¢
J

NS99

9 b1

Y

A

vie
«L
€ PA L | AHd 8¢y
J d Y
avy | avy | avy | ovw |- 9¢V
90¢ ans [-ans |-ans|
J
oy | Vv
SO0 SO0 SO0 .
OMmol4 | gmol4 | ymol4 { | sd-nf Y | @¢cv
-ans | -ans | -ans [T avive
avy avd avd INY
'NS9S < ; N
: WS
bau jxejuoa 4ad SN
-1
o an

(421



WO 2004/084500 PCT/GB2004/001011

6/17

UE REQUESTS SET-UP | ~ 510
OF UMTS SESSION

UE SENDS PDP CONTEXT |~ 512
REQUEST TO SGSN

SGSN SENDS QUERY CONTAINING |~ 514
APN TO DNS SERVER

DNS SERVER DETERMINES | ~ 516
IP ADDRESS OF GGSN

SGSN ESTABLISHES | ~ 518
TUNNEL CONNECTION

GGSN ASSOCIATES TUNNEL WITH | ~520
EXTERNAL NETWORK CONNECTION

VIRTUAL CONNECTION ESTABLISHED |~ 522
BETWEEN UE AND GGSN

Fig. 7



WO 2004/084500

717

PCT/GB2004/001011

TO RNC FOR SETUP OF RABs

SGSN SENDS RANAP REQUEST | ~530

RANAP MESSAGE RECEIVED
BY RRC FROM SGSN

| ~532

¥

SET UP RAB SUB-FLOWS

A4

534

DIFFERENT CODING PARAMETERS | ~536
APPLIED TO EACH RAB SUB-FLOW

Fig. 8



PCT/GB2004/001011

WO 2004/084500

8/17

-

]
ajou) Bujuny Jojessdo 0} 108lgns

(21/6 ebed uo penunuod) @ "Bi4-

o~ Sy

r~

S1 MOGNS gy 40 Jequinu (sq g ssel0) (s3q v sseD)

Jisy} 'Nds Jo Jequinu 8y | Z Mopgns gy | moyqgns gvy siejouieled NAs
(1 810U) yoseds | Joyduosap SonsE]S 82IN0S
(1 ajou)

SSEe|0 DIjjel) [BUOESIBAUOD
auy Joj ajqeoydde jou Jejauleied

ajqeoljdde joN

Auoly Bulipuey oues)

. (z a0u)
-§0Y 8} ul ajel epow jseubiy-
ayy o} Buipsodge ‘dn nj ui

G pue § suonenbyuoo ul / /4
€ pue g suojenbyuoo ul /¢

pjels peojfed Jo 8zis wnuixepy | pue o suojenBiyuod ul ¢6z 8zIs NAS WnWiXe}
(1 8jou) SOA 1epI0 AonieQ
(z @jou) Jewwo} NAS |gelio[u0d
a]el }semo] ay) uo buipuadap
‘Uasoy9 senjeA ayj Jo suQ
SAIgY 09°9 ajel Jiq pasjuelens)
(z sjou) G pUE § SUORINBLUOS Ul SAIY GB'EZ
S04y ou ul ejes apows Jsaybiy ¢ pue g suoljeinbiyuod ul spigy 68°Gl
oy} uo spuedep anjea siy] | pue o suojeinfijuco ul spigy G9'z) ojel Jig wnuwixeyy

yuiumop pue yuidn
10} pasn ale sy JMjeWWAS

[EUOROBNPIC ‘OLJOWWAS

Jojeaipuj AjewwAsy gyy

" [EUOIJESIBAUOD sse|n aljel|
SJusLIWOY anjeA ajngue 8oIes gy a)nque 8IMI8S gy
| 9|qeL




PCT/GB2004/001011

WO 2004/084500

9/17

(£1/g ebed woy panuiuod) g "B

. (01614 @8s) g o|qeL U pelioads Se spjal g SSej ‘Y SSejo ay) Ul
S}iq 40 Jaquinu ay} sajealpul 8dA} swel a109gM-HNY Ue 0} Buipuodsaliod 8zis QS Moygns 8yl G J1ON
"[2] ul pauyap se DY au Ul paprjoul (SHq 8SI0U LOJWI0D PUe S)q
yosads yym *a'1) adA} awels 109G M-HINY Yoes Joj paioads aq 0} Sey UOKEWIOMI Jewio) NAS + JLON
‘Buiuny Jojesedo 0} 108lqns ele sisjeweled esey] € JION
4 , ‘uoe.nbyuod gM-HINY SLINN palos|es ey uo puadap
,9ZIS NAS Wnwixew , 8y} pue jel Jiq wniixew, sy - elel Jiq pesjuelent, a10jeiay) pue jsemoj
Se apous 98p0d sdgy (99 8L ulejuca g0} "9z SL Ul paulisp se suojeinbijuod gM-HINY SLINN
IV "92IS NAS 8lge|iouco ajel Jsemol sy pue Ajoiporiad au uo spuadsp sjel Jiq pesjuesenb 8yl :Z J1ON
"sadA) 99po2 yosads 1NN |ie o} Aldde sisjswered asayj |, JLON

(g ajou) (G ejou) | G-} 8218 NAS MOY-qns |
(1 ejou) G-} UOjjeuLiojul Jewioy NAs
uoijeaipul Joue Aue Jnoypm .

paloAlep ale s)iq g SsejD
:uojealput Jolie

UlIm palenijep aie siiq Y sse|D - S8A | SNAS snosuols Jo AlsAljeQg
(moygns

f1eA8 1o} ajqeoyjdde - ¢ ajou) ¢- 0) - 40 oljel JolId }iq [enpisey

(¢ ejou) - e 0 sl onjes 10118 NaS

L . Lo L



PCT/GB2004/001011

WO 2004/084500

10/17

0} 61

98¢ 0 €6¢ ¢l g
8ee 0 ave ¢l 14
90¢ 0 1474 ¢l €
v.C 0 181 el 4
861 0 1432 ¥9 b
aweltod sjg | ewelsodspg | oweysed sjig | sweltad sug Xopu|
JO "ON [ejoL ISSEIDJOON | gSSelDJOON | VSseD jooN adA| swel

-C °lqelL



PCT/GB2004/001011

WO 2004/084500

MNM7

11 b

sdgy 68'€Z M-HINY L1y €0t 2 G

sday 69°Z1L AM-HINY €5¢ 181 Zl ¥
sdqy 68'8 MUY L} gLl 9 €
sday 9'9 AM-HINY zel 8l 5 Z
ais am-diNy % 0 oy |

¢ ajdwex3
sday 68'GL am-Unv LI€ e el g
sdqy G9'ZL MUY €5C 18} Zl ¥
sdqy 68'8 gGM-HNY i gLl 9 5
sday 9'9 GM-HNY zel 8/ ¥5 Z
aiS aM-dNY oy 0 oy )

Z 9|dwexg
sdgy 69°Z) am-dNY €62 18} L ¥
sdqy 68°8 AM-HNY Ll ell 9 ¢
sdqy 9'9 AM-MINY 4y! 8. ) Z
als am-4iny v 0 oy l

| 8|dwex3

(Aaojepuep) eulond euiond
ajel 921n0S =ﬁm;ﬂ%m8 A_ N.;w%v c F.;w=ov 194y
v m_wg 1010 ans gy ans gvy )
Jequinu [ejoL SMol-gns gy MUY SIWN

€ 9lqel



PCT/GB2004/001011

WO 2004/084500

12/17

AR

ZL1¥0

18100

0118190
61810
819190
L3190

91810

G180

718190

€190

¢ 1¥P0
} 1810

ANE

YUIUMOP 0} 8jel JIq pesjuesens)

yuldn Joj 8jel Jig pasjuelens)

fuoud
BuipueH ael) . Aejap Jajsuei]
ojjel Jole Nds Y34 [enpisey
YuI[UMOP Joj &2l JiG WnuiXepy
yuidn Joj 8je. Jig winwixep
9zZIs (S WnWXep
nas
snoauols Jo AisAlje( Japlo AeAleq ~ sse|Daued)
indyfinoay) aleds
ueapy 000
SSepo | aleds indybBnoui
8Juapaoald 0 Yead
sseo ssep aleds
Aoy Rejaq 00
3 @91n8s Jo Ayjenb jo yjbua]
31 8aies Jo Ajlen
[ 4 € 14 G -9 L




PCT/GB2004/001011

WO 2004/084500

13/17

1€318100

€2 18100
¢ 1¥0

71 18100
€l 18190

¢l 1910

L1 19100

0} 18190
6 19190
818190
L1¥100

919100
§ 19100

718190

€180
¢ B0
} 18190

¢l b1

Z pIel feuondo S0

| pjay [euondo S0P

JUIIUMOP 0} 8JEl Jiq paajuesens)

uiidn Joj ajel Jig peejuelens

Auoud
Bujpue ayel Rejop Jojsuel
oljel Jous (S _ Y34d [enpisay
YUIUMOP 10} el Jiq WntuIXepy
yulidn Jo} el JiG WINWIXe|
az|s NAS Wnwixep
nas
snoauos Jo AisAlaq fapio Aienpq SSe[Q olyel]
ndyBinoay) s)g uogeolpu
ues|y - 50D [euondp
Ssejo aleds Indybnosy;
80oUuspageld 0 " yjeed
ssejo SSej0. aleds
Rygerey Rejeq 00

3} #91A18S Jo Ayjenb Jo yjbuaT

[T} @2IAI8S JO Ajljent)

} A € 14 G 9 L




PCT/GB2004/001011

WO 2004/084500

14/17

AR

2Ge
00€ Ns99 90€ nsos 1422 ONY AHd 218
. . — | §
008;| — 5 5018
| — A gyl gy | gy ---+] o P8
dou9 £08 Y | avy
008 frato v dan Nowm dan oM --->|  om  |[59I8
2 5 Lg08
N N rdlo Je——sl o do0d  le---a| doad |s8l8
NG e e s
N | -Ensd di- |s0c8
aYOTAYd POt I 0| @Y |diddand|iody
ik g <
MIAVT ‘
HAY | dLY |dan | di s0g | EWUAY| dl¥ | dan




WO 2004/084500

PCT/GB2004/001011

15/17

'RFCl | IP/UDPRTP | VolP Payload (ARM/ARM-WB)
S S o
830 832 834

Fig. 15



PCT/GB2004/001011

WO 2004/084500

16/17

9} "bi4

nas 1404
098 9998
o) “"
| VY sd-nj 0 g d1y/dan/dl [04d
/'y yy 3 /'y
Q08 798
7/ AN
J g dly dan d3av3aH di
< = »
98
058 Y GM-dNY did ddn H3dv3H di
< qL L) 1 -t ~L >
0G8 Y38 S8

858




PCT/GB2004/001011

WO 2004/084500

17/17

4
1epesy d1¥/dan/dl ey} seAowsl yolym dodd ybnoiy) ——— €18

Ll "Bi4

048

9.8
7 J._ N
J d v
méﬂv m<w; méﬁ
J d 4
*
718
J d Y 1404
9 g N4 dLy/dan/d 1944
5 9
098 998

avyd

o

dodd



INTERNATIONAL SEARCH REPORT inig@ilptional Application No
PCT/GB2004/001011

A. CLASSIFICATION OF SUBJECT MATTER
IPC 7 HO4L12/%6 H04Q7/22 H04Q7/38

According to International Patent Classification (IPC) or to both national classification and IPC

B. FIELDS SEARCHED

Minimum documentation searched (classification sysiem followed by classification symbols)

IPC 7 HO4L Ho4Q

Documentation searched other than minimum documentation to the extent that such documents are included in the fields searched

Electronic data base consulted during the international search (name of data base and, where practical, search terms used)

EPO-Internal, WPI Data, PAJ, COMPENDEX, INSPEC

C. DOCUMENTS CONSIDERED TO BE RELEVANT

Category ® | Gitation of document, with indication, where appropriate, of the relevant passages Relevant to claim No.
X EP 1 096 742 A (LUCENT TECHNOLOGIES INC) 1-3,5-8,
2 May 2001 (2001-05-02) 10-19
Y the whole document . 4,9
X WO 99/16266 A (ERICSSON TELEFON AB L M) 1,6,11,
1 April 1999 (1999-04-01) 14-19
page 4 -page 20, line 13; figures 2-6
Y WO 02/098077 A (ERICSSON TELEFON AB L M) 4,9

5 December 2002 (2002-12-05)
page 2, line 22 -page 4, line 27

D Further documents are listed in the continuation of box C. Patent family members are listed in annex.

° Special categories of cited documents :
peat g ° *T* later document published after the international filing date

L jority date and not in conffict with the application but
"A" document defining the general state of the art which is not or prio iy :
considered to be of pariicular relevance i?::?ec:l :]% rl_]mderstand the principle or theory underlying the
*E* earlier document but published on or after the intemational *x* document of particular relevance: the claimed invention
filing date cannot be considered novel or cannot be considered to
e da%m?]ent Whic? may tglrowtgoubti I?n t;?rior:ljty clafim(s) |;)r involve an inventive step when the document is taken alone
vhich Is cited to establish the publication date of another *Y* document of particular relevance; the claimed invention
citation or other special reason (as specified) cannot be considered to involve an inventive step when the
*0" document referring to an oral disclosure, use, exhibition or document Is combined with one or more other such docu-
other means ments, such combination being obvious to a person skilled
*P* document published prior to the international filing date but inthe art.
later than the priority date claimed "&" document member of the same patent family
Date of the actual completion of the international search Date of mailing of the intemational search report
16 June 2004 23/06/2004
Name and mailing address of the I1SA Authorized officer

European Patent Office, P.B. 5818 Patentlaan 2
NL - 2280 HV Rijswijk

Tel. (+31-70) 340-2040, Tx. 31 651 eponl,
Fax: (+31-70) 310-3016 Garcia Bolos, R

Form PCTASA/210 (second sheet) (January 2004)



INTERNATIONAL SEARCH REPORT

Infermation on patent family members

Inygitional Application No

PCT/GB2004/001011
Patent document Publication Patent family Publication

cited in search report date member(s) date
EP 1096742 A 02-05-2001 EP 1096742 Al 02-05-2001
WO 9916266 A 01-04-1999 US 2003039237 Al 27-02-2003
AU 742647 B2 10-01-2002
AU 9287698 A 12-04-1999
BR 9812522 A 25-07-2000
CA 2304863 Al 01-04-1999
EP 1018275 Al 12-07-2000
JP 2001517910 T 09-10-2001
NZ 503466 A 31-05-2002
W0 9916266 Al 01-04-1999
ZA 9808571 A 31-03-1999
WO 02098077 A 05-12-2002 US 2003081592 Al 01-05-2003
WO 02098077 Al 05-12-2002

Form PCT/ISA/210 (patent family annex) (January 2004)




	Abstract
	Bibliographic
	Description
	Claims
	Drawings
	Search_Report

