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(57)【要約】
【課題】本発明は、製造された端末機の無線ＬＡＮ通信
の動作確認を簡単に行えることができる無線ＬＡＮシス
テムを提供することを目的とする。
【解決手段】本発明に係る無線ＬＡＮシステム１００は
、無線ＬＡＮ通信機能を有するＰＣ１０と、無線ＬＡＮ
通信機能を有する無線カメラ２０と、ＳＤカード３０と
を備えている。ここで、ＳＤカード３０には、ＰＣ１０
と無線カメラ２０との間における無線ＬＡＮ通信に備え
た設定情報が格納されている。さらに、当該ＳＤカード
３０は、無線カメラ２０に対して着脱可能である。
【選択図】図１
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【特許請求の範囲】
【請求項１】
　無線ＬＡＮ通信機能を有する、電子計算機と、
　前記無線ＬＡＮ通信機能を有する端末機と、
　前記電子計算機と前記端末機との間における無線ＬＡＮ通信に備えた設定情報が格納さ
れており、前記端末機に対して着脱可能な記憶媒体とを、備えている、
ことを特徴とする無線ＬＡＮシステム。
【請求項２】
　前記記録媒体には、前記設定情報として、
　前記端末機を識別するための識別子と、
　前記電子計算機との無線ＬＡＮ通信の際に送信されるデータの暗号化処理で用いられる
キーと、
　前記端末機のＩＰアドレスと、
　前記電子計算機との無線ＬＡＮ通信の際に使用されるチャンネル情報とが、
少なくとも格納されている、
ことを特徴とする請求項１に記載の無線ＬＡＮシステム。
【請求項３】
　前記設定情報は、
　前記記録媒体の所定のディレクトリ内において、所定のファイル名で格納されており、
　前記記録媒体が装着された前記端末機は、
　前記記録媒体において、前記所定のディレクトリ内に存する前記所定のファイル名のデ
ータが存在するか否かを判断し、
　前記判断の結果、存在すると判断した場合には、前記電子計算機との無線ＬＡＮ通信を
開始し、
　前記判断の結果、存在しないと判断した場合には、前記電子計算機との無線ＬＡＮ通信
を行わない、
ことを特徴とする請求項１または請求項２に記載の無線ＬＡＮシステム。
【発明の詳細な説明】
【技術分野】
【０００１】
　この発明は、無線ＬＡＮシステムに係る発明であり、特に、工場での動作確認を簡単に
行うことができる無線ＬＡＮシステムに関する。
【背景技術】
【０００２】
　無線ＬＡＮ（Ｌｏｃａｌ　Ａｒｅａ　Ｎｅｔｗｏｒｋ）システムに関する従来技術は、
多く存在する（たとえば、特許文献１，２）。特許文献１，２では、無線ＬＡＮシステム
における暗号等の設定に関する技術が開示されている。
【０００３】
　また、ドアホンシステムに無線ＬＡＮシステムを適用した技術も存在する。当該技術で
は、特定のアクセスポイント（中継機）を介して、室内機と無線カメラとの間において無
線ＬＡＮ通信を行う。つまり、訪問者を無線カメラが撮像し、撮像された画像が中継機を
介して、無線ＬＡＮ通信により室内機に送信される。そして、当該室内機において画像が
表示される。なお、一の家屋に隣接する家屋において他のドアホンシステムが導入されて
いる場合、当該他のドアホンシステムと、一の家屋に導入されたドアホンシステムとの間
において通信干渉を防止する必要がある。当該通信干渉を防止するために、各ドアホンシ
ステムを構成する中継機、無線カメラ等に所定の登録情報も設定される。
【０００４】
　当該ドアホンシステムに係る無線カメラを製造し、工場において当該無線カメラの無線
ＬＡＮ通信動作確認を行う必要がある。この場合には、ドアホンシステムを構成する中継
機を用意し、当該中継機との無線ＬＡＮ通信を可能とするために、無線カメラに複雑な所
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定の設定登録を行う必要がある。
【０００５】
【特許文献１】特開２００４－２１５２３２号公報
【特許文献２】特開２００６－１００９５７号公報
【発明の開示】
【発明が解決しようとする課題】
【０００６】
　工場において、上記無線カメラを複数製造し、各々の無線カメラに対して無線ＬＡＮ通
信動作確認を行う必要がある。つまり、ドアホンシステムを構成する中継機を用意し、当
該中継機との無線ＬＡＮ通信を行うことができる所定の設定登録処理（通信セキュリティ
設定等も含む）を、各無線カメラ毎に行う必要がある。そして、当該動作確認のために実
施される無線カメラへの所定の設定登録処理は、非常に複雑なものである。したがって、
製造された全ての無線カメラについて無線ＬＡＮ通信の動作確認を行う場合には、上記所
定の設定登録作業が非常に煩雑となる。
【０００７】
　また、当該動作確認のために、無線カメラと共に上記ドアホンシステムを構成する中継
機を工場において用意し、使用する必要がある。したがって、中継機に設定されている物
理アドレス情報、ソフト情報、設定情報（たとえば、他のドアホンシステムとの通信干渉
を防ぐ設定およびその設定に関するソフト情報等）などが、工場において用意に入手され
てしまう。つまり、中継機に設定されている各設定事項の秘匿性を保つことができないと
いう問題が発生する。
【０００８】
　そこで、本発明は、端末機（無線カメラ）の無線ＬＡＮ通信の動作確認を工場内におい
て簡単に行えることができる無線ＬＡＮシステムを提供することを目的とする。また、当
該工場での動作確認の際に、中継機に設定されている設定事項の秘匿性を守ることができ
る無線ＬＡＮシステムを提供することを目的とする。
【課題を解決するための手段】
【０００９】
　上記の目的を達成するために、本発明に係る請求項１に記載の無線ＬＡＮシステムは、
無線ＬＡＮ通信機能を有する、電子計算機と、前記無線ＬＡＮ通信機能を有する端末機と
、前記電子計算機と前記端末機との間における無線ＬＡＮ通信に備えた設定情報が格納さ
れており、前記端末機に対して着脱可能な記憶媒体とを、備えている。
【００１０】
　また、本発明に係る請求項２に記載の無線ＬＡＮシステムは、請求項１に記載の無線Ｌ
ＡＮシステムであって、前記記録媒体には、前記設定情報として、前記端末機を識別する
ための識別子と、前記電子計算機との無線ＬＡＮ通信の際に送信されるデータの暗号化処
理で用いられるキーと、前記端末機のＩＰアドレスと、前記電子計算機との無線ＬＡＮ通
信の際に使用されるチャンネル情報とが、少なくとも格納されている。
【００１１】
　また、本発明に係る請求項３に記載の無線ＬＡＮシステムは、請求項１または請求項２
に記載の無線ＬＡＮシステムであって、前記設定情報は、前記記録媒体の所定のディレク
トリ内において、所定のファイル名で格納されており、前記記録媒体が装着された前記端
末機は、前記記録媒体において、前記所定のディレクトリ内に存する前記所定のファイル
名のデータが存在するか否かを判断し、前記判断の結果、存在すると判断した場合には、
前記電子計算機との無線ＬＡＮ通信を開始し、前記判断の結果、存在しないと判断した場
合には、前記電子計算機との無線ＬＡＮ通信を行わない。
【発明の効果】
【００１２】
　本発明の請求項１に記載の無線ＬＡＮシステムは、無線ＬＡＮ通信機能を有する、電子
計算機と、無線ＬＡＮ通信機能を有する端末機と、電子計算機と端末機との間における無
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線ＬＡＮ通信に備えた設定情報が格納されており、端末機に対して着脱可能な記憶媒体と
を、備えている。
【００１３】
　したがって、製造された端末機の無線ＬＡＮ通信動作確認処理を行うに際して、各端末
機毎に、無線ＬＡＮ通信に必要な設定情報を設定する必要が無くなる。つまり、記録媒体
を端末機に着脱するだけで、簡単に、製造された全ての端末機の無線ＬＡＮ通信動作確認
が行える。
【００１４】
　また、秘匿設定情報を有さない電子計算機を用いて、端末機の無線ＬＡＮ通信動作確認
が行える。したがって、秘匿性情報等を有する中継機（アクセスポイント）を工場に導入
する必要も無い。つまり、中継機に設定されている設定事項の秘匿性を守ることができる
。
【００１５】
　また、本発明の請求項２に記載の無線ＬＡＮシステムでは、記録媒体には、設定情報と
して、端末機を識別するための識別子と、電子計算機との無線ＬＡＮ通信の際に送信され
るデータの暗号化処理で用いられるキーと、端末機のＩＰアドレスと、電子計算機との無
線ＬＡＮ通信の際に使用されるチャンネル情報とが、少なくとも格納されている。
【００１６】
　したがって、端末機の無線ＬＡＮ通信動作確認を、当該端末機が実際に使用される状況
と近い状況下で、実施できる。
【００１７】
　また、本発明の請求項３に記載の無線ＬＡＮシステムでは、設定情報は、記録媒体の所
定のディレクトリ内において、所定のファイル名で格納されており、記録媒体が装着され
た端末機は、記録媒体において、所定のディレクトリ内に存する所定のファイル名のデー
タが存在するか否かを判断し、判断の結果、存在すると判断した場合には、電子計算機と
の無線ＬＡＮ通信を開始し、判断の結果、存在しないと判断した場合には、電子計算機と
の無線ＬＡＮ通信を行わない。
【００１８】
　したがって、正規の記録媒体を有する試験者のみが、端末機の無線ＬＡＮ通信動作確認
を行うようにすることができる。換言すれば、偽造された記録媒体を用いては、端末機の
無線ＬＡＮ通信動作確認テストを実施できようにすることができる。
【発明を実施するための最良の形態】
【００１９】
　以下、この発明をその実施の形態を示す図面に基づいて具体的に説明する。
【００２０】
　図１は、本実施の形態に係る無線ＬＡＮシステムの構成を示す概略図である。
【００２１】
　図１に示すように、無線ＬＡＮシステム１００は、電子計算機（以下ＰＣと称する）１
０、無線カメラ（端末機と把握できる）２０、および記録媒体（以下、ＳＤカードと称す
る）３０から構成されている。
【００２２】
　ＰＣ１０は、いわゆる情報処理装置（コンピュータ）であり、無線ＬＡＮ通信を可能と
する無線ＬＡＮアダプタ１０ａを有している。無線カメラ２０は、動画および／または静
止画の撮像が可能なカメラ装置であり、無線ＬＡＮ通信を可能とする無線ＬＡＮアダプタ
２０ａを有している。つまり、ＰＣ１０および無線カメラ２０は共に、無線ＬＡＮ通信機
能を有しており、両装置１０，２０間における無線ＬＡＮ接続が実現される。
【００２３】
　また、ＳＤ（Ｓｅｃｕｒｅ　Ｄｉｇｉｔａｌ）カード３０は、無線カメラ２０に対して
着脱可能な記録媒体である。当該ＳＤカード３０内には、ＰＣ１０と無線カメラ２０との
間における無線ＬＡＮ通信に備えた設定情報が格納されている。たとえば、図２に示すよ
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うなディレクトリ構造が、ＳＤカード３０内に設定されている。当該設定情報は、ＳＤカ
ード３０の所定のディレクトリ内において、所定のファイル名で格納されている。図２の
例では、たとえば、所定のディレクトリは、ディレクトリＣ（ディレクトリＡ内のディレ
クトリＢ内に、ディレクトリＣが存在する）である。また、図１の例では、所定のファイ
ル名は、たとえば「αεπ」である。
【００２４】
　図１に示すように、所定のファイル名「αεπ」であるファイル内には、設定情報とし
て、ＳＳＩＤ（Ｓｅｒｖｉｃｅ　Ｓｅｔ　ＩＤｅｎｔｉｆｉｅｒ：無線カメラ２０の識別
子）、キー、無線カメラ２０のＩＰアドレス、およびチャンネル情報が格納されている。
なお、ＰＣ１０には、無線カメラ２０のＩＰアドレスと同じサブネットアドレスとなるＩ
Ｐアドレスを設定する。なお、無線カメラ２０のＳＳＩＤは、ＳＤカードに設定・記憶さ
れるだけでなく、ＰＣ１０にも無線カメラ２０のＳＳＩＤが設定される。
【００２５】
　キーは、ＷＥＰ（Ｗｉｒｅｄ　Ｅｑｕｉｚａｌｅｎｔ　Ｐｒｉｖａｃｙ）キーなどであ
り、ＰＣ１０と無線カメラ２０との間における無線ＬＡＮ通信の際に送信される、データ
の暗号化処理で使用される。暗号化されたデータを受信側が解読するためには、送信側に
設定されているものと同じキーが必要となる。したがって、当該キーの設定を行うことに
より、他のユーザーなどがアクセスしようとしても暗号化されたデータは解読できず、デ
ータを見ることができないようにすることが可能である。チャンネル情報とは、無線カメ
ラ２０が、ＰＣ１０との間における無線ＬＡＮ通信の際に使用される、周波数帯域のこと
である。
【００２６】
　図１の例では、無線カメラ２０のＳＳＩＤは「ａｄｈｏｃ」であり、ＰＣ１０との通信
の際に使用される暗号キーは「ｋｅｙ」であり、ＰＣ１０との無線ＬＡＮ通信で使用され
る分割された周波数帯域のチャンネル情報は「６」であり、無線カメラ２０のＩＰアドレ
スは「１９２．１６８．１１１．１１１」である。
【００２７】
　無線カメラ２０にＳＤカード３０が装着（挿入）され、無線カメラ２０が備える所定の
ボタンを押圧する。そうすると、無線カメラ２０内の制御部（図示せず）は、次の判断（
ＳＤカード認証判断処理）を行う。
【００２８】
　制御部には、ディレクトリ階層情報および、どのディレクトリ内のどのファイルに、上
記設定情報が格納されているか、予め記憶されている。たとえば、図１，２の場合では、
制御部には、図２に示すディレクトリ階層情報と、ディレクトリＣ内のファイル名「αε
π」に、上記設定情報が格納されていることが、予め記憶されている。ここで、上記のよ
うに、ディレクトリＣは、ディレクトリＡ内のディレクトリＢ内に存在する。
【００２９】
　上記ボタンを押圧されると、制御部は、挿入されたＳＤカード３０の所定のディレクト
リ内（ディレクトリＣ）において、所定のファイル名（αεπ）のデータが存在するか否
かを、予め記憶されいる上記ディレクトリ階層情報、ディレクトリ情報、ファイル名等を
用いて判断する。
【００３０】
　当該判断の結果、挿入されたＳＤカード３０内において、ディレクトリＣ内にファイル
名「αεπ」のデータが存在すると判断したとする。この場合には、制御部の制御の下、
無線カメラ２０は、アドホックモード（つまり、アクセスポイント（中継機）を介さない
無線ＬＡＮモード）で、ＰＣ１０との無線ＬＡＮ通信を開始する。
【００３１】
　他方、上記判断の結果、挿入されたＳＤカード３０内において、ディレクトリＣが存在
しない、またはディレクトリ階層情報が異なる、またはファイル名「αεπ」のデータが
存在しないと判断したとする。つまり、挿入されたＳＤカード３０が、たとえば偽装され
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たものであると判断したとする。この場合には、無線カメラ２０は、ＰＣ１０との無線Ｌ
ＡＮ通信を行わない。つまり、無線カメラ２０の無線ＬＡＮ通信の動作確認作業が中止さ
れる。
【００３２】
　次に、本実施の形態に係る無線ＬＡＮシステム１００の動作について、図３のフローチ
ャートを用いて説明する。
【００３３】
　工場において、無線カメラ２０が３台（２０Ｓ，２０Ｔ，２０Ｗ）製造されたとする。
以下、当該３台の無線カメラ２０Ｓ，２０Ｔ，２０Ｗの無線ＬＡＮ通信の動作確認を、工
場において行う場合について説明する。なお、正規のＳＤカード３０には、図２のディレ
クトリ構造の、ディレクトリＣ内のファイル名「αεπ」に、上記無線ＬＡＮ通信に必要
な設定情報が格納されている。したがって、各無線カメラ２０Ｓ，２０Ｔ，２０Ｗにおい
て、ＳＤカード認証判断処理（図３のステップＳ３）に備えて、図２のディレクトリ構造
、および所定のディレクトリＣ内に所定ファイル名「αεπ」のデータが存することを示
す情報が予め記憶されている。
【００３４】
　ＰＣ１０を工場に用意する。ここで、当該ＰＣ１０には、無線ＬＡＮ通信に必要な設定
（ＳＳＩＤ、キー、チャンネル、ＩＰアドレス等）が完了している。また、上記の通り、
ＰＣ１０には、無線ＬＡＮアダプタ１０ａが設けられている。
【００３５】
　まず、無線カメラ２０Ｓの無線ＬＡＮ動作確認を行う。したがって、図４に示すように
、無線カメラ２０Ｓに上記ＳＤカード３０を装着（挿入）する（図３のステップＳ１）。
そして、当該無線カメラ２０Ｓが備える上記所定のボタンを押圧する（図３のステップＳ
２）。すると、無線カメラ２０Ｓ内に配設されている制御部は、上記ＳＤカード認証判断
処理を実施する（図３のステップＳ３）。
【００３６】
　上記挿入されたＳＤカード３０が正規のものであるとする。つまり、上記制御部が、挿
入されたＳＤカード３０内において、図２のディレクトリ構造の所定のディレクトリＣ内
に、ファイル名「αεπ」のデータが存在すると判断したとする（ステップＳ３で「整合
可」）。このとき、当該制御部は、ＰＣ１０との無線ＬＡＮ通信を開始する（図３のステ
ップＳ４）。つまり、ＰＣ１０と無線カメラ２０Ｓとの間におけるアドホックモードでの
、無線カメラ２０Ｓの無線ＬＡＮ動作確認が開始される（図３のステップＳ４）。
【００３７】
　ここで、アドホックモードとは、中継機（アクセスポイント）を介さない、端末間（Ｐ
Ｃ１０－無線カメラ２０）同士の無線通信モードのことである。
【００３８】
　これに対して、上記挿入されたＳＤカード３０が偽装されたものであるとする。つまり
、上記制御部が、挿入されたＳＤカード３０内において、図２のディレクトリ構造を認識
できない、または所定のディレクトリＣの存在が確認できない、またはファイル名「αε
π」のデータのが存在が確認できないとする（ステップＳ３で「不整合可」）。このとき
、当該制御部は、ＰＣ１０との無線ＬＡＮ通信を実施しない（図３のステップＳ５）。つ
まり、ＰＣ１０と無線カメラ２０Ｓとの間におけるアドホックモードでの、無線カメラ２
０Ｓの無線ＬＡＮ動作確認は、中止される（図３のステップＳ５）。
【００３９】
　無線カメラ２０Ｓの無線ＬＡＮ動作確認処理が終了したら、ＳＤカード３０を無線カメ
ラ２０Ｓから取外す。そして、次に図５に示すように、無線カメラ２０Ｔに上記ＳＤカー
ド３０を装着（挿入）する（図３のステップＳ１）。そして、当該無線カメラ２０Ｔが備
える上記所定のボタンを押圧する（図３のステップＳ２）。すると、無線カメラ２０Ｔ内
に配設されている制御部は、上記ＳＤカード認証判断処理を実施する（図３のステップＳ
３）。
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【００４０】
　上記挿入されたＳＤカード３０が正規のものであるとする。つまり、上記制御部が、挿
入されたＳＤカード３０内において、図２のディレクトリ構造の所定のディレクトリＣ内
に、ファイル名「αεπ」のデータが存在すると判断したとする（ステップＳ３で「整合
可」）。このとき、当該制御部は、ＰＣ１０との無線ＬＡＮ通信を開始する（図３のステ
ップＳ４）。つまり、ＰＣ１０と無線カメラ２０Ｔとの間におけるアドホックモードでの
、無線カメラ２０Ｔの無線ＬＡＮ動作確認が開始される（図３のステップＳ４）。
【００４１】
　これに対して、上記挿入されたＳＤカード３０が偽装されたものであるとする。つまり
、上記制御部が、挿入されたＳＤカード３０内において、図２のディレクトリ構造を認識
できない、または所定のディレクトリＣの存在が確認できない、またはファイル名「αε
π」のデータのが存在が確認できないとする（ステップＳ３で「不整合可」）。このとき
、当該制御部は、ＰＣ１０との無線ＬＡＮ通信を実施しない（図３のステップＳ５）。つ
まり、ＰＣ１０と無線カメラ２０Ｔとの間におけるアドホックモードでの、無線カメラ２
０Ｔの無線ＬＡＮ動作確認は、中止される（図３のステップＳ５）。
【００４２】
　無線カメラ２０Ｔの無線ＬＡＮ動作確認処理が終了したら、ＳＤカード３０を無線カメ
ラ２０Ｔから取外す。そして、次に図６に示すように、無線カメラ２０Ｗに上記ＳＤカー
ド３０を装着（挿入）する（図３のステップＳ１）。そして、当該無線カメラ２０Ｗが備
える上記所定のボタンを押圧する（図３のステップＳ２）。すると、無線カメラ２０Ｗ内
に配設されている制御部は、上記ＳＤカード認証判断処理を実施する（図３のステップＳ
３）。
【００４３】
　上記挿入されたＳＤカード３０が正規のものであるとする。つまり、上記制御部が、挿
入されたＳＤカード３０内において、図２のディレクトリ構造の所定のディレクトリＣ内
に、ファイル名「αεπ」のデータが存在すると判断したとする（ステップＳ３で「整合
可」）。このとき、当該制御部は、ＰＣ１０との無線ＬＡＮ通信を開始する（図３のステ
ップＳ４）。つまり、ＰＣ１０と無線カメラ２０Ｗとの間におけるアドホックモードでの
、無線カメラ２０Ｗの無線ＬＡＮ動作確認が開始される（図３のステップＳ４）。
【００４４】
　これに対して、上記挿入されたＳＤカード３０が偽装されたものであるとする。つまり
、上記制御部が、挿入されたＳＤカード３０内において、図２のディレクトリ構造を認識
できない、または所定のディレクトリＣの存在が確認できない、またはファイル名「αε
π」のデータのが存在が確認できないとする（ステップＳ３で「不整合可」）。このとき
、当該制御部は、ＰＣ１０との無線ＬＡＮ通信を実施しない（図３のステップＳ５）。つ
まり、ＰＣ１０と無線カメラ２０Ｗとの間におけるアドホックモードでの、無線カメラ２
０Ｗの無線ＬＡＮ動作確認は、中止される（図３のステップＳ５）。
【００４５】
　上記において、図３のステップＳ４，Ｓ５の終了後、無線カメラ２０は、自動若しくは
手動にて、電源が切られる。また、ＳＤカード３０に上記設定情報が格納されており、Ｐ
Ｃ１０にもＩＰアドレス等の所定の設定がなされている。したがって、ステップＳ４にお
いて動作確認が開始されると、上記ＳＳＩＤに対して上記キーで自動的に、ＰＣ１０と接
続される。また、上記動作確認では、ＰＣ１０における無線カメラ２０で撮像された画像
の閲覧、無線カメラ２０およびＰＣ１０を用いたｔｅｌｎｅｔプロトコルの確認等を行う
。
【００４６】
　なお、無線ＬＡＮ動作確認を正常に終えた無線カメラ２０は、家屋のドアホンシステム
の構成要素として、所定の家屋外等に設置される。当該無線カメラ２０は、家屋のセキュ
リティの観点から設けられる。たとえば、屋外に存する人物を当該無線カメラ２０が撮像
し、家屋内のユーザーが子機の表示部を介して、撮像画像を視認するため等である。また
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、上記ドアホンシステムでは、無線カメラ２０は、特定の中継機（アクセスポイント）を
介して、室内子機と無線ＬＡＮ通信する。つまり、無線カメラ２０は、インフラストラク
チャモードでの無線ＬＡＮ通信を行う。
【００４７】
　以上のように、本実施の形態に係る無線ＬＡＮシステム１００では、無線ＬＡＮ通信機
能を有するＰＣ１０を用意する。そして、製造された、無線ＬＡＮ通信機能を有する無線
カメラ２０の無線ＬＡＮ通信の動作確認を行うために、無線カメラ２０にＳＤカード３０
を挿入する。そして、動作確認終了後、当該ＳＤカード３０を無線カメラ２０から取外す
。
【００４８】
　したがって、製造された無線カメラ２０の無線ＬＡＮ通信動作確認処理を行うに際して
、各無線カメラ２０毎に、無線ＬＡＮ通信に必要な設定情報を設定する必要が無くなる。
つまり、上記ＳＤカードを無線カメラ２０に着脱するだけで、簡単に、製造された全ての
無線カメラ２０の無線ＬＡＮ通信動作確認が行える。
【００４９】
　また、本実施の形態では、秘匿設定情報を有さないＰＣ１０を用いて、無線カメラ２０
の無線ＬＡＮ通信動作確認が行える。したがって、ドアホンシステムを構成する中継機を
工場に導入する必要も無い。つまり、中継機に設定されている設定事項の秘匿性を守るこ
とができる。
【００５０】
　また、本実施の形態に係る無線ＬＡＮシステム１００では、ＳＤカード３０には、設定
情報として、上記ＳＳＩＤ、キー、チャンネル情報、無線カメラ２０のＩＰアドレスが、
少なくとも格納されている。なお、ＰＣ１０には、無線カメラ２０に設定されたＩＰアド
レスと同じサブネットアドレスとなるＩＰアドレスが設定される。
【００５１】
　したがって、無線カメラ２０の上記動作確認を、当該無線カメラ２０が実際に使用され
る状況と近い状況下で、実施できる。
【００５２】
　また、本実施の形態に係る無線ＬＡＮシステム１００では、上記設定情報は、ＳＤカー
ド３０の所定のディレクトリＣ内において、所定のファイル名「αεπ」で格納されてい
る。そして、ＳＤカード３０を挿入された無線カメラ２０は、図３のステップＳ３のＳＤ
カード認証判断処理を行う。
【００５３】
　したがって、正規のＳＤカード３０を有する試験者のみが、無線カメラ２０の無線ＬＡ
Ｎ通信動作確認を行うようにすることができる。換言すれば、偽造されたＳＤカード３０
を用いては、無線カメラ２０の無線ＬＡＮ通信動作確認テストを実施できようにすること
ができる。
【００５４】
　なお、上記では、ＰＣ１０と無線カメラ２０との間における無線ＬＡＮ通信に備えた設
定情報を格納する記憶媒体として、ＳＤカード３０を用いる場合に言及した。しかし、当
該記録媒体は、その他の着脱可能なＵＳＢ（Ｕｎｉｖｅｒｓａｌ　Ｓｅｒｉａｌ　Ｂｕｓ
）メモリ等であっても良い。
【図面の簡単な説明】
【００５５】
【図１】本発明に係る無線ＬＡＮシステムの構成を示す概略図である。
【図２】ＳＤカードに設定されたディレクトリ構造の一例を示す図である。
【図３】本発明に係る無線ＬＡＮシステムの動作を説明するためのフローチャートである
。
【図４】本発明に係る無線ＬＡＮシステムの動作を説明するための図である。
【図５】本発明に係る無線ＬＡＮシステムの動作を説明するための図である。
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【図６】本発明に係る無線ＬＡＮシステムの動作を説明するための図である。
【符号の説明】
【００５６】
　１０　ＰＣ（電子計算機）
　２０　無線カメラ（端末機）
　３０　ＳＤカード（記録媒体）
　１００　無線ＬＡＮシステム

【図１】 【図２】

【図３】
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【図４】 【図５】

【図６】
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