Title: METHOD AND SYSTEM FOR LINKING ANY INSTANT MESSAGE SYSTEM AND DATA TRANSFER TECHNOLOGIES

Abstract: The present invention provides a method and system to facilitate peer-to-peer instant message communications among users connected to different instant messaging systems. To do so, the present invention provides a Single Name Instant Messaging Protocol (SNIP) that uses the universal namespace of e-mail to facilitate peer-to-peer instant message communications among users connected to different networks. Another aspect of the present invention is to use the Single Name Instant Messaging protocol to authenticate a user over the Internet to provide online fraud protection when using a credit card. To do so, a method and system according to one embodiment of the present invention includes a database that references a credit card number with an e-mail address and its corresponding e-mail password; and, optionally, referencing the same e-mail address to a bio-rhythmically encoded password.
METHOD AND SYSTEM FOR LINKING ANY INSTANT MESSAGE SYSTEM AND DATA TRANSFER TECHNOLOGIES

BACKGROUND OF THE INVENTION

[0001] 1. Field of the Invention:

[0002] This invention relates generally to a method and system for using a Single Name Instant Messaging Protocol (SNIP) that uses the universal namespace of e-mail to facilitate peer-to-peer instant message communications and/or data communication among users connected to different networks; and using similar protocol to authenticate use of a credit card.

[0003] 2. Description of the Related Art:

[0004] Even with many technological advances in the Internet, there still are many problems associated with it. For instance, instant messaging is a type of electronic communication that enables a user to chat instantly with one or more individuals via computer. Typically, the instant messaging system alerts the user whenever somebody on the user’s private list is online. The user can then initiate a chat session with that particular individual. Unfortunately, there are several competing instant messaging systems and no standard protocol. As a result, for a user to send instant messages to another user, both users must use the same instant messaging system. In other words, two users using different instant messaging systems cannot communicate with each other. Still another shortcoming with the present instant message communication is that each individual instant messaging service maintains separate and limited-capacity namespace of which two parties need to be a member to communicate via instant messages. Thus, this too makes instant messaging across multiple networks difficult, if not impossible.

[0005] Yet another problem associated with the Internet is fraudulent use of a credit card. For instance, just about anyone with credit card information can purchase an item through the Internet without the permission of the owner of the credit card. As such, many credit card users are reluctant to use the credit card through the Internet in fear of the credit card information being stolen when used through the Internet.

[0006] Therefore, there is a need for a method and/or system to allow users to facilitate peer-to-peer instant message communication among users connected to different instant messaging systems and allow protection against fraudulent use of credit cards through the Internet.

BRIEF SUMMARY OF THE INVENTION

[0007] One aspect of the present invention is to provide a method and system to facilitate peer-to-peer instant message communications among users connected to different (and the like) instant messaging systems. To do this, the present invention provides a Single Name Instant
Messaging Protocol (SNIP) that uses the universal namespace of e-mail to facilitate peer-to-peer instant message communications among users connected to different networks. Under this protocol, a user can register its e-mail address and Internet Protocol (IP) address with a SNIP server. If another member wishes to communicate with a target user by instant messages, the member sends an authentication request to the SNIP server. The SNIP server forwards that authentication request to the target user's e-mail server, such as POP3, a commonly used e-mail protocol, detailed in RFC 1939. If the SNIP server receives proper acknowledgment from the user's mail server, the target user is registered with the SNIP server as being "online." Then instant message communication can commence. Alternatively, the present invention may use IMAP (Internet Message Access Protocol), another commonly used e-mail protocol, to authenticate a user. For protocols other than POP and IMAP, authentication may be accomplished in a slightly different manner.

[0008] By way of background, authentication may be defined as the process of proving the identity of an individual, usually based on a user name and/or password. Moreover, POP may be generally defined as a protocol used to retrieve an e-mail from a mail server. Most e-mail applications (sometimes called an e-mail client) use the POP protocol, although some can also use the newer IMAP (Internet Message Access Protocol). There are two versions of POP. The first, called POP2, became a standard in the mid-80's and requires SMTP (Simple Mail Transfer Protocol) to send messages. The newer version, POP3, can be used with or without SMTP, which is a lower level mail protocol for sending e-mail messages between servers. Most e-mail systems that send mail over the Internet use SMTP to send messages from one server to another; the messages can then be retrieved with an e-mail client using either POP or IMAP. In addition, SMTP is generally used to send messages from a mail client to a mail server. For this reason, a user generally needs to specify both the POP or IMAP server and the SMTP server when the user configures its e-mail application.

[0009] With the SNIP system, substantially all, if not all, users registered with the SNIP server have the ability to receive instant messages through their e-mail address or IP number regardless of the ISP (Internet Service Provider) or online service to which they belong.

[0010] Another aspect of the present invention is to use the e-mail address verification of the Single Name Instant Messaging protocol to authenticate a user over the Internet to provide online fraud protection when using a credit card. To do so, a method and system according to one embodiment of the present invention includes a database that references a credit card number with an e-mail address and its corresponding e-mail password; and, optionally, referencing the same e-mail address to a bio-rhythmically encoded password. For instance, once the credit card number is registered with the corresponding e-mail address, and e-mail password, and optionally
the bio-password, an exemplary protection against fraudulent use of a credit card may be provided as follows. To make a purchase online, all of the typical consumer information is filled out; but before approval of the credit card purchase, the system, according to the present invention first checks the credit card number against the e-mail address matching the credit card. Secondly, the system checks the e-mail password to see if it matches the password for the e-mail address corresponding to the credit card. Thereafter, the system may optionally check the bio-rhythmic values of the encoded bio-read of the e-mail password against the bio database for the e-mail password in SNIP, for example. If all of the above succeeds, then the online transaction may go to the gateway for possible clearing. On the other hand, if any one of the above verifications do not match, then the cardholder is prevented from proceeding with the online transaction.


[0012] The above described and many other features and attendant advantages of the present invention will become apparent from a consideration of the following detailed description when considered in conjunction with the accompanying drawings.

BRIEF DESCRIPTION OF THE DRAWINGS

[0013] A detailed description of the preferred embodiment of the invention will be made with reference to the accompanying drawings;

[0014] FIG. 1 is an exemplary flow chart illustrating the procedure for a SNIP client to log onto and authenticate with the SNIP server;

[0015] FIG. 2 is an exemplary flow chart illustrating the procedure for a SNIP client to look up another user with the SNIP server;

[0016] FIG. 3 is an exemplary block diagram of a SNIP server facilitating peer-to-peer instant message communications and/or data communication among users connected to different networks;

[0017] FIG. 4 is an exemplary message board to facilitate peer-to-peer communication; and

[0018] FIG. 5 is an exemplary flow chart for an authentication procedure.

DETAILED DESCRIPTION OF THE PREFERRED EMBODIMENTS

[0019] This description is not to be taken in a limiting sense, but is made merely for the purpose of illustrating the general principles of the invention. The section titles and overall organization of the present detailed description are for the purpose of convenience only and are not intended to limit the present invention.
[0020] One aspect of the present invention is to provide a Single Namespace Instant Messaging Protocol (SNIP) to facilitate peer-to-peer, client-to-server instant message communications and/or data communication among users connected to different networks. One of the advantages with SNIP is that it uses existing networks for authentication by using existing universal namespace, i.e., the e-mail address of users. Since all of these networks are already established, the present invention uses the existing foundation for authentication and registration. For example, by using POP3 protocol RFC #1725, SNIP can authenticate a user from any network that has an Internet e-mail address. After the server authenticates and registers the user’s e-mail address and IP, then the client is ready for peer-to-peer and/or client-to-server and/or three-tier communications.

[0021] In the following description, the term “client” generally denotes a software and/or source code that handles interaction between a user and a server, and back and forth. For example, a client, sometimes called a client/server architecture, may be a network architecture in which each computer or process on the network is either a client or a server. Servers are computers or processes dedicated to managing disk drives (file servers), printers (printer servers), or network traffic (network servers) and the like. Put differently, clients are PCs or workstations on which users run applications. Clients rely on servers for resources, such as files, devices, and even processing power. Another type of network architecture is known as a peer-to-peer architecture because each node has equivalent responsibilities. Both client/server and peer-to-peer are widely used, and each has unique advantages and disadvantages. Client/server architectures are sometimes called two-tier architectures. In particular, an e-mail client may be an application that runs on a personal computer or workstation and enables the user to send, receive and organize e-mail. It’s called a client because e-mail systems are based on client/server architecture as discussed above. Mail is sent from many clients to a central server, which reroutes the mail to its intended destination.

[0022] There is also another type of client/server architecture with three well-defined and separate processes, each running on a different platform: (1) the user interface, which runs on the user’s computer (the client); (2) the functional modules that actually process data. This middle tier runs on a server and is often called the application server; and (3) a database management system (DBMS) that stores the data required by the middle tier. This tier runs on a second server called the database server. This three-tier design has many advantages over traditional two-tier or single-tier designs, the chief ones being (a) the added modularity makes it easier to modify or replace one tier without affecting the other tiers; and (b) separating the application functions from the database functions makes it easier to implement load balancing and scalability.
[0023] As illustrated by way of example in FIG. 1, an exemplary SNIP protocol 10 may follow these authentication steps. In step 20, to authenticate, a client sends a POP3 authentication request to the SNIP server. In step 22, the SNIP server forwards that authentication request to the user’s e-mail protocol, such as the POP3 server, using RFC number 1725, for example. Note that the POP3 server is used as an example in this embodiment; or other e-mail protocol, such as IMAP or new protocol that may be developed in the future, may be used. In step 24, a SNIP server receives an “ack” or “nack” from the user’s POP3 server. Note that the term “ack” generally means that the user’s POP3 server acknowledged the authentication request from the SNIP server; and the term “nack” generally means that the user’s POP3 server did not acknowledge the authentication request. Here, if a SNIP server receives an “ack” from the user’s POP3 server, then the protocol 10 proceeds to step 26, where the user’s e-mail address and IP number are registered with the SNIP server as being ON-LINE.

[0024] On the other hand, if the SNIP server receives a “nack” from the user’s POP3 server, then the authentication has failed and will return to step 20 for a re-authentication procedure. The user’s POP3 may not acknowledge the authentication request for many reasons, such as the IP address not matching, wrong user’s name, wrong e-mail address, wrong password, wrong setting for the e-mail server, and the server not running. However, if correct parameters are input for the user, then the POP3 server should acknowledge the authentication request from the SNIP server, i.e., return an “ack” to the SNIP server.

[0025] With the above SNIP authentication procedure and the SNIP protocol 10, all clients/users registered with the SNIP server now have the ability to receive instant messages through their e-mail address and/or IP number, regardless of which ISP or online service to which they belong. The instant messaging, for example, now takes place over peer-to-peer, client-to-client, client-to-server (two-tier), and three-tier connections, freeing the SNIP server from “ack,” “nack,” and control protocols. That is, once authenticated, to make a peer-to-peer connection, for example, the first client drops the link with the SNIP server automatically, and tries to open a socket with the second client using the IP address and/or e-mail address information for the second client gotten from the SNIP server.

[0026] By way of background, a socket in UNIX and some other operating systems may be generally described as a software object that connects an application to a network protocol. In UNIX, for example, a program can send and receive TCP/IP messages by opening a socket and reading and writing data to and from the socket. This simplifies program development because the programmer need only worry about manipulating the socket and can rely on the operating system to actually transport messages across the network correctly. Moreover, by using POP3 for the authentication procedure, for example, it eliminates the end user from having to go
through a lengthy registration process. This also ensures that SNIP uses a single namespace, and is available to anyone in the world that has an e-mail address that uses POP3 or other useable protocols. Of course, other connection methods known to one skilled in the art may be used with the present invention.

[0027] FIG. 2 illustrates an exemplary procedure for a SNIP client to look up another user with a SNIP server. To do so, the client logs on. The first time the client runs or the user intentionally decides to change its identity, the SNIP server may prompt the client and/or user for its POP3 e-mail name and password. A POP3 connection may be established with its e-mail server, and the e-mail name and address may be verified. This information can then be saved as a new “client profile,” to which buddy / ignore / and other data can be added -- a nickname, for example. Once the user has logged onto the client, the client may establish a connection to the server, sending the previously validated e-mail name and the IP address of the server on which the client is running.

[0028] Moreover, besides the e-mail and the IP address, the connection may be established with a GUID (Globally Unique ID) to ensure that the client is who the user says it is. GUID may be generally defined as an algorithm that works off a MAC (Machine Address Code) address, which is a government number given to every Ethernet card or hub on the network. That is, users that have Ethernet cards have a unique number so that no other user can have the same GUID. With the present invention, once the client comes online, a GUID may be pinned to the client, which is then sent to the SNIP server, along with the IP address and/or e-mail address, to authenticate. Then, after a peer-to-peer connection is made between two or more clients, the GUID may be used as a secret code between the clients during that session. So if one of the clients drops out of the connection, either intentionally or unintentionally, and a different client by chance is assigned the same IP address of the dropped client, the different client cannot be connected to the session, although the IP address may be the same as the one given by the SNIP server because the GUID of the different client does not match the GUID of the session.

[0029] For example, if a first client and a second client are online and the second client, for some reason, drops off and tries to come back online, the second client may get a new IP address; therefore the first client is unable to connect to the second client because of the different IP address now assigned to the second client. Moreover, if by chance a third client, who was not originally connected to the first client, is now assigned to the IP address which previously belonged to the second client, the first client cannot connect to the third client because the GUID does not match. This way, the first client is not fooled into thinking that the third client is the second client. Rather, to reconnect to the second client, either the first or second clients need to re-authenticate to establish the connection.
In step 30 of FIG. 2, the client can establish a conversation by indicating the user’s e-mail address or the name the user client wants to talk to by sending a look-up request to the SNIP server with the e-mail address of the desired user. In step 32, the SNIP server attempts to find the corresponding IP address by first checking its local cache of addresses. In other words, the SNIP server checks the database for the e-mail address of the desired user. In step 34, if the address is not cached locally, or the attempt to connect to that address fails, then in step 36, the SNIP server may e-mail a notification to the desired user’s e-mail box. This is to notify the user of the incoming request for connection. Moreover, in step 38, the SNIP server notifies the original client that the desired user is not available and that an e-mail notification has been sent to the e-mail address. Still further, the e-mail includes a message describing SNIP and a URL (Uniform Resource Locator) to download and install the SNIP protocol. Then, the SNIP server may return to step 30, ready to send another look-up request. Still further, the client may connect to the SNIP server and request the IP address for the given e-mail name. Moreover, if the server responds with an IP address different than the locally cached one, then the client may attempt to connect to this new IP address. Alternatively, the SNIP server can try its own local cache before it queries the SNIP server for an address.

On the other hand, in step 40, if the connection is successful, the IP address is saved in the local cache. Upon successful connection, the client sends the requesting user’s e-mail name and possibly other information, such as nickname, etc. In step 42, once connected, the client can communicate directly with the desired user and bypass the SNIP server by opening a socket using the IP address and/or e-mail address information gotten from the SNIP server. This way, any data may be exchanged between the client and user as they wish. Of course, the above embodiment is not limited to communication between two people, i.e., a client and a user. Rather, it may be used to communicate amongst a plurality of clients and users.

Therefore, steps 30 to 42 generally describe a procedure for an original client to look up another client with the SNIP server. If the SNIP server has the desired user in its database, then it returns the IP address of the desired user to the original client. If the SNIP server does not have the desired user in its database, the original client is then notified that the desired user cannot be found and that an e-mail was sent to the desired user with notification of the incoming SNIP request.

Alternatively, when a client receives a conversation request from another client, the receiving user may be prompted to let the user know that another SNIP client is trying to contact the receiving user. Optionally, this alternative feature may be set by the receiving user to “always ignore” or “always accept” the conversation request. If the receiving user rejects the
request, then the receiving user can choose to send a short rejection message along with the rejection.

[0034] Still another embodiment of the present invention is to transfer data between connected clients. That is, once a conversation has begun, the two clients may send messages back and forth. The sending client may establish a connection, send the data, wait for acknowledgment, and then disconnect. A "message header" may precede the message data, describing the type and size of the message data, the time when it was sent, and a checksum for verifying message integrity. "Plain Text," "Formated Text," "Files," or "Voice" are some examples of formats or data that may be transferred with the present invention. Of course, other data may be transferred using the present invention as known to one skilled in the art.

[0035] Yet another embodiment of the present invention is to provide a periodic pinging of "buddies." For example, the client can establish a list of "buddies" that the client wants to track. The client will periodically try to determine if each "buddy" is on line. To check, the client may try to connect to the target client via the locally cached IP address. If the ping fails, it may request a new IP from the SNIPS server, and update its local cache and try again if it gets one. If the client-to-client "ping" connection is successful, then the user is shown as "on line." If neither succeeds, the person is shown as "off line."

[0036] Still another alternative embodiment of the present invention is to enforce the "ignore." In this embodiment, the client may cache a list of e-mail names and/or IP addresses which the client has chosen to ignore. Having done so, all connection requests from the "ignore" list of e-mail names or IP addresses may be automatically rejected. In particular, the option of ignoring by IP addresses would prevent a user in the "ignore" list from simply changing its e-mail name and bypassing the ignore list. Furthermore, to prevent users using different IP and e-mail names from getting through, a secondary GUID or GUID for that session may be used to enforce the "ignore."

[0037] FIG. 3 illustrates by way of example block diagrams representing the interaction among the main SNIP server 50, SNIP clients 52, and SNIP servers 54. With regard to the main SNIP server 50, it works as a regular SNIP server, but with the added responsibility of directing traffic for other SNIP servers. That is, the main SNIP server 50 handles requests similar to Intetnic and the Whois structure. However, these requests may be searching for SNIP servers. For example, for an ISP to register, a SNIP server may fill out the forms to update the SNIP central database. It may also require a proof of ownership of the domain. When a client searches for a specific user, it first checks the main database. If the main database does not have that person registered, the client then tries to find the secondary SNIP server for that domain name, if
that person is not registered there, then that person is offline. So the main SNIP server keeps a
database of current users as well as a database of registered SNIP servers.

Moreover, the main SNIP server may be implemented as a multi-threaded application.
The main thread may be idle, i.e., waiting for TCP/IP connections on the designated server port.
Upon receiving a connection, the server may spawn a child thread to handle the transaction, then
return to its wait state. The child thread may then handle the transaction with the connecting
client, which may be one of two types, a “register” transaction, or a “get address” transaction. In
general, the register transaction is where the client sends an e-mail name and IP address so that
the server may add/update its database of registered clients. This allows the server to
acknowledge the transaction and disconnect. In general, the get address transaction is where the
client sends an e-mail name so that the server may look up the e-mail name in its database and
return the associated IP address (or an error code), then disconnect.

Still further, the statistics on each transaction may also be recorded in the database, so
that a separate administration tool may show the statistics. This allows the administrative tool to
detect SPAM attacks on the server, and automatically disable the connections from the offending
address.

As illustrated in FIG. 3, an exemplary user data 56 tracked by the server may include
(1) e-mail name; (2) IP address; and (3) date/time of the last connection. Moreover, an
exemplary connection data tracked 58 by the server may include (1) originating IP address; (2)
count of connections; (3) date/time of last connection; and (4) average milliseconds between
connection attempts.

With regard to a standard SNIP server 54, the bulk of these servers are directed at
authentication and registration. Moreover, these servers are responsible for maintaining a
database of users that are currently on line. For example, the client may ping the server in a
specified amount of time. If the server does not receive a ping from the client in a specified
amount of time, then that user’s registration may be deleted.

With regard to the SNIP client 52, it may take on most of the responsibilities of the
SNIP protocol and architecture. It may be responsible for negotiating the protocol in its entirety.
It plays the main role in the successful execution of the architecture. It handles the other half of
the authentication and registration scheme; and may also be responsible for the peer-to-peer
communications. It creates ignore, and buddy files on the client’s machine, as well as making
sure that users on the ignore list are ignored and users on the buddy list are checked for online
registration.

The client may handle requests for communications from other clients. The user has
the ability to deny communication requests from other clients or accept them at any time. It is
also the client’s responsibility to negotiate the search protocol and complete the searching for another user’s connect information from various SNIP servers. It is responsible for pinging the SNIP server to tell the server it is still online and available for communication with other clients. Since the protocol is written in XML, it can be updated easily and new tags can support multiple forms of data, making SNIP clients suitable for voiceover IP and other data messaging technologies. The clients should be expandable and meld with other technologies easily as long as the underlying SNIP protocol remains intact and the authentication process is adhered to.

FIG. 4 illustrates by way of example a message board to facilitate peer-to-peer instant message communications and/or data communication. For example, the top text box may be for conversation history. The bottom box may be where the user types in the next message it is going to send. Moreover, multiple conversations may be handled by a tab control. There may be an indication when there has been an activity in a tab where the user is not viewing. Although a plain text conversation is illustrated, other textual conversation may look similar. Note that binary data, like files or voices or the net, may need less extensive UI (User Interface).

Another embodiment of the present invention is to provide a method and system using SNIP that verifies that the rightful owner of a credit card is making an online purchase. To do so, there is a registration process and an authentication process. In the registration process, a simple web form may be provided to enter the credit card information: (1) the credit card number; (2) e-mail address associated with the credit card number; (3) e-mail password for the e-mail address associated with the credit card number; and (4) optionally, bio-password to take a reading of the user’s bio-rhythms for the e-mail password. Once the credit card owner has entered the above data and re-enters the e-mail password enough to get a bio-reading of the owner, the data and the bio-reading is sent to a server for storage and registration is complete. Alternatively, many different cryptography techniques and encryption algorithms known to one skilled in the art may be used in the present invention. Once the user has entered this data, the data is sent to the verification server.

FIG. 5 illustrates by way of example the authentication process of the present embodiment. First, the e-mail address, e-mail password, the bio-rhythmic data, and the credit card number are collected as user data 90. This may be done with a combination of regular HTML form elements. Internet technologies, known to one ordinarily skilled in the art, such as Active X and or Java, may be used to ascertain the bio-rhythmic password logic and read and encode a user’s bio-rhythms. The second step is to send the user-data, including bio-rhythmic password data, to the verification server for processing. The server may follow a protocol that has three specific tasks: (1) match the e-mail address to the credit card number given 92; (2) authenticate the user’s e-mail address by receiving an authentication from the SNIP protocol 96;
and (3) optionally, authenticate the user’s unique bio-rhythm. If all of the above tasks are successful, the verification server will send the merchant data to a gateway for clearing.

[0047] The present embodiment may have two types of authentication: a server side authentication and a client side authentication. Server side authentication is a transaction that the server completes. Simply, the user fills out an HTML form, for example, providing all the information needed to complete a verification. The user’s browser sends the information to the verification server via standard HTTP post of gets methods. The server disseminates this information, checks the verification database to make sure the credit card number supplied by the user matches the e-mail address that corresponds to that credit card number in the database. If that succeeds, then the server checks the e-mail address and e-mail password against the POP3 server as in a SNIP authentication. If that succeeds, the transaction is successful.

[0048] Client side authentication may include the steps from the server side, however logic may be downloaded to the browser for the transaction. The client may open a TCP/IP connection with the verification server and complete the transaction as normal in the exact same steps. This makes it possible, for example, to push data to the user at the point of sale.

[0049] There are many ways to integrate SNIP and the bio-rhythmically encoded password authentication of the present embodiment. The authentication steps 1 and 2 may be done by an application service provider or other server side technologies known to one skilled in the art. The SNIP e-mail authentication and the bio-rhythmically encoded password may be integrated into a single combined control. The e-mail and credit card verification service may be completed on the server side, while collecting bio-rhythmic data is performed in a client control and sent to the server for authentication.

[0050] Although the present invention has been described in terms of the preferred embodiments above, numerous modifications and/or additions to the above-described preferred embodiments would be readily apparent to one skilled in the art. For example, besides rhythmic coding the email password, the email address and the credit card number or any other user input may be used as a seed for recording a bio rhythm or any other type of pattern.

[0051] In closing, it is noted that specific illustrative embodiments of the invention have been disclosed hereinafore. With respect to the claims, it is applicant’s intention that the claims not be interpreted in accordance with the sixth paragraph of 35 U.S.C. § 112 unless the term “means” is used followed by a functional statement.
WHAT IS CLAIMED IS:

1. A method for authenticating a user to facilitate an instant data communication, comprising the steps of:
   receiving an authentication request for a user to a single namespace instant messaging protocol (SNIP) server;
   forwarding the authentication request to the user’s e-mail protocol; and
   receiving a response from the user’s e-mail protocol, wherein:
   if the response is an ack, then registering the user’s IP number with the SNIP server as being ONLINE; and
   if the response is a nack, then not registering the user;
   whereby all users registered with the SNIP server can receive instant data communication through their e-mail address and/or IP number regardless of Internet Service Provider that the user belongs to, where the communication takes place over a peer-to-peer, client-to-client, or three-tier connection.

2. A method according to claim 1, wherein if the response is an ack, then:
   dropping a link with the SNIP server;
   opening a socket using the user’s IP number to make peer-to-peer communication.

3. A method according to claim 1, wherein the user’s e-mail protocol is a Post Office Protocol (POP).

4. A method according to claim 3, wherein the POP is a POP3.

5. A method according to claim 1, wherein:
   If the response is an ack, then registering the user’s e-mail address with the SNIP server as being on-line.

6. A method according to claim 1, wherein the authentication request is forwarded to the user’s e-mail protocol using RFC number 1725.

7. A method according to claim 1, wherein the SNIP server keeps user data.

8. A method according to claim 1, wherein the user data includes:
   e-mail name;
IP address;
date of the last connection; and
time of the last connection.

9. A method according to claim 1, wherein the SNIP server keeps connection data.

10. A method according to claim 9, wherein the connection data includes:
originating IP address;
count of connections;
date of last connection;
time of last connection; and
average milliseconds between the connections attempted.

11. A method according to claim 1, wherein the user's e-mail protocol is an Instant
Message Access Protocol (IMAP).

12. A method according to claim 1, wherein the instant data communication is a peer-
to-peer instant message communication.

13. A method according to claim 1, wherein the instant data communication is
voiceover IP.

14. A method according to claim 1, wherein:

    if the response is an ack, then pinning a global unique identification (GUID) to the
user.

15. A method for a client to look up a user to facilitate an instant data communication,
comprising the steps of:

    client sending a look-up request for a desired user to a single namespace instant
messaging protocol (SNIP) server, wherein the look-up request includes an e-mail address of the
desired user;

    checking the SNIP server's database for the e-mail address of the desired user;

wherein:

    if the SNIP server's database has the e-mail address of the desired user,
then further including the steps of:
the client receiving the IP address of the desired user stored within
the SNIP server's database; and

the client communicating directly with the desired user by opening
a socket using the desired user’s IP address;

if the SNIP server’s database does not have the e-mail address of the
desired user, then further including the steps of:

the SNIP server notifying the desired user of the incoming request
for connection by sending an e-mail notification to the desired user’s e-mail address; and

notifying the client that the desired user is not available.

16. A method for authenticating a credit card used to make an online transaction,
comprising:

registering an owner credit card number, an owner e-mail address associated with
the owner credit card number, and an owner e-mail password for the owner e-mail address;

checking an e-mail address provided for using the owner credit card number
against the owner e-mail address;

checking an e-mail password provided for using the owner e-mail address against
the owner e-mail password; and

verifying an online authentication if the checking of e-mail address and the e-mail
password match the owner e-mail address and owner e-mail password, respectively.

17. A method according to claim 16, further including:

recording a pattern of the owner e-mail password for an owner of the owner credit
card number;

checking a pattern of an e-mail password provided for using the owner e-mail
address against the recording of the pattern of the owner e-mail password; and

approving the online transaction if the checking of the pattern matches.

18. The method according to claim 16 wherein the pattern is a bio-rhythmic pattern.

19. The method according to claim 16 further including the steps of:

forwarding the e-mail address to a Single Namespace Instant Messaging Protocol
(SNIP) server;

checking the SNIP server’s database for the e-mail address; wherein:
if the SNIP server's database has the e-mail address, then the verification server receiving an acknowledgement.

20. A method for authenticating a credit card used to make an online transaction, comprising:

registering a credit card number and a first e-mail address associated with the credit card number, and a first pattern of the first e-mail address;

checking a second e-mail address provided for using the credit card number against the first e-mail address;

checking a second pattern of the second e-mail address provided for using the credit card number against the first pattern of the first e-mail address; and

verifying an online authentication if the first e-mail address is identical to the second e-mail address and if the first pattern is substantially similar to the second pattern.

21. A method according to claim 20 wherein the first pattern and the second pattern are bio-rhythmic patterns.
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UI Prototype:

The top text box is for 'conversation history'. The bottom is where the user types in the next message they are going to send. Multiple conversations are handled by a tab control. We'll have an indication when there's been activity in a tab you're not viewing. This only shows a 'plain text' conversation, but other textual conversations would likely look similar. Binary data (like files or voice over the net) should need even less extensive UI.
USER DATA

Credit Card is matched to e-mail address. E-mail password authenticated

E-mail is SNIP authenticated

Bio-password sent to database for bio-authentication

Data sent to merchant gateway

Error: Credit Card Number did not match

Error: SNIP authentication failed

Error: Bio authentication failed