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(57) ABSTRACT

Described embodiments provide systems and methods for
running virtual machines based by probing installation
media. A media probe executing on one or more processors
may identify an installation media for configuring a virtual
machine on a type of operating system. The media probe
may detect the type of operating system from the installation
media. A virtualization manager executing on the one or
more processors may determine a virtualization mode for
configuration of the virtual machine based on the type of
operating system detected from the installation media. The
virtualization manager may create the virtual machine in
accordance with the virtualization mode determined based
on the type of operating system.
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VM CREATION BY INSTALLATION MEDIA
PROBE

CROSS-REFERENCE TO RELATED
APPLICATION

[0001] This patent application is a continuation of, and
claims priority to and the benefit of U.S. patent application
Ser. No. 15/875,414, titled “VM CREATION BY INSTAL-
LATION MEDIA PROBE,” and filed Jan. 19, 2018, the
contents of all of which are hereby incorporated herein by
reference in its entirety for all purposes.

FIELD OF THE DISCLOSURE

[0002] The present application generally relates to creat-
ing virtual machines. In particular, the present application
relates to systems and methods for running virtual machine
by probing installation media.

BACKGROUND

[0003] Multiple virtual machines may execute on a single
host physical computer, allowing each virtual machine to
behave as if the virtual machine were a separate physical
computer with distinct portions of the hardware of the host
computer. Templates may be used to encapsulate virtual
machines. Each template may contain setup information
specifying various parameters for deploying new virtual
machines across different physical computers. Certain tem-
plates, however, may be compatible with particular hard-
ware and/or software-related configurations, while other
templates may be compatible with other configurations.
Moreover, it may be difficult and perplexing for end users to
navigate an assortment of templates to create and deploy a
properly functioning virtual machine.

BRIEF SUMMARY

[0004] The present disclosure is directed towards systems
and methods for running virtual machines by probing instal-
lation media. Virtual machines may be maintained in a
virtualized computing environment hosted across one or
more servers on behalf of clients accessing services from the
environment. To request a creation of a virtual machine, an
end user of a client may be provided with a graphical user
interface listing a variety of templates to select from. Each
template may correspond to a virtual disk encapsulating
setup information for a virtual machine. The templates may
contain installation metadata specifying an operating sys-
tem, memory, processor, network configurations, and other
parameters for creating the virtual machine. Upon receipt of
the selection of one of the templates, the one or more servers
hosting the virtualized computing environment may mount
the virtual disk corresponding to the selected template.
Using the installation metadata parsed from the template, the
host servers may create in accordance to the extracted setup
information and run the virtual machine corresponding to
the selected template. Once running, the virtual machine
may provide various associated services to the client that
made the request.

[0005] Setting up virtual machines using templates
selected by the end user under this schema may result in
suboptimal configurations of the virtualized environment.
The templates may differ from one another in the operating
system, memory, processor, network configurations specifi-
cations. As a result, certain virtual disks of some templates
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may be compatible with some host servers, whereas other
virtual disks of other templates may not be compatible (e.g.,
due to hardware and application settings). Mounting an
incompatible virtual disk onto the host server may lead to the
inoperability of some of the features for the virtual machine
or the virtual machine itself. Furthermore, the end users
attempting to access resources from the virtualized comput-
ing environment may sort through the list of templates for
creating the virtual machine. The installation process of one
templates may appear similar to the setup process of another
template, although the two templates may contain different
installation metadata. As such, the selection of the template
from the graphical user interface may also be daunting or
perplexing for some end user. Moreover, a selection of an
incompatible template may also lead to inoperability of the
virtual machine in whole or in part.

[0006] To resolve issues arising from improper selection
of templates to create virtual disks, the present systems and
methods provide creation and running of virtual machines
based on probing of installation media. A probe of a virtu-
alized computing environment may first scan an installation
media to identify a type of operating system. For detecting
a Windows™ operating system from the installation media,
the probe may find an image disk file corresponding to the
installation media at a predefined file pathname (e.g.,
“source/install.esd” or “source/install.wim”). The probe may
then identify the type of operating system by executing a
query command on the image disk file to extract the meta-
data (e.g., :dism/Get-WimlInfo/WimFile:F:\sources\install.
wim/index:1" or “dism/Get-WimInfo/WimFile:F:
\sources\install.esd/index:1”). For detecting a Linux™
operating system from the installation media, the probe may
find a software package file corresponding to the installation
media at pre-specified location (e.g., “/etc/redhat-release”,
“/etc/os-release”, or “/etc/Isb-release”). The probe may then
extract and identify the type of operating system from the
software package file.

[0007] Based on the identified type of operating system, a
virtualization manager may determine virtualization modes
for creating the virtual machine using the installation media.
The virtualization modes may, for example, include a hard-
ware-assisted virtualization mode (also referred to as hard-
ware virtual machine (HVM)), a hardware-assisted virtual-
ization mode with para-virtualized drivers (PVHVM), or
para-virtualization mode (PVM), among others. Certain
types of operating systems may support different virtualiza-
tion modes. The virtualization manager may also identify
minimum hardware settings, such as minimum processor,
disk, memory, and network configurations, for creating and
running the virtual machines with the virtualization modes.
The virtualization manager may also identify the hardware
settings of the servers hosting the virtualized computing
environment.

[0008] With the identification of the virtualization modes
and the associated minimum hardware settings for creating
the virtual machines, the virtualization manager may pro-
vide a graphical user interface for presentation to an end user
of'a client to configure a virtual machine. The graphical user
interface may list virtualization modes for the supported
types of operating systems detected from the installation
media and the associated minimum hardware settings for
each virtualization mode. The graphical user interface may
also allow the end user to select a higher hardware setting
than the minimum hardware settings to run the virtual
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machine. In some embodiments, the graphical user interface
may also list types of operating systems other than those
detected from the installation media, together with a descrip-
tion that non-supported types of operating systems are to be
run on a different virtualization platform. Upon selecting one
of the virtualization mode for supported types of operating
systems from the interface and the hardware settings for the
virtualization mode, the virtualization manager may identify
the proper host server and may create and run the virtual
machine thereon in accordance with the selection.

[0009] By determining which virtualization modes are
supported from the types of operating systems on installa-
tion media for running virtual machines, the chances of
mounting an incompatible virtual disk onto the host server
may be decreased or eliminated. In addition, by denoting
which virtualization modes are supported on the graphical
user interface presented to the end user, the addition or
removal of supported virtual machines may become trans-
port to the end user. Furthermore, the perplexity of the
graphical user interface for requesting resources from the
virtualized computing environment may be reduced and the
likelihood of improper selection may be diminished.
[0010] At least one aspect of this disclosure is directed to
a method of running virtual machines by probing installation
media. A media probe executing on one or more processors
may identify an installation media for configuring a virtual
machine on a type of operating system. The media probe
may detect the type of operating system from the installation
media. A virtualization manager executing on the one or
more processors may determine a virtualization mode for
configuration of the virtual machine based on the type of
operating system detected from the installation media. The
virtualization manager may create the virtual machine in
accordance with the virtualization mode determined based
on the type of operating system.

[0011] In some embodiments, identifying the installation
media may include identifying a disk image file correspond-
ing to the installation media. In some embodiments, detect-
ing the type of operating system may include retrieving
metadata specifying the type of operating system from the
disk image file.

[0012] In some embodiments, identifying the installation
media may include identifying a release package including
the installation media. In some embodiments, detecting the
type of operating system may include finding an operating
system identification file in the release package, the operat-
ing system identification file specifying the type of operating
system for the release package. In some embodiments,
creating the virtual machine may include mounting the
installation media for the virtual machine in accordance with
the virtualization mode determined based on the type of
operating system.

[0013] In some embodiments, the virtualization manager
may identify a minimum hardware setting for configuration
of the virtual machine in accordance with the virtualization
mode based on the type of operating system. In some
embodiments, creating the virtual machine may include
creating the virtual machine in accordance with the virtual-
ization mode using at least the minimum hardware setting.
[0014] In some embodiments, the virtualization manager
may identify a minimum hardware setting for configuration
of the virtual machine in accordance with the virtualization
mode. In some embodiments, the virtualization manager
may provide a graphical user interface for selecting one of
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a plurality of hardware settings for configuration of the
virtual machines. The plurality of hardware settings may
include a first setting corresponding to the minimum hard-
ware setting and a second setting greater than the minimum
hardware setting. In some embodiments, the virtualization
manager may receive the selection of one of the plurality of
hardware settings from the graphical user interface for
configuration of the virtual machine. In some embodiments,
the virtualization manager may receive the selection of one
of the plurality of hardware settings from the graphical user
interface for configuration of the virtual machine.

[0015] In some embodiments, determining the virtualiza-
tion mode may include determining a plurality of virtual-
ization modes for configuration of the virtual machine based
on the type of operating system. In some embodiments, the
virtualization manager may provide a graphical user inter-
face for selecting the virtualization mode from the plurality
of virtualization modes. In some embodiments, the virtual-
ization manager may receive the selection of the virtualiza-
tion mode from the graphical user interface for configuration
of the virtual machine.

[0016] In some embodiments, the virtualization manager
may provide a graphical user interface listing for selecting
the virtualization mode from a plurality of virtualization
modes. The plurality of virtualization modes may include a
first virtualization mode supported by the type of operating
system and a second virtualization mode not supporting the
type of operating system detected from the installation
media. In some embodiments, the virtualization manager
may receive the selection of the first virtualization mode
from the graphical user interface for configuration of the
virtual machine.

[0017] In some embodiments, virtual machine may be a
first virtual machine. In some embodiments, the virtualiza-
tion manager may provide a graphical user interface for
selecting the virtualization mode from a plurality of virtu-
alization modes. The plurality of virtualization modes may
include a first virtualization mode supported by the type of
operating system and a second virtualization mode not
supporting the type of operating system detected from the
installation media. In some embodiments, the virtualization
manager may receive a selection of the second virtualization
mode from the graphical user interface. In some embodi-
ments, the virtualization manager may send the selection of
the second virtualization mode to a virtualization service to
establish a second virtual machine separate from the first
virtual machine. In some embodiments, determining the
virtualization may include determining a plurality of virtu-
alization modes for configuration of the virtual machine
based on the type of operating system, the plurality of
virtualization modes including a hardware-assisted virtual-
ization mode and a para-virtualization mode

[0018] Another aspect of this disclosure is directed to a
system for running virtual machines by probing installation
media. The system may include a media probe executable on
one or more processors. The media probe may identify an
installation media for configuring a virtual machine on a
type of operating system. The media probe may detect the
type of operating system from the installation media. The
system may include a virtualization manager executable on
the one or more processors. The virtualization manager may
determine a virtualization mode for configuration of the
virtual machine based on the type of operating system
detected from the installation media. The virtualization
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manager may create the virtual machine in accordance with
the virtualization mode determined based on the type of
operating system.

[0019] In some embodiments, the media probe may iden-
tify the installation media by identifying a disk image file
corresponding to the installation media. In some embodi-
ments, the media probe may detect the type of operating
system by retrieving metadata specifying the type of oper-
ating system from the disk image file.

[0020] In some embodiments, the media probe may iden-
tify the installation media by identifying a release package
including the installation media. some embodiments, the
media probe may detect the type of operating system by
finding an operating system identification file in the release
package, the operating system identification file specifying
the type of operating system for the release package. In some
embodiments, the virtualization manager may create the
virtual machine by mounting installation media for the
virtual machine in accordance with the virtualization mode
determined based on the type of operating system.

[0021] In some embodiments, the virtualization manager
may identify a minimum hardware setting for configuration
of the virtual machine in accordance with the virtualization
mode based on the type of operating system. In some
embodiments, the virtualization manager may create the
virtual machine in accordance with the virtualization mode
using at least the minimum hardware setting.

[0022] In some embodiments, the virtualization manager
may identify a minimum hardware setting for configuration
of the virtual machine in accordance with the virtualization
mode. In some embodiments, the virtualization manager
may provide a graphical user interface for selecting one of
a plurality of hardware settings for configuration of the
virtual machines. The plurality of hardware settings may
include a first setting corresponding to the minimum hard-
ware setting and a second setting greater than the minimum
hardware setting. In some embodiments, the virtualization
manager may receive the selection of one of the plurality of
hardware settings from the graphical user interface for
configuration of the virtual machine.

[0023] In some embodiments, the virtualization manager
may determine a plurality of virtualization modes for con-
figuration of the virtual machine based on the type of
operating system. In some embodiments, the virtualization
manager may provide a graphical user interface for selecting
the virtualization mode from the plurality of virtualization
modes. In some embodiments, the virtualization manager
may receive the selection of the virtualization mode from the
graphical user interface for configuration of the virtual
machine.

[0024] In some embodiments, the virtualization manager
may provide a graphical user interface for selecting the
virtualization mode from a plurality of virtualization modes.
The plurality of virtualization modes may include a first
virtualization mode supported by the type of operating
system and a second virtualization mode not supporting the
type of operating system detected from the installation
media. In some embodiments, the virtualization manager
may receive a selection of the second virtualization mode
from the graphical user interface. In some embodiments, the
virtualization manager may send the selection of the second
virtualization mode to a virtualization service to establish a
second virtual machine separate from the first virtual
machine.
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[0025] In some embodiments, the virtual machine may be
a first virtual machine. In some embodiments, the virtual-
ization manager may provide a graphical user interface for
selecting the virtualization mode from a plurality of virtu-
alization modes. The plurality of virtualization modes may
include a first virtualization mode supported by the type of
operating system and a second virtualization mode not
supporting the type of operating system detected from the
installation media. In some embodiments, the virtualization
manager may receive a selection of the second virtualization
mode from the graphical user interface. In some embodi-
ments, the virtualization manager may send the selection of
the second virtualization mode to a virtualization service to
establish a second virtual machine separate from the first
virtual machine. In some embodiments, the virtualization
manager may determine plurality of virtualization modes for
configuration of the virtual machine based on the type of
operating system, the plurality of virtualization modes
including a hardware-assisted virtualization mode and a
para-virtualization mode.

BRIEF DESCRIPTION OF THE FIGURES

[0026] The foregoing and other objects, aspects, features,
and advantages of the present solution will become more
apparent and better understood by referring to the following
description taken in conjunction with the accompanying
drawings, in which:

[0027] FIG. 1 is a block diagram of embodiments of a
computing device;

[0028] FIG. 2 is a block diagram of embodiments of a
virtualized computing device;

[0029] FIG. 3Ais a block diagram of an embodiment of a
system for running virtual machines by probing installation
media; and

[0030] FIG. 3B is a flow diagram of an embodiment of a
method of running virtual machines by probing installation
media.

[0031] The features and advantages of the present solution
will become more apparent from the detailed description set
forth below when taken in conjunction with the drawings, in
which like reference characters identify corresponding ele-
ments throughout. In the drawings, like reference numbers
generally indicate identical, functionally similar, and/or
structurally similar elements.

DETAILED DESCRIPTION

[0032] For purposes of reading the description of the
various embodiments below, the following descriptions of
the sections of the specification and their respective contents
may be helpful:

[0033] Section A describes a computing environment
which may be useful for practicing embodiments described
herein;

[0034] Section B describes a virtualized computing envi-
ronment which may be useful for practicing embodiments
described herein; and

[0035] Section C describes systems and methods for run-
ning virtual machines by probing installation media.

A. Computing Environment

[0036] Prior to discussing the specifics of embodiments of
the systems and methods for running virtual machines by
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probing installation media, it may be helpful to discuss the
computing environments in which such embodiments may
be deployed.

[0037] Asshown in FIG. 1, computer 101 may include one
or more processors 103, volatile memory 122 (e.g., RAM),
non-volatile memory 128 (e.g., one or more hard disk drives
(HDDs) or other magnetic or optical storage media, one or
more solid state drives (SSDs) such as a flash drive or other
solid state storage media, one or more hybrid magnetic and
solid state drives, and/or one or more virtual storage vol-
umes, such as a cloud storage, or a combination of such
physical storage volumes and virtual storage volumes or
arrays thereof), user interface (UI) 123, one or more com-
munications interfaces 118, and communication bus 150.
User interface 123 may include graphical user interface
(GUI) 124 (e.g., a touchscreen, a display, etc.) and one or
more input/output (I/O) devices 126 (e.g., a mouse, a
keyboard, etc.). Non-volatile memory 128 stores operating
system 115, one or more applications 116, and data 117 such
that, for example, computer instructions of operating system
115 and/or applications 116 are executed by processor(s)
103 out of volatile memory 122. Data may be entered using
an input device of GUI 124 or received from 1/O device(s)
126. Various elements of computer 101 may communicate
via communication bus 150. Computer 101 as shown in FIG.
1 is shown merely as an example, as clients 102, servers 106
and/or appliances 200 and 205 may be implemented by any
computing or processing environment and with any type of
machine or set of machines that may have suitable hardware
and/or software capable of operating as described herein.

[0038] Processor(s) 103 may be implemented by one or
more programmable processors executing one or more com-
puter programs to perform the functions of the system. As
used herein, the term “processor” describes an electronic
circuit that performs a function, an operation, or a sequence
of operations. The function, operation, or sequence of opera-
tions may be hard coded into the electronic circuit or soft
coded by way of instructions held in a memory device. A
“processor” may perform the function, operation, or
sequence of operations using digital values or using analog
signals. In some embodiments, the “processor” can be
embodied in one or more application specific integrated
circuits (ASICs), microprocessors, digital signal processors,
microcontrollers, field programmable gate arrays (FPGAs),
programmable logic arrays (PLAs), multi-core processors,
or general-purpose computers with associated memory. The
“processor” may be analog, digital or mixed-signal. In some
embodiments, the “processor” may be one or more physical
processors or one or more “virtual” (e.g., remotely located
or “cloud”) processors.

[0039] Communications interfaces 118 may include one or
more interfaces to enable computer 101 to access a computer
network such as a LAN, a WAN, or the Internet through a
variety of wired and/or wireless or cellular connections.

[0040] In described embodiments, the computing device
101 may execute an application on behalf of a user of a client
computing device, may execute a virtual machine, which
provides an execution session within which applications
execute on behalf of a user or a client computing device,
such as a hosted desktop session, may execute a terminal
services session to provide a hosted desktop environment, or
may provide access to a computing environment including
one or more of: one or more applications, one or more

Apr. 21, 2022

desktop applications, and one or more desktop sessions in
which one or more applications may execute.

[0041] Additional details of the implementation and
operation of network environment, computer 101 and client
and server computers may be as described in U.S. Pat. No.
9,538,345, issued Jan. 3, 2017 to Citrix Systems, Inc. of Fort
Lauderdale, Fla., the teachings of which are hereby incor-
porated herein by reference.

B. Virtualized Computing Environment

[0042] Prior to discussing the specifics of embodiments of
the systems and methods for running virtual machines by
probing installation media, it may be also helpful to discuss
the virtualized computing environments in which such
embodiments may be deployed.

[0043] Referring now to FIG. 2, a block diagram of a
virtualized environment 200 is shown. As shown, a com-
puting device 202 in virtualized environment 200 includes a
virtualization layer 203, a hypervisor layer 204, and a
hardware layer 207. Hypervisor layer 204 includes one or
more hypervisors (or virtualization managers) 201 that allo-
cates and manages access to a number of physical resources
in hardware layer 207 (e.g., physical processor(s) 221 and
physical disk(s) 228) by at least one virtual machine (VM)
(e.g., one of VMs 206) executing in virtualization layer 203.
Each VM 206 may include allocated virtual resources such
as virtual processors 232 and/or virtual disks 242, as well as
virtual resources such as virtual memory and virtual network
interfaces. In some embodiments, at least one of VMs 206
may include a control operating system (e.g., 205) in com-
munication with hypervisor 201 and used to execute appli-
cations for managing and configuring other VMs (e.g., guest
operating systems 210) on device 202.

[0044] In general, hypervisor(s) 201 may provide virtual
resources to an operating system of VMs 206 in any manner
that simulates the operating system having access to a
physical device. Thus, hypervisor(s) 201 may be used to
emulate virtual hardware, partition physical hardware, vir-
tualize physical hardware, and execute virtual machines that
provide access to computing environments. In an illustrative
embodiment, hypervisor(s) 201 may be implemented as a
XEN hypervisor, for example as provided by the open
source Xen.org community. In an illustrative embodiment,
device 202 executing a hypervisor that creates a virtual
machine platform on which guest operating systems may
execute is referred to as a host server. In such an embodi-
ment, device 202 may be implemented as a XEN server as
provided by Citrix Systems, Inc., of Fort Lauderdale, Fla.
[0045] Hypervisor 201 may create one or more VMs 206
in which an operating system (e.g., control operating system
205 and/or guest operating system 210) executes. For
example, the hypervisor 201 loads a virtual machine image
to create VMs 206 to execute an operating system. Hyper-
visor 201 may present VMs 206 with an abstraction of
hardware layer 207, and/or may control how physical capa-
bilities of hardware layer 207 are presented to VMs 206. For
example, hypervisor(s) 201 may manage a pool of resources
distributed across multiple physical computing devices.
[0046] In some embodiments, one of VMs 206 (e.g., the
VM executing control operating system 205) may manage
and configure other of VMs 206, for example by managing
the execution and/or termination of a VM and/or managing
allocation of virtual resources to a VM. In various embodi-
ments, VMs may communicate with hypervisor(s) 201 and/
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or other VMs via, for example, one or more Application
Programming Interfaces (APIs), shared memory, and/or
other techniques.

[0047] In general, VMs 206 may provide a user of device
202 with access to resources within virtualized computing
environment 200, for example, one or more programs,
applications, documents, files, desktop and/or computing
environments, or other resources. In some embodiments,
VMs 206 may be implemented as fully virtualized VMs that
are not aware that they are virtual machines (e.g., a Hard-
ware Virtual Machine or HVM). In other embodiments, the
VM may be aware that it is a virtual machine, and/or the VM
may be implemented as a paravirtualized (PV) VM.
[0048] Although shown in FIG. 2 as including a single
virtualized device 202, virtualized environment 200 may
include a plurality of networked devices in a system in
which at least one physical host executes a virtual machine.
A device on which a VM executes may be referred to as a
physical host and/or a host machine. For example, appliance
200 may be additionally or alternatively implemented in a
virtualized environment 200 on any computing device, such
as a client 102, server 106 or appliance 200. Virtual appli-
ances may provide functionality for availability, perfor-
mance, health monitoring, caching and compression, con-
nection multiplexing and pooling and/or security processing
(e.g., firewall, VPN, encryption/decryption, etc.), similarly
as described in regard to appliance 200.

[0049] Additional details of the implementation and
operation of virtualized computing environment 200 may be
as described in U.S. Pat. No. 9,538,345, issued Jan. 3, 2017
to Citrix Systems, Inc. of Fort Lauderdale, Fla., the teach-
ings of which are hereby incorporated herein by reference.

C. Deploying Software Updates to Multiple Clients

[0050] The present disclosure is directed towards systems
and methods for running virtual machines by probing instal-
lation media. Virtual machines may be maintained in a
virtualized computing environment hosted across one or
more servers on behalf of clients accessing services from the
environment. To request a creation of a virtual machine, an
end user of a client may be provided with a graphical user
interface listing a variety of templates to select from. Each
template may correspond to a virtual disk encapsulating
setup information for a virtual machine. The templates may
contain installation metadata specifying an operating sys-
tem, memory, processor, network configurations, and other
parameters for creating the virtual machine. Upon receipt of
the selection of one of the templates, the one or more servers
hosting the virtualized computing environment may mount
the virtual disk corresponding to the selected template.
Using the installation metadata parsed from the template, the
host servers may create in accordance to the extracted setup
information and run the virtual machine corresponding to
the selected template. Once running, the virtual machine
may provide various associated services to the client that
made the request.

[0051] Setting up virtual machines using templates
selected by the end user under this schema may result in
suboptimal configurations of the virtualized environment.
The templates may differ from one another in the operating
system, memory, processor, network configurations specifi-
cations. As a result, certain virtual disks of some templates
may be compatible with some host servers, whereas other
virtual disks of other templates may not be compatible (e.g.,
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due to hardware and application settings). Mounting an
incompatible virtual disk onto the host server may lead to the
inoperability of some of the features for the virtual machine
or the virtual machine itself. Furthermore, the end users
attempting to access resources from the virtualized comput-
ing environment may sort through the list of templates for
creating the virtual machine. The installation process of one
templates may appear similar to the setup process of another
template, although the two templates may contain different
installation metadata. As such, the selection of the template
from the graphical user interface may also be daunting or
perplexing for some end user. Moreover, a selection of an
incompatible template may also lead to inoperability of the
virtual machine in whole or in part.

[0052] To resolve issues arising from improper selection
of templates to create virtual disks, the present systems and
methods provide creation and running of virtual machines
based on probing of installation media. A probe of a virtu-
alized computing environment may first scan an installation
media to identify a type of operating system. For detecting
a Windows™ operating system from the installation media,
the probe may find an image disk file corresponding to the
installation media at a predefined file pathname (e.g.,
“source/install.esd” or “source/install.wim”). The probe may
then identify the type of operating system by executing a
query command on the image disk file to extract the meta-
data (e.g., :dism/Get-WimlInfo/WimFile:F:\sources\install.
wim/index:1" or “dism/Get-WimInfo/WimFile:F:
\sources\install.esd/index:1”). For detecting a Linux™
operating system from the installation media, the probe may
find a software package file corresponding to the installation
media at pre-specified location (e.g., “/etc/redhat-release”,
“/etc/os-release”, or “/etc/Isb-release”). The probe may then
extract and identify the type of operating system from the
software package file.

[0053] Based on the identified type of operating system, a
virtualization manager may determine virtualization modes
for creating the virtual machine using the installation media.
The virtualization modes may, for example, include a hard-
ware-assisted virtualization mode (also referred to as hard-
ware virtual machine (HVM)), a hardware-assisted virtual-
ization mode with para-virtualized drivers (PVHVM), or
para-virtualization mode (PVM), among others. Certain
types of operating systems may support different virtualiza-
tion modes. The virtualization manager may also identify
minimum hardware settings, such as minimum processor,
disk, memory, and network configurations, for creating and
running the virtual machines with the virtualization modes.
The virtualization manager may also identify the hardware
settings of the servers hosting the virtualized computing
environment.

[0054] With the identification of the virtualization modes
and the associated minimum hardware settings for creating
the virtual machines, the virtualization manager may pro-
vide a graphical user interface for presentation to an end user
of'a client to configure a virtual machine. The graphical user
interface may list virtualization modes for the supported
types of operating systems detected from the installation
media and the associated minimum hardware settings for
each virtualization mode. The graphical user interface may
also allow the end user to select a higher hardware setting
than the minimum hardware settings to run the virtual
machine. In some embodiments, the graphical user interface
may also list types of operating systems other than those



US 2022/0121472 Al

detected from the installation media, together with a descrip-
tion that non-supported types of operating systems are to be
run on a different virtualization platform. Upon selecting one
of the virtualization mode for supported types of operating
systems from the interface and the hardware settings for the
virtualization mode, the virtualization manager may identify
the proper host server and may create and run the virtual
machine thereon in accordance with the selection.

[0055] By determining which virtualization modes are
supported from the types of operating systems on installa-
tion media for running virtual machines, the chances of
mounting an incompatible virtual disk onto the host server
may be decreased or eliminated. In addition, by denoting
which virtualization modes are supported on the graphical
user interface presented to the end user, the addition or
removal of supported virtual machines may become trans-
port to the end user. Furthermore, the perplexity of the
graphical user interface for requesting resources from the
virtualized computing environment may be reduced and the
likelihood of improper selection may be diminished.
[0056] Referring now to FIG. 3A, depicted is a block
diagram of an embodiment of a system 300 for running
virtual machines by probing installation media. In overview,
the system 300 may include a virtual machine configuration
system 305, one or more clients 310a-# (hereinafter gener-
ally referred to as client 310), and one or more hardware
units 315a-n (hereinafter generally referred to as hardware
unit 315). The virtual machine configuration system 305
may include a media probe 320 and a virtualization manager
325. Each hardware unit 315 may include installation media
330a-r (hereinafter generally referred to as installation
media 330) for supporting one or more virtual machine
335a-nr (hereinafter generally referred to as virtual machine
335).

[0057] Each of the above-mentioned elements or entities is
implemented in hardware, or a combination of hardware and
software, in one or more embodiments. Each component of
the system 300 may be implemented using hardware or a
combination of hardware or software detailed above in
connection with FIGS. 1 and 2. For instance, each of these
elements or entities can include any application, program,
library, script, task, service, process or any type and form of
executable instructions executing on hardware of the virtual
machine configuration system 305, such as the media probe
320 and the virtualization manager 325. The hardware
includes circuitry such as one or more processors in one or
more embodiments.

[0058] In the context of the virtualized environment 200
described in FIG. 2, the virtual machine configuration sys-
tem 305 along with the media probe 305 and the virtualiza-
tion manager 325 may reside on the hypervisor layer 204
between the virtualization layer 203 and the hardware layer
207. In some embodiments, the virtual machine configura-
tion system 305 may be a part of the hypervisor 201. In some
embodiments, the virtual machine configuration system 305
may be the virtualized device 202 itself, and may also
include the hardware units 315 with installation media 330
for supporting one or more virtual machines 335. Each
hardware unit 315 may be a part of the hardware layer 207
below the virtualization layer 203 and the hypervisor layer
204. The hardware units 315 may include physical resources
in the hardware layer 207, such as the physical processor(s)
221 and the physical disk(s) 228. In some embodiments,
each hardware unit 315 may correspond to a host server for
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running one or more of the virtual machines 235. Each
installation media 330 may be a part of the hardware layer
207. The installation media 330 may be a part of the physical
resources in the hardware layer 207, and may be stored on
one of the physical disk(s) 228. Each virtual machine 335
instantiated by the virtual machine configuration system 305
may correspond to one of the virtual machines 206 residing
in the virtualization layer 203 above the hypervisor layer
204 and the hardware layer 207. The virtual machine 335
may include allocated virtual resources, such as virtual
processors 232, virtual disks 243, virtual memory, and/or
virtual network interfaces. The virtual machine 335 may also
run an operating system corresponding to the control oper-
ating system 205 or the guest operating system 210. The
client(s) 310 may reside outside the virtualized environment
200, but may access resources hosted therein.

[0059] In the system 300, the client 310 may first send a
request for virtualized resources to the virtual machine
configuration system 305 to access resources hosted on the
virtualized environment 200. The request may include an
account identifier and access code for an end user of the
client 310. Upon receipt of the request from the client 310,
the virtual machine configuration system 305 may parse
request to identify the account identifier and access code.
Once the account identifier is successfully authenticated
using the access code, the virtual machine configure system
305 may provide a list of supported virtual machines for the
end user of the client 310 to select. The determination of
which virtual machines hosted in the virtualized environ-
ment 200 are available to the client 310 are detailed herein
below with the functionality of the media probe 320 and the
virtualization manager 325 of the virtual machine configu-
ration system 305.

[0060] To determine which resources hosted in the virtu-
alized environment 200 are available, the media probe 320
may identify the installation media 330 for configuring the
virtual machine 335 on a type of operating system. The
installation media 330 may include setup data for installing
an operating system for operation on the virtual machine
335. In some embodiments, the media probe 320 may access
each hardware unit 315 to identify the corresponding instal-
lation media 330. As discussed above, the installation media
330 may reside on a storage of the hardware unit 315, such
as on the physical disk(s) 228. In some embodiments, the
media probe 320 may access the storage of the hardware unit
315 to identify one or more files corresponding to the
installation media 330 at a predefined location. The pre-
defined location may be specified by a file pathname. The
file pathname may include a host drive, directory, file base
name, and a filename extension, among others. For example,
the predefined location of the one or more files correspond-
ing to the installation media 330 may be “X:\source\install.
esd” or “F:\source\install. wim” for Windows™. The pre-
defined location ‘/etc/rehat-release”, “/etc/os-release”, or
“/etc/Isb-release” for various Linux™_based operating sys-
tems.

[0061] In some embodiments, the media probe 320 may
search one or more files in storage in the hardware unit 315
(e.g., stored on the physical disk(s) 228) to find the instal-
lation media 330. For each file, the media probe 320 may
identify the filename extension. The media probe 320 may
compare the filename extension to a list of extensions
corresponding to known or pre-specified installation media
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330, such as a disk image file (e.g., “.is0”, “.esd”, “.wim”,
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“.dmg”, “.smi”, or “img”) or a set of release package files
(e.g., “.rpm” or “.msi”"), among others. If there is no match
with any of the list of extensions, the media probe 320 may
continue to search the hardware unit 315 for the installation
media 330. If there is match with one of the list of exten-
sions, the media probe 320 may identify the file as the
installation media 330. In some embodiments, the media
probe 320 may also traverse the storage of the hardware unit
315 to find one or more associated files associated with the
installation media 330 (e.g., a configuration or specification
(SPEC) file). In some embodiments, the additional files may
be included in the same directory or sub-directories as the
file for the installation media 330.

[0062] Having identified the installation media 330 on the
hardware unit 325, the probe media 320 may detect the type
of operating system from and/or within the installation
media 330. The type of operating system may include any
version of Microsoft Windows™ (e.g., Windows 7™, Win-
dows 10™, Windows XP™, Windows 8.1™, or Windows
8™) any type of Linux™ kernels (e.g., Ubuntu™, Red
Hat™, Kylin™, Debian™, Mint™, Fedora™, Linux
Mint™, Oracle Linux™, Android™, Chrome OS™, or
Chromium OS™), and Macintosh™ operating systems (e.g.,
macOS™), among others. By detecting the type of operating
system on the installation media 330 stored in the hardware
unit 315, the virtual machine configuration system 305 may
determine which virtual machines and associated virtualiza-
tion modes are compatible with the hardware unit 315.

[0063] In some embodiments, the media probe 320 may
execute a disk imaging service (e.g., Deployment Image
Servicing and Management (“DISM”)) on the file corre-
sponding to installation media 330 to identify the type of
operating system therein. The file corresponding to the
installation media 330 may include the disk image file (e.g.,
“install. wim” or “install.esd”) described above. By running
the disk imaging service, the media probe 320 may extract
metadata from the installation media 330. The media probe
320 may retrieve or receive an output the extracted metadata
from the disk imaging service. The media probe 320 may
then parse the output from the disk imaging service to
identify the type of operating system. For example, for
Windows™-based operating systems, the media probe 320
may execute the command “dism/Get-WimInfo/WimFile:F:
\sources \install. wim/index:1” or “dism/Get-WimInfo/ Wim-
File: F:\sources \install.esd/index:1”. In this example, by
parsing the output of the command, the media probe 320
may identify which version of Windows™ is included
within the installation media 330.

[0064] In some embodiments, the media probe 320 may
parse the file corresponding to the installation media 330 to
identify the type of operating system. The to-be parsed file
corresponding to the installation media 330 may include the
set of release package files (e.g., file with extension “.rpm”™)
described above. In some embodiments, the media probe
320 may extract one or more files from the set of release
package files to identify the type of operating system. The
one or more associated files may also be identified by the
media probe 230 from traversing the storage of the hardware
unit 315. The one or more associated files may include an
operating system identification file (e.g., a configuration or
specification file) included or associated with the set of
release package files. The operating system identification
file may specify the type of operating system for the release
package, along with other installation metadata. In some
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embodiments, the media probe 320 may parse the operating
system identification file to identify the type of operating
system. In some embodiments, the media probe 320 may
execute a package parsing service to identify the type of
operating system from the set of release package files. For
example, for Linux™-based operating systems, the media
probe 320 may execute an “rpmrebuild” command on the
operating system identification file within the installation
media 330 to extract the metadata. Using the extracted
metadata, the media probe 320 may identify the type of
operating system for the installation media 330.

[0065] The media probe 320 may repeat the above detailed
functionality across multiple hardware units 315 of the
virtualized environment 200. In some embodiments, the
media probe 320 may identity a single type of operating
system from one installation media 330 on one hardware
unit 315. In some embodiments, the media probe 320 may
identify multiple types of operating systems from multiple
installation media 320 stored on one hardware unit 315.
[0066] Based on the type of operating system from or
within the installation media 330, the virtualization manager
325 may determine one or more virtualization modes (some-
times referred to as “domain types™) for creating, running,
and/or otherwise configuring the virtual machine 335. Each
virtualization mode may specify various characteristics of
the operations of the virtual machine 335 and/or the hyper-
visor 201 executing the virtual machine 335 in relation to the
physical resources, such as the physical disk(s) 228 and the
physical CPU(s) 221. Certain types of operating systems
may support specific virtualization modes, whereas other
types of operating systems may support other virtualization
modes. In addition, certain types of operating systems may
rely on particular hardware settings to run different virtual-
ization modes.

[0067] The one or more virtualization modes may include
a hardware-assisted virtualization mode (also referred to as
hardware virtual machine (HVM) or full-virtualization), a
hardware-assisted virtualization mode with para-virtualized
drivers (also referred to as hardware virtual machine with
para-virtualization (PVHVM) or hybrid virtualization), or
para-virtualization mode (PVM), among others. In the hard-
ware-assisted virtualization mode, the operating system run-
ning on the virtual machine 335 may be unaware that the
system is virtualized, and may issue commands to the
underlying physical hardware unit 315. In the para-virtual-
ization mode, the operating system running on the virtual
machine may be aware that the system is virtualized, and
may issue commands translated by a software interface to
the underlying physical hardware unit. In the hardware-
assisted virtualization mode with para-virtualized drivers,
certain features of the operating system running on the
virtual machine 335 may rely on para-virtualization while
some other features may rely on full-virtualization.

[0068] To determine which virtualization modes are sup-
ported by the type of operating system of the installation
media 330, the virtualization manager 325 may identify one
or more capabilities of the type of operating system. The
capabilities may include applications, services, function
calls, processes, and other processor features that the oper-
ating system may call upon. Furthermore, each capability
may rely on one or more of the hardware-assisted virtual-
ization mode, the hardware-assisted virtualization mode
with para-virtualized drivers, or the para-virtualization
mode. Based on the one or more capabilities of the type of
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operating system, the virtualization manager 325 may then
determine which virtualization modes are supported. In
some embodiments, the virtualization manager 325 may
traverse through the one or more capabilities of the type of
operating system to determine which virtualization mode the
capability relies on. If all the capabilities of the operating
system relies on the hardware-assisted virtualization mode,
the type of operating system may be determined to support
the hardware-assisted virtualization mode. Based on this
determination, the virtualization manager 325 may deter-
mine that the hardware-assisted virtualization mode is to be
used in creating and running the virtual machine 335 for the
type of operating system. If all the capabilities of the
operating system relies on the para-virtualization mode, the
type of operating system may support the para-virtualization
mode. Based on this determination, the virtualization man-
ager 325 may determine that para-virtualization mode is to
be used in creating and running the virtual machine 335 for
the type of operating system. If some of the capabilities of
the operating system relies on full-virtualization and some of
the capabilities of the operating system relies on para-
virtualization, the type of operating system may support the
hardware-assisted virtualization mode with para-virtualized
drivers. Based on this determination, the virtualization man-
ager 325 may determine that the hardware-assisted virtual-
ization mode with para-virtualized drivers or the hardware-
assisted virtualization mode is to be used in creating and
running the virtual machine 335 for the type of operating
system.

[0069] In some embodiments, the virtualization manager
325 may access a list of supported virtualization modes for
the type of operating system to determine which virtualiza-
tion modes are supported. The list of supported virtualiza-
tion modes may specify which virtualization modes are
supported for each type of operating system. For example,
the list may specify that RHEL 7™ may support both the
hardware-assisted virtualization mode and the para-virtual-
ization mode. By accessing the list of supported virtualiza-
tion modes, the virtualization manager 325 may determine
the support virtualization modes for the type of operating
system identified from the installation media 330. In some
embodiments, the virtualization manager 325 may access a
list of unsupported virtualization modes for the type of
operating system detected in the installation media 310. The
unsupported virtualization modes may not be able to run on
the hardware units 315 accessible from the virtual machine
configuration system 305. Instead, the unsupported virtual-
ization modes may be established on a separate virtualiza-
tion service as detailed below.

[0070] The virtualization manager 325 may also identify a
minimum hardware setting for creating, running, or other-
wise configuring the virtual machine 335 in accordance with
the virtualization mode determined for the type of operating
system. The minimum hardware setting may specify hard-
ware configurations at which the hardware unit 315 is to
create, run, and/or configure the virtual machine 335 using
the type of operating system detected from the installation
media 330 in accordance to with the virtualization mode.
The minimum hardware setting (also referred to as system
prerequisites or requirements) may define minimum proces-
sor, memory, storage, network, and other physical resources
for creating, running, or otherwise configuring the virtual
machine 335 using the type of operating system with the
virtualization mode. In some embodiments, the virtualiza-
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tion manager 325 may access a list of minimum hardware
settings for each type of operating system. The list of
minimum hardware settings may specify processor,
memory, storage, network, and other system configurations
for creating and running the virtual machine 335 in accor-
dance to each virtualization mode for each type of operating
system. For example, the list may specify that the 64-bit
processor with 2.2 GHz clock speed, 2 GB of memory, 8 GB
of disk space to run Windows 7™ using the para-virtual-
ization mode. In some embodiments, the list of minimum
hardware settings may additionally specify a recommend
hardware setting for creating and running the virtual
machine 335 in accordance to the virtualization modes for
the types of operating systems. The recommended hardware
setting may be higher in processor, memory, storage, net-
work, and other system configurations than the minimum
hardware setting.

[0071] In some embodiments, the virtualization manager
325 may identify a hardware setting for each hardware unit
315 including the installation media 330 corresponding to
the operating system for the virtual machine 335. The
hardware settings for the hardware unit 315 may include
processor, memory, storage, network, and other physical
resources available for creating, running, or otherwise con-
figuring the virtual machine 335. In some embodiments, the
virtualization manager 325 may access one or more device
drivers on the storage of the hardware unit 315. Each device
driver may specity the associated physical resource, such as
the processor, the memory, the storage, and the network
resources, among others. Each device driver may also indi-
cate available physical resources. By accessing each device
driver, the virtualization manager 324 may identify the
hardware setting for the physical resource corresponding to
the device drive. In some embodiments, the virtualization
manager 325 may access one or more virtual device drivers
on the hardware unit 315. Each virtual device driver may
specify the associated virtual resources for emulating the
virtual machine 335 on the hardware unit 315, such as the
processor, the memory, the storage, and the network
resources, among others.

[0072] Having determined the supported virtualization
modes and/or the hardware settings, the virtualization man-
ager 325 may provide a graphical user interface for config-
uring the virtual machine 335. The virtualization manager
325 may send an application including the graphical user
interface for configuration the virtual machine 335 to the
client 310. The graphical user interface may include a set of
types of operating systems, a set of virtualization modes for
each type of operating system, and/or a set of hardware
settings to run virtual machines using the type of operating
system in accordance with the virtualization mode, among
others. The graphical user interface may include any number
of interface elements for selecting among the set of operat-
ing systems, the set of virtualization modes, the set of
virtualization modes, and/or the set of hardware settings.
Once received by the client 310, the client 310 may present
for display the application including the graphical user
interface for selection by the end user in configuring the
virtual machine 335.

[0073] In some embodiments, the graphical user interface
may be for selecting one of the types of operating systems
detected in the installation media 330 of the hardware units
315. The graphical user interface may include types of
operating systems detected from at least one of the instal-
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lation media 330 of the hardware units 315. The graphical
user interface may also include types of operating systems
not detected on or supported by any of the installation media
330 of the hardware units. The graphical user interface may
include an indication as to which types of operating systems
are supported or not supported. In some embodiments, the
graphical user interface may exclude the types of operating
systems not supported by the installation media 330. Upon
interaction by the client 310 with one of the types of
operating systems, the virtualization manager 325 may
receive the selection of the type of operating system from the
client 310 via the graphical user interface.

[0074] In some embodiments, the graphical user interface
may be for selecting one of the virtualization modes to run
the virtual machine 335 using the type of operating system.
The graphical user interface may include virtualization
modes supported for type of operating system detected from
the installation media 330. The graphical user interface may
also include virtualization modes not supported for the type
of operating system detected from the installation media
330. The graphical user interface may include an indication
as to which virtualization modes are supported or not
supported for the type of operating system. In some embodi-
ments, the graphical user interface may exclude the virtu-
alization modes not supported by the type of operating
system. In some embodiments, the graphical user interface
may present the set of supported virtualization modes in
response to the selection of one of the types of operating
systems. Upon interaction by the client 310 with one of the
virtualization modes for the type of operating system, the
virtualization manager 325 may receive the selection of the
virtualization mode from the client 310 via the graphical
user interface.

[0075] In some embodiments, the graphical user interface
may be for selecting one of the hardware settings to run the
virtual machine 335 using the type of operating system in
accordance with the virtualization mode. The graphical user
interface may include an option to select minimal hardware
settings for running the virtual machine 335 using the type
of operating system in accordance with the virtualization
mode. The graphical user interface may also include an
option to select higher than minimum hardware settings for
running the virtual machine 335 using the type of operating
system in accordance with the virtualization mode. In some
embodiments, the graphical user interface may include an
option to select less than minimum hardware settings for
running the virtual machine 335 using the type of operating
system in accordance with the virtualization mode. The
graphical user interface may include an indication as to
which hardware settings are supported or not supported for
the type of operating system. For example, the graphical
user interface may display a prompt warning the end user of
the client 310 that the selected hardware setting is not
supported for running the virtual machine 335 with the
selected operating system and the virtualization mode. In
some embodiments, the graphical user interface may
exclude hardware settings no supported for running the
virtual machine 335 with the selected operating system and
the virtualization mode. In some embodiments, the graphical
user interface may present the set of supported hardware
settings in response to the selection of one of the types of
operating systems and the selection of one of the virtual-
ization modes. Upon interaction by the client 310 with one
of'the hardware settings, the virtualization manager 325 may
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receive the selection of the hardware setting from the client
310 via the graphical user interface.

[0076] With the selection of the type of operating system,
the virtualization mode, and/or the hardware settings, the
virtualization manager 325 may create the virtual machine
335 based on the type of operating system in accordance
with the virtualization mode using the hardware settings.
From the selection, the virtualization manager 325 may
identify the selected type of operating system, the selected
virtualization mode for the type of operating system, and/or
the selected hardware setting for running the virtual machine
335 with the selected type of operating system in accordance
with the selected virtualization mode.

[0077] The virtualization manager 325 may determine
whether the selection of the type of operating system,
virtualization mode, hardware setting from the graphical
user interface is compatible. In some embodiments, the
virtualization manager 325 may compare the selected type
of operating system with the types of operating systems
detected from the installation media 330 across one or more
of the hardware units 315. If the selected type of operating
system does not match any of the detected types of operating
systems, the virtualization manager 325 may determine that
the selected type of operating system is incompatible. On the
other hand, if the selected type of operating system matches
at least one of the detected types of operating systems, the
virtualization manager 325 may determine that the selected
type of operating system is compatible.

[0078] If the type of operating system selected is deter-
mined to be compatible, the virtualization manager 325 may
compare the selected virtualization mode to the virtualiza-
tion modes determined to be supported by the type of
operating system. If the selected virtualization mode does
not match any of the virtualization modes determined to be
supported by the type of operating system, the virtualization
manager 325 may determine that the selected virtualization
mode is incompatible. On the other hand, if the selected
virtualization mode matches at least one of the virtualization
modes determined to be supported by the type of operating
system, the virtualization manager 325 may determine that
the selected virtualization mode is compatible.

[0079] If the virtualization mode selected is determined to
be compatible, the virtualization manager 325 may compare
the selected hardware settings to the hardware settings
determined for running the virtual machine 330 with the
type of operating system in accordance with the virtualiza-
tion mode. In some embodiments, the virtualization manager
325 may identity the hardware settings for the hardware unit
315 with the installation media 330 including the selected
type of operating system available for running the virtual
machine 335 in accordance with the virtualization mode.
The virtualization manager 325 may compare the hardware
settings for the hardware unit 315 corresponding the selected
type of operating system available for running the virtual
machine 335 in accordance with the virtualization mode
with the selected hardware settings. If any one of the
selected hardware settings is greater than the hardware
settings available on the hardware unit 315 for running the
virtual machine 335, the virtualization manager 325 may
determine that the selected virtualization mode is incompat-
ible. On the other hand, if the selected hardware settings are
all less than or equal to the hardware settings available on
the hardware unit 315 for running the virtual machine 335,
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the virtualization manager 325 may determine that the
selected virtualization mode is compatible.

[0080] Once all the selections of the type of operating
system, the virtualization mode, and/or the hardware settings
are determined to be compatible, the virtualization manager
325 may create virtual machine 335. The virtual machine
335 may be configured based on the selected type of
operating system in accordance with the selected virtualiza-
tion mode with the selected hardware settings. The virtual-
ization manager 325 may allocate resources of the hardware
unit 315 corresponding to the selected hardware setting to
create and run the virtual machine 335. In some embodi-
ments, the virtualization manager 325 may mount the instal-
lation media 330 with the selected type of operating system
onto the hardware unit 315 to create the virtual machine 335.
Once mounted, the virtualization manager 325 may instan-
tiate the virtual machine 335 using the operating system on
the installation media 330 in accordance with the virtual-
ization mode.

[0081] Conversely, if any of the selections of the type of
operating system, the virtualization mode, and/or the hard-
ware settings are determined to be incompatible, the virtu-
alization manager 325 may provide a prompt on the graphi-
cal user interface to the client 310 indicating incompatibility.
The prompt may indicate that the requested virtual resource
is unavailable, unsupported, or otherwise incompatible. In
some embodiments, the virtualization manager 325 may
send the selection of the type of operating system, the
virtualization mode, and/or the hardware settings to a sepa-
rate virtualization service to create, run, or otherwise estab-
lish a virtual machine. The virtualization service may be a
separate virtualization environment (e.g., the virtualization
environment 200) with other virtual and physical resources
that can establish the virtual machine. In some embodi-
ments, the virtualization manager 325 may identify one or
more default options running the virtual machine 335. In
some embodiments, the default options may include a pre-
specified type of operating system, a pre-specified virtual-
ization mode for the pre-specified type of operating system,
and a pre-specified hardware setting for the hardware unit
315 to run the virtual machine 335 based on the pre-specified
type of operating system in accordance with the pre-speci-
fied virtualization mode. The default options may be
selected for compatibility with the installation media 330
and the types of operating systems detected on the installa-
tion media 330 of the hardware units 315 accessible from the
virtual machine configuration system 305. In some embodi-
ments, the default options may be any one of the types of
operating systems detected on the installation media 330, the
one or more virtualization modes determined for the types of
operating systems, and/or the hardware settings for the
virtual machine 335 based on the type of operating system
in accordance with the virtualization mode.

[0082] The virtualization manager 325 may also automati-
cally create the virtual machine 335 without receipt of the
selection from the graphical user interface presented at the
client 310. In creating the virtual machine 335 in accordance
with the virtualization mode, the virtualization manager 325
may mount the installation media 330 corresponding to the
type of operating system onto the hardware unit 315. Once
mounted, the virtualization manager 325 may instantiate the
virtual machine 335 using the operating system on the
installation media 330 in accordance with the virtualization
mode. In some embodiments, the virtualization manager 325
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may select any of the types of operating systems detected on
the installation media 330, the one or more virtualization
modes determined for the types of operating systems, and/or
the hardware settings for the virtual machine 335 based on
the type of operating system in accordance with the virtu-
alization mode. In some embodiments, the virtualization
manager 325 may create the virtual machine 335 with the
type of operating system detected from the installation
media 330 in accordance with one of virtualization modes
determined for the type of operating system. In some
embodiments, the virtualization manager 325 may allocate
resources of the hardware unit 315 corresponding to the
determined hardware setting to create and run the virtual
machine 335.

[0083] Referring now to FIG. 3B, depicted is a flow
diagram of an embodiment of a method 350 of running
virtual machines by probing installation media. The opera-
tions and functionalities of the method 350 may be per-
formed by the components described in FIG. 1, FIG. 2, and
FIG. 3A, such as the virtualized environment 200 or the
system 300 detailed above. In brief overview, a media probe
may identity installation media (355). The media probe may
detect an operating system type from the installation media
(360). A virtualization manager may determine virtualiza-
tion modes for the operating system type (365). The virtu-
alization manager may identify hardware settings for con-
figuring the virtual machine (370). The virtualization
manager may provide a graphical user interface for config-
uring a virtual machine to a client (375). The virtualization
manager may receive selections for configuring the virtual
machine from the graphical user interface from the client
(380). The virtualization manager may create a virtual
machine in accordance with the selected virtualization mode
and hardware settings (385).

[0084] In further detail, a media probe may identify instal-
lation media (355). The installation media may reside on a
storage of a hardware unit and may include setup data for
installing an operating system for configuring the virtual
machine. The media probe may access the storage of hard-
ware unit to identify one or more files corresponding to the
installation media. In some embodiments, the media probe
may traverse through all the files on storage to search for the
subset of files corresponding to the installation media. In
some embodiments, the media probe may find the set of
installation files at a predefined location.

[0085] The media probe may detect an operating system
type from the installation media (360). The operating system
type may include any version of Microsoft Windows™, any
type of Linux™ distribution, and Macintosh™ operating
systems (e.g., macOS™), among others. In some embodi-
ments, the media probe may extract setup metadata from the
one or more files corresponding to the installation media. By
parsing the extracted setup metadata, the media probe may
identify the type of operating system within the installation
media. In some embodiments, the media probe may execute
a command to retrieve the type of operating system for the
installation media.

[0086] A virtualization manager may determine virtual-
ization modes for the operating system type (365). The
virtualization modes for the operating system type may
include a full-virtualization mode (also referred to as hard-
ware-assisted virtualization or hardware virtualized machine
(HVM)), a para-virtualization mode (also referred to as
para-virtualized machine (PVM)), or a hybrid mode (a
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hardware virtualization machine with para-virtualization
drivers (PVHVM)), among others. In some embodiments,
the virtualization manager may identify one or more capa-
bilities of the operating system type detected from the
installation media. Each capability may rely on full-virtual-
ization or para-virtualization. Based on whether the capa-
bilities depend on full-virtualization or para-virtualization,
the virtualization manager may determine the virtualization
mode for the operating system type.

[0087] The virtualization manager may identify hardware
settings for configuring the virtual machine (370). The
hardware settings may specify physical resources to be
allocated in creating, running, and configuring the virtual
machine, such as processor, memory, storage, and network
resources. In some embodiments, the virtualization manager
may access a list of hardware settings for running virtual
machines based on the operating system type in accordance
with the virtualization mode. The list may specify minimum
hardware settings and recommended hardware settings for
running the virtual machines based on the operating system
type in accordance with the virtualization mode.

[0088] The virtualization manager may provide a graphi-
cal user interface for configuring a virtual machine to a client
(375). The graphical user interface may include a set of types
of operating systems, a set of virtualization modes for each
type of operating system, and/or a set of hardware settings
to run virtual machines using the type of operating system in
accordance with the virtualization mode, among others. In
some embodiments, the virtualization manager may send an
application to display the graphical user interface to the
client. Upon receipt, the client may present the graphical
user interface for selection of the type of operating system,
virtualization mode, and the hardware settings on a display
for selection by the end user.

[0089] The virtualization manager may receive selections
for configuring the virtual machine from the graphical user
interface from the client (380). Upon interaction with the
graphical user interface, the client may send the selection to
the virtualization manager. The selection may include a
selected type of operating systems, a selected virtualization
mode for the selected type of operating system, and/or the
selected hardware settings to run the virtual machine using
the selected type of operating system in accordance with the
selected virtualization mode, among others. In some
embodiments, the virtualization manager may determine
whether the selection is compatible.

[0090] The virtualization manager may create the virtual
machine in accordance with the selection (385). In some
embodiments, the virtualization manager may create the
virtual machine as selected from the graphical user interface,
in response to receipt of the selection from the client. In
some embodiments, the virtualization manager may auto-
matically create the virtual machine without any selection.
In creating the virtual machine, the virtualization manager
may mount the installation media with the type of operating
system. Once mounted, the virtualization manager may
instantiate the virtual machine using the operating system on
the installation media in accordance with the virtualization
mode. The virtualization manager may also allocate physical
resources corresponding to the hardware settings in creating,
running, and configuring the virtual machine.

[0091] It should be understood that the systems described
above may provide multiple ones of any or each of those
components and these components may be provided on

Apr. 21, 2022

either a standalone machine or, in some embodiments, on
multiple machines in a distributed system. The systems and
methods described above may be implemented as a method,
apparatus or article of manufacture using programming
and/or engineering techniques to produce software, firm-
ware, hardware, or any combination thereof. In addition, the
systems and methods described above may be provided as
one or more computer-readable programs embodied on or in
one or more articles of manufacture. The term “article of
manufacture” as used herein is intended to encompass code
or logic accessible from and embedded in one or more
computer-readable devices, firmware, programmable logic,
memory devices (e.g., EEPROMs, ROMs, PROMs, RAMs,
SRAMs, etc.), hardware (e.g., integrated circuit chip, Field
Programmable Gate Array (FPGA), Application Specific
Integrated Circuit (ASIC), etc.), electronic devices, a com-
puter readable non-volatile storage unit (e.g., CD-ROM,
USB Flash memory, hard disk drive, etc.). The article of
manufacture may be accessible from a file server providing
access to the computer-readable programs via a network
transmission line, wireless transmission media, signals
propagating through space, radio waves, infrared signals,
etc. The article of manufacture may be a flash memory card
or a magnetic tape. The article of manufacture includes
hardware logic as well as software or programmable code
embedded in a computer readable medium that is executed
by a processor. In general, the computer-readable programs
may be implemented in any programming language, such as
LISP, PERL, C, C++, C#, PROLOG, or in any byte code
language such as JAVA. The software programs may be
stored on or in one or more articles of manufacture as object
code.

[0092] While various embodiments of the methods and
systems have been described, these embodiments are illus-
trative and in no way limit the scope of the described
methods or systems. Those having skill in the relevant art
can effect changes to form and details of the described
methods and systems without departing from the broadest
scope of the described methods and systems. Thus, the scope
of the methods and systems described herein should not be
limited by any of the illustrative embodiments and should be
defined in accordance with the accompanying claims and
their equivalent

What is claimed is:
1. A method comprising:

determining, by one or more processors, a plurality of
virtualization modes that are supported by a type of
operating system detected within an installation media
to be used to create a virtual machine;

causing, by the one or more processors, display of one or
more user interfaces to receive a selection of a virtu-
alization mode of the plurality of virtualization modes
to be used to create the virtual machine and one or more
settings to configure the virtual machine in accordance
with the virtualization mode;

receiving, by the one or more processors, a selection of
the virtualization mode and the one or more settings
provided via the one or more user interfaces; and

creating, by the one or more processors, the virtual
machine from the installation media using the virtual-
ization mode and the one or more settings.
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2. The method of claim 1, further comprising detecting,
by the one or more processors, from metadata within the
installation media, the type of operating system that is used
by the installation media.

3. The method of claim 1, further comprising probing, by
the one or more processors, content within the installation
media to detect the type of operating system.

4. The method of claim 1, wherein the plurality of
virtualization modes comprises one or more of the follow-
ing: a full virtualization mode, a para-virtualization mode
and a hybrid virtualization mode.

5. The method of claim 1, wherein the one or more user
interfaces comprises one or more virtualization modes other
than the plurality of virtualization modes determined to be
supported by the type of operating system.

6. The method of claim 1, further comprising identifying,
by the one or more processors, for the one or more settings
a minimum hardware configuration for which to create the
virtual machine.

7. The method of claim 1, further comprising receiving,
by the one or more processors, the one or more settings from
the one or more user interface identifying a setting greater
than the minimum hardware configuration for which to
create the virtual machine.

8. A system comprising:

one or more processors, coupled to memory and config-

ured to:

determine a plurality of virtualization modes that are

supported by a type of operating system detected within
an installation media to be used to create a virtual
machine;

cause display of one or more user interfaces to receive a

selection of a virtualization mode of the plurality of
virtualization modes to be used to create the virtual
machine and one or more settings to configure the
virtual machine in accordance with the virtualization
mode;

receive a selection of the virtualization mode and the one

or more settings provided via the one or more user
interfaces; and

create the virtual machine from the installation media

using the virtualization mode and the one or more
settings.

9. The system of claim 8, wherein the one or more
processors are further configured to detect from metadata
within the installation media the type of operating system
that is used by the installation media.

10. The system of claim 8, wherein the one or more
processors are further configured to probe content within the
installation media to detect the type of operating system.

11. The system of claim 8, wherein the plurality of
virtualization modes comprises one or more of the follow-
ing: a full virtualization mode, a para-virtualization mode
and a hybrid virtualization mode.
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12. The system of claim 8, wherein the one or more user
interfaces comprises one or more virtualization modes other
than the plurality of virtualization modes determined to be
supported by the type of operating system.

13. The system of claim 8, wherein the one or more
processors are further configured to identify for the one or
more settings a minimum hardware configuration for which
to create the virtual machine.

14. The system of claim 8, further wherein the one or
more processors are further configured to receive the one or
more settings from the one or more user interface identifying
a setting greater than the minimum hardware configuration
for which to create the virtual machine.

15. A system comprising:

one or more processors, coupled to memory and config-

ured to:

probe content within an installation media to detect the

type of operating system provided by the installation
media for creating a virtual machine;

determine a plurality of virtualization modes that are

supported by the type of operating system detected
within the installation media;

identify for creating the virtual machine from the instal-

lation media a selection of a virtualization mode of the
plurality of virtualization modes and one or more
settings for the virtualization mode; and

create the virtual machine from the installation media

using the virtualization mode and the one or more
settings.

16. The system of claim 15, wherein the one or more
processors are further configured to detect the type of
operating system using metadata probed within the content
of the installation media.

17. The system of claim 15, wherein the one or more
processors are further configured to probe the within the
content of the installation media while the installation media
is being stored and prior to creating the virtual machine with
the installation media.

18. The system of claim 15, wherein the one or more
processors are further configured to cause display of one or
more user interfaces to receive a selection of a virtualization
mode of the plurality of virtualization modes to be used to
create the virtual machine and the one or more settings to
configure the virtual machine in accordance with the virtu-
alization model

19. The system of claim 15, wherein the plurality of
virtualization modes comprises one or more of the follow-
ing: a full virtualization mode, a para-virtualization mode
and a hybrid virtualization mode.

20. The system of claim 15, wherein the one or more
settings identify minimum hardware configuration for which
to create the virtual machine.
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