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sease icket SS are 'cess 

(Customer Fegisters for service at the ecofsaki 
Financial Service provider branded and web-based 

WSC part of Transaction Platform): 
(Create unique user iD and FiN to access the 
re/Waiei and Wei-based iser Portajat WSC 

Rownload OneWallel to mobilephone and/or PC 
Setup Bank Accounts and for Credit Cardis 
which will be used to pay for Services 

(Custoner registers with the Ficketing Services Provider for 
issue arid Redemption of electronic tickets. A Gard 
which may be used fo; issuarice and use will be 
dowiaded on the Constinier's Oteaiet, 

to purchase a ticket, the user invokes the application 
by opering the wallet and selecting the "ticket" icon. 

he user inputs info; ration required for the ticket.... 
details may be different for different issuers - Cinema House, 
Railway of Airline ticket, etc. For an Airline ticket for 
instance, the user wit have to feed in the Origin, 
Destination, Fight Number, Date, Class, etc. 

The issuance systein verifies availability and inforins 
the price. in Case the Selected option is not availabie, the 
syster Suggest afternatives, and the above groCeSS is 
repeated Linii an availabie fistiairie (gion is found, 

User effects payment by selecting a payment 
instrument are invoking the Secure ayrett 

mechanis tilt into tie OneWatet. 

An electroniclicket is issued securely, over-the-air into 
the OneWatlet after confirming payment, 
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ania Systein 
OreWatlet user approaches the courter and cispiays 

ticket details to the person ranring the counter. 

The Counter manager nanay eries a ticket details 
in his/her system. The person also adds other inputsf 

selections if required. 

The syster validates aii details and provides the user 
with a paper ticket f pass f boarding Card as applicable. 

--------------------------------------------------- 

Automated System 
OneWaltet user approaches the counter and beans 

ticket details to the infra-red frf termina at the counter, 

Cket forfatir is Corrificated to the Certa 
system which waiidates the user and ticket details. 

The opera or enters other details that may be required - 
such as seat in fiber, special requests, etc. depending 

of the ?trai. 
if is step is of regaired in several situatios, 

co; ; piefeiya is of a fig the federatici giocess. 

he syste generates a paper ticket f pass f oarding 
card as applicabie. 
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east aeske SSiase ess 
cc cric (Registered ijsers) 

Custone: "egisters for Service at the fetcQišaki 
ancia Service Provider's raided and Web-tased 

WSC part of Fransaction Piatform): 
Create unique tiser it and PiS to access Services and wet 
based iser Portal aff/SC 
Setup Bank Accounts and/or Credit Caidis which will be 
used io make payinents for Prepaid top-tip 

Custine appf 33ches a fetai Merchant, equipped with 
Merchant Wallet and registered to issue tickets 

Customer provides Merchant with User D, and Ticket 
Details, Merchant enters these inputs into Merchat 

jailet 3rd Seids it to the WSC 

On receiving transactio; request from the Merchant 
Waiet, WSC requests PEN from the Custoner 

Customer can get this request directly to his/her mobile 
phone and Send it to the WSC, OR 
Cusioner car get this request on Merchani Waiei and Sefid 
PIN ihrough Merchani Waifei 

Of authorization of transaction, WSC: 
Requesis appropriate funds to be debited iron account 
Specified by Customer, and Credited to the lickei issuer's 
CCGLift 

Serids a receipt of transaction to the ?iefchant //aiei 

Merchant prints paper receipt and an e-Ticket for 
Customer using the verchant Wallet 
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ease. Persectners. Fayet Process 

Customer registers for service at the eico f Bank f 
Financial Service Provider (FSP) branded and web 

based WSC (part of Transaction Platform): 
Create unique ise it aid Pito access the 
tieffief aid fei-gas ediiser is "tigiiffs 
Download One faile to nobile phone and/or PC 

* Setup Bank Acco. As and/or Credit Caifs 
which Wiiie used to pay for services 

user selects the Person-to-Person (P2P) option 

ise Selects the Bank Caic facCount to he iSed for the 
P2P fasier 

The user enters the arost and the recipient's 
e 

The OW formats a P2P transaction message and sends 
iO WSC 

WSC validates information and forwards payment 
request to the appropriate bank 

The Bank debits the User's account and credits the 
Recipient's account 

Confirratory inessages are Seit to the user and the 
Recipient 

Fig.68 
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eiaietegadge process 

Customer registers for Service at the eico f Bank f 
Financial Service Provider (FSP) branded and web 

based WSC (part of Transaction Platform): 
Create inique is e i and Pinto access the 
geaise agitive-casei is epigtaifa S. 

( igynidadeiaiet to iroie pione and/or PC 
Settipa Safik Acco.it/s di?or Credit Card/s 
which wife used to pay for services 

The Teico, securely and electronically, notifies the user 
through the WSC as soon as the balance on Prepaid 
Airtime Card is below the threshold set by the user. 
OneWallet alerts Customer on receiving the message. 

Optionally, the OneWaiei may localy generate a 
essage for the user as Soon as the balance is below a 

pre-set threshold. 

Alternatively, the customer opens OneWaiet to review 
prepaid card balance: 

* Opers the Orevaiet sing his/heriseri and 

* Reviews prepaid giance and decides to top-g 

Customer lops-up Prepaid Card through OneWalei: 
Seierts preferred Bark Account of Credit Card 

* Seiects tie anoint for the top-tip 
initiates sectire pyre regies 

WSC receives payment request from Customer i 
OrieWaiet: of authorization of irasaction, WSC: 

Regiests appropriate fit is to e Credited frain 
accouis specified by Custone, and debited to 
Biissier's access st 

is sends a receipt of the transaction to the 
Cistofer f { retaief 
ipciates teicosysters: a gig 
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era. Wae Pregaic gei Process 
(Registered jsers) 

Customer registers for service with eico Bank f Financial Service 
Provider (FSP) branded arid web-based WSC (part of Transaction Platform): 

* Create ifique seri and Pito access services and yei 
ised is effortgag is 
Setup Bank Acco.it/s and/or redit Cassifs wiich will he sed 
to Frake payrents for Prepaid ap-up 

Cusioner approaches a fetail vie chat, equipped with werchat 
Walei and registered to perform Prepaid op-up for the eico 

Customer provides werchant with seri, and Top-up value: 
werchant enters above detaiis into lechani Wailet and Serds it to 

the FSC 

On receiving transaction request for the Merchant Waiet, WSC 
requests PIN from the Customer 

Custoner can get this request directly to his/her noisie phone 
cargised it to fire RSC, Of 
Customer car ge: this request of fierchart faiet and sed 
Fif through fierchart failet 

Or authorization of trainsaction, WSC: 
Requests appapriate funds go is debited frost: caecus 
specified y Custone, and credited to the feico's account 
Senais a receipt of transaction to the fierchaft faiet 
tip.ciates eico's syster and lag 

Merciani prints paper receipt for Custoner using the Merchart 
Fait 

Fig. 73 
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ercatae Pegaic gri. Frocess 
(Ji-registered Users) 

Customer approaches retai Merchant, equipped with 
Merchant Wallet and registered to op-up Prepaid 

Cards or leaf of th& Co 

Customer provides Merchant with Phone Nuinter and 
op-up Value: Merchart eiters above detaiis into 

vercat faiet 

Customer pays Merchant for op-up of the Prepaid card 
using cash or any other cash-alternative product that 
the Merchant accepts at that particular retail location 

{credit card, Check, etc. 

Merchant sends details to the WSC through the 
Merchart Wadiet, and specifies that the amou it has 
been COected in the for of Cash, Credit Card, etc., at 

the feta i-Catio: 

Or receiving transaction request, WSC: 
Reg, ests app Fopriate fuss to e C'esied frog 
fiercia's accort, and ceisited to eico's acci at 

* Sergis a receipt of tie transaction to tie ifierchant 
isie 

* pacites felico's sysfer asidiog 

wierchani prints paper receipt for Custorier using the 
ferchaft Wiae 
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application Ser. No. 1 1/539,024, filed Oct. 5, 2006, of the 
same title, presently pending. That application is a continua 
tion-in-part of the following commonly-owned, co-pending 
U.S. patent applications, each of which is incorporated herein 
by reference in its entirety: U.S. patent application Ser. No. 
10/284,676, filed Oct. 31, 2002, entitled “System and meth 
ods for servicing electronic transactions'; U.S. patent appli 
cation Ser. No. 09/766,221, filed Jan. 19, 2001, entitled 
"Method and system for managing user activities and infor 
mation using a customized computer interface.” U.S. patent 
application Ser. No. 1 1/539,024 also claims the benefit of 
U.S. Provisional Patent Application No. 60/724,066, filed 
Oct. 6, 2005, entitled Methods and Systems for Transactional 
Services.” naming Satyan Pitroda and Mehul Desai as inven 
tOrS. 

0002 Certain systems and methods are described in PCT 
Pub. No. PCT WO95/35546 to Satyan Pitroda and entitled 
“Universal Electronic Transaction Card and system and 
Methods of Conducting Electronic Transactions.” (referred to 
herein as “Pitroda) the entire teachings of which are hereby 
incorporated by reference. 
0003. This application is related to the following U.S. 
patents, each of which is incorporated herein by reference in 
its entirety: U.S. Pat. No. 5,952,641, filed Nov. 21, 1996, 
entitled “Security device for controlling the access to a per 
sonal computer or to a computer terminal’’; U.S. Pat. No. 
6,925,439, filed Mar. 10, 1999, entitled “Device, system and 
methods of conducting paperless transactions”; U.S. Pat. No. 
6,769,607, filed Jun. 6, 2000, entitled “Point of sale and 
display adapter for electronic transaction device'; U.S. Pat. 
No. 6,705,520, filed Nov. 15, 1999, entitled “Point of sale 
adapter for electronic transaction device'; U.S. Pat. No. 
5,590,038, filed Jun. 20, 1994, entitled “Universal electronic 
transaction card including receipt storage and system and 
methods of conducting electronic transactions’; U.S. Pat. No. 
3.999,050, filed Oct. 10, 1975, entitled “Electronic diary: 
and U.S. Pat. No. 5,884.271, filed Sep. 6, 1996, entitled 
"Device, system and methods of conducting paperless trans 
actions device'. 
0004. This application is also related to the following pub 
lished PCT applications, each of which is incorporated herein 
by reference in its entirety: PCT Pub. No. WO 02/057899, 
filed Jan. 17, 2002, entitled “Method and system for manag 
ing user activities and information using a customized com 
puter interface”; PTC Pub. No. WO 03/012717, filed Jul. 30, 
2001, entitled “System for distribution and use of virtual 
stored value cards: PCT Pub. No.WO 01793172, filed Jun. 1, 
2001, entitled “Doctor service provider”; PCT Pub. No. WO 
01/37200, filed Sep. 21, 2000, entitled “Point of sale and 
display adapter for electronic transaction device'. PCT Pub. 
No. WO 01/37199, filed Sep. 8, 2000, entitled “Point of sale 
adapter for electronic transaction device'; PCT Pub. No. WO 
01/18629, filed Aug. 10, 2000, entitled “System and method 
for servicing electronic transactions'; PCT Pub. No. WO 
01/18629, filed Aug. 10, 2000, entitled “System and method 
for servicing electronic transactions'; PCT WO99/34314, 
filed Dec. 30, 1998, entitled “Universal electronic communi 
cations card: PCT WO95/35546, filed Jun. 7, 1995, entitled 
“Universal electronic transaction card and system and meth 
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ods of conducting electronic transactions’; and PCT WO 
83/04327, filed May 21, 1982, entitled “System with remote 
computer data entry device, associated apparatus and method 
of using same'. 
0005 All patents, patent applications and other docu 
ments referenced herein are hereby incorporated by refer 
CCC. 

BACKGROUND 

0006 1. Field 
0007. This application relates to methods and systems of 
electronic transactions and particularly relates to mobile 
secure electronic transactions. 
0008 2. Description of the Related Art 
0009 Mobile devices with increasing capabilities enable 
users to communicate with each other and to perform other 
computing functions. However, while the widespread use of 
these devices can enable business transactions, it also 
increases the difficulty of Supporting those transactions in a 
secure way. A need exists for improved methods and systems 
for enabling a wide variety of electronic transactions. 

SUMMARY 

0010 Provided herein are methods and systems for Sup 
porting secure electronic transactions, including those that 
Support security at the domain, user and device level. 
0011 Methods and systems disclosed herein include 
methods and systems for receiving a request from a first 
facility at a second facility; and transmitting an acknowledge 
ment to the request from the second facility to the first facility. 
In some embodiments the first facility is capable of being 
initialized, and in some embodiments the initialization of the 
first facility comprises entering one or more of a code, per 
Sonal identifier, password, personal identification number, 
signature, or similar identifier. In some embodiments the first 
facility is a universal electronic transaction facility. In some 
embodiments the second facility is a service facility. In some 
embodiments the service facility is a transaction service facil 
ity. Some embodiments include a method for providing the 
first facility with a financial transaction service. In some 
instances the request from the first facility is a transaction 
request. The methods and systems may also include the first 
step of establishing communications between the universal 
electronic transaction facility and the transaction service 
facility. In some embodiments the service facility is a wallet 
service center. A wallet service center may include a service 
facility that provides various services related to the features 
and functions of an electronic transaction facility, including 
services that can be accessed by user devices, merchant 
devices, and devices of various service providers. A wallet 
service center may include one or more servers, one or more 
databases, and one or more other computing facilities. In 
embodiments, a wallet service center may include one or 
more security facilities, which may be multidimensional 
security facilities. In some instances, such security facilities 
may operate in accordance with a variety of distinct security 
protocols, such as security protocols that are native to one or 
more user devices, one or more network or transport domains 
or facilities, one or more merchant systems, or one or more 
service provider systems. Other features of a wallet service 
center may be understood by reference to the embodiments 
described herein and in the documents incorporated by refer 
ence herein. 
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0012 Methods and systems disclosed herein include 
methods and systems for transmitting a request from a second 
facility to a first facility and receiving an acknowledgement of 
the request at the second facility. In some embodiments the 
first facility is capable of being initialized, and in some 
embodiments the initialization of the first facility comprises 
entering one or more of a code, personal identifier, password, 
personal identification number, signature, or similar identi 
fier. In some embodiments the first facility is a transaction 
facility. In some embodiments the second facility is a service 
facility. In some embodiments the service facility is a trans 
action service facility. In some embodiments the method is a 
method for providing the first facility with a financial trans 
action service. In some embodiments the request from the 
second facility is a transaction request. In some embodiments 
the transaction facility is a universal electronic transaction 
facility. 
0013 Methods and systems disclosed herein include 
methods and systems for transmitting an alert associated with 
a pending transaction to a first facility from a second facility; 
and receiving, at the second facility, a response to the alert. In 
Some instances, the response is a request for direct settlement 
of the transaction at the second facility; receiving from a third 
facility a message comprising information pertaining to the 
transaction; transmitting, from the second facility to the first 
facility, a request for a code; receiving, at the second facility, 
the code from the first facility; determining the validity of the 
code; settling the transaction; and transmitting, from the sec 
ond facility and to both the first facility and the third facility, 
an acknowledgement of the transaction being settled. In some 
embodiments the first facility is a transaction facility. In some 
embodiments the second facility is a service facility. In some 
embodiments the service facility is a transaction service facil 
ity. In some embodiments the transaction facility is a univer 
sal electronic transaction facility. In some embodiments the 
third facility is a merchant facility. In some embodiments the 
message received from the third facility further comprises an 
identifier that is unique to the third facility. In some embodi 
ments the method is a method for providing the first facility 
with the capability of transacting with the third facility. In 
some embodiments the method is a method for providing the 
third facility with the capability of first sending a bill to the 
first facility and then receiving payment of the bill from the 
first facility. In some embodiments the service facility is a 
wallet service center. In some embodiments the alert of a 
transaction is a bill. In some embodiments the code is a 
personal identifier. 
0014 Methods and systems disclosed herein include 
methods and systems for conducting a transaction, including 
receiving from a first facility a reference to a second facility; 
sending a request to the first facility; receiving from the first 
facility a response; determining the validity of the response; 
settling a transaction between the first facility and the second 
facility; and sending a confirmation of the transaction to both 
the first facility and the second facility. In some embodiments 
the first facility is capable of being initialized, and in some 
embodiments the initialization of the first facility comprises 
entering one or more of a code, personal identifier, password, 
personal identification number, signature, or similar identi 
fier. In some embodiments the first facility is a source facility. 
In some embodiments the source facility is a transaction 
facility. In some embodiments the transaction facility is a 
universal electronic transaction facility. In some embodi 
ments the second facility is a recipient facility. In some 
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embodiments the recipient facility is a transaction facility. In 
Some embodiments the transaction facility is a universal elec 
tronic transaction facility. In some embodiments the method 
is a method for enabling a person-to-person asset transfer 
from the first facility to the second facility. In some embodi 
ments the reference to the second facility is an identifier. In 
Some embodiments the identifier is a unique identifier. 
00.15 Methods and systems disclosed herein include 
methods and systems for transferring money from one finan 
cial account to another, including receiving from a first facil 
ity a request for a funds transfer, the request comprising a 
reference to a source account, a reference to a destination 
account, and a transfer amount in response to the request for 
a funds transfer, requesting a code from the first facility; 
receiving the code from the first facility; and sending a con 
firmation of a funds transfer to the first facility. In some 
embodiments the first facility is capable of being initialized, 
and in some embodiments the initialization of the first facility 
comprises entering one or more of a code, personal identifier, 
password, personal identification number, signature, or simi 
lar identifier. In some embodiments the reference to the 
Source account is an identifier. In some embodiments the 
identifier is a unique identifier. In some embodiments the 
reference to the destination account is an identifier. In some 
embodiments this destination identifier is a unique identifier. 
In some embodiments the first facility is a transaction facility. 
In some embodiments the transaction facility is a universal 
electronic transaction facility. 
0016 Methods and systems disclosed herein include 
methods and systems for receiving from a first facility a 
request to transfer funds to a second facility, the request 
comprising a reference to the first facility, a reference to the 
second facility, and a transfer amount; in response to the 
request for a funds transfer, requesting a code from the first 
facility; receiving the code from the first facility; receiving 
from the second facility a request for a funds transfer from the 
first facility to the second facility; in response to the request 
from the second facility, transmitting a request to the second 
facility requesting the unique identifier of the second facility 
and a code receiving from the second facility the unique 
identifier of the second facility and the code; and transmitting 
to the second facility an approval to release funds to the 
second facility. In some embodiments the first facility is 
capable of being initialized, and in Some embodiments the 
initialization of the first facility comprises entering one or 
more of a code, personal identifier, password, personal iden 
tification number, signature, or similar identifier. In some 
embodiments the first facility is a sender facility. In some 
embodiments the sender facility is a merchant. In some 
embodiments the second facility is a destination facility. In 
Some embodiments the destination facility is a merchant. In 
some embodiments the reference to the first facility is an 
identifier. In some embodiments the identifier is a unique 
identifier. In some embodiments the reference to the second 
facility is an identifier. In some embodiments the identifier is 
a unique identifier. 
0017 Methods and systems disclosed herein include 
methods and systems for conducting a transaction. In some 
embodiments the method is a method for a wire transfer. In 
Some embodiments the method is a method for a money order. 
In some embodiments the first facility is a transaction facility. 
In some embodiments the first facility is a universal electronic 
transaction facility. In some embodiments the second facility 
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is a transaction facility. In some embodiments the second 
facility is a universal electronic transaction facility. 
0018 Methods and systems disclosed herein include 
methods and systems for conducting a transaction, including 
receiving a transaction request from a second facility. In some 
embodiments the transaction request is associated with a first 
facility and a third facility; in response to receiving the trans 
action request, sending a request for a code to the first facility; 
receiving the code from the first facility; verifying the validity 
of the code sending the transaction request to the third facil 
ity; receiving from the third facility a confirmation of the 
transaction; and sending a transaction authorization to the 
second facility. In some embodiments the first facility is 
capable of being initialized, and in Some embodiments the 
initialization of the first facility comprises entering a code, 
personal identifier, password, personal identification number, 
signature, or similar identifier. In some embodiments the 
transaction is a purchase. In some embodiments the transac 
tion is an activation of a prepaid shopping card. In some 
embodiments the transaction is a recharge of a prepaid shop 
ping card. In some embodiments the transaction is a top-up 
(that is, increasing the amount of prepaid minutes) of a pre 
paid cellphone. In some embodiments the second facility is a 
merchant facility. In some embodiments the first facility is a 
customer facility. In some embodiments the third facility is a 
supplier facility. In some embodiments the first facility is a 
transaction facility. In some embodiments the transaction 
facility is a universal electronic transaction facility. 
0019 Methods and systems disclosed herein include 
methods and systems for providing an incentive to a con 
Sumer, including transmitting an electronic coupon to a first 
facility. In some embodiments the first facility is capable of 
being initialized, and in some embodiments the initialization 
of the first facility comprises entering one or more of a code, 
personal identifier, password, personal identification number, 
signature, or similar identifier. In some embodiments the first 
facility is a consumer facility. In some embodiments the con 
Sumer facility is a transaction facility. In some embodiments 
the consumer facility is a universal electronic transaction 
facility. 
0020 Methods and systems disclosed herein include 
methods and systems for transmitting an electronic coupon to 
a first facility; receiving a unique identifier of the first facility 
from a second facility; receiving data associated with the 
coupon from the merchant facility; sending a request for a 
code to the first facility; receiving the code from the first 
facility; Verifying the validity of the code; and sending an 
electronic coupon redemption approval to the second facility. 
In some embodiments the first facility is capable of being 
initialized, and in some embodiments the initialization of the 
first facility comprises entering a code, personal identifier, 
password, personal identification number, signature, or simi 
lar identifier. In some embodiments the first facility is a con 
Sumer facility. In some embodiments the consumer facility is 
a transaction facility. In some embodiments the transaction 
facility is a universal electronic transaction facility. In some 
embodiments the second facility is a merchant facility. 
0021. In various embodiments, a merchant facility can 
include or be hosted by any device with a processor, such as 
a point of sale terminal, cash register, personal computer, 
laptop computer, cellular phone, PDA, processor-equipped 
retail display, kiosk, ATM, processor-equipped shelving, 
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sign, billboard, barcode scanner, RFID device, scanner, 
machine vision system, camera, card reader, magnetic stripe 
reader or other device. 

0022 Methods and systems disclosed herein include 
methods and systems for conducting a transaction, including 
establishing a session with a first facility; requesting an inven 
tory status report from a second facility; transmitting the 
inventory status report to the first facility; receiving a pur 
chase request from the first facility; executing the purchase 
request with the second facility; and issuing a receipt to the 
first facility. In some embodiments the first facility is capable 
of being initialized, and in some embodiments the initializa 
tion of the first facility comprises entering one or more of a 
code, personal identifier, password, personal identification 
number, signature, or similar identifier. In some embodiments 
the first facility is a consumer facility. In some embodiments 
the consumer facility is a transaction facility. In some 
embodiments the transaction facility is a universal electronic 
transaction facility. In some embodiments the second facility 
is a Supplier facility. In some embodiments the Supplier facil 
ity is a ticket retail facility. In some embodiments the supplier 
facility is a ticket issuing facility. The methods and systems 
may also include issuing a ticket to the first facility. In some 
embodiments the purchase request is a ticket order. In some 
embodiments the inventory status report is a ticket availabil 
ity report. In some embodiments the session is a secure ses 
S1O. 

0023 Methods and systems disclosed herein include 
methods and systems for withdrawing money from an 
account, including receiving a request for a withdrawal from 
an account associated with first facility; sending a request for 
a code to the first facility; receiving the code from the first 
facility; transmitting to a second facility an approval to accept 
funds from the first facility; and sending a confirmation of the 
withdrawal to the first facility. In some embodiments the first 
facility is capable of being initialized, and in some embodi 
ments the initialization of the first facility comprises entering 
one or more of a code, personal identifier, password, personal 
identification number, signature, or similar identifier. In some 
embodiments the first facility is a consumer facility. In some 
embodiments the consumer facility is a transaction facility. In 
Some embodiments the transaction facility is a universal elec 
tronic transaction facility. In some embodiments the second 
facility is a merchant facility. In some embodiments the mer 
chant facility is a bank. 
0024 Methods and systems disclosed herein include 
methods and systems for depositing money into an account, 
including receiving a request from a second facility to deposit 
funds into an account associated with a first facility. In some 
embodiments the request comprises a unique identifier of the 
first facility, an identifier of the account associated with the 
first facility, and an amount to be deposited. The methods and 
systems may include sending a request for a code to the 
second facility; receiving the code from the second facility; 
transmitting to the second facility a confirmation of the 
deposit into the account associated with the first facility; and 
sending a confirmation of the deposit to the first facility. In 
some embodiments the first facility is capable of being ini 
tialized, and in some embodiments the initialization of the 
first facility comprises entering one or more of a code, per 
Sonal identifier, password, personal identification number, 
signature, or similar identifier. In some embodiments the first 
facility is a consumer facility. In some embodiments the con 
Sumer facility is a transaction facility. In some embodiments 
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the transaction facility is a universal electronic transaction 
facility. In some embodiments the second facility is a mer 
chant facility. 
0.025 Universal electronic transaction facilities as 
described herein may have any and all features and attributes 
in various embodiments disclosed herein. In some embodi 
ments the universal electronic transaction facility provides a 
user with “electronic wallet' capabilities. Like a person's 
leather, physical wallet, an electronic wallet contains one or 
more identification cards, credit cards, or the like. The elec 
tronic wallet is an electronic collection of one or more of these 
types of physical materials that can be reviewed, viewed and 
used electronically to achieve similar results to the physical 
analogs. In this manner, in Some embodiments the electronic 
wallet contains a credit card. In some embodiments the elec 
tronic wallet contains a medical card. In some embodiments 
the electronic wallet contains a membership card. In some 
embodiments the electronic wallet contains a promotional 
card. In some embodiments the electronic wallet contains a 
coupon. In some embodiments the electronic wallet is paper 
less. In some embodiments the electronic wallet provides a 
data security feature. In some embodiments the universal 
electronic transaction facility contains a component that 
enables a service. In some embodiments enabling a service 
comprises an interaction with a service facility. In some 
embodiments the service facility authenticates a participant 
in a transaction. In some embodiments the service facility is 
the final authority as to the settlement of a transaction. In 
some embodiments the service facility comprises a main 
service facility. In some embodiments the interaction with a 
service facility comprises utilizing a communication facility 
to transmit data to a main service facility. In some embodi 
ments utilizing the communication facility comprises utiliz 
ing a network communication facility. In some embodiments 
the service comprises a transactional method. In some 
embodiments the transactional method comprises a financial 
transactional method. In some embodiments the service com 
prises a transaction. In some embodiments the transaction 
comprises a financial transaction. In some embodiments the 
service is Supplied by a service partner. In some embodiments 
the service is delivered through a Web services oriented archi 
tecture. In some embodiments the service comprises a pre 
mium service associated with a financial charge. In some 
embodiments the service comprises a free service. In some 
embodiments the service is bill payment. In some embodi 
ments the bill payment comprises bill receipt. In some 
embodiments the bill payment comprises bill payment. In 
some embodiments the bill payment comprises bill receipt 
and bill payment. In some embodiments the service is per 
Sonal data management. In some embodiments the service is 
security. In some embodiments the security is associated with 
a function of the universal electronic transaction facility. In 
Some embodiments the security comprises a privacy feature 
associated with the universal electronic transaction facility. In 
Some embodiments the security comprises theft determent. In 
Some embodiments the security comprises transaction integ 
rity. In some embodiments the security comprises data integ 
rity. In some embodiments the security comprises identity 
authentication. In some embodiments the security comprises 
non-repudiation. In some embodiments the security com 
prises revocation. In some embodiments the security com 
prises renewability. In some embodiments the security is 
associated with the universal electronic transaction facility. In 
Some embodiments the service is promotion. In some 
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embodiments the promotion is associated with a loyalty card. 
In some embodiments the promotion is associated with a 
coupon. In some embodiments the promotion comprises an 
incentive program. In some embodiments the promotion is 
associated with the universal electronic transaction facility. In 
some embodiments the promotion is directly distributed. In 
some embodiments the directly distributed promotion is dis 
tributed by a vendor. In some embodiments the promotion is 
distributed by a merchant. In some embodiments the mer 
chant comprises a retailer. In some embodiments the service 
is banking. In some embodiments the banking comprises an 
account transfer. In some embodiments the banking com 
prises access to an ATM facility. In some embodiments the 
banking comprises a microcredit transaction. In some 
embodiments the banking comprises a microcredit settle 
ment. In some embodiments the banking comprises a func 
tion provided to the user of the universal electronic transac 
tion facility. In some embodiments the service comprises 
applying for a new account. In some embodiments applying 
for a new account comprises provided needed information to 
a service facility. In some embodiments the service facility 
comprises a bank. In some embodiments the service facility 
comprises a credit card company. In some embodiments the 
service is renewing an existing account. In some embodi 
ments the service is issuing a credit card. In some embodi 
ments the service is management of a Sub-account. In some 
embodiments the service is removing an account. In some 
embodiments the service is canceling an account. In some 
embodiments the service is shopping. In some embodiments 
shopping comprises the providing personal information. In 
Some embodiments the personal information assists in brows 
ing merchandise. In some embodiments the personal infor 
mation assists in product selection. In some embodiments 
shopping is associated with a shopping action. In some 
embodiments the shopping action comprises checking for a 
bargain. In some embodiments the shopping action comprises 
checking for a discount. In some embodiments the shopping 
action comprises checking for a related product. In some 
embodiments the shopping action comprises receiving pro 
motional information. In some embodiments the shopping 
action associated with browsing merchandise. In some 
embodiments the service comprises a purchasing agent. In 
Some embodiments the service comprises a government Ser 
vice. In some embodiments the government service is asso 
ciated with a passport. In some embodiments the government 
service is associated with a visa. In some embodiments the 
government service is associated with a social security num 
ber. In some embodiments the government service is associ 
ated with a motor vehicle. In some embodiments the govern 
ment service is associated with voting. In some embodiments 
the service is customer profiling. In some embodiments cus 
tomer profiling benefits a user of the universal electronic 
transaction facility. In some embodiments customer profiling 
benefits a vendor. In some embodiments customer profiling 
comprises profiling a group of users. In some embodiments 
the service is inter-Vendor cooperation. In some embodiments 
the service is inter-vendor collaboration. In some embodi 
ments the service comprises a financial service. In some 
embodiments the financial service is associated with a per 
son-to-person money transfer. In some embodiments the 
financial service is associated with a money order. In some 
embodiments the financial service is associated with a wire 
transfer. In some embodiments the service comprises a pre 
paid service. In some embodiments the prepaid service com 
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prises a prepaid calling card. In some embodiments the pre 
paid service comprises a prepaid cell phone. In some 
embodiments the prepaid service comprises a debit card. In 
Some embodiments the service is ticketing. In some embodi 
ments ticketing is associated with an airline. In some embodi 
ments ticketing is associated with a play. In some embodi 
ments ticketing is associated with a sporting event. In some 
embodiments ticketing is associated with an auction. In some 
embodiments ticketing is associated with a charitable func 
tion. In some embodiments ticketing is associated with an 
educational function. In some embodiments ticketing is asso 
ciated with a ceremony. In some embodiments ticketing is 
associated with a speech. In some embodiments ticketing is 
associated with an entertainment event. In some embodi 
ments ticketing is associated with a hospitality facility. In 
Some embodiments a hospitality facility comprises a hotel. In 
Some embodiments ticketing is associated with paperless 
tickets. In some embodiments paperless tickets are issued 
directly to the universal electronic transaction facility. In 
Some embodiments the service comprises a manned ATM. In 
Some embodiments the service comprises a proximity trans 
action. In some embodiments the service is associated with 
the universal electronic transaction facility. In some embodi 
ments the service comprises allowing an authorized user of 
the universal electronic transaction facility to conduct a trans 
action with a merchant. In some embodiments the service 
comprises allowing an authorized user of the universal elec 
tronic transaction facility to conduct a transaction with a peer. 
In some embodiments the service comprises allowing an 
authorized user of the universal electronic transaction facility 
to conduct a transaction with a Supplier. In some embodi 
ments the service comprises allowing an authorized user of 
the universal electronic transaction facility to conduct a trans 
action with a transaction participant. In some embodiments 
the service comprises a Web server. In some embodiments the 
service comprises a transaction service. In some embodi 
ments the service comprises a user interface 
0026. User interfaces as disclosed herein may include a 
wide variety of features and attributes. In some embodiments 
the user interface comprises a display. In some embodiments 
the display comprises an LCD. In some embodiments the 
display comprises a touch screen. In some embodiments the 
display comprises an organic light emitting diode. In some 
embodiments the display comprises a flexible organic light 
emitting diode. In some embodiments the display comprises 
a projection display. In some embodiments the display ren 
ders an identifier. In some embodiments the identifier com 
prises a signature. In some embodiments the identifier com 
prises a bar code. In some embodiments the identifier 
provides information to an operator of a Support computer. In 
Some embodiments the display renders a signature. In some 
embodiments the display provides visual feedback to a user of 
the universal electronic transaction facility. In some embodi 
ments the display provides information to a user of the uni 
Versal electronic transaction facility. In some embodiments 
the display comprises a full size display. In some embodi 
ments the full size display is the size of a tablet PC. In some 
embodiments the full size display is the size of a desktop PC. 
In some embodiments the full size display comprises a 
remote display. In some embodiments the remote display is 
associated with a remote computer. In some embodiments the 
display comprises a small size display. In some embodiments 
the small size display is the size of that of a PDA. In some 
embodiments the small size display is the size of that of a cell 
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phone. In some embodiments the Small size display is the size 
of that of a camera. In some embodiments the Small size 
display is the size of that of a digital watch display. In some 
embodiments the display is Small enough to be portable. In 
Some embodiments the display is large enough to display 
user-readable messages. In some embodiments the display is 
large enough to display touch controls. In some embodiments 
the display is Small enough to be portable, large enough to 
display user-readable messages, and large enough to display 
touch controls. In some embodiments the display is embodied 
in a remote device. In some embodiments the remote device 
comprises a Web browser. In some embodiments the compo 
nent comprises a control facility. In some embodiments the 
control facility controls functions of the universal electronic 
transaction facility. In some embodiments the control facility 
comprises a processor. In some embodiments the control 
facility comprises a microprocessor. In some embodiments 
the control facility comprises a computer. In some embodi 
ments the control facility comprises a display controller. In 
Some embodiments the control facility comprises a memory 
component. In some embodiments the memory component 
stores a value associated with a transactional method associ 
ated with the functionality of the universal electronic trans 
action facility. In some embodiments the value comprises a 
unique identifier. In some embodiments the unique identifier 
is used to discriminate one universal electronic transaction 
facility from another. In some embodiments the value com 
prises access control information. In some embodiments the 
access control information is used to prevent unauthorized 
use of the universal electronic transaction facility. In some 
embodiments the access control information comprises an 
encoded signature. In some embodiments the access control 
information comprises a personal identification number. In 
Some embodiments the access control information comprises 
a biometric measure, Such as a fingerprint or iris Scan. These 
and other biometric measures may also be encoded to further 
enhance security. 
0027. In some embodiments the value comprises personal 
information identifying an owner of the universal electronic 
transaction facility. This personal information may comprise 
an individual's name, a business's name, a home address, a 
home telephone number, a home fax number, a home e-mail 
address, an office address, an office phone number, an office 
fax number, an office e-mail address, a URL, a URI, height, 
weight, birth date, a social security number, blood type, and/ 
or marital status. In some embodiments the value comprises 
financial account information, such as a credit card number, a 
date of issue, a date of expiration, a credit limit, a savings 
account number, a checking account number, an investment 
account number, a username associated with a financial 
account. In some embodiments the value comprises medical 
and health information associated with an owner of the uni 
Versal electronic transaction facility. this may comprises an 
indication of an allergy, a medical history, a medical condi 
tion, a health insurance number associated with a health 
insurance plan, a physician name, a hospital name, a phar 
macy name. In some embodiments the value comprises a 
stored cash value. In some embodiments the value comprises 
branding information. In some embodiments the branding 
information comprises a logo. In some embodiments the 
branding information comprises an image of a credit card. 
0028. In some embodiments the memory component com 
prises RAM. In some embodiments the memory component 
comprises ROM. In some embodiments the memory compo 
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nent comprises non-volatile RAM. In some embodiments the 
memory component comprises a data storage facility. In some 
embodiments the data storage facility comprises a file. In 
Some embodiments the data storage facility comprises an 
object-oriented database. In some embodiments the data Stor 
age facility comprises a relational database. In some embodi 
ments the data storage facility comprises an object. In some 
embodiments the data storage facility comprises a facility for 
storing data. In some embodiments the data storage facility 
comprises a facility for storing an application. In some 
embodiments the data storage facility comprises a facility for 
storing a program. In some embodiments the data storage 
facility comprises a facility for storing an item associated 
with the electronic facility. In some embodiments the 
memory component is sufficient to store all data associated 
with the participation of the universal electronic transaction 
facility in the execution of a transactional method. In some 
embodiments the memory component comprises a leak-re 
sistant cryptography facility. In some embodiments the leak 
resistant cryptography facility is a Smart card. In some 
embodiments the memory component comprises a magnetic 
facility. In some embodiments the memory component com 
prises an optical facility. In some embodiments the memory 
component comprises an electronic facility. In some embodi 
ments the memory component stores content. In some 
embodiments the content is uploaded in whole to a Support 
computer. In some embodiments the content is stored in a 
multidimensional database. In some embodiments the con 
tent is associated with a transactional method. In some 
embodiments the memory component is operatively coupled 
to a software conduit. In some embodiments the software 
conduit uploads the content in part to a Support computer. In 
Some embodiments the Software conduit uploads the content 
in part to a local computer. In some embodiments the Software 
conduit uploads the content in part to a main service facility. 
In some embodiments the Software conduit uploads the con 
tent in whole to a main service facility. In some embodiments 
the software conduit uploads the content in whole to a local 
computer. In some embodiments the Software conduit 
uploads the content in whole to a main service facility. In 
Some embodiments the content is uploaded to a backup facil 
ity. In some embodiments the backup facility is a main service 
facility. In some embodiments the contentis a type of data that 
is the same as a type of data stored by a main service facility. 
In some embodiments the control facility comprises input/ 
output port management. In some embodiments the control 
facility comprises a light emitting diode. In some embodi 
ments the light emitting diode indicates on/off status. In some 
embodiments the on/off status is determined by a switch. In 
Some embodiments the control facility comprises a beeper. In 
Some embodiments the control facility comprises a speaker. 
In Some embodiments the control facility comprises a contact 
facility. In some embodiments the contact facility connects to 
an external facility. In some embodiments the contact facility 
is associated with charging a battery. In some embodiments 
the battery is integral to the universal electronic transaction 
facility. In some embodiments the contact facility provides 
power to the universal electronic transaction facility. In some 
embodiments the contact facility provides data communica 
tions capability to the universal electronic transaction facility. 
In some embodiments the contact facility comprises a power 
pin. In some embodiments the contact facility comprises a 
magnetic stripe. In some embodiments the contact facility 
comprises a contact Smart card facility. In some embodiments 
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the contact facility comprises a power facility. In some 
embodiments the contact facility comprises a data facility. In 
Some embodiments the control facility comprises a battery. In 
Some embodiments the control facility comprises a contact 
less facility. In some embodiments the control facility com 
prises a communication facility. In some embodiments the 
communication facility comprises a contact facility. In some 
embodiments the communication facility comprises a con 
tactless facility. In some embodiments the contactless facility 
comprises interacting with an external facility. In some 
embodiments the contactless facility comprises an infrared 
facility. In some embodiments the infrared facility comprises 
an IrDA facility. In some embodiments the contactless facility 
comprises an RF facility. In some embodiments the RF facil 
ity is an RFID facility. In some embodiments the contactless 
facility comprises a contactless Smartcard facility. In some 
embodiments the communication facility comprises a direct 
communication facility. In some embodiments the commu 
nication facility comprises a local communication facility. In 
Some embodiments the communication facility comprises a 
network communication facility. In some embodiments the 
network communication facility comprises a connection to a 
PSTN. In some embodiments the connection to the PSTN 
comprises a modem. In some embodiments the network com 
munication facility comprises a connection to a data network. 
In some embodiments the connection to a data network may 
comprise an Ethernet card, an 802.11 wireless card, a Blue 
tooth facility, a cellular network (utilizing protocols such as 
CDPD, GPRS, GSM, CSD, HSCSD, and SMS). In some 
embodiments the network communication facility comprises 
a connection to a special interface. In some embodiments the 
special interface is a data communications interface that is 
operatively coupled to a main service facility. In some 
embodiments the network communication facility comprises 
a secure data connection (such as a VPN, an IPSec connec 
tion, oran SSH connection). In some embodiments the com 
munication facility comprises a physical component. In some 
embodiments the physical component is a category 5e cable 
or other network component. In some embodiments the com 
munication facility comprises an application-oriented com 
ponent. In some embodiments the application-oriented com 
ponent is a Web server. In some embodiments the application 
oriented component is a Web browser. In some embodiments 
the application-oriented component is associated with the 
universal electronic transaction facility. 
0029. In some embodiments the communication facility 
comprises a facility providing a direct connection to a main 
service facility through an external facility. In some embodi 
ments the facility providing a direct connection to a main 
service facility through an external facility is an application 
implementing the Telnet protocol, the FTP protocol, or the 
SSH protocol. In some embodiments the facility providing a 
direct connection to a main service facility through an exter 
nal facility comprises an application providing a connection 
based tunnel through the external facility to the main service 
facility. In some embodiments the facility providing a direct 
connection to a main service facility through an external 
facility comprises an application providing a session-based 
tunnel through the external facility to the main service facil 
ity. In some embodiments the communication facility com 
prises an application-oriented communication facility. In 
Some embodiments the application-oriented communication 
facility comprises a facility for connecting to a service pro 
vider's Web server. In some embodiments the service pro 
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vider is a retailer. In some embodiments connecting to a 
service provider comprises utilizing HTTP or HTTPS. In 
Some embodiments the communication is associated with the 
embodiment of the universal electronic transaction facility. In 
Some embodiments the control facility comprises a power 
facility (e.g. a battery, a DC power Supply, a Solar cell, a fuel 
cell, a recharger, an inductive charger and/or a cigarette 
lighter adapter). In some embodiments the power facility 
comprises a practicable source of power. In some embodi 
ments the power facility comprises a wireless interaction with 
an external facility. In some embodiments the interaction with 
the external facility comprises electromagnetic induction. 
0030. In some embodiments the universal electronic trans 
action facility is embodied in a form. In some embodiments 
the form is 3.5 inches by 2.5 inches. In some embodiments the 
form is the size of a credit card. In some embodiments the 
form is the size of a stack of credit cards. In some embodi 
ments the form comprises a mobile device. In some embodi 
ments the mobile device comprises a PDA. In some embodi 
ments the mobile device comprises a Smart card. In some 
embodiments the mobile device comprises a cell phone. In 
some embodiments the mobile device comprises a wearable 
computer. In some embodiments the mobile device comprises 
a watch. In some embodiments the mobile device comprises 
a Blackberry. In some embodiments the mobile device com 
prises a Sidekick. In some embodiments the mobile device 
comprises a ring. In some embodiments the mobile device 
comprises a bracelet. In some embodiments the mobile 
device comprises a pendant. In some embodiments the 
mobile device comprises a shoe. In some embodiments the 
mobile device comprises an eyeglasses rim. In some embodi 
ments the mobile device comprises a barrette. In some 
embodiments the mobile device comprises a personal item 
that a user wears. In some embodiments the form comprises a 
cash register. In some embodiments the form comprises a 
point of sale system. In some embodiments the form com 
prises a personal computer. In some embodiments the form 
comprises a portable digital music player. In some embodi 
ments the form comprises a digital camera. In some embodi 
ments the form comprises a set-top box. In some embodi 
ments the form comprises a digital video recorder. In some 
embodiments the form comprises a satellite receiver. In some 
embodiments the form comprises an automobile. In some 
embodiments the form comprises a utility meter. In some 
embodiments the utility meter comprises an electric meter. In 
Some embodiments the utility meter comprises a gas meter. In 
Some embodiments the form is associated with a sale of a 
thing. In some embodiments the form is associated with a 
transfer of funds. 

0031. In some embodiments the component comprises an 
interface to an automobile. In some embodiments the com 
ponent comprises a GPS receiver. In some embodiments the 
component comprises a facility enabling a mobile, location 
sensitive transaction. In some embodiments the component 
comprises a user interface. In some embodiments the com 
ponent comprises a brightness adjustment facility. In some 
embodiments the component comprises an enclosure. In 
Some embodiments the enclosure moderates an environmen 
tallighting condition. In some embodiments the environment 
lighting condition would otherwise hinder the usability of the 
universal electronic transaction facility. In some embodi 
ments the component comprises a visible light sensor capable 
of sensing an environment lighting condition. In some 
embodiments a display is integral to the universal electronic 
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transaction facility and operatively coupled to the visible light 
sensor. In some embodiments the brightness of the display is 
adjusted based upon the luminosity of the environmental 
lighting condition, wherein the adjustment of the brightness 
of the display enhances the readability of the display by a user 
of the universal electronic transaction facility. 
0032. In some embodiments the component comprises 
Software to support methods associated with transactions. In 
Some embodiments the Software comprises an operating sys 
tem. This Software may include a memory display manager, a 
database display manager, an analysis algorithm, an analysis 
procedure, an interface controller, a day planner, an I/O 
driver, a display driver, a scheduler, a command manager, a 
clock, a calendar, a universal electronic transaction facility 
initialization program, an authorization program, a security 
manager, and a signature manager. In some embodiments the 
Software comprises an operational application that emulates a 
physical card. In some embodiments the physical card is a 
credit card. In some embodiments the operational application 
operates on an input value. In some embodiments the input 
value is a gratuity. In some embodiments the input value is a 
cash back quantity. In some embodiments the input value is a 
monetary quantity associated with a transaction. In some 
embodiments the physical card is a bank card. In some 
embodiments an operational application operates on an input 
value. In some embodiments the input value is a gratuity. In 
Some embodiments the input value is a cash back quantity. In 
Some embodiments the input value is a monetary quantity 
associated with a transaction. 

0033. In some embodiments the physical card is a medical 
card. In some embodiments the operational application is 
associated with information associated with the medical 
aspect of a person. In some embodiments the person is asso 
ciated with the universal electronic transaction facility. In 
Some embodiments the information associated with the medi 
cal aspect of the person is a medical history. In some embodi 
ments the information associated with the medical aspect of 
the person is insurance information. In some embodiments 
the information associated with the medical aspect of the 
person is photo identification. In some embodiments the 
physical card is a driver's license. In some embodiments the 
physical card is a phone card. In some embodiments the 
physical card is an airline travel card. In some embodiments 
the operational application interfaces with an airline reserva 
tion facility. In some embodiments the operational applica 
tion interfaces with a facility associated with airline travel. In 
Some embodiments the physical card is a car rental card. In 
Some embodiments the physical card is a universal integrated 
card. In some embodiments the universal integrated card 
comprises: the integration of a plurality of operational appli 
cations; an identity of a user associated with the universal 
electronic transaction facility; and an account associated with 
both the identity of the user and a transaction. In some 
embodiments the transaction is associated with at least one of 
the plurality of operational applications. In some embodi 
ments the component comprises a Smartcard facility. In some 
embodiments the component comprises a microphone with 
speech recognition. In some embodiments the component 
comprises a Bluetooth facility. In some embodiments the 
component comprises a virtual private network. In some 
embodiments the component comprises a holographic 
memory facility. In some embodiments the component com 
prises a removable RAM facility. In some embodiments the 
component comprises a removable ROM facility. In some 
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embodiments the component comprises a registration facility 
capable of registering with a central Security facility. In some 
embodiments the component comprises an activation facility 
capable of interacting with the service facility. In some 
embodiments the universal electronic transaction facility 
may be a Linux, Macintosh or a Windows computer. In some 
embodiments the universal electronic transaction facility 
Supports an additional features associated with one of a trans 
actional method and a general activity. In some embodiments 
said additional feature comprises the entry of a code. In some 
embodiments the code is an alphanumeric code. In some 
embodiments the code is a personal identifier. In some 
embodiments the code is a password. In some embodiments 
the code is a personal identification number. In some embodi 
ments the code is a signature. In some embodiments said 
additional feature comprises the display of a universal elec 
tronic transaction facility option. In some embodiments the 
option is an account Summary. In some embodiments said 
additional feature comprises the display of a status associated 
with a transaction. In some embodiments said status is indica 
tive of a completed transaction. In some embodiments said 
additional feature comprises the display of a numeric keypad. 
In some embodiments said numeric keypad responsive to a 
user's touch input. In some embodiments said additional fea 
ture comprises a notepad. In some embodiments said addi 
tional feature comprises a to-do list. In some embodiments 
said additional feature comprises a contact. In some embodi 
ments said additional feature comprises an email program. In 
some embodiments said additional feature comprises a task. 
In some embodiments said additional feature comprises a 
message. In some embodiments said additional feature com 
prises an instant message. In some embodiments said addi 
tional feature comprises an alarm. In some embodiments said 
additional feature comprises a reminder. In some embodi 
ments said additional feature is associated with a general 
computing capability. In some embodiments said additional 
feature is associated with a transactional method. In some 
embodiments said additional feature is associated with a gen 
eral user activity. 
0034. In some embodiments the universal electronic trans 
action facility interacts with a main service facility. In some 
embodiments the main service facility is an HTTP server. In 
Some embodiments the main service facility is a personal 
computer. In some embodiments the main service facility is a 
workstation. In some embodiments the main service facility 
is a laptop computer. In some embodiments the main service 
facility provides functions as a service in a service oriented 
architecture. In some embodiments the service is listed in a 
registry of such services. In some embodiments the registry is 
accessed by a client of the main service facility. In some 
embodiments the client is a universal electronic transaction 
facility. In some embodiments the main service facility is a 
distributed computer. In some embodiments the main service 
facility is a cluster computer. In some embodiments the main 
service facility is a network of workstations. In some embodi 
ments the main service facility is a server. In some embodi 
ments the main service facility is a Supercomputer. In some 
embodiments the main service facility is a mainframe com 
puter. In some embodiments the main service facility is a 
server farm. In some embodiments the main service facility is 
a set of servers deployed at different geographic locations. In 
Some embodiments the interaction occurs via an external 
connector. In some embodiments the external connector is 
employed in association with the universal electronic trans 
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action facility and the main service facility during the execu 
tion of a transactional method. In some embodiments the 
external connector comprises a telecommunications facility. 
In some embodiments the external connector comprises an 
Internet facility. In some embodiments the external connector 
comprises an information processing facility. In some 
embodiments the external connector comprises a user input 
key. In some embodiments the external connector comprises 
a liquid crystal display. In some embodiments the external 
connector comprises a personal computer interface facility. In 
Some embodiments the external connector enables a transac 
tional method between the universal electronic transaction 
facility and the main service facility. In some embodiments 
the external connector comprises an RF facility. In some 
embodiments the external connector comprises an IR facility. 
In some embodiments the external connector facilitates com 
munication between the universal electronic transaction 
facility and the main service facility. In some embodiments 
the external connector is associated with a merchant. In some 
embodiments the external connector is associated with a 
transaction participant. 
0035. In some embodiments the universal electronic trans 
action facility requires the completion of an initialization 
procedure prior to use. In some embodiments the initializa 
tion procedure associates a user with the universal electronic 
transaction facility. In some embodiments one step in the 
initialization process requires a user to enter a signature. In 
Some embodiments the signature becomes a permanent 
record. In some embodiments the signature is used for veri 
fication. In some embodiments the signature is used for iden 
tification. In some embodiments the signature is used for 
security purposes. In some embodiments the signature is 
stored in nonvolatile RAM. In some embodiments the signa 
ture is automatically displayed on a display associated with 
the universal electronic transaction facility during the exer 
cise of a transactional method. In some embodiments the 
universal electronic transaction facility is ready for normal 
use only after the user has entered the signature. In some 
embodiments one step in the initialization process requires a 
user to select a code. In some embodiments the code is up to 
10 digits. In some embodiments the code is a personal iden 
tification number. In some embodiments later recalling and 
providing the code is a prerequisite to accessing information 
stored in the universal electronic transaction facility. In some 
embodiments the user's later failing to recall and provide the 
code results in the partial disablement of the universal elec 
tronic transaction facility. In some embodiments the user's 
later failing to recall and provide the code results in the total 
disablement of the universal electronic transaction facility. In 
Some embodiments the universal electronic transaction facil 
ity is ready for normal use only after the user has selected a 
code. 

0036. In some embodiments the universal electronic trans 
action facility displays a command box on a display integral 
to the universal electronic transaction facility. In some 
embodiments the command box appears at the top of the 
display. In some embodiments the command box is associ 
ated with a command In some embodiments the command is 
“type'. In some embodiments the command is “print. In 
Some embodiments the command is "erase'. In some embodi 
ments the command is “security'. In some embodiments the 
command is “shift'. In some embodiments the command is 
Supported by the universal electronic transaction facility. In 
Some embodiments the remaining part of the display is avail 
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able for the display of information associated with a transac 
tional method. In some embodiments the universal electronic 
transaction facility comprises a specific area that is assigned 
for an original signature. In some embodiments the original 
signature is entered by a user into the universal electronic 
transaction facility during an initialization procedure. In 
Some embodiments the signature is permanently stored in the 
universal electronic transaction facility. In some embodi 
ments the signature is used for identification purposes. In 
Some embodiments the specific area is Subsequently utilized 
by a user to write a signature. In some embodiments the user 
writes the signature during the exercise of a transactional 
method. 

0037. In some embodiments the universal electronic trans 
action facility provides for the digitization of a physical (or 
biometric) trait associated with a user, Such as captured in a 
photograph, a fingerprint, a voice print, and/or an iris Scan. In 
Some embodiments the physical trait is likely to be unique to 
the user and not associated with another user. In some 
embodiments the digitization of the physical trait provides for 
identification of the user. In some embodiments the digitiza 
tion of the physical trait provides for authorization of the user. 
In some embodiments the universal electronic transaction 
facility displays a simulation of a physical card. In some 
embodiments the simulation is a simulacrum. In some 
embodiments the physical card is a credit card. In some 
embodiments a signature collected during an initialization 
procedure associated with the universal electronic transaction 
facility is displayed during an exercise of a transactional 
method. In some embodiments the signature is inspected by a 
merchant. In some embodiments the signature is inspected by 
a participant in the transactional method. In some embodi 
ments the simulacrum comprises basic card information. In 
Some embodiments the basic card information may comprise 
a name, a card number, a date of issue, and/or an expiration 
date. In some embodiments the basic card information is 
stored within the universal electronic transaction facility. In 
Some embodiments the basic card information is presented in 
the form of a bar code. In some embodiments the bar code is 
read by a bar code reader. 
0038 Embodiments of a user interface may include many 
features and attributes. A user interface may include a touch 
screen. In some embodiments the user interface comprises a 
touch memory button. In some embodiments the user inter 
face comprises a touch memory reader. In some embodiments 
the user interface comprises a mouse. In some embodiments 
the user interface comprises a trackball. In some embodi 
ments the trackball is integral to the universal electronic 
transaction facility. In some embodiments the user interface 
comprises a microphone. In some embodiments the micro 
phone enabled speech recognition. In some embodiments the 
user interface comprises an RFID scanner. In some embodi 
ments the user interface comprises a Bluetooth interface to an 
external user interface. In some embodiments the user inter 
face comprises a network interface. In some embodiments the 
user interface comprises a remote Web browser operatively 
coupled to the universal electronic transaction facility via a 
network. In some embodiments the user interface comprises 
a keyboard. In some embodiments the user interface com 
prises a click wheel. In some embodiments the user interface 
comprises a track wheel. In some embodiments the user inter 
face comprises a pointer. In some embodiments the user inter 
face comprises a slider. In some embodiments the user inter 
face comprises a button. In some embodiments the user 
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interface comprises a Voice-activated interface. In some 
embodiments the user interface comprises a stylus. In some 
embodiments the user interface comprises a Smart pen. In 
Some embodiments the user interface comprises a remote 
control. In some embodiments the user interface comprises a 
network interface. In some embodiments the user interface 
comprises a software interface. In some embodiments the 
user interface comprises a Web page. In some embodiments 
the user interface comprises a browser. In some embodiments 
the user interface comprises a camera. In some embodiments 
the camera is a video camera. In some embodiments the 
camera is a Web camera. 

0039. A UET or universal electronic transaction facility 
may be capable of performing many functions and may have 
many attributes. In some embodiments the universal elec 
tronic transaction facility is capable of storing a user's signa 
ture as an essential part of an initialization process of the 
universal electronic transaction facility. In some embodi 
ments the universal electronic transaction facility is capable 
of storing a security code as a part of an initialization process 
of the universal electronic transaction facility. In some 
embodiments the universal electronic transaction facility is 
capable of being initialized, and in Some embodiments the 
initialization of the universal electronic transaction facility 
comprises entering a code, personal identifier, password, per 
Sonal identification number, signature, or similar identifier. In 
some embodiments the initialization of the universal elec 
tronic transaction facility further comprises creating a client 
profile. In some embodiments the initialization of the univer 
sal electronic transaction facility further comprises selecting 
a transaction service provider. In some embodiments the ini 
tialization of the universal electronic transaction facility fur 
ther comprises registering with a central security agency. 
0040 Methods and systems disclosed herein include 
methods and systems for making a payment, including issu 
ing a representation of a check to an electronic transaction 
facility; storing the representation in memory associated with 
the electronic transaction facility; and causing the represen 
tation to be transmitted in connection with a transaction. The 
methods and systems may also include the step of assessing 
information that is associated with the representation and 
processing at least some of the information through a finan 
cial institution. In some embodiments the financial institution 
is an ACH processing facility. The methods and systems may 
also include the step of transmitting at least one of a cancelled 
check and a transaction receipt back to the electronic trans 
action facility in response to a competed transaction. In some 
embodiments the electronic transaction facility comprises at 
least one of a cellphone, PDA, combination PDA cellphone, 
satellite phone, mobile phone, mobile communication facil 
ity, laptop computer, handheld computer, desktop computer, 
and a computer. 
0041 Methods and systems disclosed herein include 
methods and systems for making a payment, including issu 
ing a representation of a money order to an electronic trans 
action facility; storing the representation in memory associ 
ated with the electronic transaction facility; and causing the 
representation to be transmitted in connection with a transac 
tion. The methods and systems may also include the step of 
transmitting a transaction receipt back to the electronic trans 
action facility in response to a competed transaction. The 
methods and systems may also include the step of storing the 
transaction receipt in the memory. 
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0042 Methods and systems disclosed herein include 
methods and systems for transacting, including issuing per 
Sonal health care information to a universal electronic trans 
action facility in a form that represents an actual record. In 
Some embodiments the personal health care information is a 
patient's electronic medical record. In some embodiments the 
electronic medical record is stored on a user device. In some 
embodiments the electronic medical recordincludes informa 
tion relating to at least one of a patient's address, phone 
number, email address, emergency contact information, pri 
mary care physician, age, height, weight, blood type, medical 
conditions (e.g., disease, blood pressure, cholesterol levels), 
currently prescribed medications, allergies, previous Surger 
ies, previous health care providers, current health insurance 
provider and policy number. In some embodiments a user 
initiates a transaction relating to the personal health care 
information with a health care provider. In some embodi 
ments a user transmits his electronic medical record to the 
electronic network of a health care provider. In some embodi 
ments a user transmits his electronic medical record to the 
electronic network of a health insurer. In some embodiments 
a health care provider transmits new information to the user's 
electronic medical record. In some embodiments the personal 
health care information relates to health insurance carrier 
information. In some embodiments the health insurance car 
rier information includes information relating to at least one 
of a health maintenance organization, preferred provider 
organization, policy number, primary care physician auto 
mated referral authorization and service approval. In some 
embodiments the personal health care information relates to a 
prescription. In some embodiments the prescription includes 
at least one of a link with pharmacy; doctor, link with a 
patient, link with hospital, link with a doctor's office, pay for 
prescription on phone itself and just pickup at the pharmacist, 
link to health insurance, and a link to a reimbursor. In some 
embodiments the record comprises an electronic medical 
record. In some embodiments the medical record includes 
information related to at least one of a complete medical 
record containing treatment history, current medications, 
physicians, disease, and morbidities. In some embodiments 
the record comprises an informed consent. In some embodi 
ments the informed consent includes information related to at 
least one of treatment, health care proxy, and participation in 
clinical trials. In some embodiments the record comprises 
organ donor information. In some embodiments the organ 
donor information relates to at least one of what is to be 
donated, an appropriate signed consent, and witness form. In 
Some embodiments the record comprises medical emergency 
contact information. In some embodiments the medical emer 
gency contact information includes at least one of an address, 
phone, location of medical records, allergies to medications, 
list of current medications person is taking, blood type, dis 
ease, and morbidities present in person. 
0043 Methods and systems disclosed herein include 
methods and systems for transacting, including issuing a 
secure Voting ballot to a universal electronic transaction facil 
ity. In some embodiments the ballot comprises a representa 
tion of an actual ballot. The methods and systems may also 
include the step of using the universal transaction facility to 
make a vote. The methods and systems may also include the 
step of issuing a receipt in response to the vote. In some 
embodiments a user uses the universal electronic transaction 
facility to make a voting transaction in connection with a vote. 
In some embodiments the vote is for a public election. In 
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some embodiments the vote is for public elected officials. In 
Some embodiments the elected officials comprise local, 
municipal, county, state, and federal government. In some 
embodiments the vote is for referendum items. In some 
embodiments the vote is for a corporate election. In some 
embodiments voting comprises directors, shareholders, proX 
ies, and tender offers. In some embodiments the vote is for a 
product. In some embodiments a user votes as part of a Survey. 
In some embodiments a corporation conducts a product Sur 
vey. In some embodiments a product Survey is conducted 
while at home. In some embodiments the product survey is 
conducted while in a store. In some embodiments the product 
Survey is conducted while viewing an advertisement. In some 
embodiments the vote is for entertainment. In some embodi 
ments the entertainment vote is part of a show. In some 
embodiments the Vote is by the attending audience. In some 
embodiments the vote is by television viewers. In some 
embodiments a vote is for a favorite show. In some embodi 
ments the show is on television. In some embodiments the 
show is in the movies. In some embodiments a vote is for an 
alternate ending to a show. In some embodiments the vote is 
for a bill or legislation. In some embodiments the vote is by 
elected officials. In some embodiments the elected officials 
vote in a senate. In some embodiments the elected officials 
Vote in a house of representatives. In some embodiments there 
is an acknowledgement to the vote. In some embodiments the 
user client facility receives a receipt. In some embodiments 
the receipt is a facsimile of the ballot. In some embodiments 
the ballot is marked to indicate a recorded vote. In some 
embodiments the vote is recorded late. In some embodiments 
the vote receipt to the user indicates the vote was received 
late. In some embodiments the user is informed when the next 
election is. In some embodiments the users identification is 
marked as voted. In some embodiments the user is notable to 
Vote in the same election more than once. In some embodi 
ments at least one ballot is stored on the client facility. In some 
embodiments a ballot comprises local, municipal, county, 
state, federal, corporate, entertainment, product, or bill elec 
tions. In some embodiments the user selects a ballot to vote. 
In some embodiments a voter is reminded to vote. The meth 
ods and systems may also include a user being issued an 
actual ballot facsimile. In some embodiments the organiza 
tion taking the Vote sends the ballot facsimile. In some 
embodiments the user request a ballot facsimile from a vote 
organization. The methods and systems may also include the 
user client facility stores at least one ballot facsimile. In some 
embodiments the ballot has attributes. In some embodiments 
the attributes comprise name, address, personal identifica 
tion, vote date, vote start time, vote end time, or other attribute 
for Voting. The methods and systems may also include the 
user transacts a vote. In some embodiments the user selects a 
ballot. In some embodiments the user marks a ballot with the 
users vote. The methods and systems may also include the 
polling location issues a receipt of Voting. In some embodi 
ments the receipt is a facsimile of the ballot marked with a 
Voting acknowledgement. In some embodiments the receipt 
is a facsimile of an acknowledgement of voting. The methods 
and systems may also include the user archiving the receipt of 
the Voting. In some embodiments the archive is by user 
defined category. In some embodiments at least one receipt is 
archived. The methods and systems may also include secure 
transaction capability, using a client facility and Supported by 
a secure distributed web-based platform. In some embodi 
ments secure transaction through any client facility. The 
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methods and systems may also include the ability to issue, 
securely and electronically, entire token. In some embodi 
ments the token has all necessary images, branding, and/or 
data for conducting transactions. In some embodiments the 
token is transmitted directly to a user. In some embodiments 
transmitted through a wired and/or wireless medium. In some 
embodiments transmitted to a personal client facility includ 
ing PCs, mobile phones, etc., and/or a public device for tem 
porary personal use. The methods and systems may also 
include the ability to reproduce, securely and electronically, 
multiple existing card, account, and vendor information. In 
Some embodiments the reproduction contains branding and 
images, with necessary data for conducting transactions. In 
some embodiments reproduction is on client facility. The 
methods and systems may also include the ability to conduct 
secure transactions, such as using Infrared, RF, and Bar 
Codes, or using various forms of over-the-air transactions. 
The methods and systems may also include the ability to issue 
to client facility securely and electronically, a receipt or 
acknowledgement related to transactions conducted. In some 
embodiments transactions may be performed locally. In some 
embodiments transactions are performed using over-the-air 
transactions. The methods and systems may also include the 
ability to securely and electronically interact with multiple 
domains, through any wired and/or wireless medium. In some 
embodiments transactions are used to procure personalized 
tokens. In some embodiments a UET is used to initiate and 
complete transactions. In some embodiments to a user 
receives receipt or acknowledgement of transaction. 
0044) The methods and systems may also include the abil 

ity to secure all proximity and over-the-air transactions, 
including issuance of tokens and receipts, using three-dimen 
sional authentication. In some embodiments the three dimen 
sional verifying is the identification of the user, device and 
domain for every transaction. In some embodiments this 
includes using cryptography tools. In some embodiments a 
user may customize the public/private key infrastructure on a 
per user, per device and per domain basis. The methods and 
systems may also include the ability to securely encrypt 
tokens and receipts, where tokens and receipts are issued. In 
Some embodiments when tokens and receipts are stored on 
the client facility. 
0045. The methods and systems may also include the abil 

ity to configure the user-interface and personalized/non-per 
Sonalized applications on the client facility, optionally based 
on the user's preferences and in Some embodiments through 
the Support of an Expert System. In some embodiments an 
expert System operates over a period of time based on the 
user's behavior, usage patterns, transaction history and quali 
fied external inputs. 
0046 Methods and systems disclosed herein include 
methods and systems for enabling a security transaction, 
including issuing personal information to a universal elec 
tronic transaction facility, wherein the personal information is 
adapted to be used in connection with a transaction; wherein 
the transaction may involve the communication of a facsimile 
of an actual object. In some embodiments the personal infor 
mation includes information about the user. In some embodi 
ments the personal information is at least one of a phone 
number, address, email address, social security number, driv 
ers license, credit card accounts, debit card accounts, business 
card information, address book, and email address book. In 
Some embodiments the personal information is communi 
cated through a security facility. In some embodiments the 
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personal information is encrypted. In some embodiments the 
personal information is stored encrypted. In some embodi 
ments the personal information is transmitted encrypted. In 
Some embodiments the personal information includes infor 
mation about user acquaintances. In some embodiments the 
personal information is at least one of a phone number, 
address, email address, and business card information. In 
Some embodiments the acquaintance's personal information 
is communicated with security methods. In some embodi 
ments the personal information is encrypted. In some 
embodiments the personal information is stored in an 
encrypted form. In some embodiments the personal informa 
tion is transmitted in an encrypted form. In some embodi 
ments the personal information manager tracks user activity. 
In some embodiments the personal information manager 
tracks monetary transactions. In some embodiments the per 
Sonal information manager tracks acquaintance communica 
tions. In some embodiments the personal information man 
ager recognizes groups of acquaintances as being associated. 
In Some embodiments the personal information manager pro 
vides additional contacts. In some embodiments the addi 
tional contacts are determined by the user contact of an 
acquaintance group. In some embodiments the contacts are 
by email. In some embodiments the contacts are by phone. In 
Some embodiments the personal information manager inter 
acts with a user's location. In some embodiments the user's 
location is determined by GPS. In some embodiments the 
user's location is by cell tower triangulation. In some embodi 
ments the personal information manager determines a user's 
proximity to acquaintances. In some embodiments the proX 
imity is determined at least in part by comparing the user's 
location to people in close proximity that match the informa 
tion in the user's address book. In some embodiments the 
object comprises at least one of a driver license, social Secu 
rity card, credit card, debit card, personal ID, and other per 
Sonal document. The methods and systems may also include 
the step of storing one or more replicas of personal informa 
tion in memory associated with the universal electronic trans 
action facility. In some embodiments the replicas include 
associated attributes. In some embodiments an attribute com 
prises at least one of a name, address, valid dates, height, 
weight, and ID number. The methods and systems may also 
include the transmission of personal information at a point of 
a transaction. In some embodiments the point of transaction is 
remote from recipient. In some embodiments the point of 
transaction is local to the recipient. The methods and systems 
may also include the user receiving a reply from a transaction. 
In some embodiments the reply comprises an email, a mes 
sage, a business card, an address card, or a phone number. The 
methods and systems may also include the step of the user 
archiving the replica of a reply. In some embodiments the 
reply is by type of document. In some embodiments a type of 
document comprises at least one of an email, a message, an 
address, a phone number, and a business card. In some 
embodiments the archive is initiated by an acquaintance. The 
methods and systems may also include providing a secure 
transaction capability, wherein the secure transaction capa 
bility includes using a client facility Supported by a secure 
distributed web-based platform. The methods and systems 
may also include the step of the ability to issue, securely and 
electronically, an entire token. In some embodiments the 
token includes images, branding, and/or data for conducting 
transactions. In some embodiments the token is transmitted 
directly to a user. In some embodiments the transmission 
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includes transmission through a wired and/or wireless 
medium. In some embodiments the token is transmitted to a 
personal client facility including at least one of a PC, mobile 
phone, and a public device for temporary personal use. The 
methods and systems may also include the step of providing 
the ability to reproduce, securely and electronically, multiple 
existing card, account, and Vendor information. In some 
embodiments the reproduction contains branding and 
images. In some embodiments the step of reproduction is 
accomplished on client facility. The methods and systems 
may also include the step of providing the ability to conduct 
secure transactions. In some embodiments the secure trans 
actions include the use of at least one of Infrared, RF, and 
Bar-Codes. In some embodiments the secure transactions 
include the use of at least one of using wireless transactions. 
The methods and systems may also include the step of pro 
viding the ability to issue a receipt or acknowledgement 
related to transactions conducted to a client facility securely. 
0047 Methods and systems disclosed herein include 
methods and systems for enabling a security transaction, 
including issuing a secure loyalty card to a universal elec 
tronic transaction facility. In some embodiments the loyalty 
card relates to at least one of an airline frequent flyer miles, 
rail frequent miles, hotel frequent stay rewards, store rewards, 
store coupons, service business promotions, and store promo 
tions. In some embodiments the loyalty card is adapted to be 
redeemed at a merchant. In some embodiments loyalty card is 
adapted to be redeemed for money. In some embodiments 
loyalty card is adapted to be redeemed for products. In some 
embodiments loyalty card is adapted to be redeemed for 
services. In some embodiments a user initiates a loyalty infor 
mation transaction through the universal electronic transac 
tion facility. In some embodiments the transaction is targeted 
to a merchant. In some embodiments transaction is targeted to 
a common set of merchants. In some embodiments transac 
tion is targeted to all available merchants. In some embodi 
ments a merchant initiates a loyalty information transaction 
through the universal electronic transaction facility. In some 
embodiments the merchant transmits loyalty information to a 
predetermined list of users. In some embodiments a merchant 
transmits loyalty information to a common set of users. In 
Some embodiments a merchant transmits loyalty information 
to all associated users. The methods and systems may also 
include the step of storing a loyalty card replica with associ 
ated attributes. The methods and systems may also include the 
step of transmitting a redemption communication from the 
universal electronic transaction facility. In some embodi 
ments the redemption takes place remotely. In some embodi 
ments the redemption takes place at the business location. In 
Some embodiments the redemption takes place in real time. 
The methods and systems may also include the step of pro 
viding a transaction receipt by a merchant of the transaction. 
In some embodiments the receipt takes place remotely. In 
Some embodiments the receipt takes place at the business 
location. In some embodiments the receipt is in real time. The 
methods and systems may also include the step of storing the 
receipt in memory associated with the universal electronic 
transaction facility. In some embodiments more than one 
receipt is stored. The methods and systems may also include 
providing secure transaction capability, using a client facility 
supported by a secure distributed web-based platform. In 
Some embodiments secure transaction through any client 
facility. The methods and systems may also include the step of 
issuing an entire token, securely and electronically. In some 
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embodiments the token has all necessary images, branding, 
and/or data for conducting transactions. In some embodi 
ments the token is transmitted directly to a user. In some 
embodiments transmitted through a wired and/or wireless 
medium. In some embodiments transmitted to a personal 
client facility including PCs, mobile phones, etc., and/or a 
public device for temporary personal use. The methods and 
systems may also include the step of providing a reproduction 
facility adapted to reproduce, securely and electronically, 
multiple existing card, account, and Vendor information. In 
Some embodiments the reproduction contains branding and 
images, with necessary data for conducting transactions. In 
some embodiments reproduction is on client facility. The 
methods and systems may also include the step of enabling 
the universal electronic transaction facility with the ability to 
conduct secure transactions, such as through Infrared, RF, 
and Bar-Codes or various forms of wireless transactions. The 
methods and systems may also include the step of providing 
a receipt. The methods and systems may also include the step 
of adapting the transaction facility to securely and electroni 
cally interact with multiple domains, through any wired and/ 
or wireless medium. In some embodiments methods and sys 
tems are used to procure personalized tokens. In some 
embodiments methods and systems are used to initiate and 
complete transactions. In some embodiments methods and 
systems are used to receive receipt or acknowledgement of 
transaction. The methods and systems may also include the 
step of adapting the transaction facility to secure all proximity 
and wireless transactions, including issuance of tokens and 
receipts, using three-dimensional authentication. In some 
embodiments the three dimensional verifying is the identifi 
cation of the user, device and domain for every transaction. In 
Some embodiments using cryptography tools. In some 
embodiments methods and systems are used to customize the 
public/private key infrastructure on a per user, per device and 
per domain basis. The methods and systems may also include 
the step of adapting the transaction facility with the ability to 
securely encrypt tokens and receipts. In some embodiments 
when tokens and receipts are issued. In some embodiments 
tokens and receipts are stored on the client facility. The meth 
ods and systems may also include the step of adapting the 
transaction facility ability to configure the user-interface and 
personalized/non-personalized applications on the client 
facility. In some embodiments a device is configured based on 
the user's preferences. In some embodiments a device is 
configured through the Support of an expert system (e.g. over 
a period of time a device is automatically configured based on 
the user's behavior, usage patterns, transaction history and 
qualified external inputs). The methods and systems may also 
include the adapting the transaction facility with the ability to 
provision multiple tokens, multiple services and multiple per 
Sonalized/non-personalized applications, with a high level of 
throughput, efficiency, and fault tolerance. In some embodi 
ments based on the User's preferences and through the Sup 
port of an expert system. In some embodiments based on the 
user's behavior, usage patterns, transaction history and quali 
fied external inputs. 
0048 Methods and systems disclosed herein include 
methods and systems for enabling a transaction, including 
issuing an infotainment file to a universal electronic transac 
tion facility and making a transaction associated with the 
infotainment. In some embodiments infotainment is from a 
group comprising movies, movie clips, radio programming, 
electronic books, video, games, video games, music, and 
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music clips. In some embodiments the infotainment is played 
on the user client facility. In some embodiments the infotain 
ment has a license. The methods and systems may also 
include the storage of infotainment replicas. In some embodi 
ments at least one version of infotainment replica is stored. In 
Some embodiments at least one type of infotainment replica is 
stored. The methods and systems may also include the trans 
mission of a purchase request is made. In some embodiments 
the purchase is made remotely. In some embodiments the 
purchase is made at a sales location. In some embodiments 
funds are transferred from the user during a purchase request. 
In some embodiments the fund transaction is in real time. The 
methods and systems may also include the transmission of a 
receipt from a merchant. In some embodiments the receipt is 
transmitted remotely. In some embodiments the receipt is 
transmitted at the sales location. In some embodiments the 
receipt is transmitted in real time. The methods and systems 
may also include the archive of the receipt replica by the user. 
In some embodiments the user client may store at least one 
replica. In some embodiments the user client may store rep 
licas for at least one merchant. The methods and systems may 
also include providing secure transaction capability, using a 
client facility and supported by a secure distributed web 
based platform. In some embodiments secure transaction 
through any client facility. The methods and systems may also 
include adapting the transaction facility with the ability to 
issue, securely and electronically, an entire token. In some 
embodiments the token has all necessary images, branding, 
and/or data for conducting transactions. In some embodi 
ments the token is transmitted directly to a user. In some 
embodiments the token is transmitted through a wired and/or 
wireless medium. In some embodiments the token is trans 
mitted to a personal client facility including PCs, mobile 
phones, etc., and/or a public device for temporary personal 
SC. 

0049. The methods and systems may also include adapting 
the transaction facility with the ability to reproduce, securely 
and electronically, multiple existing card, account, and ven 
dor information. In some embodiments the reproduction con 
tains branding and images, with necessary data for conduct 
ing transactions. In some embodiments reproduction is on a 
client facility. The methods and systems may also include 
adapting the transaction facility with the ability to conduct 
secure transactions, such as using Infrared, RF, and bar codes, 
using over-the-air transactions or the like. The methods and 
systems may also include adapting the transaction facility 
with the ability to issue to client facility securely and elec 
tronically, a receipt or acknowledgement related to transac 
tions conducted. In some embodiments a receipt or acknowl 
edgement is issued at a location of the user, Such as a merchant 
location, optionally using over-the-air transactions. The 
methods and systems may also include adapting the transac 
tion facility with the ability to securely and electronically 
interact with multiple domains, through any wired and/or 
wireless medium, Such as to procure personalized tokens, to 
initiate and complete transactions or to receive receipt or 
acknowledgement of transaction. The methods and systems 
may also include adapting the transaction facility with the 
ability to secure all proximity and over-the-air transactions, 
including issuance of tokens and receipts, using three-dimen 
sional authentication. In some embodiments the three-dimen 
sional verifying is the identification of the user, device and 
domain for every transaction, optionally using known cryp 
tography tools, such as DES encryption, PGP encryption, 
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public key-private key techniques, or other cryptography 
tools. In some embodiments a host may customize the public/ 
private key infrastructure on a per user, per device and per 
domain basis. The methods and systems may also include 
adapting the transaction facility with the ability to securely 
encrypt tokens and receipts when tokens and receipts are 
issued. In some embodiments when tokens and receipts are 
stored on the client facility. The methods and systems may 
also include adapting the transaction facility with the ability 
to configure the user-interface and personalized/non-person 
alized applications on the client facility. Such as based on 
preferences, such as through an expert System. Personaliza 
tion or configuration may take place over a period of time 
based on the user's behavior, usage patterns, transaction his 
tory and qualified external inputs. The methods and systems 
may also include adapting the transaction facility with the 
ability to provision multiple tokens, multiple services and 
multiple personalized/non-personalized applications, with a 
high level of throughput, efficiency, and fault tolerance, 
optionally based on the User's preferences and through the 
Support of an expert System. In some embodiments based on 
the user's behavior, usage patterns, transaction history and 
qualified external inputs. These and other systems, methods, 
objects, features, and advantages of the present invention will 
be apparent to those skilled in the art from the following 
detailed description of the preferred embodiment and the 
drawings. All documents mentioned herein are hereby incor 
porated in their entirety by reference. 
0050. Provided herein may be methods and systems for 
providing universal electronic transactions. In an aspect of the 
invention, a method may involve providing a universal elec 
tronic transaction facility. In variations of this method, the 
universal electronic transaction facility may be capable of 
providing a separate security protocol based on at least a 
domain, a device and a user of the universal electronic trans 
action facility. In variations of this method, the method may 
further comprise providing a secure, distributed web-based 
platform that is associated with the universal electronic trans 
action facility. In versions of this variation, the method may 
further comprise providing a secure transaction capability to 
a user via the universal electronic transaction facility and in 
association with the web-based platform. 
0051. In variations of this method, the method may further 
comprise providing a secure transaction capability to a user 
via the universal electronic transaction facility. In versions of 
this variation, the transaction capability is associated with a 
payment application. In versions of this variation, the trans 
action capability is associated with a non-payment applica 
tion. In versions of this variation, the secure transaction capa 
bility may comprise an ability to issue an acknowledgement 
of a transaction to the universal electronic transaction facility. 
The acknowledgement may be a receipt. 
0052. In variations of this method, the universal electronic 
transaction facility may be a client device. In variations of this 
method, the universal electronic transaction facility may 
operate in accordance with a wallet metaphor. In variations of 
this method, the universal electronic transaction facility may 
not operate in accordance with a wallet metaphor. 
0053. In variations of this method, the universal electronic 
transaction facility may be a personal device. In variations of 
this method, the universal electronic transaction facility may 
be a public device. In variations of this method, the universal 
electronic transaction facility may be capable of interacting 
with multiple domains. 
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0054. In variations of this method, the method may further 
comprise transmitting data to the universal transaction facil 
ity. In versions of this variation, the data may be at least one of 
an acknowledgement, a receipt, a token. In versions of this 
variation, the universal electronic transaction facility is 
capable of encrypting the data at the universal electronic 
transaction facility. The universal electronic transaction facil 
ity may further be capable of storing the encrypted data at the 
universal electronic transaction facility. The data may be one 
or more instances of one or more of the following things: a 
bill, an acknowledgement, a receipt, a statement, a loyalty 
statement, a coupon, a promotion, a transaction Summary, a 
violation record, a ticket, a driver's license, a check book, a 
check, a token. 
0055. In an aspect of the invention, a system may comprise 
a universal electronic transaction facility. In variations of this 
system, the universal electronic transaction facility may 
include a generator of a separate security protocol based on at 
least a domain, a device and a user of the universal electronic 
transaction facility. In variations of this system, the system 
may further comprise a secure, distributed web-based plat 
form that is associated with the universal electronic transac 
tion facility. In versions of this variation, the system may 
further comprise a secure transaction capability associated 
with the universal electronic transaction facility and the web 
based platform 
0056. In variations of this system, the system may further 
comprise a secure transaction capability in association with 
the universal electronic transaction facility. Inversions of this 
variation, the transaction capability is associated with a pay 
ment application. In versions of this variation, the transaction 
capability is associated with a non-payment application. In 
versions of this variation, the secure transaction capability 
may comprise a transaction acknowledgement facility in 
communication with the universal electronic transaction 
facility. The acknowledgement facility may include a receipt. 
0057. In variations of this system, the universal electronic 
transaction facility may be a client device. In variations of this 
system, the universal electronic transaction facility may be 
operable in accordance with a wallet metaphor. In variations 
of this method, the universal electronic transaction facility 
may not be operable in accordance with a wallet metaphor. 
0058. In variations of this system, the universal electronic 
transaction facility may be a personal device. In variations of 
this system, the universal electronic transaction facility may 
be a public device. In variations of this system, the universal 
electronic transaction facility includes interaction capability 
for multiple domains. 
0059. In variations of this system, the system may further 
comprise a data transmission facility in communication with 
the universal transaction facility. In versions of this variation, 
the data transmission facility includes at least one of an 
acknowledgement, a receipt, a token. In versions of this varia 
tion, the universal electronic transaction facility includes a 
data encryption facility. The universal electronic transaction 
facility may further include an encrypted data storage facility. 
The data storage facility may include data storage capacity for 
at least one of a bill, an acknowledgement, a receipt, a state 
ment, a loyalty statement, a coupon, a promotion, a transac 
tion Summary, a violation record, a ticket, a driver's license, a 
check book, a check, a token. 
0060. In an aspect of the invention, methods and systems 
may include providing an operative coupling between a uni 
Versal electronic transaction facility and an external system. 
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In a variation of this method, the universal electronic trans 
action facility may be capable of providing a separate security 
protocol based on at least a domain, a device and a user of the 
universal electronic transaction facility. In a variation of this 
method, the external system is a transactional system. In 
versions of this variation, the transactional system is a point 
of-sale system. 
0061. In variations of this method, the operative coupling 

is secure. In variations of this method, the operative coupling 
is wireless. In variations of this method, the operative cou 
pling is wired. 
0062. In an aspect of the invention, a system may include 
a universal electronic transaction facility and an external sys 
tem operatively coupled thereto. In an embodiment of the 
system, the universal electronic transaction facility may 
include a separate Security protocol facility based on at least 
a domain, a device and a user of the universal electronic 
transaction facility. In an embodiment of the system, the 
external system is a transactional system. In versions of this 
embodiment, the transactional system is a point-of-sale sys 
tem 

0063. In embodiments of the system, operatively coupled 
is securely coupled. In embodiments of the system, opera 
tively coupled is wirelessly coupled. In embodiments of the 
system, operatively coupled is wired. 
0064. In another aspect of the invention, a method may 
comprise receiving data from a universal electronic transac 
tion facility and conducting an action in response to the data 
received from a universal electronic transaction facility. In a 
variation of this method, the universal electronic transaction 
facility may be capable of providing a separate security pro 
tocol based on at least a domain, a device and a user of the 
universal electronic transaction facility. 
0065. In a variation of this method, the method further 
comprises issuing a token to a user of a universal electronic 
transaction facility prior to receiving the data, wherein the 
data is associated with the token. In versions of this variation, 
the action may be a transaction that is based on verification of 
the token. The transaction may be conducted in a real world. 
The real world may contain a device-to-device communica 
tion. The real world may contain a bar code and bar code 
reader. The transaction conducted in a real world may be a 
proximity transaction. The transaction may be conducted in a 
virtual world. The transaction conducted in a virtual world 
may be an over-the-air transaction. The transaction may be 
associated with a biometric parameter. The transaction may 
not be associated with a biometric parameter. In versions of 
this variation, issuing the token may be done securely and 
electronically. In versions of this variation, the token may be 
personalized to the user. In versions of this variation, the 
token may not be personalized to the user. In versions of this 
variation, the token may encompass necessary data for con 
ducting the action. In versions of this variation, the token may 
encode at least one of animage or branding. In versions of this 
variation, issuing the token may be done over a wired 
medium. In versions of this variation, issuing the token may 
be done over a wireless medium. In versions of this variation, 
the token may be associated with at least one of a credit card, 
a bank account, a frequent flyer card, a stored value card, a 
loyalty card, an insurance card, a driver's license, a bill, or a 
coupon. 

0066. In a variation of this method, the method may fur 
ther comprise issuing a plurality of tokens to a user of a 
universal electronic transaction facility prior to receiving the 
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data, wherein the data is associated with the token. In a 
variation of this method, the method may further comprise 
securing the action using three-dimensional authentication. 
Inversions of this variation, three-dimensional authentication 
may involve verifying the identity of a user, the universal 
electronic transaction facility, and a domain. 
0067. In another aspect of the invention, a system may 
comprise a universal electronic transaction facility and a data 
receiver in communication with the universal electronic 
transaction facility, wherein the data receiver is responsive to 
data received from the universal electronic transaction facil 
ity. In a variation of this method, the universal electronic 
transaction facility may include a separate security protocol 
facility based on at least a domain, a device and a user of the 
universal electronic transaction facility. In a variation of this 
method, the method may further comprise a data token asso 
ciated with the universal electronic transaction facility. Ver 
sions of this variation may further comprise a token verifica 
tion transaction. The token verification transaction may be a 
real world transaction. The real world transaction may 
include device-to-device communication. The real world 
transaction may include a bar code reader and a bar code. The 
real world transaction may be a proximity transaction. The 
token verification transaction may be a virtual world transac 
tion. The virtual world transaction may be an over-the-air 
transaction. The token verification transaction may be asso 
ciated with a biometric parameter. The token verification 
transaction may not be associated with a biometric parameter. 
The token verification transaction may further be associated 
with three-dimensional authentication security. Three-di 
mensional authentication may include a user identity verifi 
cation facility, a universal electronic transaction verification 
facility, and a domain verification facility. In versions of this 
variation, the data token may be secure and electronic. The 
version may further comprise a plurality of user data tokens 
associated with the universal electronic transaction, wherein 
data is associated with each user data token. Inversions of this 
variation, the data token may be personalized to a user. In 
versions of this variation, the data token may not be person 
alized to a user. In versions of this variation, the data token 
may include necessary data for an action. In versions of this 
variation, the data token may include encoding for at least one 
of an image or branding. In versions of this variation, the 
association of the data token may be over a wired medium. In 
versions of this variation, the association of the data token 
may be over a wireless medium. In versions of this variation, 
the association of the data token may be with at least one of a 
credit card, a bank account, a frequent flyer card, a stored 
value card, a loyalty card, an insurance card, a driver's 
license, a bill, or a coupon. 
0068. In another aspect of the invention, a method of pro 
viding a service may include communicating with a universal 
electronic transaction facility and communicating with a ser 
Vice provider. In a variation of this method, the communica 
tion may be associated with the provision of a service that is 
provided by the service provider. In versions of this variation, 
the service is provided to the user via the universal electronic 
transaction facility. In versions of this variation, the service 
may be one of the following services: bill payment, person 
to-person transaction, money order/transfer, prepaid airtime 
top-up, ticketing, marketing, electronic checking, licensing, 
health service, travel service, infotainment service, personal 
information management service, training, a lottery, voting. 
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0069. In a variation of this method, the universal electronic 
transaction facility may be capable of providing a separate 
security protocol based on at least a domain, a device and a 
user of the universal electronic transaction facility. In a varia 
tion of this method, the communication may be secure. In 
versions of this variation, the secure communication is pro 
vided according to three-dimensional authentication. 
0070. In a variation of this method, the communication 
may be associated with the provision of a plurality of services 
that are provided by at least one of the service provider and a 
second service provider. In a variation of this method, the 
communication may be associated with a plurality of appli 
cations. In versions of this variation, at least one of the appli 
cations may be personalized. In versions of this variation, at 
least one of the applications may be non-personalized. 
(0071. In a variation of this method, the communication 
may be in accordance with a user preference. In a variation of 
this method, the communication may be in accordance with 
data that is provided by an expert System. 
0072. In another aspect of the invention, a system may 
comprise a universal electronic transaction facility and a ser 
Vice provider in communication therewith. In a variation of 
the system, the service provider may include a service facility 
responsive to said communication. In a version of this varia 
tion, the service facility may include one of the following 
services: bill payment, person-to-person transaction, money 
order/transfer, prepaid airtime top-up, ticketing, marketing, 
electronic checking, licensing, health service, travel service, 
infotainment service, personal information management Ser 
vice, training, a lottery, Voting. In a variation of the system, 
the universal electronic transaction facility may include a 
separate security protocol capacity based on at least a domain, 
a device and a user of the universal electronic transaction 
facility. In versions of this variation, the service provider may 
be in communication with a user via the universal electronic 
transaction facility. 
0073. In a variation of the system, the communication is 
secure. In versions of this variation, the secure communica 
tion is three-dimensional authentication. In a variation of the 
system, the system may further comprise a second service 
provider and a plurality of services associated with the at least 
one of the service provider and a second service provider. In 
a variation of the system, the system may further comprise a 
plurality of applications associated with the service provider. 
In versions of this variation, at least one of the applications 
may be personalized. In versions of this variation, at least one 
of the applications may be non-personalized. 
0074. In a variation of the system, the communication may 
be in accordance with a user preference. In a variation of the 
system, the communication may be in accordance with data 
that are provided by an expert System. 
0075. In an aspect of the invention, a method may include 
providing a multidimensional database in association with a 
universal electronic transaction facility. In a variation of this 
method, the universal electronic transaction facility may be 
capable of providing a separate security protocol based on at 
least a domain, a device and a user of the universal electronic 
transaction facility. 
0076. In another aspect of the invention, a system may 
include a multidimensional database and a universal elec 
tronic transaction facility in association therewith. In an 
embodiment of this system, the universal electronic transac 
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tion facility may include a separate security protocol based on 
at least a domain, a device and a user of the universal elec 
tronic transaction facility. 
0077. In an aspect of the invention, a method may include 
providing a personalized token in association with a universal 
electronic transaction facility. In a variation of this method, 
the universal electronic transaction facility may be capable of 
providing a separate Security protocol based on at least a 
domain, a device and a user of the universal electronic trans 
action facility. In a variation of this method, the personalized 
token may be an official electronic identifier of the user. In 
versions of this variation, the personalized token may be 
associated with at least one of the following things: a driver's 
license, a passport. In versions of this variation, the person 
alized token may be at least one of the following kinds of 
token: a secure and electronic token, a branded token. In a 
variation of this method, the personalized token may be pro 
vided at a point of transaction. In a variation of this method, 
the personalized token may be provided in real time. 
0078. In an aspect of the invention, a system may include 
a universal electronic transaction facility and a personalized 
token in association therewith. In a variation of this system, 
the universal electronic transaction facility may include a 
separate security protocol based on at least a domain, a device 
and a user of the universal electronic transaction facility. In a 
variation of this system, the personalized token may be an 
official electronic identifier of a user. In versions of this varia 
tion, the personalized token may be associated with at least 
one of the following: a driver's license, a passport. In versions 
of this variation, the personalized token may be at least one of 
the following: a secure and electronic token, a branded token. 
0079. In a variation of this system, the personalized token 
may be a point of transaction token. In a variation of this 
system, the personalized token may be a real time token. 
0080. In another aspect of the invention, a method may 
include providing a merchant-oriented user interface in asso 
ciation with a universal electronic transaction facility, 
wherein the user interface allows the merchant to issue a 
token to a user of the universal electronic transaction facility. 
In a variation of this method, the universal electronic trans 
action facility may be capable of providing a separate security 
protocol based on at least a domain, a device and a user of the 
universal electronic transaction facility. In a variation of this 
method, the token is a branded token. In a version of this 
variation, the branded token may be secure and electronic. In 
a version of this variation, the branded token may be associ 
ated with at least one of the following things: a driver's 
license, a passport, a statement, a coupon, a promotion, a 
ticket, a ticket associated with a violation, a check book, a 
check, a secure and electronic token, a branded token, a credit 
card, abank account, a frequent flyer card, a stored value card, 
a loyalty card, an insurance card, a bill, a bill, a merchant 
issued credit card, a merchant-issued loyalty card, prepaid 
airtime, a money order, a money transfer, an account 
0081. In another aspect of the invention, a system may 
comprise a universal electronic transaction facility and a mer 
chant-oriented user interface in association therewith, 
wherein the merchant-oriented user interface includes a user 
token issuing facility in communication with the universal 
electronic transaction facility. In a variation of this system, 
the universal electronic transaction facility may include a 
separate security protocol based on at least a domain, a device 
and a user of the universal electronic transaction facility. In a 
variation of this system, the user token issuing facility may 
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include a branded token issuing facility. In a version of this 
variation, the branded token issuing facility may be secure 
and electronic. In a version of this variation, the branded 
token issuing facility may be associated with at least one of 
the following: a driver's license, a passport, a statement, a 
coupon, a promotion, a ticket, a ticket associated with a vio 
lation, a check book, a check, a secure and electronic token, a 
branded token, a credit card, a bank account, a frequent flyer 
card, a stored value card, a loyalty card, an insurance card, a 
bill, a bill, a merchant-issued credit card, a merchant-issued 
loyalty card, prepaid airtime, a money order, a money trans 
fer, an account. 
I0082 In an aspect of the invention, a method may include 
providing a user interface for initializing a universal elec 
tronic transaction facility. In a variation of this method, the 
universal electronic transaction facility may be capable of 
providing a separate security protocol based on at least a 
domain, a device and a user of the universal electronic trans 
action facility. In a variation of this method, the user interface 
may allow a user to manage at least one parameter of the 
universal electronic transaction facility. In versions of this 
variation, the at least one parameter may be associated with at 
least one of the following things: a domain, a device, a user 
identifier, a password, a security protocol. In a variation of 
this method, the user may be an administrator. 
I0083. In an aspect of the invention, a system may include 
a user interface, wherein the user interface includes an initial 
izing facility for a universal electronic transaction facility. In 
a variation of this system, the system may further comprise a 
separate security protocol based on at least a domain, a device 
and a universal electronic transaction facility user. In a varia 
tion of this system, the user interface may include a manage 
ment facility in association with at least one universal elec 
tronic transaction facility parameter. In versions of this 
variation, the at least one universal electronic transaction 
facility parameter may be associated with at least one of the 
following: a domain, a device, a user identifier, a password, a 
security protocol. In a variation of the system, the user inter 
face may be an administrator interface. 
I0084. In an aspect of the invention, a method may include 
providing a mobile wallet in association with a universal 
electronic transaction facility. In a variation of this method, 
the universal electronic transaction facility may be capable of 
providing a separate security protocol based on at least a 
domain, a device and a user of the universal electronic trans 
action facility. In a variation of this method, the mobile wallet 
may include an electronic representation of an item that is 
associated with a user. In a version of this variation, the item 
may be at least one of the following things: a driver's license, 
a passport, a statement, a coupon, a promotion, a ticket, a 
ticket associated with a violation, a check book, a check, a 
secure and electronic token, a branded token, a credit card, a 
back card, a bank account, a frequent flyer card, a stored value 
card, a loyalty card, an insurance card, a bill, a bill, a mer 
chant-issued credit card, a merchant-issued loyalty card, pre 
paid airtime, a money order, a money transfer, an account. In 
a version of this variation, the item may be an official identity 
document of the user. 

I0085. In an aspect of the invention, a system may include 
a universal electronic transaction facility and a mobile wallet 
in association therewith. In a variation of this system, the 
system may further comprise a separate security protocol 
based on at least a domain, a device and a user of the universal 
electronic transaction facility, wherein the separate security 
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protocol is associated with the universal electronic transac 
tion facility. In a variation of this system, the mobile wallet 
may include an electronic representation of a user item. In 
versions of this variation, the user item may be at least one of 
the following: a driver's license, a passport, a statement, a 
coupon, a promotion, a ticket, a ticket associated with a vio 
lation, a check book, a check, a secure and electronic token, a 
branded token, a credit card, a back card, a bank account, a 
frequent flyer card, a stored value card, a loyalty card, an 
insurance card, a bill, a bill, a merchant-issued credit card, a 
merchant-issued loyalty card, prepaid airtime, a money order, 
a money transfer, an account. In versions of this variation, the 
user item may be an official identity document of a user. 
I0086. In an aspect of the invention, a method may include 
providing a universal electronic transaction facility that is 
adapted to support a transaction within a non-standard trans 
action domain. In a variation of this method, the universal 
electronic transaction facility may be capable of providing a 
separate security protocol based on at least a domain, a device 
and a user of the universal electronic transaction facility. In a 
variation of this method, the non-standard transaction domain 
may be the Web and the universal electronic transaction facil 
ity Supports transactions using a secure, Web-based, person 
alized portal. In a variation of this method, the non-standard 
transaction domain may be associated with gaming and the 
universal electronic transaction facility Supports transactions 
using a secure gaming portal. In a variation of this method, the 
non-standard transaction domain may be associated with a 
merchant and the universal electronic transaction facility sup 
ports transactions using a secure merchant portal. In a varia 
tion of this method, the non-standard transaction domain may 
be associated with a government and the universal electronic 
transaction facility Supports transactions using a secure gov 
ernmental portal. In a variation of this method, the non 
standard transaction domain may be associated with an enter 
prise and the universal electronic transaction facility Supports 
transactions using a secure enterprise portal. In a variation of 
this method, the non-standard transaction domain may be 
associated with health/fitness and the universal electronic 
transaction facility Supports transactions using a secure 
health/fitness portal. In a variation of this method, the non 
standard transaction domain may be associated with a reli 
gion and the universal electronic transaction facility Supports 
transactions using a secure religious portal. In a variation of 
this method, the non-standard transaction domain may be 
associated with a sport and the universal electronic transac 
tion facility Supports transactions using a secure sports portal. 
In a variation of this method, the non-standard transaction 
domain may be associated with insurance and the universal 
electronic transaction facility Supports transactions using a 
secure insurance portal. In a variation of this method, the 
non-standard transaction domain may be associated with a 
university and the universal electronic transaction facility 
Supports transactions using a secure university portal. In a 
variation of this method, the non-standard transaction domain 
may be associated with a party and the universal electronic 
transaction facility Supports transactions using a secure party 
portal. In versions of this variation, the party may be a politi 
cal party. In a variation of this method, the non-standard 
transaction domain may be associated with a pharma-ex 
change and the universal electronic transaction facility Sup 
ports transactions using a secure pharma-exchange portal. In 
a variation of this method, the non-standard transaction 
domain may be associated with a commodity exchange and 
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the universal electronic transaction facility Supports transac 
tions using a secure commodity exchange portal. In a varia 
tion of this method, the non-standard transaction domain may 
be associated with an airline and the universal electronic 
transaction facility Supports transactions using a secure air 
line portal. In a variation of this method, the non-standard 
transaction domain may be associated with transportation and 
the universal electronic transaction facility Supports transac 
tions using a secure transportation portal. 
I0087. In an aspect of the invention, a system may include 
a universal electronic transaction facility adapted to Support a 
transaction within a non-standard transaction domain. In a 
variation of this system, the system may further comprise a 
separate security protocol based on at least a domain, a device 
and a universal electronic transaction facility user, wherein 
the separate security protocol is associated with the universal 
electronic transaction facility. In a variation of this system, 
the non-standard transaction domain may be the Web and the 
universal electronic transaction facility may include a secure, 
Web-based, personalized portal. In a variation of this system, 
the non-standard transaction domain may be associated with 
gaming and the universal electronic transaction facility may 
include a secure gaming portal. In a variation of this system, 
the non-standard transaction domain may be associated with 
a merchant and the universal electronic transaction facility 
may include a secure merchant portal. In a variation of this 
system, the non-standard transaction domain may be associ 
ated with a government and the universal electronic transac 
tion facility may include a secure governmental portal. In a 
variation of this system, the non-standard transaction domain 
may be associated with an enterprise and the universal elec 
tronic transaction facility may include a secure enterprise 
portal. In a variation of this system, the non-standard trans 
action domain may be associated with health/fitness and the 
universal electronic transaction facility may include a secure 
health/fitness portal. In a variation of this system, the non 
standard transaction domain may be associated with a reli 
gion and the universal electronic transaction facility may 
include a secure religious portal. In a variation of this system, 
the non-standard transaction domain may be associated with 
a sport and the universal electronic transaction may include a 
secure sports portal. In a variation of this system, the non 
standard transaction domain may be associated with insur 
ance and the universal electronic transaction facility system 
may include a secure insurance portal. In a variation of this 
system, the non-standard transaction domain may be associ 
ated with a university and the universal electronic transaction 
facility may include a secure university portal. In a variation 
of this system, the non-standard transaction domain may be 
associated with a party and the universal electronic transac 
tion facility may include a secure party portal. In versions of 
this variation, the party may be a political party. In a variation 
of this system, the non-standard transaction domain may be 
associated with a pharma-exchange and the universal elec 
tronic transaction facility may include a secure pharma-ex 
change portal. In a variation of this system, the non-standard 
transaction domain may be associated with a commodity 
exchange and the universal electronic transaction facility may 
include a secure commodity exchange portal. In a variation of 
this system, the non-standard transaction domain may be 
associated with an airline and the universal electronic trans 
action facility may include a secure airline portal. In a varia 
tion of this system, the non-standard transaction domain may 
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be associated with transportation and the universal electronic 
transaction facility may include a secure transportation por 
tal. 
0088. In another aspect of the invention, a method may 
comprise providing a financial service in association with a 
universal electronic transaction facility. In a variation of this 
method, the universal electronic transaction facility may be 
capable of providing a separate security protocol based on at 
least a domain, a device and a user of the universal electronic 
transaction facility. In a variation of this method, the financial 
service may be selected from the group consisting of bill 
payment, person-to-person payment, money order payment, 
funds transfer, a top-up transaction, a ticketing transaction, 
issuance of a coupon, and resolution of a check. 
0089. In a variation of this method, the financial service 
may include securely issuing, to the universal electronic 
transaction facility, at least one electronic replica of at least 
one of the following items: a bill from a bill issuer, a payment 
token, money order, money transfer token, a prepaid airtime 
token, a ticket, a ticket associated with a violation, a loyalty 
card, an account, a coupon, a promotion, a check book, a 
check, a license, a driver's license. 
0090. In a version of this variation, the financial service 
may further include communicating at least one of branding, 
animage, information required to complete a transaction. The 
transaction may involve procuring a service from a merchant. 
The transaction may be a procurement of a service from a 
ticket issuer. 

0091. In a version of this variation, the financial service 
may further include alerting a user based on at least one 
attribute of the at least one item. The attribute may be asso 
ciated with at least one of a date of expiry, a change of address, 
a number of a check, a number of checks remaining, a number 
of days before a coupon can be redeemed, a redemption date, 
a date of travel, a due date, a time, a time of issuance, a 
financial balance. 

0092. In a version of this variation, the financial service 
may further include enabling a user to securely pay the bill 
using universal electronic transaction facility. Paying the bill 
may occur in real time. Paying the bill may be associated with 
an on-line settlement of the bill paying the bill is associated 
with an off-line settlement of the bill. Paying the bill may be 
associated with at least one of a preferred mode of payment, 
a preferred time, a preferred location. 
0093. In a version of this variation, the financial service 
may further comprise securely issuing, to the universal elec 
tronic transaction facility, an electronic replica of at least one 
of the following confirmations: a receipt that is associated 
with a bill; a transaction Summary statement; a marketing 
vehicle; a ticket associated with a violation; a license. The 
license may be at least one of a driver's license, a gun license, 
a liquor license, a fishing license, a hunting license. The 
marketing vehicle may be at least one of a loyalty card, an 
account, a coupon, a promotion. The transaction Summary 
statement may be associated with a transaction between a 
user of the universal transaction facility and another user. The 
electronic replica may contain a payment stamp. The finan 
cial service may further include enabling a user to pay another 
user. The other user may have a universal electronic transac 
tion facility. Paying another user may occur securely and in 
real time. Paying another user may be associated with an 
on-line settlement. Paying another user may be associated 
with an off-line settlement. The electronic replica may be 
delivered to a universal electronic transaction facility of a user 
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that receives funds according to the financial service. The 
electronic replica may contain a Summary that is associated 
with the financial service. The Summary may be a frequent 
flyer Summary. The electronic replica may include a can 
celled check. 
0094. In a version of this variation, the financial service 
may further include enabling a transfer of units that is 
securely initiated at the universal electronic transaction facil 
ity. The financial service may include debiting units from a 
first account and crediting at units to a second account, 
wherein at least one of the debiting or crediting is contingent 
on validating a user and a request. Enabling the financial 
service may include issuing a request to a service provider, 
wherein the request is associated with completing the credit 
ing and debiting under the control of the service provider. 
Issuing the transfer may be initiated via wireless communi 
cations. Issuing the transfer may be initiated via proximity 
based communications. The units may be financial units. The 
units may be airtime units. The financial service may further 
comprise enabling a use of the funds by the user that receives 
the funds. The financial service is a ticket issuance service. 
0.095. In a version of this variation, the financial service 
may further include enabling a top-up of an account, wherein 
the top-up is securely initiated at the universal electronic 
transaction facility. 
0096. In a version of this variation, the financial service 
may further include securely redeeming the electronic rep 
lica. A wireless communication may initiate securely 
redeeming the electronic replica. A proximity-based commu 
nication may initiate securely redeeming the electronic rep 
lica. 
0097. In a version of this variation, the financial service 
may further include securely receiving the electronic replica. 
0098. In a version of this variation, the financial service 
may be the issuance of a ticket that is associated with a 
violation, and wherein the electronic replica is of a driver's 
license. 
0099. In a version of this variation, the financial service 
may further include a unit transfer enabling facility, wherein 
the unit transfer enabling facility is in secure communication 
with the universal electronic transaction facility. The financial 
service may include a unit debiting facility in association with 
a first account and a unit crediting facility in association with 
a second account, wherein at least one of the unit debiting 
facility or unit crediting facility is contingent on a user and 
request validation. The financial service may further com 
prise a service provider request issuance facility associated 
with a service provider crediting and debiting facility. The 
unit transfer enabling facility may be in communication via 
wireless communications. The unit transfer enabling facility 
may be in communication via proximity-based communica 
tions. The unit transfer enabling facility may include financial 
units. The unit transfer enabling facility may include financial 
units. The unit transfer enabling facility may include airtime 
units. The financial service may further comprise a user funds 
enablement and receipt facility. 
0100. In a variation of this method, the universal electronic 
transaction facility may be a client device. 
0101 Inanaspect of the invention, a system may comprise 
a universal electronic transaction facility and a financial Ser 
Vice in association therewith. In a variation of this system, the 
universal electronic transaction facility may include a sepa 
rate security protocol based on at least a domain, a device and 
a universal electronic transaction facility user. In a variation 



US 2012/0005091 A1 

of this system, the financial service may be selected from the 
group consisting of bill payment, person-to-person payment, 
money order payment, funds transfer, a top-up transaction, a 
ticketing transaction, issuance of a coupon, and resolution of 
a check. 

0102. In a variation of this system, the financial service 
includes: a secure issuance facility in association with the 
universal electronic transaction facility and at least one elec 
tronic replica of at least one of the following items: a bill from 
a bill issuer, a payment token, money order, money transfer 
token, a prepaid airtime token, a ticket, a ticket associated 
with a violation, a loyalty card, an account, a coupon, a 
promotion, a checkbook, a check, a license, a driver's license. 
0103. In a version of this variation, the financial service 
may further include a communication facility comprising at 
least one of branding, an image, information required to com 
plete a transaction. The transaction may involve merchant 
service procurement. The transaction may include ticket 
issuer service procurement. 
0104. In a version of this variation, the financial service 
further includes a user alert based on at least one attribute of 
the at least one item. The attribute may be associated with at 
least one of a date of expiry, a change of address, a number of 
a check, a number of checks remaining, a number of days 
before a coupon can be redeemed, a redemption date, a date of 
travel, a due date, a time, a time of issuance, a financial 
balance. 

0105. In a version of this variation, the financial service 
may further include a secure bill payment facility in associa 
tion with the universal electronic transaction facility. The 
secure bill payment facility may be real time based. The 
secure bill payment facility may be associated with an on-line 
settlement of the bill. The secure bill payment facility may be 
associated with an off-line settlement of the bill. The secure 
bill payment facility may be associated with at least one of a 
preferred mode of payment, a preferred time, a preferred 
location. The secure bill payment facility may further include 
a secure electronic replica redemption facility. The secure 
electronic replica redemption facility may be proximity 
based. 

0106. In a version of this variation, the financial service 
may further comprise a secure electronic replica issuance 
facility, in communication with the universal electronic trans 
action facility, wherein the secure electronic replica issuance 
facility includes an electronic replica of at least one of the 
following confirmations: a receipt that is associated with a 
bill; a transaction Summary Statement; a marketing vehicle; a 
ticket associated with a violation; a license. The license may 
be at least one of a driver's license, a gun license, a liquor 
license, a fishing license, a hunting license. The marketing 
vehicle may be at least one of a loyalty card, an account, a 
coupon, a promotion. The transaction Summary statement 
may be associated with a transaction between a user of the 
universal transaction facility and another user. The electronic 
replica may contain a payment stamp. The financial service 
may further include a user-to-user payment enabling facility 
for a plurality of users. At least one additional user of the 
plurality of users may have a universal electronic transaction 
facility. The user-to-user payment enabling facility may be 
secure and in real time. The user-to-user payment enabling 
facility may be associated with an on-line settlement. The 
user-to-user payment enabling facility may be associated 
with an off-line settlement. The secure electronic replica issu 
ance facility may include an electronic replica delivery facil 
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ity responsive to: a) the universal electronic transaction facil 
ity and b) a user fund receipt facility associated with the 
financial service. The electronic replica may contain a sum 
mary that is associated with the financial service. The Sum 
mary may be a frequent flyer Summary. The electronic replica 
may include a cancelled check. 
0107. In a version of this variation, the financial service 
may further include secure account top-up enablement, 
responsive to the universal electronic transaction facility. 
0108. In a version of this variation, the financial service 
may further include secure redemption of the electronic rep 
lica. 
0109. In a version of this variation, the financial service 
may further include a secure electronic replica receiving 
facility. 
0110. In a version of this variation, the financial service 
may include a ticket issuance facility associated with a vio 
lation, and wherein the electronic replica is of a driver's 
license. 
0111. In a variation of this system, the universal electronic 
transaction facility may be a client device. 
0112 Informational Systems and Methods for Universal 
Electronic Transaction Facilities 
0113. In another aspect of the invention, a method may 
include providing an informational service in association 
with a universal electronic transaction facility. In a variation 
of this method, the universal electronic transaction facility 
may be capable of providing a separate security protocol 
based on at least a domain, a device and a user of the universal 
electronic transaction facility. In a variation of this method, 
the informational service may be provided upon completion 
of the separate security protocols. In a variation of this 
method, the informational service may be provided upon 
completion of the separate security protocols. 
0114. In another aspect of the invention, a system may 
include a universal electronic transaction facility and an 
informational service in association therewith. In a variation 
of this system, the universal electronic transaction facility 
includes a separate security protocol based on at least a 
domain, a device and a universal electronic transaction facil 
ity user. In a variation of this system, the informational Ser 
Vice may be responsive to the separate security protocols. In 
a variation of this system, the informational service may 
include a personalization facility responsive to a universal 
electronic transaction facility user. 
0.115. In another aspect of the invention, a method may 
comprise implementing a universal electronic transaction 
facility on a handheld device of the user. In a variation of this 
method, the universal electronic transaction facility may be 
capable of providing a separate security protocol based on at 
least a domain, a device and a user of the universal electronic 
transaction facility. In a variation of this method, the handheld 
device may be a handset. 
0116. In another aspect of the invention, a system may 
include a universal electronic transaction facility and a hand 
held device implementation facility in association therewith. 
In a variation of this system, the universal electronic transac 
tion facility may include a separate security protocol based on 
at least a domain, a device and a user of the universal elec 
tronic transaction facility. In a variation of this system, the 
hand-held device implementation facility may be a handset 
implementation facility. 
0117. In another aspect of the invention, a method may 
comprise providing a universal electronic transaction facility 






















































































































