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Description

TECHNICAL FIELD

[0001] The present invention relates to a communica-
tion control method applied to a mobile communication
system, a user terminal, a processor, a storage medium,
and a base station.

BACKGROUND ART

[0002] In a mobile communication system, if a building
is built in the vicinity of a base station, or if the installation
status of a base station in the vicinity of the base station
changes, the radio environment related to the base sta-
tion changes. Therefore, conventionally, drive tests to
measure and collect the radio environment are carried
out by an operator with using a measurement vehicle on
which a measuring instrument is installed.
[0003] Such measurement and collection may contrib-
ute to network optimization (for example, coverage opti-
mization due to adjustment of parameters of the base
station). However, there are problems in that the number
of processes and cost increase.
[0004] Thus, in 3GPP (3rd Generation Partnership
Project), which is a project aiming to standardize a mobile
communication system, MDT (Minimization of Drive
Tests) for automation of the measurement and collection
using user terminals has been specified on and after Re-
lease 10 (see Non-patent Document 1, for example).
[0005] An example of the MDT is Logged MDT. In the
Logged MDT, the user terminal in an idle state stores
MDT measurement logs related to radio environments
measured based on an instruction from a network and
then transmits (reports) the stored MDT measurement
logs to the network later.

PRIOR ART DOCUMENT

[0006] Non-patent Document 1: 3GPP technology
specifications TS 37.320 V10.4.0 December, 2011.
[0007] Patent documents WO 2012/047921 A1 and
US 2012/0040621 A1 disclose alternative methods for
connection failure log reporting.

SUMMARY OF THE INVENTION

[0008] However, the user terminal may fail to access
to the network. The access (RRC connection establish-
ment procedure) includes a random access process onto
the network and a connection establishment process for
performing establishment (including re-establishment) of
connection with the network after the random access
process.
[0009] Information about the access failure is useful
for the network optimization described above. Disadvan-
tageously, in the current specification, since there is no
method for appropriately treating the information about

the access failure, there is a problem in that the network
is not sufficiently optimized.
[0010] Accordingly, an object of the present invention
is to provide a communication control method, a user
terminal, a processor, a storage medium, and a base
station with which it is possible to appropriately treat in-
formation related to access failure to a network.
[0011] To solve the above problems, the present in-
vention is defined according to the appended claims. It
includes the following characteristics.
[0012] A communication control method according to
a firs feature is applied to a mobile communication system
including a user terminal capable of storing an MDT
measurement log related to a radio environment meas-
ured based on an instruction from a network and a con-
nection establishment failure log related to a failure of
RRC connection establishment procedure with the net-
work. The method includes the steps of: reserving a ded-
icated memory area for storing the connection establish-
ment failure log, by the user terminal; and storing the
connection establishment failure log in the dedicated
memory area reserved in the reserving step, by the user
terminal.
[0013] A communication control method according to
a second feature is applied to a mobile communication
system including a user terminal capable of storing a con-
nection establishment failure log related to a failure of
RRC connection establishment procedure with a net-
work. The method includes the steps of: when starting
the RRC connection establishment procedure, starting a
timer defining an upper limit time to continue the RRC
connection establishment procedure, by the user termi-
nal; and storing the connection establishment failure log
in association with an expiry of the timer, by the user
terminal.
[0014] A communication control method according to
a third feature is applied to a mobile communication sys-
tem including a user terminal capable of storing an MDT
measurement log related to a radio environment meas-
ured based on an instruction from a network and a con-
nection establishment failure log related to a failure of
RRC connection establishment procedure with the net-
work. The method includes: a step of transmitting notifi-
cation information indicating that a log is stored, from the
user terminal to the network, by a predetermined trigger,
when at least one of the MDT measurement log and the
connection establishment failure log is stored. The noti-
fication information is configured to be capable of iden-
tifying a type of the log stored by the user terminal.
[0015] A communication control method according to
a fourth feature is applied to a mobile communication
system including a user terminal capable of storing a con-
nection establishment failure log related to a failure of
RRC connection establishment procedure with a net-
work. The method includes: a step of transmitting, from
the user terminal to the network, the connection estab-
lishment failure log and elapsed time information indicat-
ing an elapsed time from an occurrence time point of the
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failure of RRC connection establishment procedure.

BRIEF DESCRIPTION OF THE DRAWINGS

[0016]

Fig. 1 is a configuration diagram of a mobile com-
munication system according to an embodiment.
Fig. 2 is a block diagram of UE according to the em-
bodiment.
Fig. 3 is a block diagram of eNB according to the
embodiment.
Fig. 4 is a protocol stack diagram of a radio interface
according to the embodiment.
Fig. 5 is a configuration diagram of a radio frame
used in the mobile communication system according
to the embodiment.
Fig. 6 is a sequence diagram of an access procedure
according to the embodiment.
Fig. 7 is a diagram for describing a method 1 of man-
aging a memory area according to the embodiment.
Fig. 8 is a diagram for describing a method 2 of man-
aging a memory area according to the embodiment.
Fig. 9 is a diagram for describing time information
according to the embodiment.
Fig. 10 is a sequence diagram of a method 1 of re-
porting a log according to the embodiment.
Fig. 11 is a sequence diagram of a method 2 of re-
porting a log according to the embodiment.
Fig. 12 is a sequence diagram of a method 3 of re-
porting a log according to the embodiment.
Fig. 13 is a diagram for describing a method of re-
porting a log according to another embodiment.
Fig. 14 is a diagram for describing an example of
time stamp without the need for absolute time.
Fig. 15 is a diagram for describing an example of
Timer expired case.

DESCRIPTION OF EMBODIMENTS

[0017] A communication control method according to
embodiments is applied to a mobile communication sys-
tem including a user terminal capable of storing an MDT
measurement log related to a radio environment meas-
ured based on an instruction from a network and a con-
nection establishment failure log related to a failure of
RRC connection establishment procedure with the net-
work. The method includes the steps of: reserving a ded-
icated memory area for storing the connection establish-
ment failure log, by the user terminal; and storing the
connection establishment failure log in the dedicated
memory area reserved in the reserving step, by the user
terminal.
[0018] According to the embodiments, in the reserving
step, the user terminal reserves the dedicated memory
area separately from a predetermined memory area for
storing the MDT measurement log.
[0019] A user terminal according to embodiments is

capable of storing an MDT measurement log related to
a radio environment measured based on an instruction
from a network and a connection establishment failure
log related to a failure of RRC connection establishment
procedure with the network. The user terminal reserves
a dedicated memory area for storing the connection es-
tablishment failure log and then stores the connection
establishment failure log in the dedicated memory area.
[0020] A processor according to embodiments exe-
cutes a process for storing, in a memory, an MDT meas-
urement log related to a radio environment measured
based on an instruction from a network and a connection
establishment failure log related to a failure of RRC con-
nection establishment procedure with the network, the
processor provided in a user terminal. The processor re-
serves a dedicated memory area for storing the connec-
tion establishment failure log and then stores the con-
nection establishment failure log in the dedicated mem-
ory area.
[0021] A storage medium according to embodiments
stores a program that causes a user terminal capable of
storing an MDT measurement log related to a radio en-
vironment measured based on an instruction from a net-
work and a connection establishment failure log related
to a failure of RRC connection establishment procedure
with the network, to execute: a step of reserving a dedi-
cated memory area for storing the connection establish-
ment failure log; and a step of storing the connection
establishment failure log in the dedicated memory area
reserved in the reserving step.
[0022] A communication control method according to
embodiments is applied to a mobile communication sys-
tem including a user terminal capable of storing a con-
nection establishment failure log related to a failure of
RRC connection establishment procedure with a net-
work. The method includes the steps of: when starting
the RRC connection establishment procedure, starting a
timer defining an upper limit time to continue the RRC
connection establishment procedure, by the user termi-
nal; and storing the connection establishment failure log
in association with an expiry of the timer, by the user
terminal.
[0023] According to the embodiments, the RRC con-
nection establishment procedure includes a random ac-
cess process onto the network. In the storing step, the
user terminal stores a number of transmissions of ran-
dom access preambles in the random access process,
in the connection establishment failure log.
[0024] According to the embodiments, in the storing
step, when the user terminal detects a contention of ran-
dom access preambles, the user terminal stores infor-
mation indicating a detection of the contention, in the
connection establishment failure log.
[0025] A user terminal according to embodiments is
capable of storing a connection establishment failure log
related to a failure of RRC connection establishment pro-
cedure with a network. The user terminal includes: a con-
troller that starts a timer defining an upper limit time to
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continue the RRC connection establishment procedure
when starting the RRC connection establishment proce-
dure. The controller stores the connection establishment
failure log in association with an expiry of the timer.
[0026] A processor according to embodiments exe-
cutes a process to store a connection establishment fail-
ure log related to a failure of RRC connection establish-
ment procedure with a network, the processor provided
in a user terminal. The processor executes: a process of
starting a timer defining an upper limit time to continue
the RRC connection establishment procedure when
starting the RRC connection establishment procedure;
and a process of storing the connection establishment
failure log in association with an expiry of the timer.
[0027] A storage medium according to embodiments
stores a program that causes a user terminal capable of
storing a connection establishment failure log related to
a failure of RRC connection establishment procedure
with a network, to execute: a process of starting a timer
defining an upper limit time to continue the RRC connec-
tion establishment procedure when starting the RRC con-
nection establishment procedure; and a process of stor-
ing the connection establishment failure log in associa-
tion with an expiry of the timer.
[0028] A communication control method according to
embodiments is applied to a mobile communication sys-
tem including a user terminal capable of storing an MDT
measurement log related to a radio environment meas-
ured based on an instruction from a network and a con-
nection establishment failure log related to a failure of
RRC connection establishment procedure with the net-
work. The method includes: a step of transmitting notifi-
cation information indicating that a log is stored, from the
user terminal to the network, by a predetermined trigger,
when at least one of the MDT measurement log and the
connection establishment failure log is stored. The noti-
fication information is configured to be capable of iden-
tifying a type of the log stored by the user terminal.
[0029] According to the embodiments, when the user
terminal stores the connection establishment failure log,
the notification information indicates that the user termi-
nal stores the connection establishment failure log.
[0030] According to the embodiments, the method fur-
ther includes: a step of transmitting, from the network to
the user terminal, request information for requesting a
transmission of the log, based on the notification infor-
mation after receiving the notification information from
the user terminal. The request information is configured
to be capable of identifying a type of the log for which the
transmission is requested by the network.
[0031] According to the embodiments, the predeter-
mined trigger is an event that the user terminal establish-
es or re-establishes a connection with the network.
[0032] A user terminal according to embodiments is
capable of storing an MDT measurement log related to
a radio environment measured based on an instruction
from a network and a connection establishment failure
log related to a failure of RRC connection establishment

procedure with the network. The user terminal transmits
notification information indicating that a log is stored, to
the network, by a predetermined trigger, when at least
one of the MDT measurement log and the connection
establishment failure log is stored. The notification infor-
mation is configured to be capable of identifying a type
of the log stored by the user terminal.
[0033] A processor according to embodiments is pro-
vided in a user terminal. The processor executes: a proc-
ess of storing, in a memory, an MDT measurement log
related to a radio environment measured based on an
instruction from a network and a connection establish-
ment failure log related to a failure of RRC connection
establishment procedure with the network; and a process
of transmitting notification information indicating that a
log is stored, to the network, by a predetermined trigger,
when at least one of the MDT measurement log and the
connection establishment failure log is stored. The noti-
fication information is configured to be capable of iden-
tifying a type of the log stored by the memory.
[0034] A storage medium according to embodiments
stores a program that causes a user terminal capable of
storing an MDT measurement log related to a radio en-
vironment measured based on an instruction from a net-
work and a connection establishment failure log related
to a failure of RRC connection establishment procedure
with the network, to execute: a step of transmitting noti-
fication information indicating that a log is stored, to the
network, by a predetermined trigger, when at least one
of the MDT measurement log and the connection estab-
lishment failure log is stored. The notification information
is configured to be capable of identifying a type of the log
stored by the user terminal.
[0035] A base station according to embodiments es-
tablishes a connection with a user terminal capable of
storing an MDT measurement log related to a radio en-
vironment measured based on an instruction from a net-
work and a connection establishment failure log related
to a failure of RRC connection establishment procedure
with the network. The base station transmits, to the user
terminal, request information for requesting a transmis-
sion of a log, based on notification information after re-
ceiving the notification information from the user terminal.
The request information is configured to be capable of
identifying a type of the log for which the transmission is
requested by the base station.
[0036] A communication control method according to
embodiments is applied to a mobile communication sys-
tem including a user terminal capable of storing a con-
nection establishment failure log related to a failure of
RRC connection establishment procedure with a net-
work. The method includes: a step of transmitting, from
the user terminal to the network, the connection estab-
lishment failure log and elapsed time information indicat-
ing an elapsed time from an occurrence time point of the
failure of RRC connection establishment procedure.
[0037] According to the embodiments, the method fur-
ther includes: a step of starting a timer when the failure

5 6 



EP 2 849 476 B1

5

5

10

15

20

25

30

35

40

45

50

55

of RRC connection establishment procedure occurs, by
the user terminal. In the transmitting step, the user ter-
minal transmits information indicating a value of the timer
at a time point of transmitting the connection establish-
ment failure log, as the elapsed time information.
[0038] According to the embodiments, the method fur-
ther includes: a step of retaining the connection estab-
lishment failure log without deleting until the value of the
timer exceeds a threshold value after starting the timer,
by the user terminal.
[0039] A user terminal according to embodiments is
capable of storing a connection establishment failure log
related to a failure of RRC connection establishment pro-
cedure with a network. The user terminal transmits, to
the network, the connection establishment failure log and
elapsed time information indicating an elapsed time from
an occurrence time point of the failure of RRC connection
establishment procedure.
[0040] A processor according to embodiments exe-
cutes a process of storing, in a memory, a connection
establishment failure log related to a failure of RRC con-
nection establishment procedure with a network. The
processor further executes a process of transmitting, to
the network, the connection establishment failure log and
elapsed time information indicating an elapsed time from
an occurrence time point of the failure of RRC connection
establishment procedure.
[0041] A storage medium according to embodiments
stores a program that causes a user terminal capable of
storing a connection establishment failure log related to
a failure of RRC connection establishment procedure
with a network, to execute a process of transmitting, to
the network, the connection establishment failure log and
elapsed time information indicating an elapsed time from
an occurrence time point of the failure of RRC connection
establishment procedure.
[0042] Hereinafter, embodiments of the present inven-
tion will be described with reference to the accompanying
drawings. Note that in the following drawing according
to the embodiments, identical or similar symbols are as-
signed to identical or similar portions.

(1) Overview of mobile communication system

[0043] Fig. 1 is a configuration diagram of a mobile
communication system according to the present embod-
iment.
[0044] As illustrated in Fig. 1, a mobile communication
system according to the present embodiment includes a
plurality of UEs (User Equipments) 100, E-UTRAN
(Evolved-UMTS Terrestrial Radio Access Network) 10,
and EPC (Evolved Packet Core) 20. In the present em-
bodiment, the E-UTRAN 10 and the EPC 20 constitute
a network.
[0045] The UE 100 is a mobile radio communication
device, and performs radio communication with a cell
(hereinafter, referred to as a serving cell) connected
thereto. In the present embodiment, the UE 100 corre-

sponds to a user terminal.
[0046] In an idle state corresponding to a waiting state,
the UE 100 selects a waiting cell and waits for an instruc-
tion from eNB 200 in the selected cell. A process of
changing the waiting cell in the idle state is referred to
as cell reselection. In addition, the UE 100 performs radio
communication with the serving cell in a connected state
corresponding to a communicating state.A process of
changing the serving cell in the connected state is re-
ferred to as a handover.
[0047] The E-UTRAN 10 includes a plurality of eNBs
(evolved Nodes-B) 200. The eNB 200 corresponds to a
base station. The eNB 200 controls a cell and performs
radio communication with the UE 100 connected to the
cell. The "cell" is a term used for indicating a minimum
unit of a radio communication area and has also a func-
tion for performing radio communication with the UE 100.
[0048] For example, the eNB 200 includes a radio re-
source management (RRM) function, a routing function
of user data, and a measurement control function for mo-
bility control and scheduling.
[0049] The EPC 20 includes MMEs (Mobility manage-
ment Entities)/S-GWs (Serving-Gateways) 300, and
OAM (Operation and Maintenance) 400.
[0050] The MME is a network node for performing var-
ious mobility controls for the UE 100 and corresponds to
a control station. The S-GW is a network node for per-
forming a transfer control of user data, and corresponds
to a mobile switching center.
[0051] The eNBs 200 are connected to one another
through an X2 interface. In addition, the eNB 200 is con-
nected to the MME/S-GW 300 through an S1 interface.
[0052] The OAM 400 is a server device managed by
an operator, and performs the maintenance and moni-
toring of the E-UTRAN 10. The OAM 400 can also control
the UE 100.
[0053] Next, configurations of the UE 100 and the eNB
200 will be described. Fig. 2 is a block diagram of the UE
100.
[0054] As illustrated in Fig. 2, the UE 100 includes an
antenna 101, a radio transceiver 110, a user interface
120, a GNSS (Global Navigation Satellite System) re-
ceiver 130, a battery 140, a memory 150, and a processor
160. Although the configuration of the UE 100 having the
GNSS receiver 130 has been described, the UE 100 not
having the GNSS receiver 130 is also present. In addition,
the memory 150 is integrated with the processor 160,
and this set (that is, a chipset) may be called a processor
160’.
[0055] The antenna 101 and the radio transceiver 110
are used to transmit and receive a radio signal. The an-
tenna 101 includes a plurality of antenna elements. The
radio transceiver 110 converts a baseband signal output
from the processor 160 into a radio signal to transmit the
converted radio signal through the antenna 101, and con-
verts a radio signal received by the antenna 101 into a
baseband signal to output the converted baseband signal
to the processor 160.
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[0056] The user interface 120 is an interface between
the UE 100 and a user of the UE 100, and includes, for
example, a display, a microphone, a speaker, and vari-
ous buttons. The user interface 120 receives a manipu-
lation from the user, and outputs a signal indicating a
content of the manipulation to the processor 160.
[0057] In order to acquire location information indicat-
ing a geographical location of the UE 100, the GNSS
receiver 130 receives a GNSS signal, and outputs the
received signal to the processor 160.
[0058] The battery 140 stores a power to be supplied
to each block of the UE 100.
[0059] The memory 150 stores a program executed by
the processor 160 and information used for a process by
the processor 160. Details of the information stored in
the memory 150 will be described below.
[0060] The processor 160 includes a baseband proc-
essor that performs modulation and demodulation, en-
coding and decoding of the baseband signal, etc., and a
CPU (Central Processing Unit) that executes the pro-
gram stored in the memory 150 to perform various proc-
esses. The CPU has a function of a timer for counting
time. The processor 160 may further include a codec that
performs encoding and decoding of a sound/video signal.
Details of a process performed by the processor 160 will
be described below.
[0061] The processor 160 acquires location informa-
tion on the basis of an output signal of the GNSS receiver
130. When the UE 100 does not have the GNSS receiver
130, the processor 160 may execute a positioning meth-
od (OTDOA method or the like) on the basis of the radio
signal received by the radio transceiver 110 from the plu-
rality of eNBs 200 (a plurality of cells).
[0062] Fig. 3 is a block diagram of the eNB 200. As
illustrated in Fig. 3, the eNB 200 includes an antenna
201, a radio transceiver 210, a network interface 220, a
memory 230, and a processor 240.
[0063] The antenna 201 and the radio transceiver 210
are used to transmit and receive a radio signal.The an-
tenna 201 includes a plurality of antenna elements. The
radio transceiver 210 converts a baseband signal output
from the processor 240 into a radio signal to transmit the
converted radio signal through the antenna 201, and con-
verts a radio signal received by the antenna 201 into a
baseband signal to output to the processor 240.
[0064] The network interface 220 is used for commu-
nication performed over the X2 interface and the S1 in-
terface.
[0065] The memory 230 stores a program executed by
the processor 240 and information used for a process by
the processor 240.
[0066] The processor 240 includes a baseband proc-
essor that performs modulation and demodulation, and
encoding and decoding of the baseband signal and a
CPU that executes the program stored in the memory
230 to perform various processes. Details of a process
performed by the processor 240 will be described below.
[0067] Fig. 4 is a protocol stack diagram of a radio in-

terface.
[0068] As illustrated in Fig. 4, the radio interface pro-
tocol is divided into layers 1 to 3 of an OSI reference
model, and the layer 1 is a physical (PHY) layer. The
layer 2 includes a MAC (Media Access Control) layer, an
RLC (Radio Link Control) layer, and a PDCP (Packet
Data Convergence Protocol) layer. The layer 3 includes
an RRC (Radio Resource Control) layer.
[0069] The PHY layer performs encoding and decod-
ing, modulation and demodulation, antenna mapping and
demapping, and resource mapping and demapping. The
PHY layer provides a transmission service to an upper
layer by using a physical channel. Between the PHY layer
of the UE 100 and the PHY layer of the eNB 200, data
is transmitted through the physical channel.
[0070] The MAC layer performs preferential control of
data, and a retransmission process and the like by hybrid
ARQ (HARQ). Between the MAC layer of the UE 100 and
the MAC layer of the eNB 200, data is transmitted through
a transport channel. The MAC layer of the eNB 200 in-
cludes a transport format of an uplink and a downlink (for
example, a transport block size, and a modulation and
coding scheme) and a MAC scheduler for determining a
resource block.
[0071] The RLC layer transmits data to an RLC layer
of a reception side by using the functions of the MAC
layer and the PHY layer. Between the RLC layer of the
UE 100 and the RLC layer of the eNB 200, data is trans-
mitted through a logical channel.
[0072] The PDCP layer performs header compression
and extension, and encryption and decryption.
[0073] The RRC layer is defined only in a control plane.
Between the RRC layer of the UE 100 and the RRC layer
of the eNB 200, data is transmitted through a radio bear-
er. The RRC layer controls the logical channel, the trans-
port channel, and the physical channel in response to
establishment, re-establishment, and release of the radio
bearer. When an RRC connection is established between
the RRC of the UE 100 and the RRC of the eNB 200, the
UE 100 is in a connected state, and when the RRC con-
nection is not established, the UE 100 is in an idle state.
[0074] A NAS (Non-Access Stratum) layer positioned
above the RRC layer performs session management or
mobility management.
[0075] Fig. 5 is a configuration diagram of a radio frame
used in the mobile communication system. The mobile
communication system employs each of OFDMA (Or-
thogonal Frequency Division Multiplexing Access) in a
downlink and SC-FDMA (Single Carrier Frequency Divi-
sion Multiple Access) in an uplink.
[0076] As illustrated in Fig. 5, the radio frame includes
10 subframes arranged in a time-period direction, where-
in each subframe includes two slots arranged in the time-
period direction. Each subframe has a length of 1 ms and
each slot has a length of 0.5 ms. Each subframe includes
a plurality of resource blocks (RBs) in a frequency direc-
tion, and a plurality of symbols in the time-period direc-
tion. Each symbol is provided at a head thereof with a
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guard interval called a cyclic prefix (CP).
[0077] In the downlink, an interval of several symbols
at the head of each subframe is a control region mainly
used as a physical downlink control channel (PDCCH).
Furthermore, the other interval of each subframe is a
data region mainly used as a physical downlink shared
channel (PDSCH).
[0078] In the uplink, both ends in the frequency direc-
tion of each subframe are control regions mainly used
as a physical uplink control channel (PUCCH). Further-
more, the center part in the frequency direction of each
subframe is a data region mainly used as a physical up-
link shared channel (PUSCH).

(2) Overview of MDT

[0079] The mobile communication system according
to the present embodiment supports Logged MDT which
is one kind of MDT. Although details of the Logged MDT
are described in Non Patent Literature 1, an overview of
the Logged MDT defined in the current specification will
be described.
[0080] In the Logged MDT, the UE 100 in the idle state
performs measurement of a radio environment (for ex-
ample, a reference signal received power (RSRP)) and
a reference signal received quality (RSRQ) according to
configuration (Logged Measurement Configuration) in-
structed from a network, and stores the measurement
result together with location information and time infor-
mation as an MDT measurement log.
[0081] The configuration of the MDT includes various
parameters such as a measurement trigger, a measure-
ment period, and a network time. The measurement trig-
ger is a parameter for designating an event performing
measurement. The measurement period is a parameter
for designating a period until an MDT measurement proc-
ess is finished from the configuration of the MDT is set.
The network time is a parameter serving as a criterion of
the time information.
[0082] Upon receiving the configuration of the MDT
(the Logged Measurement Configuration) from the net-
work in the connected state, the UE 100 sets the meas-
urement period included in the configuration to a Duration
timer within the UE 100 and starts the Duration timer. In
the idle state, when the event designated by the meas-
urement trigger is detected, the UE 100 performs meas-
urement of the radio environment, and stores the MDT
measurement log which includes the measurement re-
sult, the location information, and the time information.
The location information included in the MDT measure-
ment log is information lately acquired within a valid time.
Furthermore, the time information is generated on the
basis of the network time of the measurement parame-
ters. Specifically, the time information includes the net-
work time (a criterion time) included in the configuration
of the MDT and an elapsed time (a relative time) until the
measurement is performed from the network time. Ac-
cordingly, the network can estimate a network time at the

time of the measurement from the network time (the cri-
terion time) and the elapsed time (the relative time).
[0083] When the MDT measurement log is stored, the
UE 100 monitors whether or not a transmission event of
Availability Indicator (notification information) occurs.
The transmission event of the Availability Indicator
means that the UE 100 establishes or re-establishes con-
nection with the network. Specifically, the transmission
event of the Availability Indicator denotes transmission
from the idle state to the connected state (RRC connec-
tion establishment), execution of a handover (RRC con-
nection re-establishment), and a new configuration at an
RRC layer (RRC re-configuration).
[0084] Upon receiving a transmission request of the
MDT measurement log from the network in response to
the Availability Indicator, the UE 100 transmits (reports)
the stored MDT measurement log to the network. If the
eNB 200 or the OAM 400 finds a coverage problem on
the basis of the MDT measurement log acquired in this
way, the eNB 200 or the OAM 400 can perform network
optimization for notifying an operator of the found cover-
age problem or solving the found coverage problem.
[0085] When the Duration described above expires,
the UE 100 starts a 48-hour timer that counts time (48
hours in the specification) for retaining the log. The UE
100 needs to retain the MDT measurement log without
deleting until the 48-hour timer expires. Here, when the
48-hour timer expires without receiving the transmission
request of the MDT measurement log from the network,
the UE 100 may delete the MDT measurement log.

(3) Overview of access procedure to network

[0086] Fig. 6 is a sequence diagram of an access pro-
cedure (RRC connection establishment procedure)
when the UE 100 performs the access to the network
(the eNB 200). Although details of the access procedure
(a random access procedure) are described in, for ex-
ample, TS36.321, an overview thereof will be described
below.
[0087] The access procedure illustrated in Fig. 6 is
started when the UE 100 performs an initial connection
or a re-connection to the network (the eNB 200). Prior to
step S1, the UE 100 establishes the synchronization with
the eNB 200 in the downlink by a cell search, receives
and decodes the broadcast information (MIB and SIB)
from the eNB 200, and starts the random access process
to establish the synchronization in the uplink.
[0088] The RRC connection establishment procedure
is started by requesting an RRC connection establish-
ment from an RRC layer to a MAC layer in UE 100. The
UE 100 starts a timer called as T300 when starting the
RRC connection establishment procedure. The T300 is
a timer defining an upper limit time to continue the RRC
connection establishment procedure.
[0089] As illustrated in Fig. 6, in step S1, the UE 100
transmits a random access preamble to the eNB 200
over a random access channel (RACH). The RACH is
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mapped onto a physical random access channel
(PRACH). Specifically, the eNB 200 transmits informa-
tion about resources (random access resources) availa-
ble for transmission of the random access preamble by
a broadcast (for example, transmits by SIB2), and the
UE 100 transmits the random access preamble by using
a random access resource selected from among the
available random access resources. The random access
resource includes a preamble sequence.
[0090] In step S2, after receiving the random access
preamble from the UE 100, the eNB 200 performs delay
estimation between the UE 100 and the eNB 200 on the
basis of the random access preamble and determines a
resource to be used in step S3. The eNB 200 transmits
a random access response as a response for the random
access preamble to the UE 100 over the DL-SCH. The
random access response includes a timing correction
value based on a result of the delay estimation and the
determined assigned resource information.
[0091] Here, the UE 100 may not always normally re-
ceive the random access response from the eNB 200.
When the random access response from the eNB 200 is
not received within a predetermined time (a time window
width) after the transmission of the random access pre-
amble, that is, when the random access process onto
the eNB 200 fails, the UE 100 reselects the random ac-
cess resource and starts the random access process
(step S1) again. When the random access is started
again, a transmission power of the random access pre-
amble is increased by a predetermined step size. The
transmission of the random access preamble may be per-
formed multiple times, and even when the transmission
of the random access preamble is performed multiple
times, the random access process may not be success-
ful.
[0092] Further, in step S1, when the plurality of UEs
100 transmit the random access preamble by the same
random access resource (the preamble sequence), ac-
cess contention occurs. In such a case, in step S2, since
the plurality of UEs 100 respond to the random access
response transmitted from the eNB 200, a collision oc-
curs. Such access contention is solved by the RRC con-
nection establishment process.
[0093] In step S3, after receiving the random access
response from the eNB 200, the UE 100 transmits a con-
nection establishment request (RRC Connection Re-
quest) to the eNB 200 over the CCCH by using the re-
source indicated by the random access response. The
connection establishment request includes identification
information (a temporary identifier) of the UE 100. Fur-
thermore, the UE 100 transmits the connection estab-
lishment request and starts a timer called TS300.
[0094] In step S4, after receiving the connection es-
tablishment request from the UE 100, the eNB 200 trans-
mits a connection establishment response as a response
for the connection establishment request to the UE 100
over the CCCH. The connection establishment response
is a positive response (RRC Connection Setup) or a neg-

ative response (RRC Connection Reject). The connec-
tion establishment response includes the identification
information of the UE 100 as a transmission destination.
[0095] Upon normally receiving the connection estab-
lishment response (acknowledge or unacknowledged)
from the eNB 200, the UE 100 stops the T300 timer. In
addition, the UE 100 checks whether or not the UE iden-
tification information included in the connection estab-
lishment response matches the UE identification infor-
mation transmitted from the UE 100 in step S3. When
the UE identification information matches each other, the
UE 100 determines that the connection establishment
response is addressed to the UE 100 and the connection
establishment with the eNB 200 is completed.
[0096] In contrast, when the UE identification informa-
tion does not match each other, the UE 100 determines
that the connection establishment response is not ad-
dressed to the UE 100. In such a case, the UE 100 de-
termines that the RRC connection establishment process
fails, reselects the random access resource, and starts
the random access process (step S1) again.
[0097] When the connection establishment response
from the eNB 200 is not received, that is, when the con-
nection establishment response is not received before
the T300 timer expires, the UE 100 determines that the
RRC connection establishment process fails, reselects
the random access resource, and starts the random ac-
cess process (step S1) again.
[0098] Below, the failure of RRC connection establish-
ment procedure mainly refers to the expiry of T300 timer
without stopping it.

(4) Operation according to embodiment

[0099] Hereinafter, the operation of the mobile com-
munication system according to the present embodiment
will be described while focusing on the operation of the
UE 100.
[0100] When the access procedure illustrated in Fig. 6
fails, if the network recognizes information about the ac-
cess failure, by optimizing the parameter of, for example,
the eNB 200, it is possible to reduce the occurrence fre-
quency of the subsequent access failure. However, in
the current specification, as a result of the access failure,
when the UE 100 maintains the idle state, there is a prob-
lem in that the information about the access failure is not
reported to the network.
[0101] Accordingly, when the RRC connection estab-
lishment procedure (access procedure) fails, the UE 100
according to the present embodiment stores a connec-
tion establishment failure log (access failure log) related
to the access failure. Even though the configuration (Con-
figuration) from the network is not performed, if the ac-
cess to the network fails, the UE 100 stores autonomous-
ly the connection establishment failure log. This opera-
tion is different from the MDT that does not store the log
if the configuration from the network is not performed.
[0102] Hereinafter, the storing and reporting of the con-
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nection establishment failure log will be described.

(4.1) Management of memory area

[0103] When the UE 100 stores both the MDT meas-
urement log and the connection establishment failure log,
it is necessary to manage the memory area of the mem-
ory 150 of the UE 100 so that each log can be appropri-
ately stored. In the present embodiment, the processor
160 of the UE 100 reserves a dedicated memory area
for storing the connection establishment failure log. Fur-
ther, the processor 160 stores the connection establish-
ment failure log in the reserved dedicated memory area.
[0104] Fig. 7 is a diagram for describing a method 1 of
managing a memory area according to the present em-
bodiment.
[0105] As illustrated in Fig. 7, the processor 160 re-
serves previously a dedicated memory area 150-2 for
storing the connection establishment failure log in the
memory 150 in addition to a memory area (a predeter-
mined memory area) 150-1 for storing the MDT meas-
urement log. In the specification, a capacity of the mem-
ory area 150-1 for storing the MDT measurement log is
defined as at least 64 kilobytes. The processor 160 stores
the connection establishment failure log in the reserved
dedicated memory area.
[0106] Fig. 8 is a diagram for describing a method 2 of
managing a memory area according to the present em-
bodiment.
[0107] As illustrated in Fig. 8, the processor 160 re-
serves the dedicated memory area 150-2 for storing the
connection establishment failure log within the memory
area 150-1 for storing the MDT measurement log. In such
a case, it is necessary to control the memory area 150-1
so as not to be filled with the MDT measurement log. For
this reason, when a data amount of the MDT measure-
ment log exceeds a threshold value, by not storing the
MDT measurement log subsequent to exceeding the
threshold value, the processor 160 reserves the dedicat-
ed memory area 150-2. Accordingly, it is possible to pre-
viously reserve the dedicated memory area 150-2 within
the memory area 150-1.
[0108] Alternatively, when necessary, the dedicated
memory area 150-2 may temporarily be reserved within
the memory area 150-1. Specifically, when an empty ar-
ea capable of storing the connection establishment fail-
ure log does not exist within the memory area 150-1, the
processor 160 reserves the dedicated memory area
150-2 within the memory area 150-1, by deleting a part
of the MDT measurement log stored within the memory
area 150-1.
[0109] In this way, the UE 100 capable of storing the
MDT measurement log related to the radio environment
measured on the basis of the instruction from the network
and the connection establishment failure log related to
the access failure to the network, reserves the dedicated
memory area 150-2 for storing the connection establish-
ment failure log. The UE 100 stores the connection es-

tablishment failure log in the reserved dedicated memory
area 150-2.
[0110] Accordingly, since the connection establish-
ment failure log and the MDT measurement log can be
separately stored, it is possible to individually transmit
the MDT measurement log and the connection establish-
ment failure log to the network. Thus, the network needs
not to perform a complicate process of distinguishing the
MDT measurement log and the connection establish-
ment failure log to separate them.
[0111] In the method 1 of managing a memory area
illustrated in Fig. 7, since the UE 100 reserves previously
the dedicated memory area 150-2 for storing the connec-
tion establishment failure log separated from the memory
area 150-1 for storing the MDT measurement log, a con-
sumption amount of the memory area of the memory 150
increases, but the connection establishment failure log
can be more securely stored separately from the MDT
measurement log.
[0112] In the method 2 of managing a memory area
illustrated in Fig. 8, since the dedicated memory area
150-2 for storing the connection establishment failure log
is temporarily reserved within the memory area 150-1 for
storing the MDT measurement log, the UE 100 can store
the connection establishment failure log separately from
the MDT measurement log while suppressing the con-
sumption amount of the memory area of the memory 150.

(4.2) Content of connection establishment failure log

[0113] Next, the content of the connection establish-
ment failure log according to the present embodiment
will be described.
[0114] The connection establishment failure log ac-
cording to the present embodiment includes a cell ID of
a cell to which the UE 100 fails to perform RRC connec-
tion establishment (access), the number of transmissions
of the random access preambles, the radio environment
when the UE 100 fails to access (the radio environment
related to the cell to which the UE 100 fails to access),
and a reselection reason of the random access resource.
The connection establishment failure log may further in-
clude time information and location information. Details
of the time information in the connection establishment
failure log will be described below. In addition, the con-
nection establishment failure log may include movement
speed information acquired on the basis of the location
information.
[0115] The "reselection reason of the random access
resource" included in the connection establishment fail-
ure log will be described here. As described above, the
access to the network includes: a random access proc-
ess onto the network; and a connection establishment
process that establishes a connection with the network
after the random access process. The UE 100 capable
of storing the connection establishment failure log related
to the access failure to the network reselects the random
access resource used for the random access process
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whenever the access failure (failure of the random ac-
cess process or failure of the connection establishment
process) occurs.
[0116] The UE 100 stores the connection establish-
ment failure log in association with the reselection of the
random access resource. Specifically, when the random
access resource is reselected at the time of the access
failure, the UE 100 adds information indicating a reason
of the reselection to the connection establishment failure
log for the access failure. In addition, one connection
establishment failure log corresponds to the same ran-
dom access resource and a new connection establish-
ment failure log can be generated whenever the random
access resource is reselected.
[0117] The random access process includes a process
of transmitting the random access preamble to the net-
work from the UE 100 and a process of transmitting the
random access response to the UE 100 from the network.
The connection establishment process includes a proc-
ess of transmitting the connection establishment request
to the network from the UE 100 and a process of trans-
mitting the connection establishment response to the UE
100 from the network.
[0118] The reselection reason of the random access
resource is that for example, the UE 100 does not receive
the random access response, the UE 100 does not re-
ceive the connection establishment response, or the
identification information of the UE 100 is not included in
the connection establishment response received by the
UE 100.
[0119] "The UE 100 does not receive the random ac-
cess response" means that the UE 100 does not receive
the random access response within the time window
width after transmitting the random access preamble.
"The UE 100 does not receive the connection establish-
ment response" means that the UE 100 does not receive
the connection establishment response before the T300
timer expires after transmitting the connection establish-
ment request. "The identification information of the UE
100 is not included in the connection establishment re-
sponse received by the UE 100" means that the UE 100
is not selected as a result of the access contention.
[0120] The access failure due to the reason that the
UE 100 does not receive the random access response
and the access failure due to the reason that the UE 100
does not receive the connection establishment response
can be improved by optimizing the parameter of the eNB
200. Meanwhile, the access failure due to the access
contention is difficult to be improved even by optimizing
the parameter of the eNB 200. Accordingly, the reselec-
tion reason of the random access resource included in
the connection establishment failure log may include only
the reason that "the UE 100 does not receive the random
access response" and the reason that "the UE 100 does
not receive the connection establishment response". Al-
ternatively, the connection establishment failure log for
the access failure due to the access contention may be
deleted.

[0121] In this way, by storing the connection establish-
ment failure log in association with the reselection of the
random access resource, it is possible to effectively store
the connection establishment failure log having high use-
fulness.

(4.3) Time information

[0122] Next, the "time information" included in the con-
nection establishment failure log will be described.
[0123] As described above, in the UE 100 to which the
MDT is configured (Configuration), since the network
time (criterion time) is included in the configuration, the
elapsed time until the measurement is performed from
the network time is counted by the timer and the time
information at the time of measuring is obtained.
[0124] Meanwhile, since the connection establishment
failure log needs to be stored even in the UE 100 to which
the MDT is not configured (Configuration), the network
time as a criterion may not be present in the UE 100. In
such a case, it is difficult to obtain the time information
at the time of the access failure.
[0125] Accordingly, in the present embodiment, the
time information at the time of the access failure is ob-
tained as follows. Fig. 9 is a diagram for describing the
time information according to the present embodiment.
[0126] As illustrated in Fig. 9, in step S11, when the
access failure occurs, the UE 100 starts the timer (here-
inafter, referred to as a "timer for elapsed time") for count-
ing the elapsed time until the connection establishment
failure log is transmitted. In the present embodiment, the
UE 100 needs to retain the connection establishment fail-
ure log without deleting until a value of the timer for
elapsed time reaches a threshold value.
[0127] In step S12, when the connection establishment
failure log is stored and then the transmission event of
the Availability Indicator occurs, the UE 100 transmits
the Availability Indicator indicating that the connection
establishment failure log is stored to the network (the
eNB 200). The transmission event of the Availability In-
dicator of the connection establishment failure log may
be the same as the transmission event of the Availability
Indicator of the MDT measurement log. Further, the UE
100 may generate the elapsed time information indicating
the elapsed time until the connection establishment fail-
ure log is transmitted from the occurrence of the access
failure on the basis of the value of the timer for elapsed
time started in step S11.
[0128] It is described in the assumption that the eNB
200 requests the transmission of the connection estab-
lishment failure log to the UE 100 on the basis of the
Availability Indicator.
[0129] In step S13, the UE 100 transmits the stored
connection establishment failure log to the eNB 200 in
response to the request from the eNB 200. At this time,
the UE 100 transmits the value (the elapsed time infor-
mation) of the timer for elapsed time started in step S11
while being included in the connection establishment fail-
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ure log.
[0130] In step S14, the eNB 200 receives the connec-
tion establishment failure log and the elapsed time infor-
mation from the UE 100 and estimates the network time
corresponding to the occurrence time point of the access
failure on the basis of the elapsed time information and
the network time managed by the network. Specifically,
the eNB 200 estimates the network time corresponding
to the occurrence time point of the access failure by sub-
tracting the elapsed time that is indicated by the elapsed
time information, from the network time at the time point
of receiving the connection establishment failure log and
the elapsed time information from the UE 100. Here, al-
though it has been described that the estimation is per-
formed by eNB 200, the estimation may be performed
by the OAM 400.
[0131] In this way, even when the network time as a
criterion is not present in the UE 100, the network can
estimate the network time corresponding to the occur-
rence time point of the access failure.
[0132] Fig. 9 illustrates a case where the connection
establishment failure log for the access failure at one time
is transmitted to the network. However, when a plurality
of connection establishment failure logs for access failure
occurring multiple times are transmitted all together to
the network, it is necessary to change as follows.
[0133] Specifically, after starting the timer for elapsed
time, when new access failure occurs, the UE 100 stores
a value of the timer for elapsed time at the occurrence
time point of the new access failure.
[0134] For example, when an connection establish-
ment failure log 1 for first access failure is stored and
second access failure occurs, the UE 100 stores a value
(elapsed time information 1) of the timer for elapsed time
at the time point of the second access failure.
[0135] Thereafter, when the connection establishment
failure log 1 for the first access failure and an connection
establishment failure log 2 for the second access failure
are together transmitted to the network, the UE 100 adds
the elapsed time information 1 to the connection estab-
lishment failure log 2 and also adds a value (elapsed time
information 2) of the timer at a current time point to the
connection establishment failure log 1.
[0136] Upon receiving the connection establishment
failure logs 1 and 2, by subtracting the elapsed time in-
formation 2 from the current network time, the network
estimates the network time (network time 1) at the time
point of the access failure corresponding to the connec-
tion establishment failure log 1.
[0137] In addition, by adding the elapsed time informa-
tion 1 to the estimated network time 1, the network esti-
mates the network time (network time 2) at the time of
the access failure corresponding to the connection es-
tablishment failure log 2.
[0138] In this way, even when the multiple times of ac-
cess failure until the log is transmitted occur, the network
time at the time of the access failure can appropriately
be estimated.

(4.4) Method of reporting log

[0139] Next, the transmission of the connection estab-
lishment failure log (that is, log reporting) to the network
will be described.
[0140] In the present embodiment, when the UE 100,
which is capable of storing the MDT measurement log
and the connection establishment failure log, stores at
least one of the MDT measurement log and the connec-
tion establishment failure log, the UE 100 transmits, by
a predetermined trigger, the Availability Indicator (notifi-
cation information) indicating that the log is stored to the
network. The Availability Indicator is configured to be ca-
pable of identifying the type of the log stored by the UE
100. In other words, when the UE 100 stores the con-
nection establishment failure log, the Availability Indica-
tor can indicate that the UE 100 stores the connection
establishment failure log.
[0141] Furthermore, after the notification information
from the UE 100 is received, when the network (the eNB
200) transmits, to the UE 100, a Log Request (request
information) for requesting the transmission of the log on
the basis of the notification information, the Log Request
may be configured to be capable of identifying the type
of the log that requests the transmission.
[0142] Fig. 10 is a sequence diagram of a method 1 of
reporting a log according to the present embodiment.
Hereinafter, it is assumed that the UE 100 stores at least
one of the MDT measurement log and the connection
establishment failure log.
[0143] As illustrated in Fig. 10, in step S111, when the
transmission event of the Availability Indicator in the MDT
occurs, the UE 100 transmits the Availability Indicator to
the eNB 200. The Availability Indicator is configured to
be capable of identifying the type of the log stored by the
UE 100. For example, the Availability Indicator includes
a one-bit flag indicating whether or not the MDT meas-
urement log is present and a one-bit flag indicating wheth-
er or not the connection establishment failure log is
present. Otherwise, the Availability Indicator may be di-
vided into the Availability Indicator indicating whether or
not the MDT measurement log is present and the Avail-
ability Indicator indicating whether or not the connection
establishment failure log is present.
[0144] In this way, in this sequence, a trigger (a pre-
determined trigger) transmitting the Availability Indicator
indicating that the connection establishment failure log
is stored is the same as the transmission event of the
Availability Indicator in the MDT.
[0145] The eNB 200 distinguishes the type of the log
(the MDT measurement log and the connection estab-
lishment failure log) stored by the UE 100 on the basis
of the Availability Indicator received from the UE 100.
The eNB 200 determines whether or not the transmission
of the MDT measurement log is requested and whether
or not the transmission of the connection establishment
failure log is requested. A criterion of the determination
may be manually set by the operator and may be auto-
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matically set by the network depending on the parameter
to be optimized.
[0146] In step S112, the eNB 200 transmits the Log
Request for requesting the transmission of the log to the
UE 100. The Log Request is configured to be capable of
identifying the type of the log that requests the transmis-
sion. For example, the Log Request includes a one-bit
flag indicating whether or not the transmission of the MDT
measurement log is requested and a one-bit flag indicat-
ing whether or not the transmission of the connection
establishment failure log is requested. Alternatively, the
Log Request may be divided into the Log Request indi-
cating whether or not the transmission of the MDT meas-
urement log is requested and the Log Request indicating
whether or not the connection establishment failure log
is present.
[0147] In step S113, the UE 100 transmits the log of
which transmission is requested (the MDT measurement
log or the connection establishment failure log) to the
eNB 200 on the basis of the Log Request received from
the eNB 200.
[0148] In this way, according to the method 1 of report-
ing a log, the network (the eNB 200) can acquire only a
necessary log of the MDT measurement log and the con-
nection establishment failure log.
[0149] Fig. 11 is a sequence diagram of a method 2 of
reporting a log according to the present embodiment. A
difference from the method 1 of reporting a log will be
described.
[0150] As illustrated in Fig. 11, step S121 is the same
as that in the method 1 of reporting a log and step S122
is different from that in the method 1 of reporting a log.
Specifically, in step S122, the eNB 200 requests the
transmission of the log to the UE 100 without distinguish-
ing the MDT measurement log and the connection es-
tablishment failure log. In such a case, in step S123, the
UE 100 transmits all the stored logs to the eNB 200 with-
out distinguishing the MDT measurement log and the
connection establishment failure log.
[0151] In this way, according to the method 2 of report-
ing a log, it is possible to simplify the process as com-
pared to the method 1 of reporting a log.
[0152] Fig. 12 is a sequence diagram of a method 3 of
reporting a log according to the present embodiment.
[0153] As illustrated in Fig. 12, in step S131, the UE
100 transmits the Availability Indicator indicating that the
MDT measurement log is stored to the eNB 200.
[0154] In step S132, the eNB 200 transmits the Log
Request for requesting the transmission of the log to the
UE 100 on the basis of the Availability Indicator from the
UE 100.
[0155] In step S133, the UE 100 transmits the MDT
measurement log to the eNB 200 in response to the Log
Request from the eNB 200. At this time, if the connection
establishment failure log is stored, the UE 100 transmits
the Availability Indicator indicating that the connection
establishment failure log is stored together with the MDT
measurement log to the eNB 200.

[0156] In this way, in this sequence, a trigger (a pre-
determined trigger) transmitting the Availability Indicator
indicating that the connection establishment failure log
is stored means an event that the Log Request is received
by the UE 100 from the network.
[0157] In step S134, the eNB 200 transmits the Log
Request requesting the transmission of the connection
establishment failure log to the UE 100 on the basis of
the Availability Indicator from the UE 100.
[0158] In step S135, the UE 100 transmits the connec-
tion establishment failure log to the eNB 200 in response
to the Log Request from the eNB 200.
[0159] In this way, according to the method 3 of report-
ing a log, it is possible to report the connection establish-
ment failure log by adding some steps to the sequence
of reporting the MDT measurement log.

(5) Other embodiments

[0160] It should not be understood that the present in-
vention is limited to the descriptions and drawings con-
stituting a part of this disclosure. From this disclosure, a
variety of alternate embodiments, examples, and appli-
cable techniques will become apparent to one skilled in
the art.
[0161] In the present embodiment described above,
there has been described a case where the memory area
is divided into the memory area for the MDT measure-
ment log and the memory area for the connection estab-
lishment failure log and the MDT measurement log and
the connection establishment failure log are individually
transmitted to the network. However, the MDT measure-
ment log and the connection establishment failure log
may be stored together, and the MDT measurement log
and the connection establishment failure log may be
transmitted together. Fig. 13 is a diagram for describing
a method of reporting a log according to another embod-
iment. Here, it is assumed that the UE 100 stores at least
one of the MDT measurement log and the connection
establishment failure log. As illustrated in Fig. 13, in step
S201, when the transmission event of the Availability In-
dicator in the MDT occurs, the UE 100 transmits the Avail-
ability Indicator to the eNB 200. In step S202, the eNB
200 transmits the Log Request for requesting the trans-
mission of the log to the UE 100. In step S203, the UE
100 transmits the stored log (the MDT measurement log
or the connection establishment failure log) to the eNB
200 on the basis of the Log Request received from the
eNB 200.
[0162] In addition, in the present embodiment de-
scribed above, although the connection establishment
failure log including the reselection reason of the random
access resource is generated whenever the random ac-
cess resource is reselected, only when the timing notify-
ing the random access problem to the upper layer (that
is, from the layer 2 (MAC) to the layer 3 (RRC)), that is,
the T300 expires, or when the number of the transmission
random access preambles (the number of transmissions
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of the random access preambles) exceeds a threshold
value (that is, "preambleTransMax" corresponding to the
maximum transmittable number of the random access
preambles), the connection establishment failure log in-
cluding the factor (the reselection reason of the random
access resource) causing the random access problem
may be generated. When the number of transmissions
of the random preambles exceeds the threshold value,
information indicating a procedure (for example, ’Ran-
dom Access Response not received’, ’Lost in contention
resolution’, or ’T300 is expired’) at which the number of
transmissions of the random access preambles reaches
the threshold value may be included in the connection
establishment failure log.
[0163] The aforementioned embodiment has been de-
scribed that the UE 100 commonly uses the timer (the
timer for elapsed time) for counting the elapsed time until
the connection establishment failure log is transmitted
from the occurrence time point of the access failure as
the timer for counting the time (the log retention time) for
retaining the connection establishment failure log.
[0164] However, a timer (hereinafter, referred to as a
"timer for log retention time") for counting the time for
retaining the connection establishment failure log (the
log retention time) may be further provided separately
from the timer for elapsed time. When the timer for log
retention time is further provided, the elapsed time from
an occurrence time point of the access failure can be
counted by the timer for elapsed time and the time for
retaining the connection establishment failure log (the
log retention time) can be counted by the timer for log
retention time.
[0165] For example, when the first access failure oc-
curs, the UE 100 starts both the timer for elapsed time
and the timer for log retention time. When the second
access failure occurs, the UE 100 stores the timer value
(the elapsed time) indicated by the timer for elapsed time
and restarts (resets) the timer for log retention time. By
the restarting the timer for log retention time, it is possible
to extend the time (the log retention time) for retaining
the connection establishment failure log along with an
occurrence of new access failure.
[0166] As the timer for log retention time, the 48-hour
timer used in the Logged MDT may be used.

(6) Appendix

[0167] As described above, "Logging of failed RRC
Connection establishments will be supported for LTE and
UMTS, i.e., a log will be created when the RRC connec-
tion establishment procedure fails, without any explicitly
configuration.
[0168] However there are still some FFS issues i.e.,
"the MDT log should allow to distinguish whether the
RACH procedure was not successful or whether T300
expired" and "whether we realize this as a logged MDT
report or as a separate procedure (like RLF reports) ".
Below, the Accessibility measurement will be described

while focusing on the logging and reporting.

(Architecture for Accessibility measurement)

[0169] Accessibility measurement log is created when
the RRC connection establishment procedure fails. It’s
assumed there are various causes for RRC connection
establishment failure. If the failure is due to network con-
gestion or moving out of coverage, it would be difficult
for the UE to quickly reconnect to the E-UTRA network.
Therefore, we think the current Logged MDT report ar-
chitecture is also feasible for Accessibility measurement
and allows enough flexibility for log retrieval.
[0170] Proposal 1: A logged MDT report architecture
should be reused for Accessibility measurement.
[0171] If the Proposal 1 is agreed, the issue of logging
and log indication should also be discussed. If the UE
has an existing Logged MDT configured, it is necessary
to decide whether the Accessibility log should be com-
bined with the log from Logged MDT or whether it should
be a separate log. Since the Accessibility log is created
without explicit configuration, it would be too difficult for
the network to sort out MDT measurements from acces-
sibility info, and there are no clear advantages for having
a combined log. With one combined log it would be more
difficult for the UE to indicate to the network the contents
of the log. To allow for more flexibility at the network, the
UE should send a separate indicator to inform the net-
work of the availability of the Accessibility log.
[0172] Currently the UE is allowed to stop the logging
autonomously in case the log volume exceeds the suit-
able UE memory. If the Accessibility log is combined with
the log from the Logged MDT for idle mode measure-
ments, the Accessibility measurement may also be
stopped. However, we don’t think the accessibility meas-
urement and logging should be stopped just because the
logged MDT is stopped due to memory resource con-
straint since Accessibility measurement log is quite im-
portant for mitigating Accessibility problem. The most
feasible solution therefore is to have separate logs for
the accessibility measurement and Logged MDT meas-
urement.
[0173] Proposal 2: The accessibility measurement and
logging should continue even if the logged MDT is
stopped due to memory resource constraint.
[0174] Proposal 3: The Accessibility measurement re-
sult should be logged separately from the other logs; and
the UE should be allowed to send a new indicator, sep-
arate from the Logged Availability indicator, when Acces-
sibility log is available.
[0175] The memory size to reserve for storing the Ac-
cessibility log should be specified.

(Logging unit of the Accessibility measurement)

[0176] Another open issue concerns the need for the
Accessibility log to distinguish between RACH procedure
failure and T300 expiry. To fully evaluate the Accessibility
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problem, the location, time of problem occurrence and
procedural issues, should all be known to the
NW/RNC/eNB since the optimization process may be dif-
ferent depending on the cause of the failure. The cause
of the Accessibility failure should be stored when the Ac-
cessibility failure occurs.
[0177] In the current specification, the UE can reselect
random access resource when "If no Random Access
Response is received within the RA Response window,
or if none of all received Random Access Responses
contains a Random Access Preamble identifier corre-
sponding to the transmitted Random Access Preamble"
and "if the Contention Resolution is considered not suc-
cessful". Therefore it’s beneficial to the network if the RA
failure attempt is logged for each selected RA Preamble.
[0178] Proposal 4: The RA failure attempt should be
logged for each selected RA Preamble.

(Contents of Accessibility measurement log)

[0179] The collection of information already available
at the network using the current specification should be
excluded from measurements. Logging and reporting of
information related to the failed random access attempts
are useful; however, measurements of successful ac-
cess attempts are not essential and should not be logged
and reported.
[0180] Cell Identification of RA attempts, number of
RACH preambles transmitted and radio measurements
(i.e., Cell measurements that are available at the occur-
rence of the trigger) are useful for optimization and should
be logged by UE. The time of the failed access attempts,
mobility state information and the selected preamble
group may also be of interest for further analysis. Loca-
tion information is also important but we think the GNSS
location information should not be required for accessi-
bility measurement. There may not be enough time to
prime the GNSS receiver to obtain a valid location fix
since RACH transmission isn’t a periodical event. If the
detailed location information is mandated, the UE may
not be able to perform an access attempt until GNSS
location measurement is available or the UE may have
to leave the GNSS receiver on at all times. Since RAN2
has agreed to allow the use E-Cell ID as one of the valid
mechanism for Requested Location Information. E-Cell
ID could be considered as the baseline location meas-
urement mechanism for the Accessibility failure case if
location information is critical.
[0181] Proposal 5: The Accessibility log should include
the Cell Identification of RA attempts, number of RACH
preambles transmitted, radio measurement at the occur-
rence of RA failures and the reason for new RA Resource
selection (e.g., ’Random Access Response not re-
ceived’, ’Lost in contention resolution’, ’T300 is expired’).
[0182] Proposal 6: E-Cell ID should be the considered
as the baseline location measurement mechanism for
Accessibility failure case. Valid GNSS location informa-
tion and/or UE speed information reception point may

also be included in the log. FFS whether the GNSS lo-
cation information is valid is judged based on RAR re-
ception point.

(Consideration of time related issues)

[0183] Whether time stamp of each problem occur-
rence should be added to the accessibility log will be
considered. Currently, the UE’s time stamp is based on
the availability of absolute time provided at MDT config-
uration. However, this is only feasible if the UE is config-
ured with Logged MDT. Accessibility measurement is not
explicitly configured and the UE may not have the abso-
lute time information. This may not be a big issue if the
time between the occurrence of the accessibility problem
and the reporting of the problem is completed is relatively
short. However, there is no guarantee that the time dif-
ference will be short. Due to the accessibility problem it
is actually more likely that this time difference will be long.
Therefore a new mechanism is needed. One feasible op-
tion is to introduce a new timer and stored its timer’s value
in case Accessibility problem occurs.
[0184] Fig. 14 is an example of a solution for time stamp
without the need for absolute time. Fig. 15 is an example
of a solution for time stamp without the need for absolute
time (Timer expired case). As illustrated in Fig. 14, this
example uses a countdown timer with a fixed timer value.
It is also assumed that both the eNB and the UE know
the timer value. This timer can also be reused as a log
retention timer. As illustrated in Fig. 15, at timer expiry,
the UE should consider this Accessibility log as invalid
and remove it from memory.
[0185] In a case where the other option for the coordi-
nation with time information is selected, we should define
some other log retention requirements i.e., there is no
requirement to store non-retrieved data beyond 48 hours,
or there is no requirement to store non-retrieved data
after the 48 hour timer which is counting for the other log
retention time is expired (if 48 hour timer is already run-
ning).
[0186] Proposal 7: The need for time stamp and log
retention timer for the accessibility log should be consid-
ered.

INDUSTRIAL APPLICABILITY

[0187] As described above, the present invention is
useful for mobile communication fields.

Claims

1. A communication control method applied to a mobile
communication system including a user terminal
(100) capable of storing a connection establishment
failure log related to a failure of RRC connection es-
tablishment procedure with a network (10), compris-
ing:
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a step of storing, at the user terminal (100), the
connection establishment failure log if the RRC
connection establishment procedure fails;
a step of timing an elapsed time from an occur-
rence time point of the failure of RRC connection
establishment procedure, by the user terminal
(100);
a step of transmitting, from the user terminal
(100) to the network (10), the connection estab-
lishment failure log including information indicat-
ing the elapsed time.

2. A processor (160) adapted to execute a process of
storing, in a memory (150), a connection establish-
ment failure log related to a failure of RRC connection
establishment procedure with a network (10), the
processor (160) further being adapted to execute the
processes of:

storing, into the memory (150) the connection
establishment failure log if the RRC connection
procedure fails;
timing an elapsed time from an occurrence time
point of the failure of the RRC connection estab-
lishment procedure; and
transmitting, to the network (10), the connection
establishment failure log including information
indicating the elapsed time.

3. A user terminal (100) comprising the processor (160)
of claim 2.

Patentansprüche

1. Kommunikationssteuerungsverfahren, das auf ein
mobiles Kommunikationssystem einschließlich ei-
nes Benutzerterminals (100) angewendet wird, dem
es möglich ist, ein Verbindungsaulbaufehlerproto-
koll in Zusammenhand mit einem Fehler des RRC-
Verbindungsaufbauverfahrens mit einem Netzwerk
(10) zu speichern, umfassend:

einen Schritt zum Speichern des Verbindungs-
aufbaufehlerprotokolls an dem Benutzertermi-
nal (100), wenn das RRC-Verbindungsaufbau-
verfahren fehlschlägt;
einen Schritt zum Messen einer verstrichenen
Zeit ab einem Zeitpunkt des Auftretens des Feh-
lers des RRC-Verbindungsaufbauverfahrens
durch das Benutzerterminal (100);
einen Schritt zum Senden des Verbindungsauf-
baufehlerprotokolls einschließlich Informatio-
nen, die auf die verstrichene Zeit hindeuten, von
dem Benutzerterminal (100) an das Netzwerk
(10).

2. Prozessor (160), der angepasst ist, um einen Vor-

gang eines Speicherns eines Verbindungsaufbau-
fehlerprotokolls in Zusammenhang mit einem Fehler
eines RRC-Verbindungsaufbauverfahrens mit ei-
nem Netzwerk (10) in einem Speicher (150) auszu-
führen, wobei der Prozessor (160) ferner angepasst
ist, um die folgenden Vorgänge auszuführen:

Speichern des Verbindungsaufbaufehlerproto-
kolls in dem Speicher (150), wenn das RRC-
Verbindungsverfahren fehlschlägt;
Messen einer verstrichenen Zeit ab einem Zeit-
punkt des Auftretens des Fehlers des RRC-Ver-
bindungsaufbauverfahrens; und
Senden des Verbindungsaufbaufehlerproto-
kolls einschließlich Informationen, die auf die
verstrichene Zeit hindeuten, an das Netzwerk
(10).

3. Benutzerterminal (100), umfassend den Prozessor
(160) nach Anspruch 2.

Revendications

1. Procédé de commande de communication appliqué
à un système de communication mobile comprenant
un terminal utilisateur (100) capable de stocker un
protocole d’échec d’établissement de connexion lié
à un échec de procédure d’établissement de con-
nexion RRC à un réseau (10) comprenant :

une étape de stockage, au niveau du terminal
utilisateur (100), du protocole d’échec d’établis-
sement de connexion si la procédure d’établis-
sement de connexion RRC échoue ;
une étape de minutage d’un délai écoulé depuis
un point temporel d’apparition de l’échec de la
procédure d’établissement de connexion RRC,
par le terminal utilisateur (100) ;
une étape de transmission, du terminal utilisa-
teur (100) au réseau (10), du protocole d’échec
d’établissement de connexion comprenant des
informations indiquant le délai écoulé.

2. Processeur (160) conçu pour exécuter un processus
de stockage, dans une mémoire (150), d’un proto-
cole d’échec d’établissement de connexion lié à un
échec de procédure d’établissement de connexion
RRC à un réseau (10), le processeur (160) étant en
outre conçu pour exécuter les processus de :

stockage, dans la mémoire (150) du protocole
d’échec d’établissement de connexion si la pro-
cédure de connexion RRC échoue ;
minutage d’un délai écoulé depuis un point tem-
porel d’apparition de l’échec de la procédure
d’établissement de connexion RRC ; et
transmission, au réseau (10), du protocole
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d’échec d’établissement de connexion compre-
nant des informations indiquant le délai écoulé.

3. Terminal utilisateur (100) comprenant le processeur
(160) selon la revendication 2.
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