
JP 2015-518685 A 2015.7.2

(57)【要約】
　デバイス（１０８）と第１のアクセス・ネットワーク
（１０２）との間でデータ接続性を確立するためのデバ
イス、方法及びシステム。その方法は、少なくとも第１
のアクセス・ネットワーク（１０２）に関連した情報を
受信すること（３００）を含む。その情報は、第１のア
クセス・ネットワークが第２のアクセス・ネットワーク
（１０４）への接続を確立して、全てのデータ・トラヒ
ックをデバイス（１０８）から第２のアクセス・ネット
ワーク（１０４）へトンネルさせるように構成されてい
るときの第１の接続形式と、第１のアクセス・ネットワ
ーク（１０２）が第２のアクセス・ネットワーク（１０
４）への接続を確立せず、サービスへの直接アクセスを
与えるように構成されているときの第２の接続性形式と
を含む。第１の接続性形式を支持する第１のアクセス・
ネットワーク（１０２）とのデータ接続性を確立するた
めの要請を受信した（３００）とき、デバイスは、第１
（１０２）と第２（１０４）とのアクセス・ネットワー
クの間の接続を確立するのに用いられる接続性パラメー
タを提供する。
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【特許請求の範囲】
【請求項１】
　無線通信デバイスと第１のアクセス・ネットワークとの間でデータ接続性を確立する方
法であって、この方法は、前記無線通信デバイスにおいて、
　少なくとも第１のアクセス・ネットワークに関連した情報を受信し、この情報は少なく
とも第１のアクセス・ネットワークの接続形式を含み、その接続形式は、第１のアクセス
・ネットワークが第２のアクセス・ネットワークへの接続を確立して、全てのデータ・ト
ラヒックを前記無線通信デバイスから第２のアクセス・ネットワークへトンネルさせるよ
うに構成されているときの第１の接続形式と、第１のアクセス・ネットワークが第２のア
クセス・ネットワークへの接続を確立せず、サービスへの直接アクセスを与えるように構
成されているときの第２の接続性形式とのうちの一方を含み、
　　第１のアクセス・ネットワークとのデータ接続性を確立するための要請を受信し、
　前記受信した情報に基づいて第１のアクセス・ネットワークの接続性形式を判定し、
　第１のアクセス・ネットワークが第１の接続性形式を支持するように構成されていると
の判定に応じて、第１のアクセス・ネットワークへ接続して、第１と第２とのアクセス・
ネットワークの間の接続を確立するのに用いられる接続性パラメータを提供し、
　第１のアクセス・ネットワークが第２の接続性形式を支持するように構成されていると
の判定に応じて、第１のアクセス・ネットワークへ接続して、サービスへの直接アクセス
を与える第１のアクセス・ネットワークに従って構成されることを含む方法。
【請求項２】
　請求項１の方法において、第１のアクセス・ネットワークが第２の接続性形式を支持す
るように構成されているとの判定に応じて、第１のアクセス・ネットワークへ接続して、
第１と第２とのアクセス・ネットワークの間の接続を確立するのに用いられる接続性パラ
メータを提供しない方法。
【請求項３】
　請求項１の方法において、第１のアクセス・ネットワークが第１の接続性形式を支持す
るように構成されているとき、第１のアクセス・ネットワークへの接続の後、前記方法は
更に、
　第１のアクセス・ネットワークにより与えられた局所的サービスへのアクセスを無効に
するように前記無線通信デバイスを更新すること、
　前記無線通信デバイスのユーザーに、第１のアクセス・ネットワークが第１の接続性を
支持するように構成されていることを示す通知を与えること、
　第２のアクセス・ネットワークにより与えられたサービスを有効にすること、及び、
　第２アクセス・ネットワークによりアクセス可能なサービスを有効にすることのうち、
少なくとも一つを含む方法。
【請求項４】
　請求項１の方法において、情報を受信することは、前記無線通信デバイスのために好ま
しいアクセス・ネットワークに関連した情報を受信することを含み、その好ましいアクセ
ス・ネットワークは第１のアクセス・ネットワークを含み、前記情報は、前記好ましいア
クセス・ネットワークの各々の識別と、少なくとも第１のアクセス・ネットワークの前記
接続性形式とを含む方法。
【請求項５】
　請求項４の方法において、情報を受信することは、ＡＮＤＳＦ要素からの第１のアクセ
ス・ネットワークの前記接続性形式を含む情報を受信することを含む方法。
【請求項６】
　請求項１の方法において、情報を受信することは、第１のアクセス・ネットワークの能
力を発見するために開始された発見手順の間に、少なくとも第２のアクセス・ネットワー
クとの第１のアクセス・ネットワークの前記接続性形式を含む第１のアクセス・ネットワ
ークに関連した情報を受信することを含む方法。
【請求項７】
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　請求項６の方法において、前記発見手順はＩＥＥＥ　８０２．１１ｕとＲＦＣ４２８４
との一方によって規定された発見手順である方法。
【請求項８】
　請求項１の方法において、情報を受信することは、第１のアクセス・ネットワークへの
アクセスのために前記無線通信デバイスを認証及び認可するための認証手続きの間の第１
のアクセス・ネットワークの接続性形式を含む情報を受信することを含む方法。
【請求項９】
　請求項８の方法において、前記認証手続きはＥＡＰ型認証手続きである方法。
【請求項１０】
　第１のアクセス・ネットワークとのデータ接続性を確立することができる無線通信デバ
イスであって、
　無線通信を与えるための通信区画と、
　前記通信区画へ接続された処理ユニットとを備え、
　前記無線通信デバイスは、
　　　少なくとも第１のアクセス・ネットワークに関連した情報を受信し、この情報は少
なくとも第１のアクセス・ネットワークの接続性形式を含み、この接続性形式は、第１の
アクセス・ネットワークが第２のアクセス・ネットワークへの接続を確立して、全てのデ
ータ・トラヒックを前記無線通信デバイスから第２のアクセス・ネットワークへトンネル
するように構成されているときの第１の接続形式と、第１のアクセス・ネットワークが第
２のアクセス・ネットワークへの接続を確立せず、サービスへの直接アクセスを与えるよ
うに構成されているときの第２の接続性形式とのうちの一方を含むように構成され、
　前記処理ユニットは、
　　　第１のアクセス・ネットワークとのデータ接続性を確立するための要請を受信し、
　　　前記受信した情報に基づいて第１のアクセス・ネットワークの接続性形式を判定し
、
　　　第１のアクセス・ネットワークが第１の接続性形式を支持するように構成されてい
るとの判定に応じて、第１のアクセス・ネットワークへ接続して、第１と第２とのアクセ
ス・ネットワークの間の接続を確立するのに用いられる接続性パラメータを提供し、
　　　第１のアクセス・ネットワークが第２の接続性形式を支持するように構成されてい
るとの判定に応じて、第１のアクセス・ネットワークへ接続して、サービスへの直接アク
セスを与える第１のアクセス・ネットワークに従って前記無線通信デバイスを構成するよ
うに構成されている無線通信デバイス。
【請求項１１】
　請求項１０の無線通信デバイスにおいて、前記処理ユニットは更に、第１のアクセス・
ネットワークが第２の接続性形式を支持するように構成されているとの判定に応じて、第
１のアクセス・ネットワークに接続して、第１と第２とのアクセス・ネットワークの間の
接続を確立するのに用いられる接続性パラメータを提供しないように構成されている無線
通信デバイス。
【請求項１２】
　請求項１０の無線通信デバイスにおいて、第１のアクセス・ネットワークが第１の接続
性形式を支持するように構成されているとき、第１のアクセス・ネットワークへの接続の
後、前記処理ユニットは更に、
　第１のアクセス・ネットワークにより与えられた局所的サービスへのアクセスを無効に
するように前記無線通信デバイスを更新すること、
　前記無線通信デバイスのユーザーに、第１のアクセス・ネットワークが第１の接続性を
支持するように構成されることを示す通知を与えること、
　第２のアクセス・ネットワークにより与えられたサービスを有効にすること、及び、
　第２アクセス・ネットワークによりアクセス可能なサービスを有効にすることのうち、
少なくとも一つをなすように構成されている無線通信デバイス。
【請求項１３】
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　請求項１０の無線通信デバイスにおいて、受信された情報は、前記無線通信デバイスの
ために好ましいアクセス・ネットワークに関連した情報を含み、その好ましいアクセス・
ネットワークは第１のアクセス・ネットワークを含み、前記情報は、前記好ましいアクセ
ス・ネットワークの各々の識別と、少なくとも第１のアクセス・ネットワークの前記接続
性形式とを含む無線通信デバイス。
【請求項１４】
　請求項１３の無線通信デバイスにおいて、前記受信された情報は、ＡＮＤＳＦ要素から
受信されている無線通信デバイス。
【請求項１５】
　請求項１０の無線通信デバイスにおいて、前記処理ユニットは更に、第１のアクセス・
ネットワークの能力を発見するために発見手順を開始するように構成され、受信された情
報は、前記発見手順の一部として受信された第１のアクセス・ネットワークに関連した情
報を含み、前記受信した情報は、少なくとも第２のアクセス・ネットワークとの第１のア
クセス・ネットワークの前記接続性形式を含む第１のアクセス・ネットワークに関連した
情報を含む無線通信デバイス。
【請求項１６】
　請求項１５の無線通信デバイスにおいて、前記発見手順はＩＥＥＥ　８０２．１１ｕと
ＲＦＣ４２８４との一方によって規定された発見手順である無線通信デバイス。
【請求項１７】
　請求項１０の無線通信デバイスにおいて、前記処理ユニットは更に、第１のアクセス・
ネットワークへのアクセスのために前記無線通信デバイスを認証及び認可するための認証
手続きを引き起こすように構成され、受信された情報は、第１のアクセス・ネットワーク
の接続性形式を含み、かつ、前記認証手続きの一部として受信されている無線通信デバイ
ス。
【請求項１８】
　請求項１７の無線通信デバイスにおいて、前記認証手続きはＥＡＰ型認証手続きである
無線通信デバイス。
【請求項１９】
　請求項１の無線通信デバイスにおいて、前記接続性パラメータは、アクセス・ポイント
名、ＡＰＮ、パケット・データ・プロトコル／パケット・データ・ネットワーク、ＰＤＰ
／ＰＤＮ、形式、取り付け形式、サービスの品位、ＱｏＳのうちの少なくとも一つを含む
無線通信デバイス。
【請求項２０】
　通信システムであって、
　第１のアクセス・ネットワークと、
　第１のアクセス・ネットワークへ通信可能に結合された第２のアクセス・ネットワーク
と、及び、
　第１のアクセス・ネットワークとのデータ接続性を確立することができる無線通信デバ
イスとを備え、
　前記無線通信デバイスは、
　無線通信を与えるための通信区画と、及び、
　前記通信区画へ接続された処理ユニットとを含み、
　前記無線通信デバイスは、
　　　　少なくとも第１のアクセス・ネットワークに関連した情報を受信し、この情報は
少なくとも第１のアクセス・ネットワークの接続性形式を含み、この接続性形式は、第１
のアクセス・ネットワークが第２のアクセス・ネットワークへの接続を確立して、全ての
データ・トラヒックを前記無線通信デバイスから第２のアクセス・ネットワークへトンネ
ルするように構成されているときの第１の接続形式と、第１のアクセス・ネットワークが
第２のアクセス・ネットワークへの接続を確立せず、サービスへの直接アクセスを与える
ように構成されているときの第２の接続性形式とのうちの一方を含むように構成され、
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　前記処理ユニットは、
　　　　第１のアクセス・ネットワークとのデータ接続性を確立するための要請を受信し
、
　　　　前記受信した情報に基づいて第１のアクセス・ネットワークの接続性形式を判定
し、
　　　　第１のアクセス・ネットワークが第１の接続性形式を支持するように構成されて
いるとの判定に応じて、第１のアクセス・ネットワークへ接続して、第１と第２とのアク
セス・ネットワークの間の接続を確立するのに用いられる接続性パラメータを提供し、
　　　　第１のアクセス・ネットワークが第２の接続性形式を支持するように構成されて
いるとの判定に応じて、第１のアクセス・ネットワークへ接続して、サービスへの直接ア
クセスを与える第１のアクセス・ネットワークに従って前記無線通信デバイスを構成する
ように構成されている通信デバイス。
【発明の詳細な説明】
【発明の詳細な説明】
【０００１】
関連出願の相互参照
【０００２】
　この出願は、係属中で共有に係る米国特許出願第１３／２９３３７４号（発明の名称「
ＩＰアクセス上の無線通信デバイスとコア・ネットワークとの間のデータ接続性を確立す
る方法、無線通信デバイス及び通信システム」（“ＭＥＴＨＯＤ　ＦＯＲ　ＥＳＴＡＢＬ
ＩＳＨＩＮＧ　ＤＡＴＡ　ＣＯＮＮＥＣＴＩＶＩＴＹ　ＢＥＴＷＥＥＮ　Ａ　ＷＩＲＥＬ
ＥＳＳ　ＣＯＭＭＵＮＩＣＡＴＩＯＮ　ＤＥＶＩＣＥ　ＡＮＤ　Ａ　ＣＯＲＥ　ＮＥＴＷ
ＯＲＫ　ＯＶＥＲ　ＡＮ　ＩＰ　ＡＣＣＥＳＳ　ＮＥＴＷＯＲＫ，ＷＩＲＥＬＥＳＳ　Ｃ
ＯＭＭＵＮＩＣＡＴＩＯＮ　ＤＥＶＩＣＥ　ＡＮＤ　ＣＯＭＭＵＮＩＣＡＴＩＯＮ　ＳＹ
ＳＴＥＭ”）、出願日２０１１年１１月１１日）に関係している。
　開示事項の分野
【０００３】
　本開示事項は一般に無線通信に関し、更に詳しくは、無線通信デバイスとアクセス・ネ
ットワークとの間の接続性を確立することに関する。
　開示事項の背景
【０００４】
　ロング・ターム・エボルーション（ＬＴＥ）通信規格は、第３世代パートナーシップ・
プロジェクト（３ＧＰＰ）により開発され、最大限の移動性を有する向上したエンド・ユ
ーザー経験を与える。ＬＴＥは、ＩＰに基づくトラヒックを支持して、次世代（Ｅｖｏｌ
ｖｅｄ）パケット・コア（ＥＰＣ）ネットワークと、次世代ＵＭＴＳ地上波無線アクセス
・ネットワーク（Ｅ－ＵＴＲＡＮ）と称される無線アクセス・ネットワークとを介して、
データ接続性をユーザーへ提供する。
【０００５】
　３ＧＰＰ技術仕様ＴＳ　２３．４０２（Ｖｌｌ．１．０）は、非３ＧＰＰアクセス、例
えばＷＬＡＮ、ＷｉＭＡＸなどを用いることにより、ＥＰＣと無線通信デバイス（一般に
ユーザー機器又はＵＥと称される）との間の接続性を提供するためのステージ２技術仕様
を規定する。２０１１年１２月のＴＳ　２３．４０２のリリース　１１は、“３ｒｄ　Ｇ
ｅｎｅｒａｔｉｏｎ　Ｐａｒｔｎｅｒｓｈｉｐ　Ｐｒｏｊｅｃｔ；Ｔｅｃｈｎｉｃａｌ　
Ｓｐｅｃｉｆｉｃａｔｉｏｎ　Ｇｒｏｕｐ　Ｓｅｒｖｉｃｅｓ　ａｎｄ　Ｓｙｓｔｅｍ　
Ａｓｐｅｃｔｓ；Ａｒｃｈｉｔｅｃｔｕｒｅ　ｅｎｈａｎｃｅｍｅｎｔｓ　ｆｏｒ　ｎｏ
ｎ－３ＧＰＰ　ａｃｃｅｓｓｅｓ”と題されている。３ＧＰＰ　ＴＳ２３．４０２は、Ａ
ＮＤＳＦ（Ａｃｃｅｓｓ　Ｎｅｔｗｏｒｋ　Ｄｉｓｃｏｖｅｒｙ＆Ｓｅｌｅｃｔｉｏｎ）
と称される指針基礎を規定し、これは、何れのアクセス・ネットワークがアクセス選択及
び経路目的について最も高い優先度を有するかを複数のＵＥへ知らせるために、複数のＵ
Ｅへアクセス及び経路選択指針を与える。ＡＮＤＳＦが複数のＵＥへ提供することができ
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る指針の形式は、以下に説明する。この説明は、ＴＳ　２３．４０２の条項４．８におけ
る現在のテキストに基づいている。
【０００６】
　Ｉｎｔｅｒ－Ｓｙｓｔｅｍ　Ｍｏｂｉｌｉｔｙ　Ｐｏｌｉｃｙ（ＩＳＭＰ）は、データ
通信のために一つの無線アクセス技術だけを使用することができるＵＥによって適用され
る。例えば、ＵＥは、３ＧＰＰ無線アクセス技術又はＷＬＡＮ無線アクセス技術の何れか
を使用することができるが、その両方を同時に使用することはできない。ＩＳＭＰは、Ｅ
ＰＣへアクセスするために何れの無線アクセス技術が携帯電話事業者によって選ばれるか
を示す。例示的なＩＳＭＰは、「ＷＬＡＮアクセスは、午前８時から午後５時まで選ばれ
る」、又は、「ＵＥがない場所領域Ｙの内側にあるとき、ＳＳＩＤ＝ｘを有するＷＬＡＮ
が選ばれる」ことを示すことがある。ＩＳＭＰには、何時／何処でこの指針が有効である
かを示す特定の状況を有することができることに留意されたい。上述の第１の例において
は、ＩＳＭＰは午前８時と午後５時との間で有効である。ＵＥが、ＥＰＣへのアクセスが
ＷＬＡＮ上で選ばれることを示す有効なＩＳＭＰがあると判定するとき、ＵＥは、利用可
能なＷＬＡＮ（有効ＩＳＭＰについて、任意のＳＳＩＤへ至る、又は、特定のＳＳＩＤへ
至る）を発見して接続せねばならず、次いで、ＷＬＡＮ上でＥＰＣ取り付け手順を実行す
る。次いで、ＵＥは、好ましい無線アクセス・ネットワーク（この例ではＷＬＡＮ）上で
ＥＰＣに接続（取り付け）される。このＥＰＣ取り付け手順は、ＩＳＭＰ指針がＥＰＣへ
取り付けるための好ましい無線アクセス技術を示すので、必要とされる。
【０００７】
　ＴＳ　２３．４０２はＵＥをＥＰＣへ取り付けるための幾つかの方法を規定しており、
例えば所謂Ｓ２ｂインターフェース上の取り付け（第７．２節）、又は所謂Ｓ２ｃインタ
ーフェース上の取り付け（第７．３節）等である。しかしながら、ＷＬＡＮ上でＵＥをＥ
ＰＣへ取り付けることにより用いられる特定の方法は、本開示事項の範囲外である。
【０００８】
　Ｉｎｔｅｒ－Ｓｙｓｔｅｍ　Ｒｏｕｔｉｎｇ　Ｐｏｌｉｃｙ（ＩＳＲＰ）は、複数の無
線アクセス技術上の複数の同時データ接続を有する（又は確立できる）複数のＵＥにより
適用され、例えば、３ＧＰＰ無線アクセス技術上の一つのデータ接続及びＷＬＡＮ無線ア
クセス技術上の他のデータ接続を有する複数のＵＥである。この場合には、ＩＳＲＰは、
どのようにＵＥの出トラヒックが複数の利用可能なデータ接続に亘って経路を定めなけれ
ばならないかを示す。ＩＳＲＰ指針によれば、携帯電話事業者は、（ａ）ユーザー経験が
改善され、及び、（ｂ）３ＧＰＰ無線アクセス・ネットワークが、ＷＬＡＮアクセスを使
用できるトラヒックから解法されるという方式で、ＵＥの経路挙動に影響を及ぼすことが
できる。
【０００９】
　以下のように、ＴＳ　２３．４０２の第４．８節に規定された３種類のＩＳＲＰ指針が
ある。
【００１０】
　ＭＡＰＣＯＮ（マルチ・アクセス・パケット・データ・ネットワーク（ＰＤＮ）接続性
）のためのＩＳＲＰ：これらの指針は、ＵＥが特定のアクセス・ポイント名（ＡＰＮ）へ
のＰＤＮ接続を確立しようとするとき、何れの無線アクセス技術を使用せねばならないか
を示す。例えば、ＭＡＰＣＯＮのためのＩＳＲＰは、「ＡＰＮ＝ｉｎｔｅｒｎｅｔ．ｅｘ
ａｍｐｌｅ．ｃｏｍへのＰＤＮ接続は、ＷＬＡＮアクセス上で確立されなければならない
」、又は、「ＡＰＮ＝ｉｍｓへのＰＤＮ接続は、３ＧＰＰアクセス上で確立されねばない
」ことを示し得る。
好ましい無線アクセス・ネットワーク（ＭＡＰＣＯＮのためのＩＳＲＰに従って）上でＰ
ＤＮ接続を確立する後、ＵＥは、この無線アクセス・ネットワーク上のこのＰＤＮ接続に
関係している全てのトラヒックの経路を定める。特定のＰＤＮ接続に関連するトラヒック
は、特定のアプリケーションによりもたらされる全てのトラヒックであり得る。したがっ
て、例えば、ＵＥはＷＬＡＮ上で特定のＡＰＮへのＰＤＮ接続に関連する全てのトラヒッ
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クの経路を定めることがあり、かつ、３ＧＰＰ無線アクセス・ネットワーク上の他の全て
のトラヒックの経路を定めることがある。
【００１１】
　ＩＦＯＭ（ＩＰ　Ｆｌｏｗ　Ｍｏｂｉｌｉｔｙ）のためのＩＳＲＰ：これらの指針は、
何れの無線アクセス技術を特定のフィルタに遭遇するトラヒックのために使用せねばなら
ないかを示す。例えば、ＩＦＯＭのためのＩＳＲＰは、「送信先ｘ．ｙ．ｚ．ｗへのトラ
ヒックは、ＷＬＡＮアクセスを経由せねばならない」、又は、「送信先ポート５０６０へ
のＵＤＰトラヒックは、３ＧＰＰアクセスを経由せねばならない」、又は、「アプリケー
ションＺからのトラヒックは、午後５時から午前１２時までＷＬＡＮ　ＳＳＩＤ＝Ｙを経
由せねばならない」ことを示し得る。ＵＥが、或るトラヒックが好ましくはＷＬＡＮ上で
経路を定められることを示すＩＦＯＭのための有効なＩＳＲＰがあると判定するとき、Ｕ
Ｅは利用可能なＷＬＡＮ（既に接続されていないならば）を発見して接続し、ＥＰＣ取り
付け手順（既に取り付けられていないならば）を実行し、次いで、このＷＬＡＮ上の指示
されたトラヒックの経路を定めねばならない。次いで、ＵＥは、ＷＬＡＮアクセスと３Ｇ
ＰＰアクセスとの両方でＥＰＣに接続され（取り付けられ）、ＩＦＯＭのための有効なＩ
ＳＲＰに基づいて好ましいアクセスへの出トラヒックの経路を定める。
【００１２】
　ＮＳＷＯ（非シームレスＷＬＡＮオフロード）のためのＩＳＲＰ：これらの指針は、何
れのトラヒックが、ＥＰＣを経由することなく、ＷＬＡＮ無線技術へ直接に経路を定めら
れねばならないかを示す。例えば、ＮＳＷＯのためのＩＳＲＰは、「ポート８０へのＨＴ
ＴＰトラヒックは、非シームレス／オフロードを有するＷＬＡＮアクセス（任意のＳＳＩ
Ｄ）を使用せねばならない」ことを示し得る。非シームレスＷＬＡＮオフロードを使用し
ているトラヒックとは、ＥＰＣを迂回して、ＷＬＡＮネットワークによって直接に経路を
定められるトラヒックを意味する。そのようなトラヒックのために、ＵＥはＥＰＣに取り
付ける必要は無いか、又はＥＰＣへのＰＤＮ接続を確立する必要は無い（前の２つのＩＳ
ＲＰ指針形式の場合のように）。
【００１３】
　以上から、以下の結論を演繹することができる。
【００１４】
　ＵＥが、ＷＬＡＮアクセスが好ましいことを示している有効なＩＳＭＰがあると判定す
るとき、ＵＥはＷＬＡＮへ接続して、次いで、このＷＬＡＮ上でＥＰＣへのＰＤＮ接続（
取り付け）を確立せねばならない。この場合、ＵＥは、ＷＬＡＮが接続性をＥＰＣへ与え
て、局所的サービス、例えば住宅メディア・サーバへのアクセスには、そのようなサービ
スがＥＰＣへの確立したＰＤＮ接続上でアクセス可能ではないので、使用することができ
ないということを知っている。
【００１５】
　ＵＥが、ＷＬＡＮアクセスが特定のＡＰＮへのＰＤＮ接続のために好ましいことを示す
ＭＡＰＣＯＮのための有効なＩＳＲＰがあることを判定し、かつ、ＵＥが、このＡＰＮへ
のＰＤＮ接続が必要である（例えばアプリケーション要請に起因して）と判定するとき、
ＵＥはＷＬＡＮに接続して、次いで、このＷＬＡＮ上でＥＰＣへのＰＤＮ接続を確立せね
ばならない。この場合、ＵＥは、ＷＬＡＮが接続性をＥＰＣへ与えて、局所的サービス、
例えば住宅メディア・サーバへのアクセスには、そのようなサービスがＥＰＣへの確立し
たＰＤＮ接続上でアクセス可能ではないので、使用することができないということを知っ
ている。
【００１６】
　ＷＬＡＮアクセスが特定のトラヒックのために好ましいことを示しているＩＦＯＭのた
めの有効なＩＳＲＰがあるとＵＥが判定するとき、ＵＥはＷＬＡＮに接続して、次いで、
このＷＬＡＮ上でＥＰＣへのＰＤＮ接続を確立せねばならない。この場合、ＵＥは、ＷＬ
ＡＮがＥＰＣへ接続性を与えて、局所サービス、例えば住宅メディア・サーバへのアクセ
スはＥＰＣへの確立したＰＤＮ接続についてアクセスできないので、ＷＬＡＮはそのよう
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なサービスのために使用することができないことを知っている。
【００１７】
　ＵＥが、ＷＬＡＮアクセスが特定のトラヒックのために好ましいことを示しているＮＳ
ＷＯのための有効なＩＳＲＰがあると判定するとき、ＵＥはＷＬＡＮへ接続せねばならな
いが、このＷＬＡＮ上でＥＰＣへのＰＤＮ接続を確立してはならない。この場合、ＵＥは
、ＷＬＡＮがＥＰＣへのアクセスを与えず、局所的サービス、例えば住宅メディア・サー
バへのアクセスのために使用できることを知っている。
【００１８】
　上述の全ての場合において、ＵＥは、それが接続されているＷＬＡＮにより与えられた
接続性の形式を知っており、それに応じてその挙動を調整することができる。例えば、Ｕ
Ｅは、ＷＬＡＮがＥＰＣ接続性（確立されたＰＤＮ接続を通じて）を与えるとき、ＵＥは
デジタル・リビング・ネットワーク・アライアンス（ＤＬＮＡ）サービス又は他の局所的
サービスを無効にすることができる。しかしながら、ＵＥがＷＬＡＮネットワークにより
与えられる接続性の形式を知らない状況があり、これは幾つかの問題を引き起こしてしま
う。
【００１９】
　３ＧＰＰ専門調査委員会ＳＡ２は、最近“Ｓ２ａ　Ｍｏｂｉｌｉｔｙ　ｂａｓｅｄ　Ｏ
ｎ　ＧＴＰ＆ＷＬＡＮ　ａｃｃｅｓｓ　ｔｏ　ＥＰＣ”（略してＳａＭＯＧ）と称される
新たな作業アイテムに取り込んでおり、これは（ａ）ＥＰＣへの接続性を与える信頼され
たアクセス・ネットワークと考えられるＷＬＡＮを有効にし、（ｂ）ＷＬＡＮとＥＰＣと
の間で汎用パケット無線サービス（ＧＰＲＳ）トンネリング・プロトコル（ＧＴＰ）接続
性を与える。３ＧＰＰの対応する研究の結果は、３ＧＰＰ技術レポートＴＲ　２３．８５
２（Ｖｌ．０．０）に文書化されている。この新たな作業アイテムの状況では、ＷＬＡＮ
を介する新たな接続性が規定されている（一般に「ＳａＭＯＧ接続性」と称される）。
これは、図１に概略的に図解される。例えば、ＵＥがＮＳＷＯのためのＩＳＲＰが有効に
なったと判定し、又は、他の実施例に特有のトリガー、例えばユーザーが家に到着して、
ＵＥ１０８が常に家庭ＷＬＡＮ（それが利用可能なとき）に接続するように構成されてい
るので、ＵＥ１０８はＷＬＡＮ接続を確立する。ＷＬＡＮアクセス・ネットワーク１０２
に接続した後、ＷＬＡＮアクセス・ネットワーク１０２は非シームレス・オフロードのた
めに使用されるように意図されているので（即ち、ＥＰＣ１０４を迂回するため）、ＵＥ
１０８はＥＰＣ１０４への何らのＰＤＮ接続を確立しない。従って、ＵＥ１０８は、あた
かもＷＬＡＮアクセス・ネットワーク１０２がＥＰＣ　１０４にトラヒックを送らないよ
うに、かつ、あたかもＷＬＡＮ　１０２が局所的サービス１１０（例えば住宅ネットワー
クにおけるサービス）へのアクセス、並びに外部データ・ネットワーク（例えばインター
ネット１１３）への直接アクセスに与えることができるように作動する。しかしながら、
ＷＬＡＮ　１０２が（例えば管理手段により）所謂ＳａＭＯＧ形式の接続性を与えるよう
に構成されているならば、ＷＬＡＮ　１０２はＥＰＣ　１０４への接続性を確立し（例え
ばＧＴＰ又はプロキシ　モバイル　ＩＰ（ＰＭＩＰ）トンネルを介して）、ＵＥ　１０８
からの全てのトラヒックをＥＰＣ　１０４へ進める。これは、ＵＥ　１０８に対して透過
的である。
【００２０】
　ＷＬＡＮ　１０２がＳａＭＯＧ接続性を与えるように構成されているが、これをＵＥ　
１０８が知らないとき（即ち、ＵＥが、あたかもＷＬＡＮ　１０２が非シームレス・オフ
ロードを与えて、ＥＰＣ１０４を迂回するように作動するとき）、“Ｃｏｎｓｉｄｅｒａ
ｔｉｏｎｓ　ｆｏｒ　Ｄｅｐｌｏｙｍｅｎｔｓ　ｗｉｔｈｏｕｔ　ＵＥ　Ｉｍｐａｃｔ”
と題された文書Ｓ２―１１５００８に説明されたように、幾つかの問題が生じてしまう。
例えば、以下の通りである。
【００２１】
　ユーザーが局所的サービス、例えばファイル・サーバ、プリントサーバ、ＤＬＮＡメデ
ィア・サーバなどにアクセスするのに慣れている企業内の局所的サービス又は資源及び／
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又は住宅ＷＬＡＮにユーザーが接続できないことにより、ユーザー経験は影響を受ける。
【００２２】
　ユーザーは、均一な請求又は無料の接続性さえ与えるＷＬＡＮ内でデータ・トラフィッ
クが完全に取り扱われるという印象の下に存するが、実際には、データ・トラフィックは
ＥＰＣを経由して、データ・ボリュームに基づいてより高い率で請求され得る。
【００２３】
　インターネット接続性は、ＥＰＣがＧＴＰ／ＰＭＩＰトンネルからインターネットへの
到来データを防ぐならば、ＳａＭＯＧのためのデフォルトＡＰＮがインターネット接続を
与えない限り、可能ではない。
【００２４】
　ＵＥは、ＤＬＮＡに基づくサービスのような局所的サービスを有効にしようと試み（Ｕ
Ｅのトラヒックの全てがＥＰＣへ経路を定められるので成功はしない）、これは不必要な
バッテリの消費をもたらす。
【００２５】
　上述の問題に加えて、ＵＥが、ＷＬＡＮがＳａＭＯＧ接続性を与えることを知らないと
き、これはＷＬＡＮとＥＰＣとの間のＧＴＰ／ＰＭＩＰトンネルの確立のために要求され
る必須の接続性パラメータをＷＬＡＮへ与えない。そのような接続性パラメータは、以下
を含む。
【００２６】
　アクセス・ポイント名（ＡＰＮ）パラメータであって、これは、ＵＥが接続を望むサー
ビス又はパケット・データ・ネットワーク（例えばインターネット、ＩＭＳなど）を示す
。
【００２７】
　パケット・データ・プロトコル／パケット・データ・ネットワーク（ＰＤＰ／ＰＤＮ）
形式パラメータであって、これは、ＵＥにより要求された接続性の形式、例えば、ＩＰｖ
４、ＩＰｖ６、又は両方を示すので、ＥＰＣは、如何なるＩＰアドレスがＵＥへ割り当て
られたかを知る。
【００２８】
　取り付けtypeパラメータであって、これは、ＵＥ取り付けが、標準サービス（「初期取
り付け」のための、又は、緊急サービス（「緊急取り付け」）又は、例えばＵＴＲＡＮ又
はＷＬＡＮからの既存のＰＤＰ／ＰＤＮ接続上で受け渡す（「受け渡し取り付け」）ため
の新たなＰＤＰ／ＰＤＮ接続を形成するためのものであるか否かを示す。
【００２９】
　したがって、ＵＥにはＷＬＡＮがＳａＭＯＧ接続性を与えるか否かを判定する必要が存
在する。
【図面の簡単な説明】
【００３０】
　ここで、本開示事項の異なる態様による無線通信デバイス、通信システム、並びに無線
通信デバイスと第１のアクセス・ネットワークと間のデータ接続性を確立するための方法
について、単なる例示として、添付図面を参照して説明する。
【００３１】
【図１】図１は通信システムのブロック概略図である。
【００３２】
【図２】図２は本開示事項の例示的実施形態による無線通信デバイスのブロック概略図で
ある。
【００３３】
【図３】図３は、本開示事項の実施形態により無線通信デバイスと第１のアクセス・ネッ
トワークとの間でデータ接続性を確立する例示的法を示すフロー図である。
【００３４】
【図４】図４は、本開示事項による第１のアクセス・ネットワークの接続性形式を特定す
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る無線通信デバイスへ情報を与える例示的機構を示す通信システムのブロック概略図であ
る。
【００３５】
【図５】図５は、本開示事項の例示的実施形態により第１のアクセス・ネットワーク上で
無線通信デバイスと第２のアクセス・ネットワークとの間の認証のための例示的メッセー
ジ・フローを示す図である。
【００３６】
詳細な説明
　本開示事項はＬＴＥ通信システム及び無線通信デバイスとＷＬＡＮアクセス・ネットワ
ークとの間のデータ接続性確立を参照して説明され、そのＷＬＡＮアクセス・ネットワー
クは、ＬＴＥ通信システム（即ち、次世代パケット・コア（ＥＰＣ））のコア・ネットワ
ークへの接続を確立して、無線通信デバイスからＥＰＣへの全てのデータ・トラヒックを
トンネルさせるように構成し得る。しかしながら、本開示事項は、ＷＬＡＮ以外の第１の
アクセス・ネットワーク、例えばＷｉＭＡＸ又はブルートゥース・アクセス・ネットワー
ク又は他のＩＰアクセス・ネットワーク（これは無線通信デバイスからＥＰＣへのトラヒ
ックをトンネルさせるように構成されている）へ適用され得ることに留意されたい。さら
に、本開示事項は、ＬＴＥ通信システムのＥＰＣ以外の第２のアクセス・ネットワーク、
例えばＧＰＲＳ又はＵＭＴＳ通信システム又は他の３ＧＰＰ２パケット通信システムのパ
ケット切り換え領域、又はＩＳＰ、又は任意の相互作用アクセス・ネットワーク、へ適合
し得る。コア・ネットワーク（ＥＰＣ）及びＷＬＡＮアクセス・ネットワークに関して本
開示事項を説明することによって、それは本開示事項を如何なる方式であれ限定すること
を意図するものではない。
【００３７】
　本開示事項による無線通信デバイスは、携帯若しくは移動電話、パーソナル・デジタル
・アシスタント（ＰＤＡ）、無線ビデオ又はマルチメディア・デバイス、ポータブル・コ
ンピュータ、ネットブック、タブレット・デバイス、埋設通信・プロセッサ又は同様な無
線通信デバイスであることがある。以下の説明においては、通信デバイスは一般に、ユー
ザー機器（ＵＥ）と呼ばれるが、これは本開示事項を何らかの特定の種類の無線通信デバ
イスに限定することを意図するものではない。
【００３８】
　本開示事項による通信システムの例は、図１に示される通信システムである。図１を参
照して上述したように、通信システムは、３ＧＰＰコア・ネットワーク（ＥＰＣ　１０４
）及びＥＰＣ１０４へ通信的に結合された３ＧＰＰアクセス・ネットワーク１０６（ＬＴ
Ｅ通信システムのためのＥ－ＵＴＲＡＮ）を含む３ＧＰＰ通信システム１０１（ＬＴＥ通
信システム）と、ＥＰＣ１０４へ（例えば、インターフェースＳＴａ及びＳ２ａを介して
）通信的に結合されたＷＬＡＮアクセス・ネットワーク１０２と、ＵＥ１０８とからなる
。ここには複数のＵＥがあり、単純化のためにその一つのみが図示されていることに留意
されたい。
【００３９】
　ＥＰＣ　１０４はアクセス・ネットワーク発見及び選択機能（Ａｃｃｅｓｓ　Ｎｅｔｗ
ｏｒｋ　Ｄｉｓｃｏｖｅｒｙ　＆　Ｓｅｌｅｃｔｉｏｎ　Ｆｕｎｃｔｉｏｎ）（ＡＮＤＳ
Ｆ）１０５のような要素と、図１には図示されていないが、認証、認可及びアカウンティ
ング（ＡＡＡ）サーバ、家庭位置レジスタ／家庭加入者サーバ（Ｈｏｍｅ　Ｌｏｃａｔｉ
ｏｎ　Ｒｅｇｉｓｔｅｒ／Ｈｏｍｅ　Ｓｕｂｓｃｒｉｂｅｒ　Ｓｅｒｖｅｒ）（ＨＬＲ／
ＨＳＳ）、少なくとも一つのＰＤＮ―ＧＷ（これらは外部データ・ネットワーク１１２、
例えばインターネット、又はＭＭＳサービスを提供するネットワークへの接続性を与える
）を含む。ＡＮＤＳＦ要素１０５の機能は、複数のＵＥを支援して非３ＧＰＰアクセス・
ネットワーク、例えばＷＬＡＮ又はＷｉＭＡＸを発見し、これは３ＧＰＰアクセス・ネッ
トワークに加えて、データ通信のために使用することができ、複数のＵＥに、これらのネ
ットワークへの接続規制規則を与える。ＬＴＥ通信システムの構造は、当技術分野で周知
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である。
【００４０】
　ＷＬＡＮアクセス・ネットワーク１０２は、３ＧＰＰ通信システム１０１とは異なる管
理領域（例えば異なるオペレーターによって管理される）にあることもあれば、ないこと
もある。
【００４１】
　ＷＬＡＮアクセス・ネットワーク１０２は、特定の接続性形式を与えるか若しくは支持
するように構成されている。ＷＬＡＮが第２のアクセス・ネットワークへの接続を確立し
て、ＵＥからの全てのデータ・トラヒックを第２のアクセス・ネットワーク（例えば第２
のアクセス・ネットワークのコア・ネットワーク）へトンネルさせるように構成されてい
るとき、ＷＬＡＮアクセス・ネットワークは、第１の接続性形式を支持するように構成さ
れている。図１の構成要素を参照すると、ＷＬＡＮアクセス・ネットワーク１０２がＬＴ
Ｅ通信システム１０１のＥＰＣ１０４への接続を確立して、ＵＥ１０８からの全てのデー
タ・トラヒックをＥＰＣ１０４へトンネルさせるとき、ＷＬＡＮアクセス・ネットワーク
１０２は第１の接続性形式がある。序文の説明を参照すると、第１の接続性形式は、「Ｓ
ａＭＯＧ接続性」として考えられ得る。ＷＬＡＮが第２のアクセス・ネットワーク（例え
ばＥＰＣ　１０４）への接続を確立せず、直接のアクセスをサービスに与える、例えば企
業又は住宅サービスのような局所サービス１１０への直接アクセス及び／又はインターネ
ット１１３などの外部データ・ネットワークへの直接アクセスを与えるように構成されて
いるとき、ＷＬＡＮアクセス・ネットワークは第２の接続性形式を支持するように構成さ
れる。
【００４２】
　局所的サービス１１０は、ＷＬＡＮ　１０２を介して、かつ、第２の無線アクセス・ネ
ットワークを使用することなくアクセスされる任意のサービスを含む。ＷＬＡＮアクセス
・ネットワーク１０２の位置とＷＬＡＮアクセス・ネットワーク１０２に接続された資源
とに依存して、局所的サービス１１０は、住宅メディア・サーバ、ファイル・サーバ、プ
リント・サーバ、ＤＬＮＡメディア・サーバ、プライベート・ウェブ・サーバ又はインタ
ーネットへの接続のためのモデムへのアクセスを含み得る。
【００４３】
　ＷＬＡＮアクセス・ネットワークの接続性形式は、特定の加入者（ＵＥ）がＷＬＡＮに
取り付けられて、この加入者からの全てのトラヒック・データを第２のアクセス・ネット
ワークへトンネルさせる（即ち、ＷＬＡＮアクセス・ネットワークを第１の接続性形式を
支持するように構成する）ときに、第２のアクセス・ネットワークへの接続性を確立する
か、又は第２のアクセス・ネットワークへの接続性、かつ、局所的サービス及び外部デー
タ・ネットワークへの直接アクセスを確立しない（即ち、ＷＬＡＮアクセス・ネットワー
クを第２の接続性形式を支持するように構成する）かの何れかにＷＬＡＮを構成するＷＬ
ＡＮオペレーターにより判定される。後者の場合は、今日では最も一般的に用いられてい
る。ＷＬＡＮと第２のアクセス・ネットワークが管理上で異なる領域に属しているとき、
ＷＬＡＮと第２のアクセス・ネットワークとの間の接続性は２人のオペレーターの間のビ
ジネス協定によって管理される。ＷＬＡＮアクセス・ネットワークの接続性形式は、いつ
でもＷＬＡＮオペレーターによって変更し得る（例えばＷＬＡＮオペレーターと第２のア
クセス・ネットワークのオペレーターとの間にビジネス協定における変更があるとき）。
ＷＬＡＮアクセス・ネットワークの接続性形式は、例えばＷＬＡＮアクセス・ネットワー
クでプロトコル／指針を変更することによって変更し得る。
【００４４】
　図２は、本開示事項の例示的実施形態による無線通信デバイス、例えば図１に示される
ＵＥ　１０８のブロック図である。当業者には明らかなように、図２はこの中の本開示事
項の理解のために必要である例示的なＵＥ　１０８の主要な機能的構成要素のみを示す。
【００４５】
　ＵＥ　１０８は、ＵＥ　１０８のための操作上の処理を実行するための処理ユニット２
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０２から成る。このＵＥ　１０８は、例えば、ＬＴＥ通信システム１０１のＥ－ＵＴＲＡ
Ｎ（図示せず）のｅＮｏｄｅＢ（図示せず）又はＷＬＡＮアクセス・ネットワーク１０２
のアクセス・ポイント又はノード（図示せず）を有する無線通信リンクを介する無線通信
を与えるための通信区画２０４も有する。通信区画２０４は、ＵＥ　１０８のＬＴＥ無線
アクセス・インターフェースの部分である要素と、ＵＥ　１０８のＷＬＡＮ無線アクセス
・インターフェースの部分である要素とから成ることがある。この通信区画２０４は、代
表的には、例えば、少なくとも一つのアンテナ２０８、受信機（図示せず）及び送信機（
図示せず）、少なくとも一つの変調／復調区画（図示せず）、及び少なくとも一つの符号
化／復号化区画（図示せず）を含み、これは当業者には公知であるので、ここでは更なる
説明はしない。通信区画２０４は、ＬＴＥ無線アクセス・インターフェースのための要素
の１セット及びＷＬＡＮアクセス・インターフェースのための要素の１セットを含むこと
があり、又は、インターフェースは要素を共有することがある。通信区画２０４は、処理
ユニット２０２に接続されている。
【００４６】
　ＵＥ　１０８は、モバイル機器とＵＥ　１０８のユーザーとの間のインターフェースを
与えるためにマン・マシン・インターフェース　ＭＭＩ２１２も有し、これは、キーパッ
ド、マイクロフォン、スピーカー、表示スクリーン（全て図示せず）などの要素を含む。
ＭＭＩ　２１２も処理ユニット２０２へ接続されている。
【００４７】
　処理ユニット２０２は、単独のプロセッサである場合もあり、ＵＥ　１０８の操作のた
めに必要とされる全ての処理を実行する二つ以上のプロセッサから成ることもある。プロ
セッサの個数及び処理ユニットへの処理機能の配分は、当業者の設計選択の問題である。
ＵＥ　１０８は、プログラム・メモリ２１４も有し、これには、処理ユニット２０２によ
るＵＥ　１０８の操作のためのプロセッサ指令を包含するプログラムが記憶されている。
このプログラムは、多数の異なるプログラム要素又は様々な異なるタスクのためのプロセ
ッサ指令を包含するサブルーチンを包含することがあり、これは例えば、ＭＭＩ　２１２
を介するユーザーとの通信、ＥＵＴＲＡＮ（図示せず）及びＷＬＡＮアクセス・ネットワ
ーク１０２から受信された信号メッセージ（例えば、ページング信号）の処理、及び近隣
のカバレージ領域測定の実行である。プログラム・メモリ２１４に記憶された特定のプロ
グラム要素は、要請されたデータ接続性を確立するために必須の接続性パラメータを与え
るための接続性パラメータ要素２１６を含む。接続性パラメータ要素２１６の操作は、以
下に更に詳細に説明される。
【００４８】
　ＵＥ　１０８は、情報を記憶するためのメモリ２１８を更に含み得る。メモリ２１８は
図２には処理ユニット２０２の一部として示されているが、それに代えて、別々である場
合もある。
【００４９】
　ここで図３を参照すると、本開示事項の例示的実施形態による無線通信デバイス（例え
ば図１のＵＥ　１０８）と第１のアクセス・ネットワーク（例えば図１のＷＬＡＮアクセ
ス・ネットワーク１０２）との間でデータ接続性を確立するための方法のステップが示さ
れている。この方法は、例示として、図１の通信システム１００及び図２のＵＥ１０８を
参照して説明される。本発明は図１を参照して図示及び説明されたネットワークの特定の
形式に限定することを意図するものではない。
【００５０】
　ステップ３００において、ＵＥ　１０８は、少なくともＷＬＡＮアクセス・ネットワー
ク１０２に関連した情報を受信する。この情報は、少なくともＷＬＡＮアクセス・ネット
ワーク１０２の接続性形式を含む。上述に示されるように、ＷＬＡＮアクセス・ネットワ
ーク１０２は第１の接続性形式（例えばＳａＭＯＧ接続性）又は第２の接続性形式を提供
するように構成し得る。情報はＵＥ　１０８によって受信されて、メモリ（例えばメモリ
２１８）に記憶されて、次いで処理ユニット２０２の制御の下に後続の処理のためメモリ
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から取り出し得る。これに代えて、処理ユニット２０２の制御の下に、情報が受信されて
同時に処理し得る。
【００５１】
　例示的構成においては、ＵＥ　１０８は、このＵＥ　１０８のために好ましいアクセス
・ネットワークに関連した情報を受信する。この情報は、好ましいアクセス・ネットワー
クの特定及び好ましいアクセス・ネットワークの各々の接続性形式を含む。好ましいアク
セス・ネットワークは、ＷＬＡＮアクセス・ネットワーク１０２を含む。好ましいアクセ
ス・ネットワークに関する情報は、
例えば、ＥＰＣ　１０４のＡＮＤＳＦ要素１０５又は他のアクセス・ネットワーク（例え
ばＵＥ　１０８の家庭ＰＬＭＮ）のＡＮＤＳＦ要素により提供され得る。
【００５２】
　代替的な例示的構成においては、ＵＥ　１０８はＷＬＡＮアクセス・ネットワーク１０
２に関連した情報を受信することがあり、これは、ＷＬＡＮアクセス・ネットワーク１０
２の能力を発見するために開始される発見手順の間、ＷＬＡＮアクセス・ネットワーク１
０２の接続性形式を示す。発見の手順は、ＩＥＥＥ　８０２．ｌｌｕ（ＩＥＥＥ　８０２
．ｌｌｕ：Ａｎ　ａｍｅｎｄｍｅｎｔ　ｔｏ　ｔｈｅ　ＩＥＥＥ８０２．１１－２００７
：“Ｐａｒｔ　１１：　Ｗｉｒｅｌｅｓｓ　ＬＡＮ　Ｍｅｄｉｕｍ　Ａｃｃｅｓｓ　Ｃｏ
ｎｔｒｏｌ（ＭＡＣ）ａｎｄ　Ｐｈｙｓｉｃａｌ　Ｌａｙｅｒ　（ＰＨＹ）　Ｓｐｅｃｉ
ｆｉｃａｔｉｏｎｓ”（ＩＥＥＥ８０２．１１－２００７への改訂：「第１１部：無線Ｌ
ＡＮ媒体アクセス制御（ＭＡＣ）及び物理層仕様」）、２００７年６月）に規定された発
見手順である場合があり、又はＵＥは、ＵＥはＲＦＣ　４２８４（ＲＦＣ４２８４：Ｉｄ
ｅｎｔｉｔｙ　Ｓｅｌｅｃｔｉｏｎ　Ｈｉｎｔｓ　ｆｏｒ　ｔｈｅ　Ｅｘｔｅｎｓｉｂｌ
ｅ　Ａｕｔｈｅｎｔｉｃａｔｉｏｎ　Ｐｒｏｔｏｃｏｌ（ＥＡＰ）（拡張認証プロトコル
（ＥＡＰ）のための識別選択ヒント）、２００６年１月）に規定されたた拡張認証プロト
コルＥＡＰ型手順を使用することができる。
【００５３】
　他の代替的な例示的構成においては、ＵＥ１０８は、ＷＬＡＮアクセス・ネットワーク
１０２に関連した情報を受信することがあり、これは、ＷＬＡＮアクセス・ネットワーク
１０２へのアクセスのためにＵＥ　１０８を認証及び認可する認証手続きの間に、ＷＬＡ
Ｎアクセス・ネットワーク１０２の接続性形式を示す。例えば、ＷＬＡＮアクセス・ネッ
トワーク１０２の接続性形式は、ＵＥ　１０８の拡張認証プロトコルの間、例えばＥＡＰ
－ＡＫＡ又はＥＡＰ－ＳＩＭ認証の間、ＵＥ　１０８に提供し得る。
【００５４】
　更に他の代替的なの例示的構成では、ＵＥ　１０８は、少なくともＷＬＡＮアクセス・
ネットワーク１０２に関連した情報を受信することがあり、これはＵＥ　１０８の静的構
成の間（例えば製造時又はその後、ＵＥが、ＵＥをコンピュータへ接続することにより、
又は、ユーザー構成により、更新されるとき）にＷＬＡＮアクセス・ネットワーク１０２
の接続性を示す。
【００５５】
　ＵＥ　１０８がＷＬＡＮアクセス・ネットワーク１０２の接続性形式を与える例示的構
成の更なる詳細は、以下に与えられる。
【００５６】
　ステップ３０２において、ＷＬＡＮアクセス・ネットワーク１０２とのデータ接続性を
確立する要請は、ＵＥ　１０８において受信される。この要請は、ＵＥ　１０８のユーザ
ーからの要請（例えばＭＭＩ　２１２によるユーザー入力）であることもあり、又は、Ｕ
Ｅ　１０８上で実行されるアプリケーションからの要請であることもある。ＵＥ　１０８
は（例えば処理ユニット２０２により）、ステップ３０４において、受信した情報におい
て指定された接続性形式に基づくＷＬＡＮアクセス・ネットワーク１０２の接続性形式を
判定する。
【００５７】
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　ＷＬＡＮアクセス・ネットワーク１０２が受信した情報から第１の接続性形式を与える
ように構成されたという判定に応じて（ステップ３０５）、ＵＥ　１０８は（例えば処理
ユニット２０２により）ＷＬＡＮアクセス・ネットワーク１０２に接続して（ステップ３
０６）、ＵＥ　１０８とＥＰＣ　１０４との接続を確立するために用いられる接続性パラ
メータを与えて、ＵＥ　１０８とＥＰＣ　１０４との間で要請されたデータ接続性を与え
る。
【００５８】
　ＵＥ　１０８は（例えば接続性パラメータ要素２１６の管理の下の処理ユニット２０２
により）、ＷＬＡＮアクセス・ネットワーク１０２と第２のアクセス・ネットワーク（例
えばＥＰＣ　１０４）との間のデータ接続性を確立するために必要とされる接続性パラメ
ータ若しくはデータを提供又は判定する。必須の接続性パラメータは以下を含み得る。
【００５９】
　アクセス・ポイント名（ＡＰＮ）は、ＵＥが接続を望むサービス又はパケット・データ
・ネットワークを示す。
【００６０】
　パケット・データ・プロコトル又はパケット・データ・ネットワーク（ＰＤＰ／ＰＤＮ
）形式は、ＵＥにより要請された接続性の形式、例えば、ＩＰｖ４、ＩＰｖ６、又はその
両方を示すので、ＥＰＣは、如何なるＩＰアドレスをＵＥへ割り当てるべきかを知ってい
る。
【００６１】
　取り付け形式は、ＵＥ取り付けが、標準サービス（「初期取り付け」のために、又は、
緊急サービス（「緊急取り付け」）のために、又は、例えばＵＴＲＡＮからＷＬＡＮへの
既存のＰＤＰ／ＰＤＮ接続上の受け渡し（「受け渡し取り付け」）のために、新たなＰＤ
Ｐ／ＰＤＮ接続を形成するか否かを示す。
【００６２】
　サービスの品質（Ｑｕａｌｉｔｙ　ｏｆ　Ｓｅｒｖｉｃｅ：ＱｏＳ）は、要請されたデ
ータ接続性のためにＵＥのユーザーにより必要とされるか、又は、好まれるサービスのレ
ベルを示す。
【００６３】
　他の接続性パラメータがＵＥ　１０８により指定されることもある。例えば、ＵＥ　１
０８のユーザー又はＵＥ　１０８上で実行されているアプリケーションがインターネット
上でウェブ・ページ又はサービスにアクセスしたいならば、接続性パラメータは、ＡＰＮ
、例えばｉｎｔｅｒｎｅｔ．ｏｐｅｒａｔｏｒ．ｃｏｍ（これはインターネット接続を提
供するＡＰＮとして、ＵＥ　１１０に予め設定されている）、ＰＤＰ／ＰＤＮ形式、例え
ばＩＰｖ４ｖ６（ＵＥがＩＰｖ４及びＩＰｖ６アドレス計画を支持するならば）、及び「
初期取り付け」のような取り付け形式を含み得る。要請されたサービス／データ・ネット
ワークのＡＰＮは、ＵＥ　１０８において予め設定し得る。
【００６４】
　手短に言うと、ＷＬＡＮアクセス・ネットワーク１０２上でＥＰＣ　１０４へのアクセ
スのためにＵＥ　１０８を認証及び認可するために、認証手続きは、ＥＰＣ　１０４によ
り開始される（代表的にはＷＬＡＮアクセス・ネットワーク１０２によって開始される）
。データ接続性を確立するための要請を受信することに応じて、認証手続きは、ＵＥ　１
０８により（例えば処理ユニット２０２により）引き起こされる。認証手続きは、任意の
形式のＥＡＰである場合もある。例えば、ＥＡＰ－ＡＫＡ手順を使用し得るが、それに代
えて他の計画、例えばＥＡＰ－ＳＩＭを使用し得る。
【００６５】
　認証要請メッセージは、認証手続きが開始されるのに応じて、ＵＥ　１０８において受
信される。
【００６６】
　ＵＥ　１０８は（例えば処理ユニット２０２により）認証要請メッセージに対する応答
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を送り、この応答は必須の接続性パラメータを含む。
【００６７】
　例示的構成においては、この応答は、ＡＴ＿ＣＯＮＮ＿ＩＮＤと称される新たな特質を
含むことがあり、これは必須若しくは好ましい接続性パラメータ、例えば好ましいＡＰＮ
、ＰＤＰ／ＰＤＮ形式、取り付け形式等を示す。一例として、特質ＡＴ＿ＣＯＮＮ＿ＩＮ
Ｄの内容は、表１に示されるものであることがある。

ＡＴ＿ＣＯＮＮ＿ＩＮＤの接続性パラメータ　　　　値
ＰＤＰ／ＰＤＮ形式　　　ＩＰｖ４又はＩＰｖ６又はＩＰｖ４ｖ６
取り付け形式　　　　　　「初期取り付け」又は「受け渡し取り付け」
ＡＰＮ　　　　　　　　　要請されたＡＰＮの値による文字列
ＱｏＳ　　　　　　　　　ＵＥとＰＤＮ－ＧＷの間の輸送チャンネルの必須のＱｏＳ
可能な他の接続性パラメータ　　．．．
　　　　　表１：ＡＴ＿ＣＯＮＮ＿ＩＮＤの例示的内容
【００６８】
　認証手続きが完了した後、次いで、データ接続が必須の接続性パラメータによりＥＰＣ
　１０４とＷＬＡＮ　１０２との間で確立される。換言すれば、一旦認証手続きが正常に
完了して、ＵＥ　１０８がＷＬＡＮアクセス・ネットワーク１０２を介するＥＰＣ　１０
４へのアクセスのために、必須の接続性パラメータにより認証及び認可されたならば、デ
ータ接続はＥＰＣ　１０４とＷＬＡＮアクセス・ネットワーク１０２との間で確立される
。このデータ接続は、その後、ＵＥ　１０８とＥＰＣ　１０４の間で全てデータ・トラフ
ィックをトンネルさせるためにＷＬＡＮアクセス・ネットワーク１０２により用いられる
。
ＵＥ　１０８は、このデータ接続の設立において及び後続のトンネリング手順に関与しな
いが、好ましい接続性パラメータ（例えばＡＰＮ、ＰＤＰ形式など）をＷＬＡＮアクセス
・ネットワーク１０２に提供することによって、ＵＥ　１０８はデータ接続の特性に影響
を及ぼすことができる。このように、確立したデータ接続は、ＥＰＣ　１０４に出入りす
る全てのＵＥ　１０８データ・トラフィックを輸送するのに用いられる。
【００６９】
　他の方法は、ＷＬＡＮ　１０２上でＥＰＣ　１０４へ接続（取り付け）するためにＵＥ
　１０８により用いられる場合があって、ＷＬＡＮ　１０２とＥＰＣ　１０４との間の接
続を確立するのに用いられる接続性パラメータを与えるが、これは本開示事項を何らかの
一つの方法に限定されることを意図するものではない。
【００７０】
　ＷＬＡＮアクセス・ネットワーク１０２が第１の接続性形式を提供するように構成され
るとき、ＷＬＡＮアクセス・ネットワーク１０２へ接続された後、ステップ３０７におい
て、ＵＥ　１０８は更新されて、局所的サービスへの直接アクセスに必要な機能を無効に
し（例えば局所的サービスへのアクセスを無効にし）、というのは、これらのサービスが
、ＵＥ　１０８により実施されるデータ・トンネリングに起因して利用できないためであ
る。これは、バッテリの消費を低減するのを助ける。ＵＥ　１０８は、これに加えて又は
これに代えて、ユーザーに通知する（例えば処理ユニット２０２の制御の下のＭＭＩ　２
１２を介して）か、或いは、ＥＰＣ　１０４により提供されるか、又は、ＥＰＣ　１０４
を介してアクセスできることが知られているサービスを可能にすることがある。
【００７１】
　ステップ３０５へ戻ると、ＵＥ　１０８が、ＷＬＡＮアクセス・ネットワーク１０２が
受信した情報から第２の接続形式を与えるように構成されていると判定するとき、ＵＥ　
１０８は（例えば処理ユニット２０２により）、ＷＬＡＮアクセス・ネットワーク１０２
へ接続し、かつ、サービスへの直接アクセス（例えば局所的サービス１１０への直接アク
セス及び／又は外部ネットワーク、例えばインターネット１１３への直接アクセス）を与
えるＷＬＡＮアクセス・ネットワーク１０２により構成されている（ステップ３０８）。
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換言すれば、ＵＥ　１０８はＷＬＡＮアクセス・ネットワーク１０２に接続し、かつ、Ｕ
Ｅ　１０８は、ＷＬＡＮアクセス・ネットワーク１０２がサービスへの直接アクセスを与
えるように（及び第２のアクセス・ネットワークを介さずに）構成されていることを知る
ように構成されている。ＵＥ　１０８は、当技術分野で周知の手順を用いてＷＬＡＮアク
セス・ネットワーク１０２に接続し得る。更に、ＵＥ　１０８は、ＷＬＡＮアクセス・ネ
ットワーク１０２とＥＰＣ　１０４との間の接続を確立するのに用いられる任意の接続性
パラメータを提供する必要はなく、というのは、ＷＬＡＮアクセス・ネットワーク１０２
とＥＰＣ　１０４との間で確立されたデータ接続は存在しないからである。
【００７２】
　上述したように、ＵＥ　１０８は、ＷＬＡＮが第１の接続性形式（例えばＳａＭＯＧ接
続性）を提供するように構成されているか、又は、代替的な例示的解決策を用いていない
か否かを知らされることがある。一つのこのような解決策は、特定のＷＬＡＮがいつ第１
の接続性形式（例えばＳａＭＯＧ接続性）を提供するように構成されたかを認識するＵＥ
に、拡張したＩＳＭＰ及びＩＳＲＰ指針を提供するＡＮＤＳＦ要素に基づいている。これ
は層（Ｌａｙｅｒ）－３解決策と称されており、というのは、これはアクセス（層－２）
技術から独立しており、ＩＰレベルで支持されているためである。換言すれば、特定のＷ
ＬＡＮの接続性形式は、任意の形式のアクセス・ネットワーク（３ＧＰＰアクセス、３Ｇ
ＰＰ２アクセス、ＷｉＭＡＸ、ＷＬＡＮ、その他を含む）上のＡＮＤＳＦ要素によりＵＥ
　１０８へ通信することができる。ＡＮＤＳＦ要素はＥＰＣ　１０４のＡＮＤＳＦ要素１
０５又は他のアクセス・ネットワーク（例えばＵＥ　１０８の家庭ＰＬＭＮ）のＡＮＤＳ
Ｆ要素である場合がある。代替的な解決策はＩＥＥＥ　８０２．ｌｌｕ及びＲＦＣ　４２
８４に対する拡張を提案して、それがアクセス・ネットワークによって提供されるので、
層－２解決策と称されている。他の解決策は、ＵＥ　１０８の認証の間、ＵＥ　１０８へ
提供された情報に基づく。ＵＥ　１０８が、ＷＬＡＮアクセス・ネットワーク１０２がＳ
ａＭＯＧ接続性を支持できる（何れかの解決策を介して）ことを判定するならば、次いで
、ＵＥ　１０８はＷＬＡＮアクセス・ネットワーク１０２に接続して、上述のように接続
性パラメータを提供する。
【００７３】
　上述のように、ＡＮＤＳＦ要素（例えばＡＮＤＳＦ要素１０５）は、アクセス及びルー
ティング選択指針（例えばＩＳＭＰ及びＩＳＲＰ）をＯＭＡ　デバイス管理（ＤＭ）対象
におけるＵＥ１０８へ与える。アクセス及びルーティング選択指針は、ＵＥ　１０８のた
めの好ましいアクセス・ネットワークを示す。本開示事項による層－３解決策（ＡＮＤＳ
Ｆに基づく）は、ＯＭＡ　デバイス管理（ＤＭ）対象におけるＵＥ１０８へ与えられた情
報を拡張し、また、ＷＬＡＮアクセス・ネットワークのために、ＷＬＡＮアクセス・ネッ
トワークが第１の接続性形式（例えばＥＰＣ　１０４へのＳａＭＯＧ接続性）を支持する
か否かを示す情報を含む。例えば、特有のＳＳＩＤにより、又は、特有のアドレス体系（
例えばｗｌａｎ１．ｏｐｅｒａｔｏｒ．ｃｏｍ）により特定されたＷＬＡＮアクセス・ネ
ットワークの各々について、ＵＥ　１０８へ提供された情報は、ＳａＭＯＧ接続性が支持
されているか否かを含む。
【００７４】
　ＵＥ　１０８が、ＷＬＡＮアクセス・ネットワーク１０２がＳａＭＯＧ接続性を支持し
、かつ、ＵＥ　１０８が、このＷＬＡＮの選択を引き起こす（例えば有効なＩＳＭＰ又は
ＩＳＲＰ指針において与えられた情報に基づいて、又は、他の実施例の特定のトリガー、
例えば実施に基づく指針のため）ならば、ＵＥ　１０８は、ＷＬＡＮアクセス・ネットワ
ーク１０２に、ＥＰＣ　１０４へ向かうＧＴＰ／ＰＭＩＰトンネルを確立することを要求
する必要な接続性パラメータ（例えばＡＰＮ、ＰＤＮ形式など）を与える。
【００７５】
　この解決策によりＵＥへ送られる情報は各々のＵＥについて指定することができるので
、この解決策は、同じＷＬＡＮアクセス・ネットワーク１０２が第１の接続性形式（例え
ばＳａＭＯＧ接続性）を幾つかのＵＥ及び第２の接続性形式（例えば非シームレス・オフ
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ロード接続性（即ちＥＰＣ１０４を迂回する直接接続性））を他のＵＥに提供する計画を
支持することができる。異なる複数のＵＥのためにＷＬＡＮの異なる接続性形式を選択す
ることを可能にすることは、増大した柔軟性を携帯電話事業者に提供する。例えば、携帯
電話事業者は、異なる加入パラメータに基づく異なるユーザーに対して、異なるＷＬＡＮ
接続性形式を構成し得る。
【００７６】
　現在では、ＵＥはＩＥＥＥ　８０２．ｌｌｕ（現在はＩＥＥＥ　８０２．１１－２００
７の一部）に規定された手順を用いて、ＷＬＡＮの能力を発見することができる。ＩＥＥ
Ｅ　８０２．ｌｌｕが支持されないとき、ＵＥは、ＲＦＣ　４２８４に規定されたＥＡＰ
ベースの手順を用いて、何れのネットワーク（アドレス体系）がＷＬＡＮと相互に作用す
ることができるかを発見することができる。
【００７７】
　本開示事項に従う層－２解決策は、ＩＥＥＥ　８０２．ｌｌｕ及びＲＦＣ　４２８４に
より与えられた発見機能を越えて、ＷＬＡＮアクセス・ネットワーク１０２が特定のアク
セス・ネットワークへ向かう第１の接続性形式（例えばＳａＭＯＧ接続性）を支持するの
でかを、ＵＥ　１０８が発見することができる。特定のアクセス・ネットワークは、ＷＬ
ＡＮアクセス・ネットワーク１０２が接続し得る幾つかのアクセス・ネットワーク（相互
作用ネットワークとしても知られている）の一つである場合がある。相互作用手段とはＷ
ＬＡＮアクセス・ネットワーク１０２及び第２のアクセス・ネットワーク（相互作用ネッ
トワーク）は「ローミング合意」の設定を有し、これは第２のアクセス・ネットワークの
加入者をＷＬＡＮアクセス・ネットワークへ接続させて使用させることを可能にするとい
う意味である。
【００７８】
　当該技術分野で知られているように、上述の発見手順を用いて、ＵＥ　１０８は、ＷＬ
ＡＮアクセス・ネットワークに相互作用する全ての第２のアクセス・ネットワークに関す
る情報を発見する。層－２解決策によると、ＵＥ１０８により受信された発見情報が拡張
されて、新たな第１の接続性支持指標（例えば「ＳａＭＯＧ接続性支持」指標）は、あら
ゆる発見された第２のアクセス・ネットワークに関係している情報に加えられる。従って
、この新たな「ＳａＭ　ＯＧ接続性支持」指標によって、ＵＥ　１０８は、ＷＬＡＮアク
セス・ネットワーク１０２が、このＷＬＡＮアクセス・ネットワーク１０２と相互作用す
る特定の第２のアクセス・ネットワークに「ＳａＭＯＧ接続性」を確立するように構成さ
れているか否かを判定することができる。ＷＬＡＮアクセス・ネットワーク１０２は一つ
以上の第２の（相互作用）ネットワークに接続することができ、次いで複数の指標がＵＥ
　１０８へ与えられる。
【００７９】
　ここで図４も参照すると、これは、ＵＥ　１０８がアクセス・ネットワーク・クエリー
・プロトコル（ＡＮＱＰ）手順を用いて、ＷＬＡＮ・アクセス・ネットワーク１０２能力
を発見し、また、「ＳａＭＯＧ接続性支持」指標に基づいてＷＬＡＮアクセス・ネットワ
ーク１０２が相互作用ネットワーク１１１（即ち第２アクセス・ネットワーク）への強制
的なトンネルを形成するように構成されているか否かを判定する。それに代えて他の発見
プロトコルをＵＥにより用いられる場合がある。相互作用ネットワーク１１１は、３ＧＰ
Ｐネットワーク（例えば図１におけるようなネットワーク１０１）、ＷＬＡＮブローカー
（即ち異なるＷＬＡＮオペレーターの間のＷＬＡＮローミングを支持するネットワーク）
又はＩＳＰとし得る。図１の同様な構成要素は同じ参照番号によって参照される。ＵＥ　
１０８が、ＷＬＡＮ１０２が相互作用ネットワーク１１１への強制的なトンネルを形成す
る「ＳａＭＯＧ接続性支持」指標から判定されるならば、次いでＵＥ　１０８は、それに
応じてその挙動を調整することができ、例えばユーザーに通知して、局所サービス（例え
ばＤＬＮＡサービス）への直接アクセスを無効にし、相互作用ネットワークにより与えら
れたサービス有効にする。
【００８０】
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　「ＳａＭＯＧ接続性支持」指標は既存のＩＥＥＥ　８０２．ｌｌｕ情報要素（例えばＮ
ＡＩレルム・リスト又は３ＧＰＰセルラー・ネットワーク情報）に含めることができるか
、又は、それはＵＥ　１０８へ送られるベンダー特有情報要素に含めることができる。図
４に示される例において、ＷＬＡＮアクセス・ネットワーク１０２に関連する情報は、Ｗ
ＬＡＮアクセス・ネットワーク１０２の相互作用ネットワークと、ＷＬＡＮアクセス・ネ
ットワーク１０２の相互作用ネットワークの各々についての「ＳａＭＯＧ接続性指示」指
標とのリストを含み、ＷＬＡＮアクセス・ネットワーク１０２に通心的に接続されたサー
バ１０９（例えば広告サーバ）に記憶される。相互ネットワーク及び関連した「ＳａＭＯ
Ｇ接続性支持」指標のリストは、ＡＮＱＰ又はＭＩＨ－ＩＳプロトコルによりＷＬＡＮア
クセス・ネットワーク１０２を介してサーバ１０９からＵＥ　１０８へ送られることがあ
り、かもしれなくて、包括的公告サーバ（Ｇｅｎｅｒｉｃ　Ａｄｖｅｒｔｉｓｅｍｅｎｔ
　Ｓｅｒｖｉｃｅ（ＧＡＳ））フレームで輸送されることがある。
【００８１】
　ＵＥ　１０８が、ＷＬＡＮアクセス・ネットワーク１０２の相互作用能力を発見するた
めにＲＦＣ　４２８４を用いるとき、ＵＥ　１０８は、ＷＬＡＮアクセス・ネットワーク
１０２のアクセス・ノード（例えばアクセス・ポイント（ＡＰ）１０７）により送信され
たＥＡＰ特定要請（ＥＡＰ－Ｉｄｅｎｔｉｔｙ　Ｒｅｑｕｅｓｔ）メッセージにおけるＷ
ＬＡＮアクセス・ネットワーク１０２についての相互作用ネットワークのリストを受信す
る。本開示事項によれば、このリストは、各々の相互作用ネットワークについて、ＷＬＡ
Ｎアクセス・ネットワーク１０２がその相互作用ネットワークについての第１の接続性形
式を支持することができるか否かを示す第１の接続性形式指標（例えば「ＳａＭＯＧ接続
性支持」指標）を含むように拡張される。
【００８２】
　層－２解決策の一つの欠点は、「ＳａＭＯＧ接続性支持」指標が特定の相互作用ネット
ワークのための全ての複数のＵＥについて同じでなければならないことである。ＷＬＡＮ
は、全ての複数のＵＥについて又は何れについてでもないかの何れかについてＳａＭＯＧ
接続性を特定の相互作用ネットワークへ与えるように構成されねばならない。
【００８３】
　本開示事項による他の解決策は、ＵＥ　１０８の認証の間にＵＥ　１０８へ与えられる
情報に基づいている。この情報は、ＥＡＰ認証（例えばＥＡＰ－ＡＫＡ認証）の間、ＥＰ
Ｃ　１０４のＡＡＡサーバからＵＥ　１０８へ送られることがある。この情報は、ＵＥ　
１０８が接続しようとするＷＬＡＮ　１０２によって支持される接続性形式を示す。
【００８４】
　ＥＡＰ－ＡＫＡ認証解決策によるＵＥ　１０８の操作のより詳細については、ここで本
開示事項の実施形態により、ＩＰアクセス・ネットワーク（例えば図１のＷＬＡＮアクセ
ス・ネットワーク１０２）上のＵＥ（例えば図１のＵＥ　１０８）とコア・ネットワーク
（例えば図１のＥＰＣ　１０４）との間のＥＡＰ－ＡＫＡ認証手順のための例示的メッセ
ージ・フローを示す図５を参照して説明する。図５は、適用可能なＩＥＴＦ規格及び３Ｇ
ＰＰ仕様に従うＥＡＰ－ＡＫＡ認証方法を示す。即ち、ＲＦＣ４１８７：第３世代認証及
びキー合意（ＥＡＰ―ＡＫＡ）、２００６年１月のための拡張認証プロトコル方法；ＲＦ
Ｃ５４４８：第３世代認証及びキー合意（ＥＡＰ－ＡＫＡ’）、２００９年５月のための
改善された拡張認証プロトコル方法；及び３ＧＰＰ　ＴＳ　２４．３０２（ｖｌ０．４．
０）、非３ＧＰＰアクセス・ネットワークを介する３ＧＰＰ　次世代パケット・コア（Ｅ
ＰＣ）へのアクセス；ステージ３（リリース１０）、２０１１年６月。例示的な構成にお
いては、ＵＥ　１０８が、家庭３ＧＰＰオペレーターによって信頼されていると考えられ
るＷＬＡＮアクセス・ネットワーク１０２上でＥＰＣ　１０４にアクセスしようとすると
き、ＥＡＰ－ＡＫＡ認証が生じる。
【００８５】
　図５に示すように、ステップ５００におけるＡＡＡサーバにより送られた第１のＡＫＡ
チャレンジは、ＡＴ＿ＴＲＵＳＴ＿ＩＮＤ特性を含み、これは、ＵＥ　１０８に、ＷＬＡ
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Ｎ　１０２が信頼された又は非信頼アクセス・ネットワークとして考えられるか否かを通
知する（この特性をコード化することはＴＳ　２４．３０２、条項８．２．３．１に指定
されている）。このＡＡＡサーバにより送られたＡＫＡチャレンジは、上述のように開始
された認証手順に応じてＵＥ　１０８へ送られる認証要請メッセージに対応する。応答メ
ッセージ（ＥＡＰ応答／ＡＫＡチャレンジ）、ステップ５０２において、ＵＥ　１０８は
、ＵＥの移動性管理能力を示すＡＴ＿ＩＰＭＳ＿ＩＮＤ特性を含み得る（ＴＳ　２４．３
０２の表８．２．１．１を参照）。
【００８６】
　これはネットワークに、如何なる形式の移動性管理機構が、信頼されたＷＬＡＮアクセ
ス上で移動性管理を支持するのに用いることができるかを知らせることを可能にする。Ａ
Ｔ＿ＩＰＭＳ＿ＲＥＳ特性（ステップ５０４で送られた）は、ＵＥ　１０８にＡＡＡサー
バ、例えばホスト型移動性（ＤＳＭＩＰｖ６又はＭＩＰｖ４）又はネットワーク型移動性
（ＮＢＭ）により選択された移動性管理プロトコルを示す。図５の認証手順の終了の後に
、ＵＥ　１０８は、ＡＴ＿ＩＰＭＳ＿ＲＥＳ特性において示された移動性プロトコルに従
って、又は、ＡＴ＿ＩＰＭＳ＿ＲＥＳ特性がコア・ネットワークから受信されないならば
、ＵＥにおいて予め構成されたデータに従って、挙動する。例えば、移動性プロトコルが
ＤＳＭＩＰｖ６であるならば、ＵＥ　１０８はＰＤＮ－ＧＷ（又は家庭エージェント）を
選択する必要があり、選択されたＰＤＮ－ＧＷに関連したセキュリティを確立して、ＤＳ
ＭＩＰｖ６プロトコルにより拘束的な登録を実行する。この場合、ＵＥは一つ以上のＤＳ
ＭＩＰｖ６メッセージに必要な接続性パラメータを含むことができる。全てのこれらの手
順は３ＧＰＰ　ＴＳ　２４．３０３（ｖｌ０．３．０）に規定されており、移動性管理は
デュアル－スタック・モバイルＩＰｖ６に基づく；ステージ３（リリース１０）。一方、
ＡＴ＿ＩＰＭＳ＿ＲＥＳ特性の移動性プロトコルがＮＢＭであるならば、全ての移動性が
ネットワーク型手順（即ちＧＴＰを有する）によって許可されるので、ＵＥ　１０８は如
何なる移動性管理プロトコルも使う必要はない。
【００８７】
　上述のように、ＵＥ　１０８はステップ５０２における応答送信において新たな特性を
含むことがあり、これは必須又は好ましい接続性パラメータ、例えば好ましいＡＰＮ、Ｐ
ＤＰ／ＰＤＮ形式、取り付け形式、その他を示す。例えば、新たな特性ＡＴ＿ＣＯＮＮ＿
ＩＮＤの内容は、上述の表１に示したようなものであることもある。
【００８８】
　一つの例として及び図５を参照して、接続性形式は、ＡＴ＿ＣＯＮＮ＿ＴＹＰＥと称さ
れる新たなＥＡＰ－ＡＫＡ特性をＡＡＡサーバからＵＥ　１０８へ送ることがある。換言
すれば、特性ＡＴ＿ＣＯＮＮ＿ＴＹＰＥは、ＵＥが接続を試みるＷＬＡＮアクセス・ネッ
トワーク１０２が、第１の接続性形式（例えばＳａＭＯＧ接続性）又は第２の接続性形式
を支持するように構成されているか否かを示す。このＡＴ＿ＣＯＮＮ＿ＴＹＰＥ特性は、
第１のＡＫＡチャレンジ・メッセージ（ステップ５００）又はＡＫＡ通知メッセージ（ス
テップ５０４）に含まれることがあり、ＡＡＡサーバによりＵＥ　１０８へ送られる。こ
れに代えて、接続形式は、既存のＥＡＰ－ＡＫＡ特性に含まれることがあり、これは、Ｗ
ＬＡＮアクセス・ネットワーク１０２の接続性形式を示す情報ももたらすために適宜に拡
張される。例えば、ステップ５０４におけるＡＡＡサーバにより送られる既存のＡＴ＿Ｉ
ＰＭＳ＿ＲＥＳ特性は、接続性形式を示す情報を含むように拡張し得る。
【００８９】
　ＵＥが、信頼されたＷＬＡＮアクセス・ネットワーク上で更なるＰＤＰ／ＰＤＮ接続を
望む場合において、これは新たな接続性データでＥＡＰ再認証を誘発することができる。
それで、複数のＰＤＰ／ＰＤＮ接続は支持することができる。また、ＰＤＰ／ＰＤＮ接続
の３ＧＰＰアクセスからＳ２ａを有する信頼されたＷＬＡＮへの譲る渡しは、「譲り渡し
取り付け」のＰＤＰ／ＰＤＮ形式を要請することによって更に支持することができる。こ
の場合、ＰＤＮ－ＧＷは、ＷＬＡＮアクセス・ネットワークとＰＤＮ－ＧＷとの間で（Ｓ
２ａ上に）形成されたＰＤＰ／ＰＤＮ接続への３ＧＰＰアクセス上での既存のＰＤＰ／Ｐ
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【００９０】
　要約すると、本開示事項は第１のアクセス・ネットワークにより支持された接続性形式
について情報をＵＥへ与える機構を説明し、第１のアクセス・ネットワークの示された接
続性形式に依存して、無線通信デバイスはそれに応じて挙動することができる。例えば、
第１のアクセス・ネットワークが第１の接続性形式を支持して、ＵＥから第２のアクセス
・ネットワーク（例えば、ＳａＭＯＧ接続性を支持する）へ全てのデータ・トラフィック
をトンネルさせるように構成されているとき、ＵＥは第１のアクセス・ネットワークと第
２のアクセス・ネットワークとの間の接続を設定するために要求される接続性パラメータ
を与えることができ、かつ、ＵＥも局所的サービスへの直接アクセスを無効にすることも
あり、バッテリの消費を節約して、ユーザー経験を改善する。ＵＥが接続性パラメータを
与えることにより、ＵＥは好ましい／必須の接続性パラメータを与え、第１と第２とのア
クセス・ネットワークの間のデータ接続性は、ＵＥ又はユーザー嗜好に従って確立するこ
とができる。第１のアクセス・ネットワークが第２の接続性形式を支持して、第２のアク
セス・ネットワークを介する接続の無い直接アクセスを与えるように構成されているとき
、次いで、ＵＥは通常の方式で第１のアクセス・ネットワークへ接続し得る。ＵＥはユー
ザーに第１のアクセス・ネットワークの接続性形式の通知もすることがあり、ユーザーは
それに応じて行動し得る。例えば、第１のアクセス・ネットワークが第１の接続性形式を
支持するとき、ユーザーは今や、局所的サービスへの直接アクセスが如何なる否定的なユ
ーザー経験も避けることが可能ではないことに気づく。更に、第１の接続性形式を支持す
ることが決定されるとき、ユーザーは第１のアクセス・ネットワークから切断することを
決定し得る。
【００９１】
　携帯電話事業者は、ＷＬＡＮプロバイダーとしばしば取引関係を形成／終了させること
ができ、これは、いつでも有効又は無効にされるＳａＭＯＧ接続性を有する既存のＷＬＡ
Ｎの構成の変化をもたらすか、及び／又は携帯電話事業者により支持される新たな複数の
ＷＬＡＮをもたらすことがあり、その各々の一つは、ＳａＭＯＧ接続性の有無に関わらず
構成される。第１のアクセス・ネットワークの接続性形式を特定する情報は、本開示事項
による機構によりＵＥへ与えられ、これは、アクセス・ネットワークの接続性形式におけ
る変化を可能にし、又は新たなアクセス・ネットワークが加えられたとき、容易さを説明
する。例えば、アクセス・ネットワークの好ましいリストは、変化を説明するためにＡＮ
ＤＳＦ　１０５において容易に更新することができ、更新されたリストは、例えばＯＭＡ
　ＤＭプッシュ手順を呼び出すことによって、ＵＥへ定期的に与えられる。アクセス・ネ
ットワークへの接続性形式の如何なる変更もそのアクセス・ネットワークのための発見手
順の間に与えられる情報に含められる。同様に、アクセス・ネットワークへの接続性形式
の如何なる変更も、第１のアクセス・ネットワークのためのＵＥについての認証及び認可
手続きの間に与えられる情報に含められる。
【００９２】
　上述の明細書において、本発明は本発明の実施形態の特定の例を参照して説明した。し
かしながら、様々な修正及び変更が、添付の特許請求の範囲に記載された本発明の広い目
的から逸脱することなく、なし得ることが明白であろう。
【００９３】
　上述の実施形態の幾つかは、適用可能なように、様々な異なる処理システムを使用して
実行し得る。例えば、図及びその説明は、単に本開示事項の様々な態様を説明するのに有
益な参照を与えるように提示された例示的なアーキテクチャを説明する。勿論、アーキテ
クチャの説明は、説明の目的のために単純化されており、かつ、本開示事項により使用し
得る多くの異なる種類の適切なアーキテクチャの単に一つである。当業者は、プログラム
とシステム／デバイス要素との間の境界は単なる例示であって、代替的な実施形態を要素
に合併し得るか、様々な要素に機能の代替的な分解を課し得ることを理解するであろう。
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【手続補正書】
【提出日】平成26年12月10日(2014.12.10)
【手続補正１】
【補正対象書類名】特許請求の範囲
【補正対象項目名】全文
【補正方法】変更
【補正の内容】
【特許請求の範囲】
【請求項１】
　無線通信デバイスと第１のアクセス・ネットワークとの間でデータ接続性を確立する方
法であって、この方法は、前記無線通信デバイスにおいて、
　少なくとも第１のアクセス・ネットワークに関連した情報を受信し、この情報は少なく
とも第１のアクセス・ネットワークの接続形式を含み、その接続形式は、第１のアクセス
・ネットワークが第２のアクセス・ネットワークへの接続を確立して、全てのデータ・ト
ラヒックを前記無線通信デバイスから第２のアクセス・ネットワークへトンネルさせるよ
うに構成されているときの第１の接続形式と、第１のアクセス・ネットワークが第２のア
クセス・ネットワークへの接続を確立せず、サービスへの直接アクセスを与えるように構
成されているときの第２の接続性形式とのうちの一方を含み、
　　第１のアクセス・ネットワークとのデータ接続性を確立するための要請を受信し、
　前記受信した情報に基づいて第１のアクセス・ネットワークの接続性形式を判定し、
　第１のアクセス・ネットワークが第１の接続性形式を支持するように構成されていると
の判定に応じて、第１のアクセス・ネットワークへ接続して、第１と第２とのアクセス・
ネットワークの間の接続を確立するのに用いられる接続性パラメータを提供し、
　第１のアクセス・ネットワークが第２の接続性形式を支持するように構成されていると
の判定に応じて、第１のアクセス・ネットワークへ接続して、サービスへの直接アクセス
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を与える第１のアクセス・ネットワークに従って構成され、及び、
　第１のアクセス・ネットワークが第１又は第２の接続形式を支持するように構成されて
いるとき、第１のアクセス・ネットワークへの接続の後に、第１のアクセス・ネットワー
クが支持するように構成されている現在の接続形式を示す通知を前記無線通信デバイスへ
与えることを含む方法。
【請求項２】
　請求項１の方法において、第１のアクセス・ネットワークが第２の接続性形式を支持す
るように構成されているとの判定に応じて、第１のアクセス・ネットワークへ接続して、
第１と第２とのアクセス・ネットワークの間の接続を確立するのに用いられる接続性パラ
メータを提供しない方法。
【請求項３】
　請求項１の方法において、第１のアクセス・ネットワークが第１の接続性形式を支持す
るように構成されているとき、第１のアクセス・ネットワークへの接続の後、前記方法は
更に、
　第１のアクセス・ネットワークにより与えられた局所的サービスへのアクセスを無効に
するように前記無線通信デバイスを更新すること、
　第２のアクセス・ネットワークにより与えられたサービスを有効にすること、及び、
　第２アクセス・ネットワークによりアクセス可能なサービスを有効にすることのうち、
少なくとも一つを含む方法。
【請求項４】
　請求項１の方法において、情報を受信することは、前記無線通信デバイスのために好ま
しいアクセス・ネットワークに関連した情報を受信することを含み、その好ましいアクセ
ス・ネットワークは第１のアクセス・ネットワークを含み、前記情報は、前記好ましいア
クセス・ネットワークの各々の識別と、少なくとも第１のアクセス・ネットワークの前記
接続性形式とを含む方法。
【請求項５】
　請求項４の方法において、情報を受信することは、ＡＮＤＳＦ要素からの第１のアクセ
ス・ネットワークの前記接続性形式を含む情報を受信することを含む方法。
【請求項６】
　請求項１の方法において、情報を受信することは、第１のアクセス・ネットワークの能
力を発見するために開始された発見手順の間に、少なくとも第２のアクセス・ネットワー
クとの第１のアクセス・ネットワークの前記接続性形式を含む第１のアクセス・ネットワ
ークに関連した情報を受信することを含む方法。
【請求項７】
　請求項６の方法において、前記発見手順はＩＥＥＥ　８０２．１１ｕとＲＦＣ４２８４
との一方によって規定された発見手順である方法。
【請求項８】
　請求項１の方法において、情報を受信することは、第１のアクセス・ネットワークへの
アクセスのために前記無線通信デバイスを認証及び認可するための認証手続きの間の第１
のアクセス・ネットワークの接続性形式を含む情報を受信することを含む方法。
【請求項９】
　請求項８の方法において、前記認証手続きはＥＡＰ型認証手続きである方法。
【請求項１０】
　第１のアクセス・ネットワークとのデータ接続性を確立することができる無線通信デバ
イスであって、
無線通信を与えるための通信区画と、
前記通信区画へ接続された処理ユニットとを備え、
前記無線通信デバイスは、
　　少なくとも第１のアクセス・ネットワークに関連した情報を受信し、この情報は少な
くとも第１のアクセス・ネットワークの接続性形式を含み、この接続性形式は、第１のア
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クセス・ネットワークが第２のアクセス・ネットワークへの接続を確立して、全てのデー
タ・トラヒックを前記無線通信デバイスから第２のアクセス・ネットワークへトンネルす
るように構成されているときの第１の接続形式と、第１のアクセス・ネットワークが第２
のアクセス・ネットワークへの接続を確立せず、サービスへの直接アクセスを与えるよう
に構成されているときの第２の接続性形式とのうちの一方を含むように構成され、
前記処理ユニットは、
　　第１のアクセス・ネットワークとのデータ接続性を確立するための要請を受信し、
　　前記受信した情報に基づいて第１のアクセス・ネットワークの接続性形式を判定し、
　　第１のアクセス・ネットワークが第１の接続性形式を支持するように構成されている
との判定に応じて、第１のアクセス・ネットワークへ接続して、第１と第２とのアクセス
・ネットワークの間の接続を確立するのに用いられる接続性パラメータを提供し、
　　第１のアクセス・ネットワークが第２の接続性形式を支持するように構成されている
との判定に応じて、第１のアクセス・ネットワークへ接続して、サービスへの直接アクセ
スを与える第１のアクセス・ネットワークに従って前記無線通信デバイスを構成し、及び
、
　　第１のアクセス・ネットワークが第１又は第２の接続形式を支持するように構成され
ているとき、第１のアクセス・ネットワークへの接続の後に、第１のアクセス・ネットワ
ークが支持するように構成されている現在の接続形式を示す通知を前記無線通信デバイス
へ与えるように構成されている無線通信デバイス。
【請求項１１】
　請求項１０の無線通信デバイスにおいて、前記処理ユニットは更に、第１のアクセス・
ネットワークが第２の接続性形式を支持するように構成されているとの判定に応じて、第
１のアクセス・ネットワークに接続して、第１と第２とのアクセス・ネットワークの間の
接続を確立するのに用いられる接続性パラメータを提供しないように構成されている無線
通信デバイス。
【請求項１２】
　請求項１０の無線通信デバイスにおいて、第１のアクセス・ネットワークが第１の接続
性形式を支持するように構成されているとき、第１のアクセス・ネットワークへの接続の
後、前記処理ユニットは更に、
　第１のアクセス・ネットワークにより与えられた局所的サービスへのアクセスを無効に
するように前記無線通信デバイスを更新すること、
　第２のアクセス・ネットワークにより与えられたサービスを有効にすること、及び、
　第２アクセス・ネットワークによりアクセス可能なサービスを有効にすることのうち、
少なくとも一つをなすように構成されている無線通信デバイス。
【請求項１３】
　請求項１０の無線通信デバイスにおいて、受信された情報は、前記無線通信デバイスの
ために好ましいアクセス・ネットワークに関連した情報を含み、その好ましいアクセス・
ネットワークは第１のアクセス・ネットワークを含み、前記情報は、前記好ましいアクセ
ス・ネットワークの各々の識別と、少なくとも第１のアクセス・ネットワークの前記接続
性形式とを含む無線通信デバイス。
【請求項１４】
　請求項１３の無線通信デバイスにおいて、前記受信された情報は、ＡＮＤＳＦ要素から
受信されている無線通信デバイス。
【請求項１５】
　請求項１０の無線通信デバイスにおいて、前記処理ユニットは更に、第１のアクセス・
ネットワークの能力を発見するために発見手順を開始するように構成され、受信された情
報は、前記発見手順の一部として受信された第１のアクセス・ネットワークに関連した情
報を含み、前記受信した情報は、少なくとも第２のアクセス・ネットワークとの第１のア
クセス・ネットワークの前記接続性形式を含む第１のアクセス・ネットワークに関連した
情報を含む無線通信デバイス。
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【請求項１６】
　請求項１５の無線通信デバイスにおいて、前記発見手順はＩＥＥＥ　８０２．１１ｕと
ＲＦＣ４２８４との一方によって規定された発見手順である無線通信デバイス。
【請求項１７】
　請求項１０の無線通信デバイスにおいて、前記処理ユニットは更に、第１のアクセス・
ネットワークへのアクセスのために前記無線通信デバイスを認証及び認可するための認証
手続きを引き起こすように構成され、受信された情報は、第１のアクセス・ネットワーク
の接続性形式を含み、かつ、前記認証手続きの一部として受信されている無線通信デバイ
ス。
【請求項１８】
　請求項１７の無線通信デバイスにおいて、前記認証手続きはＥＡＰ型認証手続きである
無線通信デバイス。
【請求項１９】
　請求項１の無線通信デバイスにおいて、前記接続性パラメータは、アクセス・ポイント
名、ＡＰＮ、パケット・データ・プロトコル／パケット・データ・ネットワーク、ＰＤＰ
／ＰＤＮ、形式、取り付け形式、サービスの品位、ＱｏＳのうちの少なくとも一つを含む
無線通信デバイス。
【請求項２０】
　通信システムであって、第２のアクセス・ネットワークへ通信可能に結合された第１の
アクセス・ネットワークと、第１のアクセス・ネットワークとのデータ接続性を確立する
ことができる無線通信デバイスとを備え、前記無線通信デバイスは、
　無線通信を与えるための通信区画と、及び、
　前記通信区画へ接続された処理ユニットとを含み、
　前記無線通信デバイスは、
　　　少なくとも第１のアクセス・ネットワークに関連した情報を受信し、この情報は少
なくとも第１のアクセス・ネットワークの接続性形式を含み、この接続性形式は、第１の
アクセス・ネットワークが第２のアクセス・ネットワークへの接続を確立して、全てのデ
ータ・トラヒックを前記無線通信デバイスから第２のアクセス・ネットワークへトンネル
するように構成されているときの第１の接続形式と、第１のアクセス・ネットワークが第
２のアクセス・ネットワークへの接続を確立せず、サービスへの直接アクセスを与えるよ
うに構成されているときの第２の接続性形式とのうちの一方を含むように構成され、
　前記処理ユニットは、
　　第１のアクセス・ネットワークとのデータ接続性を確立するための要請を受信し、
　　前記受信した情報に基づいて第１のアクセス・ネットワークの接続性形式を判定し、
　　第１のアクセス・ネットワークが第１の接続性形式を支持するように構成されている
との判定に応じて、第１のアクセス・ネットワークへ接続して、第１と第２とのアクセス
・ネットワークの間の接続を確立するのに用いられる接続性パラメータを提供し、
　　第１のアクセス・ネットワークが第２の接続性形式を支持するように構成されている
との判定に応じて、第１のアクセス・ネットワークへ接続して、サービスへの直接アクセ
スを与える第１のアクセス・ネットワークに従って前記無線通信デバイスを構成し、及び
、
　　第１のアクセス・ネットワークが第１又は第２の接続形式を支持するように構成され
ているとき、第１のアクセス・ネットワークへの接続の後に、第１のアクセス・ネットワ
ークが支持するように構成されている現在の接続形式を示す通知を前記無線通信デバイス
へ与えるように構成されている通信デバイス。
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